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the network resources from the first type of client systems based on the first
set of usage data is determined. A second set of usage data representing ac-
cess by client systems classified as a second type is determined. A count of
unique visitors accessing the network resources from the second type of cli-
ent systems is determined based on the second set of usage data. A total
count of unique visitors accessing the network resources from the first and
second types of client systems is determined based on data representing the
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COMBINING MEASUREMENTS BASED ON BEACON DATA

CROSS-REFERENCE TO RELATED APPLICATION
This application claims priority of U.S. Provisional Application No. 61/489,860, filed
May 25, 2011, the entirety of which is hereby incorporated by reference as if fully set forth

therein,

BACKGROUND
Internet audience measurement may be useful for a number of reasons. For example,
some organizations may want to be able to make claims about the size and growth of their
audiences or technologies. Similarly, understanding consumer behavior, such as how consumers
interact with a particular web site or group of web sites, may help organizations make decisions
that improve their traffic flow or the objective of their site. In addition, understanding Internet
audience visitation and habits may be useful in supporting advertising planning, buying, and

selling.

SUMMARY

In one aspect, usage data representing the access of a set of resources on a network is
accessed. The usage data is based at least in part on information received from client systems
sent as a result of beacon instructions included with the set of resources. A first set of usage data
representing access by client systems classified as a first type is determined based on the
accessed usage data. A count of unique visitors accessing the network resources from the first
type of client systems based on the first set of usage data is determined. A second set of usage
data representing access by client systems classified as a second type is determined based on the
accessed usage data. A count of unique visitors accessing the network resources from the
second type of client systems is determined based on the second set of usage data. A total count
of unique visitors accessing the network resources from the first and second types of client
systems is determined based on data representing the usage overlap of devices of the first type
with devices of the second type.

Implementations may include one or more of the following features. The first type of

client system may be a non-mobile, non-shared use personal computing device type. The second
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type of client system may be a mobile computing device type. A third set of usage data
representing access by client systems classified as a third type may be determined based on the
accessed usage data. A count of unique visitors accessing the network resources from the third
type of client systems may be determined based on the third set of usage data. Determining the
total count of unique visitors accessing the network resources may include determining a total
count of unique visitors accessing the network resources from the first, second, and third types of
client systems based on data representing the usage overlap of devices of the first, second, and
third types. The third type of client system may be a shared use computing device type. The
second type of client system may be a shared use computing device type.

A first subset of data representing information about accesses to the resources by mobile
devices with persistent beacon cookies may be determined based on the second set of usage data,
wherein the persistent beacon cookies were present for a duration that meets a persistence
threshold. A second subset of data representing information about accesses to the resources by
mobile devices with non-persistent beacon cookie may be determined based on the second set of
usage data, wherein the non-persistent beacon cookies were present for a duration that does not
meet the persistence threshold. One or more adjustment factors may be determined based on the
first subset of data. A count of unique visitors accessing the set of resources from mobile
devices may be determined based, at least in part, on a count of accesses by mobile devices with
persistent cookies and a count of accesses by mobile devices with non-persistent beacon cookies
adjusted by the adjustment factors.

A subset of shared use data representing access of the network resources by shared use
devices sharing a common location may be determined based on the second set of usage data. A
number of shared use devices and a number of persons at the common location may be estimated
based on the subset of shared use data. A count of unique visitors to the network resources from
shared use devices at the common location may be determined based on the estimated number of
shared use devices and number of persons at the common location.

Sample data representing the access of the network resources may be accessed. The
sample data may include information about the overlap in use of client systems classified as the
first type and client systems classified as the second type. An overlap factor may be generated
based on the accessed sample data. The overlap factor may represent the usage overlap of

devices of the first type with devices of the second type. Determining the total count may
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include determining the total count of unique visitors accessing the network resources based on
the generated overlap factor. The sample data may represent survey data for users accessing one
or more of the network resources. The survey data may classify each user’s current client system
used to access one or more of the network resources and may further classify one or more other
client systems regularly used by the user. The sample data may be panel data.

In one aspect, mobile usage data representing the access of one or more resources on a
network by client devices classified as mobile devices is accessed. The mobile usage data
includes information received from client devices sent as a result of beacon instructions included
with the set of resources. A first set of data representing information about accesses to the
resources by mobile devices with persistent beacon cookies, wherein the persistent beacon
cookies were present for a duration that meets a persistence threshold, is determined based on the
accessed mobile usage data. A second set of data representing information about accesses to the
resources by mobile devices with non-persistent beacon cookies, wherein the non-persistent
beacon cookies were present for a duration that does not meet the persistence threshold, is
determined based on the accessed mobile usage data. One or more adjustment factors is
determined based on the first set of data. A count of unique visitors accessing the set of
resources from mobile devices is determined based, at least in part, on a count of accesses by
mobile devices with persistent beacon cookies and a count of accesses by mobile devices with
non-persistent beacon cookies adjusted by the adjustment factors.

Implementations may include one or more of the following features. An average access
count per cookie may be determined based on the first set of data. For each non-persistent
cookie, a unique view factor may be determined based on a function of the duration of the cookie
and a ratio of the access count for the cookie to the average access count. A third set of data
representing information about accesses to the resources by mobile devices without beacon
cookies may be determined based on the received mobile usage data. Determining the total
count of unique visitors accessing the set of resources from mobile devices may include
determining the total count of unique visitors accessing the set of resources from mobile devices
based, at least in part, on the count of accesses by mobile devices with persistent cookies, the
count of accesses by mobile devices with non-persistent beacon cookies adjusted by the
adjustment factors, and a count of accesses by mobile devices without beacon cookies adjusted

by the adjustment factors.
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A first subset of data representing information about accesses to the resources by mobile
devices with persistent beacon cookies that are classified as a first mobile platform may be
determined. A second subset of data representing information about accesses to the resources by
mobile devices with persistent beacon cookies that are classified as a second mobile platform
may be determined. Adjustment factors for mobile devices classified as the first platform may
be determined based at least in part on the first subset of data. Adjustment factors for mobile
devices classified as the second platform may be determined based at least in part on the second
subset of data.

| A count of mobile devices classified as a first mobile platform may be determined
determining based, at least in part, on a count of mobile devices with persistent cookies and
classified as the first mobile platform and a count of mobile devices with non-persistent beacon
cookies adjusted by the adjustment factors and classified as the first mobile platform. A count of
mobile devices classified as a second mobile platform may be determined based, at least in part,
on a count of mobile devices with persistent cookies and classified as the second mobile platform
and a count of mobile devices with non-persistent beacon cookies adjusted by the adjustment
factors and classified as the second mobile platform. Determining the one or more adjustment
factors may include determining the proportion of mobile devices with persistent cookies that
accessed the one or more resources a particular number of times.

In one aspect, mobile usage data representing the access of a set of resources on a
network by client devices classified as mobile devices is accessed. The mobile usage data
includes information received from client systems sent as a result of beacon instructions included
with the set of resources. A set of cookie usage data representing access by mobile devices with
beacon cookies associated with the beacon instructions is identified. A set of non-cookie usage
data representing access by mobile devices without the beacon cookies is identified. A cookie
count of unique visitors based on the cookie usage data is determined. A non-cookie count of
unique visitors based on the non-cookie usage data and the cookie usage data is determined. The
cookie count and the non-cookie count are aggregated to determine a total count of unique
visitors for mobile devices.

Implementations may include one or more of the following features. Prior to identifying
the cookie usage data and the non-cookie usage data, the mobile usage data may be pre-

processed to exclude usage data based on the use of non-browser mobile applications. A set of
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petsistent cookie usage data representing usage data for cookies having a usage duration that
meets a persistence threshold may be identified. A set of non-persistent cookie usage data
representing usage data for cookies having a usage duration that does not meet the persistence
threshold may be identified. A persistent cookie count of unique visitors may be determined
based on the persistent cookie usage data. A non-persistent cookie count of unique visitors may
be determined based on the non-persistent cookie usage data, the persistent cookie-usage data,
and the usage duration of each non-persistent cookie. The persistent cookie count and the non-
persistent cookie count may be aggregated to determine the cookie count of unique visitors. The
non-cookie count of unique visitors may be determined based on the persistent cookie usage
data.

In one aspect, usage data representing the access of a set of resources on a network by
client devices is accessed. The usage data includes information received from client systems
sent as a result of beacon instructions included with the set of resources. A set of shared use data
representing access of the network resources by client devices classified as shared use devices is
determined based on the accessed usage data. A first set of shared use data representing access
of the network resources by shared use devices sharing a first common location is determined
based on the set of shared use data. A second set of shared use data representing access of the
network resources by shared use devices sharing a second common location is determined based
on the set of shared use data. A number of shared use devices and a number of persons at the
first common location are estimated based on the first set of shared use data. A first count of
unique visitors to the network resources from shared use devices at the first common location is
determined based on the estimated number of shared use devices and number of persons at the
first common location. A number of shared use devices and a number of persons at the second
common location are estimated based on the second set of shared use data. A second count of
unique visitors to the network resources from shared use devices at the second common location
is determined based on the estimated number of shared use devices and number of persons at the
second common location. A count of unique visitors accessing the network resources by shared
use devices is determined based, at least in part, on the aggregation of the first and second
counts.

Implementations may include one or more of the following features. The usage data may

be grouped into one or more groups according to IP addresses associated with the data. Each
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group of usage data may represent the data associated with IP addresses within a defined address
block. For each group of usage data, a probability that the usage data within that group
corresponds to one or more shared use devices may be generated. One or more of the groups
may be identified as the set of shared usage data based on the generated probabilities. An
enumerated percentage representing an estimate of the amount of the usage data that is
attributable to shared use devices may be received. The group having the highest probability of
the generated probabilities may be selected. The group having the highest probability among the
generated groups may continue to be selected until the total usage of the selected groups
represents a proportion of the total usage data that satisfies the enumerated percentage.

The first set of shared usage data may be grouped into windows of time according to time
stamps associated with the data. The number of shared use devices may be estimated by
identifying the maximum number of cookies in use during the same window of time. The
number of persons may be estimated by aggregating the number of cookies in use during each
window of time over all the windows of time. A number of shared use devices and a number of
persons may be estimated for the first common location over a first period of time. A number of
shared use devices and a number of persons may be estimated for the first common location over
a second period of time. Determining the first count of unique visitors to the network resources
from shared use devices at the first common location may include a first count of unique visitors
to the network resources from shared use devices at the first common location based on the
number of shared use devices and number of persons estimated during both the first period of
time and the second period of time.

Implementations of any of the described techniques may include a method or process, an
apparatus, a device, a machine, a system, or instructions stored on a computer-readable storage
device. The details of particular implementations are set forth in the accompanying drawings
and description below. Other features will be apparent from the following description, including

the drawings, and the claims.

BRIEF DESCRIPTION OF THE DRAWINGS
FIG. 1 illustrates an example of a system in which a panel of users may be used to

perform Internet audience measurement.



10

15

20

25

30

WO 2012/162671 PCT/US2012/039724

FIG. 2 illustrates an example of a system in which site centric data can be obtained by
including beacon code in one or more web pages.

FIG. 3 illustrates an example of a system in which panel centric data and site centric data
can be used to generate measurement data.

FIG. 4 is a flow chart illustrating an example of a process for determining audience
measurement reports for a given web page or collection of web pages.

FIG. 5 is a flow chart illustrating an example of a process for determining a cookie-per-
person adjustment factor.

FIG. 6 is a flow chart illustrating an example of a process for determining a machine
overlap adjustment factor.

FIG. 7 is a flow chart illustrating an example of a process for determining a non-
beaconed adjustment factor.

FIG. 8 is a flow chart illustrating an example of a process for determining measurement
data for mobile devices.

FIG. 9 is a flow chart illustrating an example of a process for assigning general unique
visitor factors to mobile device usage data.

FIG. 10 is a flow chart illustrating an example of a process for calculating entity unique
visitor factors.

FIG. 11 is a flow chart illustrating an example of a process for measuring the total
audience for mobile devices.

FIG.12 is a flow chart illustrating an example of a process for identifying and measuring
shared device usage data.

FIG. 13 is a flow chart illustrating an example of a process to combine unique visitors
measured for different classified devices to produce a total count of unique visitors.

FIG. 14 is a flow chart illustrating an example of a process for combining personal device
and mobile device unique visitor counts into a single unique visitor count.

FIG. 15 is a flow chart illustrating an example of a process for generating overlap factors

for combining multiple sets.

DETAILED DESCRIPTION
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In general, webpage or other resource accesses by client systems may be recorded, and
those accesses may be analyzed to develop audience measurement reports. Data about resource
accesses can be collected using a beacon-based approach. A beacon-based approach generally
involves associating script or other code with the resource being accessed such that the code is
executed when a client system renders or otherwise employs the resource. When executed, the
beacon code sends a message from the client system to a collection server. The message
includes certain information, such as an identifier of the resource accessed.

The beacon code may be accessed and processed by a number of different types of client
systems, such as personal computers, mobile devices, and shared use devices (for example,
computers at libraries or internet cafés). However, each type of device may present somewhat
different challenges when translating the measured activity from a machine-basis to a person-
basis. For instance, a beacon-based approach may employ cookies or IP addresses to help
uniquely identify the activity of a particular machine. However, there may be difficulties in
translating such activity to unique persons because cookies may be deleted or IP addresses may
be dynamically assigned. Such issues are more or less prevalent depending on the type of
device. Accordingly, the following describes various techniques for accounting for these types
of difficulties on various types of client systems when determining audience measurements such
as unique views or reach.

Furthermore, a given user may use more than one type of device. Yet for certain types of
audience measurements, such as unique views or reach, that person should be counted once,
rather than multiple times. Because he or she is using a different device, however, it may be
difficult to understand that the same person is using both types of devices. Accordingly, the
following describes various techniques for accounting for such overlap when combining
audience measurements across different device types.

FIG. 1 illustrates an example of a system 100 in which a panel of users may be used to
collect data for Internet audience measurement. As described in more detail below, data from
the panel of users may be used to correct or adjust beacon-based data for personal computers
(e.g., non-mobile, non-shared use devices).

The system 100 includes client systems 112, 114, 116, and 118, one or more web servers
110, a collection server 130, and a database 132. In general, the users in the panel employ client

systems 112, 114, 116, and 118 to access resources on the Internet, such as webpages located at
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the web servers 110. Information about this resource access is sent by each client system 112,
114, 116, and 118 to a collection server 130. This information may be used to understand the
usage habits of the users of the Internet.

Each of the client systems 112, 114, 116, and 118, the collection server 130, and the web
servers 110 may be implemented using, for example, a general-purpose computer capable of
responding to and executing instructions in a defined manner, a personal computer, a special-
purpose computer, a workstation, a server, or a mobile device. Client systems 112, 114, 116, and
118, collection server 130, and web servers 110 may receive instructions from, for example, a
software application, a program, a piece of code, a device, a computer, a computer system, or a
combination thereof, which independently or collectively direct operations. The instructions
may be embodied permanently or temporarily in any type of machine, component, equipment, or
other physical storage medium that is capable of being used by a client system 112, 114, 116,
and 118, collection server 130, and web servers 110.

In the example shown in FIG. 1, the system 100 includes client systems 112, 114, 116,
and 118. However, in other implementations, there may be more or fewer client systems.
Similarly, in the example shown in FIG. 1, there is a single collection server 130. However, in
other implementations there may be more than one collection server 130. For example, each of
the client systems 112, 114, 116, and 118 may send data to more than one collection server for
redundancy. In other implementations, the client systems 112, 114, 116, and 118 may send data
to different collection servers. In this implementation, the data, which represents data from the
entire panel, may be communicated to and aggregated at a central location for later processing.
The central location may be one of the collection servers.

The users of the client systems 112, 114, 116, and 118 are a group of users that are a
representative sample of the larger universe being measured, such as the universe of all Internet
users or all Internet users in a geographic region. To understand the overall behavior of the
universe being measured, the behavior from this sample is projected to the universe being
measured. The size of the universe being measured and/or the demographic composition of that
universe may be obtained, for example, using independent measurements or studies. For
example, enumeration studies may be conducted monthly (or at other intervals) using random

digit dialing.
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Similarly, the client systems 112, 114, 116, and 118 are a group of client systems that are
a representative sample of the larger universe of client systems being used to access resources on
the Internet. As a result, the behavior on a machine basis, rather than person bsais, can also be,
additionally or alternatively, projected to the universe of all client systems accessing resources
on the Internet. The total universe of such client systems may also be determined, for example,
using independent measurements or studies

The users in the panel may be recruited by an entity controlling the collection server 130,
and the entity may collect various demographic information regarding the users in the panel,
such as age, sex, household size, household composition, geographic region, number of client
systems, and househpld income. The techniques used to recruit users may be chosen or
developed to help insure that a good random sample of the universe being measured is obtained,
biases in the sample are minimized, and the highest manageable cooperation rates are achieved.
Once a user is recruited, a monitoring application is installed on the user’s client system. The
monitoring application collects the information about the user’s use of the client system to access
resources on the Internet and sends that information to the collection server 130.

For example, the monitoring application may have access to the network stack of the
client system on which the monitoring application is installed. The monitoring application may
monitor network traffic to analyze and collect information regarding requests for resources sent
from the client system and subsequent responses. For instance, the monitoring application may
analyze and collect information regarding HTTP requests and subsequent HTTP responses.

Thus, in system 100, a monitoring application 112b, 114b, 116b, and 118b, also referred
to as a panel application, is installed on each of the client systems 112, 114, 116, and 118.
Accordingly, when a user of one of the client systems 112, 114, 116, or 118 employs, for
example, a browser application 112a, 114a, 116a, or 118a to visit and view web pages,
information about these visits may be collected and sent to the collection server 130 by the
monitoring application 112b, 114b, 116b, and 118b. For instance, the monitoring application
may collect and send to the collection server 130 the URLs of web pages or other resources
accessed, the times those pages or resources were accessed, and an identifier associated with the
particular client system on which the monitoring application is installed (which may be
associated with the demographic information collected regarding the user or users of that client

system). For example, a unique identifier may be generated and associated with the particular
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copy of the monitoring application installed oﬁ the client system. The monitoring application
also may collect and send information about the requests for resources and subsequent responses.
For example, the monitoring application may collect the cookies sent in requests and/or received
in the responses. The collection server 130 receives and records this information. The collection
server 130 aggregates the recorded information from the client systems and stores this
aggregated information in the database 132 as panel centric data 132a.

The panel centric data 132a may be analyzed to determine the visitation or other habits of
users in the panel, which may be extrapolated to the larger population of all Internet users. The
information collected during a particular usage period (session) can be associated with a
particular user of the client system (and/or his or her demographics) that is believed or known to
be using the client system during that time period. For example, the monitoring application may
require the user to identify his or herself, or techniques such as those described in U.S. Patent
Application No. 2004-0019518 or US Patent No. 7,260,837, both incorporated herein by
reference, may be used. Identifying the individual using the client-system may allow the usage
information to be determined and extrapolated on a per person basis, rather than a per machine
basis. In other words, doing so allows the measurements taken to be attributable to individuals
across machines within households, rather than to the machines themselves.

To extrapolate the usage of the panel members to the larger universe being measured,
some or all of the members of the panel are weighted and projected to the larger universe. In
some implementations, a subset of all of the members of the panel may be weighted and
projected. For instance, analysis of the received data may indicate that the data collected from
some members of the panel may be unreliable. Those members may be excluded from reporting
and, hence, from being weighted and projected.

The reporting sample of users (those included in the weighting and projection) are
weighted to insure that the reporting sample reflects the demographic composition of the
universe of users to be measured, and this weighted sample is projected to the universe of all
users. This may be accomplished by determining a projection weight for each member of the
reporting sample and applying that projection weight to the usage of that member. Similarly, a
reporting sample of client systems may be projected to the universe of all client systems by
applying client system projection weights to the usage of the client systems. The client system

projection weights are generally different from the user projection weights.
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The usage behavior of the weighted and projected sample (either user or client system)
may then be considered a representative portrayal of the behavior of the defined universe (either
user or client system, respectively). Behavioral patterns observed in the weighted, projected
sample may be assumed to reflect behavioral patterns in the universe.

Estimates of visitation or other behavior can be generated from this information. For
example, this data may be used to estimate the number of unique visitors (or client systems)
visiting certain web pages or groups of web pages, or unique visitors within a particular
demographic visiting certain web pages or groups of web pages. This data may also be used to
determine other estimates, such as the frequency of usage per user (or client system), average
number of pages viewed per user (or client system), and average number of minutes spent per
user (or client system).

As described further below, such estimates and/or other information determined from the
panel centric data may be used with data from a beacon-based approach to generate reports about
audience visitation or other activity. Using the panel centric data with data from a beacon-based
approach may improve the overall accuracy of such reports.

Referring to FIG. 2, a beacon-based approach may be implemented using a system 200.
In general, a beacon-based approach may entail including beacon code in one or more web
pages.

System 200 includes one or more client systems 202, the web servers 110, the collection
servers 130, and the database 132. The client systefns 202 can include client systems 112, 114,
116, or 118, which have the panel application installed on them, as well as client systems that do
not have the panel application installed. Client systems may include personal computing
devices, mobile computing devices, shared use computing devices, or any other device with
access to the Internet.

The client systems include a browser application 204 that retrieves web pages 206 from
web servers 110 and renders the retrieved web pages. Some of the web pages 206 include
beacon code 208. In general, publishers of web pages may agree with the entity operating the
collection server 130 to include this beacon code in some or all of their web pages. This code
208 is rendered with the web page in which the code 208 is included. When rendered, the code
208 causes the browser application 204 to send a message to the collection server 130. This

message includes certain information, such as the URL of the web page in which the beacon
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code 208 is included. For example, the beacon code may be JavaScript code that accesses the
URL of the web page on which the code is included, and sends to the collection server 130 an
HTTP Post message that includes the URL in a query string. Similarly, the beacon code may be
JavaScript code that accesses the URL of the web page on which the code is included, and
includes that in the URL in the “sr¢” attribute of an <img> tag, which results in a request for the
resource located at the URL in the “src” attribute of the <img> tag to the collection server 130.
Because the URL of the webpage is included in the “src” attribute, the collection server 130
receives the URL of the webpage. The collection server 130 can then return a transparent image.

The following is an example of such JavaScript:

<script type="text/javascript">

document.write("<img id='img1' height="1'
width='1">");document.getElementByld("img1").src="http://example.com/scripts/report.dll?C7=
" + escape(window.location.href) + "&rn=" + Math.floor(Math.random()*99999999);

</script>

The collection server 130 records the webpage URL received in the message with, for
instance, a time stamp of when the message was received, the IP address of the client system
from which the message was received, and the user-agent information in the user-agent header.
The collection server 130 aggregates this recorded information and stores this aggregated
information in the database 132 as site centric data 132b.

The message may also include a unique identifier for the client system. For example,
when a client system first sends a beacon message to the collection server 130, a unique
identifier may be generated for the client system (and associated with the received beacon
message). That unique identifier may then be included in a cookie that is set on that client
system 202. As a result, later beacon messages from that client system may have the cookie
appended to them such that the messages include the unique identifier for the client system. If a

beacon message is received from the client system without the cookie (e.g., because the user
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deleted cookies on the client system), then the collection server 130 may again generate a unique
identifier and include that identifier in a new cookie set of the client system.

The client system 202 may further include a specialized application such as a mobile app
210 for accessing data associated with a network resource. In some implementations, a mobile
app 210 may communicate with an app server 120 to send and receive data. The app server 120
may be a function of a general purpose web server 110 as above or may instead be a separate
server dedicated only to proprietary applications such as the mobile app 210. In addition to
accessing information associated with a resource, the mobile app may also include code 208 that
includes beacon instructions for reporting usage data to the collection server 130. The beacon
instructions provided to the mobile app 210 may be similar to the beacon instructions provided
on the web page 206 to the browser application, but may include different information available
to the mobile app 210, such as a unique device identifier.

The beacon messages are generally sent regardless of whether or not the given client
system has the panel application installed. But, for client systems in which the panel application
is installed, the panel application also records and reports the beacon message to the collection
server 130. For example, if the panel application is recording HTTP traffic, and the beacon
message is sent using an HTTP Post message (or as a result of an <img> tag), then the beacon
message is recorded as part of the HTTP traffic recorded by the panel application, including, for
instance, any cookies that are included as part of the beacon message. Thus, in this instance, the
collection server 130 receives the beacon message as a result of the beacon code, and a report of
the beacon message as part of the panel application recording and reporting network traffic.

Accordingly, as users of client systems 202 access webpages (e.g., on the Internet), the
client systems 202 access the webpages that include the beacon code, which results in messages
being sent to the collection server 130. These messages indicate the webpage that was accessed
(e.g., by including the URL for the webpage), potentially a unique identifier for the client system
that sent the message, and a user-agent of the client system. When a message is received at the
collection server 130, a record may be generated for the received message. The record may
indicate an identifier (e.g., the URL) of the webpage accessed by the client system, the unique
identifier for the client system, a time at which the client system accessed the webpage (e.g., by
including a time stamp of when the message was received by the collection server 130), a

network address, such as an IP address, of the client system that accessed the webpage, and the
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user-agent, when appropriate. The collection server 130 may then aggregate these records and
store the aggregated records in the database 132 as site centric data 132b.

The site centric data 132b includes information about the accesses by a number of
different types of client systems, such as mobile client systems, shared use client systems, and
non-mobile, non-shared use personal computers. The site centric data 132b directly represents
accesses by the members of the larger universe to be measured, not just the members of the
panel, but because different devices are included in the data, there may be overlap between users
of the different types of devices, with no ready mechanism to determine that the same user
accessed a resource from, for example, both a mobile device and a personal computer. This may
skew measurements of unique visitors to a given resource or group of resources and potentially
inflate unique visitor estimates. Furthermore, because of the technology involved with each type
of device, there may be inaccuracies when determining the unique visitors within a given type of
device. The following describes various techniques for correcting such data within a given class
of device, as well as when the data among device classes is combined.

FIG. 3 illustrates an example of a system 300 in which panel centric data 132a and site
centric data 132b can be used to generate measurement data. The system 300 includes a
reporting server 302. The reporting server 302 may be implemented using, for example, a
general-purpose computer capable of responding to and executing instructions in a defined
manner, a personal computer, a special-purpose computer, a workstation, a server, or a mobile
device. The reporting server 302 may receive instructions from, for example, a software
application, a program, a piece of code, a device, a computer, a computer system, or a
combination thereof, which independently or collectively direct operations. The instructions
may be embodied permanently or temporarily in any type of machine, component, equipment, or
other physical storage medium that is capable of being used by the reporting server 302.

The reporting server 302 executes instructions that implement a measurement data
processor 304, an overlap processor 306, and a report generation module 308. The measurement
data processor 304 includes a personal device module 304a, a mobile device module 304b, and a
shared use device module 304c.

The measurement data processor 304 may access the raw panel centric data 132a and the
raw site centric data 132b and perform one or more pre-processing functions on the accessed

panel centric data 132a and the accessed site centric data 132b. As described above, the panel
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centric data 132a indicates a first set of resources accessed by a first set of client systems (those
in the panel) and the site centric data 132b indicates a second set of resources accessed by a
second set of client systems. Some of the second set of client systems are potentially in the panel
and some of the second set of client systems are potentially not in the panel. Further, the second
set of resources may include one or more resources that are also included in the first set of
resources.

The panel centric data 132a may include records that reflect the URLSs or other identifiers
of web pages or other resources accessed, the times those pages or resources were accessed,
identifiers of the client systems that accessed the resources, and information about the requests
and responses used to access the resources (for example, cookies sent in requests and/or received
in the responses). The site centric data 132b may include records that reflect a URL or other
identifier of a resource that has been accessed by a client system, a network address of the client
system that accessed the resource, a time that the client system accessed the resource (for
example, as reflected by a time stamp of the time at which the beacon message was received by
the collection server 130), and a unique identifier for the client system that accessed the resource
(for example, included in a cookie attached to the beacon message).

The panel centric data 132a and the site centric data 132b that is accessed by the personal
device module 304a may be the data that is aggregated for a certain, previous time period. For
example, the accessed data may be the panel centric data 132a and the site centric data 132b
aggregated over the previous 30 days.

The measurement data processor 304 may process the raw panel centric data 132a to
form state data that represents the complete fact of usage in a single record. For instance, for
web page visitation, a record in the state data may indicate that a particular user, on a particular
date, at a particular time, accessed web page B (as represented by the URL for that web page),
using a particular client system. The measurement data processor 304 also may match some or
all of the URLSs in the records of the state data to patterns in a dictionary of the Internet, which
may organize various different URLs into digital media properties, reflecting how Internet
companies operate their businesses. Each pattern may be associated with a web entity, which
may be a web page or collection of web pages thét are logically grouped together in a manner
that reflects how Internet companies operate their business. For example, the various web pages

that are included in the finance.yahoo.com domain may be logically grouped together into a
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single web entity (e.g., Yahoo Finance). The dictionary may include a number of hierarchically
web entities to reflect various Internet media companies and how those companies arrange their
web properties. For example, the Yahoo Finance web entity may be considered a subset of the
Yahoo web entity, which may cover all of the various web pages included in the yahoo.com
domain. The Yahoo web entity may include other web entities, such as a Yahoo Health web
entity (associated with the various web pages in the health.yahoo.com domain). The
measurement data processor 304 may associate a given state record with the lowest-level web
entity associated with the pattern matching the URL in the state record.

The measurement data processor 304 may also remove from the panel centric data 132a
records for users that are not to be included in the reporting sample. For example, there may be
rules that are evaluated to insure that a complete record of a user's usage and non-usage during
the reporting period is received. If those rules are not met, the user may be removed from the
reporting sample. Also, a user may be removed if he or she does not meet certain criteria, such
as being in a particular geographic area.

In addition, the personal device module 304a may remove certain types of records. For
instance, records that reflect redirects or that reflect non-human initiated request (e.g., requests
made as part of rendering a web page) may be removed.

The measurement data processor 304 may process the site centric data 132b to also match
some or all of the URLSs in the records of the site centric data 132b to patterns in the dictionary
so as to associate the records with a web entity, such as the lowest level web entity in a
hierarchy. Processing actions may then be performed on a per-web-entity basis to determine the
measurement data 306. For example, processing may be performed for each of the lowest-level
web entities, or may be performed for one or more higher level web entities, with the dictionary
being used to collect the data associated with all of the lowest-level web entities included in the
higher level web entity.

In addition, the measurement data processor 304 may remove certain records from the
site centric data 132b. For example, the personal device module 304a may remove records that
reflect non-human initiated accesses from the site centric data 132b. For example, a list of
known search index crawlers or other robots may be used to remove records that reflect accesses
from those bots. Additionally, or alternatively, if the records indicate that sequential accesses to

the same or different web pages in a web entity by a particular client system occur at a defined
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frequency (for example, if the accesses are spaced three seconds apart or less), then accesses
subsequent to the first one may be removed. This may help to remove records from non-human
initiated accesses, as well as errors associated with the beacon code that may result in more than
one beacon message per access.

The measurement data processor 304 may categorize the records according to device
type. For instance, records for mobile devices may be detected and categorized accordingly. In
some implementations, such records may be detected based on user agent or other data sent with
the beacon message and recorded in the record. The measurement data processor 304 may also
detect records for non-mobile, shared use client systems and categorize them accordingly.
Techniques such as those described with respect to FIG. 12 may be used to detect non-mobile,
shared use systems. The remaining non-categorized records may be marked as non-mobile, non-
shared use systems (or other techniques may be used to detect records from such systems — for
example, such systems may be detected based on the user agent data).

In addition, records may be removed for client systems not in a particular geographic area
(e.g., if the reports are being generated for a particular geographic area, such as North America).
The country and region of the client system corresponding to the record may be determined
based on a reverse lookup of the network address (e.g., a reverse lookup of the IP address).
Similarly, shared use client systems (e.g., client systems available to the public in a library) may
be detected by analyzing the network access provider based on a reverse look-up of the client
system’s IP address (which may be captured with the beacon message).

The various modules 304a, 304b, and 304c¢ of the measurement data processor 304 may
implement various processes as describe below to generate adjusted measurement data for each
category or class of device. The overlap processor 306 may implement one or more processes to
combine the adjusted measurement data for the categories of devices in a manner that attempts to
remove overlap of users between each category. The report generation module 308 may use the
combined measurement data 306 to generate one or more reports 310 that include information

regarding client system accesses of one or more resources.

Establishing Unigue Visitors on Non-Mobile, Non-Shared Use Devices

Personal computing devices are conventional devices that generally have a small set of

users. Personal devices may include both work computers and computers in the user’s home.
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Personal computers, at least at present, are the most likely type of internet device to allow the
user to install panel software, and are also the most likely to keep and hold cookies over long
periods of time. For this reason, in some implementations, usage data for personal computing
devices is based primarily on beacon data but refined using panel data and other factors as
further described herein.

FIG. 4 is a flow chart illustrating an example of a process 400 for determining audience
measurement reports for a given web page or collection of web pages. The following describes
process 400 as being performed by the personal device module 304a. However, the process 400
may be performed by other systems or system configurations.

The personal device module 304a accesses the panel centric data 132a and non-mobile,
non-shared use site centric data 132b (402) and perform some pre-processing of the accessed
data (404). Pre-processing of both the accessed panel centric data 132a and the accessed site
centric data 132b may involve delineating between classes of client systems. At times, it may be
desirable to segment reports according to classes of non-mobile, non-shared use client systems.
For example, in one implementation, the reports and underlying data, at least initially, are
segmented into work vs. home client systems, with home client systems being those that are used
at home while work client systems are those used at work. These two subpopulations can be
identified and separated in the accessed panel centric data 132a because users self-identified the
machines as home or work (or another class) when registering. To identify and separate these
two sub-populations in the accessed site-centric 132b, the beacon messages received between
8am and 6pm local time Monday through Friday may be assumed to be work generated traffic.
All other traffic may be aligned as targets for the Home sample.

In another example for identifying and separating these two subpopulations in the
accessed site centric data 132b, a model may be developed based on observed work behavior in
the panel centric data 132a. This model may be based on time of day and day of week usage
profiles. If an IP address matches the expected profile for a work machine, all traffic for that IP
address may be considered work traffic. For instance, panel data may indicate that, if the
number of accesses during a first time period (a work time) is greater than the number of
accesses during a second time period (a home time period) by a certain amount, then a machine
is probably a work machine. This information may be used, together with the site-centric data,

to classify network access providers into work or home based on the whether or not accesses by
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users of those network access providers are greater during the work time than the home time, on
average, by the certain amount. The network access provider of a given machine may then be
determined based on that machine’s IP address, and that machine may be classified as the same
class as the network access provider.

Actions 406 to 410 then may be separately performed on the data in each subpopulation,
thereby generating measurement data for the home population and measurement data for the
work population. Reports then may be generated for each of these subpopulations separately, or
a combined reports may be generated, as further described with respect to action 412. Other
implementations may similarly divide among several subpopulations.

The personal device module 304a determines initial usage measurement data based on the
pre-processed site centric data (406). For example, the personal device module 304a may
determine an initial measurement of unique visitors for a given web entity. Unique visitors may
represent the number of unique people that requested and/or viewed one of the web pages of the
web entity. To determine the initial measurement of unique visitors, for instance, the personal
device module 304a may count the number of unique cookies (that is, number of cookies with a
different unique identifier) received as part of the beacon messages received for the web entity.

As another example, the personal device module 304a may determine an initial
measurement of page views for a given web entity. Page views may represent the number of
times the web pages for a web entity were requested and/or viewed (regardless of whether the
web pages were requested or viewed by a unique person). In this case, the personal device
module 304a may count the total number of beacon messages received for the web entity.

The personal device module 304a determines one or more adjustment factors based on
the pre-processed panel centric data (408). The initial audience measurement data, determined
based solely on the pre-processed site centric data, may not be accurate for a number of reasons.
The pre-processed panel centric data may be used to determine adjustment factors to correct the
inaccuracies.

For example, if the initial measurement of unique visitors is based on cookies received
with the beacon measurements, then there may be over or under counting of unique visitors
because the cookies are set on a machine and browser basis, and not a person basis. In other

words, even though multiple people may use a particular client system, only a single cookie may
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be set and counted for a given machine and browser. This may result in the undercounting of
unique visitors.

In addition, a previously set cookie on a client system may be deleted, resulting in a new
cookie and new identifier being set for further accesses during the reporting time period. Asa
result, accesses by the same user may be mistakenly identified as accesses from two different
users, which may result in the overcounting of unique visitors. Similarly, a user may use
multiple browsers, with different cookies being set for each browser. As a result, there may be
multiple, different cookies for a single user because that user uses different browsers on the same
machine. This may result in overcounting of unique visitors.

To account for such inaccuracies in the site centric data 132b, a cookie-per-person
adjustment factor may be determined based on the pre-processed panel centric data. This
adjustment factor may be determined on a web entity basis. This cookie-per-person adjustment
factor may reflect the number of cookies that are set per person visiting beaconed web pages
(that is, web pages that include the beacon code) of the web entity. As a result, this adjustment
factor may be used to adjust the total count of unique visitors to compensate for multiple cookies
per person or, conversely, multiple persons per cookie. This adjustment factor may be
determined, for example, by using process 500 described with respect to FIG. 5.

Also, a given user may have and use multiple client systems in a given location (for
example, at home). As a result, separate cookies may be set on the multiple client systems, and
counted, even though only a single user is visiting the web entity. This may lead to an
overcounting of unique visitors. To account for this inaccuracy, a machine overlap adjustment
factor méy be dctermined based on the pre-processed panel centric data. This adjustment factor
may be determined on a web entity basis. This machine overlap adjustment may reflect the
number of client systems being used per person that visits the web entity and can, therefore,
adjust the total count of unique visitors to adjust for multiple cookies per person that result from
a person using more than one client system to visit the web entity. This adjustment factor may
be determined, for example, by using process 600 described with respect to FIG. 6.

Furthermore, if the initial measurement of unique visitors or page views is based on
receiving a beacon message from beacon code included in the web pages for the web entity,
there may be undercounting of either of these measurements as a result of beacon code not being

included on all of the web pages for a given web entity. This may be the result of incorrect
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implementation of the beacon code (for example, the beacon code is not properly placed on all
web pages that are part of the web entity), or not possible for certain policy reasons. For
example, one lower level web entity may choose to include beacon code on all of the web pages
for that entity, while another lower level web entity may choose to not include beacon code at
all. If those lower level web entities are underneath the same higher level web entity, then the
beacon code can not be implemented on all of the web pages for the higher level entity since one
of the lower level entities has chosen to not include beacon code. As a particular example, the
MSN(R) website (msn.com) and the Hotmail(R) website (hotmail.com) may both be separate
web entities under the higher level web entity designated as Microsoft(R). However, these two
websites may be separately operated and managed and, therefore, MSN(R), for instance, may
choose to beacon while Hotmail(R) does not. As a result, the initial audience measurement data
(either page views or unique visitors) for the web entity Microsoft(R) does not include any
counts for the Hotmail(R) webpages since Hotmail(R) does not include beacon code on the web
pages for Hotmail(R).

To account for inaccuracies in the page views or unique visitors that result from a failure
to include beacon code in all of the web pages for a given web entity, a non-beaconed adjustment
factor may be determined based on the pre-processed panel centric data. This adjustment factor
may be determined on a web entity basis. Since, ideally, the panel applications capture all web
traffic, visits to non-beaconed web pages for a given entity are also captured and reported by the
panel applications. Thus, the pre-processed panel centric data may be used to determine a non-
beaconed adjustment factor that reflects the number of page views or unique visits to web pages
for the web entity that are not counted based on the beacon messages. This adjustment factor
may be determined, for example, by using process 700 described with respect to FIG. 7.

The measurement adjustor module 304¢ applies the adjustment factors to the initial usage
measurement data to generate adjusted usage measurement data 306 (410). For instance, in one
implementation for audience measurement data that reflects unique visitors for a given web
entity, the measurement adjustor module 304c may generate adjusted unique visitors data as

follows:

Adj UVs = ((Init UVs / Cookie-Per-Person) * Machine Overlap) + Non-Beaconed

22



10

15

20

25

30

WO 2012/162671 PCT/US2012/039724

where Adj UVs is the adjusted unique visitors count, Init UVs is the initial count of unique
visitors based on the pre-processed site centric data, Cookie-Per-Person is the cookie-per-person
adjustment factor, Machine Overlap is the machine overlap adjustment factor, and Non-
Beaconed is the non-beaconed adjustment factor. The reciprocal of the Cookie-Per-Person
adjustment factor (a Person-Per-Cookie adjustment factor) may be used by multiplying this
factor times the Init UVs, rather than dividing.

As another example, in one implementation for audience measurement data that reflects
the total page views of web pages for a given web entity, the measurement adjustor module 304c

may generate adjusted page views data as follows:

Adj PageViews = Init PageViews + Non-Beaconed

where Adj PageViews is the adjusted page views count, Init PageViews is the initial page views
count based on the pre-processed site centric data, and Non-Beaconed is the non-beaconed
adjustment factor.

The report generation module 308 generates audience measurement reports based on the
adjusted audience measurement data (412). For example, in an implementation in which the
initial data is delineated between home and work client systems, the report generation module
308 may generate reports on unique visitors or page views for a given web entity for one or both
of the home or work populations. Additionally, or alternatively, in such an implementation, the
report generation module 308 may generate reports on unique visitors or page views for a given
web entity that combine the home and work populations. In other words, the report generation
module may combine the page views for the home and work populations into a combined count
of page views and/or may combine the unique visitors for the home and work populations into a
combined count of unique visitors.

In some implementations, when the report generation module 308 produces a combined
count of unique visitors, the report generation module takes into account the number of users that
are present in both the home and work populations. In some cases, a person may visit a web
page for the web entity from both a home client system and a work client system. As a result, if
the count of the user in the home population was simply added to the count of the user in the

work population, then the user would be counted twice. The report generation module 308 may
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use panel centric data 132a to determine the amount of user overlap between the two
populations, and remove duplicate counts. For instance, a number of users may install the
monitoring application on both work client systems and home client systems, and designate each
one as such. Therefore, the data resulting from these users can be used to estimate the number of
people that visit the web pages for the web entity using both home and work client systems, and
this information can be used to de-duplicate those users in the combined count of unique visitors.

FIG. 5 is a flow chart illustrating an example of a process 500 for determining a cookie-
per-person adjustment factor. The following describes process 500 as being performed by the
personal device module 304a. However, the process 500 may be performed by other systems or
system configurations. As noted above, this adjustment factor may be used to adjust the initial
audience measurement data for a given web entity. Thus, the following describes an
implementation of process 500 in which the actions 502 to 506 are performed on a web entity
basis.

The personal device module 304a determines, based on the pre-processed panel-centric
data, a count of the total number of unique visitors that visited one of the beaconed web page of a
given web entity (502). For instance, the total number of unique visitors may be determined by
determining which members in the pre-processed panel have an associated beacon message as a
result of visiting a web page of the web entity, and adding up the projection weights for each of
these members. The projection weight for a given member may be the number of individuals
that member represents in the total universe and, therefore, adding the projection weights for
each of the determined members may provide the total number of individuals in the total
universe that visited one of the beaconed web page of the web entity.

The personal device module 304a determines, based on the pre-processed panel-centric
data, a count of the total number of beacon cookies for a given web entity (504). For example,
the personal device module 304a may determine the client systems in the pre-processed panel
centric data that accessed a beaconed web page of the web entity. For each of those client
systems, the personal device module 304a may then determine the number of different cookies
sent with the beacon messages (also referred to as “beacon cookies™) from the client system
during the reporting period. As described above, for client systems in which the panel
application is installed, the panel applications can also record and report the beacon message and

any associated cookie (beacon cookie). For each of those client systems, the personal device
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module 304a then may generate a projected cookie count for the client system by applying the
projection weight for the user of the client system to the number of different beacon cookies sent
by the client system during the reporting period. The personal device module 304a then adds the
projected cookie counts together to determine a count of the total number of beacon cookies for
the web entity. If there is more than one user of a given client system, the projection weights for
those users may be averaged and the averaged weight may be applied to the count of different
beacon cookies for that client system to determine the projected cookie count.

Once the total unique visitors and total cookies for a given web entity are determined, the
personal device module 304a determines the cookie-per-person adjustment factor by taking the
ratio of total cookies to total unique visitors. In other words, the personal device module 304a

determines Cookie-Per-Person as:

Cookie-Per-Person = Total Cookies/Total Unique Visitors

where Total Cookies is a count of the total number of beacon cookies for the web entity and
Total Unique Visitors is a count of the total number of unique visitors for the web entity. As
noted above, the reciprocal of the Cookie-Per-Person adjustment factor (Person-Per-Cookie) may
be used. The Person-Per-Cookie factor may be determined by determining Total Unique
Visitors/ Total Cookies.

FIG. 6 is a flow chart illustrating an example of a process 600 for determining a machine
overlap adjustment factor. The following describes process 600 as being performed by the
personal device module 304a. However, the process 600 may be performed by other systems or
system configurations. As noted above, this adjustment factor may be used to adjust the initial
audience measurement data for a given web entity. Thus, the following describes an
implementation of process 600 in which the actions 602 to 606 are performed on a web entity
basis.

The personal device module 304a determines, based on the pre-processed panel-centric
data, a client system to person ratio for a given web entity (602). As described above, a given
user may have and use multiple client systems in a given location (for example, at home). Asa
result, separate cookies may be set on the multiple client systems, and counted, even though only

a single user is visiting the web entity. Based on the pre-processed panel centric data, a client
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system to person ratio for a given web entity can be determined for the entire universe of users
and client systems being measured (e.g., the universe of all Internet users and client systems, or
those in a particular geographic region). To determine the client system to person ratio for a
given web entity, the personal device module 304a may determine the total number of client
systems in the defined universe that accessed the web pages of the web entity and the total
number of users in the defined universe that accessed the web pages of the web entity, and then
determine the ratio of these two numbers.

As described above, there may be projection weights for projecting users to the total
number of Internet users (or Internet users in a particular geographic region), or other defined
user universe, as well as projection weights for projecting client systems to the total universe of
client systems accessing the Internet (or, at least, the total in a particular geographic region), or
other defined client system universe. Thus, to determine the total number of client systems in the
defined universe that accessed the web pages of the web entity, the personal device module 304a
may determine the client systems in the pre-processed panel centric data that accessed web pages
of the web entity during the reporting period, and add up the projection weights for those client
systems to determine the total number of client systems in the defined universe that accessed the
web pages of the web entity. Similarly, to determine the total users, the personal device module
304a may determine the users in the pre-processed panel centric data that accessed web pages of
the web entity during the reporting period, and add up the projection weights for those users to
determine the total number of users in the defined universe that accessed the web pages of the
web entity.

Based on the client system to person ratio, the personal device module 304a determines
the expected reach based on all of the panelists in the pre-processed panel centric data across all
of the client systems on which those panelists are active (604). In general, reach is the
percentage of users, out of the total universe of users, that visited a web page of a given web
entity during a certain period, such as the reporting period. In other words, reach is the
percentage of the total possible visitors that visited a web page of the web entity.

The expected reach based on all panelists across all client systems on which they are

active may be calculated using:
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where:

3
M,

p = the client system to person ratio, or B,

q = the incremental number of client systems used by people = (p-1), assuming no shared
use machines such that people use at least one machine;

T = the reporting period measured in days (e.g., 30 days);

R = the projected reach over the reporting period T;

E = the frequency of visitations per visitor to a web page of the web entity during period
S = the average visits to a web page of the web entity per day during period T.

The projected reach, R, over the reporting period T may be determined by using the pre-
processed panel centric data to determine the projected number of users that visited a web page
of the web entity during the reporting period and dividing that value by the total estimated
universe of users. The frequency of visitations per visitor to a web page of the web entity, E,
may be determined by using the pre-processed panel centric data to determine the total visits to a
web page of the web entity during the reporting period and the total visitors to a web page of the
entity during the reporting period, and then dividing those two numbers. The average page visits
to a web page of the web entity per day, S, may be determined by using the pre-processed panel
centric data to determine the total number of unique visits in each day of the reporting petiod,

add these values together, and then divide by the total number of days in the reporting period.
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Based on the client system to person ratio, the personal device module 304a determines
the incremental reach not measured due to the client systems used by members of the panel, but
not included in the panel plus the reach, R, measured by the panel (506). This expected reach

gain from the incremental machine activity not measured by the panel can be determined using;:

gRE
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This incremental reach can then be added to the measured reach, R.
The personal device module 304a determines the machine overlap adjustment factor by
10  determining the ratio of the expected reach across all client systems to the incremental reach plus
measured reach (508). In other words, the personal device module 304a may determine the

machine overlap adjustment factor based on the following:
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As an alternative to first calculating the expected reach, calculating the incremental reach
plus measured reach, and then dividing the two, the personal device module 304a may determine
the machine overlap adjustment factor based directly on the simplified equation above. For
instance, the personal device module 304a may determine the client system to person ratio as
described above, determine the incremental number of client systems used by people based on
the machine to person ratio (e.g., by determining p-1), determine the frequency of visitations per
visitor to a web page of the web entity as described above, determine the average visits to a web
page of the web entity per day as described above, and then determine the machine overlap
adjustment factor based on q, E, S, and T using the simplified equation above.

Moreover, if the composition of users and client systems in the defined universe is
estimated accurately and taken into account correctly when determining projection weights for
the users and client systems in the panel, then the client system to person ratio may be used
directly as the machine overlap adjustment factor. However, such perfect estimating and
weighting may be very difficult to accomplish. For instance, there may be a mix of primary
(those used by a user most often to access the Internet) and secondary (those use less often)
machines in the panel, but the exact mix may not be known. So, depending on the sample
composition and the site, the client system to person ratio may be skewed more towards
secondary usage or primary usage. To compensate for such errors, the client system to person
ratio may be used as described above with the expected and incremental reaches to determine a
machine overlap adjustment factor that compensates for the possible errors in estimating the
universe and weighting. If the simplified equation above is used and the expected combined
reach is greater than the addition of incremental reach to measured reach, the sample is skewed
more towards secondary usage for the web entity and the machine overlap factor will scale up
unique visitors. On the other hand, if the expected combined reach is less than the addition of
incremental reach to measured reach, then the sample is skewed more towards primary usage and
the machine overlap adjustment factor will scale down unique visitors to account for incremental
secondary usage.

FIG. 7 is a flow chart illustrating an example of a process 700 for determining a non-
beaconed adjustment factor. The following describes process 700 as being performed by the
personal device module 304a. However, the process 700 may be performed by other systems or

system configurations. As noted above, this adjustment factor may be used to adjust the initial
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audience measurement data for a given web entity. Thus, the following describes an
implementation of process 700 in which the actions 702 to 706 are petformed on a web entity
basis.

The personal device module 304a, depending on the particular audience measurement,
determines a total count of the unique visitors or page views for a given web entity based on the
pre-processed panel-centric data (702). As described above, since, ideally, the panel applications
capture all web traffic, visits to non-beaconed web pages for a given web entity are also captured
and reported by the panel applications. As a result, the personal device module 304a may use the
pre-processed panel data to determine a total count of the unique visitors or page views for a
given web entity, even if all of the web pages for a web entity do not include beacon code.

For instance, the total number of unique visitors may be determined by adding up the
projection weights for each of the members of the panel in the pre-processed panel centric data
that visited a web page of the web entity. The total number of page views may be determined,
for instance, by applying each member’s projection weight to the count of page views for the
member to generate a projected page views for the member, and then adding together all of the
projected page views.

The personal device module 304a, depending on the particular audience measurement,
determines an overlap count of the unique visitors or page views for a given web entity, based on
the pre-processed panel-centric data (704). An overlap count of the unique visitors or page |
views are the number of unique visitors or page views attributable to visits to web pages that
included the beacon code. To determine the overlap count of unique visitors, the personal device
module 304a, for example, may add together the projection weights for members in the pre-
processed panel centric data that visited a web page of the web entity and that sent a beacon
message with a beacon cookie. To determine the overlap count of page views, the personal
device module 304a, for example, may determine the members in the pre-processed panel centric
data that visited a web page of the web entity and that sent a beacon message with a beacon
cookie, determine the number of page views for each of those members, apply the projections
weights for each member to the respective number of page views for the member to generate
projected page views, and then add together the projected page views to obtain a total overlap

count of page views.
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The personal device module 304a, depending on the particular audience measurement,
determines a non-beaconed adjustment factor by subtracting the total count of the unique visitors
or page views for a given web entity from the overlap count of unique visitors or page views for
the web entity (706). As noted above, the non-beaconed adjustment factor is used to adjust for
the non-beaconed web pages. Thus, the overlap count is removed from the total count of unique
visitors or page views (which includes unique visitors or page views for both web pages with
beacon code and web pages without beacon code) to arrive at an adjustment factor that reflects
unique visitors or page views attributable only to those web pages of the web entity that do not

contain beacon code. In other words, Non-Beaconed is determined based on:

Non-Beaconed = Total Count — Overlap Count

where Total Count is the projected total count of unique visitors or page views for the web entity
(for both beaconed and non-beaconed pages) based on the pre-processed panel centric data and
Overlap Count is the projected count of unique visitors or page views attributable to web pages
of the web entity that include beacon code.

The above techniques are used on usage data which is understood to represent personal
computing devices, such as work and home computers. Once a count for unique visitors is
determined for personal computing devices, this count is used along with other usage data in

order to atrive at a total count of unique visitors over all devices as further described below.

Establishing Unigue Visitors on Mobile Devices

Internet usage is not confined to home and work personal computers. Increasingly,
mobile devices form an important component of the internet audience that a business may wish
to measure.

Mobile devices may, in some cases, provide unique challenges to determining a count for
unique visitors. The methods described rely on the use of cookie beacons and usage data based
on beacon information. However, many mobile device platforms are unreliable in their

acceptance and maintenance of cookies. For example, some mobile device platforms include
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internet browsers that refuse third-party cookies, and many have default settings that either
refuse cookies or clear them quickly. This makes it more difficult to collect internet usage data
that is measured, for instance, on a monthly basis.

In some implementations, mobile usage data will be collected both for devices having
beacon cookies and for devices without cookies. For mobile devices without cookies, the
device’s IP address may be used to uniquely identify access by the device.

FIG. 8 is a flow-chart illustrating an example of a process 800 for determining
measurement data for mobile devices. The following describes process 800 as being performed
by the mobile device module 304b. However, the process 800 may be performed by other
systems or system configurations.

The mobile device module 304b accesses mobile-based site-centric data (802) and may
perform some pre-processing (804). The pre-processing may include standardizing data if any of
the servers use nonstandard formats, consolidating data from multiple sources, and eliminating or
reclassifying data that does not fit with the remainder of the process. In some implementations,
as part of pre-processing the usage data, data associated with mobile applications may be
removed. This data may be processed separately as described further below.

The pre-processed data may include records with unique identifiers and, for a given
unique identifier, information indicating each time a tracked resource was accessed (that is, each
“hit™), along with a time stamp associated with each hit. When beacon cookies were include in
the beacon messages, then the unique identifiers in the beacon cookies can be used. If a beacon
cookie was not present, then a network identifier, such as an IP address, may be used as the
unique identifier.

Once the data is pre-processed, the mobile device module 304b determines a unique
visitor factor for each entry associated with a unique identifier (806). The unique visitor factor
acts as an adjustment factor for unique identifiers that are not suitable for interpreting 1-for-1 as
unique visitors. In general, under certain circumstances, a unique identifier can be considered to
correspond to one person. As a result, an access of a resource associated with that unique
identifier can be considered an access by one unique person. However, under certain
circumstances, this assumption is not appropriate. For example, because many mobile device
platforms are unreliable in their acceptance and maintenance of cookies, a given user may

receive more than one cookie over a certain reporting time period (for example, one month) and,
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as a result, may be counted as more than one person. As a result, it may be appropriate to count
such cookies as less than a person when determining unique views. As another example, IP
addresses may be assigned to different people over the course of the reporting period. As a
result, a given IP address may only be counted as one person when, in fact, it represents more
than one person. As a result, it may be appropriate to count such IP addresses as more than a
person when determining unique views

In order to account for such circumstances, a consideration set of unique identifiers is
developed and used to determine unique visitor factors for each unique identifier to act as
adjustment factors. The consideration set is populated with those unique identifiers that have a
high probability of corresponding to a single person. In one implementation, the consideration
set is populated with unique identifiers that correspond to cookies that are present in the data
over a duration that exceeds a persistence threshold. In other words, the consideration set
corresponds to cookies that are present for a threshold amount of time during the reporting
period. An example of a process for determining unique visitor factors is described below in
conjunction with FIG. 9.

The measurement data is then determined based on the unique visitor factors (808). In
some implementations, the unique factors can be summed over a set of data in order to arrive at a
number of unique visitors. All the unique visitors factors associated with records meeting a
particular criterion can be added up to determine a unique visitor count for that criterion. For
example, the unique visitor factors for each record of a device accessing a particular web entity
can be summed to a total number of unique visitors to that web entity.

FIG. 9 is a flowchart illustrating an example of a process 900 for determining general
unique visitor (“UV?”) factors for unique identifiers and using those to determine the number of
devices per platform. Generally, the process involves defining a consideration set represented by
persistent cookies — those cookies for which the record of activity exceeds a threshold. This data
is used to evaluate the remainder of the data, which includes non-persistent cookies and
persistent or non-persistent [P addresses.

The mobile device module 304b calibrates an observation threshold (902). The
observation threshold may not be calibrated every time; in some implementations the threshold
may be calculated off-line and only adjusted at a set interval, such as annually, even if other

steps of the process 900 are carried out for each measurement period, such as monthly.
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In some implementations, the calibration may involve comparing the data to some further

external source that estimates the number of unique devices per platform. The data may be

sorted or categorized to match the external source. For example, in some implementations, the

data may include mobile devices from several different mobile platforms. Each platform
represents a different basic software framework developed for mobile use, and includes a mobile
device’s operating system. The mobile device module 304b sorts the usage data according to the
platform of the mobile device and compares the usage data to a source that gives an estimate of
the number of unique devices per platform.

The mobile device module 304b may iterate through different observation thresholds
until it finds one where the formula for calculating UVs based on categorizing the data into
persistent and non-persistent records, as further described below, gives results that most closely
match the estimated data. In other words, the mobile device module 304b may perform actions
904 and 906 using different values for the observation threshold to arrive at different counts for
unique devices per platform. The mobile device module 304b may then select the observation
threshold that results in the count of unique devices per platform to most closely match the
external source for unique devices per platform. For example, the mobile device module 304b
may calculate unique devices per platform based on an observation threshold of 5 days, 10 days,
15 days, and 20 days, and find that unique devices per platform calculated based on a 20-day
observation threshold matches the estimated data more closely than the others. The mobile
device module 304b may then calculate unique devices per platform based on observation
thresholds of 20, 22, 24, and 26 days. Upon determining that an observation threshold of 24
days results in the closest match to the estimated data, 24 days may be used as the observation
threshold (or “obs_threshold™).

The mobile device module 304b determines general UV factors for unique identifiers
(904). Using the example of 24 days, the data is sorted based on its persistence and the presence
or absence of a beacon cookie. Persistent cookies or IP addresses are those that include events
over a longer period of time than the threshold. In some implementations, the difference in days
between the most recent and the oldest time stamp associated with a cookie or IP address may be
compared against a threshold, such as 24 days, such as by the use of the following equation:

days_obs =newest stamp - oldest_stamp
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If the cookie’s or IP address’s timestamps span a duration equal to or exceeding the
threshold, for example if the oldest stamp is at least 24 days older than the newest stamp, then
the cookie may be classified as persistent. This yields four classes of data: persistent cookie
data, non-persistent cookie data, persistent IP data, and non-persistent IP data. The following

can be used to calculate the UV factor for each category.

Persistent Cookie Data
Cookie = TRUE Uuv=1
days_obs >= obs_threshold

Non-Persistent Cookie Data

Cookie = TRUE UV =MIN (days_obs / obs_threshold, hits / PCI)
days_obs < obs_threshold

Persistent IP Data

Cookie = FALSE UV = MAX (1, hits / PCI)

days obs >= obs_threshold

Non-Persistent [P Data
Cookie = FALSE UV =MAX (1, hits / PCI) * (days_obs / obs_threshold)
days_obs < obs_threshold

The first category, persistent cookie data, may act as a consideration set and provide a
baseline for the other categories. The UV factor for unique identifiers in this class is set to 1.
That is, each cookie is considered to represent one unique visitor. In some implementations, the
average number of hits per cookie for the data in this category is used to evaluate data in the
other categories to set the UV factor. The average hits per cookie for data in the persistent
cookie data category is referred to as the persistent cookie intensity, or “PCI”.

The second category, non-persistent cookie data, may result in over-counting unique visitors if a
UV factor is not applied. For example, a mobile device could clear and re-install cookies once a
week, in which case one user may have accessed a resource with each of four different cookies.
Ideally, each of these cookies is counted as only a fraction such that all of the cookies associated
with one individual end up totaling to 1 in the UV count. This can be accounted for by setting
the general UV factor to the minimum value of either the ratio of the days observed for the

particular cookie (that is, the difference in days between the last and the first time stamp) and the
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threshold number of days to be considered persistent (days_obs/obs_threshold) or the ratio of the
hits from the particular unique identifier to the persistent cookie intensity (hits/PCI).

For IP address records (the third and fourth categories), multiple users may use the IP
address over a month, which can result in under-counting. For example, several mobile devices
connected through a wireless router may be considered to have the same IP address.
Furthermore, many 3G and other mobile data services use floating IP addresses that may be
assigned to several users over the course of the month. To compensate, the level of activity
associated with the IP address may be used as a proxy for the number of individuals using it.

In particular, for persistent IP data (the third category), if a particular IP address had more
hits than the average number of hits for persistent cookie data (that is, the persistent cookie
intensity), then that TP address is assigned a UV factor of greater than 1 according to the ratio
that it exceeds the PCI. In other words, the UV factor is set to the maximum value of either 1 or
the ratio of hits from the particular IP address to the persistent cookie intensity (hits/PCI). For
non-persistent IP data (the fourth category), the same formula is used, except that the UV factor
is multiplied by a factor reflecting how short-lived the record is.

In some implementations, the above formulas may use the data specific to each platform.
Particularly, the data may be segregated by platform and the UV factors calculated for each
platform. In some implementations, persistent cookie data for each platform may be used to
calculate a PCI that is specific to that platform, which is then used in determining the UV factor
for the other classes of data for that platform.

The mobile device module 304b determines the number of unique devices per platform
based on the general UV factors (906). For instance, the general UV factors for each platform
can be summed to arrive at a total count of devices for that platform.

FIG. 10 is a flowchart illustrating an example of a process 1000 for determining unique
views for a resource or set of resources (generally referred to as an entity, as explained above).
Generally, process 1000 involves determining an entity UV factor for each unique identifier that
visited a given entity based on the general UV factors and the reach/frequency of the entity. The
following describes process 1000 as being performed by the mobile device module 304b.
However, the process 1000 may be performed by other systems or system configurations.

For a given entity represented in the mobile usage site-centric data, the mobile device

module 304b determines an entity reach and a hit frequency distribution per platform (1002).
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The entity reach and hit frequency distribution is determined using the persistent cookie data.

The entity reach can be determined as follows:

entity reach = ( cookies per entity / total cookies over all entities )

where the cookies per entity is a count of the number of unique identifiers that accessed

the entity and the total cookies over all entities is a count of the all the unique identifiers in the

persistent cookie data. For example, if 80% of all persistent cookies have at least one hit on a

given website, the reach for that entity will be 0.8.

The mobile device module 304b may also determine the hit frequency distribution for the

entity for each platform. This represents the fraction of persistent cookies recording a particular

number of hits for the entity, according to the persistent cookie data. For a particular platform

and entity, a frequency distribution may look like this:

1 hit 0.8
2 hits 0.1
3 hits 0.05
4 hits 0.02
5 or more hits 0.03

The entity reach and frequency distribution are both used in order to determine an entity

UV factor for unique identifiers that do not correspond to persistent cookies (1004). For

example, the following may be used to determine the entity UV for each unique identifier for a

given entity:

Persistent Cookie Data
Cookie = TRUE
days_obs >= obs_threshold

entity UV =1

Persistent IP Data
Cookie = FALSE
days_obs >= obs_threshold

entity UV = MAX (1, general UV factor * reach)

Non-Persistent Cookie Data
Cookie = TRUE
days_obs <obs_threshold

entity UV =
{IF general UV factor > 1, general UV factor * reach
IF general UV factor <=1, MAX (general UV factor, entity

37




10

15

20

25

WO 2012/162671 PCT/US2012/039724

frequency)

Non-Persistent IP Data
Cookie = FALSE entity UV = MAX (general UV factor, entity frequency)
days obs < obs_threshold

The general UV factor is the general UV factor described above and, when appropriate, is
scaled by the reach to achieve the entity UV factor. The entity frequency refers to the hits
frequency found in the frequency distribution for the particular entity and platform
corresponding to the unique identifier. For example, a non-persistent cookie or IP with 3 hits
would, based on the above example of a frequency distribution, have an entity frequency of 0.05.

The mobile device module 304b determines the number of unique web views (or
accesses), as opposed to mobile app accesses, to the entity based on the entity UV factors (1006).
For instance, the entity UV factors for each platform can be summed to arrive at a total count of
unique views per platform, and then those unique views per platform can be summed.

FIG. 11 is a flowchart illustrating an example of a process 1100 for determining total
mobile unique views for an entity. Generally, in process 1100, entity accesses by mobile apps is
added to the count of mobile web views in order to measure the total audience for mobile
devices. The following describes process 1100 as being performed by the mobile device module
304b. However, the process 1100 may be performed by other systems or system configurations.

The mobile device module 304b counts the number of unique mobile devices using the
mobile app to access the entity (1102). Referring briefly to FIG. 2, each mobile app 210 may
have access to a unique device identifier for the mobile device upon which it resides and that
device identifier may be returned in a beacon call. Therefore, the mobile device module 304b
may count the number of unique mobile devices using the mobile app by counting the number of
unique dexllice identifiers recorded as having visited the entity. In some cases, the device
identifiers are uniquely and permanently assigned to the device, so the issues related to mobile
web views and cookies do not apply. As aresult, in those circumstances, it may be assumed that
each device identifier corresponds to one person.

The mobile device module 304b determines an overlap factor between the mobile web
and mobile app accesses is determined (1104). While it may be appropriate to assume a unique

device identifier corresponds to a single person, that person may nevertheless also have accessed
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the entity via the web page and, in a count of unique visitors, would be counted twice. The
overlap factor may be used to take into account such overlap of visitation.

For instance, the overlap factor can be calculated as described with respect to FIGS. 14
and 15.

The mobile device module 304b determines the total mobile unique views for the entity
(1106). For instance, the following formula may be used to apply the overlap:

Mobile UV = Mobile Web UV + (1 — Overlap Factor) * Mobile App UV

The above techniques are used on usage data which is understood to represent mobile
devices, such as smart phones and tablet computers. Once a count for unique visitors is
determined for mobile devices, this count may be used along with other usage data in order to

arrive at a total count of unique visitors over all devices as further described below.

Establishing Unique Visitors on Shared Use Computers

In addition to personal computing devices and mobile devices, internet use also occurs on
computers made available to members of the public to use on a short-term basis. Libraries,
community centers, and internet cafes among other locations provide internet use that, in some
countries, represents a significant fraction of the internet audience.

In measuring unique visitors for shared devices, a basic assumption that equates the
number of devices with the number of users may be inapplicable here. A particular shared
device may have several unique users each day and a user is likely to use multiple shared use
devices during a reporting period.

FIG.12 is a flowchart illustrating an example of a process 1200 for identifying and
measuring shared use device activity. The following describes process 1200 as being performed
by the shared use module 304c. However, the process 1200 may be performed by other systems
or system configurations.

The shared use module 304c accesses an estimated percentage of unique visitors that
should come from shared use devices within the population being measured (1202). This
information may come from an external source, such as a survey or other separate means of
measuring audience data. The data may be based on the relevant population for which the shared

device usage data is to be measured; for example, the relevant population may be usage data
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associated with a given country. In other words, the estimated percentage may represent the
estimated fraction of the total unique views for a given population, such as a country or region,
that is expected to come from shared use devices. The estimated percentage may be estimated
by survey data, from the use of a consideration set, or may be set dynamically based on other
data interactions within the system.

The shared use module 304¢ divides the usage data according to IP address. Each IP
address block of the two or three most significant octets in the IP address, referred to as a “sub-
org”, is analyzed to see if the usage data has characteristics of shared use.

Each sub-org is assigned a probability to determine whether it contains activity from
shared devices (1204). The name of organizations possessing IP addresses in a block (such as
“café”, “university”, or “library””) may indicate shared use activity and may be used to establish a
baseline for typical shared use behavior at the level of the address block. The level of activity
during different times of day may indicate shared use activity; for example, a higher usage
outside of office hours and on weekends may be indicative of shared devices. Also, cookies that
refresh very frequently and are assigned more frequently may indicate a higher probability of
shared use activity.

The sub-orgs are sorted based on a scored probability of being shared use, and the most
probable are selected as shared use (1206). In some implementations, such as identifying a
percentage of users who are shared-use only users, the accessed estimated percentage of unique
visitors that should come from shared use devices is used in order to determine how many sub-
orgs to identify and analyze as shared use. The most probable sub-org may be classified as
shared use until the percentage of usage data represented by the classified sub-orgs matches the
enumerated percentage for shared use. Alternatively, in some implementations, probabilities are
compared against a threshold value, and all those sub-org probabilities above the threshold value
are identified as the shared device usage data.

The shared device usage data corresponding to the sub-orgs classified as shared use is
separated into sessions (1208). Sessions represent a window of time during which it is
reasonable to estimate a single person may have used each machine in a shared use
establishment. For example, each window may represent one hour of time, and so usage data is

segmented according to the hour of the day in which it occurred.
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The system uses the unique identifier present in the cookie data, separated into sessions,
in order to estimate the total number of machines available for a particular location (for example,
library or café), and a number of people that used those machines over a given period (1210).
The number of machines is estimated by counting the number of cookies during any single
session; the highest number of cookies recorded during a single session in a measurement period
is considered to be the number of machines available for a particular shared use suborg. The
number of people is estimated by counting, for each session during a given period, the total
number of cookies recorded during each session, and summing those cookies over the whole
period. In some implementations, the period may be a day, and the sessions may each represent
one hour of the day.

The estimated numbers of machines and persons can be used in conjunction with a
projected reach-frequency equation in order to determine a number of unique visitors (1212).
For instance, this may be accomplished by comparing intensity on the first day of the month to
intensity over the whole month, using for example the following equation:

UV =Hits / (1 + E, * PA(In(E, + 1) / (S, +1))/In(30))

The variable P in the above equation is a factor identifying the relationship of overall machine
consumption to the consumption for a single person, as further described by the following
equation:

P=(1+Su* I5N(In((En-1)/(Sm-1))/In(30))) / (1 + Sy * 15(In((E,-1)/(Sp-1))/In(30)))
Wherein E, represents the hits per person averaged over the entire month, S, represents the hits
per person measured on the first day of the month, E,, represents the hits per machine measured
across the entire month, and S;;, the hits per machine estimated on the first day of the month.

For each identified location, which as described may be inferred based on the use of an IP
address block with similar usage patterns, the above estimate and equation can be used to
generate a shared device UV. When aggregated with the unique visitors measured at other
locations, the result can be used to represent shared device unique visitors over the whole
population.

The above techniques are used on usage data which is understood to represent shared use
devices. Once a count for unique visitors is determined for shared devices, this count is used
along with other usage data in order to arrive at a total count of unique visitors over all devices

as further described below.
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Combining Categories

FIG. 13 is a flow-chart illustrating an example of a process 1300 for determining the total
unique visitors to a given entity. Generally, process 1300 involves combining the unique visitors
to the entity measured for different classified devices to produce a total count of unique visitors.
The following describes process 1300 as being performed by the overlap processor 306.
However, the process 1300 may be performed by other systems or system configurations.

The overlap processor 306 determines a count of the unique visitors to the entity using
personal computing devices (1302). The primary source of data, as described above, may be
based on client devices responding to beacon instructions. The count may proceed according to
the details explained above, and may generally be corrected or calibrated by the use of panel data
as described herein.

The overlap processor 306 determines a count of unique visitors to the entity using
mobile devices (1304). This data may be determined using the techniques described above. For
instance, this data may be based on unique identifiers representing both cookies and IP
addresses, both short-lived and persistent. Persistent cookies may be used to evaluate the rest of
the data as described herein. Mobile app data may be removed in pre-processing and re-
aggregated with mobile web data near the end of the process.

The overlap processor 306determines a count of unique visitors to the entity using shared
use devices (1306). This data may be determined using the techniques described above. For
instance, this data may be based on usage segmented into sessions in order to estimate usage
patterns for each location. A variety of factors may be used to identify which usage data should
be attributed to shared use devices and evaluated by this method.

Having determined personal device UV, mobile device UV, and shared device UV, the
overlap processor 306 then works to identify overlap factors between these three categories of
use (1308). The total unique visitors to report for the whole population can then be determined
by aggregating the different device UVs adjusted according to the overlap factors (1310).

Different processes are available for calculating overlap and aggregating unique visitors
for different groups. FIG. 14 illustrates an example of a process 1400 for combining the personal

device and mobile device UV counts into a single UV count reflecting both.
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The system defines and identifies home ISPs with static IP addresses in order to generate
a consideration set (1402). They are identified by finding persistent cookies within the personal
device data that have activity within both the first five days and last five days of the month.
Given this level of persistence, cookies are considered to be equivalent to machines.

The corresponding ISP name and hashed IP addresses corresponding to those cookies are
identified. If any given IP address has more than 10 of these cookies, then all the cookies
corresponding to that IP address are defined as coming from an enterprise rather than a
household and not included the consideration set of static home ISPs. An ISP having at least
80% of the cookies with a single IP address and with less than 20% of the cookies coming from
an enterprise is defined as a static home ISP.

The identified data is run as a consideration set for static ISPs (1404). All traffic
observed for the month is included. The traffic is grouped by entity, platform and device, and IP
address.

The system determines the number of distinct IP addresses having traffic classified as
mobile web, traffic classified as mobile app, and traffic classified as personal device (that is,
non-mobile traffic). The system also determines the number of distinct IP addresses having
traffic qualifying under two or all three of these classifications. These data for the consideration
set are used to generate the overlap factors.

First, the overlap factor between mobile web and mobile app is generated (1406). This
may be, for example, the ratio of the IP addresses having traffic both for mobile web and mobile
apps to all of the IP address having mobile app traffic.

The overlap factor is then used to determine the total mobile device unique visitors
(1408). For example, where

Overlap Factor = Mobile Web and App Count / Mobile App Count
as described above, the combined mobile UV may be

Mobile UV = Mobile Web UV + (1 - Overlap Factor) * Mobile App UV

In this way, the consideration set data may be used to estimate an overlap factor which is
then used to combine the determined UV to get a total UV count.

The overlap factor between mobile devices and personal devices may be generated in a

similar fashion (1410). Here again, the overlap factor may be the ratio of IP addresses having
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both personal and mobile device traffic divided by the total number of IP addresses having
mobile device traffic.

The PC-mobile overlap factor is then used to determine the total unique visitors for both
personal and mobile devices (1412). For example, where |

Overlap Factor = Personal and Mobile Device Count / Mobile Device Count
as described above, the combined UV may be

Total UV for mobile and PC = Personal Device UV + (1 - Overlap Factor) * Mobile UV

Fig. 15 illustrates an example of a process 1500 for generating overlap factors based on a
set of sample data and using those factors to determine combined unique views. Generally, the
process 1500 yields a function ¢ that takes as an input a relationship between the two sets, and
returns an overlap factor for those two sets. The overlap factor is based on the actual overlap for
the sample when the relationship is true for the sample data.

For purposes of illustration, the following examples will use the overlap of unique
visitors for three sets P, M, and S, which represent personal computing device usage data, mobile
device usage data, and shared use device usage data respectively for a given web entity w. As
described, the process 1500 is used on two sets at a time to calculate an overlap and combine the
UVs of those two sets. Therefore, to combine all three sets P, M, and S, the steps of the process
can be carried out twice. The process 1500 will be illustrated by first combining personal
computing device usage data P with mobile device usage data M. The process 1500 will then be
used a second time in the combination of P with M will be combined with S, in order to arrive at
a total UV count for the web entity w.

The overlap processor 306 accesses sample data (1502). The sample data may represent
a survey, may be a consideration set of historical data, or may be another set of sample data for
which population and overlap information is available. In some implementations, the sample
data may represent panel data provided by client systems. The sample should generally include
data that is characteristic of each of the two sets for which overlap is being calculated.

For example, for combining UVs for a web entity w, a survey may be given to a subset of
visitors currently accessing the web entity w. The survey may be given, for example, in response
to beacon data being sent from the client devices as the user accesses the web entity w. The

resulting survey data may be used as the sample data. The survey data may include answers to
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two questions — the type of device the user is currently using to access the web entity w, and
which other types of the devices the user regularly uses for accessing the internet. In one
embodiment, this data may be represented by Pw, My, and Sw representing the set of users
currently using a personal computing device, mobile device, and shared device respectively to
access the web entity w based on responses to the first question; this data forms a sample set of
users accessing entity w. Py, My, and S; may represent the set of users that use each of those
devices regularly based on responses to the second question. This data may be used to help
calculate the overlap between Pw, My, and Sy, as the survey itself may not directly establish the
overlap between these sets. Because the same users are given both questions, the overlap sets
PwNM;, MwNPy, PwNS1, SwNP, MwNS;, and SwNP; are also available from the survey data.
For example, the size of the intersection of Pw and My may be estimated as follows:

|PwNMy|= MIN(|PwNMjl, MwNPj|)That is, the number of users within the survey
sample that access the entity w both on a personal computing device and on a mobile device can
be estimated to be the lesser of the two of the number of users within the survey sample who
reported currently accessing the entity w from a personal computing device and also regularly
using a mobile device ([PwNMyj]), and the number of users within the survey sample who
reported currently accessing the entity w from a mobile device and also regularly using a
personal computing device (|[PiNMw]).

The ovetlap processor 306 generates a set of values for a relationship between the
sets of sample data (1504). The relationship is one that influences the overlap factor between
the two sets. For example, in one implementation, the ratio of the reach of the two sets
influences their overlap factor. In some implementations, these values may be distributed over
the entire domain of possible or expected values for the relationship itself.

For example, the ratio of the reach of two sets may typically be a value between 0.01 and
1. The relationship values of 0.01, 0.02, 0.05, 0.1, 0.2, 0.3... may be included in the set of
relationship values.

For each value in the set, the system draws a random sample from the sample data that
satisfies the relationship value (1506). For example, for each of the above relationship values, a
set P'w is randomly sampled from Py. The randomly sampled set is chosen of a size such that

[Mw] / |P"w] is equal to the relationship value, such as 0.05 or 0.3.
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For each random sample, the system computes on overlap factor (1508). As above, the
overlap factor for My and P’w may be expressed as

Overlap Factor My and P’y = (MIN(|P;'MMw|,|Pw’ M) / (|Pw’

+[Mwl)

This value may vary for each different P’y for each different relationship value.

The overlap factors in conjunction with their relationship values are then organized as
parameters in a data set, with each (relationship value, overlap factor) pair acting as a single data
point (1510). In some implementations, transformations may be performed on some or all
parameters in order to normalize them, and outlying points may be detected and discarded.

Using the parameters that pair each relationship value with its resultant overlap factor, the
overlap processor 306 generates an equation ¢ based on the generated parameters (1512). In
some implementations, the equation ¢ may represent a linear or parabolic extrapolation of the
parameters. In some implementations, the equation ¢ may include value and slope constraints
that may modify the equation from a straight extrapolation. The equation ¢ accepts a
relationship value that expresses a relation (for example, ratio of reach) between two sets , and
returns an overlap factor for unique visitors for those sets.

The overlap processor 306 then uses the equations to determine the combined unique
views (1514). For example, the overlap processor 306 may generate the equation ¢p v, which
can be used to return an overlap factor for the unique views in P and M by means of their reach
ratio:

UV Overlappy = ¢pm (|P] /M| )

The UV overlap factor is then used to calculate unique views for personal and mobile
devices for the web entity w:

Combined personal and mobile UV = (personal UV + mobile UV) * (1 - UV Overlappm)

Having determined the total unique views for the web entity w for personal and mobile
devices, the same process can be used again, this time combining the survey data for personal
and mobile devices, PMw, and pairing it with the survey data for shared use devices, Sw.

As above, the overlap processor 306 may generate an equation ¢pym s based on generating
random samples of the survey data having certain relationship values and extrapolating the
resulting overlap factors for the random samples. Once generated, the equation ¢PM,S may be
used to generate a total UV across all three classifications of device, first by calculating the

overlap between the combined personal and mobile data and the shared data:
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UV Overlappms = dpms ([S|/ [PM])

Where [PM]| is the combined reach of the personal and mobile usage data. Once the
overlap is known, the total UV can be calculated for the web entity w.

Total UV = (combined personal and mobile UV + shared UV) * (1 — UV Overlappm,s)

By the use of reliable sample data that includes overlap data, it is possible to extrapolate

an overlap factor for unique visitor counts for different devices.

Systems for Implementation

The techniques described herein can be implemented in digital electronic circuitry, or in
computer hardware, firmware, software, or in combinations of them. The techniques can be
implemented as a computer program product, i.e., a computer program tangibly embodied in an
information carrier, e.g., in a machine-readable storage device, in machine-readable storage
medium, in a computer-readable storage device or, in computer-readable storage medium for
execution by, or to control the operation of, data processing apparatus, e.g., a programmable
processor, a computer, or multiple computers. A computer program can be written in any form
of programming language, including compiled or interpreted languages, and it can be deployed
in any form, including as a stand-alone program or as a module, component, subroutine, or other
unit suitable for use in a computing environment. A computer program can be deployed to be
executed on one computer or on multiple computers at one site or distributed across multiple
sites and interconnected by a communication network.

Method steps of the techniques can be performed by one or more programmable
processors executing a computer program to perform functions of the techniques by operating on
input data and generating output. Method steps can also be performed by, and apparatus of the
techniques can be implemented as, special purpose logic circuitry, e.g., an FPGA (field
programmable gate array) or an ASIC (application-specific integrated circuit).

Processors suitable for the execution of a computer program include, by way of example,
both general and special purpose microprocessors, and any one or more processors of any kind of
digital computer. Generally, a processor will receive instructions and data from a read-only
memory or a random access memory or both. The essential elements of a computer are a
processor for executing instructions and one or more memory devices for storing instructions and

data. Generally, a computer will also include, or be operatively coupled to receive data from or
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transfer data to, or both, one or more mass storage devices for storing data, such as, magnetic,
magneto-optical disks, or optical disks. Information carriers suitable for embodying computer
program instructions and data include all forms of non-volatile memory, including by way of
example semiconductor memory devices, such as, EPROM, EEPROM, and flash memory
devices; magnetic disks, such as, internal hard disks or removable disks; magneto-optical disks;
and CD-ROM and DVD-ROM disks. The processor and the memory can be supplemented by,
or incorporated in special purpose logic circuitry.

A number of implementations of the techniques have been described. Nevertheless, it
will be understood that various modifications may be made. For example, useful results still
could be achieved if steps of the disclosed techniques were performed in a different order and/or
if components in the disclosed systems were combined in a different manner and/or replaced or

supplemented by other components.
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CLAIMS

1. A computer-implemented method comprising:

accessing usage data representing the access of a set of resources on a network, the usage
data based at least in part on information received from client systems sent as a result of beacon
instructions included with the set of resources;

determining, based on the accessed usage data, a first set of usage data representing
access by client systems classified as a first type;

determining a count of unique visitors accessing the network resources from the first type
of client systems based on the first set of usage data;

determining, based on the accessed usage data, a second set of usage data representing
access by client systems classified as a second type;

determining a count of unique visitors accessing the network resources from the second
type of client systems based on the second set of usage data; and

determining a total count of unique visitors accessing the network resources from the first
and second types of client systems based on data representing the usage overlap of devices of the

first type with devices of the second type.

2. The method of claim 1, wherein the first type of client system is a non-mobile, non-

shared use personal computing device type.

3. The method of claim 2, wherein the second type of client system is a mobile computing
device type.
4, The method of claim 3, further comprising:

determining, based on the accessed usage data, a third set of usage data representing
access by client systems classified as a third type; and

determining a count of unique visitors accessing the network resources from the third
type of client systems based on the third set of usage data,

wherein determining the total count of unique visitors accessing the network resources

comprises determining a total count of unique visitors accessing the network resources from the
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first, second, and third types of client systems based on data representing the usage overlap of

devices of the first, second, and third types.

5. The method of claim 4, wherein the third type of client system is a shared use computing
device type.
6. The method of claim 2, wherein the second type of client system is a shared use

computing device type.

7. The method of claim 1, wherein: ‘
the second type of client system is a mobile computing device type, and
determining a count of unique visitors accessing the network resources from the second
type of client systems comprises:
determining, based on the second set of usage data, a first subset of data
representing information about accesses to the resources by mobile devices with
persistent beacon cookies, wherein the persistent beacon cookies were present for a
duration that meets a persistence threshold,;
determining, based on the second set of usage data, a second subset of data
representing information about accesses to the resources by mobile devices with non-
persistent beacon cookies, wherein the non-persistent beacon cookies were present for a
duration that does not meet the persistence threshold;
determining one or more adjustment factors based on the first subset of data; and
determining a count of unique visitors accessing the set of resources from mobile
devices based, at least in part, on a count of accesses by mobile devices with persistent
cookies and a count of accesses by mobile devices with non-persistent beacon cookies

adjusted by the adjustment factors.

8. The method of claim 1, wherein:
the second type of client system is a shared use computing device type, and
determining a count of unique visitors accessing the network resources from the second

type of client systems comprises:
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determining, based on the second set of usage data, a subset of shared use data
representing access of the network resources by shared use devices sharing a common
location;

estimating a number of shared use devices and a number of persons at the
common location based on the subset of shared use data; and

determining a count of unique visitors to the network resources from shared use
devices at the common location based on the estimated number of shared use devices and

number of persons at the common location.

9. The method of claim 1, further comprising:

accessing sample data representing the access of the network resources, the sample data
including information about the overlap in use of client systems classified as the first type and
client systems classified as the second type; and

generating an overlap factor based on the accessed sample data, the overlap factor
representing the usage overlap of vdevices of the first type with devices of the second type;

wherein determining the total count comprises determining the total count of unique

visitors accessing the network resources based on the generated overlap factor.

10.  The method of claim 9, wherein the sample data represents survey data for users
accessing one or more of the network resources, the survey data classifying each user’s current
client system used to access one or more of the network resources and further classifying one or

more other client systems regularly used by the user.
11.  The method of claim 9, wherein the sample data is panel data.

12. A computer readable storage medium storing instructions that, when executed by one or
more processing devices, cause the one or more processing devices to perform the following
operations:

accessing usage data representing the access of a set of resources on a network, the usage
data based at least in part on information received from client systems sent as a result of beacon

instructions included with the set of resources;
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determining, based on the accessed usage data, a first set of usage data representing
access by client systems classified as a first type;

determining a count of unique visitors accessing the network resources from the first type
of client systems based on the first set of usage data;

determining, based on the accessed usage data, a second set of usage data representing
access by client systems classified as a second type;

determining a count of unique visitors accessing the network resources from the second
type of client systems based on the second set of usage data; and

determining a total count of unique visitors accessing the network resources from the first
and second types of client systems based on data representing the usage overlap of devices of the

first type with devices of the second type.

13.  The medium of claim 12, wherein the first type of client system is a non-mobile, non-

shared use personal computing device type.

14.  The medium of claim 13, wherein the second type of client system is a mobile computing
device type.
15. The medium of claim 14, wherein the instructions include instructions that, when

executed, cause the one or more processing devices to perform the following operations:

determining, based on the accessed usage data, a third set of usage data representing
access by client systems classified as a third type; and

determining a count of unique visitors accessing the network resources from the third
type of client systems based on the third set of usage data;

wherein determining the total count of unique visitors accessing the network resources
comprises determining a total count of unique visitors accessing the network resources from the
first, second, and third types of client systems based on data representing the usage overlap of

devices of the first, second, and third types.

16.  The medium of claim 15, wherein the third type of client system is a shared use

computing device type.

52



10

15

20

25

30

17.

WO 2012/162671 PCT/US2012/039724

The medium of claim 13, wherein the second type of client system is a shared use

computing device type.

18.

The medium of claim 12, wherein:
the second type of client system is a mobile computing device type, and

to determine a count of unique visitors accessing the network resources from the second

type of client systems, the instructions include instructions that cause the one or more processing

devices to perform the following operations:

19.

determining, based on the second set of usage data, a first subset of data
representing information about accesses to the resources by mobile devices with
persistent beacon cookies, wherein the persistent beacon cookies were present for a
duration that meets a persistence threshold;

determining, based on the second set of usage data, a second subset of data
representing information about accesses to the resources by mobile devices with non-
persistent beacon cookies, wherein the non-persistent beacon cookies were present for a
duration that does not meet the persistence threshold,;

determining one or more adjustment factors based on the first subset of data; and

determining a count of unique visitors accessing the set of resources from mobile
devices based, at least in part, on a count of accesses by mobile devices with persistent
cookies and a count of accesses by mobile devices with non-persistent beacon cookies

adjusted by the adjustment factors.

The medium of claim 12, wherein:
the second type of client system is a shared use computing device type, and

to determine a count of unique visitors accessing the network resources from the second

type of client systems, the instructions include instructions that cause the one or more processing

devices to perform the following operations:

determining, based on the second set of usage data, a subset of shared use data
representing access of the network resources by shared use devices sharing a common

location;
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estimating a number of shared use devices and a number of persons at the
common location based on the subset of shared use data; and

determining a count of unique visitors to the network resources from shared use
devices at the common location based on the estimated number of shared use devices and

number of persons at the common location.

20. The medium of claim 12, wherein the instructions include instructions that cause the one
or more processing devices to perform the following operations:

accessing sample data representing the access of the network resources, the sample data
including information about the overlap in use of client systems classified as the first type and
client systems classified as the second type; and

generating an overlap factor based on the accessed sample data, the overlap factor
representing the usage overlap of devices of the first type with devices of the second type;

wherein determining the total count comprises determining the total count of unique

visitors accessing the network resources based on the generated overlap factor.

21.  The medium of claim 20, wherein the sample data represents survey data for users
accessing one or more of the network resources, the survey data classifying each uset’s current
client system used to access one or more of the network resources and further classifying one or

more other client systems regularly used by the user.

22.  The medium of claim 20, wherein the sample data is panel data.

23. A computer-implemented method, comprising:

accessing mobile usage data representing the access of one or more resources on a
network by client devices classified as mobile devices, the mobile usage data including
information received from client devices sent as a result of beacon instructions included with the
set of resources;

determining, based on the accessed mobile usage data, a first set of data representing

information about accesses to the resources by mobile devices with persistent beacon cookies,
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wherein the persistent beacon cookies were present for a duration that meets a persistence
threshold;

determining, based on the accessed mobile usage data, a second set of data representing
information about accesses to the resources by mobile devices with non-persistent beacon
cookies, wherein the non-persistent beacon cookies were present for a duration that does not
meet the persistence threshold;

determining one or more adjustment factors based on the first set of data;

determining a count of unique visitors accessing the set of resources from mobile devices
based, at least in part, on a count of accesses by mobile devices with persistent beacon cookies
and a count of accesses by mobile devices with non-persistent beacon cookies adjusted by the

adjustment factors.

24.  The method of claim 23 wherein determining one or more adjustment factors comprises:
determining an average access count per cookie based on the first set of data;
for each non-persistent cookie, determine a unique view factor based on a function of the

duration of the cookie and a ratio of the access count for the cookie to the average access count.

25.  The method of claim 23 comprising:

determining, based on the received mobile usage data, a third set of data representing
information about accesses to the resources by mobile devices without beacon cookies;

determining the total count of unique visitors accessing the set of resources from mobile
devices comprises determining the total count of unique visitors accessing the set of resources
from mobile devices based, at least in part, on the count of accesses by mobile devices with
persistent cookies, the count of accesses by mobile devices with non-persistent beacon cookies
adjusted by the adjustment factors, and a count of accesses by mobile devices without beacon

cookies adjusted by the adjustment factors.

26.  The method of claim 23, wherein determining the one or more adjustment factors
comprises:
determining a first subset of data representing information about accesses to the resources

by mobile devices with persistent beacon cookies that are classified as a first mobile platform,
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determining a second subset of data representing information about accesses to the
resources by mobile devices with persistent beacon cookies that are classified as a second mobile
platform,

determining adjustment factors for mobile devices classified as the first platform based at
least in part on the first subset of data, and

determining adjustment factors for mobile devices classified as the second platform based

at least in part on the second subset of data.

27.  The method of claim 23 further comprising:

determining a count of mobile devices classified as a first mobile platform based, at least
in part, on a count of mobile devices with persistent cookies and classified as the first mobile
platform and a count of mobile devices with non-persistent beacon cookies adjusted by the
adjustment factors and classified as the first mobile platform; and

determining a count of mobile devices classified as a second mobile platform based, at
least in part, on a count of mobile devices with persistent cookies and classified as the second
mobile platform and a count of mobile devices with non-persistent beacon cookies adjusted by

the adjustment factors and classified as the second mobile platform.

28.  The method of claim 23, wherein determining the one or more adjustment factors
comprises determining the proportion of mobile devices with persistent cookies that accessed the

one or more resources a particular number of times.

29. A computer readable storage medium storing instructions that, when executed by one or
more processing devices, cause the one or more processing devices to perform the following
operations:

accessing mobile usage data representing the access of one or more resources on a
network by client devices classified as mobile devices, the mobile usage data including
information received from client devices sent as a result of beacon instructions included with the
set of resources;

determining, based on the accessed mobile usage data, a first set of data representing

information about accesses to the resources by mobile devices with persistent beacon cookies,
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wherein the persistent beacon cookies were present for a duration that meets a persistence
threshold; }

determining, based on the accessed mobile usage data, a second set of data representing
information about accesses to the resources by mobile devices with non-persistent beacon
cookies, wherein the non-persistent beacon cookies were present for a duration that does not
meet the persistence threshold,

determining one or more adjustment factors based on the first set of data;

determining a count of unique visitors accessing the set of resources from mobile devices
based, at least in part, on a count of accesses by mobile devices with persistent beacon cookies
and a count of accesses by mobile devices with non-persistent beacon cookies adjusted by the

adjustment factors.

30. The medium of claim 29 wherein, to determine one or more adjustment factors, the
instructions include instructions that, when executed, cause the one or more processing devices
to perform the following operations:

determining an average access count per cookie based on the first set of data;

for each non-persistent cookie, determine a unique view factor based on a function of the

duration of the cookie and a ratio of the access count for the cookie to the average access count.

31. The medium of claim 29, wherein the instructions include instructions that, when
executed, cause the one or more processing devices to perform the following operations:
determining, based on the received mobile usage data, a third set of data representing
information about accesses to the resources by mobile devices without beacon cookies;
determining the total count of unique visitors accessing the set of resources from mobile
devices comprises determining the total count of unique visitors accessing the set of resources
from mobile devices based, at least in part, on the count of accesses by mobile devices with
persistent cookies, the count of accesses by mobile devices with non-persistent beacon cookies
adjusted by the adjustment factors, and a count of accesses by mobile devices without beacon

cookies adjusted by the adjustment factors.
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32.  The medium of claim 29, wherein, to determine the one or more adjustment factors, the
instructions include instructions that, when executed, cause the one or more processing devices
to perform the following operations:

determining a first subset of data representing information about accesses to the resources
by mobile devices with persistent beacon cookies that are classified as a first mobile platform,

determining a second subset of data representing information about accesses to the
resources by mobile devices with persistent beacon cookies that are classified as a second mobile
platform,

determining adjustment factors for mobile devices classified as the first platform based at
least in part on the first subset of data, and

determining adjustment factors for mobile devices classified as the second platform based

at least in part on the second subset of data.

33. The medium of claim 29, wherein the instructions include instructions that, when
executed, cause the one or more processing devices to perform the following operations:

determining a count of mobile devices classified as a first mobile platform based, at least
in part, on a count of mobile devices with persistent cookies and classified as the first mobile
platform and a count of mobile devices with non-persistent beacon cookies adjusted by the
adjustment factors and classified as the first mobile platform; and

determining a count of mobile devices classified as a second mobile platform based, at
least in part, on a count of mobile devices with persistent cookies and classified as the second
mobile platform and a count of mobile devices with non-persistent beacon cookies adjusted by

the adjustment factors and classified as the second mobile platform.

34, The medium of claim 29, wherein, to determine the one or more adjustment factors, the
instructions include instructions that, when executed, cause the one or more processing devices
to perform the following operations: determining the proportion of mobile devices with

persistent cookies that accessed the one or more resources a particular number of times.

35. A computer-implemented method, comprising:
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accessing mobile usage data representing the access of a set of resources on a network by
client devices classified as mobile devices, the mobile usage data including information received
from client systems sent as a result of beacon instructions included with the set of resources;

identifying a set of cookie usage data representing access by mobile devices with beacon
cookies associated with the beacon instructions;

identifying a set of non-cookie usage data representing access by mobile devices without
the beacon cookies;

determining a cookie count of unique visitors based on the cookie usage data;

determining a non-cookie count of unique visitors based on the non-cookie usage data
and the cookie usage data; and

aggregating the cookie count and the non-cookie count to determine a total count of

unique visitors for mobile devices.

36.  The method of claim 35, further comprising
prior to identifying the cookie usage data and the non-cookie usage data, pre-processing
the mobile usage data to exclude usage data based on the use of non-browser mobile

applications.

37.  The method of claim 35, further comprising:
identifying a set of persistent cookie usage data representing usage data for cookies
having a usage duration that meets a persistence threshold,
identifying a set of non-persistent cookie usage data representing usage data for cookies
having a usage duration that does not meet the persistence threshold,;
wherein determining the cookie count of unique visitors comprises:
determining a persistent cookie count of unique visitors based on the persistent
cookie usage data; |
determining a non-persistent cookie count of unique visitors based on the non-
persistent cookie usage data, the persistent cookie-usage data, and the usage duration of
each non-persistent cookie; and
aggregating the persistent cookie count and the non-persistent cookie count to

determine the cookie count of unique visitors.
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38.  The method of claim 37, wherein the non-cookie count of unique visitors is determined

based on the persistent cookie usage data.

39. A computer readable storage medium storing instructions that, when executed by one or
more processing devices, cause the one or more processing devices to perform the following
operations:

accessing mobile usage data representing the access of a set of resources on a network by
client devices classified as mobile devices, the mobile usage data including information received
from client systems sent as a result of beacon instructions included with the set of resources;

identifying a set of cookie usage data representing access by mobile devices with beacon
cookies associated with the beacon instructions;

identifying a set of non-cookie usage data representing access by mobile devices without
the beacon cookies;

determining a cookie count of unique visitors based on the cookie usage data;

determining a non-cookie count of unique visitors based on the non-cookie usage data
and the cookie usage data; and

aggregating the cookie count and the non-cookie count to determine a total count of

unique visitors for mobile devices.

40. The medium of claim 39, wherein the instructions include instructions that, when
executed, cause the one or more processing devices to perform the following operations:

prior to identifying the cookie usage data and the non-cookie usage data, pre-processing
the mobile usage data to exclude usage data based on the use of non-browser mobile

applications.

41. The medium of claim 39, wherein the instructions include instructions that, when
executed, cause the one or more processing devices to perform the following operations::
identifying a set of persistent cookie usage data representing usage data for cookies

having a usage duration that meets a persistence threshold,
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identifying a set of non-persistent cookie usage data representing usage data for cookies
having a usage duration that does not meet the persistence threshold;

wherein determining the cookie count of unique visitors comprises:

determining a persistent cookie count of unique visitors based on the persistent
cookie usage data;

determining a non-persistent cookie count of unique visitors based on the non-
persistent cookie usage data, the persistent cookie-usage data, and the usage duration of
each non-persistent cookie; and

aggregating the persistent cookie count and the non-persistent cookie count to

determine the cookie count of unique visitors.

42,  The medium of claim 41, wherein the non-cookie count of unique visitors is determined

based on the persistent cookie usage data.

43, A computer-implemented method, comprising:

accessing usage data representing the access of a set of resources on a network by client
devices, the usage data including information received from client systems sent as a result of
beacon instructions included with the set of resources;

determining, based on the accessed usage data, a set of shared use data representing
access of the network resources by client devices classified as shared use devices;

determining, based on the set of shared use data, a first set of shared use data representing
access of the network resources by shared use devices sharing a first common location;

determining, based on the set of shared use data, a second set of shared use data
representing access of the network resources by shared use devices sharing a second common
location;

estimating a number of shared use devices and a number of persons at the first common
location based on the first set of shared use data;

determining a first count of unique visitors to the network resources from shared use
devices at the first common location based on the estimated number of shared use devices and

number of persons at the first common location;
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estimating a number of shared use devices and a number of persons at the second
common location based on the second set of shared use data,

determining a second count of unique visitors to the network resources from shared use
devices at the second common location based on the estimated number of shared use devices and
number of persons at the second common location; and

determining a count of unique visitors accessing the network resources by shared use

devices based, at least in part, on the aggregation of the first and second counts.

44,  The method of claim 43, wherein determining a set of shared use data comprises:

grouping the usage data into one or more groups according to IP addresses associated
with the data, each group of usage data representing the data associated with IP addresses within
a defined address block;

for each group of usage data, generating a probability that the usage data within that
group corresponds to one or more shared use devices; and

identifying one or more of the groups as the set of shared usage data based on the

generated probabilities.

45,  The method of claim 44, wherein identifying one or more of the groups as the set of
shared usage data further comprises:

receiving an enumerated percentage representing an estimate of the amount of the usage
data that is attributable to shared use devices;

selecting the group having the highest probability of the generated probabilities;

continuing to select the group having the highest probability among the generated groups
until the total usage of the selected groups represents a proportion of the total usage data that

satisfies the enumerated percentage.

46.  The method of claim 43, wherein estimating the number of shared use devices and the
number of persons at the first common location comprises:
grouping the first set of shared usage data into windows of time according to time stamps

associated with the data,
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estimating the number of shared use devices by identifying the maximum number of
cookies in use during the same window of time; and
estimating the number of persons comprises aggregating the number of cookies in use

during each window of time over all the windows of time.

47. The method of claim 43, wherein:

estimating a number of shared use devices and a number of persons for the first common
location further comprises:

estimating a number of shared use devices and a number of persons for the first common
location over a first period of time, and

estimating a number of shared use devices and a number of persons for the first common
location over a second period of time; and

determining the first count of unique visitors to the network resources from shared use
devices at the first common location comprises a first count of unique visitors to the network
resources from shared use devices at the first common location based on the number of shared
use devices and number of persons estimated during both the first period of time and the second

period of time.

48. A computer readable storage medium storing instructions that, when executed by one or
more processing devices, cause the one or more processing devices to perform the following
operations:

accessing usage data representing the éccess of a set of resources on a network by client

devices, the usage data including information received from client systems sent as a result of

beacon instructions included with the set of resources;

determining, based on the accessed usage data, a set of shared use data representing
access of the network resources by client devices classified as shared use devices;

determining, based on the set of shared use data, a first set of shared use data representing
access of the network resources by shared use devices sharing a first common location;

determining, based on the set of shared use data, a second set of shared use data
representing access of the network resources by shared use devices sharing a second common

location,;
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estimating a number of shared use devices and a number of persons at the first common
location based on the first set of shared use data;

determining a first count of unique visitors to the network resources from shared use
devices at the first common location based on the estimated number of shared use devices and
number of persons at the first common location;

estimating a number of shared use devices and a number of persons at the second
common location based on the second set of shared use data;

determining a second count of unique visitors to the network resources from shared use

devices at the second common location based on the estimated number of shared use devices and

. number of persons at the second common location; and

determining a count of unique visitors accessing the network resources by shared use

devices based, at least in part, on the aggregation of the first and second counts.

49. The medium of claim 48, wherein, to determine a set of shared use data, the instructions
include instructions that, when executed, cause the one or more processing devices to perform
the following operations:

grouping the usage data into one or more groups according to IP addresses associated
with the data, each group of usage data representing the data associated with IP addresses within
a defined address block;

for each group of usage data, generating a probability that the usage data within that
group corresponds to one or more shared use devices; and

identifying one or more of the groups as the set of shared usage data based on the

generated probabilities.

50.  The medium of claim 49, wherein, to identify one or more of the groups as the set of
shared usage data, the instructions include instructions that, when executed, cause the one or
more processing devices to perform the following operations:

receiving an enumerated percentage representing an estimate of the amount of the usage
data that is attributable to shared use devices;

selecting the group having the highest probability of the generated probabilities;
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continuing to select the group having the highest probability among the generated groups
until the total usage of the selected groups represents a proportion of the total usage data that

satisfies the enumerated percentage.

51, The medium of claim 48, wherein, to estimate the number of shared use devices and the
number of persons at the first common location, the instructions include instructions that, when
executed, cause the one or more processing devices to perform the following operations:

grouping the first set of shared usage data into windows of time according to time stamps
associated with the data,

estimating the number of shared use devices by identifying the maximum number of
cookies in use during the same window of time; and

estimating the number of persons comprises by aggregating the number of cookies in use

during each window of time over all the windows of time.

52. The medium of claim 48, wherein:
to estimate a number of shared use devices and a number of persons for the first common
location, the instructions include instructions that, when executed, cause the one or more
processing devices to perform the following operations:
estimating a number of shared use devices and a number of persons for the first
common location over a first period of time, and
estimating a number of shared use devices and a number of persons for the first
common location over a second period of time; and
determining the first count of unique visitors to the network resources from shared
use devices at the first common location comprises a first count of unique visitors to the network
resources from shared use devices at the first common location based on the number of shared
use devices and number of persons estimated during both the first period of time and the second

period of time.
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