Abstract: A server-based system (10) enables exchange of medical messages between users, monitors for a probability of communications breakdown likely to result in medical error, and instigates corrective actions to prevent communications breakdown from occurring. Monitoring may include whether a user has read or acted upon a message received within a specified timeframe and whether a user has specified routing preferences for delivering a message to a user better suited to read or act on the message. Corrective actions include the determination of and routing of messages to an optimal recipient and the generation of alerts to subsequent users where a message has not been read or acted upon within a specified timeframe.
DESCRIPTION
SYSTEM FOR EXCHANGING MEDICAL INFORMATION

TECHNICAL FIELD
[0001] The present invention relates generally to a system for exchanging medical information. More particularly, this invention relates to a server-based system which effectively exchanges patient-related messages between healthcare providers, prioritizes messages based on message content, routes messages to optimal recipients based on messaging forwarding algorithms, monitors the read status of messages after they have been sent, alerts healthcare providers when a high priority message has not been read, and performs message analysis to determine if a breakdown in communication between healthcare providers is likely to occur.

BACKGROUND ART
[0002] Communications breakdowns are one of the greatest causes of fatal and nonfatal medical errors in the United States. An estimated 200,000 fatal medical errors occur each year, 70% of which are attributable to a breakdown in communications between healthcare providers. Many of these communications breakdowns are systematic in nature; one in seven messages is sent to the wrong clinician, and thirty percent of all messages go unanswered by the recipient. Furthermore, paging can interrupt clinician workflows between ten and twenty times per hour, causing clinicians to spend more time processing communications than performing direct patient care. As such, healthcare providers often fear interrupting physicians with pages even when a problem is occurring.

[0003] As a result, messages will often go undelivered, and many that are delivered are ignored because the healthcare provider is not in a position to read or act upon the message. Forwarding the message to a healthcare provider who is in a position to read or act upon the message takes additional time and often requires contextual information not available to the sender or receiver of the message. Therefore, critical messages pertaining to a patient's healthcare often get lost amid the din of digital communications, often resulting in fatal medical errors.

DISCLOSURE OF THE INVENTION
[0004] In accordance with one aspect of the present invention, a web-based system acts on behalf of the user (healthcare provider) to exchange patient-related messages between healthcare providers, prioritize messages based on message content, route messages to optimal recipients based on messaging forwarding algorithms, monitor the read status of messages after they have been sent, alert healthcare providers when a high priority message has not been read, and perform message analysis to determine if a breakdown in communication between healthcare providers is likely to occur.
In an aspect of the system, messages sent between healthcare providers are analyzed for a likelihood of medical error resulting from a breakdown in communications. In another aspect of the system, routing of messages may be modified from an intended recipient to an optimal recipient to prevent a likelihood of medical error resulting from a breakdown in communications.

In an embodiment, a server-based system for medical messaging enables the exchange of messages between users. The system comprises host system effective to process the delivery and routing of messages, a messaging database effective to store a plurality of messages associated with patients and healthcare providers, and an algorithm database effective to store a plurality of algorithms for processing said messages. The system enables users to view and compose messages associated with a medical patient. The system enables users to access messages via an endpoint device whereby the system displays message information associated with the user through a user interface. The system transmits new messages composed upon the endpoint device to the host system, determines the optimal recipient for the message according to one or more algorithms stored in the algorithm database, stores the message on the message database, and notifies the optimal recipient of the message. The system additionally monitors the message status to ensure a recipient has viewed or acted upon the message and generates additional notifications to the optimal recipient or other users where a message has gone unviewed or without requisite action.

**Brief Description of the Drawings**

- Fig. 1A is a block diagram representing an embodiment of a system according to the present invention.
- Fig. 1B is a block diagram representing an embodiment of a second portion of a system according to the present invention.
- Fig. 2A is a flowchart representing an embodiment of a method according to the present invention.
- Fig. 2B is a flowchart representing another embodiment of a method according to the present invention.
- Fig. 3 is a flowchart representing an embodiment of a login process according to the present invention.
- Fig. 4 is a flowchart representing a series of steps for routing a message to an optimal recipient according to the present invention.
- Fig. 5 is a flowchart representing a series of steps for monitoring the risk of communications breakdown according to the present invention.
- Fig. 6 is a flowchart representing a series of steps for creating a patient digest from associated messages according to the present invention.
[0015] Fig. 7 is a flowchart representing a series of steps for creating a patient safety analysis according to the present invention.

[0016] Fig. 8 is a flowchart representing a series of steps for creating patient analytics according to the present invention.

[0017] Fig. 9 is a modified screen shot representing an exemplary graphical user interface field according to the present invention.

[0018] Fig. 10 is a modified screen shot representing a second exemplary graphical user interface field according to the present invention.

[0019] Fig. 11 is a modified screen shot representing a third exemplary graphical user interface field according to the present invention.

[0020] Fig. 12 is a modified screen shot representing a fourth exemplary graphical user interface field according to the present invention.

**BEST MODE FOR CARRYING OUT THE INVENTION**

[0021] Referring generally to Figs. 1-12, various embodiments of a system for exchanging medical information may be further described herein. Briefly stated, a messaging system in accordance with the present disclosure exchanges messages between healthcare providers and employs message routing and post-delivery message monitoring effective to reduce the likelihood of communication breakdown. The message may be routed to an optimal recipient that is different than the intended recipient based on the intended recipient's routing preferences. The system may monitor the post-delivery status of the message, including whether the message has been read or if a recipient has responded to the message, and determine that an alert should be generated to prevent the occurrence of a communication breakdown that may result in medical error.

[0022] Where the various figures may describe embodiments sharing various common elements and features with other embodiments, similar elements and features are given the same reference numerals and redundant description thereof may be omitted below.

[0023] Throughout the specification and claims, the following terms take at least the meanings explicitly associated herein, unless the context dictates otherwise. The meanings identified below do not necessarily limit the terms, but merely provide illustrative examples for the terms. The meaning of "a," "an," and "the" may include plural references, and the meaning of "in" may include "in" and "on." The phrase "in one embodiment," as used herein does not necessarily refer to the same embodiment, although it may. Terms such as "providing," "processing," "supplying," "determining," "calculating" or the like may refer at least to an action of a computer system, computer program, signal processor, logic or alternative analog or digital electronic device that may be transformative of signals represented as physical quantities, whether automatically or manually initiated.
Depending on the embodiment, certain acts, events, or functions of any of the algorithms described herein can be performed in a different sequence, can be added, merged, or left out altogether (e.g., not all described acts or events are necessary for the practice of the algorithm). Moreover, in certain embodiments, acts or events can be performed concurrently, e.g., through multi-threaded processing, interrupt processing, or multiple processors or processor cores or on other parallel architectures, rather than sequentially.

The various illustrative logical blocks, modules, and algorithm steps described in connection with the embodiments disclosed herein can be implemented as electronic hardware, computer software, or combinations of both. To clearly illustrate this interchangeability of hardware and software, various illustrative components, blocks, modules, and steps have been described above generally in terms of their functionality. Whether such functionality is implemented as hardware or software depends upon the particular application and design constraints imposed on the overall system. The described functionality can be implemented in varying ways for each particular application, but such implementation decisions should not be interpreted as causing a departure from the scope of the disclosure.

The various illustrative logical blocks and modules described in connection with the embodiments disclosed herein can be implemented or performed by a machine, such as a general purpose processor, a digital signal processor (DSP), an application specific integrated circuit (ASIC), a field programmable gate array (FPGA) or other programmable logic device, discrete gate or transistor logic, discrete hardware components, or any combination thereof designed to perform the functions described herein. A general purpose processor can be a microprocessor, but in the alternative, the processor can be a controller, microcontroller, or state machine, combinations of the same, or the like. A processor can also be implemented as a combination of computing devices, e.g., a combination of a DSP and a microprocessor, a plurality of microprocessors, one or more microprocessors in conjunction with a DSP core, or any other such configuration.

The steps of a method, process, or algorithm described in connection with the embodiments disclosed herein can be embodied directly in hardware, in a software module executed by a processor, or in a combination of the two. A software module can reside in RAM memory, flash memory, ROM memory, EPROM memory, EEPROM memory, registers, hard disk, a removable disk, a CD-ROM, or any other form of computer-readable medium known in the art. An exemplary computer-readable medium can be coupled to the processor such that the processor can read information from, and write information to, the memory/storage medium. In the alternative, the medium can be integral to the processor. The processor and the medium can reside in an ASIC. The ASIC can reside in a user terminal. In the alternative, the processor and the medium can reside as discrete components in a user terminal.
The term "user interface" as used herein may unless otherwise stated include any input-output module with respect to the hosted server including but not limited to web portals, such as individual web pages or those collectively defining a hosted website, mobile desktop applications, telephony interfaces such as interactive voice response (IVR), and the like. Such interfaces may in a broader sense include pop-ups or links to third party websites for the purpose of further accessing and/or integrating associated materials, data or program functions via the hosted system and in accordance with methods of the present invention.

The term "web-based network structure" as used herein may, unless otherwise stated, refer generally to a platform effective to implement web-transitory functions, whether browser-based or otherwise. In other embodiments, the host system may within the scope of the present invention include other computer-implemented platforms and networks known to those of skill in the art which are not web-based.

The term "communications network" as used herein with respect to data communication between two or more parties or otherwise between communications network interfaces associated with two or more parties may therefore refer to any one of, or a combination of any two or more of, telecommunications networks (whether wired, wireless, cellular or the like), a global network such as the Internet, local networks, network links, Internet Service Providers (ISPs), and intermediate communication interfaces.

The term "healthcare provider" as used herein may refer to any person or group of persons who provide medical services associated with a patient including but not limited to clinicians, physicians, dentists, radiologists, optometrists, chiropractors, pharmacists, physician assistants, nurses, dieticians, therapists, psychologists, emergency medical technicians, and paramedics.

The term "user" as used herein may include for example individual healthcare providers, a group of healthcare providers, a healthcare patient/consumer/recipient/caregiver or may refer instead to any other entity that may require access to the messaging system.

Referring first to Fig. 1, various embodiments of the host system 10 as disclosed herein include a computer-readable medium 11 having program module 12 with processor-executable instructions embodied thereon. The medium 11 may generally be effective to store data accessible to a processor 13 to which the medium 11 may be operatively linked. When the medium 11 is operatively coupled to a processor 13 the instructions may be executed by the processor 13 to perform various functions recited herein.

In an embodiment as shown in Figs. 1A and 1B, a host system 10 includes the medium 11 operatively connected to a processor 13 effective to execute the instructions stored upon the program module 12. The medium 11 and processor 13 may be communicatively coupled to one or more input and/or output (I/O) devices 14. The I/O device 14 can include devices, for
instance, but not limited to a modem for accessing another device, system, or network; a transceiver, a telephonic interface, a bridge, or a router. The I/O device 14 may be communicatively connected to one or more databases including a message database 19 effective to store one or more messages 27 associated with a patient 28, the messages comprising content 29; and an algorithm database 20 effective to store one or more algorithms 30 for processing the handling and routing of messages 27 and/or message content 29. The I/O device 14 may further be communicatively connected to third party databases 15 which may include an Admission, Discharge and Transfer System of an Emergency Medical Records database 16, one or more Call Systems databases 17, and a Single Sign-On Authentication database 18.

[0035] The host system 10 may be communicatively connected to one or more endpoint devices 24 by means of a message bus 21. The message bus can include hardware or software bus network structure connections between the host system 10 and the endpoint devices 24 and may be effective to exchange data across a firewall 22 that isolates the host system 10. The message bus may further facilitate a secure connection between the endpoint device 24 and the host system 10, the secure connection including but not limited to secure socket layer (SSL) connection. The endpoint device 24 may include a second non-transitory processor-readable memory medium (hereinafter referred to as the endpoint memory) 26 having an end user application program 25 with processor-readable instructions embodied thereon. The endpoint memory 26 may generally be effective to store data accessible to a second endpoint device processor 27 to which the endpoint memory 26 may be operatively linked. When the endpoint memory 26 is operatively coupled to the second processor 27 the instructions may be executed by the second processor 27 to receive data from the message bus 21. The instructions may be executed by the second processor 27 according to instructions provided from an external API 23 that exists outside the firewall 22 in relation to the host system 10. The external API 23 may exist on a demilitarized host 28 to which the endpoint device 24 is communicatively connected. The demilitarized host 28 may include one or more logical servers, physical computer servers, or combinations thereof. The endpoint device may be effective to provide data received from the message bus 21 and through the external API 23 to an end user application 25 stored upon the endpoint memory 26.

[0036] An embodiment of a messaging method 200 may be described in association with the host system represented in Figs. 1A and 1B herein with respect to Fig. 2A. The method 200 begins at step 201 by a user successfully logging into the host system 10. In an embodiment, the user successfully logs in by establishing a secure connection between an endpoint device 24 and the host system 10, sending login credentials to the host system 10, and having the host
system 10 authenticate the login credentials and grant access to the securely connected endpoint device 24.

[0037] Upon establishing a successful login, the host system 10 may present the user with several options for interacting with the messaging system. In various embodiments, the user may choose to view one or more messages associated with the user as further defined in step 202. If the user chooses to view messages, the host system 10 may provide a list of messages with which the user is associated. The messages may be associated to the user by being associated with patients with which the user is associated. In various embodiments, some or all of the associated messages may be presented along with their content through a graphical user interface as rendered by the end user application 25 of the endpoint device 24. In certain embodiments, messages may be displayed as a truncated list with a summary of message content including the name of the patient with whom the message is associated, the date and time at which the message was sent, the title subject of the message, the priority of the message, and whether or not the message has been read.

[0038] A user may choose to create a message, whereupon the method 200 proceeds to step 203 by presenting the user with a message creation function. In certain embodiments, the host system may present the message creation function through a graphical user interface as rendered by the end user application 25 of the endpoint device 24. The method 200 then proceeds to step 204 by determining a patient of the user's choice with whom to associate the new message. In various embodiments, a user may be presented with a list of associated patients. The host system 10 may determine the list of associated patients by requesting a list of patients from the electronic medical records system 16 and the message database 19. The host system 10 may combine the list of patients determined from the electronic medical records system 16 and the message database 19 into a unified, non-redundant list to display to the user. This unified, non-redundant list may be streamed across the message bus 21 to the user's endpoint device 24 in a transitory manner so that the list may not be retained upon the endpoint device following termination of the login session as described in step 201 above. In an alternative embodiment, the user may choose a patient not initially associated with the user from a list of all patients associated with the electronic medical records system 16 and message database 19.

[0039] In one embodiment, the electronic medical records system may store information regarding which users have accessed patient data through the host system 10 in accordance with the method 200 as necessary to create a HIPAA audit log. The host system 10 may therefore forward access information to the electronic medical records system 16.

[0040] Upon determination of a selected patient, the method 200 then proceeds to step 205 by determining one or more recipients for the new message. In various embodiments, the one or
more recipients may be chosen from a list of healthcare providers associated with the selected patient. The host system 10 may determine the list of associated recipients by requesting a list of healthcare providers associated with the selected patient from the electronic medical records system 16, the call systems database 17, and the message database 19. The host system 10 may combine the list of healthcare providers determined from the electronic medical records system 16, the call systems database 17, and the message database 19 into a unified, non-redundant list to display to the user. This unified, non-redundant list may be streamed across the message bus 21 to the user’s endpoint device 24 in a transitory manner so that the list may not be retained upon the endpoint device following termination of the login session as described in step 201 above. In an alternative embodiment, a user may choose one or more recipients not initially associated with the patient from a list of all healthcare providers associated with the host system 10 and call systems database 17.

[0041] The user may then compose the message by populating the message with message content (step 206). In various embodiments, the user may compose a message with content consisting of alphanumeric text characters. In another embodiment, the user may compose a message with content consisting of electronically stored audio, imagery, or video. In certain embodiments, the message content may include a message title subject, a message body of content, and a message priority. The message priority may be selected from a list of predetermined priority levels. This selection may be made by the user or alternatively may be automatically determined by the host system 10 from the message content according to a natural language processing algorithm stored on the algorithm database 30. In an embodiment, the message composition may occur within the end user application 25 on the user's endpoint device. The message content may be stored for purposes of composition on an external API 23 of a demilitarized host 28 so that none of the message content persists in the endpoint memory 26 following termination of the login session as described in step 201 above.

[0042] Upon completion of message composition, the method 200 then proceeds to step 207 wherein the message is sent by the user. In an embodiment, the message may be sent according to instructions sent from the user's endpoint device 24 across a message bus 21 to the host system 10. The host system 10 may write the message 27 and message content 29 to the message database 19.

[0043] The method 200 continues in step 208 by determining whether any associated routing preferences. In various embodiments, healthcare providers may have associated routing preferences that determine optimal routing procedures according to various criteria. Criteria may include date and/or time that the message has been sent, the geospatial location of the healthcare provider or the healthcare provider's endpoint device, the presence or absence of certain wireless communications networks visible to the healthcare provider's endpoint device,
and the priority of the message. For example, a healthcare provider may have routing preferences defined for when the healthcare provider is not on site at the hospital to route messages to a healthcare provider on call. In another example, a healthcare provider may have routing preferences defined to receive messages of high priority during non-business hours but to route messages of low priority to an on-call physician or nurse. In an embodiment, a healthcare provider's routing preferences may be defined by the healthcare provider. In an alternative embodiment, the healthcare provider's routing preferences may be automatically determined by the host system 10 according to one or more algorithms 30 stored on the algorithms database 20.

[0044] Upon determination of the recipient's routing preferences, the method 200 proceeds to step 209 by determining the optimal recipient for the message. In various embodiments where a recipient has routing preferences defined, the host system 10 determines the optimum recipient for the message according to the selected recipient's routing preferences. The routing preferences may be stored as one or more algorithms 30 in the algorithm database 20, the call systems database 17, or both. In an embodiment wherein the recipient does not have routing preferences defined, the host system 10 may determine that the selected recipient is the optimal recipient for the message.

[0045] The method 200 continues to step 210 by sending the message to the optimal recipient as determined prior in step 209. In various embodiments, the host system 10 logically associates the message stored upon the message database 19 with the optimal recipient. The host system may send a notification to the optimal recipient regarding the existence of the message on the message database 19. In an embodiment, the message content is retained on the message server 19 and is streamed by the host system 10 across a message bus 21 to an external API 23 to which the optimal recipient's endpoint device 24 connects. The host system 10 may stream content in this manner in a transitory state so that none of the message content persists in the endpoint memory 26 following termination of the login session as described in step 201 above. Notification may occur by direct notification through the system or by push notification through a third-party system. Examples of third-party push notification systems include but are not limited to Apple Push Notification, Android Push Notification, Parse, and Urban Airship.

[0046] The method 200 then proceeds to step 211 wherein the host system 10 monitors the time elapsed since the message has been sent and the message status. In various embodiments the message status may include whether the message has been seen by the optimal recipient and whether the optimal recipient has responded to the message. The host system 10 may additionally determine the priority of the message and one or more time limits associated with the message priority for which the message can go unread or without recipient response. For
example, a high priority message may have a time limit specifying that the message must be read within 2 minutes since the message was initially sent and must be responded to within 5 minutes since the message was initially sent, whereas a low priority message may have a time limit specifying that the message must be read within 24 hours since the message was initially sent and may not have a time limit specifying the time by which the recipient must respond to the message. In an embodiment, the one or more time limits are customizable.

[0047] The host system 10 compares the message status and the time elapsed since the message has been sent to the one or more time limits associated with the message priority (step 212). In various embodiments, if the time elapsed exceeds the time limit for the message status, the host system 10 will generate and send an alert (step 213). The alert may be generated according to one or more algorithms 30 stored in the algorithm database 20. The algorithms 30 may specify to generate and send an e-mail to a specific user, place an automated phone call to a specific user, or send a notification to a specific user according to the various embodiments described in step 210. Alternatively, if the time elapsed has not exceeded the time limit or if no time limit exists for the determined message status, the host system 10 may cease the monitoring activities of steps 210 and 211 for that message.

[0048] A user successfully logged in according to step 201 may choose to specify or update his or her routing preferences, wherein the method 200 proceeds to step 214. In various embodiments, the host system 10 may present routing preferences update function through a graphical user interface as rendered by the end user application 25 of the endpoint device 24. The user may choose a trigger status (step 215) from a list of pre-defined trigger statuses, the trigger status determining when the routing preference should be effective to the host system 10 upon the routing of messages as specified above in step 208. The trigger status may include criteria such as date and/or time that an incoming message has been sent, the geospatial location of the user or the user’s endpoint device, the presence or absence of certain wireless communications networks visible to the user’s provider’s endpoint device, and the priority of an incoming message.

[0049] After a user has selected a trigger status, the method 200 continues to step 215 by prompting a user for a subsequent routing action associated with the trigger status. The user may choose a routing action from a list of pre-defined routing actions. For example, a user may choose to route messages received during a particular trigger status to a specific healthcare provider. Alternatively, a user may choose a general routing function without a predefined recipient, whereby the host system 10 will determine the specific recipient at the time that the message is sent to the user. For example, a user may choose to route messages to an attending physician on call, whereupon the host system 10 will determine at the time the
message is sent to the user which specific healthcare provider is the physician on call by querying the call systems database 17.

[0050] The method 200 then proceeds to step 216 by committing and storing the updated preferences. In various embodiments, when the user specifies for the routing preference to be saved, the routing preference is translated into an algorithm to be stored upon the algorithm database 30 to be referenced by the host system 10 such as during step 208. In one embodiment, the algorithm may be sent from the endpoint device 24 through the message bus 21 to the host system 10 to be stored by the host system 10 on the algorithm database 30. In another embodiment, the algorithm may be determined, constructed, and stored onto the algorithm database 20 by the host system 10 from data received by the endpoint device 24.

[0051] A user successfully logged in according to step 201 may choose to perform patient analysis functions for a particular, wherein the method 200 proceeds to step 218. In various embodiments, the host system 10 may present the patient analysis functions through a graphical user interface as rendered by the end user application 25 of the endpoint device 24. In various embodiments, the user may pre-select a patient for which the host system 10 will perform certain analytics. In alternative embodiments, such as may be represented for example in Fig. 2B, the user may choose the particular analytics function (steps 219, 224, 227) prior to determining the patient upon which the analytics function should be performed. In another embodiment, the host system 10 may update the call systems database 17 with the updated routing preferences.

[0052] If a user requests a message digest for a patient, the method 200 proceeds to step 219 by forwarding the digest request from the user's endpoint device 24 to the host system. The host system 10 may load from the algorithm database 20 a digest algorithm that instructs the host system 10 in performing a message digest search.

[0053] The method 200 proceeds to step 220 wherein the host system 10 collects messages 27 and message content 29 from the message database 19. In various embodiments, the host system 10 processes only messages 27 and message content 29 associated with the selected patient. The method 200 then proceeds to step 221 wherein the host system 10 performs analysis on the collected messages according to the message digest algorithm to determine the relative importance of the message. In various embodiments, the algorithm dictates to the host system 10 to process message characteristics including message priority, the time at which the message was sent, the recipients of the message, and the message content. The host system 10 applies the message algorithm to make a Boolean determination of the message importance according to the message characteristics. The host system 10 may therefore flag a message as important or not flag a message as important. In various embodiments, the host system 10 will output a summary list of messages to the user. In an embodiment, the host system 10 may
stream the summary list of messages across the data bus 21 to the endpoint device 24 for transitory display via the end user application 25. The end user application 25 may display the summary list of messages as sorted chronologically, sorted by message priority, or sorted by other message characteristics identified by the host system 10. In various embodiments, the end user application 25 may display flagged messages, non-flagged messages, or a combination thereof. In circumstances of a combined display, the end user application may display flagged messages with more prominence than non-flagged messages for easier identification of important message content.

[0054] The method 200 then proceeds to step 222 by monitoring for user feedback regarding the message flag categorization. In various embodiments, a user may override the flagging of messages as described in step 221. For example, a user may choose to flag a non-flagged message, thereby identifying it as important, or may choose to de-flag a flagged message, thereby identifying it as unimportant. If the host system 10 receives user feedback in this manner, the host system 10 may analyze the digest algorithm used to perform the analysis and modify the algorithm to improve the sensitivity and specificity of future results incorporating said algorithm (step 223). In an embodiment, the host system 10 may adjust the relative weights of the specified characteristic variables to improve flagging accuracy. The host system 10 may employ a machine learning engine effective to improve the digest algorithm according to user feedback.

[0055] If a user requests a patient safety analysis (PSA) report for a patient, the method 200 proceeds to step 224 by forwarding the PSA report request from the user's endpoint device 24 to the host system. The host system 10 may load from the algorithm database 20 a PSA algorithm that instructs the host system 10 in performing the patient safety analysis.

[0056] The method 200 continues in step 225 by collecting patient data to be processed and displayed in the patient safety analysis report. In various embodiments, the host system 10 requests patient data from the electronic medical records system (16) and message data from the message database (19). The host system 10 may request patient data including patient diagnoses, patient status, treating clinicians, and care-related events associated with the patient. The host system 10 may request message data including message content, total number of messages, the time at which messages were sent, and healthcare provider participation in messages.

[0057] Upon receiving the requested data, the host system 10 analyzes the data in accordance with the PSA algorithm (step 226). Specifically, the host system 10 may calculate the likelihood of that a communications breakdown resulting in medical error will occur. The result of this analysis may be streamed to the user's endpoint device 24 for display via the end user application 25.
[0058] If a user requests patient analytics, the method 200 proceeds to step 227 by forwarding the analytics request from the user's endpoint device 24 to the host system. The host system 10 may load from the algorithm database 20 an analytics algorithm that instructs the host system 10 in performing the analytics.

[0059] The method 200 continues in step 228 wherein the host system 10 requests patient data from the electronic medical records system 16 and message data associated with the patient from the message database 19.

[0060] The method 200 proceeds to step 229 wherein the host system 10 may analyze the data in accordance with an analytics algorithm stored on the algorithm database 30. In various embodiments, the host system 10 may perform various data transformations including identifying the number of unanswered messages associated with the patient, graphing message volume over time, summarizing message volume by type over time, and comparing the volume of messages associated with the patient to a benchmark volume. The benchmark volume may be, for example, an ideal volume, an average volume, or another useful volume for comparison in determining the likelihood of a medical error occurring due to a breakdown in communication. In certain embodiments, benchmark comparisons may be made according to factors shared between other patients including the patient's first listed diagnosis, the unit in which the patient is located, the healthcare provider of the patient, and the day of hospitalization of the patient. In an additional embodiment, the data transformations may be made for more than one patient or healthcare provider so as to identify general trends and outlier data indicating a higher likelihood of medical error occurring. The data transformations may be streamed to the user's endpoint device 24 for viewing via the end user application 25.

[0061] Fig. 3 demonstrates an example methodology for securely authenticating a user login from an endpoint device. The method 300 begins at a first step 301 when a user executes the end user application 25 upon the endpoint device 24. The endpoint device 24 connects to the host system 10 using a secured connection (step 302). In one embodiment the secured connection may include a secure socket layer (SSL) connection to an external API 23 residing on a DMZ host 28 communicatively coupled to the host system 10. In certain embodiments, connections may be made according to but not limited to WebSockets protocols, Server-side events protocols, or AJAX long-polling protocols. Once a secured connection has been established, the method 300 continues in step 303 by sending a request for login information over the secured connection to the endpoint device 24. In one embodiment, login information may include a user name and password associated with the user name.

[0062] The method 300 continues in step 304 by receiving the requested login information from the endpoint device 24 through the secured connection. The method 300 continues in step 305 by sending the received login information to an authentication server. In one embodiment, the
authentication server may be a third-party Single Sign-On Authentication server associated with multiple healthcare login systems. In an alternative embodiment, the authentication server may be a subroutine of the host system 10.

[0063] The method 300 continues in step 306 by determining whether the endpoint device 24 is authorized to access the host system 10 by comparing the login information received to credential data associated with the authentication server. In one embodiment, successful authentication may allow the endpoint device access to additional medical systems or databases not directly associated with the host system. If authorization fails, the method 300 continues to step 307, by sending a rejection notice to the endpoint device and requests login information again according to step 303. Alternatively, if authorization is granted, the method 300 proceeds to step 308, whereupon notice of authorization is sent to the endpoint device 24.

[0064] The method 300 continues at step 309 by querying for messages associated with the user. In certain embodiments, the messages queried may represent all messages associated with a user or alternatively may represent only a subset of total messages associated with the user. In step 310, the patient associated with each message and the information associated with each message may be determined. In one embodiment, the information associated with each message may include the patient name, the message subject, the message read status, the message priority, and the message content for each message. The method 300 continues in step 311 by requesting patient-specific information for each patient identified in step 310. In one embodiment, the patient-specific information may be queried from an Emergency Medical Record system. Patient-specific information may include but is not necessarily limited to patient’s demographic information, patient’s medical diagnoses, patient’s medical care status, clinicians treating the patient, and care-related events with which the patient is associated.

[0065] In step 312, the message information obtained step 310 and the patient information obtained step 311 is outputted to the authorized endpoint device. In one embodiment, the data is streamed in a transitory state effective to prevent any of the message information from step 310 or medical information from step 311 from persisting on an endpoint memory 26 subsequent to termination of the login pursuant to the method 300. For example, the message information and patient information may be streamed from the host system to an external API to which the endpoint device connects for the duration of the authorized login session according to the method 300, and upon termination of the method 300, the endpoint device deletes all temporary files associated with the viewing of the message information and patient information.

[0066] The method 300 continues in step 313 by populating a graphical user interface viewable by the endpoint device with the message information and patient information. In one embodiment, the graphical user interface may arrange the message information chronologically
as a list of messages. In another embodiment, the graphical user interface may arrange the message information according to a list of patients with which the message information is associated. In certain embodiments, the graphical user interface may include user-selectable message lists having multiple methods of configuration, user-executable functions, and user-viewable message data.

[0067] Fig. 4 is an example methodology for routing a message to an optimal recipient. The method 400 begins at step 401 when a user requests from an endpoint device 24 for a new message to be created. Upon receiving the request for a new message, the host system 10 identifies medical patients associated with a user (step 402). In certain embodiments, medical patients may be associated with a user where the user is a clinician for the patient. The method 400 continues in step 403 by displaying to the user a list of the identified patients. In certain embodiments, the user may choose one or more of the patients to whom the message will pertain. Additionally, in certain embodiments, more than one list of patients may be displayed. In an embodiment, the user may choose instead to have all patients displayed including those not determined in step 402 to be associated with the user. In another embodiment, the user may search for a specific patient wherein the host system 10 will display a list of patients associated with the user's search terms.

[0068] Once the user selects the patient or patients with whom the message is associated, the method 400 proceeds to step 405 by displaying a list of healthcare providers associated with the patient. In certain embodiments, the user may choose one or more of the healthcare providers as intended recipients of the message. Additionally, in certain embodiments, more than one list of healthcare providers may be displayed. In an embodiment, the user may choose to select a healthcare provider not among the list of healthcare providers associated with the patient. Selecting a healthcare provider in this manner may therefore associate the selected healthcare provider with the patient.

[0069] The method 400 continues in step 406 whereby the user composes a message. In one embodiment, the user may compose a text message through a graphical user interface. In alternative embodiments, the user may compose a voice message and/or a picture message. In another embodiment, the user may choose a priority level for the message. The priority level may be chosen from predetermined priorities such as "STAT," "ASAP," "When Possible," or "FYL."

[0070] The host system then determines whether the intended recipient has routing preferences (step 408). In an embodiment, an intended recipient's routing preferences are algorithms that define routing behavior for the message given certain circumstances. For example, a routing preference may specify to route the message to an alternative recipient if the recipient is within, or alternatively not within, a certain geospatial location. In certain
embodiments, routing preferences may be defined according to the date, the time of day, and the geospatial location of the user and/or the user's endpoint device 24. For example, a recipient's routing preferences may declare that incoming messages should be routed to another recipient, such as the physician on call, if the user's endpoint device 24 is physically located off hospital premises as determined by GPS coordinates, or as determined by visibility of or connectivity to certain WiFi networks, or as determined by visibility or connectivity to certain cellular network towers, or as determined by a combination thereof. In another example, a recipient's routing preferences may declare that incoming messages should be routed to another recipient if the message has been sent at a specific date or time, such as at 2:00 a.m. or on weekends. In a third example, a recipient's routing preferences may declare that only messages of a certain priority should be routed to the recipient and that messages below the specified priority threshold should be routed to another recipient.

[0071] In another embodiment, the routing preferences may be defined according to whether one or more wireless communications networks are visible to the endpoint device 24 associated with the intended recipient. In additional embodiments, a recipient's routing preferences for receiving messages may be defined by the recipient. Alternatively, or in combination therewith, a recipient's routing preferences may be automatically determined through analysis of third-party systems in communication with the host system 10. For example, a recipient's routing preferences may be defined according to the recipient's hospital calendar, task list, or on-call schedule. In another example, a recipient's routing preferences may be defined according to forwarding protocols as specified by the call systems databases, such as forwarding messages to a specific individual or clinic or practice, or to an individual or clinic or practice on call for the recipient, or to a service line.

[0072] If the intended recipient does not have any routing preferences defined, then the method 400 proceeds to step 409 by routing the message to the intended recipient. In an embodiment, routing of the message associates the message with the intended recipient so that the intended recipient has visibility to the message hosted on the message database 19. In an additional embodiment, the intended recipient is notified upon receipt of the message by direct notification through the system or by push notification through a third-party system. Examples of third-party push notification systems include but are not limited to Apple Push Notification, Android Push Notification, Parse, and Urban Airship. The method then proceeds to step 412 further defined hereinafter.

[0073] Alternatively, if the intended recipient does have routing preferences defined, then the method 400 proceeds to step 410 wherein an optimal recipient is determined. In one embodiment, the optimal recipient is determined according to the routing preferences of the intended recipient. The intended recipient's routing preferences may specify to route the
message to a specific individual, group, or practice. The intended recipient's routing preferences may specify to route the message to a general individual, group, or practice, whereby the host system 10 may determine which specific recipient associated with the individual, group, or practice is optimal for receiving the message. In an embodiment, routing of the message associates the message with the optimal recipient so that the optimal recipient has visibility to the message hosted on the message database 19. In certain embodiments, the message may also be associated with and/or visible to the intended recipient as well as the optimal recipient. In an additional embodiment, the optimal recipient is notified upon receipt of the message by direct notification through the system or by push notification through a third-party system. In certain embodiments, the intended recipient may also receive the same or similar notification. Examples of third-party push notification systems include but are not limited to Apple Push Notification, Android Push Notification, Parse, and Urban Airship. The method then proceeds to step 412 further defined hereinafter.

[0074] Once the message has been routed to the intended and/or optimal recipient, the method 400 proceeds to step 412 by engaging in post-delivery monitoring of the message. In various embodiments, post-delivery monitoring includes determination of whether the message has been read by the intended and/or optimal recipient and whether the intended and/or optimal recipient has responded to the message. Response to the message may include a subsequent message sent in reply or may include performance of a specific action. For example, a recipient may respond to a message by scheduling an event associated with a certain patient as determined by the host system 10. An example of a methodology for engaging in post-delivery message monitoring is further provided in Fig. 5.

[0075] Fig. 5 is an example of a methodology for monitoring the risk of communications breakdown. The method 500 begins at step 501 when a user sends a message to a recipient. In one embodiment, the message is associated with a recipient so that the recipient may view the message from an endpoint device 24. The method 500 continues in step 502 wherein the priority of the message is determined. In various embodiments, the user who composed the message may specify the priority of the message. The priority may be selected from a list of pre-defined priority statuses. For example, a user may choose a priority level for a message of "STAT," "ASAP," "When Possible," or "FYI." Alternatively, the priority of the message may be determined by the host system 10 through natural language analysis of the message content. The host system may determine the priority of a message based on the presence of certain keywords within the message content. For example, detection of the phrase "patient is coding" or "pt coding" may, according to one or more natural language processing algorithms, warrant the host system to determine a message priority of "STAT." In an alternative embodiment, the message priority may be defined as null with no associated value.
[0076] Once the message priority has been determined, one or more time limits are determined according to the message priority level (step 503). In various embodiments, one or more priority levels may have one or more associated time limits each for the maximum time the message may go unread or for the maximum time to which a message may go without response. A higher priority level may have a shorter time limit in which a message must be read or responded to than compared to a lower priority level. A lower priority level may have a longer associated time limit or alternatively no associated time limit. For example, a message with a high priority of “STAT” may have a response time limit of 2 minutes, whereas a message with a low priority of “FYI” may have no response time limit and a read time limit of 24 hours.

[0077] The method 500 continues in step 504 wherein the host system 10 monitors the time elapsed since the message has been sent to the recipient. During this monitoring, the host system performs step 505 by determining whether or not the recipient has viewed the message. In one embodiment, the host system 10 may determine that the recipient has viewed the message where the recipient has selected, clicked on, or otherwise interacted with the message as viewed through the end user application 25 on the recipient’s endpoint device 24.

[0078] If the recipient has not viewed the message, the method 500 proceeds to step 506 by comparing the time elapsed since the message was sent to the read time limit associated with the message priority level as determined in step 503 above. In one embodiment, the determined read time limit for the specified priority level may be null, wherein the host system 10 may either continue monitoring the read status of the message or may cease monitoring the read status of the message. If the time elapsed has not exceeded the read limit, then the method 500 may continue to monitor the time elapsed as further described above in step 504. Alternatively, if the time elapsed has exceeded the read limit, the host system 10 may determine an appropriate alert action according to one or more algorithms 30 stored in the algorithms database 20. In certain embodiments, the algorithm 30 may specify to send an e-mail to a user, place an automated phone call to a user, or send a notification to a user. In further embodiments, the user may be predetermined according to the algorithm 30 or alternatively determined and selected from a connected call systems database 17. In further embodiments, a notification may include direct notification through the system or by push notification through a third-party system. Examples of third-party push notification systems include but are not limited to Apple Push Notification, Android Push Notification, Parse, and Urban Airship.

[0079] Once an appropriate alert action has been determined, the method 500 proceeds to step 508 wherein an alert is sent according to the alert action determined in step 507. In one embodiment, the host system 10 may continue to monitor the message according to step 504 following sending the alert in order to determine whether to send subsequent alerts. For
example, if the time elapsed exceeds a second read limit, a second alert of an escalated priority may be triggered. For example, if a recipient fails to read a message in a determined amount of time following generation of an initial alert, a subsequent alert may be sent to the recipient or to a physician on call so as to prevent the occurrence of a medical error.

[0080] If the recipient has viewed the message, the method 500 proceeds to step 509 by determining whether the recipient has responded to the message. In various embodiments, the host system may determine that the recipient has responded to the message by composing a new message associated with and in response to the first message. In another embodiment, the host system 10 may determine that the recipient has responded to the message by determining that the recipient has performed a subsequent action such as scheduling an event, filling a prescription, or admitting a patient.

[0081] If the recipient has not responded to the message, the method 500 proceeds to step 510 by comparing the time elapsed since the message was sent to the response time limit as associated with the message priority level as determined in step 503 above. In one embodiment, the determined response time limit for the specified priority level may be null, wherein the host system 10 may either continue monitoring the response status of the message or may cease monitoring the read status of the message. If the time elapsed has not exceeded the response limit, then the method 500 may continue to monitor the time elapsed as further described above in step 504. Alternatively, if the time elapsed has exceeded the response limit, the host system 10 may determine an appropriate alert action according to one or more algorithms 30 stored in the algorithms database 20. In certain embodiments, the algorithm 30 may specify to send an e-mail to a user, place an automated phone call to a user, or send a notification to a user. In further embodiments, the user may be predetermined according to the algorithm 30 or alternatively determined and selected from a connected call systems database 17. In further embodiments, a notification may include direct notification through the system or by push notification through a third-party system. Examples of third-party push notification systems include but are not limited to Apple Push Notification, Android Push Notification, Parse, and Urban Airship.

[0082] Once an appropriate alert action has been determined, the method 500 proceeds to step 511 wherein an alert is sent according to the alert action determined in step 507. In one embodiment, the host system 10 may continue to monitor the message according to step 504 following sending the alert in order to determine whether to send subsequent alerts. For example, if the time elapsed exceeds a second response limit, a second alert of an escalated priority may be triggered. For example, if a recipient fails to respond to a message in a determined amount of time following generation of an initial alert, a subsequent alert may be sent to the recipient or to a physician on call so as to prevent the occurrence of a medical error.
If the recipient has responded to the message, the method 500 may conclude at step 513 by ceasing the monitoring activities as specified above in step 504. In an alternative embodiment, the host system 10 may continue to monitor the message for additional responses for purposes of determining message analytics.

Fig. 6 is an example of a methodology for creating a digest of messages associated with a patient. The method 600 begins at step 601 when a user requests a digest and the host system 10 receives such request. In one embodiment, a user may request a digest by selecting a digest option within the end system application 25 upon the user's endpoint device 24. In an alternative embodiment, the digest may be generated automatically or periodically and without user input.

Once the host system 10 has received a digest request, the host system 10 may execute a search for all messages 27 stored on the message database 19 and associated with the patient for whom the digest was requested (step 602). In various embodiments, this search may be performed by implementing a digest algorithm from the plurality of algorithms 30 stored upon the algorithm database 20. When all associated messages have been queried, the method 600 proceeds to step 603 by applying a natural language processing algorithm to the messages 27 and associated message content 29.

The method 600 continues in step 604 by analyzing whether all of the associated messages have been analyzed with the natural language processing. If not all associated messages have been analyzed, the method continues to step 605 wherein the host system 10 determines the importance of individual messages and content of messages by processing message characteristics. Message characteristics may include the message priority, the time the message was sent, the time elapsed since the message has been sent, the recipients of the message, and the content of the message. If the host system 10 determines that the message is important, it will add a flag to the message (step 606). In various embodiments, the flag may be visible in the end user application 25 in viewing the digest summary or the message directly. The flagged message is subsequently added to the digest summary (step 607), and the host system 10 then proceeds to the next message for processing (step 608). Alternatively, if the message is not deemed important, no flag is added to the message, and the host system 10 proceeds to the next message as per step 608.

When all associated messages have been processed according to the natural language algorithm, the method 600 proceeds to step 609 wherein the digest summary is displayed, representing a collection of the most important messages associated with the patient. In various embodiments, the digest summary may be displayed as a graphical user interface upon the end user application 25 populated by the flagged message data as determined in step 606. The digest summary may be displayed as a list of flagged messages only or alternatively as a
Mixed list of flagged messages and non-flagged messages wherein the flagged messages have higher visual prominence so as to distinguish them to the user. In an embodiment, the digest summary may be accessible to users not associated with the patient. For example, a nurse, doctor, or health care provider on rotation not otherwise directly associated with a certain patient may be able to request and view a digest for that patient under his or her immediate care.

The method 600 continues in step 610 by determining whether a flag override has occurred. In various embodiments, the initial determination of a message flag according to step 606 may be overridden by the user. For example, a user may determine that message flagged as important should not be flagged as important, and may remove the flag from the message, or alternatively may determine that an non-flagged message deemed unimportant is important and should be flagged. In certain embodiments, a user may override the initial determination of a message flag according to step 606 by selecting or deselecting the message flag within the message list interface or digest summary interface of the end user application.

If a user overrides a message flag in this manner, the method 600 proceeds to step 611 wherein the host system 10 toggles the message flag. In various embodiments, the toggle determination is Boolean, wherein a user may turn a flag for a message off or on. The method 600 then proceeds to step 612, wherein the host system 10 analyzes the natural language processing algorithm to determine how the natural language processing algorithm's sensitivity and specificity may be improved to ensure greater accuracy with future determinations of message importance. In one embodiment, the host system 10 may improve the natural language processing algorithm automatically through application of a machine learning engine or by adjusting the relative weight of the variables used to make the determination of message importance.

Fig. 7 is an example of a methodology for creating a patient safety analysis report associated with a patient. The method 700 begins at step 701 when a user requests a patient safety analysis (PSA) report and the host system 10 receives such request. In one embodiment, a user may request a PSA report by selecting a PSA report option within the end user application 25 upon the user's endpoint device 24. In an alternative embodiment, the PSA report may be generated automatically or periodically and without user input.

Once the host system 10 has received a PSA report request, the method 700 proceeds to step 702 by requesting patient information. In various embodiments, patient information may be requested from third-party databases 15 such as the electronic medical records database 16. Patient information may include patient demographics, patient diagnoses, patient status, clinicians treating the patient, and care-related events associated with the patient such as hospitalizations, medical emergencies, transfers, medical procedures, and releases.
information may additionally include insurance status, total medications, number of procedures planned, and ability or inability to communicate due to mitigating circumstances such as medication or disease. In an embodiment, additional information may be collected pertaining to the patient's health care providers such as providers' years of experience, caseload, types of cases within caseload, and hours worked.

[0092] The method 700 proceeds to step 703 by requesting message information pertaining to the patient. In various embodiments, message information may be requested from the message database 19 wherein the messages 27 are associated with the patient 28. Message information may include message content, number of messages, priority of messages, the time at which the messages were sent, and clinician participation in messages. In an embodiment, additional information may be collected pertaining to the healthcare providers' messaging such as number of communications per day, number of patient handoffs, and types of handoffs regarding source and destination department.

[0093] The host system 10 may then apply a PSA algorithm to the collected patient information and message information (step 704). The PSA algorithm may predict a likelihood that a breakdown in communication resulting in a medical error will occur. In one embodiment, the PSA algorithm may be a logistic regression formula derived from data associated with the patient and the patient's health care providers. In such an embodiment, the logistic regression formula may be functionally related to a Boolean determination of prior medical error having occurred from a communication breakdown. In another embodiment, the weight of analyzed variables may be changed or altered according to the location of the patient, location of the healthcare facility, or location of the system deployment.

[0094] Fig. 8 is an example of a methodology for creating patient analytics report. The method 800 begins at step 801 when a user requests a patient analytics report and the host system 10 receives such request. In one embodiment, a user may request an analytics report by selecting an analytics report option within the end user application 25 upon the user's endpoint device 24. In an alternative embodiment, the analytics report may be generated automatically or periodically and without user input.

[0095] Once the host system 10 receives a request for a patient analytics report, the method continues at step 802 by requesting patient information. Patient information may include patient demographics, patient diagnoses, patient status, clinicians treating the patient, and care-related events associated with the patient such as hospitalizations, medical emergencies, transfers, medical procedures, and releases. Patient information may additionally include insurance status, total medications, number of procedures planned, and ability or inability to communicate due to mitigating circumstances such as medication or disease.
[0096] The method 800 proceeds to step 803 by requesting message information pertaining to
the patient. In various embodiments, message information may be requested from the
message database 19 wherein the messages 27 are associated with the patient 28. Message
information may include message content, number of messages, priority of messages, the time
at which the messages were sent, and clinician participation in messages.

[0097] The host system 10 may then apply an analytics algorithm to the collected patient
information and message information (step 804). The analytics algorithm may then perform
various data transformations to provide analytics upon the collected data. In various
embodiments, the analytics algorithm may perform the steps of identifying what and how many
of the messages associated with the patient are currently unanswered (step 806), graphing the
volume of messages associated with the patient over a function of time (step 807), summarizing
the volume of messages associated with the patient over a function of time based on message
priority (step 808), and providing benchmarks regarding the number of messages associated
with the patient against other patients in the hospital system (step 809). These steps may be
performed individually or in any combination. In an additional embodiment, the host system 10
may further perform regressions of step 809 by providing messaging benchmarks based on
patients who share the patient's first listed diagnosis (step 810), by providing messaging
benchmarks based on patients within the same medical unit location as the analyzed patient
(step 811), by providing messaging benchmarks based on patients who share the same health
care provider as the analyzed patient (step 812), and by providing messaging benchmarks
based on patient who have been hospitalized for the same number of days as the analyzed
patient (step 813). In one embodiment, the benchmarks of steps 809 through 813 may provide
a percentage of analyzed patient's message volume versus the average message volume of the
control group over a specific period of time. In an additional embodiment, steps 809 through
813 may provide messaging benchmarks for a selected health care provider.

[0098] The method 800 then proceeds to step 814 by populating an analytics GUI with the
transformed data. In one embodiment, the analytics GUI is displayed upon the end user
application 25 of the user's endpoint device 24, the transformed data being streamed to the
endpoint device in a non-persistent, transitory form. For example, the data may not persist on
the endpoint device 24 after the session with the host system 10 is terminated. The
transformed data may appear as one or more graphics color-coded to indicate threat metrics
associated with a likelihood of communication breakdown resulting in medical error. In another
embodiment, the analytics GUI may display transformed data for multiple patients within the
same interface so as to allow the user to identify relative abnormalities that may represent a
likelihood of communication breakdown resulting in medical error.
Referring now to Figs. 1-8, in various embodiments the end user application 25 of the endpoint device 24 may generate a graphical user interface for the displaying of messages, message content, and related media for interacting with the host system 10. An example of such an embodiment may be described further with reference to Figs. 9-12.

Fig. 9 represents a default screen 900 whereby the user can perform various messaging functions. In this embodiment, a main menu 901 presents three selectable options whereby a user may choose to open a messaging interface 902, to request a patient digest 903, or open a directory of users and/or patients 904. A second portion of the screen is populated with a list of recently received messages 905. In this configuration, the messaging interface option 902 has been selected, resulting in a third portion of the screen being populated with a new message form 906. The user may choose a patient with whom the message will be associated 907, one or more recipients for the message 908, and a title subject for the message 909.

Fig. 10 represents a subsequent screen wherein the user has selected a patient 907 and may now select one or more recipients from an expanded list of recipients 908. In an embodiment, the expanded list of recipients 908 may preferably be populated only with healthcare providers associated with the selected patient 907.

Fig. 11 represents a subsequent screenshot wherein the user has requested a patient digest 903 from the main menu 901. A second portion of the screen is populated with a list of patients 910 associated with the user. In this configuration, a patient has been selected, resulting in a third portion of the screen being populated with a digest summary 911 of messages associated with the patient. In this embodiment, the summary of messages is displayed as a chronological list wherein messages are flagged as important 912(a) or are not flagged as important 912(b).

Fig. 12 represents a screenshot of a patient analytics report. In this embodiment, the name of the patient is displayed along with biographic and demographic information 913. Analytics pertaining to average response times for various message priorities is displayed with an average time of response, a percentage of timely responses, and an icon of a color corresponding to the percentage of timely responses. Additional information effective to indicate a likelihood of communication breakdown resulting in medical error may be displayed. In this configuration, additional information includes the number of messages unread or to which have not been responded separated into categories by priority 914, a graph of the volume of messages pertaining to the patient over a period of time 915, and the volume of message pertaining to the patient compared to an ideal benchmark as categorized by benchmark type, time period analyzed, and message priority 916.
The previous detailed description has been provided for the purposes of illustration and description. Thus, although there have been described particular embodiments of the present invention, it is not intended that such references be construed as limitations upon the scope of this invention except as set forth in the following claims.
CLAIMS

What is claimed is:

1. A medical messaging server system comprising a non-transitory computer-readable medium having software residing thereon, the software executable by a processor to direct the performance of operations comprising:
   - enabling a user to create a message associated with a medical patient, the message comprising message content and an intended recipient selected from a plurality of healthcare providers;
   - algorithmically determining a priority value for the message based on an analysis of the message content and information associated with the patient;
   - determining an optimal recipient different from the intended recipient based on routing preferences comprising the priority for the message and a predicted likelihood of medical error resulting from communications breakdown with respect to the intended recipient;
   - delivering the message to the optimal recipient;
   - calculating a first value corresponding to a post-delivery status of the message, the value based in part on the priority value associated with the message; and
   - generating an alert based on the first value exceeding a second value as a risk maximum threshold.

2. The server system of claim 1, an operation of predicting the likelihood of medical error resulting from communications breakdown comprising analyzing patient data associated with the patient from an electronic medical records system and message data associated with the patient from a message database functionally linked to the server with respect to associated benchmark values.

3. The server system of claim 2, the patient data comprising one or more of patient diagnoses, patient status, treating clinicians and care-related events.

4. The server system of claim 2, the message data comprising one or more of historical message content, a total number of messages, times at which the messages were sent, and healthcare provider participation in messages sent.

5. The server system of claim 4, the operation of predicting the likelihood of medical error resulting from communications breakdown further comprising comparing a total number of messages associated with the patient to a benchmark volume.

6. The server system of claim 5, the benchmark volume determined according to one or more of a first listed diagnosis of the patient, a healthcare provider for the patient and a day of hospitalization for the patient.

7. The server system of claim 1, the likelihood of medical error resulting from communications breakdown being predicted using a logistic regression formula derived from
patient data and healthcare provider data, the formula further associated with a Boolean
determination of prior medical error having occurred from a communication breakdown.
8. The server system of claim 1, the likelihood of medical error resulting from
communications breakdown being further predicted based on a determined location of a
messaging device associated with the intended recipient.
9. The server system of claim 8, the software further executable to determine the location
of the messaging device associated with the intended recipient based on any one or more of
GPS coordinates, a determined visibility of or connectivity with one or more defined WiFi
networks, and a determined visibility of or connectivity with one or more defined cellular
network towers.
10. The server system of claim 1, wherein the first value is calculated based on:
    an elapsed time associated with the message, the elapsed time comprising a duration of
time since the message was generated;
    a read status associated with the message, the read status comprising information
pertaining to whether the optimal recipient has viewed the message; and
    a time limit associated with the read status.
11. The server system of claim 10, wherein the second value as a risk maximum threshold is
determined by comparing the read status and the elapsed time against the time limit.
12. The server system of claim 1, wherein the time limit is determined according to the
determined message priority associated with the message.
13. The server system of claim 1, the message routing preferences causing a message to be
routed from the intended recipient to another recipient based on a determined location of a
messaging device associated with the intended recipient being away from a location for the
patient.
14. The server system of claim 13, the message routing preferences further causing a message
to be routed from the intended recipient to another recipient based on a time of day and the
priority value associated with the message.
15. The server system of claim 14, the message routing preferences defined according to
predetermined forwarding protocols.
16. A medical messaging system comprising:
    a perimeter communications network comprising a server interface for a plurality of user
computing devices;
    a server network communicatively linked to the perimeter network via a secure message
bus, the server network comprising a processor, a data storage network and a non-transitory
computer-readable medium having program instructions residing thereon, the instructions
executable by the processor to direct the performance of operations comprising:
providing a user interface platform executable from the plurality of user
computing devices, the user interface platform effective to
enable users to submit respective message routing preferences for
storage in the data storage network, and
enable a first user to submit a messaging request associated with a
medical patient, the messaging request defining a user as an intended recipient;
in response to the messaging request, identifying one or more users as
healthcare providers associated with the patient;
generating a message associated with the patient, the message comprising
patient-related content;
algorithmically determining a priority value for the message based on an analysis
of the message content and information associated with the patient;
determining an actual recipient for the message from among the identified one or
more healthcare providers based at least in part on message routing preferences associated
with the intended recipient and comprising the priority for the message and a predicted
likelihood of medical error resulting from communications breakdown with respect to the
intended recipient;
delivering the message to the actual recipient;
applying a risk assessment algorithm effective to determine a first value
corresponding to a post-delivery status of the message, the value based in part on the priority
value associated with the message;
comparing the first value to a second value as a risk maximum threshold, wherein
if the first value exceeds the second, further generating an alert associated with the patient to
an alert recipient chosen from the one or more healthcare providers;
calculating messaging benchmarks associated with the patient based on
expected messaging activity for each of one or more user-selectable benchmark criteria; and
user-selectably generating a graphical representation of the calculated
benchmarks with respect to actual messaging activity associated with the patient, the graphical
representation displayable on a respective user interface platform.
17. The medical messaging system of claim 16, an operation of predicting the likelihood of
medical error resulting from communications breakdown comprising analyzing
patient data associated with the patient from an electronic medical records system, the
patient data comprising one or more of patient diagnoses, patient status, treating clinicians and
care-related events, and
message data associated with the patient from a message database functionally linked
to the server with respect to associated benchmark values, the message data comprising one or
more of historical message content, a total number of messages, times at which the messages were sent, and healthcare provider participation in messages sent.

18. The medical messaging system of claim 17, the operation of predicting the likelihood of medical error resulting from communications breakdown further comprising using a logistic regression formula derived from patient data and healthcare provider data, the formula further associated with a Boolean determination of prior medical error having occurred from a communication breakdown.

19. A method for reducing medical error resulting from communications breakdowns between healthcare providers, the method comprising:

   providing a user interface enabling a user to create a message associated with a medical patient, the message comprising message content and an intended recipient selected from a plurality of healthcare providers;

   algorithmically determining a priority value for the message based on an analysis of the message content and information associated with the patient;

   determining an optimal recipient different from the intended recipient based on routing preferences comprising the priority for the message and a predicted likelihood of medical error resulting from communications breakdown with respect to the intended recipient;

   delivering the message to the optimal recipient;

   calculating a first value corresponding to a post-delivery status of the message, the value based in part on the priority value associated with the message; and

   generating an alert based on the first value exceeding a second value as a risk maximum threshold.

20. The method of claim 19, wherein the likelihood of medical error resulting from communications breakdown is predicted using a logistic regression formula derived from patient data and healthcare provider data, the formula further associated with a Boolean determination of prior medical error having occurred from a communication breakdown.
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    - Dietary Question
  - Elizabeth J. Garcia, 7266
    - Patient is coding
    - Need you at the bedside now
  - Amy L. Crawford, 9276
    - Need a consult
    - Please consult as soon as possible
  - Phyllis T. Jackson, 3294
    - Please report lab results
    - Please report lab results when they

- **CHATS**
  - Patient
  - (-) Helen Wood

- **DIGEST**
  - Recipients
    - Regina Nash

- **DIRECTORY**
  - Regina Nash
    - SW
  - Reagan Huff
    - MOA
  - Reece Oliver
    - RN
  - Anastasia Reed
    - RPN
  - Hasad Reilly
    - GP
<table>
<thead>
<tr>
<th>Time</th>
<th>Event Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>8:43 AM</td>
<td>Hedley Hodge started conversation with Aurora Powers</td>
</tr>
<tr>
<td>8:45 AM</td>
<td>This does not look like primary or secondary peritoneal carcinomatosis although this finding should be taken with other H&amp;P findings to make a definitive dx. In my opinion, the pattern is more consistent with calcifications and could be indicative of liposarcoma but no mass is visualized in the abdomen.</td>
</tr>
<tr>
<td>9:06 AM</td>
<td>Hedley Hodge started conversation with Raymond Noel</td>
</tr>
<tr>
<td>9:06 AM</td>
<td>Hedley Hodge removed by Hedley Hodge</td>
</tr>
<tr>
<td>9:07 AM</td>
<td>Hedley Hodge started conversation with Raymond Noel</td>
</tr>
<tr>
<td>9:11 AM</td>
<td>Just emerged from the OR a/p exploratory laparotomy and Mrs. Gray is in recovery and doing well. No masses or abnormalities were visualized, but we did remove a tissue sample from an area coordinating to the spot seen on CT. This has been sent to pathology and ful surgical report will be available soon. I have started Mrs. Gray on routine post-surgery VTE and infection prophylaxis.</td>
</tr>
<tr>
<td>9:53 AM</td>
<td>Cade Spence started conversation with Hedley Hodge</td>
</tr>
<tr>
<td>9:54 AM</td>
<td>CBC and CMP just came back for Mrs. Gray. Full report is available in the EMR but no labs were out of range.</td>
</tr>
<tr>
<td>9:57 AM</td>
<td>Alexa Black started conversation with Hedley Hodge</td>
</tr>
<tr>
<td>9:58 AM</td>
<td>Path Report is now available for Mrs. Gray but no abnormalities have</td>
</tr>
</tbody>
</table>
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