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【公報種別】特許法第１７条の２の規定による補正の掲載
【部門区分】第７部門第３区分
【発行日】平成29年8月17日(2017.8.17)

【公表番号】特表2016-538771(P2016-538771A)
【公表日】平成28年12月8日(2016.12.8)
【年通号数】公開・登録公報2016-067
【出願番号】特願2016-526370(P2016-526370)
【国際特許分類】
   Ｈ０４Ｌ   9/08     (2006.01)
   Ｈ０４Ｗ  92/18     (2009.01)
   Ｈ０４Ｗ  12/04     (2009.01)
   Ｈ０４Ｍ   3/42     (2006.01)
【ＦＩ】
   Ｈ０４Ｌ    9/00     ６０１Ｂ
   Ｈ０４Ｗ   92/18     　　　　
   Ｈ０４Ｗ   12/04     　　　　
   Ｈ０４Ｍ    3/42     　　　Ａ

【手続補正書】
【提出日】平成29年7月4日(2017.7.4)
【手続補正１】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
　Ｐｒｏｘｉｍｉｔｙ　Ｓｅｒｖｉｃｅｓ（ＰｒｏＳｅ）をサポートする第１のＵＥ（ユ
ーザ機器）と、
　前記ＰｒｏＳｅをサポートする第２のＵＥと、
　ＰＣ３インタフェースを介して前記第１のＵＥと通信する第１のＰｒｏＳｅ　Ｆｕｎｃ
ｔｉｏｎと、
　前記ＰＣ３インタフェースを介して前記第２のＵＥと通信する第２のＰｒｏＳｅ　Ｆｕ
ｎｃｔｉｏｎと、
　ＰＣ２インタフェースを介して前記第１のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎ及び前記第２
のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎと通信するＰｒｏＳｅアプリケーションサーバと、を備
え、
　前記第１のＵＥは、セキュリティ構成要素を得るため、前記第１のＰｒｏＳｅ　Ｆｕｎ
ｃｔｉｏｎに第１の信号を送り、
　前記第１のＵＥは、前記第１のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎからセキュリティ鍵の情
報を含む第２の信号を受信し、
　前記第２のＵＥは、前記セキュリティ構成要素を得るため、前記第２のＰｒｏＳｅ　Ｆ
ｕｎｃｔｉｏｎに第３の信号を送り、
　前記第２のＵＥは、前記第２のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎから前記セキュリティ鍵
の情報を含む第４の信号を受信する、
移動通信システム。
【請求項２】
　前記第１のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎは、前記第１の信号に応答して、サーバに要
求を送り、応答し、前記第２のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎは、前記第３の信号に応答
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して、前記サーバに要求を送り、応答する、請求項１に記載の移動通信システム。
【請求項３】
　Ｐｒｏｘｉｍｉｔｙ　Ｓｅｒｖｉｃｅｓ（ＰｒｏＳｅ）をサポートする第１のＵＥ（ユ
ーザ機器）と、前記ＰｒｏＳｅをサポートする第２のＵＥと、ＰｒｏＳｅアプリケーショ
ンサーバと、を含む、移動通信システム内のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎであって、
　ＰＣ３インタフェースを介して前記第１のＵＥと通信し、セキュリティ構成要素を得る
ため、前記第１のＵＥから第１の信号を受信し、前記第１のＵＥにセキュリティ鍵の情報
を含む第２の信号を送信する第１のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎと、
　前記ＰＣ３インタフェースを介して前記第２のＵＥと通信し、セキュリティ構成要素を
得るため、前記第２のＵＥから第３の信号を受信し、前記第２のＵＥに前記セキュリティ
鍵の情報を含む第４の信号を送信する第２のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎと、を有する
ＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎ。
【請求項４】
　前記第１のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎは、前記第１の信号に応答して、サーバに要
求を送り、応答し、前記第２のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎは、前記第３の信号に応答
して、前記サーバに要求を送り、応答する、請求項３に記載のＰｒｏＳｅ　Ｆｕｎｃｔｉ
ｏｎ。
【請求項５】
　Ｐｒｏｘｉｍｉｔｙ　Ｓｅｒｖｉｃｅｓ（ＰｒｏＳｅ）のｏｎｅ－ｔｏ－ｏｎｅ通信の
ための移動通信システム内の前記ＰｒｏＳｅをサポートするＵＥ（ユーザ機器）であって
、
　前記ＰｒｏＳｅをサポートするもう１つのＵＥに直接通信要求を送る送信部と、
　前記ＰｒｏＳｅをサポートし、前記直接通信要求に基づき秘密鍵と完全鍵を生成する制
御部とを有し、
　前記秘密鍵と前記完全鍵とを用いてＰＣ５インタフェースを介して前記もう１つのＵＥ
とＰｒｏＳｅ　ｏｎｅ－ｔｏ－ｏｎｅ通信を行う、ＵＥ。
【請求項６】
　前記もう１つのＵＥは、前記直接通信要求に基づき前記秘密鍵と前記完全鍵を生成する
、請求項５に記載のＵＥ。
【請求項７】
　Ｐｒｏｘｉｍｉｔｙ　Ｓｅｒｖｉｃｅｓ（ＰｒｏＳｅ）をサポートする第１のＵＥ（ユ
ーザ機器）と、前記ＰｒｏＳｅをサポートする第２のＵＥと、ＰＣ３インタフェースを介
して前記第１のＵＥと通信する第１のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎと、前記ＰＣ３イン
タフェースを介して前記第２のＵＥと通信する第２のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎと、
ＰＣ２インタフェースを介して前記第１のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎ及び前記第２の
ＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎと通信するＰｒｏＳｅアプリケーションサーバと、を含む
移動通信システムの通信方法であって、
　前記第１のＵＥは、セキュリティ構成要素を得るため、前記第１のＰｒｏＳｅ　Ｆｕｎ
ｃｔｉｏｎに第１の信号を送り、
　前記第１のＵＥは、前記第１のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎからセキュリティ鍵の情
報を含む第２の信号を受信し、
　前記第２のＵＥは、前記セキュリティ構成要素を得るため、前記第２のＰｒｏＳｅ　Ｆ
ｕｎｃｔｉｏｎに第３の信号を送り、
　前記第２のＵＥは、前記第２のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎから前記セキュリティ鍵
の情報を含む第４の信号を受信する、
移動通信システムの通信方法。
【請求項８】
　前記第１のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎは、前記第１の信号に応答して、サーバに要
求を送り、応答し、前記第２のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎは、前記第３の信号に応答
して、前記サーバに要求を送り、応答する、
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請求項７に記載の方法。
【請求項９】
　Ｐｒｏｘｉｍｉｔｙ　Ｓｅｒｖｉｃｅｓ（ＰｒｏＳｅ）をサポートする第１のＵＥ（ユ
ーザ機器）と、前記ＰｒｏＳｅをサポートする第２のＵＥと、ＰｒｏＳｅアプリケーショ
ンサーバと、を含む、移動通信システム内の第１のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎと第２
のＰｒｏＳｅ　ＦｕｎｃｔｉｏｎとからなるＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎの通信方法で
あって、
　前記第１のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎは、ＰＣ３インタフェースを介して前記第１
のＵＥと通信し、セキュリティ構成要素を得るため、前記第１のＵＥから第１の信号を受
信し、前記第１のＵＥにセキュリティ鍵の情報を含む第２の信号を送信し、
　前記第２のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎは、前記ＰＣ３インタフェースを介して前記
第２のＵＥと通信し、セキュリティ構成要素を得るため、前記第２のＵＥから第３の信号
を受信し、前記第２のＵＥに前記セキュリティ鍵の情報を含む第４の信号を送信する、
　ＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎの通信方法。
【請求項１０】
　前記第１のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎは、前記第１の信号に応答して、サーバに要
求を送り、応答し、前記第２のＰｒｏＳｅ　Ｆｕｎｃｔｉｏｎは、前記第３の信号に応答
して、前記サーバに要求を送り、応答する、
請求項９に記載の方法。
【請求項１１】
　Ｐｒｏｘｉｍｉｔｙ　Ｓｅｒｖｉｃｅｓ（ＰｒｏＳｅ）のｏｎｅ－ｔｏ－ｏｎｅ通信の
ための移動通信システム内の前記ＰｒｏＳｅをサポートするＵＥ（ユーザ機器）の通信方
法であって、
　前記ＰｒｏＳｅをサポートするもう１つのＵＥに直接通信要求を送信し、
　前記ＰｒｏＳｅをサポートし、
　前記直接通信要求に基づき秘密鍵と完全鍵を生成し、
　前記秘密鍵と前記完全鍵とを用いてＰＣ５インタフェースを介して前記もう１つのＵＥ
とＰｒｏＳｅ　ｏｎｅ－ｔｏ－ｏｎｅ通信を行う、
ＵＥの通信方法。
【請求項１２】
　前記もう１つのＵＥは、前記直接通信要求に基づき前記秘密鍵と前記完全鍵を生成する
、請求項１１に記載のＵＥの通信方法。
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