Abstract:
Using a small-size web ticket in connection with authenticating a user of a unified communications system. The web ticket is generated through use of a symmetric key, and is less than two hundred bytes in size. A ticket issuer executing on a first computing device generates the web ticket responsive to receiving authentication data from a client computing device, and transmits the web ticket to such client computing device. The client computing device includes the web ticket in requests for data transmitted to a second server computing device that is in communication with the ticket issuer. The second server computing device includes a validator that validates the web ticket using the symmetric key, which is shared between the first server and the second server.
BACKGROUND

[0001] Conventional unified communications (UC) applications support multiple communications modalities including, but not limited to, voice communications (e.g., through integration with a telephone system), voicemail retention and management, video conferencing, meeting scheduling, meeting maintenance, desktop sharing, instant messaging, contacts management (e.g. maintaining a list of contacts of a user of the UC application), presence (e.g. monitoring availability of users of the UC application), group maintenance (e.g., retaining information that identifies groups of the user of the UC application), amongst other communications modalities. The UC application is typically a distributed application, with front-end software executing on client computing devices and back-end software executing on server computing devices, wherein the client computing devices are in network communication with the server computing devices.

[0002] Relatively recently, UC applications have been configured to execute on mobile computing devices, such as, mobile telephones, tablets (slates), and the like. The increased use of mobile computing devices, and therefore, the increased use of front-end UC software executing on mobile computing devices, has raised issues not previously associated with UC applications. For example, a data plan corresponding to a mobile telephone may limit an amount of data that can be uploaded and/or downloaded by the mobile computing device (without the user incurring fees that are in addition to monthly plan fees). Further, when using the UC application on a mobile computing device, a user typically causes such application to be executed in foreground for a relatively small amount of time, and subsequently causes the UC application to execute in the background. For instance, the user may participate in a relatively brief meeting through utilization of the UC application executing on the mobile telephone, and thereafter place the telephone in a pocket or bag. In contrast, users of the UC application executing on a desktop computing device tend to allow the application to continuously execute in the foreground.

[0003] Conventional tokens utilized to authenticate a user a UC application tend to be relatively large, such as on the order of 4 kilobytes. If the UC application is configured to cause the user to transmit the token with every request made to servers executing back-end software of the UC application, the relatively large payload of such request (caused at least partially by the relatively large token) can cause the application to execute sub-optimally,
and further may result in additional fees being charged to the user for exceeding a data plan. Further, conventional back-end software of UC applications are configured to retain session identifiers for each UC client deemed as being active, wherein the UC client is typically deemed as being active for at least several hours after communicating with a server used in the UC application. Retaining numerous session identifiers limits the scalability of the UC application, in that a resources are reserved to maintain session identifiers. Further, with respect to portable computing devices, maintaining session identifiers for long periods of time is wasteful since, as mentioned above, UC application users who log in using mobile computing devices typically do not remain active on the UC application.

**SUMMARY**

[0004] The following is a brief summary of subject matter that is described in greater detail herein. This summary is not intended to be limiting as to the scope of the claims.

[0005] Described herein are various technologies pertaining to creation and use of a web ticket in connection with authenticating a user, wherein the web ticket is of a relatively small size (e.g., 200 bytes or less), and wherein the web ticket comprises a signature that is based upon a symmetric key shared between server computing devices used in a system to which the user is authenticating. In an exemplary embodiment, the user can execute a client-side instance of a unified communications (UC) application on a client computing device, and wherein back-end software of the UC application desires to authenticate the user for each request made to the back-end software. Exemplary requests include a request to retrieve a list of contacts, a request for presence information of users of the UC application, a request to participate in a meeting, a request to initiate a voice call, etc. It is to be understood, however, that the technologies described herein pertaining to creation, maintenance, and use of web tickets can be utilized in other applications/settings where it is desirable to authenticate a user, such as bank applications, e-mail applications, etc. Furthermore, the technologies described herein may be particularly well-suited for when the user that is being authenticated is employing a mobile computing device, such as a mobile telephone, due to the relatively small size of the web ticket.

[0006] Pursuant to an example, a user can initiate an application on a client computing device (e.g., the UC application). The user may desire to authenticate to back-end software of the UC application, and can cause the client computing device to transmit authentication data to a server that is executing back-end software of the UC application. The authentication server can comprise a ticket issuer, which is a logical entity executing
on the server. The ticket issuer receives the authentication, data and generates a web ticket responsive to receiving such authentication data. The ticket issuer utilizes a symmetric key to generate a signature that is included in the web ticket, wherein the ticket issuer can use the symmetric key to generate web tickets for a limited period of time (e.g., one hour).

Further, the ticket issuer can include the following information in the web ticket with the signature: a ticket issuer identifier that identifies the ticket issuer that generated the web ticket, a key identifier that identifies the key used to generate the signature, a user identifier that identifies the user, a time when the web ticket expires, amongst other data. Responsive to generating the web ticket, the ticket issuer transmits the web ticket to the requesting client computing device.

[0007] The ticket issuer can maintain a list of symmetric keys used to generate web tickets for a threshold amount of time. For instance, the ticket issuer can maintain the key used to generate the requested web ticket for eight hours in a list of keys. In an example, the ticket issuer can generate web tickets that expire after eight hours, and the ticket issuer can use a symmetric key for one hour when creating web tickets. Therefore, the ticket issuer can maintain a list of symmetric keys, wherein the list includes a current symmetric key used to generate web tickets and another eight most recent symmetric keys used to generate web tickets.

[0008] Subsequent to the client computing device receiving the web ticket, the client-side instance of the UC application may transmit a request for communications data (e.g., data that supports a communications modality) from another server that executes back-end software of the UC application. The another server can include a validator, which is a logical entity executing on the another server (or distributed across several servers) that is configured to authenticate the web ticket (and thus the user) and respond to request for the communications data. For instance, the validator can support presence, such that the validator can provide data indicative of presence of users of the UC application. To authenticate the web ticket, the validator can read the ticket issuer identifier from the web ticket and request the list of symmetric keys maintained by the ticket issuer. The validator may also read the key identifier from the web ticket and identify the symmetric key in the list of symmetric keys that was used to generate the web ticket. The validator utilizes the symmetric key corresponding to the key identifier to authenticate the web ticket.

Subsequent to authenticating the web ticket, the validator can generate a response to the request from the client-side instance of the UC application, wherein the response includes the communications data requested by the client-side instance of the UC application. In
contrast, if the web ticket does not include certain fields, or is expired (as indicated in the
web ticket), or does not include a valid key, etc., then the validator can deny the request.
[0009] The above summary presents a simplified summary in order to provide a basic
understanding of some aspects of the systems and/or methods discussed herein. This
summary is not an extensive overview of the systems and/or methods discussed herein. It
is not intended to identify key/critical elements or to delineate the scope of such systems
and/or methods. Its sole purpose is to present some concepts in a simplified form as a
prelude to the more detailed description that is presented later.

**BRIEF DESCRIPTION OF THE DRAWINGS**

[0010] Fig. 1 is a functional block diagram of an exemplary system that facilitates
generating web tickets for utilization in connection with authenticating a user to a server.
[0011] Fig. 2 is a communications diagram illustration communications undertaken
between a client and logical entities of a unified communication system in connection with
authenticating the client to a validator.

[0012] Fig. 3 illustrates an exemplary web ticket.
[0013] Fig. 4 is a functional block diagram of an exemplary client computing device that
is configured to authenticate to a server through use of a web ticket.
[0014] Fig. 5 is a functional block diagram of an exemplary server computing device
that comprises a ticket issuer that is configured to generate a web ticket for a requesting
client computing device.

[0015] Fig. 6 is a functional block diagram of an exemplary server computing device
that is configured to generate a symmetric key for use in connection with generating web
tickets.

[0016] Fig. 7 is a functional block diagram of an exemplary server computing device
that is configured to validate a web ticket provided by a client computing device.

[0017] Fig. 8 is a flow diagram that illustrates an exemplary methodology executed by a
client computing device in connection with authenticating a user to a server computing
device through use of a web ticket.

[0018] Fig. 9 is a flow diagram that illustrates an exemplary methodology executed by a
ticket issuer in connection with generating a web ticket.

[0019] Fig. 10 is a flow diagram that illustrates an exemplary methodology executed by
a key generator that facilitates generation of keys used to create web tickets.

[0020] Fig. 11 is a flow diagram that illustrates an exemplary methodology executed by
a validator that facilitates authenticating a user based upon a web ticket.
Fig. 12 is an exemplary computing system.

DETAILED DESCRIPTION

Various technologies pertaining to generation of a web ticket and use of the web ticket to authenticate a user to a server computing device are now described with reference to the drawings, wherein like reference numerals are used to refer to like elements throughout. In the following description, for purposes of explanation, numerous specific details are set forth in order to provide a thorough understanding of one or more aspects. It may be evident, however, that such aspect(s) may be practiced without these specific details. In other instances, well-known structures and devices are shown in block diagram form in order to facilitate describing one or more aspects. Further, it is to be understood that functionality that is described as being carried out by certain system components may be performed by multiple components. Similarly, for instance, a component may be configured to perform functionality that is described as being carried out by multiple components.

Moreover, the term "or" is intended to mean an inclusive "or" rather than an exclusive "or". That is, unless specified otherwise, or clear from the context, the phrase "X employs A or B" is intended to mean any of the natural inclusive permutations. That is, the phrase "X employs A or B" is satisfied by any of the following instances: X employs A; X employs B; or X employs both A and B. In addition, the articles "a" and "an" as used in this application and the appended claims should generally be construed to mean "one or more" unless specified otherwise or clear from the context to be directed to a singular form.

Further, as used herein, the terms "component" and "system" are intended to encompass computer-readable data storage that is configured with computer-executable instructions that cause certain functionality to be performed when executed by a processor. The computer-executable instructions may include a routine, a function, or the like. It is also to be understood that a component or system may be localized on a single device or distributed across several devices. Further, as used herein, the term "exemplary" is intended to mean serving as an illustration or example of something, and is not intended to indicate a preference.

Described herein are various technologies pertaining to the utilization of a web ticket to authenticate a user to a validating entity executing on a server computing device, wherein the web ticket includes a signature that is based upon a symmetric key. The symmetric key can be shared amongst servers that execute back-end software of an
application to which the user desirably authenticates. To preserve security, the symmetric key is used in connection with generating web tickets for a relatively short amount of time, and thereafter a different symmetric key is used to generate web tickets. Accordingly, a web ticket generated for a first user at a first point in time may be based on a first symmetric key, while a web ticket for a second user generated at a second point in time may be based upon a second symmetric key. Utilization of symmetric keys to generate a web ticket allows for the payload of the web ticket to remain relatively small (e.g., 200 bytes or less). Accordingly, for instance, the web ticket can be readily appended to a uniform resource locator (URL) as a portion of a request, and the web ticket can be readily extracted from the URL in connection with authenticating the user.

[0026] With reference now to Fig. 1, an exemplary system 100 that facilitates the generation and use of web tickets in connection with authenticating users to server computing devices is illustrated. The system 100 is described in the context of a unified communications (UC) application. It is to be understood, however, that features described herein are not so limited. For example, features described herein are well-suited for any system to which a user desirably authenticates when the user is employing a mobile computing device. Furthermore, the features described herein may be well-suited for a system to that includes multiple server computing devices that share symmetric keys therebetween.

[0027] The system 100 includes a plurality of client computing devices 102 through 104, wherein the client computing devices 102-104 can be or include at least one mobile computing device, such as a mobile telephone, tablet computing device, phablet computing device (e.g., a combination phone/tablet with a display screen of approximately 5 inches in diagonal), a portable media player, or the like. Additionally, the client computing devices 102-104 can include conventional desktop and/or laptop computing devices. Each client device in the client computing devices 102-104 can execute a respective client-side instance of the UC application. The UC application can support multiple modes of communications, including but not limited to voice communications, videoconferencing, instant messaging, presence, groups, screen sharing, voicemail, meeting organization, and the like.

[0028] The system 100 further comprises a UC server system 106, wherein the client computing devices 102-104 are in communication with the UC server system 106 (and with other client computing devices) by way of a network 108 (e.g. the Internet or an intranet). The UC server system 106 includes a plurality of server computing devices that
respectively execute server-side instances (back-end software) of the UC application. The plurality of server computing devices can be in communication with one another by way of respective suitable communications channels.

[0029] The UC server system 106 includes a ticket issuer 110, a key generator 112, and a plurality of validators 114-1-16. The ticket issuer 110, key generator 112, and validators 114-1-16 are logical entities that execute on server computing devices in the UC server system 106. For example, the ticket issuer 110 may execute on a first server computing device while the key generator 112 may execute on a second server computing device. In another example, the ticket issuer 110 may execute in a distributed manner across a first plurality of server computing devices and the key generator 112 can execute in a distributed manner across a second plurality of server computing devices. In still yet another example, the ticket issuer 110 can execute on a first processor core or set of processor cores in a server computing device while the key generator 112 may execute on a second processor core or set of processor cores in the server computing device. Further, while the ticket issuer 110 and the key generator 112 are shown as being separate entities, in some embodiments, the ticket issuer 110 can be configured to perform functionality described herein as being performed by the key generator 112. Furthermore, it is to be understood that the UC server system 106 may include multiple ticket issuers and/or multiple key generators.

[0030] As indicated above, the system 100 facilitates generation and use of web tickets in connection with authenticating users to the validators 114-1-16 in the UC server system 106. To that end, in an example, the first client computing device 102 can execute a first client-side instance of the UC application and can transmit authentication data, such as a username and password, to the UC server system 106. The ticket issuer 110 can authenticate the user based upon the username and password, and can generate a web ticket for the user responsive to authenticating the authentication data provided by the first client computing device 102. The ticket issuer 110 can use a symmetric key to generate the web ticket. In an exemplary embodiment, the ticket issuer 110 can utilize a hash-based message authentication code (HMAC) protocol to create a signature based upon the symmetric key. Such signature, for example, can have a size of 32 bytes or 64 bytes. Additionally, the ticket issuer 110 can generate the web ticket such that the ticket includes multiple fields, wherein the fields include an identifier for the ticket issuer 110, a key identifier that identifies the symmetric key used to generate the web ticket, the signature, a time that the web ticket is to expire (e.g., the web ticket is valid only until the time
indicated in the web ticket), at least one identifier for the user of the first client computing
device 102, amongst other data. In an exemplary embodiment, the web ticket can be set to
expire after a time window of more than one hour but less than one day (e.g., eight hours)
has passed. The ticket issuer 110 may then transmit the web ticket by way of the network
108 to the first client computing device 102.

Subsequent to receiving the web ticket, the first client computing device 102 can
transmit a request to the UC server system 106 for communications data for a
communications modality desirably utilized at the first client computing device 102. For
instance, the first client computing device 102 can transmit a request for a list of contacts
of the user of the first client computing device 102. In an exemplary embodiment, such
request can be in the form of an HTTP Uniform Resource Locator (URL) that is directed
towards a particular server computing device in the UC server system 106 that can
respond to the request. For instance, the URL can identify a server computing device that
executes the first validator 114. Additionally, the web ticket is included in the request.

Continuing with this example, the first validator 114 can receive the request and can
analyze content of the web ticket to validate the web ticket, and thus authenticate the user.
Specifically, the first validator 114 can read the data that identifies the ticket issuer 110
and the key identifier from the web ticket.

If the first validator 114 does not have access to an unexpired list of valid
symmetric keys used by the ticket issuer 110 to generate web tickets, the first validator
114 can direct a request to the ticket issuer 110 for the list of symmetric keys, wherein
symmetric keys in the list correspond to a time period in which the web ticket is valid. In
an example, the web ticket may be valid for an 8-hour time window (e.g., eight hours after
being generated by the ticket issuer 110). Further, the ticket issuer 110 may only use a
symmetric key to generate web tickets for a smaller time window (e.g., one hour).

Therefore, the collection of keys maintained by the ticket issuer 110 can be at least 9 keys
(e.g., a symmetric key currently being used by the ticket issuer 110 and eight symmetric
keys used by the ticket issuer 110 during the previous eight hours). The first validator 114
can use the key identifier in the web ticket to identify the key in the list of symmetric keys
used by the ticket issuer 110 to generate the web ticket. The first validator 114 can then
validate the web ticket using the symmetric key, and therefore may authenticate the user.
Thereafter, the first validator 114 can generate a response to the request and transmit such
response to the first client computing device 102. In this example, the first validator 114
can transmit the list of contacts to the first client computing device 102 responsive
authenticating the user through use of the web ticket.

As size of the web ticket is relatively small (e.g., less than 200 bytes), a client
computing device executing a client-side instance of the UC application can be configured
to transmit a web ticket with each request made to a server in the UC server system 106.
Once the web ticket has expired, the first client computing device 102 can request a new
web ticket from the ticket issuer 110. Utilization of the web ticket in this manner also
facilitates scaling of the UC server system 106 to allow more client computing devices to
utilize services offered by the UC server system 106, as the UC server system 106 need
not maintain a session identifier for each session in which the client computing devices
102-104 are participating with the UC server system 106. This is because the data included
in the web ticket facilitates reconstitution of a session relatively quickly when a client
computing device transmits a request to the UC server system 106. For instance, in
addition to the information in the web ticket described above, the ticket issuer 110 can also
include an identifier for a server computing device where traffic associated with the web
ticket is to be terminated, an identifier for a session, etc.

Turning now to Fig. 2, an exemplary communications diagram 200 illustrating
communications that can be undertaken between the first client computing device 102, the
ticket issuer 110, the key generator 112, and the first validator 114 is illustrated. At 202,
the first client computing device 102 transmits authentication data to the ticket issuer 110,
wherein the authentication data may be a username and password or some other suitable
data that can be used to identify the user of the first client computing device 102. The
ticket issuer 110 may then authenticate the user based upon the authentication data
received from the first client computing device 102. Responsive to authenticating the user,
the ticket issuer 110 can commence with generating a web ticket.

As noted above, the ticket issuer 110 is configured to generate the web ticket
through utilization of a symmetric key. To reduce security deficiencies corresponding to
symmetric key encryption schemes, the ticket issuer 110 can use any one key to generate
web tickets for a relatively small window of time (e.g., one hour). Thus, if the window of
time is one hour, the ticket issuer 110 uses a different symmetric key each hour to generate
web tickets. It is to be understood, however, that it may be desirable to cause the web
ticket to be valid for a longer period of time than the window of time that the ticket issuer
110 uses symmetric keys to generate web tickets. Therefore, the ticket issuer 110 can
maintain a collection (list) of symmetric keys corresponding to valid web tickets,
discarding older keys as they become stale and replacing them with newer keys used by
the ticket issuer 110 to create web tickets.

[0036] Accordingly, responsive to authenticating the user based upon the authentication
data transmitted to the ticket issuer 110 at 202, the ticket issuer 110 can ascertain if it has
access to a symmetric key that remains valid for generating web tickets (e.g., has not been
used to generate web tickets for longer than one hour). If the ticket issuer 110 does not
have access to a key suitable for generating the web ticket, then at 204 the ticket issuer
110 transmits a request for a key to the key generator 112. The key generator 112 utilizes a
random number generator or pseudo-random number generator to generate at least one
key, and at 206 provides the at least one key to the ticket issuer 110. If the request for the
key is a first request for a key from the ticket issuer 110, then the key generator 112 can be
configured to transmit multiple keys to the ticket issuer 110 at 206 (e.g., a first key for the
ticket issuer 110 to utilize immediately, and one or more keys to utilize subsequent to the
first key expiring).

[0037] If the ticket issuer 110 has access to a valid symmetric key or responsive to
receiving the symmetric key from the key generator 112, at 208 the ticket issuer 110 can
generate the web ticket and transmit the web ticket to the first client computing device
102. Thereafter, the first client computing device 102 may generate a request for
communications data that supports a communications modality desirably undertaken at the
first client computing device 102 (wherein the communications data is accessible to the
first validator 114). The first client computing device 102 includes the web ticket in the
request, and at 210 transmits the request to the first validator 114. To validate the web
ticket, the first validator 114 needs knowledge of the symmetric key used by the ticket
issuer 110 to generate the web ticket. Accordingly, the first validator 114 can analyze the
web ticket received from the first client computing device 102 and identifies the ticket
issuer 110 based upon content of the web ticket. The first validator 114 can locally search
to ascertain if it already has access to a valid list of symmetric keys used by the ticket
issuer 110 to generate web tickets. If the first validator 114 does not have access to such
list, then at 212, the first validator transmits a request to the ticket issuer 110 for the list of
symmetric keys maintained by the ticket issuer 110. For example, if the web ticket is valid
for eight hours and the ticket issuer 110 uses a symmetric key for only one hour when
generating web tickets, then the key collection maintained by the ticket issuer 110 can
include at least nine keys.
At 214, the ticket issuer 110 transmits the list of keys to the first validator 114. The first validator 114 may then identify the key used by the ticket issuer 110 to generate the web ticket based upon the key identifier in the web ticket. Using such key, the first validator 114 can validate the web ticket, and thereby authenticate the user. Responsive to validating the web ticket, at 216 the first validator 114 can transmit a response to the first client computing device 102, wherein the response includes the communications data requested by the first client computing device 102.

Now referring to Fig. 3, an exemplary web ticket 300 is illustrated. The web ticket 300 includes a first field 302 that comprises an issuer identifier that identifies a ticket issuer that generated the web ticket 300. The web ticket 300 further includes a second field 304 that comprises a key identifier that identifies a symmetric key utilized to generate the web ticket 300 by the ticket issuer identified in the first field 302. To be clear, the key identifier in the second field 304 is not the symmetric key itself; rather, the key identifier is a value that can be used to look up the symmetric key in a database. The web ticket 300 also comprises a third field 306 that includes a signature that is generated based upon the symmetric key identified in the second field 304. A fourth field 308 of the web ticket 300 identifies a time that the web ticket 300 is to expire. For instance, the ticket issuer identified in the first field 302 can set the expiration time identified in the fourth field 308 as being some threshold amount of time after the ticket issuer generated the web ticket 300 (e.g., eight hours from the time that the ticket issuer generated the web ticket). The web ticket 300 also includes a fifth field 310 that can comprise some other identifier, such as an identifier of an organizer of a conference in which the user is going to participate, a user identifier, a session identifier, etc.

Now referring to Fig. 4, an exemplary depiction of the first client computing device 102 is illustrated. The first client computing 102 executes a client-side instance of an application 402 (e.g., a UC application). The application 402 includes a ticket requester component 404 that is configured to request a web ticket from a ticket issuer. In an exemplary embodiment, the ticket requester component 404 can request the web ticket by transmitting a username and password to the ticket issuer. The client application 402 also includes a data requester component 406 that transmits a request for communications data to a validator, wherein the request includes the web ticket. Responsive to receiving a response to the request transmitted by the data requester component 406, the client application 402 can be configured to update graphical content displayed on a display screen of the first client computing device 102. In an example, the data requester...
component 406 can transmit a request for a contacts list of the user of the first client computing device 102. When a response to the request is received, the client application 402 can cause such contact list or a portion thereof to be displayed on the display screen of the first client computing device 102.

[0041] Now referring to Fig. 5, an exemplary first server computing device 500 that can be included in the UC server system 106 is illustrated. The first server computing device 500 executes the ticket issuer 110. The first server computing device 500 also includes a data repository 502 that comprises a list of symmetric keys, wherein keys in the list of symmetric keys are associated with valid (unexpired) web tickets. As noted above, the ticket issuer 110 receives a request for a web ticket from a client computing device. The ticket issuer 110 accesses the data repository 502 to ascertain if a most recent key in the list of keys can be used to generate a web ticket for the requesting client computing device. If the list of keys does not include a suitable symmetric key, then a key requester component 504 can request a symmetric key from a key generator executing on a different server in the UC server system 106. In another embodiment, the ticket issuer 110 can be configured with a key generator, and can cause the key generator to generate the symmetric key.

[0042] If the list of symmetric keys includes a suitable symmetric key, or responsive to receiving a new symmetric key from the key generator, a ticket generator component 506 can generate a web ticket for the client computing device that issued the request. The ticket issuer 110 also includes a ticket transmitter component 508 that transmits the web ticket to the requesting client computing device.

[0043] The ticket issuer 110 is also charged with maintaining the list of symmetric keys in the data repository 502. That is, the ticket issuer 110 is configured to remove a symmetric key from the list of symmetric keys after a threshold amount of time has passed from the key becoming usable by the ticket issuer 110 to generate a web ticket. Therefore, for instance, eight hours after a key has been first used by the ticket issuer 110 to generate a web ticket, the ticket issuer 110 can remove such key from the list of symmetric keys. Likewise, the ticket issuer 110 can add a key to the list of keys when the key is received from the key generator 112. Accordingly, as a new key is added to the list of keys, an oldest key can be removed from such list.

[0044] Now referring to Fig. 6, a second server computing device 600 in the UC server system 106 is illustrated. The second server computing device 600 can be in communication with the first server computing device 500 and can execute the key
generator 112. The key generator 112 includes a key request receiver component 602 that receives a request from the ticket issuer 110 for a new symmetric key. A key generator component 604 generates the symmetric key responsive to the key request receiver component 602 receiving the request, and transmits the symmetric key to the requesting ticket issuer. Further, the key generator component 604 can generate a key identifier that can be used to identify the key in a lookup table, and the key generator component 604 can additionally transmit the key identifier to the requesting ticket issuer. Alternatively, the ticket issuer can generate the key identifier. Further, it is to be understood that the key generator 112 can generate keys for more than one ticket issuer.

[0045] Now referring to Fig. 7, a third server computing device 700 in the UC server system 106 is illustrated, wherein the third server computing device 700 executes the first validator 114. The third server computing device 700 includes a data repository 702, wherein the data repository 702 comprises communications data 703. The first validator 114 includes a data request receiver component 704 that receives a request for the communications data 703 from a client computing device, wherein the request includes a web ticket issued by the ticket issuer 110. The data repository 702 may also include a list of keys 706, wherein the list of keys 706 is a list of symmetric keys received previously from the ticket issuer 110. The first validator 114 can include a list requester component 708 that accesses the data repository 702 and reviews the list of keys 706 to ascertain if the list of keys 706 is current. If the list of keys 706 in the data repository 702 is not current, then the collection requester component 708 can request a list of keys from the ticket issuer 110 (as identified in the received web ticket). Such list of keys may be retained in the data repository 702 as the list of keys 706.

[0046] The validator 114 also includes a validator component 710 that can validate the web ticket, and thus authenticate the user of the requesting client computing device. For instance, the validator component 710 can review the web ticket to ascertain a field therein is missing. If the validator component 720 determines that a field is missing (e.g., any field in the web ticket), then the validator component 720 can reject the request for the data 703. Further, the validator component 710 can analyze the field in the web ticket that identifies when the web ticket expires. If the validator component 720 determines that the web ticket has expired, the validator component 710 rejects the request for the communications data 703. If the web ticket has not expired, the validator component 710 can extract the signature from the web ticket and can validate the signature using a symmetric key from the list of keys 706 identified in the web ticket. The first validator 114
further comprises a data provider component 712 that is in communication with the validator component 710. If the validator component 710 finds that the web ticket is valid, the data provider component 712 can cause the requested communications data 703 to be transmitted to the requesting client computing device. If the validator component 710 finds that the signature is invalid, then the request from the client is rejected.

[0047] Figs. 8-11 illustrate exemplary methodologies relating to creation and use of web tickets to authenticate a user. While the methodologies are shown and described as being a series of acts that are performed in a sequence, it is to be understood and appreciated that the methodologies are not limited by the order of the sequence. For example, some acts can occur in a different order than what is described herein. In addition, an act can occur concurrently with another act. Further, in some instances, not all acts may be required to implement a methodology described herein.

[0048] Moreover, the acts described herein may be computer-executable instructions that can be implemented by one or more processors and/or stored on a computer-readable medium or media. The computer-executable instructions can include a routine, a subroutine, programs, a thread of execution, and/or the like. Still further, results of acts of the methodologies can be stored in a computer-readable medium, displayed on a display device, and/or the like.

[0049] With reference now Fig. 8, an exemplary methodology 800 that can be executed by a client computing device for receiving and using a web ticket in connection with authenticating a user is illustrated. The methodology 800 starts at 802, and at 804 authentication data is transmitted to a web ticket issuer. At 806, the client receives the web ticket from the web ticket issuer responsive to the web ticket issuer authenticating the authentication data transmitted at 804.

[0050] At 808, a data request is transmitted to a validator, wherein the data request includes the web ticket received at 806. At 810, responsive to the validator validating the web ticket, the requested data from the validator is received at 810. The methodology 800 completes at 812.

[0051] Now referring to Fig. 9, an exemplary methodology 900 that can be executed by a ticket issuer in connection with generating a web ticket is illustrated. The methodology 900 starts at 902, and at 904 a request for a web ticket is received from a client computing device. At 906, the ticket issuer analyzes a maintained list of symmetric keys to ascertain if the list of keys includes a symmetric key that is employable to generate a web ticket (e.g., the symmetric key has not expired). If the web ticket issuer does not have an
unexpired symmetric key for generating a web ticket, then at 908 the web ticket issuer can transmit a request for a symmetric key to a key generator. Alternatively, if configured to do so, the ticket issuer can generate the symmetric key. At 910, responsive to transmitting the request to the key generator, at least one key can be received from the key generator.

In some instances, the key generator can transmit multiple keys (e.g., three keys) to the web ticket issuer, wherein a first key is to be immediately used by the ticket issuer to generate web tickets, while the second and third keys are to be used subsequently to generate web tickets. For instance, the first key can be used to generate web tickets during hour one, the second key can be used to generate web tickets during hour two, and the third key can be used to generate web tickets during hour three. Accordingly, the ticket issuer is provided with a queue of symmetric keys and can provide requesting validators with such queue.

[0052] At 912, responsive to receiving the at least one key from the key generator at 910, or responsive to determining that the ticket issuer already has access to a valid key, at 912 the web ticket requested by the client computing device is generated. At 914, the web ticket is transmitted to the client computing device, and the methodology 900 completes at 916.

[0053] With reference now to Fig. 10, an exemplary methodology 1000 that can be executed by a ticket issuer in connection with maintaining a list of keys and providing the list of keys to a requesting validator is illustrated. The methodology 1000 starts 1002, and at 1004, an initial request for a web ticket is received from a client computing device. At 1006, an initial list of symmetric keys is received or generated. The initial list of symmetric keys, in an exemplary embodiment, can include a plurality of keys: a first key that is to be immediately used by the ticket issuer to generate web tickets; a second key that is to be used to generate web tickets immediately after the first key expiring, and a third key that is to be used to generate web tickets immediately after the second key expiring. Thus, the list includes a queue of two keys that have yet to be employed by the ticket issuer to generate web tickets.

[0054] At 1008, a determination is made regarding whether a validator has requested the list of symmetric keys. If a request has been received from the validator, then the list of symmetric keys maintained by the ticket issuer is transmitted to the requesting validator at 1010, and thereafter the methodology 1000 returns to act 1008. It can be ascertained that the list includes two symmetric keys that have yet to be used by the ticket issuer. Inclusion of such keys can allow the requesting validator to use the list at future times without
having to request an updated list from the ticket issuer. Furthermore, inclusion of such keys can take into consideration differences in clocks used by server computing devices.

[0055] At 1012, a determination is made regarding whether a most recent key used by the ticket issuer to generate web tickets remains valid. In other words, a determination is made if a threshold window of time within which the key can be used to generate web tickets has expired. If it is found that the key remains valid, then the methodology 1000 can return to act 1008.

[0056] If it is determined at 1012 that the key is no longer valid for use in connection with generating web tickets, then at 1014 the next key in queue in the list of symmetric keys is activated for use by the ticket issuer to generate web tickets. At 1016, a new key is received or generated for inclusion in the queue, such that the queue again includes two symmetric keys.

[0057] At 1018, a determination is made regarding whether the number of keys in the list of symmetric keys (after adding the new key to the queue) is greater than a predefined threshold. In other words, a determination is made regarding whether the oldest key in the list is associated with any valid web tickets. If it is determined that the number of keys in the list of keys is greater than the threshold, then at 1020 the oldest key is removed from the list. When it is determined at 1018 that the number of keys is not greater than the threshold, or subsequent to removing the oldest key from the list of keys, the methodology 1000 returns to act 1008.

[0058] If At 1006, a determination is made regarding whether the ticket issuer has a key collection retained or accessible thereto. If it is determined at 1006 that the ticket issuer does not include or have access to a key collection (e.g., this is the first request for a web ticket since a server executing the ticket issuer has been started), then at 1008, three symmetric keys can be generated. At 1010, respective expiration times can be assigned to the three keys. For instance, each key may be used by the ticket issuer for some period of time and the expiration times can include non-overlapping time ranges that are sequential.

[0059] Now referring to Fig. 11, an exemplary methodology 1100 that can be executed by a validator in connection with validating a web ticket, and thereby authenticating a user, is illustrated. The methodology 1100 starts 1102, and at 1104, a request is received from a client computing device for communications data, wherein the request includes a web ticket. At 1106, an issuer identifier is read from the web ticket, and at 1108, a list of symmetric keys is requested from the ticket issuer identified in the web ticket. It is to be
understood that in some cases, the validator will already have a valid list of symmetric keys in its cache, such that act 1108 is optional.

[0060] At 1110, a key identifier is read from the web ticket. At 1112, a determination is made regarding whether the web ticket is valid based upon content of the web ticket and/or the key. For instance, at 1112 a determination as to whether the web ticket has expired can be ascertained. Further, the signature can be extracted from the web ticket and validated based upon the key identified in the web ticket. If it is determined at 1112 that the web ticket is not valid, than at 1114 the request from the client is denied. If it is determined that 1112 that the web ticket is valid, then at 1116, a response to the request of the client is transmitted to the client, wherein the response includes the requested data. The methodology completes at 1118.

[0061] Referring now to Fig. 12, a high-level illustration of an exemplary computing device 1200 that can be used in accordance with the systems and methodologies disclosed herein is illustrated. For instance, the computing device 1200 may be used in a system that supports generation of a web ticket based upon a symmetric key. By way of another example, the computing device 1200 can be used in a system that supports maintaining a list of symmetric keys. The computing device 1200 includes at least one processor 1202 that executes instructions that are stored in a memory 1204. The instructions may be, for instance, instructions for implementing functionality described as being carried out by one or more components discussed above or instructions for implementing one or more of the methods described above. The processor 1202 may access the memory 1204 by way of a system bus 1206. In addition to storing executable instructions, the memory 1204 may also store a list of symmetric keys, communications data, web tickets, etc.

[0062] The computing device 1200 additionally includes a data store 1208 that is accessible by the processor 1202 by way of the system bus 1206. The data store 1208 may include executable instructions, a list of symmetric keys, web tickets, etc. The computing device 1200 also includes an input interface 1210 that allows external devices to communicate with the computing device 1200. For instance, the input interface 1210 may be used to receive instructions from an external computer device, from a user, etc. The computing device 1200 also includes an output interface 1212 that interfaces the computing device 1200 with one or more external devices. For example, the computing device 1200 may display text, images, etc. by way of the output interface 1212.

[0063] It is contemplated that the external devices that communicate with the computing device 1200 via the input interface 1210 and the output interface 1212 can be included in
an environment that provides substantially any type of user interface with which a user can interact. Examples of user interface types include graphical user interfaces, natural user interfaces, and so forth. For instance, a graphical user interface may accept input from a user employing input device(s) such as a keyboard, mouse, remote control, or the like and provide output on an output device such as a display. Further, a natural user interface may enable a user to interact with the computing device 1200 in a manner free from constraints imposed by input device such as keyboards, mice, remote controls, and the like. Rather, a natural user interface can rely on speech recognition, touch and stylus recognition, gesture recognition both on screen and adjacent to the screen, air gestures, head and eye tracking, voice and speech, vision, touch, gestures, machine intelligence, and so forth.

Additionally, while illustrated as a single system, it is to be understood that the computing device 1200 may be a distributed system. Thus, for instance, several devices may be in communication by way of a network connection and may collectively perform tasks described as being performed by the computing device 1200.

Various functions described herein can be implemented in hardware, software, or any combination thereof. If implemented in software, the functions can be stored on or transmitted over as one or more instructions or code on a computer-readable medium. Computer-readable media includes computer-readable storage media. A computer-readable storage media can be any available storage media that can be accessed by a computer. By way of example, and not limitation, such computer-readable storage media can comprise RAM, ROM, EEPROM, CD-ROM or other optical disk storage, magnetic disk storage or other magnetic storage devices, or any other medium that can be used to carry or store desired program code in the form of instructions or data structures and that can be accessed by a computer. Disk and disc, as used herein, include compact disc (CD), laser disc, optical disc, digital versatile disc (DVD), floppy disk, and Blu-ray disc (BD), where disks usually reproduce data magnetically and discs usually reproduce data optically with lasers. Further, a propagated signal is not included within the scope of computer-readable storage media. Computer-readable media also includes communication media including any medium that facilitates transfer of a computer program from one place to another. A connection, for instance, can be a communication medium. For example, if the software is transmitted from a website, server, or other remote source using a coaxial cable, fiber optic cable, twisted pair, digital subscriber line (DSL), or wireless technologies such as infrared, radio, and microwave, then the coaxial cable, fiber optic cable, twisted pair, DSL, or wireless technologies such as infrared, radio and microwave
are included in the definition of communication medium. Combinations of the above should also be included within the scope of computer-readable media.

[0066] Alternatively, or in addition, the functionally described herein can be performed, at least in part, by one or more hardware logic components. For example, and without limitation, illustrative types of hardware logic components that can be used include Field-programmable Gate Arrays (FPGAs), Program-specific Integrated Circuits (ASICs), Program-specific Standard Products (ASSPs), System-on-a-chip systems (SOCs), Complex Programmable Logic Devices (CPLDs), etc.

[0067] What has been described above includes examples of one or more embodiments. It is, of course, not possible to describe every conceivable modification and alteration of the above devices or methodologies for purposes of describing the aforementioned aspects, but one of ordinary skill in the art can recognize that many further modifications and permutations of various aspects are possible. Accordingly, the described aspects are intended to embrace all such alterations, modifications, and variations that fall within the spirit and scope of the appended claims. Furthermore, to the extent that the term "includes" is used in either the details description or the claims, such term is intended to be inclusive in a manner similar to the term "comprising" as "comprising" is interpreted when employed as a transitional word in a claim.
CLAIMS

1. A client computing device that is configured to perform a plurality of acts when executing a client-side instance of a unified communications application, the plurality of acts comprising:
   transmitting a first request to a first server that is executing a first server-side instance of the unified communications application;
   subsequent to transmitting the request, receiving a web ticket from the first server, the web ticket comprising a signature that is based upon a symmetric key;
   transmitting a second request to a second server that is executing a second server-side instance of the unified communications application, wherein the second request comprises the web ticket; and
   receiving a data packet from the second server based upon the request.

2. The client computing device of claim 1 being a mobile telephone.

3. The client computing device of claim 1, wherein the web ticket has a size of less than two hundred bytes.

4. The client computing device of claim 1 configured to transmit the web ticket with each request to servers executing respective server-side instances of the unified communications application subsequent to receiving the web ticket from the first server and prior to the web ticket expiring.

5. The client computing device of claim 4, wherein the web ticket expires after more than one hour and less than one day.

6. The client computing device of claim 1, wherein the web ticket further comprises data that identifies the first server as an issuer of the web ticket.

7. The client computing device of claim 1, wherein the unified communications application supports a plurality of communications modalities, the modalities comprising instant messaging, presence of contacts, screen sharing, group maintenance, video conferencing, and telephone conferencing.
8. The client computing device of claim 1, wherein the web ticket comprises data that indicates a time when the web ticket is to expire.

9. A method executed by a client computing device when executing a client-side instance of a unified communications application, the method comprising:
   - receiving a web ticket from a first server that executes a ticket issuer, the web ticket comprising data that identifies the ticket issuer and a signature that is based upon a symmetric key;
   - transmitting a request to a second server that executes a validator, the request comprising the web ticket;
   - receiving a response to the request from the second server; and
   - displaying data on a display screen of the client computing device based upon the response to the request received from the second server.

10. The method of claim 9, wherein a Uniform Resource Locator comprises the request transmitted to the second server.
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