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Beschreibung

TECHNISCHES GEBIET

[0001] Die vorliegende Erfindung betrifft Informationsverarbeitung, beispielsweise das Verarbeiten von Audio-
oder Videodaten. Insbesondere bezieht sich die vorliegende Erfindung auf Informationsverarbeitung, mit der
das Auftreten unerwunschter oder verbotener Datenmuster vermieden oder verhindert werden soll.

EINSCHLAGIGER STAND DER TECHNIK

[0002] Bei Anwendungen zur Erzeugung, Speicherung oder Ubertragung von Information kann es wiin-
schenswert sein, bestimmte Bitmuster als "verboten" zu bezeichnen, so dald diese Muster in einem die Infor-
mation ubermittelnden Strom digitaler Worter nicht auftreten. Ein Beispiel findet sich in Systemen, in denen ein
"sync"-Muster verwendet wird, um die Grenze eines Informationsstapels oder eines Informationspakets in ei-
nem Datenstrom zu bezeichnen. Das sync-Muster wird dazu benutzt, in Geraten, mit denen das Informations-
paket oder der Informationsstapel verarbeiten werden soll, fur Ausrichtung oder Gleichlauf zu sorgen. In sol-
chen Fallen kann es nutzlich sein, das Auftreten des sync-Musters im Datenstrom selbst zu verhindern, so dal}
innerhalb des Datenstroms enthaltene Information nicht falschlich als ein sync-Muster identifiziert werden
kann.

[0003] Ein weiteres Beispiel ergibt sich auf dem Gebiet digitalen Tontransports. Die serielle Ubertragung di-
gitaler Toninformation ist Gegenstand verschiedener internationaler Normen, beispielsweise der von der Audio
Engineering Society (AES) veréffentlichten AES3 (ANSI S4.40). In dieser Normist die serielle Ubertragung von
digitaler Zweikanal-Toninformation, wiedergegeben in linearer Impulscodemodulation (PCM - pulse code mo-
dulation) bestimmt. Gemal} dieser Norm werden PCM-Abtastwerte fur zwel Kanale verschachtelt und paarweil-
se Ubermittelt. Im Fall einer 16-Bit PCM, die in einer 2er-Komplementdarstellung ausgedruckt wird, konnen die-
se Amplitudenwerte innerhalb eines Bereichs von 32767 (hexadezimal ausgedruckt als 0 x 7FFF) bis -32768
(0 x 8000) schwanken. In diese Darstellung geht ein geringes Ausmal} an Asymmetrie ein, weil der am starks-
ten negative Wert um eine Groldeneinheit grolder ist als der am starksten positive Wert.

[0004] Einige Gerate sind so ausgelegt, dald diese Asymmetrie verhindert wird, well der am starksten negative
Wert von 0 x 8000 vermieden wird. Wenn dieser Wert nicht benutzt wird, um diese PCM-Amplitude zu uber-
mitteln, kann man ihn fur andere Zwecke benutzen und tut das manchmal auch, beispielsweise zum Ubermit-
teln von Steuer- oder Signalisierdaten. Wenn ein PCM-Abtastwert, der diesen Wert hat, tatsachlich in der Ton-
iInformation auftritt, konnte er falschlich als Steuer- oder Signalisierinformation identifiziert werden, und deshalb
sollte dieses bestimmte Datenmuster in der Toninformation vermieden werden. Das kann man erreichen, in-
dem man den verbotenen Wert von —-32768 (0 x 8000) durch einen anderen Wert, beispielsweise -32767 (0 x
8001) ersetzt. Durch diesen Austausch wird zwar ein unumkehrbarer Fehler in die Toninformation eingefuhrt,
aber fur PCM-Toninformation ist dieser Fehler unbedeutend.

[0005] Eine Schwierigkeit stellt sich ein, wenn es sich bei der Information nicht um PCM-Tonabtastwerte, son-
dern um einen digitalen Bitstrom handelt, der Toninformation in einer kodierten Form wiedergibt. Zwei Beispiele
solcher Bitstrome sind diejenigen gemald Dolby AC-3 und verschiedenen |ISO MPEG-Normen. In derartigen
Fallen bedeutet der Einsatz eines Wertes, wie 0 x 8001 anstelle eines anderen Wertes, wie 0 x 8000 fast mit
Sicherheit eine hérbare Anderung der Toninformation und ruft eine nicht hinnehmbare Verzerrung der wieder-
hergestellten Toninformation hervor, da dieser Austausch ja nicht ruckgangig gemacht werden kann.

[0006] Hierbel handelt es sich um ein betrachtliches Problem, denn es besteht zunehmendes Interesse an
der Verwendung von Geraten, die ursprunglich fur Einkanal- oder Zweikanal-PCM-Bitstrome ausgelegt wur-
den, beispielsweise AES3-kompatible Bitstrome zum Ubermitteln von mehr Tonkanalen in einer kodierten
Form, beispielsweise den oben genannten Formen AC-3 und MPEG. Einerseits konnen diese kodierten For-
men verbotene Datenmuster enthalten, die nicht korrekt ubermittelt werden, well die verbotenen Datenmuster
unrichtigerweise als Steuer- oder Signalisierdaten interpretiert werden. Andererseits werden durch bekannte
Austauschverfahren zum Vermeiden dieser verbotenen Datenmuster unumkehrbare Anderungen in der ko-
dierten Information hervorgerufen, die in der wiederhergestellten Toninformation eine horbare Verzerrung ver-
ursachen.

[0007] Im Stand der Technik ist kein Verfahren bekannt, mit dem dieses Problem gelost wird. In WO 91/16778
A Ist eine Kodiertechnik offenbart, gemald der zu einem reservierten Zeichensatz gehorende Zeichen wieder-
holt kodiert werden, bis die kodierte Darstellung nicht mehr im reservierten Satz liegt. Da das Ergebnis jeder

2/22



DE 699 16 874 T2 2005.04.07

lteration des Kodierens ubertragen wird, hat dies unglucklicherweise zur Folge, dal} Zeichen aus dem reser-
vierten Satz in das kodierte Signal eingeschlossen werden.

[0008] WO 96/21984 A offenbart eine Technik, gemal} der ein Byte-Stopfverfahren umgekehrt wird, um ver-
botene Muster im ubertragenen Signal wiederherzustellen. Das geschieht, um die Sighalkomprimierung zu
verbessern, hat aber auch zur Folge, dald verbotene Datenmuster in das ubertragene Signal eingeschlossen
werden.

[0009] US 3 878 331 A offenbart eine VerschllUsselungstechnik, bei der Uberpriifungen vorgenommen wer-
den, um sicherzustellen, dald das Verschlusselungsverfahren keine verbotenen Worter erzeugt. Aber verbote-
ne Worter, wie ASCII-Steuercodes sind im verschlusselten Signal enthalten.

[0010] WO 99/33268 A offenbart ein Kodiersystem und erwahnt kurz verbotene Zeichen, es wird aber nicht
gelehrt, wie das Vorhandensein verbotener Datenmuster im kodierten Signal vermieden werden kann.

[0011] Dieses Problem l|aldt sich dadurch losen, dald das Auftreten verbotener Datenmuster in der kodierten
Toninformation verhindert wird. Eine Moglichkeit, das zu erreichen, besteht darin, die kodierte Toninformation
In eine Form zu bringen, die gewahrleistet, dal} alle verbotenen Datenmuster vermieden werden. So kann zum
Beispiel die digitale Toninformation in eine Folge von n-Bit Wortern zerlegt und jedes Wort in langere m-Bit Co-
des umgewandelt werden, fur die man gewahrleisten kann, dal} sie spezifische, verbotene Datenmuster ver-
meiden. Die m-Bit Codes konnen ohne Schwierigkeiten ubermittelt werden, da sie keine verbotenen Daten-
muster enthalten. Die ursprungliche kodierte Toninformation kann dadurch wiederhergestellt werden, dal} jeder
m-Bit Code In ein entsprechendes n-Bit Wort umgewandelt wird. Es sind viele geeignete n/m-Bit Kodierpro-
gramme bekannt. Die Schwierigkeit bei diesem Ansatz besteht darin, dal} ein Zusatz von (m — n) Bits pro Wort
benotigt wird. Bel vielen Anwendungen werden durch diesen Zusatz Erfordernisse hinsichtlich der Speicher-
kapazitat oder Kanalbandbreite hervorgerufen, die schwer, wenn nicht vollig unmaoglich zu erfullen sind.

[0012] Eine andere Moglichkeit, das Auftreten verbotener Datenmuster in kodierter Toninformation zu vermei-
den, besteht darin, die Syntax des kodierten Stroms so auszulegen, dald das Erzeugen eines verbotenen Da-
tenmusters vermieden wird. Zum Beispiel konnte der Wert 0 x 8000 vermieden werden, wenn man sicherstellt,
dald der kodierte Strom niemals mehr als vierzehn aufeinanderfolgende Null-Bits enthalt, denn dieses verbo-
tene Datenmuster besteht aus funfzehn 0-Bits, die auf ein einziges 1-Bit folgen. Bel diesem Ansatz stellt sich
dann die Schwierigkeit ein, dal} die Syntax fur den elementaren Bitstrom Einschrankungen unterliegt, die auf
jeder Stufe des Kodierverfahrens berucksichtigt werden mussen. Aulderdem konnen sich hierbel aulderordent-
ich komplizierte Einschrankungen fur die Syntax ergeben, wenn mehr als ein verbotenes Datenmuster vermie-
den werden mul3.

OFFENBARUNG DER ERFINDUNG

[0013] Es ist eine Aufgabe der vorliegenden Erfindung, auf wirksame Weise ein oder mehr verbotene Daten-
muster in digitalen Informationsstromen zu vermeiden, beispielsweise In kodierten digitalen Audiodatenstro-
men oder digitalen Videodatenstromen. Dieses Ziel kann mit der vorliegenden Erfindung gemal’ den unabhan-
gigen Anspruchen erreicht werden. Verschiedene vorteilhafte Ausfuhrungsbeispiele gehen aus den Unteran-
spruchen hervor.

[0014] Gemald einem Aspekt der vorliegenden Erfindung wird Information zum Vermeiden verbotener Daten-
muster so verarbeitet, dal} ein Segment der Information empfangen wird, welches digitale Worter aufweist, dal}
ein Kodierschlussel erhalten wird, um ein Kodierverfahren zu steuern, wobel der Kodierschlussel derartig ist,
dal} das auf jedes digitale Wort in dem Segment angewandte Kodierverfahren ein Ergebnis produziert, welches
dem verbotenen Datenmuster ungleich ist, dal} das Kodierverfahren auf die digitalen Worter in dem Segment
angewandt wird, um kodierte Information zu erzeugen, wobei das Kodierverfahren auf eine vom Kodierschlus-
sel gesteuerte Weise angewandt wird, und dal} Schlusselinformation und die kodierte Information zu einer
Form zusammengefligt wird, die zum Ubertragen oder Speichern geeignet ist, wobei die Schllisselinformation
dem verbotenen Datenmuster ungleich und derartig ist, dal} daraus ein Dekodierschlussel fur ein Dekodierver-
fahren erhalten werden kann, welches zum Kodierverfahren komplementar ist.

[0015] Gemald einem weiteren Aspekt der vorliegenden Erfindung wird Information zum Wiederherstellen von
verbotene Datenmuster enthaltender Originalinformation so verarbeitet, dald ein Segment der Information, wel-
ches digitale Worter aufweist, empfangen und daraus ein Dekodierschlussel zum Steuern eines Dekodierver-
fahrens extrahiert wird, dal} das Dekodierverfahren auf die digitalen Worter in dem Segment angewandt wird,
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um dekodierte Information zu erzeugen, wobei das Dekodierverfahren auf eine vom Dekodierschlussel gesteu-
erte Weise angewandt wird, um ein oder mehr digitale Worter wiederherzustellen, die das verbotene Daten-
muster haben, und dal} aus der dekodierten Information ein Ausgabesignal erzeugt wird.

[0016] Gemald einem weiteren Aspekt der vorliegenden Erfindung wird Information zum Vermeiden verbote-
ner Datenmuster so verarbeitet, dald ein Segment der Information, welches digitale Worter aufweist, empfan-
gen wird, dal ein Ersatzdatenmuster erhalten wird, welches dem verbotenen Datenmuster ungleich ist und In
dem Segment nicht vorkommt, dal} jedes digitale Wort in dem Segment, welches das verbotene Datenmuster
hat, durch ein digitales Ersatzwort ersetzt wird, welches das Ersatzdatenmuster hat, und dal} das Ersatzdaten-
muster und das Segment mit digitalen Ersatzwértern zu einer Form zusammengefiigt wird, die zum Ubertragen
oder Speichern geeignet ist.

[0017] Gemal} einem weiteren Aspekt der vorliegenden Erfindung wird Information zur Wiederherstellung von
verbotene Datenmuster enthaltender Originalinformation so verarbeitet, dal ein Segment Information empfan-
gen wird, welches digitale Worter aufweist und daraus ein Ersatzdatenmuster extrahiert wird, dal} jedes digitale
Wort iIn dem Segment, welches das Ersatzdatenmuster hat, durch ein digitales Ersatzwort ersetzt wird, wel-
ches das verbotene Datenmuster hat, und dal} aus dem Segment mit digitalen Ersatzwortern ein Ausgabesi-
gnhal erzeugt wird.

[0018] Gemald einem weiteren Aspekt der vorliegenden Erfindung wird Information zum Vermeiden von ver-
botenen Datenmustern so verarbeitet, dald ein Segment der Information empfangen wird, welches digitale
Worter aufweist, dald ein Satz Kennzeichen konstruiert wird und jedes Kennzeichen in dem Satz einem jewel-
ligen digitalen Wort in dem Segment entspricht, welches entweder das verbotene Datenmuster oder ein Er-
satzdatenmuster hat, und dal} jedes Kennzeichen in dem Satz anzeigt, ob das jeweilige digitale Wort das ver-
botene Datenmuster oder das Ersatzdatenmuster hat, dal} jedes digitale Wort in dem Segment, welches das
verbotene Datenmuster hat durch ein digitales Ersatzwort ersetzt wird, welches das Ersatzdatenmuster hat,
und dald der Satz Kennzeichen und das Segment mit digitalen Ersatzwortern zu einer Form zusammengefugt
wird, die zum Ubertragen oder Speichern geeignet ist.

[0019] Gemal} einem weiteren Aspekt der vorliegenden Erfindung wird Information zur Wiederherstellung von
verbotene Datenmuster enthaltender Originalinformation so verarbeitet, dal’ ein Segment Information empfan-
gen wird, welches digitale Worter aufweist, und dald daraus ein Satz Kennzeichen extrahiert wird, wobel jedes
Kennzeichen einem jewelligen digitalen Wort in dem Segment entspricht, welches ein Ersatzdatenmuster hat,
und wobel jedes Kennzeichen anzeigt, ob das jewellige digitale Wort das verbotene Datenmuster oder das Er-
satzdatenmuster haben sollte, dal} diejenigen jewelligen digitalen Worter in dem Segment, die das Ersatzda-
tenmuster haben und einem jewelligen Kennzeichen entsprechen, welches anzeigt, dal} das jewellige digitale
Wort das verbotene Datenmuster haben sollte, durch digitale Worter ersetzt werden, die das verbotene Daten-
muster haben, und dal} aus dem Segment mit digitalen Ersatzwortern ein Ausgabesignal erzeugt wird.

[0020] Gemald einem weiteren Aspekt der vorliegenden Erfindung wird Information zum Vermeiden verbote-
ner Datenmuster so verarbeitet, dald die Information empfangen wird, wobel die Information eine Vielzahl digi-
taler Worter aufweist, dald die Information an einer Stelle vor einem digitalen Wort, welches irgendeines der
verbotenen Datenmuster hat, unterteilt wird, um ein erstes Segment digitaler Worter vor der Stelle, die kein
digitales Wort mit irgendeinem verbotenen Datenmuster und ein zweites Segment digitaler Worter nach der
Stelle mit einem oder mehr digitalen Wortern mit einem der verbotenen Datenmuster zu erhalten, dal} das
zwelte Segment digitaler Worter verarbeitet wird, um ein modifiziertes Segment zu erhalten, welches keine di-
gitalen Worter mit irgendeinem der verbotenen Datenmuster enthalt, und dal} Steuerinformation mit dem mo-
difizierten Segment zu einer Form zusammengefiigt wird, die zum Ubertragen oder Speichern geeignet ist, wo-
bei die Steuerinformation anzeigt, wie das zweite Segment aus dem modifizierten Segment wiedergewonnen
werden kann.

[0021] Die verschiedenen Merkmale der vorliegenden Erfindung und deren bevorzugte Ausfuhrungsbeispiele
werden unter Hinwelis auf die folgende Beschreibung und die beigefugten Zeichnungen besser verstandlich,
iIn denen fur gleiche Elemente gleiche Bezugszeichen verwendet sind. Der Inhalt der folgenden Beschreibung
und Zeichnungen dient lediglich als Beispiel und ist nicht als Einschrankung des Umfangs der vorliegenden
Erfindung zu verstehen.

KURZBESCHREIBUNG DER ZEICHNUNGEN

[0022] Fig. 1 ist ein Blockschaltbild eines Kodier/Dekodiersystems, in das Informationsprozessoren und In-
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formationsumkehrprozessoren gemald der vorliegenden Erfindung eingebaut sind.

[0023] Fig. 2 ist ein Blockschaltbild eines Bausteins, welcher zum Verwirklichen von Informationsprozessoren
und Informationsumkehrprozessoren gemald verschiedenen Aspekten der vorliegenden Erfindung benutzt
werden kann.

[0024] Fig. 3 ist ein Blockschaltbild eines Informationsprozessors, der einen Schlussel erhalt, einen Informa-
tionsstrom entsprechend diesem Schlussel kodiert, um verbotene Datenmuster zu vermeiden, und den Schius-
sel und die kodierte Information zu kodierter Information zusammenfugt.

[0025] Fig. 4 ist ein Blockschaltbild eines Bauelements zum Erhalten eines Schlussels, der zur Verwendung
iIn dem Informationsprozessor gemal Fig. 3 geeignet ist.

[0026] Fig. 5 ist ein Blockschaltbild eines Informationsumkehrprozessors, der den Originalinformationsstrom
aus der vom Informationsprozessor gemal} Fig. 3 kodierten Information wiederherstellt.

[0027] Fig. 6 ist ein Blockschaltbild eines Informationsprozessors, der ein Ersatzdatenmuster identifiziert,
welches in einem Segment eines Informationsstroms nicht erscheint, die Falle des Auftretens eines verbote-
nen Datenmusters durch das Ersatzdatenmuster ersetzt, um kodierte Information zu erzeugen, und das Er-
satzdatenmuster und die kodierte Information zu Ausgabeinformation zusammenfugt.

[0028] Fig. 7 ist ein Blockschaltbild eines Bauelements zum ldentifizieren eines Ersatzdatenmusters, welches
zur Verwendung in dem Informationsprozessor gemald Fig. 6 geeignet ist.

[0029] Fig. 8 ist ein Blockschaltbild eines Informationsumkehrprozessors, der den Originalinformationsstrom
aus der vom Informationsprozessor gemald Fig. 6 kodierten Information wiederherstellt.

[0030] Fig. 9 ist ein Blockschaltbild eines Informationsprozessors, der ein Ersatzdatenmuster erhalt, die Falle
des Auftretens eines verbotenen Datenmusters durch das Ersatzdatenmuster ersetzt, um kodierte Information
ZU erzeugen, einen Satz Kennzeichen konstruiert, die anzeigen, wie das Ersatzdatenmuster in der kodierten
Information benutzt ist, und den Satz Kennzeichen und die kodierte Information zu Ausgabeinformation zusam-
menfugt.

[0031] Fig. 10 ist ein Blockschaltbild eines Bausteins, welcher im Informationsprozessor gemal} Fig. 9 be-
nutzt werden kann, um einen Informationsstrom in Segmente zu unterteilen.

[0032] Fig. 11 ist ein Blockschaltbild eines Informationsumkehrprozessors, der den Originalinformationsstrom
aus der vom Informationsprozessor gemal’ Fig. 9 erzeugten kodierten Information wiederherstellt.

MOGLICHKEITEN ZUM AUSFUHREN DER ERFINDUNG

Uberblick

[0033] Die vorliegende Erfindung ist in einer grolden Vielfalt an Systemen anwendbar, mit denen digitale Da-
ten ubertragen und gespeichert werden, beispielsweise digitale Ton- und digitale Bildinformation. In dem Block-
schaltbild der Fig. 1 sind die hauptsachlichen Bauelemente solcher Systeme dargestellt. Bel einem Beispiel
ermoglicht es ein derartiges System, mehrere Kanale Toninformation mit Vorrichtungen zu ubertragen oder zu
speichern, beispielsweise einem Videokassettenrekorder (VCR) oder einem seriellen digitalen Schnittstel-
len-Einbetter (SDI — Serial Digital Interface), die dazu ausgelegt sind, eine begrenzte Anzahl Kanale PCM-To-
nabtastwerte zu ubertragen oder zu speichern. Bel diesem Beispiel steht das Bauelement 4 fur Vorrichtungen
zum Ubertragen oder Speichern von zwei Kanélen von Toninformation, die mittels AES3-kompatibler Signale
ubermittelt werden. Diese Vorrichtungen arbeiten auf eine Art und Weise, bel der davon ausgegangen wird,
dal} in der zu sendenden oder zu speichernden Information nicht ein oder mehr verbotene Datenmuster vor-
kommen.

[0034] Bei diesem Beispiel empfangt ein Kodierer 2 ein Signal, welches mehrere Kanale Toninformation wie-
dergibt, von einem Weg 1. Der Kodierer 2 verarbeitet dieses Signal und erzeugt ein kodiertes digitales Signal,
das im wesentlichen jedes beliebige Datenmuster, einschliefdlich des einen oder mehr verbotenen Datenmus-
ters enthalt, die das Bauelement 4 nicht richtig ubertragen oder speichern kann. Der Informationsprozessor 3
empfangt das kodierte digitale Signal vom Kodierer 2 und verarbeitet es so, dal} irgendwelche moglicherweise
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auftauchenden, verbotenen Datenmuster vermieden werden. Die daraus resultierende kodierte Information
kann ordnungsgemald von dem Bauelement 4 ubertragen oder gespeichert werden. Anschlieldend empfangt
ein Informationsumkehrprozessor 5 die kodierte Information vom Bauelement 4 und verarbeitet sie, um das
kodierte digital Signal wiederherzustellen, wie es ursprunglich vom Kodierer 2 empfangen wurde. Das wieder-
hergestellte, kodierte digitale Signal wird in einen Dekodierer 6 geleitet, der es dekodiert, um die vielfachen
Kanale Toninformation wiederherzustellen, die langs des Weges 7 weitergeleitet werden.

[0035] Fig. 2 ist ein Blockschaltbild wichtiger Bauelemente in einem Baustein 20, mit dem verschiedene As-
pekte der vorliegenden Erfindung verwirklicht werden konnen. Ein Prozessor 22, beispielsweise ein Mikropro-
zessor, eine starker spezialisierte digitale Signalverarbeitungsschaltungsanordnung oder im wesentlichen jede
beliebige andere Art einer programmgesteuerten Recheneinheit fuhrt ein oder mehr Befehlsprogramme aus,
um verschiedene Aspekte der vorliegenden Erfindung durchzufuhren. Diese Befehlsprogramme konnen bel-
spielsweise In dauerhaften Speichern gespeichert sein, beispielsweise einem Festwertspeicher (ROM) 24 oder
von einer Speichervorrichtung, wie einem hier nicht gezeigten Diskettenlaufwerk. Ein Direktzugriffspeicher
(RAM) 23 kann Arbeitsflachen oder einen Notizblockspeicher bieten. Eine Eingabe 25 stellt ein oder mehr Bau-
elemente fur den Empfang von erfindungsgemal’ zu verarbeitender Information dar. Eine Ausgabe 26 stellt ein
oder mehr Bauelemente dar, die anderen Bausteinen die Ergebnisse der vom Prozessor 22 durchgefuhrten
Verarbeitung liefern. Diese Bauelemente sind durch einen Bus 21 gekoppelt, der ein oder mehr tatsachliche
Sammelleitungen wiedergeben kann.

[0036] Bel Verwirklichung der vorliegenden Erfindung durch ein oder mehr Befehlsprogramme konnen diese
Programme in im wesentlichen jeder beliebigen Tragerform verkorpert sein, beispielsweise als Magnetband
oder -scheibe, optische Scheibe, nichtfluchtige Speicherchips oder als Strahlung durch Faseroptik, Draht oder

durch die Luft.

[0037] Der Aufbau des in der Figur gezeigten Bausteins 20 ist lediglich ein Beispiel, welches zur Verwirkli-
chung von Aspekten der vorliegenden Erfindung herangezogen werden kann. So ist zum Beispiel eine Busar-
chitektur nicht notig. Ferner kann die vorliegende Erfindung durch eine anwendungsspezifische integrierte
Schaltung (ASIC) verwirklicht werden. Andere Formen der Verwirklichung liegen ohne weiteres auf der Hand.

[0038] Die vorliegende Erfindung kann von einzelnen Vorrichtungen, die zwischen andere Vorrichtungen in
einem System geschaltet sind, durchgefuhrt werden, wie in Fig. 1 vorgeschlagen. Als Alternative konnen eini-
ge oder samtliche zur Durchfuhrung der vorliegenden Erfindung notigen Operationen innerhalb von Vorrich-
tungen, beispielsweise dem Kodierer 2 oder dem Bauelement 4 durchgefuhrt werden.

Kodierverfahren

[0039] In Fig. 3 sind wichtige Bauelemente fur ein Ausfuhrungsbeispiel eines Informationsprozessors 3 ge-
zeigt, der verbotene Datenmuster durch Verwendung eines Umkehrkodierverfahrens vermeidet, um eine ko-
dierte Darstellung eines Informationsstroms zu erzeugen, der keine verbotenen Datenmuster enthalten kann.
Dies kann dadurch erreicht werden, dal} der Informationsstrom in Segmente unterteilt und jedes Segment ent-
sprechend einem jewelligen Kodierschlussel kodiert wird, der so gewahlt ist, dal} die Ergebnisse des Kodier-
verfahrens kein verbotenes Datenmuster enthalten konnen.

[0040] In Fig. 3 gesehen empfangt ein Aufteiler 103 einen Informationsstrom von einem Weg 100 und teilt
den Strom in Segmente auf, die langs eines Weges 101 weitergeleitet werden. Ein Schlusselbeschaffer 110
analysiert den Inhalt eines jewelligen Segments und identifiziert einen geeigneten Kodierschlussel fur das Seg-
ment. Ein Hinweis auf den Kodierschlussel wird langs eines Weges 115 zu einem Kodierer 120 geleitet. Der
Kodierer 120 unterzieht das Segment entsprechend dem vom Weg 115 empfangenen Kodierschlussel einem
Kodierverfahren, um eine kodierte Darstellung des Segments zu erzeugen. Schlusselinformation, beispielswel-
se eine Darstellung eines Dekodierschlussels oder sonstige Information, aus der ein geeigneter Dekodier-
schlussel abgeleitet werden kann, und die kodierte Darstellung werden einem Formatierer 130 zugeleitet, der
diese Information zu einer Form zusammenfligt, die zum Ubertragen oder Speichern geeignet ist.

[0041] Die Wahl der Schlussel hangt von den E'gensohaften des vom Kodierer 120 durchgefuhrten Verfah-
rens ab. Es wird erwartet, dald der Kodierer 120 ein symmetrisches Kodierverfahren anwendet, was bedeutet,
dald der Kodierschlussel mit dem Dekodierschlussel identisch ist. Symmetrische Kodierverfahren werden all-
gemein bevorzugt, well sie normalerweise wirksamer in die Tat umgesetzt werden konnen. Als Alternative kann
der Schlusselbeschaffer 110 unterschiedliche Kodier- und Dekodierschlussel identifizieren. In diesem Fall
wendet der Kodierer ein asymmetrisches Kodierverfahren entsprechend dem Kodierschlussel an, und es wird
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eine Darstellung des Dekodierschlussels an den Formatierer 130 zum Zusammenfugen mit der kodierten Dar-
stellung gesandt.

Kodierschlussel
[0042] In einem Ausfuhrungsbeispiel wird ein symmetrisches Kodierverfahren dadurch durchgefuhrt, dalf ein

bitweises Exklusiv-ODER zwischen einem Schlussel K und jedem digitalen Wort W(i) in einem Segment des
Informationsstroms durchgefuhrt wird. Dieses Kodierverfahren laldt sich wie folgt ausdrucken:

X(1) =K & W(i) (1)

[0043] Die Exklusiv-ODER-Operation ist ein symmetrisches Kodierverfahren, weil es sich um ein Selbstum-
kehrverfahren handelt. Das bedeutet, dal3 fur einen beliebigen Schlussel K, das ursprungliche Wort W(i) aus
einem kodierten Wort X(i) erhalten werden kann, indem die Exklusiv-ODER-Operation mit dem gleichen
Schlussel ein zweites Mal angewandt wird, was wie folgt ausgedruckt werden kann

W) =K e X(I) =K & (K & W(i)) (2)

[0044] Ein geeigneter Schlussel K, der ein verbotenes Datenmuster F in einem bestimmten Segment vermei-
det, kann fur dieses Kodierverfahren ausgewahlt werden, indem ein Datenmuster U identifiziert wird, welches
nicht in irgendeinem digitalen Wort in dem Segment vorkommt, und in dem dann eine bitweise EXxklu-
siv-ODER-Operation zwischen dem "unbenutzten"” Datenmuster U und dem verbotenen Datenmuster F durch-
gefuhrt wird. Der auf diese Weise ausgewahlte Schlussel K stellt sicher, dald das verbotene Datenmuster In
dem kodierten Segment nicht auftritt. Wie weiter unten erlautert wird, ist durch diese Wahl des Schlussels,
wenn das unbenutzte Datenmuster auf nicht-Null beschrankt wird, auch sichergestellt, dald der Schlussel
selbst nicht dem verbotenen Datenmuster gleicht.

[0045] Die zum Erhalten des Schlussels durchgefuhrte Operation lal3t sich wie folgt ausdrucken
K=UaF (3)

[0046] Durch das Einsetzen dieses Ausdrucks anstelle des Schlussels K in die Gleichung (1) kann dieses Ko-
dierverfahren wie folgt neu geschrieben werden

X(=Kae W(i)=Ua&F & W() (4)

[0047] Durch Kontradiktion lal3t sich nachweisen, dald das Kodierverfahren der Gleichung (1) unter Verwen-
dung des in der oben beschriebenen Weise erhaltenen Schlussels K das verbotene Datenmuster F vermeidet.
Der Nachweis geht von der Annahme aus, dal} fur einen Wert | das kodierte Wort X(i) dem verbotenen Daten-
muster F gleicht. Dies kann ausgedruckt werden als

F=X(i)=Kae W(i)=Ua®F & W() (9)

[0048] Well diese Exklusiv-ODER-Operation ein Selbstumkehrverfahren ist, kann das kodierte Wort X(i) dem
verbotenen Datenmuster nur dann gleichen, wenn das ursprungliche Wort W(i) dem unbenutzten Wort U
gleicht. Das ursprungliche Wort W(i) kann dem unbenutzten Wort aber deswegen nicht gleichen, well das un-
benutzte Datenmuster als ein Datenmuster definiert ist, das in einem Segment nicht vorkommt. Per Kontradik-
tion muld die anfangliche Annahme falsch sein, was beweist, dal} kein kodiertes Wort dem verbotenen Daten-
muster gleichen kann.

[0049] Wenn ein unbenutztes Datenmuster U gleich Null ist, ist der Schlussel K gleich dem verbotenen Da-
tenmuster F, well eine exklusive-ODER-Operation zwischen einem beliebigen willkurlichen Wert V und einem
Null-Wert den willkurlichen Wert V zuruckgibt. In bevorzugten Ausfuhrungsbeispielen ist das unbenutzte Da-
tenmuster U auf nicht-Null beschrankt, womit verhindert wird, dald der Schlussel K selbst dem verbotenen Da-
tenmuster F gleicht. Wenn man den Schlussel dem verbotenen Datenmuster gleich sein lielde, muldte man eine
modifizierte Darstellung des Schlussels statt den Schlussel selbst dem Formatierer 130 zur Verfugung stellen,
um mit dem kodierten Segment zusammengefugt zu werden, damit das Erscheinen des verbotenen Daten-
musters in der kodierten Information verhindert werden konnte.
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Unbenutztes Datenmuster

[0050] Ein Ausfuhrungsbeispiel eines Bauelements, welches ein unbenutztes Datenmuster identifizieren
kann, ist In Fig. 4 dargestellt. Das Bauelement 111 bildet eine Matrix, die anzeigt, ob bestimmte Datenmuster
iIn dem Segment auftreten, wahlt ein Nicht-Null Datenmuster U aus, das in dem Segment nicht vorkommt, und
eitet das unbenutzte Datenmuster an ein Bauelement 112 weiter. Das Bauelement 112 empfangt das unbe-
nutzte Datenmuster U vom Bauelement 111, empfangt das verbotene Datenmuster F von einem Weg 102 und
erhalt den Kodierschlussel K entsprechend der Gleichung (3).

[0051] Eine Methode zum Auffinden eines unbenutzten Datenmusters beginnt mit dem Konstruieren einer
Matrix aus Elementen, die jedes mogliche Datenmuster wiedergeben, und dem Initialisieren jedes Elements
mit dem Wert Null. Der Inhalt jedes digitalen Worts in dem Segment wird gepruft und dann wird anhand dieses
Inhalts das entsprechende Element in der Matrix auf Eins gesetzt. Wenn alle digitalen Worter in dem Segment
gepruft worden sind, werden die Elemente in der Matrix gepruft, um eines aufzufinden, das immer noch auf
Null gesetzt ist. Jedes Element mit dem Wert Null in der Matrix entspricht Datenmustern, die im Segment nicht
vorkommen.

[0052] Tatsachliche Frequenzzahlungen fur jedes Datenmuster konnen berechnet werden; aber das ist fur
dieses Verfahren nicht notig. Es reicht, jedes Element lediglich zu aktualisieren, um zu zeigen, dal} ein entspre-
chendes Datenmuster im ursprunglichen Segment vorkommt.

[0053] Dieses Verfahren laldt sich fur kleine Segmentlangen sehr effizient gestalten, indem eine Matrix mit ei-
ner Anzahl von Elementen konstruiert wird, die mit abnehmender Segmentlange kleiner wird. Die Anzahl der
Elemente kann auf die kleinste 2. Potenz gesetzt werden, beispielsweise 2°, die groRer oder gleich der Seg-
mentlange ist. In diesem Fall ist nur eine Prufung der B hochstwertigen Bits jedes digitalen Worts notig. Wenn
alle digitalen Worter im ursprunglichen Segment gepruft worden sind, kann ein Matrixelement mit Null-Wert
ausgewahlt und benutzt werden, um die B hochstwertigen Bits eines unbenutzten Wortes zu bestimmen. Die
verbleibenden niedrigstwertigen Bits des unbenutzten Datenmusters konnen willkurlich gesetzt werden. Wenn
gewunscht, konnen diese niedrigstwertigen Bits auf Einser gesetzt werden, um sicherzustellen, dald das unbe-
nutzte Datenmuster nicht gleich Null ist.

[0054] Dies zeigt das folgende Programmfragment. Dieses Programmfragment ist in einer Syntax ausge-
druckt, die einige syntaktische Merkmale der Programmiersprachen C und BASIC einschlieldt. Das Programm-
fragment kann aber auch von denen verstanden werden, die mit diesen Sprachen nicht vertraut sind. Weder
dieses noch weitere hier beschriebene Programmfragmente sind als fur die Kompilierung geeignete Quellen-
codesegmente gedacht; sie sollen lediglich einige Aspekte moglicher Verwirklichungen zeigen.

(1) size = ceiling(log2(segment_length));

(2) initialize array[power(2, size)];
(3) for j=1 to segment_length {
(4) read word;

(5) index = msbits(word, size);
(6) array[index] = 1;

(7) }

(8) index = power(2, size)-1;

(9) while array[index] = 0

(10) index = index - 1;

(11)  unused_word = left_shift(index, len-size) | Isbits(ones, len-size);

[0055] Die Aussage in Zeile (1) initialisiert die Ganzzahl "Grolie" auf die kleinste ganzzahlige Potenz von
Zwel, die grolder ist als die Segmentlange. In dieser Aussage ergibt die Funktion "log2" den Basis-2-Logarith-
mus der Segmentlange, und die Funktion "ceiling" ergibt die kleinste ganze Zahl, die grolder ist als dieser Lo-
garithmus oder gleich diesem Logarithmus. Die Aussage in Zeile (2) ordnet "array” einer Anzahl von Elementen
zU, die Zwel hoch "size" gleicht und initialisiert jedes Element auf einen Wert Null. Die Aussage in Zeile (3) ver-
anlaldt die Aussagen in den Zeilen (4) bis (6) zu reiterieren, bis alle digitalen Worter in einem Segment gepruit
worden sind. Die Aussage in Zelle (4) erhalt das nachste digitale Wort von dem Segment. Die Aussage in Zelile
(5) erhalt die "size" hochstwertigen Bits dieses digitalen Wortes und wandelt diese Bits in einen Wert um, der
der Variablen "index" zugeschrieben ist. In diesem Belispiel wird angenommen, dal} jedes digitale Wort eine
Anzahl Bits gleich "len" hat. Die Aussage in Zeile (6) stellt sicher, dald das Element von "array”, welches diesem
"Index"-Wert entspricht, auf Eins gesetzt ist. Wenn alle digitalen Worter im Segment gepruft worden sind, fin-
den die Aussagen in den Zeilen (8) bis (10) ein Element des "array", das einen Wert Null hat, und setzt "index"
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auf die Zahl dieses Elements. Die Aussage in Zeile (11) konstruiert ein unbenutztes Nicht-Null Datenmuster
durch Verschieben des Wertes "index" in die hochstwertigen Bits eines digitalen Wortes und Durchfuhren einer
bitweisen ODER mit der "(len-size)"-Zahl der niedrigstwertigen Bits dieses Wertes und einer angemessenen
Anzahl von Bits, die den Wert Eins haben.

[0056] Um ein Beispiel zu geben, wenn ein Originalsegment 16-Bit digitale Worter aufweist und diese Seg-
mentlange 2002 ist, ist die kleinste Potenz von Zwei, die groRer oder gleich der Segmentlange ist, 2" oder
2048. Eine Matrix aus 2048 Elementen wird konstruiert und aktualisiert, wenn die elf hochstwertigen Bits jedes
digitalen Wortes im Segment gepruft wird. Zum Beispiel wurden die beiden Datenmuster 0 x 0000 und 0 x
001F, hexadezimal ausgedruckt, beide eine Aktualisierung des ersten Elements in der Matrix veranlassen, well
die elf hochstwertigen Bits beider Datenmuster gleich sind. Bel diesem Beispiel sind die elf hochstwertigen Bits
beider Datenmuster alle Null. Um das Beispiel fortzusetzen, wenn das zweite Element der Matrix anzeigt, dal}
Im Originalsegment keine entsprechenden Datenmuster vorkommen, dann ist bekannt, dal} kein digitales Wort
In dem Segment ein Datenmuster hat, in welchem die zehn hochstwertigen Bits auf Null gesetzt sind und das

elfte hochstwertige Bit auf Eins. Ein unbenutztes Datenmuster kann aus einem beliebigen Wert im Bereich von
0 x 0020 bis 0 x 003F ausgewahlt werden.

[0057] Gegebenenfalls kann die Matrix auch daraufthin gepruft werden, ob irgendein digitales Wort im Seg-
ment das verbotene Datenmuster hat. Wenn nicht, konnte die zum Durchfuhren der Kodieroperation notige
Verarbeitung, wie die in Gleichung (1) gezeigte, vermieden werden. Diese Bedingung kann in der kodierten
Information dadurch ubermittelt werden, dal} der Kodierschlussel auf Null gesetzt wird. Wenn das zuvor be-
schriebene Exklusiv-ODER-Kodierverfahren benutzt wird, ist ein Schlussel mit Wert Null die normale Konse-
quenz der Auswahl des verbotenen Datenmusters als unbenutztes Datenmuster.

Segmentlange

[0058] Die Langen der Segmente konnen festgelegt sein oder variieren. Bel einem Ausfuhrungsbeispiel ist
die Segmentlange so begrenzt, dal jedes Segment eine Anzahl digitaler Worter enthalt, die nicht grofder ist als
zwel weniger als die Anzahl aller moglichen Werte, die solche digitalen Worter haben konnen. Wenn zum Bel-
spiel der Informationsstrom 16-Bit digitale Worter aufweist, gibt es 2'° oder 65536 mdgliche Werte, die diese
Datenworter haben konnen. Folglich ist die Segmentlange auf weniger als oder gleich 65534 Worter begrenzt.
Diese Segmentlange ist deshalb zweckmaldig, well sie garantiert, dald in jedem Segment mindestens ein
Nicht-Nullwert nicht auftritt.

[0059] Als Alternative konnen Segmente veranderlicher Lange auf verschiedene Weise gebildet werden. Im
einen Fall wird jedes digitale Wort in einem Informationsstrom gepruft, eine Matrix aus Elementen, die Falle
des Auftretens jewelliger Datenmuster darstellen, wird aktualisiert, und der Informationsstrom wird in ein Seg-
ment abgeteilt, und zwar unmittelbar vor dem digitalen Wort, welches das einzige verbleibende unbenutzte
Nicht-Null-Datenmuster in dem Segment hat. Gegebenenfalls kann der Informationsstrom auch an einer fru-
heren Stelle unterteilt werden, um das Segment auf irgendeine maximale Lange zu begrenzen.

[0060] Fig. 4 zeigt ein Ausfuhrungsbeispiel eines Bauelements 111, welches die Elemente der benutzten Ma-
trix prufen kann, um ein unbenutztes Datenmuster zu finden und langs eines Weges 114 anzuzeigen, wo der
Informationsstrom unterteilt werden sollte.

[0061] In einem anderen Fall wird jedes digitale Wort in einem Informationsstrom gepruft und der Strom un-
mittelbar vor einem digitalen Wort, welches ein verbotenes Datenmuster hat, zu einem Segment getellt. Gege-
benenfalls kann der Informationsstrom an einer spateren Stelle unterteilt werden, um sicherzustellen, dald das
Segment wenigstens eine gewisse Mindestlange hat. Wenn von einem Segment bekannt ist, dal} es keine ver-
botenen Datenmuster hat, kann die zur Durchfuhrung des Kodiervorganges notige Verarbeitung vermieden
werden. Das kann in der kodierten Information dadurch ubermittelt werden, dald der Kodierschlussel auf Null
gesetzt wird.

[0062] Ein Verfahren, welches zum Aufteilen eines Informationsstroms verwendet werden kann, ist im folgen-
den Programmfragment gezeigt.
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(1)  length = 0:

(2) until end_of stream {

(3) length = length + 1;

(4) read word;

(5) if word = forbidden_pattern {
(6) if length > minimum_length {
(7) signal segment_end;

(8) length = 1;

(9) }

(10) !

(11) else {

(12) if length > maximum_length {
(13) signal segment_end;

(14) length = 1;

(13) }

(16) }

(17) store word;

(18) }

(19) signal segment_end;

[0063] Die Aussage in Zeile (1) initialisiert eine Variable "length", welche die Zahl digitaler Worter zahlt, die im
aktuellen Segment gespeichert sind. Die Aussage in Zeile (2) verursacht, dal} die Aussagen in den Zeilen (3)
bis (17) so lange reiterieren, bis das Ende eines eingegebenen Informationsstroms erreicht ist. Die Aussage In
Zeile (4) erhalt das nachste digitale Wort vom eingegebenen Informationsstrom. Die Aussage in Zelle (5) stellt
fest, ob dieses digitale Wort einen Inhalt hat, der dem verbotenen Datenmuster gleicht. Wenn das so ist, stellt
die Aussage in Zeile (6) fest, ob die Anzahl der bereits in diesem Segment gespeicherten digitalen Worter grof}
genug ist, um ein Segment von wenigstens der minimal zulassigen Lange zu erzeugen. Wenn die minimale
Lange erreicht ist, signalisieren die Aussagen in den Zeilen (7) und (8) das Ende des aktuellen Segments und
setzen den digitalen Wortzahler zuruck, um mit einem neuen Segment zu beginnen. Wenn das digitale Wort
keinen Inhalt hat, der dem verbotenen Datenmuster gleicht, stellt die Aussage in Zelle (12) fest, ob die Anzahl|
der bereits Im aktuellen Segment gespeicherten digitalen Worter grofd genug ist, um ein Segment zu erzeugen,
das die maximal zulassige Lange hat. Wenn die maximale Lange erreichtist, signalisieren die Aussagen in den
Zeillen (13) und (14) das Ende des aktuellen Segments und setzen den digitalen Wortzahler zuruck, um mit
einem neuen Segment zu beginnen. Die Aussage in Zeile (17) speichert das gerade gelesene digitale Wort in
das aktuelle Segment. Wenn das Ende des Informationsstroms erreicht ist, signalisiert die Aussage in Zelle
(19) das Ende des aktuellen Segments, das eine Lange haben kann, die kleiner ist als die minimal zulassige
Lange.

[0064] Wenn man die Lange der Segmente unterschiedlich sein lalit, sollte ein Hinweis auf die Segmentlange
mit der kodierten Information weitergegeben werden, damit ein Informationsumkehr-Begleitprozessor 5 die
Grenze und die Erstreckung jedes kodierten Segments richtig erkennen kann. Es muld darauf geachtet wer-
den, dald der Hinwels auf die Segmentlange kein verbotenes Datenmuster benutzt.

Mehrere verbotene Datenmuster

[0065] Diese Kodiertechnik kann so erweitert werden, dald mehrfache verbotene Datenmuster vermieden
werden. Ist die Segmentlange signifikant kleiner als die Anzahl aller moglichen Werte fur die digitalen Worter,
so ist es moglich, einen einzigen Schlussel zu wahlen, der sicherstellt, dal} zwel oder mehr verbotene Daten-
muster vermieden werden. Wenn zum Beispiel die Segmentlange weniger ist als die Quadratwurzel der Anzahl
aller moglichen Werte, ist es moglich, ein einziges Schlusselwort zu finden, welches zwel verbotene Daten-
muster vermeidet. Dieser Schlussel kann dadurch erhalten werden, dal} die hochstwertige Halfte der Bits des
Schlussels gewahlt wird, um das erste verbotene Datenmuster zu vermeiden und die niedrigstwertige Halfte
der Bits des Schlussels gewahlt wird, um das zwelte verbotene Datenmuster zu vermeiden. Wenn die beiden
verbotenen Datenmuster irgendwelche Bits gemeinsam haben, kann die Segmentlange grofder sein und trotz-
dem noch sicherstellen, dald beide verbotenen Datenmuster vermieden werden.

Wiederherstellung der Originalinformation

[0066] Fig. 5 ist ein Blockschaltbild eines Informationsumkehrprozessors 5, der aus der kodierten Informati-
on, die ein Informationsprozessor 3, wie der in Fig. 3 gezeigte, erzeugt hat, den ursprunglichen Informations-
strom wiederherstellt. Ein Deformatierer 150 empfangt ein Eingabesignal von einem Weg 151, extrahiert ko-
dierte Segmente und Dekodierschlussel aus dem Eingabesignal und gibt die kodierten Segmente langs eines
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Weges 161 und die Dekodierschlussel langs eines Weges 162 welter. In diesem Zusammenhang bezieht sich
der hier und an anderer Stelle in der Beschreibung benutzte Ausdruck "extrahieren” allgemein auf das Defor-
matieren und/oder Ableitprozesse, mit denen Information erhalten wird, die vom Eingabesignal ubermittelt wur-
de. Ein Dekodierer 160 wendet ein Dekodierverfahren auf die kodierten Segmente entsprechend den jewelli-
gen Dekodierschlusseln an. Die aus dem Dekodierprozel3 erhaltenen, dekodierten Segmente werden langs el-
nes Weges 169 weitergeleitet.

[0067] Wenn das vom Dekodierer 160 angewandte Dekodierverfahren zum Kodierverfahren komplementar
Ist, mit dem die kodierte Information erzeugt wurde, enthalten die dekodierten Segmente die gleiche Informa-
tion, die in entsprechenden Segmenten des ursprunglichen Informationsstroms ubermittelt wurde. Bel einem
Ausfuhrungsbeispiel fuhrt der Dekodierer 160 das Dekodierverfahren mittels Exklusiv-ODER-Operationen
aus, wie oben in der Gleichung (2) gezeigt.

[0068] Wenn gewunscht, kann ein Schlussel mit Wert Null anzeigen, dal} keine Dekodierung erforderlich ist.
Wie schon gesagt, ist diese Situation das normale Ergebnis bei Anwendung des Exklusiv-ODER-Kodierverfah-
rens.

[0069] Wenn Segmente variabler Lange zugelassen sind, extrahiert der Deformatierer 150 aus dem Einga-
besignal auch dasjenige, was zum ldentifizieren der Lange und Grenze jedes Segments notig ist.

[0070] Der Dekodierschlussel ist vorzugsweise mit jeglichem erforderlichen Hinweis auf eine Segmentgrenze
vor dem entsprechenden kodierten Segment zusammengefugt, so dald der Dekodiervorgang mit dem Erhalt
jedes kodierten Segments von der kodierten Information durchgefuhrt werden kann.

Ersatztechnik mit unbenutzten Datenmustern

[0071] Fig. 6 zeigt wesentliche Bauelemente fur ein weiteres Ausfuhrungsbeispiel eines Informationsprozes-
sors 3, der verbotene Datenmuster dadurch vermeidet, dal} zulassige, aber unbenutzte Datenmuster an die
Stelle der verbotenen Datenmuster gesetzt werden. Das laldt sich dadurch bewerkstelligen, dald der Informati-
onsstrom in Segmente untertellt, ein unbenutztes Datenmuster in einem jeweiligen Segment identifiziert und
das Ersetzen aller Auftretensvorkommnisse des verbotenen Datenmusters in dem Segment durchgefuhrt wird.

[0072] Unter Hinweis auf Fig. 6 empfangt ein Aufteiler 203 einen Informationsstrom von einem Weg 200 und
unterteilt den Strom Iin Segmente, die langs eines Weges 201 weitergegeben werden. Ein Ersatzmusterbe-
schaffer 210 analysiert den Inhalt eines jeweiligen Segments und identifiziert ein geeignetes Ersatzdatenmus-
ter fur dieses Segment. Das Ersatzdatenmuster wird langs eines Weges 215 welitergeleitet. Ein Austauscher
220 pruft das Segment und ersetzt jedes vom Weg 202 empfangene, digitale Wort, welches das verbotene Da-
tenmuster hat, durch ein anderes digitales Wort, welches das Ersatzdatenmuster hat. Das Ersatzdatenmuster
wird ebenso wie das modifizierte Segment als Ergebnis des Austauschvorganges zu einem Formatierer 230
geleitet, der sie zu kodierter Information zusammenflgt, die eine zum Ubertragen oder Speichern geeignete
Form hat. In diesem Zusammenhang bezieht sich der hier und an anderer Stelle in der Beschreibung verwen-
dete Ausdruck "kodiert" allgemein auf Verfahren, mit denen Information aus einer Form in eine andere umge-
wandelt wird.

[0073] Wenn das verbotene Datenmuster dem Informationsumkehrprozessor nicht bekannt ist, mufd auch
eine Darstellung dieses Musters zusammengefugt werden. Da das verbotene Datenmuster selbst nicht mit
dem modifizierten Segment zusammengefugt werden kann, wird von einem Kodierer 225 eine Darstellung
desselben erzeugt und langs eines Weges 226 zum Formatierer 230 geleitet. Das zum Erzeugen der Darstel-
lung angewandte Verfahren hat keine kritische Bedeutung und kann auf verschiedenerlei Weise durchgefuhrt
werden. So kann zum Beispiel eine Darstellung dadurch erzeugt werden, dal} alle Bits oder ausgewahlte Bits
iIm verbotenen Datenmuster umgekehrt werden, oder die Darstellung kann ein Index in eine Tabelle moglicher
verbotener Muster sein. Der Darstellungsprozeld muld nur zwel Bedingungen erfullen. Zunachst muf} er irgend-
wie das verbotene Datenmuster an einen Informationsumkehrprozessor ubermitteln, und die Darstellung
selbst darf keinem verbotenen Datenmuster entsprechen.

[0074] Als Alternative kann das Ersatzdatenmuster und/oder das verbotene Datenmuster ein- oder mehrmals
als Initialisierungsparameter in der vom Formatierer 230 erzeugten kodierten Information ubermittelt werden
und mulfd nicht mit jedem Segment gesendet werden.
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Ersatzdatenmuster

[0075] Ein Ausfuhrungsbeispiel eines Bauelements, welches ein Ersatzdatenmuster identifizieren kann, ist in
Fig. 7 gezeigt. Das Bauelement 211 bildet eine Matrix, die anzeigt, ob ein bestimmtes Datenmuster im Seg-
ment vorkommt, und gibt die Matrix an ein Bauelement 212 weiter. Das Bauelement 212 benutzt die Matrix,
um ein Datenmuster U auszuwahlen, welches im Segment nicht vorkommt, und vergleicht das ausgewanhilte,
unbenutzte Datenmuster mit dem vom Weg 202 empfangenen, verbotenen Datenmuster F. Wenn das ausge-
wahlte, unbenutzte Datenmuster dem verbotenen Datenmuster gleicht, benutzt das Bauelement 212 die Ma-
trix, um ein weiteres unbenutztes Datenmuster auszuwahlen, bis ein unbenutztes Datenmuster gewahlt ist, das
dem verbotenen Datenmuster nicht gleicht. Wenn die beiden Muster nicht gleich sind, leitet das Bauelement
212 das ausgewahlte, unbenutzte Datenmuster langs eines Weges 215 als Ersatzdatenmuster weiter.

[0076] Verfahren zum Auffinden unbenutzter Datenmuster wurden vorstehend schon beschrieben. Ein Er-
satzdatenmuster mit Null-Wert kann ohne Schwierigkeiten benutzt werden, vorausgesetzt der Null-Wert ist
kein verbotenes Datenmuster. Gegebenenfalls kann die Matrix auch gepruft werden, um festzustellen, ob ir-
gendein digitales Wort in dem Segment das verbotene Datenmuster hat. Wenn nicht, kann der beschriebene
Austauschvorgang vermieden werden. Diese Bedingung kann von einem reservierten Datenmuster, beispiels-
weise als Null-Wert ubermittelt werden. Dieser reservierte Wert muld dem Informationsumkehrprozessor be-
kannt sein und darf nicht als Ersatzdatenmuster verwendet werden.

Segmentlange

[0077] Wie schon gesagt, konnen die Langen von Segmenten festgelegt sein oder variieren. Die Erfordernis-
se fur diese Austauschtechnik sind geringfugig anders, well das Segment so unterteilt werden mulf3, dafd min-
destens ein unbenutztes Datenmuster gefunden werden kann, das dem verbotenen Datenmuster nicht gleich
Ist.

[0078] Unter Hinwels auf Fig. 7 kann ein Ausfuhrungsbeispiel des Bauelements 211 die Elemente der benutz-
ten Matrix prufen, um ein unbenutztes Datenmuster zu finden und langs eines Weges 214 anzeigen, wo ein
Informationsstrom unterteilt werden sollte.

Mehrere verbotene Datenmuster

[0079] Diese Austauschtechnik kann erweitert werden, um mehrfache verbotene Datenmuster zu vermeiden,
iIndem fur jedes verbotene Datenmuster ein anderes unbenutztes Datenmuster gefunden wird. In diesem Fall
mulfd jedes unbenutzte Datenmuster vom Formatierer 230 zusammengefugt werden. Die verbotenen Daten-
muster, die jedem Ersatzdatenmuster entsprechen, mussen ebenfalls an den Informationsumkehrprozessor
ubermittelt werden. Dies kann dadurch geschehen, dal} Ersatzdatenmuster zusammen mit einer Darstellung
der entsprechenden verbotenen Datenmuster zusammengefugt werden, oder fur den Fall, dald dem Informa-
tionsumkehrprozessor die verbotenen Datenmuster a priori bekannt sind, kann die Korrespondenz impliziert
ubermittelt werden, indem ein Ersatzdatenmuster fur jedes verbotene Datenmuster in einer vorgeschriebenen
Reihenfolge zusammengefugt wird. Wenn gewunscht, kann auch die Abwesenheit eines bestimmten verbote-
nen Datenmusters in einem Segment ubermittelt werden, indem ein Ersatzdatenmuster mit Null-Wert fur das
betroffene verbotene Datenmuster zusammengefugt wird.

[0080] Wie schon erwahnt, konnen die verbotenen Datenmuster selbst nicht unmittelbar dem Informati-
onsumkehrprozessor ubermittelt werden. Daher mussen statt dessen alternative Darstellungen ubermittelt
werden. Diese Darstellungen werden vom Kodierer 225 erzeugt.

Wiederherstellung der Originalinformation

[0081] Fig. 8 ist ein Blockschaltbild eines Informationsumkehrprozessors 5, der den ursprunglichen Informa-
tionsstrom aus der kodierten Information wiederherstellt, die ein Informationsprozessor 3, wie der in Fig. 6 ge-
zelgte, erzeugt hat.

[0082] Ein Deformatierer 250 empfangt von einem Weg 251 ein Eingabesignal, extrahiert aus dem Eingabe-
sighal modifizierte Segmente und Ersatzdatenmuster und leitet die modifizierten Segmente langs eines Weges
261 sowie die Ersatzdatenmuster langs eines Weges 262 weiter. Ein Umkehraustauscher 260 pruft das modi-
fizierte Segment und ersetzt jedes Auftreten des Ersatzdatenmusters durch das verbotene Datenmuster. Die
bei dem Umkehrersatzverfahren entstehenden Segmente werden langs eines Weges 269 weitergeleitet.
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[0083] Wenn das Eingabesignal auch eine Darstellung des verbotenen Datenmusters ubermittelt, wird die
Darstellung von einem Deformatierer 250 extrahiert und langs eines Weges 271 zu einem Dekodierer 270 wel-
tergeleitet, der das verbotene Datenmuster wiederherstellt und langs eines Weges 272 zum Umkehraustau-
scher 260 leitet. Der zur Wiederherstellung des verbotenen Datenmusters angewandte Prozel macht den Pro-
zeld ruckgangig, mit dem die Darstellung erzeugt wurde.

[0084] In einigen Ausfuhrungsbeispielen wird ein Ersatzdatenmuster mit Null-Wert benutzt, um anzuzeigen,
dal} keine digitalen Worter im Originalsegment das verbotene Datenmuster hatten. Wenn bei diesen Ausfuh-
rungsbeispielen das vom Weg 262 erhaltene Ersatzdatenmuster Null ist, braucht der Umkehraustauscher 260
die digitalen Worter in dem empfangenen Segment nicht zu prufen, sondern kann dieses Segment unverandert
langs des Weges 269 weitergeben.

[0085] Wenn Segmente veranderlicher Lange zugelassen sind, extrahiert der Deformatierer 250 aus dem
Eingabesignal auch dasjenige, das notig ist, um die Lange und Grenze jedes Segments zu identifizieren.

[0086] Das Ersatzdatenmuster und jeglicher erforderliche Hinweis auf eine Segmentgrenze ist vorzugsweise
vor dem entsprechenden modifizierten Segment zusammengefugt, so dald der Vorgang des Umkehraustau-
sches mit dem Empfang jedes modifizierten Segments durchgefuhrt werden kann.

Ersatztechnik mit Ersetzungskennzeichen

[0087] In Fig. 9 sind hauptsachliche Bauelemente fur ein weiteres Ausfuhrungsbeispiel eines Informations-
prozessors 3 gezeigt, der verbotene Datenmuster dadurch vermeidet, dald ein erlaubtes Datenmuster an die
Stelle des verbotenen Datenmusters gesetzt und Kennzeichen konstruiert werden, die anzeigen, ob das Auf-
treten des ausgetauschten Datenmusters im ursprunglichen Informationsstrom vorkam oder ein Ersatz fur das
verbotene Datenmuster ist. Das kann erreicht werden durch Unterteilen des Informationsstroms in Segmente,
ldentifizieren der Falle, an denen das Ersatzdatenmuster und das verbotene Datenmuster in einem jewelligen
Segment auftreten, Konstruieren eines Kennzeichens fur jedes Auftreten und Ersetzen jedes Auftretens des
verbotenen Datenmusters in diesem Segment durch das Ersatzdatenmuster. Der Satz Kennzeichen mul In
einer Form ubermittelt werden, die nicht dem verbotenen Datenmuster gleicht. Das lafdt sich durch Auffullen
des Satzes Kennzeichen mit Bits erreichen, die geeignete Werte haben, um sicherzustellen, dal} der Satz
Kennzeichen dem verbotenen Datenmuster nicht gleich sein kann.

[0088] Unter Hinweis auf Fig. 9 empfangt ein Aufteiler 303 einen Informationsstrom von einem Weg 300 und
unterteilt den Strom in Segmente, die langs eines Weges 301 weitergegeben werden. Ein Abtaster 310 analy-
siert den Inhalt eines jewelligen Segments, identifiziert Falle des Auftretens eines vom Weg 305 empfangenen
Ersatzdatenmusters und eines vom Weg 302 empfangenen verbotenen Datenmusters und gibt einen Hinwels
auf solches Vorkommen langs eines Weges 315 weilter. Ein Kennzeichensetzer 318 konstruiert einen Satz
Kennzeichen, der langs eines Weges 319 weitergeleitet wird. Das erste Kennzeichen in dem Satz entspricht
dem ersten Auftreten entweder des Ersatzdatenmusters oder des verbotenen Datenmusters und zeigt an, um
welches Muster es sich handelt. Ein Kennzeichen gleich 1 zeigt zum Beispiel ein Auftreten des verbotenen Da-
tenmusters an, wahrend ein Kennzeichen gleich Null ein Auftreten des Ersatzdatenmusters anzeigt. Ein Aus-
tauscher 320 reagiert auf die vom Weg 315 empfangenen Hinweise und ersetzt jedes vom Weg 302 empfan-
gene digitale Wort, welches das verbotene Datenmuster hat, durch ein anderes vom Weg 305 empfangenes
digitales Wort, welches das Ersatzdatenmuster hat. Der Satz Kennzeichen und das aus dem Austauschvor-
gang hervorgegangene, modifizierte Segment werden einem Formatierer 330 zugefuhrt, der diese Information
zu einer Form zusammensetzt, die zum Ubertragen oder Speichern geeignet ist.

[0089] Wenn dem Informationsumkehrprozessor das Ersatzdatenmuster nicht bekannt ist, empfangt der For-
matierer 330 das Muster vom Weg 305 und fugt es mit den Kennzeichen und dem modifizierten Segment zu-
sammen.

[0090] Wenn dem Informationsumkehrprozessor das verbotene Datenmuster nicht bekannt ist, muld auch
eine Darstellung dieses Musters zusammengefugt werden. Da aber das verbotene Datenmuster selbst nicht
mit dem modifizierten Segment zusammengefugt werden kann, wird eine Wiedergabe desselben von einem
Kodierer 325 erzeugt und langs eines Weges 326 dem Formatierer 330 zugeleitet. Das zum Erzeugen der Dar-
stellung angewandte Verfahren ist nicht von kritischer Bedeutung und kann auf verschiedenerlel Weise durch-
gefuhrt werden, wie schon beschrieben.

[0091] Gemal} einer Alternative kann das Ersatzdatenmuster und/oder das verbotene Datenmuster ein- oder
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mehrmals als Initialisierungsparameter ubermittelt werden und braucht nicht mit jedem Segment gesendet zu
werden.

Ersetzungskennzeichen

[0092] Ein Satz Kennzeichen kann auf sehr vielfaltige Weise konstruiert werden. Bei einem Ausfuhrungsbel-
spiel ist jedes Kennzeichen ein einziges Bit, welches einen von nur zwei moglichen Werten annehmen kann.
Bei anderen Ausfuhrungsbeispielen konnen Mehrbit-Kennzeichen einen von verschiedenen Werten anneh-
men. Ein Verfahren, das zum Konstruieren eines Satzes binarer Kennzeichen fur ein Segment angewandt wer-
den kann, ist Im folgenden Programmfragment gezeigt.

(1) i =0;

(2) for j=1 to segm_length {

(3) read word;

(4) if word = forbidden_pattern {
(9) flags[i] = 1;

(6) f=1+1;

(7) word = substitute_pattern,
(8) }

(9) else {

(10) if word = substitute pattern {
(11) flags[i] = 0

(12) =i+ 1;

(13) }

(14) )

(15) store word;

(16) |}

(17) pad flags;
(18)  write flags;
(19) write word buffer;

[0093] Die Aussage in Zeile (1) initialisiert den Index "I" fur eine Matrix "flags”. Die Aussage in Zeile (2) verur-
sacht, dald die Aussagen in den Zeilen (3) bis (15) fur jedes digitale Wort in dem Segment reiterieren. Die Aus-
sage In Zelle (3) erhalt das nachste digitale Wort von dem eingegebenen Informationsstrom. Die Aussage In
Zeille (4) stellt fest, ob dieses digitale Wort einen Inhalt hat, der dem verbotenen Datenmuster gleich ist. Wenn
das der Fall ist, setzen die Aussagen in den Zeilen (5) bis (7) ein entsprechendes Element in der Kennzeichen-
matrix auf Eins und modifizieren das digitale Wort, so dal3 es das Ersatzdatenmuster enthalt. Ist das nicht der
Fall, stellt die Aussage In Zeile (10) fest, ob dieses digitale Wort einen Inhalt hat, der dem Ersatzdatenmuster
gleich ist. Ist das der Fall, setzen die Aussagen in den Zeilen (11) und (12) ein entsprechendes Element in der
Kennzeichenmatrix auf Null. Die Aussage in Zeile (15) gibt das digitale Wort, moglicherweise so modifiziert,
dal} es das Ersatzdatenmuster enthalt, in einen Zwischenspeicher ein. Nachdem alle digitalen Worter in dem
Segment gepruft worden sind, fullt die Aussage Iin Zeile (17) die "flags"-Matrix nach Bedarf mit Bits auf, die
geeignete Werte haben, um sicherzustellen, dal} es dem verbotenen Datenmuster nicht gleicht, und die Aus-
sagen in den Zeilen (18) und (19) erzeugen ein Segment kodierter Information, indem sie die "flags"-Matrix und
die digitalen Worter schreiben, die im Zwischenspeicher gespeichert sind.

Ersatzdatenmuster

[0094] Bel einem Ausfuhrungsbeispiel ist das Ersatzdatenmuster a priori bekannt und braucht nicht wie oben
fur die Ersatztechnik mit unbenutzten Datenmustern dynamisch identifiziert zu werden. Aber im Fall anderer
Ausfuhrungsbeispiele wird das Ersatzdatenmuster dynamisch identifiziert, um die Anzahl der in jedem Seg-
ment vorzunehmenden Austauschvorgange auf ein Minimum einzuschranken und/oder sicherzustellen, daf}
die Anzahl der Austauschvorgange eine bestimmte Schwellenzahl nicht ubersteigen. Dies kann mit Hilfe eines
Bausteins ahnlich dem in Fig. 7 gezeigten durchgefuhrt werden.

Segmentlange

[0095] Die Langen von Segmenten konnen festgelegt sein oder schwanken. Fur diese Ersatztechnik sind kei-
ne unbenutzten Datenmuster in einem Segment erforderlich, aber vorzugsweise wird dabel sichergestellt, dal3
die Gesamtanzahl digitaler Worter in jedem modifizierten Segment, die das Ersatzdatenmuster haben, die An-
zahl Kennzeichen nicht ubersteigt, die durch den Kennzeichensetzer 318 fur jedes Segment erzeugt werden.
Diese Bedingung kann auf verschiedene Weise erfullt werden.
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[0096] In einem Fall wird versucht, die Wahrscheinlichkeit dieser Bedingung zu maximieren, indem versucht
wird, dafur zu sorgen, dald die Daten im Originalinformationsstrom willkurlich genug sind, so dal3 das verbotene
Datenmuster und das Ersatzdatenmuster nur selten auftreten. Wenn beispielsweise angenommen wird, dal}
der Informationsstrom eine Folge von 16-Bit digitalen Wortern ist, die willkurliche Werte haben, dann ist die
durchschnittliche Anzahl des Vorkommens von verbotenen und Ersatzdatenmustern nur einmal in 32768 digi-
talen Wortern. Wenn das Segment auf 2002 digitale Worter begrenzt ist, ist die Wahrscheinlichkeit, dal} mehr
als acht digitale Woérter verbotene und/oder Ersatzdatenmuster in einem Segment haben, nur 3,04 x 107",
Wenn dreildig Segmente eine Sekunde Information wiedergeben, ubersteigt die Anzahl des Auftretens von ver-
botenen/Ersatzdatenmustern die Schwelle von acht nur einmal alle 34,8 Millionen Jahre. Wenn der ursprung-
liche Informationsstrom nicht ausreichend willkurlich ist, konnte man auf die Originalinformation vor dem Aus-
tausch eines verbotenen Datenmusters eine Verwurfelung vornenmen. Dann wurde der Informationsumkehr-

prozessor die Auswirkungen der Verwurfelung ruckgangig machen, nachdem der Austausch umgekehrt wur-
de.

[0097] Eine andere Moglichkeit, diese Bedingung sicherzustellen, besteht darin, den Informationsstrom in
Segmente veranderlicher Lange zu unterteilen, so dald die Anzahl digitaler Worter in jedem jewelligen Seg-
ment, die die verbotenen und Ersatzdatenmuster haben, niemals die Anzahl Kennzeichen fur dieses Segment
ubersteigt. Ein Hinwels auf die Segmentlange kann mit dem Segment zusammengefugt werden. Verschiedene
Verfahren zum Unterteilen des Informationsstroms in Segmente veranderlicher Lange wurden vorstehend be-
schrieben, und diese Verfahren konnen zur Benutzung bel der vorliegenden Ersatztechnik angepaldt werden.

[0098] Fig. 10 zeigt einen Baustein, der zum Steuern der Unterteilung von Segmenten veranderlicher Lange
benutzt werden kann. Ein Bauelement 311 pruft jedes digitale Wort in einem Informationsstrom und zahlt die
Anzahl digitaler Worter mit dem verbotenen Datenmuster, die vom Weg 302 empfangen wurden, und mit dem
Ersatzdatenmuster, die vom Weg 305 empfangen wurden. Ein Hinweis auf jedes Vorkommen wird langs eines
Weges 315 zum Austauscher 320 und Kennzeichensetzer 318 geleitet. Wenn diese Zahlung einen Schwellen-
wert erreicht, zeigt das Bauelement 312 langs eines Weges 314 an, dal} der Informationsstrom in ein Segment
untertellt werden sollte, und das Bauelement 311 setzt den Zahler fur das nachste Segment auf Null zuruck.

[0099] Eine weitere Moglichkeit, diese Bedingung zu erfullen, besteht darin, fur jedes Segment eine veran-
derliche Anzahl Kennzeichen zu erzeugen und einen Hinweis auf die Anzahl Kennzeichen an den Formatierer
330 zu senden.

Mehrere verbotene Datenmuster

[0100] Diese Ersatztechnik kann erweitert werden, um mehrere verbotene Datenmuster zu vermeiden, indem
ein unterschiedliches Ersatzdatenmuster fur jedes verbotene Datenmuster im Zusammenhang mit einem ein-
zigen Satz Kennzeichen benutzt wird. In diesem Fall mul3 jedes Ersatzdatenmuster und eine Wiedergabe |e-
des entsprechenden verbotenen Datenmusters an den Formatierer 330 geleitet werden, um dort mit kodierter
Information zusammengefugt zu werden, wenn nicht diese Muster und deren Entsprechung dem Informati-
onsumkehrprozessor  schon a priori bekannt waren.

[0101] Alternativ kann auch ein einziges Austauschdatenmuster zum Ersetzen mehrerer verbotener Daten-
muster benutzt werden, indem ein einziger Satz Kennzeichen konstruiert wird, die anzeigen, welches verbote-
ne Datenmuster ersetzt wurde. In diesem Fall mul3 eine Darstellung jedes verbotenen Datenmusters und sel-
ner Korrespondenz mit den Kennzeichen an den Formatierer 330 zum Zusammenfugen mit dem modifizierten
Segment geleitet werden, wenn nicht diese Muster und deren Korrespondenz mit den Kennzeichen dem Infor-
mationsumkehrprozessor 8 schon a priori bekannt waren. Beispielsweise konnte ein Satz aus 2-Bit Kennzei-
chen folgendes ubermitteln: 00 zeigt an, dal} das Ersatzdatenmuster im Originalinformationsstrom vorkam, 01
zelgt an, dald das Ersatzdatenmuster ein erstes verbotenes Datenmuster ersetzt, 10 zeigt an, dal} das Ersatz-
datenmuster ein zweites verbotenes Datenmuster ersetzt, und 11 zeigt an, dal} das Ersatzdatenmuster ein drit-
tes verbotenes Datenmuster ersetzt.

[0102] Bel einer weiteren Alternative kann fur jedes verbotene Datenmuster ein eigenes Ersatzdatenmuster
und ein eigener Satz Kennzeichen errichtet werden. Eine Darstellung des jewelligen verbotenen Datenmusters
muld an den Formatierer 330 gelangen, um mit dem modifizierten Segment zusammengefugt zu werden, wenn
nicht diese Muster und ihre Korrespondenz mit den Satzen Kennzeichen dem Informationsumkehrprozessor 5
schon a priori bekannt waren.

[0103] Da, wie schon gesagt, die verbotenen Datenmuster selbst nicht unmittelbar an den Informationsum-
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kehrprozessor ubermittelt werden konnen, mussen statt dessen alternative Darstellungen ubermittelt werden.
Diese Darstellungen werden vom Kodierer 325 erzeugt. Aulderdem muld von den Kennzeichen ein oder mehr
Satze auf eine Weise ubermittelt werden, die keinem der verbotenen Datenmuster gleich ist.

Wiederherstellung der Originalinformation

[0104] Fig. 11 ist ein Blockschaltbild eines Informationsumkehrprozessors 5, der den ursprunglichen Informa-
tionsstrom aus der Information wiedergewinnt, die ein Informationsprozessor 3, wie der in Fig. 9 gezeigte, er-
zeugt hat.

[0105] Ein Deformatierer 350 empfangt ein Eingabesignal von einem Weg 351, extrahiert modifizierte Seg-
mente und einen Satz Kennzeichen vom Eingabesignal, leitet die modifizierten Segmente langs eines Weges
362 zu einem Umkehraustauscher 360 und einem Abtaster 376 weiter und leitet den Satz Kennzeichen langs
eines Weges 375 zum Abtaster 376. Der Abtaster 376 pruft das modifizierte Segment und den Satz Kennzel-
chen, die von einem Weg 361 empfangen wurden, um Falle des Auftretens des Ersatzdatenmusters zu finden,
und erzeugt langs eines Weges 377 einen Hinwelis darauf, welche digitalen Worter mit Ersatzdatenmustern
durch digitale Worter mit dem verbotenen Datenmuster ersetzt werden sollten. Ein Umkehraustauscher 360
empfangt diese Hinweise vom Weg 377 und ersetzt angezeigte Falle des Auftretens des Ersatzdatenmusters
durch das verbotene Datenmuster, die uber einen Weg 372 empfangen wurden. Die aus dem Umkehraus-
tauschprozeld hervorgehenden Segmente werden langs eines Weges 369 weitergeleitet.

[0106] Wenn das Ersatzdatenmuster mit der kodierten Information zusammen ubermittelt wird, extrahiert der
Deformatierer 350 dieses Muster und leitet es langs des Weges 361 zum Abtaster 376 weiter.

[0107] Wenn eine Darstellung des verbotenen Datenmusters mit der kodierten Information ubermittelt wird,
extrahiert der Formatierer 350 die Darstellung und leitet sie langs eines Weges 371 an einen Dekodierer 370,
der das verbotene Datenmuster wiederherstellt und langs des Weges 372 zum Umkehraustauscher 360 wel-
terleitet. Mit dem zur Wiederherstellung des verbotenen Datenmusters angewandten Verfahren wird das Ver-
fahren ruckgangig gemacht, das zum Erzeugen der Darstellung benutzt wurde.

[0108] Wenn bel diesem Ausfuhrungsbeispiel alle Kennzeichen in einem Satz Kennzeichen fur ein jewelliges
Segment Null gleichen, ist kein Umkehraustausch fur dieses Segment notig, sondern es kann unverandert zum
Weg 369 gegeben werden.

[0109] Wenn Segmente veranderlicher Lange erlaubt sind, extrahiert der Deformatierer 350 auch dasjenige
aus der kodierten Information, was notig ist, die Lange und Grenze jedes Segmentes zu identifizieren.

[0110] Vorzugsweise werden die Kennzeichen und jeglicher erforderliche Hinweis auf eine Segmentgrenze
vor dem entsprechenden modifizierten Segment zusammengefugt, so dald der Vorgang, mit dem der Aus-
tausch ruckgangig gemacht wird, beim Empfang jedes modifizierten Segments durchgefuhrt werden kann.

Patentanspruche

1. Verfahren zur Verarbeitung digitaler Ton- oder Bildinformation zum Vermeiden eines verbotenen Daten-
musters, aufweisend:
Empfangen eines Segments der digitalen Ton- oder Bildinformation, welches digitale Worter aufweist,
Erhalten eines Kodierschlussels zum Steuern eines Kodierverfahrens, bel dem der Kodierschlussel solcher Art
Ist, dald das auf jede digitale Wort Im Segment angewandte Kodierverfahren ein Ergebnis hervorbringt, welches
dem verbotenen Datenmuster ungleich ist,
Anwenden des Kodierverfahrens auf die digitalen Worter in dem Segment zum Erzeugen kodierter Information,
bei dem das Kodierverfahren in einer von dem Kodierschlussel gesteuerten Weise angewandt wird, und
Zusammenfligen von Steuerinformation und der kodierten Information zu einer Form, die zum Ubertragen oder
Speichern geeignet ist, wobel die Steuerinformation dem verbotenen Datenmuster ungleich und solcher Art ist,
dal} daraus ein Dekodierschlussel fur ein zum Kodierverfahren komplementares Dekodierverfahren erhalten
werden kann.

2. Verfahren nach Anspruch 1, bel dem der Kodierschlussel aus einem Bool'schen Exklusiv-ODER des
verbotenen Datenmusters und eines nicht-Null Datenmusters erhalten wird, das in dem Segment nicht vor-
kommt, und die kodierte Information aus einem Bool'schen Exklusiv-ODER des Kodierschlussels und der di-
gitalen Worter in dem Segment erzeugt wird.
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3. Verfahren nach Anspruch 2, bel dem Datenmuster, die in dem Segment nicht vorkommen, durch Schaf-
fung einer Matrix von Werten erhalten werden, welche fur jeweilige Datenmuster Haufigkeiten des Vorkom-
mens in dem Segment wiedergeben, und ein oder mehr nicht-Null Datenmuster ausgewahlt werden, die eine
Vorkommenshaufigkeit von Null aufweisen.

4. Verfahren zur Informationsverarbeitung zum Wiederherstellen eines verbotenen Datenmusters, aufwel-
send:
Empfangen eines Informationssegments, welches digitale Worter und Steuerinformation aufweist, und Extra-
hieren eines Dekodierschlussels zum Steuern eines Dekodierverfahrens aus der Steuerinformation,
Anwenden des Dekodierverfahrens auf die digitalen Worter in dem Segment zum Erzeugen dekodierter Ton-
oder Bildinformation, bel dem das Dekodierverfahren auf eine vom Dekodierschlussel gesteuerte Weise ange-
wandt wird, um ein oder mehr digitale Worter wiederherzustellen, die das verbotene Datenmuster haben, und
Erzeugen eines Ton- oder Bildausgabesignals aus der dekodierten Ton- oder Bildinformation.

5. Verfahren nach Anspruch 4, bel dem das Dekodierverfahren die dekodierte Ton- oder Bildinformation
aus einem Bool'schen Exklusiv-ODER des Dekodierschlussels mit den digitalen Wortern in dem Segment er-
zeugt.

6. Verfahren zur Verarbeitung digitaler Ton- oder Bildinformation zum Vermeiden eines verbotenen Daten-
musters, aufweisend:
Empfangen eines Segments der digitalen Ton- oder Bildinformation, welches digitale Worter aufweist,
Erhalten eines Ersatzdatenmusters, welches dem verbotenen Datenmuster ungleich ist und in dem Segment
nicht vorkommt,
Ersetzen jedes digitalen Wortes in dem Segment, welches das verbotene Datenmuster hat, durch ein digitales
Ersatzwort, welches das Ersatzdatenmuster hat, und
Zusammenfugen des Ersatzdatenmusters und des Segments mit digitalen Ersatzwortern zu einer Form, die
zum Ubertragen oder Speichern geeignet ist.

/. Verfahren nach Anspruch 1, 2, 3 oder 6, aufweisend:
Unterteilen der digitalen Ton- oder Bildinformation zum Erhalten des Segments digitaler Worter auf solche Wel-
se, dald das Segment nicht mehr als eine Schwellenanzahl digitaler Worter enthalt, wobel die Schwellenanzahl
weniger betragt als eine Zahlung aller moglichen Werte der digitalen Worter.

8. Verfahren nach Anspruch 1, 2, 3, 6 oder 7, aufweisend:
Unterteilen der digitalen Ton- oder Bildinformation zum Erhalten des Segments digitaler Worter auf solche Wel-
se, dal} mindestens eine Schwellenanzahl verschiedener Datenmuster in keinem der digitalen Worter in dem
Segment vorkommt.

9. Verfahren nach Anspruch 6 zur Verarbeitung digitaler Ton- oder Bildinformation zum Vermeiden von el-
nem oder mehr verbotenen Datenmustern, bei dem ein jewelliges Ersatzdatenmuster fur jedes In dem Seg-
ment vorkommende jewellige verbotene Datenmuster erhalten wird, jedes digitale Wort, welches das verbote-
ne Datenmuster hat, durch das jeweilige Ersatzdatenmuster ersetzt wird und Darstellungen jewelliger verbo-
tener Datenmuster mit jeweiligen Ersatzdatenmustern zusammengefugt werden, wobei die Darstellungen dem
einen oder mehr verbotenen Datenmustern ungleich sind.

10. Verfahren nach Anspruch 6 oder 9, bel dem das Ersatzdatenmuster durch Schaffung einer Matrix aus
Werten erhalten wird, die Haufigkeiten des Vorkommens jewelliger Datenmuster in dem Segment wiederge-
ben, und ein Datenmuster ausgewahlt wird, dessen Vorkommen eine Haufigkeit von Null hat.

11. Verfahren nach Anspruch 1, 2, 3, 6, 7, 8, 9 oder 10, aufweisend: Unterteilen der digitalen Ton- oder Bild-
iInformation an einer Stelle vor einem digitalen Wort, welches das verbotene Datenmuster hat, um das Segment
digitaler Worter so zu erhalten, dal3 kein digitales Wort in dem Segment das verbotene Datenmuster hat.

12. Verfahren zur Informationsverarbeitung zum Wiederherstellen eines verbotenen Datenmusters, auft-
weisend:
Empfangen eines Informationssegments, welches digitale Worter und Steuerinformation aufweist, und Extra-
hieren eines Ersatzdatenmusters aus der Steuerinformation,
Ersetzen jedes digitalen Wortes in dem Segment, welches das Ersatzdatenmuster hat, durch ein digitales Er-
satzwort, welches das verbotene Datenmuster hat, und
Erzeugen eines Ton- oder Bildausgabesignals aus dem Segment mit den digitalen Ersatzwortern.
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13. Verfahren nach Anspruch 12 zur Informationsverarbeitung zum Wiederherstellen eines oder mehrerer
Datenmustern, aufweisend:
Extrahieren von einem oder mehr Ersatzdatenmustern und einem oder mehr Darstellungen verbotener Daten-
muster aus der Steuerinformation, wobel die eine oder mehr Darstellungen dem einen oder mehr verbotenen
Datenmustern ungleich sind, und
Ableiten von einem oder mehr der verbotenen Datenmuster aus der einen oder mehr Darstellungen verbotener
Datenmuster, wobel ein jewelliges Ersatzdatenmuster ein entsprechendes abgeleitetes verbotenes Datenmus-
ter hat, und wobel das Verfahren jedes digitale Wart in dem Segment, welches ein jewelliges Ersatzdatenmus-
ter hat, durch das entsprechende abgeleitete verbotene Datenmuster ersetzt.

14. Verfahren zur Verarbeitung digitaler Ton- oder Bildinformation zum Vermeiden eines verbotenen Da-
tenmusters, aufweisend:
Empfangen eines Segments der digitalen Ton- oder Bildinformation, welches digitale Worter aufweist,
Konstruieren eines Satzes Kennzeichen, bel dem jedes Kennzeichen im Satz einem jewelligen digitalen Wort
iIn dem Segment entspricht, das entweder das verbotene Datenmuster oder ein Ersatzdatenmuster hat, und
bei dem jedes Kennzeichen im Satz anzeigt, ob das jewellige digitale Wort das verbotene Datenmuster oder
das Ersatzdatenmuster hat,
Ersetzen jedes digitalen Worts in dem Segment, welches das verbotene Datenmuster hat, durch ein digitales
Ersatzwort, welches das Ersatzdatenmuster hat, und
Zusammenfugen des Satzes Kennzeichen und des Segments mit den digitalen Ersatzwortern zu einer Form,
die zum Ubertragen oder Speichern geeignet ist.

15. Verfahren nach Anspruch 14 zur Verarbeitung digitaler Ton- oder Bildinformation zum Vermeiden von
einem oder mehr verbotenen Datenmustern, aufweisend: Unterteilen der digitalen Ton- oder Bildinformation
zum Erhalten des Segmentes digitaler Worter auf solche Art, dald das Segment nicht mehr als eine Schwellen-
anzahl digitaler Worter enthalt, die eines von dem einen oder mehr verbotenen Datenmustern haben.

16. Verfahren nach Anspruch 14 oder 15, aufweisend: Unterteilen der digitalen Ton- oder Bildinformation
an einer Stelle vor einem digitalen Wort, welches das verbotene Datenmuster hat, um das Segment digitaler
Worter so zu erhalten, dal} kein digitales Wort in dem Segment das verbotene Datenmuster hat.

17. Verfahren nach Anspruch 14, 15 oder 16 zur Verarbeitung digitaler Ton- oder Bildinformation zum Ver-
meiden von einem oder mehr verbotenen Datenmustern, aufweisend:
Erhalten von einem oder mehr Ersatzdatenmustern, bei dem ein jeweiliges Ersatzdatenmuster fur jedes in dem
Segment vorkommende jewellige verbotene Datenmuster erhalten wird, und
Unterteilen der digitalen Ton- oder Bildinformation zum Erhalten des Segments digitaler Worter auf solche Wel-
se, dal} das Segment weniger als eine Schwellenanzahl digitaler Worter enthalt, die entweder eines von dem
einen oder mehr verbotenen Datenmustern oder das eine von dem einen oder mehr Ersatzdatenmustern ha-
ben.

18. Verfahren nach Anspruch 14, 15, 16 oder 17 zur Verarbeitung digitaler Ton- oder Bildinformation zum
Vermeiden einer Vielzahl verbotener Datenmuster, aufweisend: Erhalten einer Vielzahl von Ersatzdatenmus-
tern, bel dem ein jewelliges Ersatzdatenmuster fur jedes in dem Segment vorkommende jewellige verbotene
Datenmuster erhalten wird, und beil dem ein jeweliliger Satz Kennzeichen fur ein jeweiliges verbotenes Daten-
muster und ein jewelliges Ersatzdatenmuster konstruiert wird.

19. Verfahren nach Anspruch 18, bel dem eine Darstellung des jeweilligen verbotenen Datenmusters mit
dem jeweiligen Satz Kennzeichen zusammengefugt wird, wobel die Darstellung selbst dem einen oder mehr
verbotenen Datenmustern ungleich ist.

20. Verfahren nach Anspruch 18 oder 19, bei dem eine Darstellung des jewelligen Ersatzdatenmusters mit
dem jewelligen Satz Kennzeichen zusammengefugt wird.

21. Verfahren zur Informationsverarbeitung zum Wiederherstellen eines verbotenen Datenmusters, auf-
weisend:
Empfangen eines Informationssegments, das digitale Worter und Steuerinformation aufweist, und Extrahieren
eines Satzes Kennzeichen aus der Steuerinformation, bei dem jedes Kennzeichen einem jewelligen digitalen
Wort iIn dem Segment entspricht, das ein Ersatzdatenmuster hat, und bel dem jedes Kennzeichen anzeigt, ob
das jewellige digitale Wort das verbotene Datenmuster oder das Ersatzdatenmuster haben sollte,
Ersetzen derjenigen jewelligen digitalen Worter in dem Segment, die das Ersatzdatenmuster haben und die
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einem jewelligen Kennzeichen entsprechen, welches anzeigt, dald das jewelilige digitale Wort das verbotene
Datenmuster haben sollte, durch digitale Worter, die das verbotene Datenmuster haben, und
Erzeugen eines Ton- oder Bildausgabesignals aus dem Segment mit digitalen Ersatzwortern.

22. Verfahren nach Anspruch 21 zur Informationsverarbeitung zum Wiederherstellen einer Vielzahl verbo-
tener Datenmuster, aufweisend: Extrahieren von einem oder mehr Satzen Kennzeichen aus der Steuerinfor-
mation und Erhalten von einem oder mehr Ersatzdatenmustern, wobel ein jewelliges Ersatzdatenmuster einem
wiederherzustellenden jeweiligen verbotenen Datenmuster entspricht, und ein jewelliger Satz Kennzeichen el-
nem jewelligen verbotenen Datenmuster und einem jeweiligen Ersatzdatenmuster entspricht.

23. Verfahren nach Anspruch 22, aufweisend: Extrahieren von einer oder mehr Darstellungen verbotener
Datenmuster aus der Steuerinformation, wobel die eine oder mehr Darstellungen dem einen oder mehr verbo-
tenen Datenmustern ungleich sind, und Ableiten jeweliliger verbotener Datenmuster aus der einen oder menr
Darstellungen.

24. Verfahren nach Anspruch 22 oder 23, aufweisend: Extrahieren von einem oder mehr Ersatzdatenmus-
tern aus der Steuerinformation.

25. Verfahren zur Verarbeitung digitaler Ton- oder Bildinformation zum Vermeiden von einem oder mehr
verbotenen Datenmustern, aufweisend:
Empfangen der digitalen Ton- oder Bildinformation, bei dem die digitale Ton- oder Bildinformation eine Vielzahl|
digitaler Worter aufweist;
Unterteilen der digitalen Ton- oder Bildinformation an einer Stelle vor einem digitalen Wort, welches irgendeins
der verbotenen Datenmuster hat, zum Erhalten eines ersten Segments digitaler Worter vor der Stelle, das kein
digitales Wort mit irgendeinem verbotenen Datenmuster hat, und eines zweiten Segments digitaler Worter
nach dem Ort, welches ein oder mehr digitale Worter mit einem der verbotenen Datenmuster hat,
Verarbeiten des zweiten Segments digitaler Worter zum Erhalten eines modifizierten Segments, welches keine
digitalen Worter mit irgendeinem der verbotenen Datenmuster enthalt, und
Zusammenfligen von Steuerinformation mit dem modifizierten Segment zu einer Form, die zum Ubertragen
oder Speichern geeignet ist, wobel die Steuerinformation anzeigt, wie das zweite Segment aus dem modifizier-
ten Segment wiedergewonnen werden kann.

26. Computerprogrammprodukt, welches auf einem maschinenlesbaren Trager verkorpert ist und Pro-
grammbefehle aufwelst, die von der Maschine ausfuhrbar sind, um das Verfahren nach einem der Anspruche
1 bis 25 durchzufuhren.

27. Vorrichtung zur Verarbeitung digitaler Ton- oder Bildinformation zum Vermeiden von einem oder mehr
verbotenen Datenmustern, die Einrichtungen zum Durchfuhren des Verfahrens nach einem der Anspruche 1
bis 25 aufwelst.

Es folgen 3 Blatt Zeichnungen
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Anhangende Zeichnungen
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