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【手続補正書】
【提出日】平成22年2月18日(2010.2.18)
【手続補正１】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
　スマートカード（１）のためのＰＩＮサービスを実行する方法であって、
　ａ．複数のＰＩＮサービス機能のうちのひとつを選択されることによって、ＰＩＮサー
ビス要求（ＰＳＲＦ：ＰＩＮ service request）を開始するステップと、
　ｂ．前記選択されたＰＩＮサービス要求（ＰＳＲＦ）に対応する暗号化された認証メッ
セージ（ＰＳＲＱ：authentication message）を生成するステップと、
　ｃ．ＰＩＮサービス設備（５、６）に前記暗号化された認証メッセージ（ＰＳＲＱ）を
送信するステップと、
　ｄ．前記暗号化された認証メッセージ（ＰＳＲＱ）に対する、暗号化された応答メッセ
ージ（ＰＳＲＳ：response message）を前記ＰＩＮサービス設備（５、６）から受信する
ステップと、
　ｅ．前記選択されたＰＩＮサービス要求（ＰＳＲＦ）に対して前記暗号化された応答メ
ッセージ（ＰＳＲＳ）を検証するステップと、成功した検証に応答して、
　ｆ．前記スマートカード（１）のための前記ＰＩＮサービスを実行するステップと
　を備えたことを特徴とする方法。
【請求項２】
　前記暗号化された認証メッセージ（ＰＳＲＱ）は、１つの時間暗号を有することを特徴
とする請求項１に記載の方法。
【請求項３】
　前記暗号化された認証メッセージ（ＰＳＲＱ）を生成するステップに用いられる暗号が
、前記スマートカード（１）により生成されることを特徴とする請求項２に記載の方法。
【請求項４】
　前記ステップｃは、前記スマートカード（１）の認証されたユーザを特定するユーザ特
定情報を、前記ＰＩＮサービス設備（５、６）に送信するステップを含むことを特徴とす
る請求項１乃至３のいずれかに記載の方法。
【請求項５】
　前記ステップｆは、検証成功を示すＰＩＮサービスメッセージを表示するステップを含
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むことを特徴とする請求項１乃至４のいずれかに記載の方法。
【請求項６】
　前記ステップｆは、前記スマートカード（１）に接続されたスマートカードリーダ（２
）により実行されることを特徴とする請求項５に記載の方法。
【請求項７】
　前記ステップｂおよび前記ステップｅの少なくとも一方は、前記スマートカード（１）
により実行されることを特徴とする請求項１乃至６のいずれかに記載の方法。
【請求項８】
　前記ステップｅは、前記スマートカード（１）に接続されたスマートカードリーダ（２
）の手段により前記暗号化された応答メッセージ（ＰＳＲＳ）を前記スマートカード（１
）に提供するステップを含むことを特徴とする請求項７に記載の方法。
【請求項９】
　前記ステップａは、前記スマートカード（１）に接続されたスマートカードリーダ（２
）により実行されることを特徴とする請求項１乃至８のいずれかに記載の方法。
【請求項１０】
　前記スマートカードリーダ（２）は、前記ＰＩＮサービスのうち対応する１つを選択す
るために複数のファンクションキー（９）を備えたことを特徴とする請求項９に記載の方
法。
【請求項１１】
　前記ステップｃとｄとの間において、前記ＰＩＮサービス設備（５、６）により前記認
証メッセージ（ＰＳＲＱ）を検証するステップと、前記ＰＩＮサービス設備（５、６）に
より前記認証メッセージ（ＰＳＲＱ）の検証成功に応答して前記応答メッセージ（ＰＳＲ
Ｓ）を生成するステップをさらに備えたことを特徴とする請求項１乃至１０のいずれかに
記載の方法。
【請求項１２】
　前記記認証メッセージ（ＰＳＲＱ）は、既定の関係に従って、前記スマートカード（１
）へのＰＩＮサービス要求の間において変わるコンポーネントを有し、および前記記認証
メッセージ（ＰＳＲＱ）は、前記既定の関係に対して認証されることを特徴とする請求項
１１に記載の方法。
【請求項１３】
　スマートカード（１）のためのＰＩＮサービスを実行する装置であって、
　複数のＰＩＮサービス機能のうちのひとつを選択されることによって、ＰＩＮサービス
要求（ＰＳＲＦ：ＰＩＮ service request）を開始する手段と、
　前記選択されたＰＩＮサービス要求（ＰＳＲＦ）に対応する暗号化された認証メッセー
ジ（ＰＳＲＱ：authentication message）を生成する手段と、
　ＰＩＮサービス設備（５、６）に前記暗号化された認証メッセージ（ＰＳＲＱ）を送信
する手段と、
　前記暗号化された認証メッセージ（ＰＳＲＱ）に対する、暗号化された応答メッセージ
（ＰＳＲＳ：response message）を前記ＰＩＮサービス設備（５、６）から受信する手段
と、
　前記選択されたＰＩＮサービス要求（ＰＳＲＦ）に対して前記暗号化された応答メッセ
ージ（ＰＳＲＳ）を検証する手段と、成功した検証に応答して、
　前記スマートカード（１）のための前記ＰＩＮサービスを実行する手段と
　を備えたことを特徴とする装置。
【請求項１４】
　前記ＰＩＮサービス要求（ＰＳＲＦ：ＰＩＮ service request）を開始する手段は、ス
マートカードリーダ（２）を備えたことを特徴とする請求項１３に記載の装置。
【請求項１５】
　前記スマートカードリーダ（２）は、前記ＰＩＮサービスのうち対応する１つを選択す
るために複数のファンクションキー（９）を備えたことを特徴とする請求項１４に記載の
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装置。
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