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(57) ABSTRACT

A system is disclosed according to the present invention that
manages the process of providing a client access to a secured
service. In the exemplary embodiment, the secured service is
a computer system that allows the client to trade financial
instruments. Management of this process includes managing
execution of tasks that can be automatically executed and
delegating tasks that require manual execution; communicat-
ing with entities outside of the process management system;
and handling “demands,” or unexpected problems that arise
in the middle of the client connectivity process.

_____________________________________________

. 101~ 103 i
104~ ; . :
Client Details | c Chert"tvit |
On-Boarding e onnectivity saL | !
Team - | | (Client Details, Reports, |, Server | |
i | Demands, Work Queue)
ok Client 5
" Queus) Demands
: 102~ ' ;
Active Workflow
. | (Business Processes)
Emails
105~ y 106~ 107~ 108~ 4
FCR Team LVC Team
Clients (Firewall Change (Logical Virtual AUTEX
Request) Connection)




Aug. 5,2010 Sheet 1 of 22 US 2010/0199279 A1

Patent Application Publication

I 'OId
(uonosuuo) (1senbay
X31Nv lenyiA [eaibo) abueyp |lemalld) SUETle)
wes| DA wes| HO4d
t g0l YN0 901 t N501
slrews

(sessa00ld ssauisng)
MOJHOAN ALY
} \zoL |
spuewaq Aw_w%%mu
AusIlD oysE|
S | W
m (enanp YJopn ‘spuewaq | |
| | Jones *| ‘spoday ‘spejeq juelQ) | -  wea|
108 . AiAidauU0) = Buipieog-uQ
! 3D slieeq JusliD
| | ~p01

|||||||||||||||||||||||||||||




Patent Application Publication

Aug. 5,2010 Sheet 2 of 22

lcon Name
Ordinary | ~201
ﬁb Activity
® | Script | -202
CT Activity
COM ~203
Activity
Transactional | -204
ﬁ Activity
Ihet | NET Activity 200
@ Web Service | 206
¢ | Activity
Create New
Job Type 207
Activity
@ State Activity ~ |208
FIG. 2

US 2010/0199279 A1
lcon Name
Static Useable | -301
Resource Only
Dynamic Usable | -302
Resource Only
Dynamic and
% Static Usable |03
Resource
Same as
% Previous 304
Resource
1]} Automatic 305
@ Library | -306
Activity

FIG. 3



Patent Application Publication Aug. 5,2010 Sheet 3 of 22 US 2010/0199279 A1

Main Process

Get Testing Email Address—" 406

Initiation—"*Y

gb

Environment Set-up—" 402

UAT Testing—"4%3

Sr—&r

_~404

Production Environment Setup

<§}l=

Go Live 405

<§}|=

.
|

FIG. 4



US 2010/0199279 A1

Aug. 5,2010 Sheet 4 of 22

Patent Application Publication

P

609

S 'Old

5

J

aiduo) g 9 I
i35 Jejaq abessayy 14

-
-

606" o) Wesq ey I
05" Dalaju Se1a] UCK3AUL07 )

—
|

[

605 _~ oy ied oRIN  §ig

-06 - aatuon wasi) S1BRQ X

605 o) jedlag aRpd) '

L AN L ) iR
%

/

v0S

Logeny

go5-" Bupaeisng spuewag
aog— LRI Tig
Jog L ey sepdn Ty
oG- EMINSTESIA0RS Tz



9 'Old §
sgig ) aepd mﬂm
G09—" Buipueising spuewsq @

US 2010/0199279 A1

glojdwo) Jusaied aEpdn T

n -”

b gaidwog Jweaiad aepdn I

o o0~ TERQWORSO) WA O[3 Thg

5 feuz naney Sl

= — —
S aip|dwon Juaniad aepdn & ssaippy Jlew3 JojeulBlo pusddy = ]
.m.,b S{ia Hog L Syereq Juay) aizpdn =
Z DaABOSY Liea] y7 oy e >€£09 alaiduwo) aowg aepdn T

= sjordwo) jusiad slepdn T o o SN T dnag Junoay pue Bugnoy females X14

(=]

= 1sanbay aflie iemallq asiey ) ¢09 gy eoiaq alepdn Fg 7409
2 sobliey?) Jas|BLIONVIddy BOT ML to way) drjg

[~ "

g (j8g WaULOI O} STBIS W) 1S Tieg

.m

B | g

< dn-jag JuaiuoAug *_zov
g

=

[~ ™



US 2010/0199279 A1

Aug. 5,2010 Sheet 6 of 22

Patent Application Publication

4
|
1
il
1
|
]
]

a0y a0y o T
S usaiag v i

. 9ld

Am__gsamo”_ asfjeLyyluelq 158l s:g_n_

_ﬂ__

. Ju g g g

_ P

LB
Q)L awoism 9 .@_

||||||||||||||| B4

|| WEd
(19 sluOIA



Patent Application Publication Aug. 5,2010 Sheet 7 of 22 US 2010/0199279 A1

403
BlY  Generate Record Logs Email Subject _ 4
3 UAT Testing
ElY Generate Record Logs Email Body
. L, Append Originator Email Address }801
Review Email
Send Request to Record Logs y
Set Client Status to UAT Testing
/== Internal Testing }802
Update Percent Complete
=L Connectivity Established with Client
Update Percent Complete 803
=1 Client Testing Complete
Update Percent Complete Get Customer TNS a
= Email CC Infrastructure | Is Customer TNS
Raise LVC Request 50 Get TNS Email Arguments
Update Percent Complete A llExtract Arguments
Update Status 80681 Pprepare TNS Email
Demands Outstanding ' »805

: Ilz’repare Subject
o .f[\ppend Originator Email Address
{irs Iliieview Email
Send TNS Email
TNS Complete

e

FIG. 8



Patent Application Publication Aug. 5,2010 Sheet 8 of 22

Production Environment Set-up

Set Status o Production

et Podilon CONPD and PORT ~~~~~__ 9/01

VaFlues Found?

Update Percent Complete

=1 Set Up Client in Sales Routing (FIX GTW)

Update Percent Complete 903

-

Get Emal Arguments A
Check Intermediary Value

904

Email CC infrastructure )

Update Percent Complete

Update Percent Complete
>905
Demands Outstanding

Update Client Stafus

4

FIG. 9

902 L Log APPIANomaliser Changes
BT Undate Percent Complete

US 2010/0199279 A1



=

(=)

o 0L "l

(=

2

= .

3 OREDJON OS] Rl e

(g\]

5 JBU Haltay wm_%

£00L < SSUppy Jeu3 opubig puaddy mm

2 0

m 10elang L3 Logeayjon atedalg

(=)

g L pog Ui Uoneatnoy aledalg

B , L
lllllllllllllllllllllllllllllllllllllllllllllllllllllllll - _ ==

S : STIRIS 14317) 3P| 45

S i : ; in GE- LE

s L apluneadand) Ty detuolengeE) TE opduguesed ol T aeqan oo aepdn 3

o M 3

< | pouaoay iy sou oy ponaday lencuddy aipiedp DanaRy eradcy efT ajojcuion Bugse] Apagoauay voknpold 3w 1uaniag atend

[ |
oGy B3 84709399 ]

RIS ZBR0N 3 =

09

Patent Application Publication



Patent Application Publication Aug. 5,2010 Sheet 10 of 22 US 2010/0199279 A1

Equity Router
JPMorgan |ent Connect

- Admin Regions

1102

1103/"L0gIn

1104
1105~
1106
1107~
1108
1109

L Home Current Region: EMEA

- Client

- Demands

- Normalizer
- Vendor

- Work Queue

11101 - Reports

1111/—- Client Search

- Monitor

1112 EMEA
11137 L09 OFf

1101

FIG. 11



Patent Application Publication

Aug. 5,2010 Sheet 11 of 22

Client ~1202
m\@mducﬁm\@ﬁnemim\(ﬁx Message\OAarkets\(%s\(No—rmeﬂizerDWWR% 200
COMPD: | | Priory Terd (7]
12031 niCONPED: | | 3rd COMPD: [ 1 »1203
4t COMPID: | | ot COMPI0: [ ]
Clenthame, | | ClertLocaton ]
GTW AcoountName: | 7 BushessCoract 1
(" Client Address; M , [ ] 1204
Fmall L 1]
Contat I | Rl of Engegementrecsed?
12041 ~ e | | Resoifnguenesn? [
Te | | Porgan Busiess Conlec:
\ Emet; | 1 PognCCClt [ [¥] »1205
emethe Conart | 1 JPHLegalAgrement St
Helpdesk Number. | ] Dsfe Sent ]
el I | Clent Sats: [ New [*]
E-ma. [ |
1206
General Requirements
(SSUSlielde: [ | PT US Live Dete ] W
OlUSLveDae [ | NOE US Live Defe ]
Shdaliedate [ ] PT Asia Live Date ]
1207,—{ OlAsialieDale [ ] NOE AsiaLive Cae ] 1207
Stuoliebats [ PT EuroLive Dt ]
OEwolwelae | ] NOE Eura Live Defe [ ]
\TestDate: [ ] 1508 Decommisson Date: 12Q1 [ ] y
Cleot Contacts) (_CliertTess ) (Adefonal Clientlnfo ){_ Somit ) Swve J{ Cencel )

FIG. 12

US 2010/0199279 A1




Patent Application Publication

Aug. 5,2010 Sheet 12 of 22

(oY U NGrodcion Comeatn (X essage Nt N omelzenDemansd

Clignt 1301

COMPID: | |
Clent Name; 1 |
Lozation | Amsterdan |
FIX Version:
Clent OMS: | 1
OMS Version: L ]

Fix Engine and Version: [ |

EngeLocaton. [ Amsferdam (]
Test Session Siat ;
Test Sesson End: ;
Sessonislr [ |

Heartheat Interial {50 |
Enc of Day | Rese of :
Seguence humbers ENUHEU
iOf System [ ]
{ Submit ) Save J{ Cancel |

FIG. 13

Client 1401
( Generel NCEIX Ovenen ProductionConnection™FIX Messae Nerkeis  Notes ™ Nomalizer™ DemandS

CONPID: [ ]
Chent Name; | |
Locafion: | Amstertam ]
FIX Version

Clent OMS: I |
ONSVerson: | |

Fix Enging and Version: | |

Engnelocton  [Asterdam [v]

orocuction Sessin St [ %)) [__ (¥
Producion Sessenbnt: £ [0 [_[*]

Sessonfaior [ |
Hearbeatintenva, (60 |

End of Day / Reset of ,
Sequnee Narters, L

[ Subit D0 Save [ Cancel )

FIG. 14

US 2010/0199279 A1




Patent Application Publication Aug. 5,2010 Sheet 13 of 22 US 2010/0199279 A1

Client 1501
(Gerae U CuodurionY Comectiony FIE Message(lerets oteCHlomalzen emandProgess™,
COMPID: I | FCR RequestNo. | |
Client Name; | | FCR Requested: \ |
Location: I | EncptonSuppored [ YN
1503 ) , 1505
| . work connection
akCom: [ (5]  edmoman |
FIX Connecton Futher Detals: | |
Prod Comp D: | | UAT ComplD: | |
1504-] 1504
N~ Prod Pot: | 1 UTPot L
Prod Source IPAddress: | | UAT Source IPAddress: | |
| 1502
1502 | JPMPod PAddess | | JMURTIPAdtress | |
JPH Prad Targe{Comp ID: JPAA AT TergetComp D:
Qther A Proc TergetComp— | Qtrer A UAT TrgelComp
D 1 not Fsted: 1D f not lsted:
Falover Prod P Address, [ |
Falover Prog Port | I
(Geners2FCR__J{_ Submit J{_Sae )| Cancdl )

FIG. 15



Patent Application Publication Aug. 5,2010 Sheet 14 of 22

US 2010/0199279 A1

Clent 1601
(" Genel NCUAT ™NC Proion ™ Comeion ™ FoXMessage N Mals ™ Neios ™“Cliomalzer™C Demands™
owo T 1 et [ ] Lzt
Sl 1602 Logm Mot B TR
1603 [/ ResendReques! Reiet M S=quen:eResI Logaut
Session Eneaplios J I |
s s Net Orer e Orer oo Rt (s CovelRepee e Exgion R
1603 1 0 O3 OderCacelRee; £ Donthoow e
O3 KewOrertid 1 Aleatios
Aplezion Ecenons: I I
Clslem FIXTags [ |
s Tyt acour s O ¥ i s spelyE i s e dentierclooe. [ ]
St of Canel Scenan | | oranyoler ode
SapooofCacelReplae Soeram: [ |
(rdr S ~_ 1604 O] e ] Panqu!IFilleI O FiIeI 03 DoefCy
L Caeled T Pendig CamlRepace [ Reced Paning New
3 Stoped 3 Cleuled T Exirec
Seanty W {v]
Exdesinaon Suppore: L Y (¥ Ercang:Suppored. [ Yos o
Symbot s O N SpotbeEs O ¥os o
(e e ey I I
Bl e Sirge Ot Vessage: | |
S 0 by 2-5 T 5-3el Shot L1 §-5dhSton Esemt
O Tes: ~_ 1605 CT Mt Limi 3 S
O laetmlos [ LmtClose 1 Syl
e, O] U O & 1 ERO
08 By O
When sendr ctesy eLondon [ GRP o (T Ponds [ Pee
Wk, whatcamaney s used?
Supmt ) Save J{ Cancel |

FIG. 16



Patent Application Publication

Aug. 5,2010 Sheet 15 of 22

US 2010/0199279 A1

Clent 1701~ 1703
General CUAT Croduchion™ConnectionC FIX Message™ MarketsN NotesNONermalizen™ Demandsh\
cown [ ] CiemName [ ] Localon
TrdngRegions:  [] ENEA []US
1702 L] Lain [ Japan
(] HongKog [ Australia
Other Information:
L Submt )i Sme J( Concel |
FIG. 17
Client 1801
( Genera CFIX Overview™NCroduciomConnectionNC FIX MssageNarkels N Notes™ Nommalize™ Demandi\
cowPl: [ 1 CleofMame [ ] Locatin
Name [ g [ Ao [ A
1 v
< \\ a
View Nomalizer 1802

FIG. 18



Patent Application Publication Aug. 5,2010 Sheet 16 of 22 US 2010/0199279 A1

Client

1901
( General NCFIX Ovenvien ™ Prodicion™ Commegon™ FIX Message ket Notes™Nomalze? Demands

COMPD: [ 1 ClentMeme [ 1 Lowlon
Demands Afecting tis Client

DemandD [ Caegoy [ (4]
1902
e
[¥]
<« S
(et 0
FIG. 19
Client 2001
(e N verien™CProd i ComeatioN I Mesage Nk oteomalze™ Demanes Progres Ry, |
Progress O Emors on Page? Click Hese!
By GelTesting emal address
Inifition
Environment Setup
UAT Testing
Procuction Envirgnment Setup
GoLive

FIG. 20



Patent Application Publication Aug. 5,2010 Sheet 17 of 22

US 2010/0199279 A1

Client

2101
( Benerd Y FIX OvenieaNCProducion™CComeetion™CFIX Message N akets ™ NolesX Nonnalizer\@emands\(Prﬂngﬁ%dﬁy\

Activty Name: Setw CletnProdielon 6T~ 5

COMPID: | |
Clert Name; [ |
Location: I I

| ComploteAcivly | | Cancel Aty |

2201

2103
FIG. 21
Clignt Tests
Comp Il | |
Clent Name [ |
Locafion | |
Overall Status: [k hereto pdte veral stfus]
TestlD Status Run DateTime Attempls
1 NotRun 0
12 Not Run 0 |
13 Not Run 0
4 Not Run g
*5 Aot Run )
16 ot Run (
11 Not Run (
18 B Not Run 0
13 NotRun VA (

FIG. 22



Patent Application Publication Aug. 5,2010 Sheet 18 of 22 US 2010/0199279 A1

Test Detai
Comp D:
Clnt e | |
Locatir: |
TestD: |
” —— 2301
Descripfon: [Onter CarcelReplace Reques{on Pty Fled O |-~
Category: | Sigle |
Step | Adtor 2302
i [ 1 awx
Resul Dets: | N 2303
Date LastRum: [ 1
PassFl NotRn (]
2305 L_SaeJ_Cancel )
FIG. 23
Demands

Demend D[] Te[] Calegoy (] Deseipn[] Sehs [C] ReleaseDate [ ] Regon[ ] &

\ ]
) N

| ViewByRegion | [ View Al Regors | 2}01

\ A

[ Creae Demend ) { FitDemand ) [ DelteDemand ) [ Refesn |

2404 2403 2402

FIG. 24



Patent Application Publication Aug. 5,2010 Sheet 19 of 22 US 2010/0199279 A1
Client Demand
(DemendTe | |
DemendD: | 1 Semimpact |
25011 Caeaoy ) Bsiessmpact | I
\ Descrpion: Required Date: ]
L Sos %
5503 L Priory: [ ] Requested bySponsor. | ]
RebaseDate [ | Dependencis. | |
DatsResed [ | Demard Entgredby. | |
Manyal Workaround: Notes:
\-2505
Machments FleName a]
> L i
2507 Remove Fie
4 [ 4 )
Crenis Aficted: I all existing and futue chentsave {0 be aFcied by s demand then cick here [
Clints Not Afected Clients Afected
2506
CorpD (] Name [] CompD [ Name [ 4]
>
4 | —|
v
4] (<] >
pe0s B )G )

FIG. 25



Patent Application Publication Aug. 5,2010 Sheet 20 of 22 US 2010/0199279 A1

Create Demand Job Eniry
Get Testing Email Address
Get Email Arguments

Get List of Affected Clients
Extract Arguments

Extract Attachments &2601
Prepare Email Subject
Prepare Email Body
Append Email Address

Review Email

Email Demand .
Accept Demand

Update Demand Status »>2602
Demand Signed Off

Release Held Client(s) )
Prepare Demand Released Email Body

&2603
Prepare Demand Released Email Subject
Send Demand Released Email )

FIG. 26



Patent Application Publication Aug. 5,2010 Sheet 21 of 22 US 2010/0199279 A1
Nomnalizer
Ty (] Field Name (] Acion (] Kfeats Al Clerts 1 (&
1 1 1 No
\ v
4 NG
\
2701
[ CedeMomelze )  Eathomalzer ) ( DolgNomelzar ) (_ Refist |
% / /
2704 2703 2702
FIG. 27
Client Nomalizer
legiName: | 1\2801
oy 2802
2803 DaieCompetet [ 1
TSt Bld (7]
280 4/-~Act|ons:
Clients Affected: ~ Clients Not Aflcted Clients Afected
oD [ Mame 0 [ {CompD [T Neme 1 jA
2805 >
[v]«
4] (] | [4] >
[ SclclAl ){ DestlectAl] 2806~
A I{ Cénced ]

FIG. 28



Patent Application Publication Aug. 5,2010 Sheet 22 of 22 US 2010/0199279 A1

3001~

Work queue
Ay ] DueDste [ Assinedto[]  OlentComplD (] ClentName [ ] ClentLocafon [ {4
Check Demand Emal
v

4] >

{ Conpllecii | ( ToteAdivty | {Vew ClemDetals) | Reiesh |

FIG. 29
30}06 30}07 30}08
entonr / / |

7/ [
[Legend 7 hPudcinvitotisies Y 0CCOpewitontissies B3 nPudionCCOplewihssies |

L Sus L | ConglD L1 CletName 1 [ CletLcaion (T Sttus (1 [ % Conplee (1 | e Date ({4
k_..__Y_J e —_——
3002 3003 3004 3005
v
(<] »

[ View ClentDetals ) | Refresh |

FIG. 30



US 2010/0199279 Al

USER CONNECTIVITY PROCESS
MANAGEMENT SYSTEM

CROSS-REFERENCE TO RELATED
APPLICATIONS

[0001] This application claims benefit of expired U.S. Pro-
visional Application No. 60/551,436 filed Mar. 9, 2004, and is
a continuation application of U.S. patent application Ser. No.
10/888,923, filed Jul. 9, 2004. The entire disclosures of U.S.
Provisional Patent Application No. 60/551,436 and U.S.
patent application Ser. No. 10/888,923 are incorporated
herein by reference.

FIELD OF THE INVENTION

[0002] This invention relates to a user connectivity process
management system. In particular, this invention relates to a
system for managing the process of providing users with
direct market access for the trading of financial instruments.

BACKGROUND OF THE INVENTION

[0003] Today’s technology is capable of providing direct
access to markets, allowing users to trade financial instru-
ments on their own from almost any location. Access to this
technology is highly demanded, and, therefore, it is important
to quickly and efficiently provide such access to users. How-
ever, providing users with access to systems that provide
direct market access is very complicated, requiring numer-
able steps. Conventionally, these steps have been manually
managed and performed, taking up to six or more months to
complete the task of providing direct market access to users.
With the high state of demand for direct market access, such
delays of six or more months are unacceptable.

SUMMARY OF THE INVENTION

[0004] These problems are solved and a technical advance
is achieved in the art by a system according to the present
invention that manages the process of providing a client
access to a secured service, referred to herein as the “client
connectivity” process or the “CC” process. In the exemplary
embodiment, the secured service is a computer system that
allows the client to trade financial instruments. The process
management system according to the present invention
includes managing execution of tasks that can be automati-
cally executed; delegating tasks that require manual execu-
tion; communicating with entities outside of the process man-
agement system; and handling “demands,” or unexpected
problems that arise in the middle of the client connectivity
process.

[0005] To elaborate, the client connectivity process
includes a series of tasks, both automatic and manual. The
automatic tasks are executed by either the process manage-
ment system or other computers automatically. The manual
tasks are executed by individuals who interface with the pro-
cess management system via a user-interface disclosed
herein. The process management system advances through
the client connectivity process by instructing the pertinent
computers to automatically execute the automatic tasks and
sending messages to the individuals responsible for executing
the manual tasks. The individuals responsible for executing
the manual tasks access the user-interface via a computer and
view such messages in their “activity” list. When the indi-
vidual completes a manual task, the process management
system is notified that the manual task is complete also via the

Aug. 5, 2010

interface. Once a manual task is complete, the process man-
agement system advances to the next task in the client con-
nectivity process.

[0006] As the client connectivity process depends upon
entities external to the process management system, such as
the client and third party network providers, the system also
interfaces with these external entities. For instance, the sys-
tem sends messages to the client regarding connection infor-
mation required to connect to the secured service, and sends
requests to third party networks to initiate client connectivity
through such networks, if necessary.

[0007] Further, the process management system according
to the present invention handles “demands,” or unexpected
problems that arise in the middle of the client connectivity
process. In particular, if a problem occurs during the process,
anindividual enters such problem, or demand, into the system
via the user-interface. The process management system takes
this demand and inserts additional required tasks into the
client connectivity process flow. These additional tasks are
then delegated to the computers and or individuals for execu-
tion as necessary.

BRIEF DESCRIPTION OF THE DRAWINGS

[0008] A more complete understanding of this invention
may be obtained from a consideration of this specification
taken in conjunction with the drawings, in which:

[0009] FIG. 1 illustrates an exemplary computer hardware
arrangement according to an aspect of the present invention;
[0010] FIGS. 2 and 3 illustrate icons used to describe tasks
in the process flows according to the exemplary embodiment
of the invention;

[0011] FIG. 4 illustrates a high level view of the client
connect process flow according to the exemplary embodi-
ment;

[0012] FIG. 5 illustrates the initiation process flow shown
in FIG. 4;
[0013] FIGS. 6 and 7 illustrate the environment set-up pro-

cess flow shown in FIG. 4;

[0014] FIG. 8 illustrates the user acceptance testing process
flow shown in FIG. 4;

[0015] FIG.9 illustrates the production environment set-up
process flow shown in FIG. 4;

[0016] FIG. 10 illustrates the go-live process flow shown in
FIG. 4,
[0017] FIG. 11 illustrates a “Regions” or “Home” page of a

user-interface according to the exemplary embodiment of the
present invention;

[0018] FIG. 12 illustrates a portion of a client page of the
user-interface relating to a “General” tab;

[0019] FIG. 13 illustrates a portion of a client page of the
user-interface relating to a “UAT” tab;

[0020] FIG. 14 illustrates a portion of a client page of the
user-interface relating to a “Production” tab;

[0021] FIG. 15 illustrates a portion of a client page of the
user-interface relating to a “Connection” tab;

[0022] FIG. 16 illustrates a portion of a client page of the
user-interface relating to a “FIX Message” tab;

[0023] FIG. 17 illustrates a portion of a client page of the
user-interface relating to a “Markets” tab;

[0024] FIG. 18 illustrates a portion of a client page of the
user-interface relating to a “Normalizer” tab;

[0025] FIG. 19 illustrates a portion of a client page of the
user-interface relating to a “Demands” tab;
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[0026] FIG. 20 illustrates a portion of a client page of the
user-interface relating to a “Progress” tab;

[0027] FIG. 21 illustrates a portion of a client page of the
user-interface relating to a “Activity” tab;

[0028] FIG. 22 illustrates a “Client Tests” page of the user-
interface, which is accessed from the page of FIG. 12;
[0029] FIG. 23 illustrates a “Test Details” page of the user-
interface, which is accessed from the page of FI1G. 22;
[0030] FIG. 24 illustrates a “Demands” page of the user-
interface, which is accessed from the page of FIG. 11;
[0031] FIG. 25 illustrates a “Creating a Demand” page of
the user-interface, which is accessed from the page of FIG.
24;

[0032] FIG.261llustrates a“Demand Raised” business pro-
cess map that relates to creating a demand as described with
reference to FIG. 25;

[0033] FIG. 27 illustrates a “Normalizer” page of the user-
interface, which is accessed from the page of FIG. 11;
[0034] FIG. 28 illustrates a “Creating a Normalizer” page
of'the user-interface, which is accessed from the page of FIG.
27,

[0035] FIG. 29 illustrates a “Work Queue” page of the
user-interface, which is accessed from the page of FIG. 11;
and

[0036] FIG. 30 illustrates a “Client Monitor” page of the
user-interface, which is accessed from the page of FIG. 11.

DETAILED DESCRIPTION OF THE
EXEMPLARY EMBODIMENT OF THE
INVENTION

1. Exemplary Hardware Arrangement

[0037] The exemplary embodiment of the process manage-
ment system 100 according to the present invention will now
be described in greater detail with reference to FIG. 1. In this
figure, an exemplary hardware arrangement of the process
management system is shown. The process management sys-
tem 100 includes the “client connectivity” system 101, the
“active workflow” system 102, and the database 103. The
client connectivity system 101 includes one or more comput-
ers that gather information pertaining to the client connectiv-
ity process, such as client information, demands, manual task
work queues, connection information, etc. . . ., and store such
information in the database 103. The active workflow system
102 includes one or more computers that manage advance-
ment through the client connectivity process. Accordingly,
the active workflow system 102 communicates with the client
connectivity system 101 to exchange demand information
and manual task queues. As demands arise, the client connec-
tivity system 101 passes them on to the active workflow
system 102, and the workflow system 102 adjusts the task
flow in the client connectivity process accordingly. It should
be noted that although the active workflow system 102 and the
client connectivity system 101 are shown separate, they may
reside on a single computer.

[0038] The active workflow 102 also manages communi-
cation with entities external to the process management sys-
tem. Such entities include one or more computers 104 belong-
ing to what is referred to herein as the “on-boarding team.”
The “on-boarding team” represents one or more individuals
responsible for executing manual tasks in the client connec-
tivity process. The computers 104 of the on-boarding team
operate the user-interface disclosed herein. As manual tasks
arise in the client connectivity process flow, the active work-

Aug. 5, 2010

flow system 102 notifies a computer belonging to one or more
individuals on the on-boarding team 104 responsible for
executing such tasks. The notified individuals view the task
via the user-interface, execute the task, and then notify the
active workflow system 102 of its completion via the user-
interface. Once complete, the workflow system 102 proceeds
to the next task in the process.

[0039] Other external entities include clients 105 that
desire to obtain access to the secured service (not shown). The
workflow 102 communicates with the client 105, notifying
the client of demands, status updates, and connection infor-
mation. External entities also include individuals 106,
referred to herein as the “Firewall Change Request team,” or
“FCR team,” responsible for updating the secured service’s
firewall to accommodate the client 105. The active workflow
system 102 will send a message to the FCR team when the
manual task of updating the firewall is ready for execution.
[0040] Other external entities include individuals 107,
referred to herein as the “Logical Virtual Connection team,”
or “LVC team,” responsible for establishing a L.ogical Virtual
Connection required by some third party networks, if neces-
sary. As with the FCR team, the workflow system 102 will
send a message to the LVC team if and when establishment of
an LVC is required. Additionally, external entities include
Autex 108, which is an exemplary third party network pro-
vider that some clients 105 may use. The worfkflow system
102 will send requests to Autex 108, or other third party
network providers, if any, when establishment of a connec-
tion between the client 105, the third party network, and the
secured service is required.

1.I. Exemplary Client Connectivity Process Flow

[0041] Now, the client connectivity process flow (“CC pro-
cess”) managed by the active workflow system 102 will be
described in more detail with reference to FIGS. 2-10. FIGS.
2 and 3 illustrate the symbols used to describe particular tasks
in the CC process. These symbols appear next to the tasks
described in FIGS. 4-10 and 26. Referring to FIG. 2, “Ordi-
nary Activity” icon 201 denotes a default task type that is
executed manually. Tasks of this default type are normally
carried out by specified useable resources. “Script Activity”
202 denotes a task that executes a series of instructions in a
given language consecutively. Specified usable resources
execute these script tasks either automatically or manually.
“COM Activity” icon 203 denotes a task that calls a COM
object, known in the art, and can be executed automatically or
manually by specified resources.

[0042] “Transactional Activity” 204 denotes a task that
calls a combination of one or more COM objects and is
always executed automatically. “NET Activity” icon 205
denotes a task that calls a NET object. Tasks of this type can
be executed automatically or manually by specified
resources. “Web Service Activity” 206 denotes a web service
task that calls a specific URL and can be executed either
automatically or manually by specified usable resources.
“Create New Job Type Activity” 207 denotes a task that
allows the creation of and insertion of a new task into the CC
process. This task type incorporates flexibility into the CC
process by allowing unanticipated issues, such as demands, to
be addressed on the fly. Create New Job tasks 207 can be
executed automatically or manually by specified resources.
“State Activity Icon” 208 denotes an “Ordinary” type activity
201 that has no specified resources.



US 2010/0199279 Al

[0043] Referring to FIG. 3, “Static Useable Resource
Only” icon 301 denotes a task that is executed manually by a
static resource. A static resource is defined at design time and
cannot be changed at run-time. “Dynamic Useable Resource
Only” icon 302 denotes a task that is executed manually by
dynamically defined resources that can be changed at run-
time. “Dynamic and Static Useable Resource” icon 303
denotes a task that is executed manually by static and
dynamic resources. “Same as Previous Resource” icon 304
denotes a task that is executed manually by resources that
have carried out a selected previous task. Icons 301-304 can
appear in conjunction with any task type, with the exception
of “Transactional” activities 204.

[0044] “Automatic”icon 305 denotes a task that is executed
automatically by the system. This icon may appear in con-
junction with “Script” 202, “COM” 203, and “Create New
Job” 207 type tasks, and always appears in conjunction with
a “Transactional” activity 204. Finally, “Library Activity”
icon 306 denotes a shared task. Library activities can be used
across different subprocesses of the CC process. This icon can
appear in conjunction with any activity type.

[0045] The workflow system 102 instructs automatic
execution of the automatic tasks described by the icons in
FIGS. 2 and 3. When manual tasks arise in the CC process, the
workflow system 102 notifies the appropriate individual(s)
104, 106, and/or 107 via the user interface to execute such
tasks. The workflow system 102 is notified of completion of
the manual tasks via the user interface and then advances the
CC process to the next task.

[0046] Having introduced the meaning of the icons shown
in the figures, the underlying subprocesses of the CC process
will now be described with reference to the process flows
shown in FIGS. 4-10. FIG. 4 represents a high level view of
the entire CC process according to the exemplary embodi-
ment of the present invention. The process flow of FIG. 4 is
referred to as the “main process.” The main process includes
five subprocesses: Initiation 401, described with FIG. 5;
Environment Set-Up 402, described with FIGS. 6 and 7; User
Acceptance Testing (“UAT”) Testing 403, described with
FIG. 8; Production Environment Set-Up 404, described with
FIG. 9; and Go Live 405, described with FIG. 10. Prior to
beginning the subprocesses, email addresses associated with
individuals involved with the CC process may be obtained at
406.

[0047] The first subprocess of FIG. 4 is initiation 401,
which will now be described in detail with reference to FIG.
5. The initiation process 401 includes tasks focusing on
obtaining information necessary to begin the CC process,
such as general client information 501, protocol information,
such as information required to comply with the FIX protocol
502 and 504, and connection information about the client
503. The FIX protocol is the Financial Information eXchange
(FIX) protocol, which is a messaging standard developed
specifically for the real-time electronic exchange of securities
transactions as is known in the art.

[0048] Inthe exemplary embodiment, the tasks 501-504 are
manually performed by individuals on the on-boarding team
104 using the user-interface described below. The active
workflow system 102 delegates manual tasks, such as these,
by sending notifications to the responsible individuals on the
on-boarding team 104, via the user-interface. The workflow
system 102 waits for an indication that the manual tasks are
complete before proceeding to the next task. The information
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input at 501, 502, 503, and 504 is described with reference to
FIGS. 12, 13, 15, and 16, respectively.

[0049] As will be shown, each of the subprocesses of FIG.
4 include a subprocess of resolving outstanding demands. In
the initiation process 401, this subprocess occurs at 505.
When a problem arises during the CC process, an individual
on the on-boarding team 104 raises a demand via the user
interface described below with reference to FIGS. 24-26. In
the subprocess at 505, tasks required to resolve the demand
are delegated to the appropriate individuals on the on-board-
ing team 104 for execution. Once the tasks are complete and
the demand resolved, the CC process exits the demand sub-
process at 505.

[0050] The initiation process 401 also includes status
update tasks and some other preliminary tasks. In particular,
the initiation process 401 includes updating a status of the CC
process to indicate that the initiation process 401 is being
executed at 506. Also, an overall percentage complete of the
CC process is updated periodically when certain tasks are
completed, as shown at 509, for example. Further, the client is
added to amapping table at 507 stored in the database 103 that
includes a list of all clients involved in the CC process. Addi-
tionally, the initiation process 401 includes adding a set of
tests at 508 to the database 103 that must be performed to
ensure proper connectivity for the client. Client tests are
described in more detail with respect to FIGS. 22 and 23.
[0051] After completing the initiation process 401, the
environment set-up process 402 begins, which is shown with
FIGS. 6 and 7. The environment set-up process 402 prepares
the appropriate connection parameters, accounts, and third
party networks for connection between the secured service
and the client. The preparations made in the environment
set-up process 402 are a prelude for testing the connection to
the client, which is described below with reference to User
Acceptance Testing and FIG. 8.

[0052] The tasks involved in the environment set-up pro-
cess 402 include setting up the client for access to the Global
Trading Workstation (“GTW”), which is a platform by which
the client will trade financial instruments, and setting up FIX
gateway routing and associated account information at 601.
The tasks at 602 represent recording additional parameters
required for the client to seamlessly communicate via the FIX
protocol, such as normalizers discussed below with reference
to FIGS. 27 and 28. The tasks at 603 pertain to updating the
secured service’s firewall to accommodate the client. Such
tasks include sending a notification to the FCR team 106
requesting that the firewall be adjusted, receiving a notifica-
tion from the FCR team 106 that this manual task has been
completed, and recording the updated port information asso-
ciated with the firewall change.

[0053] Turning now to FIG. 7, which shows the second half
of FIG. 6, the tasks at 701 and 702 pertain to acquiring a test
date at which the client will be able to perform its User
Acceptance Testing to test its connection to the secured ser-
vice. Once a test date is acquired, such information is sent to
the client 105 via a message from the active workflow system
102, as shown at 701. Also, members of the on-boarding team
104 are notified of the test date and associated information via
a message from the active workflow system 102, as shown at
702. In the exemplary embodiment, these members of the
on-boarding team 104 are referred to as the “CC Infrastruc-
ture” team.

[0054] The tasks at 703 determine whether the client uses
TNS, which is an exemplary third party network that requires
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use of a “Logical Virtual Connection.” If the client 105 uses
TNS, a message is sent to the LVC team 107 by the active
workflow system 102 notifying them of their responsibility to
complete the manual task of setting up an LVC.

[0055] The tasks at 704 determine whether the client uses
Autex, another exemplary third party network. If so, a mes-
sage is prepared and sent to the third party network provider,
in this example, Autex 108, by the workflow system 102. The
message requests the third party network provider to adjust
their system to allow connectivity between the client 105 and
the secured service. The tasks at 705 pertain to preparation of
a test plan, which is a manual task, for use in the user accep-
tance testing (“UAT”) process.

[0056] Returning to FIG. 6, after the above-mentioned
tasks have completed, the client 105 is sent a message at 604
containing the connection information required for the client
to connect to secured service for UAT. At 605, outstanding
demands are resolved prior to proceeding to such testing.
[0057] Testing occurs during execution of the UAT testing
process 403 shown in detail in FIG. 8. The UAT testing
process 403 includes preparation of logging functionality 801
to log errors in the testing process and performing internal
testing 802 of client tests identified at 508 in FIG. 5 and
according to the test plan of 705 in FIG. 7. UAT also includes
establishing a connection with the client 105 at 803 so that the
client can perform its user acceptance testing to ensure that
the connection works properly. Once testing is complete, if
the client 105 uses TNS, the LVC is established to such
network at 804. The third party provider of the INS network
is notified of such connection at 805. To complete the UAT
process, outstanding demands are resolved and the status of
the process is updated at 806.

[0058] With UAT testing 403 complete, the CC process
advances to production environment set-up 404, shown in
detail in FIG. 9. The environment set-up process involves
compiling final port information 901 and protocol interface
information 902, and preparing the applications necessary to
allow the client 105 access to the secured service 903. In the
exemplary embodiment, such applications include the global
trading workstation which uses the FIX protocol and allows
the client 105 direct market access to trading financial instru-
ments. The environment set-up process 404 also includes
tasks that notify appropriate individuals at 904 on the on-
boarding team 104 of the client’s impending live connection
to the secured service. In the exemplary embodiment, the
individuals that are notified are referred to as the “production
client connectivity” team, or “PROD CC,” and the “client
connectivity infrastructure” team, or “CC Infrastructure.”” To
complete the production environment set-up process 403,
process statuses are updated and outstanding demands
resolved at 905.

[0059] With the production environment ready, the “Go-
Live” process 405 is executed, as shown in detail with FIG.
10. This process includes tasks pertaining to testing the live
connection to the client, such as executing a dummy live trade
1001, and receiving approval from the appropriate individu-
als to allow the client 105 access to the secured service. Such
approval is shown at 1002, and includes approval from legal
personnel, front office personnel, and operators. Once
approval is received, a message is sent to all involved parties,
including the client 105, indicating that the client now has
access to the secured service at 1003, thereby completing the
CC process.

1II. Exemplary User Interface

[0060] The exemplary user interface for interacting with
the process management system 100 will now be described.
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The exemplary user interface is operated by computers asso-
ciated with individuals on the on-boarding team 104, the FCR
team 106, and the LVC team 107. However, this user interface
may also be operated by the client 105, Autex 108, and any
other individual or entity interested in the CC process.
[0061] Access to the process management system 100 via
the interface is controlled using user names, passwords, and a
series of user types having varying levels of access rights to
the process management system 100. For instance, a particu-
laruser may be associated with an “admin” user type and have
complete read and write access to the process management
system 100. The client 105, on the other hand, may be asso-
ciated with a user type that has read-only access. Members of
the on-boarding team 104 may be associated with an inter-
mediate user type having limited write access and full read
access.

[0062] Once a user enters a valid user name and password,
a home page shown at FIG. 11 is displayed. The home page
includes a navigation bar 1101 having links that, when
selected, take the user to another page and/or perform an
action. The “Admin” link 1102 displays a “User Configura-
tion” page where an admin can add users to or remove users
from the user-interface, or modify the user types associated
with users. The “Log In” link 1103 displays a “Login” page
where the user, or another user, may log in. The “Home” link
1206 brings the user to the home page, which is currently
being described with reference to FIG. 11. The “Client” link
1105 displays the “Client” page illustrated at FIGS. 12-23.
The “Demands” link 1106 brings the user to a “Demands”
page illustrated at FIGS. 24-25. The “Normalizer” link 1107
displays a “Normalizer” page illustrated at FIGS. 27-28. The
“Vendor” link 1108 displays a ““Vendor” page where the user
can add, remove, or modify vendor information. The “Work
queue” link 1109 brings the user to a “Work queue” page
illustrated at FIG. 29, and the “Reports” link 1110 displays a
“Reports” page where the user can run reports displaying
information pertaining to the CC process. The “Client
Search” link 1111 displays a “Client Search” page where the
user can search for particular clients. The “Monitor” link
1112 displays a “Client Monitor” page illustrated at FIG. 30.
And, the “Log Off” link 1113 logs the user off of the user-
interface.

[0063] The “Client” page, accessed by link 1105, will now
be described with reference to FIGS. 12-23. The “Client”
page is used to set up clients or display information relating to
clients. The Client page includes several subpages which can
be accessed by clicking on tabs 1200 at the top of the Client
page (FIG. 12). To create a new client, the user inputs the
information required on each of these subpages and then click
ona “Submit” button (1201, for example). After selecting the
submit button 1201, the client information is sent to the
project management system 100 via the client connectivity
system 101. If all of the necessary information has been
entered, the new client is created and a new client connect
process is initiated for that client (FIG. 4).

[0064] Each ofthe tabs 1200 of the Client page will now be
described by first referring to FIG. 12. In FIG. 12, the “Gen-
eral” tab 1202 is currently selected. The “General” tab 1202
displays a form containing general client information, such as
company identifiers for the client 1203, client contact infor-
mation 1204, other contact information 1205, client status
information 1206, and key event dates pertaining to the CC
process 1207. The task of inputting this information is shown
at 501 in FIG. 5.
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[0065] Turning now to FIG. 13, the UAT Tab 1301 on the
client page will be described. The UAT tab 1301 provides
information relating to the FIX details associated with the
client at issue for use in the User Acceptance Testing envi-
ronment. These details describe parameters of the client’s
system to facilitate communication using the FIX protocol.
The task of inputting this information is shown at 502 in FIG.
5

[0066] The “Production” tab 1401 will now be described
with reference to FIG. 14. This tab provides the same infor-
mation as the UAT Tab 1301, except that the information in
the “Production” tab 1501 relates to the production environ-
ment.

[0067] FIG. 15 illustrates the “Connection” tab 1501. The
connection tab 1501 provides information relating to the cli-
ent’s communication connection, such as IP addresses 1502,
network connection types 1503, ports 1504, and encryption
types 1505. This information is input at 503 in FIG. 5.

[0068] FIG. 16 illustrates the “FIX Message™ tab 1601 that
provides information relating to the particular parameters
associated with the client’s FIX message usage when con-
ducting trades, such as session layer information 1602, ses-
sion and application exceptions 1603, order status 1604,
order types 1605, and currency 1606.

[0069] FIG. 17 illustrates the “Markets” tab 1701, which
allows the user to select, among other things, trading regions
1702 where the client will be trading financial instruments via
the secured service. Exemplary regions include EMEA (i.e.,
Europe, the Middle East, and Asia), the United States, Latin
America, Japan, Hong Kong, and Australia. The notes tab
1703 allows the user to enter any miscellaneous information
regarding the CC process. Also from the notes tab 1703, the
user can set up reminders that prompt the workflow system
102 to send messages to particular users of the user interface
at particular times.

[0070] FIG. 18 illustrates the “Normalizer” tab 1801, that
when selected, displays a form pertaining to message trans-
lations. Because the client’s system may not communicate in
the same manner that the secured service communicates,
messages from the client system to the secured service, and
vice versa, may need to have translation functions applied to
them. The translation functions, or normalizers, act as an
interface between the client system 105 and the secured ser-
vice allowing them to communicate with each other in a
format understandable by both sides. The form shown in FIG.
18 allows the user to view existing normalizers, which are
listed in the window 1802. Entry of new normalizers is dis-
cussed below with reference to FIGS. 27 and 28.

[0071] FIG. 19 illustrates the “Demands” tab 1901 that,
when selected, displays a form allowing the user to view a list
of outstanding demands. Existing demands are displayed in
row format in the window 1902. The user can view more
details of a particular demand by selecting an existing
demand in the window and then selecting the “View
Demand” button 1903. Entry of new demands is discussed in
more detail with reference to FIGS. 24-26.

[0072] Ifthe currentuser has assigned tasks to complete for
this client, two additional tabs are displayed on the Client
page. With reference to FIGS. 20 and 21, the two additional
tabs are the “Progress™ tab 2001 and the “Activity” tab 2101.
The “Progress™ tab 2001, when selected, displays the CC
process flow (FIGS. 4-10) and indicates the current status of
the process by highlighting tasks that have been completed.
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[0073] The “Activity” tab 2101 in FIG. 21, when selected,
provides information about any manual tasks that have been
assigned to the user by the workflow system 102. For
example, if the current user has been assigned the task “setup
client in production GTW,” shown at 906 in FIG. 9, such task
is shown at 2102 in FIG. 22 informing the user that he or she
is responsible for completing the task. Once the task is com-
plete, the user selects the “Complete Activity” button 2103.
Selecting this button notifies the active workflow system 102
that the task is complete, so that processing can advance to the
next task in the CC process, which in this example is “update
percent complete” 907 in FIG. 9.

[0074] The user interface pertaining to client tests will now
be described. Referring back to FIG. 12, when the “Client
Tests” button 1208 is selected, the “Client Tests” dialog box
illustrated in FIG. 22 is displayed. The dialog box of FIG. 22
lists all of the existing Client Tests to be executed at 802 in
FIG. 8. The tests are listed row-by-row in window 2201.
Information displayed for each test includes a test identifier, a
status of the test, such as “run” or “not run,” a run date and
time, and the number of attempts that have been made to
complete the test.

[0075] When the user selects one of the tests in the window
2201, a““Test Details” form is displayed, as illustrated in FIG.
23. The user may view and/or edit test details including a
description of the test 2301, the tasks involved in completing
the tests and their order of execution 2302, result details 2303,
number of attempts made 2304, and whether the test passed or
failed 2305.

[0076] Having completed the description of the “Client”
page, which is accessed by selecting the “Client” link 1105
(FIG. 11), the “demands” page will now be described. The
demands page is accessed by selecting the “demands” link
1106 (FIG. 11) from the navigation bar 1101. The demands
page is illustrated with FIG. 24, from which the user can view,
create, edit, and delete demands. Existing demands are listed
row-by-row in the window 2401.

[0077] A demand may be deleted by selecting a demand
and then selecting the “Delete Demand” button 2402. A
demand may be edited by selecting a demand and then select-
ing the “Edit Demand” button 2403. And, a demand may be
created by selecting the “Create Demand” button 2404.
[0078] When selecting either the “Edit Demand” button
2403 or the “Create Demand” button 2404, the “Client
Demand” page illustrated with FIG. 25 is displayed. If the
“Edit Demand” button 2403 is selected, the “Client Demand”
page is shown filled with the information pertaining to the
selected demand. If the “Create Demand” button 2404 is
selected, a new “Client Demand” page is displayed.

[0079] The “Client Demand” page is a form that allows the
user to view and/or enter information about a demand, includ-
ing a description of the demand 2501, impacts of the demand
2502, the demand priority 2503, a status of the demand 2504,
manual workarounds 2505, and clients affected by the
demand 2506. The user may also attach documents 2507 to
the demand. After the user enters the information in the “Cli-
ent Demand” page, the user selects the “Add/Save” button
2508 to complete the creation of the new demand or accept
the changes made to an existing demand.

[0080] Once a demand has been created an instance of a
Demand Raised subprocess is created, as illustrated in FIG.
26. This subprocess notifies responsible individuals on the
on-boarding team 104, as shown at 2601, obtains approval of
the demand from particular individuals on the on-boarding
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team 104, as shown at 2602, and releases the demand at 2603,
when approved. Release of the demand means that the work-
flow system 102 modifies the CC process to include the tasks
associated with resolving the demand. The manual tasks
required to resolve the demand are delegated to the appropri-
ate individuals on the on-boarding team 104, FCR team 106,
or LVC team 107 as previously discussed. The workflow
system 102 ensures that these tasks have been completed
when the demands outstanding subprocess occurs, such as at
505 in FIG. 5.

[0081] Havingconcluded the description ofthe “Demands”
page, which is accessible via the “Demands” link 1106 in
FIG. 11, the “Normalize” page will now be described. The
“Normalizer” page is accessible via the “Normalizer” link
1107 shown in FIG. 11. Once this link is selected, the “Nor-
malizer” page is displayed, which is illustrated with FIG. 27.
The “Normalizer” page allows the user to view, edit, create,
and delete normalizers.

[0082] Existing normalizers are displayed in the window
2701 in row format. A normalizer may be deleted by selecting
anormalizer and then selecting the “Delete Normalizer” but-
ton 2702. A normalizer may be edited by selecting a normal-
izer and then selecting the “Edit Normalizer” button 2703. A
normalizer may be created by selecting the “Create Normal-
izer” button 2704.

[0083] By selecting either the “Edit Normalizer” button
2703 or the “Create Normalizer” button 2704, the “Client
Normalizer” page is displayed, which is illustrated with FIG.
28. On this page, the user may view and/or enter data pertain-
ing to the normalizer including the name of the field that
requires data translation 2801, a FIX tag name of the affected
field 2802, the status of the normalizer 2803, such as “build,”
the actions involved in executing the normalizer 2804, and the
clients affected by the normalizer 2805. Once the information
has been entered, the user may select the “Add/Save” button
2806 to complete the changes. Any changes to the normaliz-
ers are recorded during the CC process, as shown for
example, at 602 in FIG. 6.

[0084] Having completed the description of the “Normal-
izer” page, which is accessed from the “Normalizer” link
1107 shown in FIG. 11, the “Work queue” page will be
described, which is accessed via the “Work queue” link 1109.
The “Work queue” page is illustrated with FIG. 29. This page
displays a list of activities that need to be completed for a
particular client 105. Contrary to the “Activity” tab described
with reference to FI1G. 21, the “Work queue” page displays all
outstanding manual tasks for a particular client, instead of just
the tasks assigned to a particular user. From the “Work
Queue” page, the user can take on an assigned activity by
selecting button “Take Activity” 2901, and/or can mark an
activity as complete by selecting button “Complete Activity”
2902. By allowing the user to take on someone else’s task,
work loads can be managed on the fly in a simple manner.
When a user takes on someone else’s task, such task shows up
on his or her “Activity” form (FIG. 21).

[0085] Having completed the description of the “Work
queue” page, the “Client Monitor” page will be described,
which is accessed via the “Monitor” link 1112 illustrated with
FIG. 11. The “Client Monitor” page, illustrated with FIG. 30,
displays all clients for the selected region and their status. The
information that is displayed for each client includes a color-
coded status 3001, a client name 3002, a text based status
3003, a percentage complete 3004, and an expected CC pro-
cess completion date 3005. Although the color-coded status
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3001 can use any number of colors to represent any sort of
status, the exemplary embodiment uses three colors to indi-
cate three different statuses. A first color 3006 indicates that
the client connect process is in production without outstand-
ing issues or demands. A second color 3007 indicates that the
process is in a subprocess other than production without
issues or demands. And, a third color 3008 indicates that there
are outstanding issues or demands in the client connect pro-
cess. In the exemplary embodiment, the first color is green,
the second color is yellow, and the third color is red.

[0086] The status field 3003 displays the client status that
was discussed with respect to the process maps in FIGS. 4-10
(506 in FIG. 5, for example.) The percent complete field 3004
displays the percent complete that was also discussed with
respect to FIGS. 4-10 (509 in FIG. 5, for example.)

[0087] It is to be understood that the above-described
embodiment is merely illustrative of the present invention and
that many variations of the above-described embodiment can
be devised by one skilled in the art without departing from the
scope of the invention. It is therefore intended that such
variations be included within the scope of the following
claims and their equivalents.

What is claimed is:

1. A system for providing access to a secured service, the
system comprising:

a computer-readable memory storing a process flow com-
prising a plurality of tasks associated with providing
access to the secured service, the plurality of tasks com-
prising automatic tasks and at least one manual task;

a manual task computer associated with an individual
responsible for executing the manual task;

a process management system communicatively con-
nected to the computer-readable memory and the
manual task computer, the process management system
advancing through the plurality of tasks in the process
flow by performing actions comprising:

(1) instructing automatic execution of a first automatic
task when due for execution,

(ii) transmitting, after the execution of the first automatic
task, a message to the manual task computer indicat-
ing that the manual task is due for execution, and

(iii) receiving, prior to advancing to a second automatic
task, an indication from the manual task computer that
the manual task is complete; and

a demand creation computer that transmits a demand to the
process management system while the process manage-
ment system is advancing through the plurality of tasks
in the process flow, the demand indicating a problem
encountered while creating a connection with the
secured service that must be rectified to provide access
to the secured service, wherein the process management
system performs actions further comprising:

(1) receiving the demand from the demand creation com-
puter, and

(ii) inserting a new task into the process flow, the new
task associated with rectifying the problem.

2. The system of claim 1 wherein the secured service is
provided by a computer system that allows trading of finan-
cial instruments.

3. The system of claim 1, wherein the new task is a new
manual task, and the system further comprises:

a second manual task computer associated with an indi-

vidual responsible for executing the new manual task,

the second manual task computer communicatively con-
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nected to the process management system, wherein the

process management system is programmed to perform

actions further comprising:

transmitting, when the new manual task is due for execu-
tion, a message to the second manual task computer
indicating that the new manual task is due for execu-
tion; and

receiving, prior to advancing the process flow, an indi-
cation from the second manual task computer that the
new manual task is complete.

4. A computer-implemented method for providing access
to a secured service, comprising:

retrieving, from a computer-readable memory, a process

flow comprising a plurality of tasks associated with pro-
viding access to the secured service, the plurality of
tasks comprising automatic tasks and at least one
manual task;

advancing, by a computer, through the plurality of tasks in

the process flow by performing actions comprising:

instructing automatic execution of a first automatic task
when due for execution,

transmitting, after the execution of the first automatic
task, a message to a manual task computer associated
with an individual responsible for executing the
manual task indicating that the manual task is due for
execution,

receiving prior to advancing to a second automatic task,
an indication from the manual task computer that the
manual task is complete,

receiving a demand indicating a problem encountered
while creating a connection with the secured service
that must be rectified to provide access to the secured
service, and

inserting into the process flow, a new task associated
with rectifying the problem.

5. The computer-implemented method of claim 4 wherein
the secured service is provided by a computer system that
allows trading of financial instruments.

6. The computer-implemented method of claim 4, wherein
the new task is a new manual task, further comprising:
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transmitting, when the new manual task is due for execu-
tion, a message to a second manual task computer indi-
cating that the new manual task is due for execution; and

receiving, prior to advancing the process flow, an indica-
tion from the second manual task computer that the new
manual task is complete.

7. A method for providing a client access to a secured
service, the method comprising:

transmitting a first message from a computer system to

instruct the secured service to configure a firewall asso-
ciated with the secured service, wherein the firewall
allows a connection to be established between the
secured service and the client;

receiving, with the computer system, notification that the

firewall has been configured;

requesting a connection be established between the

secured service and the client by transmitting a second
message from the computer system to the client, wherein
the second message contains client connection informa-
tion;

receiving, with the computer system, an indication that the

connection has been established between the secured
service and the client;

requesting that the connection be tested by transmitting a

third message to the client from the computer system;
receiving, with the computer system, an indication that the
connection has been manually tested by the client; and
transmitting a notification indicating that client access to
the secured service has been established.

8. The method of claim 7 wherein the secured service is
provided by a computer system that allows the client to trade
financial instruments.

9. The method of claim 8 further comprising:

requesting protocol information by transmitting a fourth

message from the computer system; and

receiving, with the computer system, the protocol informa-

tion.

10. The method of claim 9 wherein the protocol informa-
tion pertains to the FIX protocol.
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