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Abstract

Systems and methods are disclosed for detecting mobile devices. In one implementation, a system includes a web server. The web server receives mobile device detection strings from a DNS server in response to a DNS request and stores the mobile device detection strings on the server. The web server uses the mobile device detection strings to determine if a client device making a request to the web server is a mobile device. The web server may determine if the client device is a mobile device by comparing a user agent string in the request to the mobile device detection strings. The web server may determine whether the client device is a mobile device before sending the client device's request to any server-side scripts stored at the web server.
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SYSTEMS, APPARATUS, AND METHODS FOR MOBILE DEVICE DETECTION

TECHNICAL FIELD

[0001] Disclosed embodiments relate generally to detecting device types of client devices making HTTP requests. More specifically, disclosed embodiments relate to determining whether a client making an HTTP request is a mobile device.

BACKGROUND

[0002] Devices used to surf the web come in all shapes and sizes. Because of the development of wireless and cellular networks, many people use mobile devices, e.g., cell phones, personal digital assistants (PDAs), smart phones, tablets, etc., to access websites over the Internet. However, the physical characteristics and technical capabilities may vary among mobile devices and between mobile devices and traditional computers, such as desktops or laptops. Because of these differences, a website that is meant to be displayed on a desktop or laptop may be difficult or impossible to view on a PDA or smartphone. Thus, some organizations offer mobile versions of their websites that are altered to display properly on a mobile device. For example, an organization with a website hosted at the domain name, "example.com," may have a mobile version of the same website hosted at the domain name, "m.example.com." HTTP requests made to the m.example.com may be served with simplified versions of web pages designed to render appropriately on mobile devices.

[0003] However, mobile device users may not know or bother to request mobile versions of websites by entering mobile-specific domain names on their mobile devices, but instead may enter more familiar, general website domain names. Thus, it may be beneficial for owners of websites to be able to automatically detect when a user is making a request from a mobile device in order to automatically provide the user with a mobile version of the website.

[0004] One way of determining whether a user is accessing a website using a mobile device is by examining a user agent string. Specifically, when a client makes an HTTP request, the HTTP request may include a "User-Agent" field as an HTTP header. The User-Agent field may identify, for example, the type of device and/or browser that the client is using. Then, one or more server-side scripts to which the HTTP request object is passed from the web server application may compare the User-Agent field to a list of user agent strings typically associated with mobile devices to determine if the device is a mobile device. For example, databases such as the Wireless Universal Resource File (WURFL) contain listings of user agent strings associated with various devices, as well as the capabilities of such devices. Server-side scripts may make use of such databases to determine whether a given HTTP request originates from a mobile device by comparing the User-Agent field of the HTTP request with one or more user agent strings of the database. However, in order to ensure comprehensiveness across all or nearly all known devices, such databases may be enormous, making the comparison resource-intensive for server-side scripts. Moreover, it may be necessary to continually update such databases to ensure that they account for all mobile devices, as new user agent strings or mobile devices arise.

[0005] Traditionally, server-side scripts perform any mobile device detection. When a web server hosting a website receives an HTTP request, the web server application handles basic HTTP operations, constructs an HTTP request object, and then forwards the HTTP request object to any server-side scripts responsible for dynamically rendering the web pages on the website. It is these server-side scripts that typically are responsible for comparing the User-Agent field of the HTTP request to the entries in the WURFL or other database. Thus, the HTTP request must undergo significant processing before it is even known whether the client is a mobile device. Therefore, there is a need for systems and methods of enabling a web server to quickly determine whether an HTTP request originates from a mobile device before the HTTP request undergoes significant processing or forwarding to any server-side scripts. There is also a need for systems and methods of mobile device detection that obviate the need to search through large user agent string databases to determine whether an HTTP request originates from a mobile device and that enable may be easily and frequently updated to account for new devices or user agent strings without significant processing or memory overhead.

SUMMARY

[0006] Systems and methods consistent with disclosed embodiments include a web server may send a DNS request to a DNS server for one or more mobile device detection strings. The web server may receive a DNS response from the DNS server that includes one or more mobile device detection strings and may store the mobile device detection strings into memory. The web server may also receive an HTTP request from a client device, and may determine whether the client device is a mobile device by comparing a characteristic of the client device to one or more of the mobile device detection strings.

[0007] According to some embodiments, the web server may compare a User-Agent header in the HTTP request the mobile device detection strings to determine whether the client device is a mobile device. The mobile device detection strings may include regular expressions and/or User Agent strings from a database such as the WURFL.

[0008] According to other embodiments, the web server may execute one or more modules in a web server application processing the HTTP request to determine whether the client is a mobile device before the HTTP request is forwarded to any server-side scripts.

[0009] If the web server determines that the client device is a mobile device, the web server may send an HTTP response to the client device instructing a browser of the client device to make a new HTTP request to a URL corresponding to a mobile version of the resource requested by the client, according to some embodiments. According to other embodiments, the web server may modify the HTTP request received from the client device to include header information indicating that the client device is a mobile device and forward the modified HTTP request to server-side scripts associated with servicing the requested resource. The web server may also modify the HTTP request to add information about the device, e.g., screen dimensions, browser type and capabilities, display capabilities, etc. In some of these embodiments, the web server may set an HTTP cookie on the client device to indicate that the client device is a mobile device.

[0010] Additional objects and advantages of disclosed embodiments will be set forth in part in the description that
follows, and in part will be obvious from the description, or may be learned by practice of the disclosed embodiments. The objects and advantages of the disclosed embodiments will be realized and attained by means of the elements and combinations particularly pointed out in the appended claims. It is to be understood that both the foregoing general description and the following detailed description are exemplary and explanatory only and are not restrictive of the disclosed embodiments, as claimed.

BRIEF DESCRIPTION OF THE DRAWINGS

[0011] The accompanying drawings, which are incorporated in and constitute a part of this specification, illustrate several embodiments of the invention and together with the description, serve to explain the principles of the disclosed embodiments. In the drawings:
[0012] FIG. 1 is a diagram illustrating an exemplary mobile device detection system that may be used to implement certain disclosed embodiments;
[0013] FIG. 2 is a flow diagram illustrating an exemplary process performed by a web server, consistent with certain disclosed embodiments;
[0014] FIG. 3 is a diagram illustrating an exemplary web server, consistent with certain disclosed embodiments;
[0015] FIG. 4 is an exemplary interface for modifying a mobile domain database, consistent with certain disclosed embodiments;
[0016] FIG. 5 is a flow diagram of a process for detecting mobile devices, consistent with certain disclosed embodiments; and
[0017] FIG. 6 is a flow diagram of a process for detecting mobile devices, consistent with certain disclosed embodiments.

DETAILED DESCRIPTION OF THE EMBODIMENTS

[0018] Reference will now be made in detail to exemplary disclosed embodiments, examples of which are illustrated in the accompanying drawings. Wherever possible, the same reference numbers will be used throughout the drawings to refer to the same or like parts. While several exemplary embodiments and features of the invention are described herein, modifications, adaptations, and other implementations are possible, without departing from the spirit and scope of the invention. Accordingly, the following detailed description does not limit the invention. Instead, the proper scope of the invention is defined by the appended claims.

[0019] FIG. 1 is a diagram illustrating an exemplary mobile device detection system 100 that may be used to implement disclosed embodiments, including exemplary system components. For example, system 100 may include client device 120, DNS (Domain Name System) server 130, and web server 140 communicatively connected via network 150. However, the components, the number of components, and their arrangement may be varied.

[0020] Client device 120 may be any type of device capable of sending HTTP requests via a network. For example, client device 120 may be a personal computer, such as a laptop or desktop, or may also be a mobile device, such as a cell phone, PDA, smart phone, tablet, etc. Client device 120 may include a processor 121, a memory 122, and a web browser 123 to communicate with DNS server 130 and/or web server 140 via network 150. Client device 120 may include I/O devices (not shown) to enable communication with a user. For example, the I/O devices may include one or more input devices, such as a keyboard, keypad, touch screen, mouse, and the like, that enable client device 120 to receive data from a user, such as web addresses (URLs) for websites that the user would like to view. Further, client device 120 may include I/O devices (not shown) that communicate with one or more output devices, such as a display screen, CRT monitor, LCD monitor, plasma display, printer, speaker devices, and the like, that enable client device 120 to present data to a user. Client device 120 may also include I/O devices (not shown) for communicating with other devices—e.g., via network 150—such as a network interface controller or wireless communications component.

[0021] DNS server 130 may include a processor 131, a memory 132, and a storage 134. Processor 131 may include one or more processing devices, such as a microprocessor from the Pentium™ or Xeon™ family manufactured by Intel™, the Turion™ family manufactured by AMD™, or any other type of processor. Memory 132 may include one or more storage devices configured to store information used by processor 131 to perform certain functions related to disclosed embodiments. For example, memory 132 may store one or more DNS server programs 133 loaded from storage 134 or elsewhere that, when executed, enable DNS server 130 to receive and respond to DNS requests from client or server devices. Storage 134 may include a volatile or non-volatile magnetic, semiconductor, tape, optical, removable, nonremovable, or other type of storage device or computer-readable medium. Storage 134 may store one or more mobile device detection strings 135 that may be used by a web server, such as web server 140, to determine whether a client device making an HTTP request to the web server is a mobile device.

[0022] DNS server programs 133 may enable DNS server 130 to receive requests from clients and web servers for DNS records, such as IP addresses associated with one or more domain names. In one embodiment, DNS server programs 133 may also enable DNS server 130 to receive a request from a web server, such as web server 140, for mobile device detection strings 135 stored in storage 121. In response to the request, DNS server programs 133 may cause DNS server 130 to send a DNS response message to the web server 140, including mobile device detection strings 135. The DNS response message may be sent in the form of a DNS text record (DNS resource record type: TXT), as defined by RFC 1035, for example.

[0023] Web server 140 may include a processor 141, a memory 142, and a storage 143. Processor 141 may include one or more processing devices, such as a microprocessor from the Pentium™ or Xeon™ family manufactured by Intel™, the Turion™ family manufactured by AMD™, or any other type of processor. Memory 142 may include one or more storage devices configured to store information used by processor 141 to perform certain functions related to disclosed embodiments. Storage 143 may include a volatile or non-volatile magnetic, semiconductor, tape, optical, removable, nonremovable, or other type of storage device or computer-readable medium and may contain data used to display individual web pages. Web server 140 will be described in greater detail below with regard to FIG. 3.

[0024] Client device 120 may communicate with one or more DNS servers, such as DNS server 130, via network 150 to resolve IP addresses corresponding to various domain names or URLs requested by browser 123. For example, a
user at client device 120 may enter “example.com” into an address box in browser 123. Client device 120 may send DNS queries to one or more DNS servers, such as DNS server 130, to request the IP address assigned to example.com. In response to the DNS request, DNS server 130 may send a DNS response to client device 120 that includes the IP address corresponding to example.com.

If example.com is being hosted on web server 140, client device 120 may send an HTTP request to web server 140 using the IP address resolved by the DNS query. In response to the HTTP request, web server 140 may send data used to display a web page to client device 120, such as textual data in the form of HyperText Markup Language (“HTML”). In some embodiments, web server 140 may determine whether client device 120 is a mobile device based on the HTTP request. For example, web server 140 may analyze the User-Agent header of the HTTP request to determine whether client device 120 is a mobile device. Web server 140 may then determine whether it has a mobile version of the web page being requested by client device 120. If a mobile version exists, web server 140 may process the HTTP request differently based on this determination. The processes of detecting a mobile device and processing the HTTP request are discussed in greater detail below.

Web server 140 may also communicate with DNS server 130 via network 150. For example, web server 140 may send a request to DNS server 130. The request may include a request for one or more mobile device detection strings 135 that are stored on or accessible to DNS server 130. In response to the request, DNS server 130 may send one or more mobile device detection strings 135 to web server 140. In some embodiments, web server 140 may make a request to DNS server 130 in the form of a DNS request, and DNS server 130 may respond in the form of a DNS response message, such as in a DNS text record. Web server 140 may store one or more mobile device detection strings 135 and may use such strings to determine whether a client device making an HTTP request is a mobile device. For example, web server 140 may compare the User-Agent header of an HTTP request from client device 120 to mobile device detection strings 135 to determine whether client device 120 is a mobile device.

In some embodiments, the mobile device detection strings 135 stored in DNS server 130 may be updated as new devices come to market, as device capabilities change, etc. In certain embodiments, DNS server 130 may automatically generate DNS text record messages and send them to web server 140 so that web server 140 can update the mobile device detection strings. In other embodiments, web server 140 may send a request for the updated mobile device detection strings 135 at various times, e.g., after receiving notice that mobile device detection strings 135 have been updated, at specified time intervals such as every day, week, month, etc.

Those skilled in the art will appreciate that client device 120 need not resolve the requested IP address through the same DNS server 130 that provides web server 140 with mobile device detection strings 135.

FIG. 2 is a flow diagram illustrating an exemplary process 200 performed by web server 140, consistent with certain disclosed embodiments. In particular, FIG. 2 depicts a process, from a high-level view, by which web server 140 may interact with DNS server 130 to receive and store mobile device detection strings 135, which may be used to determine whether client device 120 is a mobile device. In certain embodiments, process 200 may be performed by one or more programs loaded into memory 142.

In step 210, web server 140 may send a DNS request to a DNS server. The DNS request sent by web server 140 may be for DNS text records, including mobile device detection strings stored in the DNS server. One or more programs loaded into memory 142 may include a domain address for the DNS text records. Web server 140 may send the DNS request to the DNS server corresponding to the domain address provided by the program. For example, if DNS server 130 is storing mobile device detection strings 135, the domain address may correspond to DNS server 130.

In step 220, web server 140 may receive a DNS response from the DNS server. The DNS response received by web server 140 may include DNS text records that include one or more mobile device detection strings 135 stored in the DNS server.

In step 230, web server 140 may store the mobile device detection strings that were included in the DNS response received from the DNS server in step 220. For example, web server 140 may store the mobile device detection strings in storage 143 and/or memory 142.

In step 240, web server 140 may use one or more of the stored mobile device detection strings to determine if a client device making an HTTP request to web server 140 is a mobile device. In some embodiments, web server 140 may compare the User-Agent header of the HTTP request to one or more of the stored mobile device detection strings to determine whether the requesting client device is a mobile device. This step will be described in greater detail below.

FIG. 3 is a diagram illustrating an exemplary web server 140, consistent with certain disclosed embodiments. As discussed above with regard to FIG. 1, web server 140 may include processor 141, memory 142, and storage 143. In some embodiments, storage 143 may store data used to display web pages. For example, storage 143 may store web page content (not shown) such as text, images, videos, etc. Storage 143 may also store data related to mobile device detection that may be accessed by one or more programs loaded into memory 142. For example, storage 143 may store mobile device detection strings 147. In some embodiments, mobile device detection strings 147 may include some or all of the mobile device detection strings 135 received from a DNS server in response to a DNS request. Mobile device detection strings 147 may include or be derived from one or more User Agent strings from a database such as the Wireless Universal Resource File (WURFL). In certain embodiments, mobile device detection strings 147 may include regular expressions that can be compared to the client device’s User-Agent header to determine if the client device is a mobile device. In other embodiments, mobile device detection strings 147 may include one or more User Agent strings from a database such as the WURFL.

Storage 143 may also maintain mobile domains database 148 of web pages that are hosted by web server 140 as well as an indication of which of the web pages include a corresponding mobile version of the web page. Mobile device detection module 145, discussed in greater detail below, may access mobile domains database 148 to determine if a hosted web page has a corresponding mobile version. Mobile domains database 148 may be modified as capabilities of the hosted web pages change. For example, an administrator of web server 140 may modify mobile domains database 148 to indicate that a hosted web page, “example.com,” which pre-
viously did not have a mobile version, now has a mobile version, “m.example.com.” In some embodiments, the web page owner may be able to modify mobile domains database 148 for the web page that the owner owns.

[0036] Memory 142 may include one or more programs loaded from storage 143 or elsewhere that, when executed, perform various procedures, operations, or processes consistent with disclosed embodiments. Memory 142 may include a web server program 144 that enables web server 140 to receive and service HTTP requests for web pages of the websites that it hosts. For example, web server program 144 may be a web server application such as Apache or Microsoft IIS.

[0037] Web server program 144 may include a mobile device detection module 145 that enables web server program 144 to determine if a client device making an HTTP request to web server 140 is a mobile device. For example, the Apache HTTP server software provides several “hooks” that allow custom-written programs to intercept and modify an HTTP message, as it is processed by the main HTTP server program, using the “mod_perl” library. Mobile device detection module 145 may be a custom-written Apache module that analyzes information in an HTTP request, between two or more phases of the Apache HTTP request-handling sequence, to determine if the client device is a mobile device. This technique allows web server program 144 to determine whether an HTTP request originates from a mobile device early within the request-handling process, before the request object is fully formed or the HTTP environment is populated and before the request object is passed to any server-side scripts or other programs external to web server program 144.

[0038] In some embodiments, mobile device detection module 145 may compare the requested domain in the HTTP request to mobile domains database 148 to determine if the requested domain has a corresponding mobile version. If the requested domain does have a mobile version, mobile device detection module 145 may compare a User-Agent header of the HTTP request to one or more mobile device detection strings 147 stored 143 to determine whether the client device is a mobile device. If the User-Agent header matches one or more of mobile device detection strings 147, mobile device detection module 145 may determine that the client device making the HTTP request is a mobile device. As a result of this detection, mobile device detection module 145 may instruct web server program 144 to take certain actions. For example, web server program 144 may send an HTTP redirect response to the client device, instructing the client device to make a subsequent HTTP request for the mobile version of the web page. Alternatively, web server program 144 may construct or modify the HTTP request object that it passes to any server-side scripts to indicate that the client device is a mobile device.

[0039] Memory 142 may also include one or more server-side scripts 146 that may interact with web server program 144 and/or mobile device detection module 145 to generate web pages being hosted by web server 140. For example, web server program 144 may process and forward the HTTP requests received at web server 140 to the appropriate server-side script 146 associated with the requested URL or domain. As discussed above, if mobile device detection module 145 determines that the client device making an HTTP request to web server 140 is a mobile device, it may direct web server program 144 to issue an HTTP redirect, such as 301 Redirect, or may construct or modify an HTTP header in the HTTP request object to inform server-side scripts 146 that the client device is a mobile device.

[0040] In particular, web server program 144 may send an HTTP redirect to the client device that instructs the client to make a second HTTP request to a URL associated with a mobile version of the webpage originally requested by the client. The URL associated with the mobile version of the webpage originally requested by the client may be served by one or more server-side scripts 146, or may be a simple static HTML page. In any event, all clients who make HTTP requests to the mobile version URL may be served mobile versions of webpages without the need for any analysis by server-side scripts as to whether particular clients are mobile devices.

[0041] In other embodiments, web server program 144 may construct or modify an HTTP header of the HTTP request object to indicate that the client device is a mobile device, and the modified HTTP request may be sent to one or more server-side scripts 146 for serving the originally requested website. In this case, the server-side scripts 146 will be able to recognize, without analysis of the User-Agent header, that the client device is a mobile device based on the modified HTTP header and process the request accordingly.

[0042] In some embodiments, a server-side script 146 may specifically format the web page for a mobile device. In other embodiments, the server-side script may forward the request to another server-side script associated with the mobile version of the web page. In either of these embodiments, however, the server-side script does not need to perform any analysis of the User-Agent header to determine if the device is mobile, because it has already been performed before the HTTP request was forwarded to the server-side script.

[0043] FIG. 4 is an exemplary interface 400 for modifying mobile domains database 148, consistent with certain disclosed embodiments. An administrator of web server 140 may interact with interface 400 to indicate which web pages, websites, or domains hosted by web server 140 have corresponding mobile versions. Similarly, an owner of web pages hosted on web server 140 may also interact with interface 400 to indicate which of the web pages owned by the owner have corresponding mobile versions.

[0044] Exemplary interface 400 includes a listing of domains 410, mobile indicators 420, and mobile domain fields 430 for each domain. In embodiments where the administrator of web server 140 interacts with interface 400, domains 410 may include all of the domains hosted by web server 140. Similarly, in embodiments where the owner of web pages hosted on web server 140 interacts with interface 400, domains 410 may include all of the domains owned by the owner.

[0045] If one of domains 410, such as domain 410a, “example.com,” has a corresponding mobile version, the administrator may select mobile indicator 420a corresponding to domain 410a. The administrator may also enter a mobile domain address 430a, “m.example.com,” as the mobile domain address corresponding to domain 410a. Mobile device detection module 145 may update mobile domains database 148 according to entries made in interface 400. For example, mobile device detection module 145 may update mobile domains database 148 to indicate that domains 410a and 410b have corresponding mobile domains 430a and 430b, respectively, while domains 410c and 410d do not have corresponding mobile domains.
FIG. 5 is a flow diagram of a process 500 for detecting mobile devices, consistent with certain disclosed embodiments. Web server 140 may execute process 500, for example, when a client device sends an HTTP request to web server 140. At step 510, web server 140 may receive data associated with an HTTP request. For example, a client device may send an HTTP request to web server 140 for a web page hosted on web server 140. Web server 140 may receive data associated with the request, such as via the Transmission Control Protocol (TCP). In some embodiments, web server 140 may parse the raw TCP data into an HTTP request.

At step 520, web server 140 determines whether the requested domain has a corresponding mobile version. For example, web server 140 may compare the requested domain in the HTTP request to the domains listed in mobile domains database 148 to determine whether the requested domain has a corresponding mobile version. If, at step 520, web server 140 determines that the requested domain does not have a corresponding mobile version (step 520, N), then in step 530 web server 140 forwards the HTTP request to one or more server-side scripts 146 to allow the HTTP request to be processed by the server-side scripts for the non-mobile version of the website.

If, at step 520, web server 140 determines that the requested domain does have a corresponding mobile version (step 520, Y), then in step 540 web server 140 determines whether the client device that made the HTTP request is a mobile device. For example, web server 140 may compare a User-Agent header of the HTTP request sent by the client device to one or more mobile device detection strings 147 stored in storage 143. If the User-Agent header matches one or more of mobile device detection strings 147, web server 140 may determine that the client device that sent the HTTP request is a mobile device. On the other hand, if the User-Agent header does not match one or more of mobile device detection strings 146, web server 140 may determine that the client device is not a mobile device. If web server 140 determines that the client device is not a mobile device (step 540, N), then at step 550 web server 140 forwards the HTTP request to server-side scripts 146 to allow the HTTP request to be processed by the server-side scripts for the non-mobile version of the website.

If, at step 540, web server 140 determines that the client device is a mobile device (step 540, Y), then, at step 560, web server 140 sends an HTTP response message to the client device instructing a browser of the client device to make a new request for a mobile version of the requested domain. For example, web server 140 may issue an HTTP 301 or 302 redirect to redirect the browser of the client device to a mobile version of the requested domain. In some embodiments, the redirect URL may also be hashed to encapsulate additional information about the mobile device, e.g. display capabilities, browser version, etc. Further, in certain embodiments, web server 140 may also set an HTTP cookie on the client device that indicates the client is a mobile device. By setting a cookie on the client device, for all future requests from that client device, the cookie may indicate to web server 140 that the client is a mobile device, thus obviating the need for either the web server or any server-side scripts to analyze the client’s HTTP request to determine whether the client is a mobile device.

FIG. 6 is a flow diagram of a process 600 for detecting mobile devices, consistent with certain disclosed embodiments. Web server 140 may execute process 600, for example, when a client device sends an HTTP request to web server 140. At step 610, web server 140 may receive data related to an HTTP request. For example, a client device may send an HTTP request to web server 140 for a web page hosted on web server 140. Web server 140 may receive data associated with the request, such as via TCP, and web server 140 may parse the raw TCP data into an HTTP request.

At step 620, web server 140 determines whether the requested domain has a corresponding mobile version. For example, web server 140 may compare the requested domain in the HTTP request to the domains listed in mobile domains database 148 to determine whether the requested domain has a corresponding mobile version. If, at step 620, web server 140 determines that the requested domain does not have a corresponding mobile version (step 620, N), then in step 630 web server 140 forwards the HTTP request to one or more server-side scripts 146 to allow the HTTP request to be processed by the server-side scripts for the non-mobile version of the website.

If, at step 620, web server 140 determines that the requested domain does have a corresponding mobile version (step 620, Y), then in step 640 web server 140 determines whether the client device that made the HTTP request is a mobile device. For example, web server 140 may compare a User-Agent header of the HTTP request sent by the client device to one or more mobile device detection strings 147 stored in storage 143. If the User-Agent header matches one or more of mobile device detection strings 147, web server 140 may determine that the client device that sent the HTTP request is a mobile device. On the other hand, if the User-Agent header does not match one or more of mobile device detection strings 147, web server 140 may determine that the client device is not a mobile device. If web server 140 determines that the client device is not a mobile device (step 640, N), then at step 650 web server 140 forwards the HTTP request to server-side scripts 146 to allow the HTTP request to be processed by the server-side scripts for the non-mobile version of the website.

If, at step 640, web server 140 determines that the client device is a mobile device (step 640, Y), then at step 660 web server 140 modifies the HTTP request received from the client device to include HTTP header information indicating that the HTTP request is from a mobile device. Then, at step 670, web server 140 sends the modified HTTP request to server-side scripts 146. In this manner, any server-side scripts 146 will be able to immediately recognize that the client device is a mobile device based on the modified HTTP header and process the request accordingly. In certain embodiments, web server 140 may also set an HTTP cookie on the client device that indicates the client is a mobile device. Thus, for all future requests from that client, the cookie will indicate to web server 140 and/or server-side scripts 146 that the client is a mobile device, without the need for additional analysis.

In another embodiment, rather than the web server retrieving mobile device detection strings from a DNS or other server only initially or periodically, the web server may consult the DNS server for any individual client HTTP request that is made to the web server. That is, when a given client HTTP request is received at the web server, the web server may send a separate request (HTTP, DNS, or otherwise) to the DNS server, which request may include user agent or other information resident in the client HTTP request, for an indication as to whether the client HTTP request was made by a mobile device. The DNS server, upon
receiving the request from the web server, may use the client information forwarded by the web server to search an internal database, such as a WURFL database, to determine whether the client is a mobile device, and may send back to the web server an indication of whether the client is a mobile device (including potentially further details about the nature of the mobile device, such as its screen dimensions, browser type and capabilities, display capabilities, etc.). This approach may not only enable the web server to avoid having to store any kind of mobile detection string file or database in memory, but also may enable the web server to determine whether the client is a mobile device based on the most recent user agent information available, rather than only the information that comprised the last periodic update received by the web server from the DNS server.

[0055] The foregoing descriptions have been presented for purposes of illustration and description. They are not exhaustive and do not limit the disclosed embodiments to the precise form disclosed. Modifications and variations are possible in light of the above teachings or may be acquired from practicing the disclosed embodiments. For example, the described implementation includes software, but the disclosed embodiments may be implemented as a combination of hardware and software in firmware. Examples of hardware include computing or processing systems, including personal computers, servers, laptops, mainframes, micro-processors, and the like. Additionally, although disclosed aspects are described as being stored in a memory on a computer, one skilled in the art will appreciate that these aspects can also be stored on other types of computer-readable storage devices, such as secondary storage devices, like hard disks, floppy disks, a CD-ROM, USB media, DVD, or other forms of RAM or ROM.

[0056] Other embodiments will be apparent to those skilled in the art from consideration of the specification and practice of the embodiments disclosed herein. The recitations in the claims are to be interpreted broadly based on the language employed in the claims and not limited to examples described in the present specification or during the prosecution of the application, which examples are to be construed non-exclusively. Further, the steps of the disclosed methods may be modified in any manner, including by reordering, combining, separating, inserting, and/or deleting steps. It is intended, therefore, that the specification and examples be considered as exemplary only, with a true scope and spirit being indicated by the following claims and their full scope equivalents.

What is claimed is:

1. A computer-implemented method of detecting mobile devices performed by a web server, the method comprising:
   - sending a DNS request to a DNS server for one or more mobile device detection strings;
   - receiving a DNS response from the DNS server in response to the DNS request, the DNS response including one or more mobile device detection strings;
   - storing the mobile device detection strings included in the DNS response into memory;
   - receiving an HTTP request from a client device for a resource specified, at least in part, by a domain name; and
   - determining whether the client device is a mobile device by comparing a characteristic of the client device to one or more of the mobile device detection strings received from the DNS server.

2. The method of claim 1, wherein determining whether the client device is a mobile device comprises:
   - comparing a User-Agent header in the HTTP request to one or more of the mobile device detection strings;
   - determining that the client device is a mobile device if the User-Agent header matches one or more of the mobile device detection strings.

3. The method of claim 2, wherein determining whether the client device is a mobile device comprises:
   - executing one or more modules in a web server application processing the HTTP request to determine whether the client is a mobile device before the HTTP request is forwarded to any server-side scripts.

4. The method of claim 3, wherein the mobile device detection strings are regular expression strings.

5. The method of claim 3, wherein the mobile device detection strings are user agent string.

6. The method of claim 3, further comprising:
   - sending an HTTP response to the client device instructing a browser of the client device to make a new HTTP request to a URL corresponding to a mobile version of the resource requested by the client.

7. The method of claim 6, further comprising:
   - setting an HTTP cookie on the client device to indicate that the client device is a mobile device.

8. The method of claim 3, further comprising:
   - modifying the HTTP request received from the client device to include header information indicating that the client device is a mobile device; and
   - forwarding the modified HTTP request to server-side scripts associated with servicing the requested resource.

9. The method of claim 8, further comprising:
   - setting an HTTP cookie on the client device describing the capabilities of the client device.

10. A web server configured to determine whether a client device is a mobile device, the web server comprising:
    - a processing system comprising one or more processors; and
    - a memory storing a mobile device detection program including instructions to direct the processing system to perform operations comprising:
      - sending a DNS request to a DNS server for one or more mobile device detection strings;
      - receiving a DNS response from the DNS server in response to the DNS request, the DNS response including one or more mobile device detection strings;
      - storing the mobile device detection strings included in the DNS response into memory;
      - receiving an HTTP request from a client device for a resource specified, at least in part, by a domain name; and
      - determining whether the client device is a mobile device by comparing a characteristic of the client device to one or more of the mobile device detection strings received from the DNS server.
13. The web server of claim 12, wherein determining whether the client device is a mobile device comprises:
comparing a User-Agent header in the HTTP request to one or more of the mobile device detection strings; and
determining that the client device is a mobile device if the User-Agent header matches one or more of the mobile device detection strings.

14. The web server of claim 13, wherein the memory stores one or more server-side scripts corresponding to one or more web pages hosted on the web server, and
determining whether the client device is a mobile device comprises:
executing one or more modules in a web server application processing the HTTP request to determine whether the client is a mobile device before the HTTP request is forwarded to any server-side scripts.

15. The web server of claim 14, wherein the mobile device detection strings are regular expression strings.

16. The web server of claim 14, the operations further comprising:
sending an HTTP response to the client device instructing a browser of the client device to make a new HTTP request to a URL corresponding to a mobile version of the resource requested by the client.

17. The web server of claim 14, the operations further comprising:
modifying the HTTP request received from the client device to include header information indicating that the client is a mobile device; and
forwarding the modified HTTP request to server-side scripts associated with servicing the requested resource.

18. The web server of claim 14, the operations further comprising:
modifying the HTTP request received from the client device to include header information describing one or more capabilities of the client device; and
forwarding the modified HTTP request to server-side scripts associated with servicing the requested resource.

19. A computer-implemented method of detecting mobile devices performed by a web server, the method comprising:
storing mobile device detection strings into memory;
receiving an HTTP request from a client device for a resource specified, at least in part, by a domain name;
comparing a User-Agent header in the HTTP request to one or more of the mobile device detection strings; and
executing one or more modules in a web server application processing the HTTP request to determine whether the client is a mobile device before the HTTP request is forwarded to any server-side scripts.

20. The method of claim 19, further comprising:
sending an HTTP response to the client device instructing a browser of the client device to make a new HTTP request to a URL corresponding to a mobile version of the resource requested by the client.

21. The method of claim 19, further comprising
modifying the HTTP request received from the client device to include header information indicating that the client device is a mobile device; and
forwarding the modified HTTP request to server-side scripts associated with servicing the requested resource.

22. The method of claim 21, further comprising:
setting an HTTP cookie on the client device to indicate that the client device is a mobile device.

23. A computer-implemented method of detecting mobile devices, the method comprising:
sending, by a web server, a DNS request for one or more mobile device detection strings;
sending, by a DNS server, a DNS response to the web server in response to the DNS request, the DNS response including one or more mobile device detection strings;
storing, at the web server, the mobile device detection strings included in the DNS response in memory;
receiving, at the web server, an HTTP request from a client device for a resource specified, at least in part, by a domain name; and
determining, at the web server, whether the client device is a mobile device by comparing a characteristic of the client device to one or more of the mobile device detection strings sent by the DNS server.

24. The method of claim 23, further comprising:
sending, by the DNS server, a DNS text record including one or more updated mobile device detection strings; and
storing, at the web server, the updated mobile device detection strings included in the DNS text record in memory.