A method for conducting a transaction is disclosed. The method includes using a first portable electronic device, and directly transmitting a request for payment to a second portable electronic device through a wireless link. Then, the second portable electronic device transmits an approval of the request for payment to the first portable electronic device. One of the first and the second portable electronic devices then sends the request for payment to a payment hub service. The payment hub service then facilitates the transfer of funds from a payer institution to a payee institution to complete the transaction.
FIG. 2
AUTHENTICATE SELF TO DEVICE 102

INITIATE REQUEST FOR PAYMENT 104

ESTABLISH TRUST BETWEEN DEVICES 106

APPROVE REQUEST FOR PAYMENT 108

PROVIDE PAYER ACCOUNT INFORMATION 110

REQUEST PAYMENT WITH ENCRYPTED INFORMATION 116

PAYMENT RESPONSE WITH AUDIT IDENTIFIERS 118

PROVIDE PAYMENT ADVICE TO PAYER 120

FIG. 3
A number of payment solutions exist. Existing payment solutions include smart cards. A smart card is typically a credit card-sized plastic card that includes an integrated circuit chip. The smart card interfaces with a card reader at a point-of-sale terminal at a merchant. The card reader interface on the card can include contacts, which can contact contacts on the card reader. During operation, signals from the integrated circuit are routed to the contacts on the card which come into physical contact with similar contacts in the card reader device so that the smart card can communicate with the outside world.

While smart cards are desirable, a number of improvements could be made. For example, existing smart card payment applications do not allow a payer to choose an exact source account for providing the payment and do not allow a payee to choose an exact target account for receiving the payment. They also do not allow payers and payees who might not have traditional card reader hardware to conduct financial transactions. For example, one family member may owe a debt to another family member. This transaction would be limited to either a cash or check-type transaction, since the family members would not operate card reader devices like those operated by merchants.

Also, when using a smart card, a payer may initiate a request for payment at a card reader at a point of sale. The card reader then communicates with a remotely located server computer, which approves of the transaction and facilitates subsequent processing to conclude the transaction. Since the initial request for payment and the subsequent acceptance of the initial request for payment require a server computer, a payer and a payee that do not have immediate access to a server computer may not be able to conduct the transaction at any time and at any location. For example, the payer and the payee may be at a location which does not provide for easy access to any computer network, let alone a particular payment server computer.

Embodiments of the invention address the above-noted problems, and other problems, individually and collectively.

SUMMARY OF THE INVENTION

Embodiments of the invention are directed to methods, systems, computer readable media, and portable electronic devices that are useful for conducting transactions.

One embodiment of the invention is directed to a method for conducting a transaction comprising: using a first portable electronic device, directly transmitting a request for payment to a second portable electronic device through a wireless link; receiving approval of the request for payment at the first portable electronic device, wherein the approval is sent directly from the second portable electronic device to the first portable electronic device through the wireless link; and then sending the request for payment to a payment hub service.

Another embodiment of the invention is directed to a method of facilitating a transaction comprising: receiving an approval of a request for payment at a server computer at a payment hub service, wherein the approval of the request for payment was obtained after a first portable electronic device directly transmitted a request for payment to a second portable electronic device through a wireless link, and after the approval of the request was received at the first portable electronic device, wherein the approval was sent directly from the second portable electronic device to the first portable electronic device through the wireless link; and then facilitating payment from a payer’s account to a payee’s account.

Other embodiments of the invention are directed to computer readable media comprising code for performing the above-noted methods.

Other embodiments of the invention are directed to portable electronic devices and server computers.

Embodiments of the invention have a number of advantages. Embodiments of the invention can be used to conduct financial transactions using an existing payments infrastructure and using the computing capabilities in common handheld wireless devices like cell phones or personal digital assistants. Embodiments of the invention can also support the sending and receiving of payments between dissimilar payer and payee payment methods. Payment requests can be submitted to a trusted intermediary capable of brokering between dissimilar payer and payee payment methods. Embodiments of the invention also can also allow payers and payees to specify the exact source and target financial accounts and institutions to be used in conducting a transaction, and can also establish trust between parties.

These and other embodiments of the invention are described below with reference to the Figures and the Detailed Description.
device. The second portable electronic device then receives the request for payment. After receiving the request for payment, the party operating the second portable electronic device transmits an approval of the request for payment to the first portable electronic device through the wireless link.

After the request for acceptance has been initiated and accepted, the request for payment is sent to a payment hub service. Providers of the payment hub service may include entities such as banks or credit card processors. The payment hub service may be remotely located with respect to the portable electronic devices and facilitates the transfer of funds from a payer institution such as a payer bank to a payee institution such as a payee bank. The request for payment may be transmitted to the payment hub service by either the first portable electronic device or the second portable electronic device. Further details regarding preferred embodiments of the invention are provided below.

The various parties that participate in the transaction may have different roles. For example, the roles may include a "payer", a "payee", a "transmitter", an "initiator", and a "recipient". A single person or organization may have more than one role. For example, a payer can also be a transmitter and an initiator in some embodiments.

As used herein, the "payer" is the party that pays value in a transaction. The "payee" is the party that receives value in the transaction. The "transmitter" is the party that communicates the request for payment to the payment hub service. Either the payer or the payee may be the transmitter. The transmitter may have a relationship with the payment hub service.

The "initiator" of the request for payment in the transaction is the party whose portable electronic device (or application residing in the portable electronic device) will begin the transaction by initiating the request for payment. Either the payer or payee may initiate the request. The "recipient" of the request for payment is the party whose portable electronic device (or application residing in the portable electronic device) will receive the initial request for payment. Either the payer or payee may receive the request.

Embodiments of the invention provide for a number of advantages. First, embodiments of the invention can be used for a wide variety of payments between individuals, partnerships or corporations in place of cash or personal checks. For example, embodiments of the invention can be used for traditional purchases from established merchants; or other payments to individuals or groups where cash or checks are most common today. Second, embodiments of the invention also provide the payer with the convenience of paying in an auditable, secure manner. They can decrease risk of loss through theft, and can provide a record of payment date, amount and payee. They can also provide the payee with the security of payments facilitated by trusted institutions, thereby providing for reduced repudiation risk, faster funds availability, and decreased risk of loss through theft.

Embodiments of the invention can be used in any suitable environment including traditional and non-traditional payment settings. For example, they can be used to support payments to traditional bricks-and-mortar and Internet vendors. They can also be used in different ways including, but not limited to: casual purchasing at events such as garage sales; transferring money to a child attending college; repaying personal debts; paying child support; and paying domestic employees such as nannies and gardeners.

Specific embodiments of the invention can be described with reference to FIGS. 1-3. FIG. 1 shows a system 100 which includes a first portable electronic device 12 and a second portable electronic device 14. The first portable electronic device 12 may be operated by a payee while the second portable electronic device 14 may be operated by a payer. Two portable electronic devices 12, 14 are shown for simplicity of illustration. However, it is understood that embodiments of the invention may use more than two portable electronic devices in other embodiments of the invention.

The portable electronic devices 12, 14 may have any suitable characteristics, and may be the same or different. For example, the portable electronic devices may be selected from the group consisting of portable computers, hand-held mobile phones (e.g., cell phones), personal digital assistants, etc., or devices that combine characteristics of these examples. Both portable electronic devices 12, 14 are capable of short range (e.g., line of sight) wireless communication.

In embodiments of the invention, the portable electronic devices 12, 14 may contain digital certificates and cryptogram capabilities that support two-factor authentication and transmission encryption. Security can be established between the portable electronic devices 12, 14, and between at least one of the portable electronic devices 12, 14 and the payment hub service 18. As explained below, software applications residing in the portable electronic devices 12, 14 can provide the desired security. Further details regarding the portable electronic devices 12, 14 are provided below.

The first and second portable electronic devices 12, 14 can communicate through a wireless link 50. The wireless link 50 provides a short range communication channel for the first and second portable electronic devices 12, 14. It may be based on known technologies including infrared, Wi-Fi, and Bluetooth technologies. See "Evaluation of Wireless Techniques for Short Range Communication" by Jonas Söderkuist.

Providing direct wireless communication between the first and second portable electronic devices 12, 14 without an intermediary server computer provides a number of advantages. Because an intermediate server computer is not needed for initial communication between the payer and the payee, embodiments of the invention are more likely to be adopted by more users. First, known servers that act as intermediaries to payers and payees are typically tied to only one type of payment processing system. This limits the number of potential users. For example, if a server computer is operated by the well known company PayPal™, then both the payee and the payer must be affiliated with PayPal™. The payer cannot, for example, transfer funds from the payer's PayPal™ account to the payee's mutual fund account. However, in embodiments of the invention, since initial communication between the payer and the payee does not require a server computer that is tied to only one type of payment processing system, different source and target accounts can be provided by the payer and the payee to conduct the desired transaction. As explained in detail below, the hub service provider 18 may subsequently facilitate the task of transferring the appropriate funds from the selected source account to the selected target account, after the request for payment has been presented to the payee and accepted by the payee. Second, since the payer and the payee do not rely on an intermediary server computer for initial communication, the payer and payee could, but need not have immediate access to a
The first and second portable electronic devices 12, 14 may communicate with a network 16. The network 16 may comprise any suitable wired and/or wireless communication medium. For example, the network 16 may include the Internet.

A payment hub service 18 is in communication with the network 16. At least one of the portable electronic devices 12, 14 is capable of long-range communication, using for example, WiFi, Internet or mobile voice telephone capability, so that communication with the hub service 18 is possible.

The payment hub service 18 may include a server computer. A server computer is typically a powerful computer or cluster of computers. For example, the server computer may be a large mainframe, a minicomputer cluster, or a group of servers functioning as a unit. In one example, the server computer may be a database server coupled to a web server. Moreover, the server computer can behave as a single computer, which services the requests of one or more client computers or portable electronic devices.

The server computer at the payment hub service 18 may include a computer readable medium that may be embodied by one or more data storage devices using any suitable mechanism for data storage. The computer readable medium may have computer code for performing any of the functions of the payment hub service 18. For example, the computer readable medium may comprise code for receiving an approval of a request for payment at a server computer at a payment hub service, where the approval of the request for payment was obtained after a first portable electronic device directly transmitted a request for payment to a second portable electronic device through a wireless link, and after the approval of the request was received at the first portable electronic device, where the approval was sent directly from the second portable electronic device to the first portable electronic device through the wireless link. The computer readable medium may also comprise code for facilitating payment from a payer institution to a payee institution.

At least one of the portable electronic devices 12, 14 can communicate with the remotely located payment hub service 18. The payment hub service 18 communicates with a payer institution 20 such as a payer bank and a payee institution 24 such a payee bank. An optional intermediary 22 may be in communication with the payer institution 20 and the payee institution 24 to help facilitate the transaction. The intermediary 22 could be a credit card processing organization, an ACH (automated clearing house), etc. More than one intermediary 22 may participate in facilitating the transaction. Also, although separate payer and payee institutions are shown, a single payment institution may be used in other embodiments. For example, the payer and the payee may have accounts at the same bank.

FIG. 2 shows a block diagram of some components of a portable electronic device according to an embodiment of the invention. The portable electronic device may include a processor 62 (e.g., a microprocessor) operatively coupled to a memory unit 64 comprising a computer readable medium, one or more input devices 72, a display 70, a wireless transmitter 66, and a wireless receiver 68. The memory unit 64 may comprise one or more memory devices working in association with each other or separately.
payment account information. Account information can be encrypted in the application and may not be stored in the portable electronic device after the transaction ends.

[0045] The software applications residing on the first and second portable electronic devices 12, 14 may be payment method neutral. In other words, the first and second portable electronic devices may not require the payer and the payee to use a particular payment method. For example, although in some embodiments, the software applications in the portable electronic devices 12, 14 may be generalized to support dissimilar payer and payee payment methods. In other embodiments, the portable electronic devices 12, 14 may work in concert with a single service provider such as Visa®.

[0046] Before the transfer of funds takes place, the payer 10 and payee 8 agree on the manner in which information is exchanged between their portable electronic devices 12, 14 through a wireless communication link 50. The communication link 50 may use, for example, WiFi or infrared technology.

[0047] After the payer 10 and the payee 8 agree on the manner in which information is exchanged, the payee 8 uses the first portable electronic device 14 to initiate a request for payment (step 104). The request for payment may include role information, the amount of the payment, and the currency being used. Although the payee 8 initiates the payment request in this example, it is understood that in other embodiments, the payer 10 can alternatively begin the payment process by selecting a “request for payment” in the software application that resides in the payer’s portable electronic device 12, 14. In this alternative embodiment, the second portable electronic device 14 would initiate the request for payment.

[0048] After the payee initiates the request for payment, trust is established between the first and second portable electronic devices 12, 14 (step 106). Put another way, security is established between the portable electronic devices 12, 14 before the payment process can proceed. Each portable electronic device 12, 14 can establish the identity of the other portable electronic device for checking in all subsequent data transmissions. For example, the first portable electronic device establishes a secure connection to the second portable electronic device 14 for checking in all subsequent data transmissions. Establishment of identity is performed using credentials present within the software applications in the first and second portable electronic devices 12, 14 without need for both the first and second portable electronic devices 12, 14 to authenticate to an intermediary such as an intermediary server computer.

[0049] Then, the request for payment is approved by the payer 10 (step 108). The payer’s second portable electronic device 14 receives the request for payment data, and reviews it for acceptability. If the request is acceptable, the payer 10 indicates approval of the requested payment amount and indicates the payer’s role in the transaction using the software application residing on the payer’s second portable electronic device 14. The payer 10 then uses the second portable electronic device 14 to transmit the approval of the request for payment to the payee 8. If the request for payment is not acceptable, then the payer 10 denies the request and the denial is transmitted to the payee 8. If the payment request is acceptable, the payer 10 and payee 8 choose a payment method before the proceeding to the next step in the process. Any suitable type of payment method may be used. For example, the payer 10 may pay the payee 8 using a credit account, a debit account, etc.

[0050] Then, payer 10 account information is provided to the payee 8 (step 110). In this step, the software application residing, for example, on the first portable electronic device 14 collects information from several sources to create a set of data records that will be used with a payment hub service 18 to facilitate the payment. Several data exchanges between first and second portable electronic devices 12, 14 may be required to bring all of the data to the device that will act as the transmitter. In this instance, the transmitter may be the first portable electronic device 14 and the payer 10. The exact data exchange process is determined by the roles being played by the payee 8, payer 10, and the first and second portable electronic devices 12, 14. The software applications residing on the first and second portable electronic devices 12, 14 ensure that they are in constant contact during the transaction process.

[0051] The payment hub service 18 can act as a broker between different payment methods (e.g., credit, debit, and stored value). The payer 10 and payee 8 do not have to use the same payment method to accomplish the transfer. For example, the payer 10 may specify that the source of the funds (including account tokens if necessary) will come from the payer’s debit card account. The payee 8 may specify that the target account for the funds will be the payee’s credit account. If the payee 8 and/or the payer 10 do not want to use their actual financial accounts, proxy accounts may be used by the payee 8 and/or the payer 10.

[0052] Then, the second portable electronic device 14 provides payment audit details to the first portable electronic device 12 (step 112). At the beginning of this step, the payer 8 and the payee 10 confirm the details of the payment again. The software application residing in the second portable electronic device 14 creates an audit record and transmits it to the first portable electronic device 12. This provides a record indicating that a request for payment and approval thereof has occurred between the two portable electronic devices 12, 14. The audit record contains a tracking number that will be used in subsequent payment hub service processing to ensure integrity and auditability. Each software application in each portable electronic device 12, 14 records the tracking number and payment date, time and amount for subsequent display and reconciliation.

[0053] Trust is then established between the payment hub service 18 and the second portable electronic device 14 (step 114). The second portable electronic device 14 may communicate with the payment hub service 18 through a network 16. In some embodiments, both portable electronic devices transmit the request for payment to the payment hub service 18. The transmission may occur shortly after the request for payment has been accepted, or may occur sometime after it has been accepted. Either the payer 10 or payee 8 can transmit the request to the payment hub service 18. In this step, the transmitter (which may be the payer 10 or the payee 8) and the payment hub service 18 establish the security needed for the transmission of payment request data to the payment hub service 18. Establishment of identity will be performed using credentials held within the software application residing in the transmitting portable electronic device and the payment hub service 18, without need for both parties to authenticate to an intermediary. The payment hub service 18 and the
second portable electronic device 14 will be able to establish the identity of each other for checking in all subsequent data transmissions.

[0054] Then, a request payment transaction is performed (step 116). In this step, request payment data is transmitted from the transmitter device to the payment hub service, using the secure network connection and credentials established in the previous step. For example, in FIG. 1, the second portable electronic device 14 may transmit the request payment data to the payment hub service 18. The software application in the second portable electronic device 14 provides a standard set of information needed to complete the transfer, including amount, source account, destination account, tracking number and other information required by the payment hub service 18. The payment hub service 18 evaluates the payment request for acceptability, and communicates the results of the transfer to both the payer 10 and the payee 8.

[0055] Then, a payment transaction audit trail is provided (step 118). The payment hub service 18 provides advice records to the payer 10 and payee 8 account providers for audit and tracking purposes. The advice records may be used for many purposes, including, but not limited to financial reconciliation, risk management, and transaction research.

[0056] After the payment hub service 18 receives the request for payment, the payment hub service 18 transmits advice notification to the payer 10 and the second portable electronic device 14 (step 122). In some embodiments, the payment hub service 18 retains payment transaction records for audit and research. Tracking information supplied by a software application residing on at least one of the portable electronic devices can provide a key for locating audit records.

[0057] The payment hub service 18 can also facilitate the transfer of funds from a payer institution 20 such as a payer bank to the payee institution 24 such as a payee bank by contacting one or more of these institutions. An intermediary 22 such as a credit card organization, an ACH (automated clearing house), etc., may facilitate the transfer of funds from the payer institution 20 to the payee institution 24.

[0058] Embodiments of the invention are not limited to those embodiments specifically described with reference to FIGS. 1 and 3. For example, in some embodiments, the payment hub service 18 could contain both payer and payee accounts and any transfer of finds can take place solely within the payment hub service 18 without the need for a separate payer institution 20, intermediary 22, and/or payee institution 24.

[0059] The terms and expressions which have been employed herein are used as terms of description and not of limitation, and there is no intention in the use of such terms and expressions of excluding equivalents of the features shown and described, or portions thereof, it being recognized that various modifications are possible within the scope of the invention claimed. Moreover, any one or more features of any embodiment of the invention may be combined with any one or more other features of any other embodiment of the invention, without departing from the scope of the invention.

[0060] Also, it should be understood that the present invention as described above can be implemented in the form of control logic using computer software in a modular or integrated manner. Based on the disclosure and teachings provided herein, a person of ordinary skill in the art will know and appreciate other ways and/or methods to implement the present invention using hardware and a combination of hardware and software.

[0061] All references, patent applications, and patents mentioned above are herein incorporated by reference in their entirety for all purposes. None of them are admitted to be prior art to the presently claimed inventions.

1. - 20. (canceled)

21. A method for conducting a transaction comprising: establishing trust between a first portable electronic device and a second portable electronic device; using the first portable electronic device, directly transmitting a request for payment to the second portable electronic device through a wireless link; and receiving approval of the request for payment at the first portable electronic device, wherein the approval is sent directly from the second portable electronic device to the first portable electronic device through the wireless link, wherein the first and second portable consumer devices are configured to support transmission encryption.

22. The method of claim 21 further comprising sending the request for payment to a payment hub service, wherein sending the request for payment comprises using the first portable electronic device to send the request for payment to the payment hub service.

23. The method of claim 21 wherein the wireless link comprises an infrared, RF, or optical link.

24. The method of claim 23 further comprising sending the request for payment to a payment hub service, wherein sending the request for payment to the payment hub service comprises using the first portable electronic device to send the request for payment to the payment hub service.

25. The method of claim 24 wherein the first and second portable electronic devices are phones.

26. The method of claim 25 wherein the payment hub service facilitates the transfer of funds from a payer institution to a payee institution, and wherein the payer institution is a bank and the payee institution is a payee bank.

27. The method of claim 21 wherein the first portable electronic device is a mobile phone or a personal digital assistant.

28. A computer readable medium comprising:
   code for establishing trust between a first portable electronic device and a second portable electronic device;
   code for using the first portable electronic device, directly transmitting a request for payment to the second portable electronic device through a wireless link; and
   code for receiving approval of the request for payment at the first portable electronic device, wherein the approval is sent directly from the second portable electronic device to the first portable electronic device through the wireless link, wherein the first and second portable consumer devices are configured to support transmission encryption.

29. The computer readable medium of claim 28 wherein the wireless link comprises an RF or IR link.

30. The computer readable medium of claim 28 wherein the first portable electronic device is a mobile phone or a personal digital assistant.

31. The computer readable medium of claim 30 further comprising code for sending the request for payment to a payment hub service.
32. The computer readable medium of claim 28 further comprising code for sending the request for payment to a payment hub service.

33. A portable electronic device comprising the computer readable medium of claim 28.

34. The portable electronic device of claim 33 further comprising a transmitter and a receiver.

35. A method of facilitating a transaction comprising: receiving an approval of a request for payment at a server computer at a payment hub service, wherein the approval of the request for payment was obtained after a first portable electronic device directly transmitted a request for payment to a second portable electronic device through a wireless link, and after the approval of the request was received at the first portable electronic device, wherein the approval was sent directly from the second portable electronic device to the first portable electronic device through the wireless link; and then facilitating payment from a payer’s account to a payee’s account.

36. The method of claim 35 wherein the payer account is in a payer bank and the payer’s account is in a payee bank.

37. The method of claim 35 wherein the first portable electronic device is a personal digital assistant or a mobile phone.

38. The method of claim 35 wherein the first portable electronic device is operated by a seller and the second portable electronic device is operated by a buyer.

39. A computer readable medium comprising code for performing the method of claim 35.

40. A server computer comprising the computer readable medium of claim 39.
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