
JP 2010-518492 A 2010.5.27

(57)【要約】
　オンライン支払システムは、電子小切手システムを使
用して、オンライン顧客に代わってマーチャントへの支
払を行う。電子小切手システムは、顧客の小切手申請要
求を受信し、電子小切手番号および小切手のパスワード
を作成し、顧客に小切手情報を出力し、小切手情報を電
子小切手システム内に記憶する。マーチャントシステム
は、顧客のオンライン支払要求を受信した時に、該要求
を電子小切手システムに送信し、次いで、支払要求から
の支払電子小切手番号および支払小切手パスワードを解
析し、解析した情報を記憶された小切手情報と検証し、
マーチャントへの支払を行う。電子小切手システムは、
集中化されて複数のマーチャントによって共有される。
支払は、個々のマーチャントの複数の受領書取得システ
ムの関与を必要とせずに、電子小切手システムにアクセ
スするだけでよい。
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【特許請求の範囲】
【請求項１】
　顧客から電子小切手申請を受信するように適合された、申請受信モジュール（３２０）
と、
　前記電子小切手申請に基づいて小切手情報パケットを生成するように適合された、小切
手生成モジュール（３３０）と、
　前記小切手情報パケットを前記顧客に送信するための、情報伝達モジュール（３１２）
と、
　前記小切手情報パケットを記憶するためのストレージ（３４０）と、
レンダリング小切手情報を含むオンライン支払要求を受信し、前記記憶された小切手情報
パケットに対して前記レンダリング小切手情報を検証し、前記オンライン支払要求に従っ
てマーチャントシステム（３７０）への支払を行うように適合された、小切手処理モジュ
ール（３５０）と、
を備える、オンライン支払システム。
【請求項２】
　前記申請受信モジュールが、ユーザ端末の一部である、請求項１に記載のオンライン支
払システム。
【請求項３】
　前記小切手生成モジュールが、ユーザ端末の一部である、請求項１に記載のオンライン
支払システム。
【請求項４】
　前記小切手生成モジュールおよび前記小切手処理モジュールが、小切手サーバの一部で
ある、請求項１に記載のオンライン支払システム。
【請求項５】
　前記ストレージおよび前記小切手処理モジュールが、小切手サーバの一部である、請求
項１に記載のオンライン支払システム。
【請求項６】
　前記小切手生成モジュールに接続されたセキュリティモジュールであって、前記小切手
情報パケットが前記顧客に送信される前に、前記小切手情報パケットを暗号化するように
適合された、セキュリティモジュールをさらに備える、請求項１に記載のオンライン支払
システム。
【請求項７】
　前記小切手情報パケットが、電子小切手番号と、対応する小切手パスワードとを含む、
請求項１に記載のオンライン支払システム。
【請求項８】
　前記小切手情報パケットを暗号化するためのセキュリティモジュールをさらに備えた、
請求項１に記載のオンライン支払システム。
【請求項９】
　前記申請受信モジュールおよび前記小切手処理モジュールが、イントラネットを介して
接続される、請求項１に記載のオンライン支払システム。
【請求項１０】
　前記申請受信モジュールおよび前記小切手処理モジュールが、インターネットを介して
接続される、請求項１に記載のオンライン支払システム。
【請求項１１】
　前記オンライン支払要求が、前記申請受信モジュールを介して受信される、請求項１に
記載のオンライン支払システム。
【請求項１２】
　前記オンライン支払要求が、前記マーチャントシステムを介して受信される、請求項１
に記載のオンライン支払システム。
【請求項１３】
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　前記オンライン支払要求が、最初に前記マーチャントシステムを通過せずに、イントラ
ネットまたはインターネットを介して受信される、請求項１に記載のオンライン支払シス
テム。
【請求項１４】
　前記顧客のオンライン支払要求を満たすように資金を引き落とすことができる、顧客ア
カウントをさらに備えた、請求項１に記載のオンライン支払システム。
【請求項１５】
　前記顧客アカウントは、顧客入金を使用して補充することができるように適合された、
請求項１４に記載のオンライン支払システム。
【請求項１６】
　前記顧客からリチャージ要求を受信し、前記リチャージ要求に基づいて注文書を作成し
、アカウントリチャージを完了するように前記注文書を受領書取得システムへ送信する、
ように適合された、アカウントリチャージモジュールをさらに備えた、請求項１４に記載
のオンライン支払システム。
【請求項１７】
　受領書取得システムを介して前記顧客アカウントをリチャージするように適合された、
アカウントリチャージモジュールと、
　前記アカウントリチャージモジュールに接続されたセキュリティモジュールであって、
前記顧客によるリチャージ要求を暗号化するように、前記受領書取得システムと相互作用
するセキュリティモジュールと、
　をさらに備えた、請求項１４に記載のオンライン支払システム。
【請求項１８】
　マーチャントシステム（５１０）と、
　前記マーチャントシステムに接続された電子小切手システム（５０１）であって、申請
受信モジュール（５４１）と、小切手生成モジュール（５４３）と、情報伝達モジュール
（５４２）と、インターフェースモジュール（５３１）と、ストレージ（５３２）と、小
切手処理モジュール（５３３）と、を含む電子小切手システムと、
を備え、
　前記申請受信モジュール（５４１）は、顧客の小切手申請の受信に使用され、
　前記小切手生成モジュール（５４３）は、小切手情報を有する電子小切手の生成、およ
び前記小切手情報の前記顧客および前記小切手サーバへの出力に使用され、
　前記情報伝達モジュール（５４２）は、前記小切手情報の前記小切手処理モジュールへ
の送信に使用され、
　前記インターフェースモジュール（５３１）は、前記マーチャントシステムを介したオ
ンライン支払要求の受信、および前記マーチャントシステムへの応答結果の返信に使用さ
れ、
　前記ストレージ（５３２）は、前記小切手生成モジュールによって生成された前記小切
手情報の保存に使用され、
　前記小切手処理モジュール（５３３）は、前記オンライン支払要求から解析した前記電
子小切手番号および前記小切手パスワードの検証、および前記検証した電子小切手を使用
した支払の実行による、前記オンライン支払要求の処理に使用される、
オンライン支払システム。
【請求項１９】
　前記申請受信ユニットおよび前記小切手生成ユニットが、前記小切手処理ユニットに接
続されたユーザ端末の一部である、請求項１８に記載のオンライン支払システム。
【請求項２０】
　前記支払インターフェースユニット、前記ストレージ、および前記小切手処理ユニット
は、小切手サーバの一部である、請求項１８に記載のオンライン支払システム。
【請求項２１】
　前記支払を行うために資金を引き落とすことができる、顧客アカウントをさらに備えた
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、請求項１８に記載のオンライン支払システム。
【請求項２２】
　前記小切手処理ユニットが、前記マーチャントシステムへの支払結果の返信に使用され
る、請求項１８に記載のオンライン支払システム。
【請求項２３】
　電子小切手システム（３００）で顧客の小切手申請要求を受信するステップと、
　前記小切手申請要求に基づいて、電子小切手を生成するステップであって、前記電子小
切手は、小切手番号およびパスワードを含む小切手情報パケットを有する、ステップと、
　前記小切手情報パケットを前記顧客に送信するステップと、
　前記小切手情報パケットをストレージ内に記憶するステップと、
オンライン支払要求を受信するステップと、
支払小切手番号および支払パスワードを解析するステップと、
　前記記憶された小切手情報パケットに対して、前記支払小切手番号および前記支払パス
ワードを検証するステップと、
　前記電子小切手を使用して支払を行うステップと、
を含む、オンライン支払方法。
【請求項２４】
　前記電子小切手を使用して前記支払を行うステップは、
前記検証された電子小切手に従って顧客アカウントから金額を差し引くステップと、
支払処理結果をマーチャントシステムへ送信するステップと、
を含む、請求項２３に記載のオンライン支払方法。
【請求項２５】
　前記支払が成功したかどうかを判断するステップと、
前記支払を前記顧客に通知するステップと、
をさらに含む、請求項２３に記載のオンライン支払方法。
【請求項２６】
　顧客アカウントをリチャージするための顧客リチャージ要求を受信するステップと、
前記リチャージ要求に基づいて、リチャージ注文書を生成するステップと、
前記リチャージ注文書を受領書取得システムに送信するステップと、
前記リチャージ注文書の処理に成功したことを示す通知を前記受領書取得システムから受
信した後に、前記顧客アカウントをリチャージするステップと、
をさらに含む、請求項２３に記載のオンライン支払方法。
【請求項２７】
　前記電子小切手番号および前記小切手パスワードを前記顧客に送信するステップは、前
記電子小切手番号および前記小切手パスワードを前記顧客に印刷または伝送するステップ
を含む、請求項２３に記載のオンライン支払システム。
【請求項２８】
　前記電子小切手番号および前記小切手パスワードを前記顧客に送信するステップは、前
記電子小切手番号および前記小切手パスワードを、前記顧客が利用できる取り外し可能な
メモリ装置に書き込むステップを含む、請求項２３に記載のオンライン支払システム。
【請求項２９】
　前記電子小切手番号および前記小切手パスワードを暗号化ファイル内に暗号化するステ
ップと、
　前記暗号化ファイルを前記顧客に出力するステップと、
をさらに含む、請求項２３に記載のオンライン支払システム。
【請求項３０】
　前記オンライン支払要求は、マーチャントシステムを介して受信される、請求項２３に
記載のオンライン支払システム。
【請求項３１】
　前記オンライン支払要求は、暗号化される、請求項２３に記載のオンライン支払システ
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ム。
【請求項３２】
　マーチャントシステムによるアカウントチェックを定期的に実行するステップをさらに
含む、請求項２３に記載のオンライン支払システム。
【発明の詳細な説明】
【技術分野】
【０００１】
　本発明は、オンライン商取引の分野に関し、より具体的には、電子支払プラットフォー
ムに基づいたオンライン支払システム、および対応するオンライン支払方法に関する。
【背景技術】
【０００２】
　図１は、今日、オンライン商取引に一般的に使用されているオンライン支払システムを
示す。オンライン支払システムは、マーチャントシステム１１０と、受領書取得システム
１２０とを含む。各オンラインマーチャントは、それ自体の別個のマーチャントシステム
１１０を有し、それらの対応する取得ベンダを介して、銀行等の複数の金融機関と業務を
行う。各受領書取得システム１２０は、マーチャントと銀行（図示せず）との間に、文書
取得（電子的または紙のいずれかでの受領書取得等）サービスを提供して、支払取引を容
易にする。マーチャントは、多くの異なる銀行と交渉して、銀行の契約マーチャントにな
る。各マーチャントシステム１１０には、マーチャントとの契約に署名した全ての銀行の
取引プラットフォームを組み込む必要がある。オンライン商取引を行うために、顧客は、
マーチャントとの契約を有する銀行の支店を訪れ、手作業でサービス契約書（例えば、銀
行のアカウント開設）に署名し、次いで、マーチャントシステム１１０および銀行によっ
て使用される受領書取得システム１２０を介して、支払取引を行う必要性が生じる場合が
ある。マーチャントは、次いで、アカウントチェックおよびアカウント送金等の他の取引
のために、銀行とともに作業を行う。
【０００３】
　上記に示された支払取引には、いくつかの問題がある。第一に、マーチャントの観点か
らすれば、オンライントレードを使用するより多くの顧客を獲得するためには、銀行と契
約したマーチャントとなるために、できる限り多くの可能性のある銀行と交渉しなければ
ならない。各銀行には、その対応する取引プラットフォームがある。このことから、マー
チャントシステム１１０は、多くの異なる種類の対応する取引プラットフォームをインス
トールしなければならない。さらに、アカウントチェック等の取引を、個々の銀行ごとに
処理しなければならない。それは、マーチャントが、そのようなオンライン支払システム
を管理および維持するために、多くの財源および人的資源を費やす必要があることを意味
する。
【０００４】
　オンライン支払を実行するコストを制限するために、マーチャントは、マーチャントが
限られた数の銀行だけとの契約に署名して、オンライン支払を処理する、という別の方法
を採用し得る。このオンライン支払方法の下では、顧客は、マーチャントとの契約を有す
る銀行のうちの少なくとも１つのオンライン支払カードを持たなければならない。この実
行法は、単にマーチャントから顧客へ負担を移すので、顧客の使用を大幅に制限する。
【０００５】
　銀行の観点からすれば、何百万ものマーチャントを別々に取り扱わなければならず、か
つ、支払を容易にするために、対応する取得システムを設定する、またはシステムと契約
する必要がある。これは、受領書取得システム１１０の多くのメンテナンスを必要とする
だけでなく、マーチャントごとに、アカウントチェックおよびアカウント送金等の他の必
要な種々の取引を処理するために、相当な財源および運営費も必要とする。さらに重要な
ことに、銀行は、マーチャントごとに契約に署名し、かつマーチャントごとにオンライン
支払取引を処理しなければならないので、潜在的な深刻なセキュリティ問題が存在する。
【０００６】
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　そこで、いくつかの問題を解決するための別のオンライン支払方法が、既存の技術内に
存在する。図２は、既存の技術に見られる代替的なオンライン支払システムの一実施例を
示す。オンライン支払システムは、マーチャントシステム２１０と、中間プラットフォー
ム２３０と、受領書取得システム２２０とを含み、各マーチャントシステム２１０および
各受領書取得システム２２０は、中間プラットフォーム２３０と接続する。各受領書取得
システム２２０は、マーチャントと銀行（図示せず）との間に、文書取得サービスを提供
して、支払取引を容易にする。中間プラットフォーム２３０は、マーチャントと銀行との
間の橋渡しとして機能し、支払処理、資金決済、およびクエリ統計等の機能の実行に使用
される。
【０００７】
　マーチャントシステム２１０は、顧客から支払要求を受信した時に、中間プラットフォ
ーム２３０を介して、対応する受領書取得システム２２０にアクセスし、オンライン支払
要求を処理するように受領書取得システム２２０に要求または命令する。受領書取得シス
テム２２０は、中間プラットフォーム２３０を介して、支払処理結果を対応するマーチャ
ントシステム２１０に送信する。その後、マーチャントシステム２１０は、処理結果に従
って、残りの取引処理を完了するように継続する。マーチャントシステム２１０、中間プ
ラットフォーム２３０、および受領書取得システム２２０は、アカウントチェックおよび
アカウント送金等のタスクを一緒に実行する。図２のオンライン支払システムは、より好
都合な支払プラットフォームを提供し、Ｂ２ＢおよびＢ２Ｃトレーディング等の電子商取
引サービスを容易にし、マーチャントのための他の多くの付加価値サービスに対するさら
なる支援を提供する。
【０００８】
　しかしながら、図２の支払システムにはさらに、いくつかの潜在的欠陥がある。第一に
、オンライントレードが行われるたびに、マーチャントは、中間プラットフォーム２３０
を介して、対応する受領書取得システム２２０にアクセスしなければならない。該処理は
、最初に中間プラットフォーム２３０にアクセスするステップと、中間プラットフォーム
２３０を介して受領書取得システム２２０にアクセスするステップと、受領書取得システ
ム２２０による処理の後に中間プラットフォーム２３０を介してマーチャントシステム２
１０に戻るステップとを含む、複数のデータ転送を全てのオンライントレード中に必要と
する。したがって、該処理は、支払取引のための処理時間を長引かせる。各取引のための
処理時間は、ネットワークが混雑している時には特に長くなる場合があり、ネットワーク
全体への負担を容易に生じさせ、また、オンライントレーディング業務全体の開発および
維持費を増加させる。
【０００９】
　第二に、図２の支払方法にはまだ、顧客の使用が局在化することによる制限がある。図
２の支払方法の下では、顧客は、取引に使用する銀行のオンライン支払カードを持たなけ
ればならない。これは、通常、顧客がオンライン支払カードを取得するために、各銀行の
支店、またはサービスネットワークのうちの物理的な地点を訪れて手作業で契約書に署名
する必要があるので、面倒である。現在、いくつかの国の多くの中都市および小都市は、
そのような好適なオンライン支払サービスを提供する銀行の支店またはサービス地域への
容易なアクセスを持たない。その結果、多くの顧客が、オンライン支払を利用することが
できない。
【００１０】
　第三に、上述の支払方法では、顧客は、支払処理ごとに重要な情報を入力しなければな
らない。例えば、顧客は、対応する銀行での引き落とし処理のために、オンライン支払ご
とに銀行カード番号およびパスワードを直接入力する必要がある。この実行法は、重大な
隠れたセキュリティリスクをもたらす。入力された重要な情報が他の誰かによって不法に
取得された場合には、顧客に損害をもたらす場合がある。
【００１１】
　オンライン支払の増加する重要性、および既存の技術の欠点を考えれば、新しいオンラ
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イン支払システムおよび方法を開発して、サービスの種々の態様を改善する必要がある。
【発明の概要】
【００１２】
　本説明は、電子小切手システムを使用して、オンライン顧客に代わってマーチャントへ
の支払を行う、オンライン支払システムを開示する。電子小切手システムは、顧客の小切
手申請要求を受信し、その小切手のための電子小切手番号および小切手のパスワードを作
成し、顧客に小切手情報を出力し、小切手情報を電子小切手システム内に記憶する。マー
チャントシステムは、顧客のオンライン支払要求を受信した時に、該要求を電子小切手シ
ステムに送信し、次いで、支払要求からの支払電子小切手番号および支払小切手パスワー
ドを解析し、解析した小切手情報を記憶された小切手情報と照合し、マーチャントへの支
払を行う。電子小切手システムは、集中化され、複数のマーチャントによって共有され、
全ての支払は、マーチャントごとに複数の受領書取得システムを必要とせずに、電子小切
手システムにアクセスするだけでよい。顧客は、電子小切手システムによって顧客アカウ
ントを設置してもよく、また、アカウントを使用して電子小切手に資金を供給し得る。顧
客アカウントは、現金および電子通貨を含む種々の資金供給方法を使用して、オンライン
で開設およびリチャージし得る。
【００１３】
　電子小切手システムは、顧客から電子小切手情報を受信するための、申請受信モジュー
ルを有する。これは、イントラネット、インターネット、または特別な専用回線を介して
集中電子小切手処理ユニットに接続した、ユーザ端末内に組み込み得る。電子小切手シス
テムは、電子小切手申請に基づいた小切手情報パケットの生成に使用される、小切手生成
モジュールを有する。小切手生成モジュールは、ユーザ端末内に組み込まれるか、または
小切手サーバの一部となり得る。電子小切手システムは、小切手情報パケットを顧客に送
信し、また、小切手情報のコピーをストレージ内に保存するが、集中小切手サーバの一部
または別個のストレージ装置であり得る。種々の方法を使用して小切手情報を顧客に示す
ことができる。
【００１４】
　電子小切手処理モジュールは、レンダリング小切手情報を含むオンライン支払要求を受
信し、記憶された小切手情報パケットに対して、レンダリング小切手情報を照合し、オン
ライン支払要求に従ってマーチャントシステムへの支払を行う。電子小切手処理モジュー
ルは、ユーザ端末およびマーチャントシステムに接続された小切手サーバ内に組み込み得
る。接続は、イントラネットおよびインターネット等の好適なネットワークを介したもの
であり得る。
【００１５】
　本オンライン支払システムおよび方法は、既存の技術における支払処理時間の長さ、お
よびセキュリティリスクへの過度の露出といった問題の解決に役立つ。
【００１６】
　この発明の概要は、簡素化した形式においていくつかの概念を導入するために提供され
るものであって、発明を実施するための形態において以下にさらに説明する。この発明の
概要は、請求対象の重要な特徴または必要不可欠な特徴を特定することを目的とするもの
でも、請求対象の範囲を決定する上での支援として使用することを目的とするものでもな
い。
【００１７】
関連出願
　本出願は、２００７年２月１日出願の中国特許出願第２００７１０００６３６５．５号
、発明の名称「ＯＮＬＩＮＥ　ＰＡＹＭＥＮＴ　ＳＹＳＴＥＭ　ＡＮＤ　ＭＥＴＨＯＤ（
オンライン支払システムおよび方法）」からの優先権を主張する。
【図面の簡単な説明】
【００１８】
　詳細な説明を、添付の図面を参照して説明する。図面において、参照番号の最も左側の
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数字は、参照番号が最初に表示される図を特定する。異なる図面において同じ参照番号が
使用されている場合、同様または同一項目を特定する。
【図１】今日、オンライン商取引に一般的に使用されているオンライン支払システムを示
す図である。
【図２】既存の技術における代替的オンライン支払システムの一実施例を示す図である。
【図３】本開示による電子小切手システムを使用したオンライン支払システムを示す図で
ある。
【図４】本開示によるオンライン支払方法に使用される例示的な処理を示すフローチャー
トを示す図である。
【図５】本開示による例示的なオンライン支払システムを示す図である。
【図６】図５のオンライン支払システムを使用した例示的な処理のフローチャートを示す
図である。
【図７】図５のオンライン支払システムを使用した小切手申請処理のフローチャートを示
す図である。
【図８】本開示による別の例示的なオンライン支払システムを示す図である。
【図９】図８のオンライン支払システムを使用した例示的な処理のフローチャートを示す
図である。
【図１０】電子通貨を使用して電子小切手アカウントをリチャージする、例示的な処理の
フローチャートを示す図である。
【発明を実施するための形態】
【００１９】
　概要
　図３は、本開示による電子小切手システムを使用したオンライン支払システムを示す。
電子小切手システム３００は、双方向機能を実行するように、複数のモジュールを有する
。顧客インターフェースモジュール３１０は、電子小切手システム３００とオンライン支
払顧客（図示せず）との間のインターフェースに使用される。顧客は、新しい電子小切手
の申請、顧客アカウントのリチャージ、およびオンライン支払の要求を含む種々の状況で
、顧客インターフェースモジュール３１０を使用し得る。顧客インターフェースモジュー
ル３１０は、情報を顧客に返信するように、情報伝達モジュール３１２を含み得る。申請
受信モジュール３２０は、顧客からの電子小切手申請の受信に使用される。小切手生成モ
ジュール３３０は、電子小切手申請に基づいて小切手情報パケットを生成する。小切手情
報パケットは、照合のための電子小切手番号と小切手パスワードとを含み得る。ストレー
ジ３４０は、小切手情報パケットの記憶に使用される。
【００２０】
　電子小切手システム３００の中心となるのは、小切手処理モジュール３５０であり、そ
れは、レンダリング小切手情報を含むオンライン支払要求の受信、記憶された小切手情報
パケットに対するレンダリング小切手情報の検証、およびオンライン支払要求に従ったマ
ーチャントシステム３７０への支払に使用される。受領書取得システム３８０は、オンラ
イン支払の完了をさらに容易にするように、対応するマーチャントシステム３７０と協働
するように使用し得る。図３に示された実施例では、マーチャントシステム３７０および
受領書取得システム３８０（両システムを多数存在させることができる）は、電子小切手
システムの外部にあるが、該システムには双方向に接続される。
【００２１】
　電子小切手システム３００の申請受信モジュール３２０、小切手処理モジュール３５０
、および他の構成要素は、イントラネット、インターネット、または特別な専用回線を介
して接続し得る。
【００２２】
　以下にさらに詳細に示されるように、申請受信モジュール３２０は、ユーザ端末の一部
であり得る。小切手生成モジュール３２０も、ユーザ端末の一部であり得る。代替的に、
小切手生成モジュール３３０は、小切手処理モジュール３５０とともに、小切手サーバの
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一部であり得る。ストレージ３４０も、小切手サーバの一部であり得る。
【００２３】
　電子小切手システムは、小切手生成モジュール３３０に接続されたセキュリティモジュ
ールをさらに含み得る。セキュリティモジュールは、小切手情報パケットを顧客に送信す
る前に暗号化する。
【００２４】
　電子小切手システム３００は、電子小切手に資金を供給するように、顧客アカウント３
４２をさらに含み得る。顧客アカウント３４２から適切な額の資金を引き落として、顧客
のオンライン支払要求を満たすことができる。顧客アカウント３４２は、現金および電子
通貨を含む種々の資金供給方法を使用して、オンラインで開設およびリチャージし得る。
顧客アカウント３４２は、ストレージ３４０内に記憶し得る。
【００２５】
　顧客アカウント３４２は、顧客入金を使用して、顧客によって補充し得る。顧客アカウ
ント３４２を運用するには、アカウントリチャージモジュールを使用して、顧客からのリ
チャージ要求を受信し、該リチャージ要求に基づいて注文書を作成し、該注文書を受領書
取得システム（受領書取得システム３８０等）に送信して、アカウントリチャージを完了
することができる。セキュリティモジュールは、顧客によるリチャージ要求を暗号化する
ように、アカウントリチャージモジュールに接続され得る。
【００２６】
　別個の顧客インターフェースを、異なる機能に使用し得ることに留意されたい。一実施
形態では、例えば、オンライン支払要求は、マーチャントシステム３７０のうちの１つを
介して受信されるが、これは、顧客インターフェースモジュール３１０を共有するか、ま
たはそれ自体の顧客インターフェースモジュール（図示せず）を使用し得る。一部の実施
形態では、オンライン支払要求は、マーチャントシステム３７０を最初に通過せずに、イ
ントラネットまたはインターネットを介して受信し得る。本構成では、顧客が取引を行っ
ているマーチャントのマーチャントシステム３７０から追加的な注文情報がさらに必要に
なり得る。
【００２７】
　さらに、情報伝達モジュール３１２は、顧客インターフェースモジュール３１０の一部
ではなく、別個のモジュールであり得る。顧客インターフェースモジュール３１０は、申
請受信モジュール３２０とは別のものか、またはその一部としてその中に含まれ得る。
【００２８】
　図４は、本開示によるオンライン支払方法に使用される例示的な処理を示すフローチャ
ートを示す。該処理は、図３の電子小切手システム３００を使用する。本説明においては
、処理を表す順序は、限定的なものとして解釈されることを意図したものではなく、複数
の表された処理ブロックをあらゆる順序で組み合わせて、該方法または代替的な方法を実
現し得る。
【００２９】
　ブロック４１０で、電子小切手システム３００は、顧客の小切手申請要求を受信する。
【００３０】
　ブロック４２０で、小切手生成モジュール３３０は、小切手申請要求に基づいて電子小
切手を生成する。電子小切手は、小切手番号およびパスワードを含む小切手情報パケット
を有する。
【００３１】
　ブロック４３０で、情報伝達モジュール３１２は、小切手情報パケットを顧客に送信す
る。小切手情報は、電子小切手番号および小切手パスワードを顧客に印刷または伝送する
ことによって送信し得る。代替的に、小切手情報は、電子小切手番号および小切手パスワ
ードを、顧客が利用できる取り外し可能なメモリ装置（ＵＳＢフラッシュドライブ等）に
書き込むことによって送信し得る。小切手情報はまた、ネットワーク上の位置に保存して
、後に顧客によってダウンロードし得る。セキュリティを確実にするために、電子小切手
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番号および小切手パスワードは、顧客に送信される前に、暗号化ファイル内に暗号化し得
る。
【００３２】
　ブロック４４０で、システムは、小切手情報パケットをストレージ５４０内に記憶する
。
【００３３】
　ブロック４５０で、システムは、オンライン支払要求を受信する。オンライン支払要求
は、顧客インターフェースモジュール３１０を介して、またはマーチャントシステム３７
０のうちの１つを介して受信し得る。オンライン支払要求は、支払小切手情報を含む。セ
キュリティを確実にするために、オンライン支払要求は、暗号化され得る。
【００３４】
　ブロック４６０で、小切手処理モジュール３５０は、受信したオンライン支払要求から
のレンダリング小切手番号およびレンダリングパスワードを解析する。
【００３５】
　ブロック４７０で、小切手処理モジュール３５０は、記憶された小切手情報パケットに
対して、レンダリング小切手番号およびレンダリングパスワードを検証する。
【００３６】
　ブロック４８０で、電子小切手システム３００は、電子小切手を使用して支払を行う。
支払は、要求されたマーチャントシステム３７０に対して行い得、また、対応する受領書
取得システム３８０によってさらに支援し得る。しかしながら、レンダリング電子小切手
が検証されると、オンライン支払は、受領書取得システム３８０の関与を必要とせずに完
了し得ることに留意されたい。さらに、受領書取得システム３８０が使用される時でも、
マーチャントシステム３７０は、異なる顧客が関与する、異なる銀行による支払ごとに、
異なる受領書取得システム３８０による取引を必要としない。
【００３７】
　支払を行うために、小切手処理モジュール３５０は、検証された電子小切手に従って顧
客アカウントから金額を差し引いて、支払処理結果をマーチャントシステム３７０へ送信
し得る。一実施形態では、小切手処理モジュール３５０は、支払が成功したかどうか判断
して、顧客に支払を通知し得る。
【００３８】
　図４の処理は、小切手処理モジュール３５０が、顧客アカウント３４２をリチャージす
るための顧客リチャージ要求を受信し、該リチャージ要求に基づいてリチャージ注文書を
生成し、該リチャージ注文書を受領書取得システム３８０に送信し、該リチャージ注文書
の処理に成功したことを示す通知を受領書取得システムから受信した後に顧客アカウント
３４２をリチャージする、アカウントリチャージ処理をさらに組み込み得る。図４の処理
は、マーチャントシステム３７０によってアカウントチェックを定期的に実行する等の、
他のアカウント運用手順をさらに組み込み得る。
【００３９】
　既存の技術と比較して、本願明細書に開示されたシステムおよび方法は、各支払処理に
おいて集中化された電子小切手システム（３００）にアクセスする。処理フローは、単純
、効率的、かつ高速である。支払処理においては、マーチャントは、支払ごとに各銀行の
受領書取得システムに接続する必要がない。マーチャントは、電子小切手システム（３０
０）との連続的な通信を確保しさえすればよい。本開示のオンライン支払システムおよび
方法は、開発コストおよびオンライン支払システムの使用コストを大幅に削減し、同時に
、銀行に対するデータセキュリティも保証する。本システムおよび方法は、銀行を介した
オンラインリチャージ処理をさらに提供して、顧客に利便性をもたらす。本開示の電子小
切手システム（３００）は、郵便システムを含む既存の通信システムを使用して実現する
ことができ、顧客は、オンライン支払を行う前に、資格のある銀行の支店または出張所を
訪れる必要はない。これによって、オンライン支払能力を有する銀行へのアクセスを持た
ない一部の地理的領域内の顧客は、オンライントレードサービスを使用する時に、オンラ
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イン支払を行うことができるようになる。
【００４０】
　さらなる例示的な実施形態
　オンライン支払システムおよび方法を、図および例示的な実施形態を使用して以下に詳
述する。
【００４１】
　図５は、本開示による例示的なオンライン支払システムを示す。オンライン支払システ
ム５００は、マーチャントシステム５１０と、電子小切手システム５０１とを有する。電
子小切手システム５０１は、小切手サーバ５３０と、端末５４０とを含む。端末５４０お
よび小切手サーバ５３０は、特別な専用回線またはイントラネット５５０を通じて一緒に
接続される。
【００４２】
　小切手処理ソフトウェアは、小切手サーバ５３０または端末５４０にインストールし得
る。図示のために、実施例内の小切手処理ソフトウェアは、端末５４０にインストールさ
れている。機能性に関して、端末５４０は、申請受信モジュール５４１、情報伝達モジュ
ール５４２、および小切手生成モジュール５４３を含む、いくつかの主要な構成要素を有
し得る。
【００４３】
　申請受信モジュール５４１は、顧客の小切手申請の受信に使用される。小切手申請は、
顧客アカウントを開くための要求による初期申請、または既存の顧客アカウントから小切
手を引き出すための申請要求であり得る。小切手申請はまた、顧客によって記入されるリ
チャージ書等の顧客アカウントリチャージ要求を伴い得る。リチャージ書は、顧客情報お
よびリチャージ額を含み得る。顧客情報は、顧客アイデンティティ情報および顧客認証情
報を含み得る。リチャージ額は、現在の電子小切手に対して顧客によって入力される。申
請受信モジュール５４１は、小切手申請およびリチャージ情報を保存する。申請受信モジ
ュール５４１はまた、顧客による検証のために最初に情報を印刷し、次いでその情報をア
カウント内に保存することができる。
【００４４】
　小切手生成モジュール５４３は、電子小切手番号および対応する小切手パスワードを含
む小切手情報パケットの作成、および小切手情報の顧客への出力に使用される。より具体
的には、小切手生成モジュール５４３は、現在の電子小切手に対応する電子小切手番号を
作成する。電子小切手番号を生成する多くの異なる方法が存在するが、通常、該方法は、
電子小切手番号の固有性およびランダム性を確保する必要がある。例えば、小切手生成モ
ジュール５４３は、顧客によって入力された身分証明書、日付、および支払額に従って、
固有の電子小切手番号を作成することができる。一つの例示的な電子小切手番号は、身分
証明書の最初の６桁、それに続く１２桁のシリアル番号、身分証明書の最後の３桁、およ
び支払額の最後の２桁で構成される。シリアル番号生成器を、１２桁のシリアル番号の作
成に使用し得る。シリアル番号生成器は、排他性の原理に基づいた方法を使用し得る。例
えば、新しいシリアル番号を生成する時には、シリアル番号生成器は、最初にシリアル番
号を固定し、現在のシリアル番号を１つだけ増加させ、次いでシリアル番号を発行して、
作成された新しいシリアル番号を返す。
【００４５】
　小切手生成モジュール５４３は、電子小切手番号および対応する小切手パスワードを印
刷するプリンタのような出力機器を使用すること、および印刷出力を顧客に配信すること
ができる。小切手生成モジュール５４３はまた、セキュリティモジュールを使用して作成
した電子小切手番号および対応する小切手パスワードを暗号化した後に、暗号化ファイル
を顧客に直接提供することもできる。例えば、小切手生成モジュール５４３は、暗号化フ
ァイルを、顧客が利用できるＵＳＢフラッシュドライブ内に保存することができる。
【００４６】
　電子小切手番号および対応する小切手パスワードの暗号化には、多くの方法が存在する
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。既存の暗号化アルゴリズムのいずれかを使用して暗号化を行うことができる。以下、一
実施例を用いて、顧客に対する暗号化ファイルを作成する方法を示す。顧客がマーチャン
トとの取引を必要とする時に、マーチャントのウェブサイトは、通常、管理のために会員
制を採用する。小切手生成モジュール５４３は、電子小切手番号および小切手パスワード
を作成した後に、マーチャントのウェブサイト上で顧客のユーザ名を使用して、電子小切
手番号および小切手パスワードを暗号化し得る。顧客がオンライン支払を行う必要がある
時には、オンライン支払システム５００は、顧客の電子小切手番号および小切手パスワー
ドを取得するために、マーチャントに、解読のためのユーザ名および対応する暗号化ファ
イルを小切手サーバ５３０に送信することを求める。この処理は、オンライン支払のセキ
ュリティを高めることができる。
【００４７】
　情報伝達モジュール５４２は、顧客によって入力された顧客情報、および小切手情報を
、記憶のための小切手サーバ５３０へ送信するために使用される。情報伝達モジュール５
４２は、通常、電子小切手を１つのユニットとみなし、顧客情報、ならびに電子小切手番
号、小切手パスワード、および小切手額を含む電子小切手情報を、保存すべき小切手サー
バ５３０に返す。
【００４８】
　申請受信モジュール５４１、情報伝達モジュール５４２、および小切手生成モジュール
５４３は、論理ユニットであり、別個の物理的ユニットである必要はない。物理的実体と
いう点では、これらの論理ユニットの機能は、端末５４０のプロセッサによって実行する
ことができる。プロセッサの他に、端末５４０は、電子小切手番号および小切手パスワー
ドを顧客に伝達するための、プリンタおよび他の出力ユニットを含み得る。端末５４０と
小切手サーバ５３０との間で送信されるデータのセキュリティを確実にするために、端末
５４０と小切手サーバ５３０との間のデータ送信ごとに、送信端は暗号化を実行し得、ま
た、受信端は対応する解読を実行し得る。
【００４９】
　マーチャントシステム５１０は、要求受信モジュール５１１と、支払処理モジュール５
１２とを有する。要求受信モジュール５１１は、オンライントレードに電子小切手を使用
したい顧客のオンライン支払要求の受信に使用される。オンライン支払の実行を要求する
時に、顧客は、電子小切手番号および小切手パスワードを直接入力するか、または、マー
チャントシステム５１０によって読み込まれるべき電子小切手番号および小切手パスワー
ドを含む暗号化ファイルを提供することができる。要求受信モジュール５１１は、取得し
た情報をオンライン支払要求メッセージに編成して、該メッセージを小切手サーバ５３０
に送信する。オンライン支払要求メッセージはまた、現在の支払額、スイフト番号等を含
み得る。マーチャントシステム５１０はまた、電子小切手システム５０１に送信されたメ
ッセージ（例えば、オンライン支払要求メッセージ）の暗号化、および電子小切手システ
ム５０１からの受信メッセージの解読に使用される、セキュリティモジュールも含むこと
ができる。それに応じて、小切手サーバ５３０はまた、受信メッセージの解読、および送
信メッセージの暗号化のためにインストールされた、対応するセキュリティモジュールも
有する。支払処理モジュール５１２は、電子小切手システム５０１から返された処理結果
に基づいて支払が成功したことを確認した後に、顧客に通知するのに使用される。
【００５０】
　小切手サーバ５３０は、インターフェースモジュール５３１、ストレージモジュール５
３２、および小切手処理モジュール５３３を含む、複数のモジュールを有する。インター
フェースモジュール５３１は、マーチャントシステム５１０からのオンライン支払要求の
受信、およびマーチャントシステム５１０への応答結果の返信等の、マーチャントとの通
信の確立に使用される。
【００５１】
　ストレージモジュール５３２は、端末５４０から送信された顧客情報および電子小切手
情報の記憶に使用される。ストレージモジュール５３２は、小切手サーバ５３０（すなわ
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ち、その一部を構成する）に、またはデータベースサーバ等の別個のストレージ装置に属
し得る。ストレージモジュール５３２は、インデックスとして電子小切手番号を使用した
、電子小切手データベースを確立し得る。各電子小切手番号は、電子小切手の顧客情報、
ステータス情報、および残高情報を含む、１つの電子小切手に対応する。ステータス情報
は、電子小切手が有効なのか、無効なのかを含む。残高情報は、電子小切手が保持する現
在の額である。
【００５２】
　小切手処理モジュール５３３は、オンライン支払要求の処理に使用される。具体的には
、小切手処理モジュール５３３は、最初に、オンライン支払要求から解析した電子小切手
番号および小切手パスワードを検証する。検証が成功した支払要求の場合、小切手処理モ
ジュール５３３は、資金の差し引き、または引き落とし取引を処理し、処理結果をマーチ
ャントシステム５１０に返す。検証を実行するために、小切手処理モジュール５３３は、
最初にオンライン支払要求メッセージから電子小切手番号および小切手パスワードを取得
する。このように取得された電子小切手番号および小切手パスワードは、支払を行うため
の検証のためにレンダリングされるので、レンダリング電子小切手番号およびレンダリン
グ小切手パスワードと称し得る。小切手処理モジュール５３３は、次いで、ストレージモ
ジュール５３２上の電子小切手データベース内に記憶された電子小切手番号および小切手
パスワードに対して、レンダリング電子小切手番号およびレンダリング小切手パスワード
をチェックする。レンダリング番号およびパスワードが、現在の電子小切手データベース
内の既存の有効な電子小切手番号および小切手パスワードに合致した場合に、レンダリン
グ電子小切手番号およびレンダリング小切手パスワードの確認は成功する。小切手処理モ
ジュール５３３は、次いで、支払要求に対する引き落とし取引（資金の差し引き）を処理
する。例えば、小切手処理モジュール５３３は、データベース内に示された電子小切手の
残高から現在のオンライン支払の支払額を差し引く。正味残額が負でなければ、引き落と
し取引は成功する。小切手処理モジュールは、次いで、対応する電子小切手の新しい正味
残高として、差額を電子小切手データベース内に記憶する。
【００５３】
　加えて、オンライン支払システム５００は、一度だけの電子小切手を使用し得る。小切
手が一度だけ使用された後に、電子小切手データベース内の対応するステータスは、「無
効」な状態に設定される。電子小切手内の額が支払額よりも多い場合は、オンライン支払
システム５００内の顧客のアカウント内に残高が示される。残高は、別の小切手の作成に
使用し得るが、同じ小切手に対して使用することはできない。
【００５４】
　電子小切手システム５０１はまた、端末５４０の第一のセキュリティモジュールに対応
するセキュリティモジュールを含み得る。第二のセキュリティモジュールは、解読を使用
した、オンライン支払要求内に含まれる暗号化ファイルからの電子小切手番号および小切
手パスワードの解析に使用される。
【００５５】
　本願明細書に開示されたオンライン支払システム５００は、オンライン支払処理ごとに
、マーチャントシステム５１０と電子小切手システム５０１との間に単一の相互作用だけ
しか必要とせず、したがって、オンライン支払処理の速度を大幅に改善する。さらに、本
願明細書に開示されたオンライン支払システムは、支払ごとに、銀行等の金融機関を通過
させる必要がなく、したがって、オンライン支払の費用削減を補助する。さらに、オンラ
イン支払処理ごとに、銀行カードの情報およびパスワードを入力する必要がない。むしろ
、電子小切手番号および小切手パスワード（または電子小切手番号および小切手パスワー
ドを有する暗号化ファイル）だけが入力される。銀行カードの所有者は、電子支払システ
ム上で新しいアカウントを開設するために、または既存のアカウントをリチャージするた
めに銀行カードを使用し得るが、各オンライン支払において銀行カードの情報を露出させ
る必要はない。その結果、本方法は、重要な顧客情報を有効に保護することができる。
【００５６】
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　マーチャントシステム５１０および電子小切手システム５０１は、手動で、または、ア
カウントチェックソフトウェアを介してアカウントチェックを実行することができる。マ
ーチャントがオンライン支払要求を送信するたびに、要求メッセージは、スイフト番号お
よび対応するマーチャントのコードを含む。電子小切手システム５０１は、各オンライン
支払要求の処理結果および対応するスイフト番号、ならびにマーチャントのコードを保持
する。同時に、マーチャントは、オンライン支払要求のスイフト番号を保有する。マーチ
ャントシステム５１０および電子小切手システム５０１は、アカウントチェックを実行し
、双方に保持された対応するスイフト番号を介してアカウント送金を処理する。各マーチ
ャントシステム５１０は、小切手サーバ５３０によるアカウントチェック動作を実行する
ために、アカウントチェックモジュールを含み得る。小切手サーバ５３０は、各マーチャ
ントシステム５１０によるアカウントチェック動作を実行するために、それ自体のアカウ
ントチェックモジュールを有する。
【００５７】
　電子小切手のリチャージは、オンラインで行われ得る。これを行うため、電子小切手シ
ステム５０１は、顧客のリチャージ要求を受信し、該リチャージ要求を注文書要求に作成
し、それを受領書取得システムに送信するのに使用する、リチャージモジュールを含み得
る。受領書取得システムから注文書の処理が成功したことを示す処理結果を受信すると、
リチャージモジュールは、それに応じて顧客アカウントをリチャージする。顧客がリチャ
ージとともに電子小切手の作成も要求した場合、電子小切手システム５０１は、電子小切
手番号および対応する小切手パスワードを有する小切手情報パケットを作成し、該小切手
情報パケットを顧客に出力し得る。電子小切手システム５０１はまた、リチャージモジュ
ールに接続するセキュリティモジュールを含み得る。セキュリティモジュールは、受領書
取得システムとの安全な相互作用の確立に使用される。例えば、各注文書要求を作成した
後に、セキュリティモジュールは、最初に秘密鍵要求を受領書取得システムに送信し、返
信応答から公開鍵を取得した後に、注文書要求を暗号化する。このオンライン支払の実現
は、以下に詳細に説明する。
【００５８】
　図６は、図５のオンライン支払システムを使用した例示的な処理のフローチャートを示
す。処理を、以下のように説明する。
【００５９】
　６１０で、端末５４０は、顧客の小切手申請要求を受信し、電子小切手番号およびパス
ワードを作成し、顧客に電子小切手番号および小切手パスワードを出力し、顧客によって
入力された顧客情報、および電子小切手番号および小切手パスワードを含む小切手情報を
、小切手サーバ５３０に送信して記憶させる。小切手申請のための例示的な処理は、図７
にさらに詳細に表す。
【００６０】
　６２０で、マーチャントシステム５１０は、ネットワークトレードに電子小切手を使用
したい顧客のオンライン支払要求を受信し、該要求を小切手サーバ５３０に送信する。
【００６１】
　オンライントレードを行う時に、顧客は、電子小切手番号および小切手パスワードを入
力して支払要求を送信する。マーチャントシステム５１０は、オンライン支払要求をオン
ライン支払要求メッセージに編成する。これは、マーチャントのコード、スイフト番号、
トレード額等を、オンライン支払要求メッセージに編成して電子小切手システム５０１に
送信すべき予め定義されたメッセージ形式に加えることによって行うことができる。顧客
はまた、最初に暗号化ファイルをマーチャントシステム５１０にアップロードし、その後
、支払要求を送信し得る。この場合、マーチャントシステム５１０によって送信されるオ
ンライン支払要求メッセージは、アップロードされた暗号化ファイルを含む。
【００６２】
　６３０で、小切手サーバ５３０は、電子小切手番号および小切手パスワードを解析し、
電子小切手番号および小切手パスワードを検証した後に引き落とし取引を処理し、処理結
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果をマーチャントシステム５１０に送信する。
【００６３】
　小切手サーバ５３０によって受信したオンライン支払要求メッセージが暗号化されてお
らず、かつ暗号化されていない電子小切手番号および小切手パスワードを含む場合、小切
手サーバ５３０は、電子小切手番号、小切手パスワード、スイフト番号、マーチャントの
コード、および支払額を直接解析し得る。小切手サーバ５３０は、解析した電子小切手番
号および小切手パスワードを使用して予め記憶した電子小切手データベースを検索し、合
致する電子小切手番号および小切手パスワードが存在するかどうかを判断する。合致する
電子小切手が存在し、かつ有効な状態である場合、確認は成功する。そうでない場合、確
認は失敗する。確認が成功した場合は、引き落とし取引が実行される。小切手サーバ５３
０は、各オンライン支払の処理インスタンスを記憶し、処理結果をマーチャントシステム
５１０に送信する。
【００６４】
　小切手サーバ５３０によって受信したオンライン支払要求メッセージが暗号化ファイル
を含む場合、小切手サーバ５３０は、最初に暗号化ファイルを解読し、次いで、解読した
ファイルから電子小切手番号および小切手パスワードを解析する。残りの処理は、上記の
ものに類似する。
【００６５】
　６４０で、マーチャントシステム５１０は、処理結果を使用して支払が成功したかどう
かを判断した後に顧客に通知する。
【００６６】
　上記のように、本願明細書に記述した取引処理は、非常に簡単なものにできる。電子小
切手は、マーチャントが、本願明細書に記述した電子小切手システム（例えば、５０１）
に接続されていれば、あらゆるオンラインマーチャントに適用することができる。マーチ
ャントは、支払中に、複数の受領書取得システムとの通信を確保する必要はない。これは
、オンライン支払の速度を大幅に改善し、同時に、開発費を大幅に削減する。さらにまた
、電子小切手システムは、電子通貨または他の種類の通貨を使用したリチャージに対応す
ることができる。これは、よりユーザフレンドリなサービスを顧客に提供し、かつより多
くの選択肢を顧客に与える。
【００６７】
　図７は、図５のオンライン支払システムを使用した小切手申請処理のフローチャートを
示す。小切手申請処理を、以下のように説明する。
【００６８】
　７１１で、端末５４０は、顧客の小切手申請要求を受信する。該要求は、ユーザ名、身
分証明書情報、および金額等の情報を含む。
【００６９】
　７１２で、端末５４０は、小切手申請要求を送金証書形式に形成し、顧客が小切手申請
要求を確認できるようにする。
【００７０】
　７１３で、端末５４０は、顧客の確認を受信する。
【００７１】
　７１４で、端末５４０は、電子小切手に関連する固有の電子小切手番号および小切手パ
スワードを作成する。
【００７２】
　７１５で、端末５４０は、電子小切手番号、小切手パスワード、および支払額を含む小
切手情報を顧客に出力する。出力の１つの選択肢では、端末に小切手情報を印刷させて、
それを顧客に配信する。別の選択肢では、端末５４０に、電子小切手情報の暗号化ファイ
ルを顧客に出力させる。例えば、端末５４０は、暗号化ファイルを顧客の取り外し可能な
ＵＳＢのフラッシュドライブ内に保存するか、または顧客がダウンロードするネットワー
クドライブ内に保存し得る。
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【００７３】
　７１６で、端末５４０は、顧客情報および小切手情報を小切手サーバ５３０に送信して
（例えば、電子小切手データベース内に）記憶させる。
【００７４】
　図８は、本開示による別の例示的なオンライン支払システムを示す。オンライン支払シ
ステム８００は、電子小切手システム８０１と、マーチャントシステム８１０と、受領書
取得システム８６０とを含む。電子小切手システム８０１は、小切手サーバ８３０を有す
る。マーチャントシステム８１０はそれぞれ、小切手サーバ８３０と接続する。電子小切
手システム８０１は、受領書取得システム８６０と接続する。図５のオンライン支払シス
テム５００と比較して、オンライン支払システム８００における主な違いは、以下に説明
するように、顧客による電子小切手の申請にある。
【００７５】
　各マーチャントシステム８１０は、要求受信モジュール８１１と、支払処理モジュール
８１２とを含む。要求受信モジュール８１１は、オンライントレードに電子小切手を使用
したい顧客のオンライン支払要求の受信、および該オンライン支払要求の小切手サーバ８
３０への送信に使用される。支払処理モジュール８１２は、小切手サーバ８３０から返さ
れた処理結果に基づいて支払が成功したことを確認した後に、顧客に通知するのに使用さ
れる。
【００７６】
　小切手サーバ８３０は、インターフェースモジュール８３１、ストレージモジュール８
３２、および小切手処理モジュール８３３に加えて、リチャージモジュール８３４を含む
。リチャージモジュール８３４は、インターネット８５０を介してユーザ端末８４０を使
用して電子小切手システム８０１にアクセスする顧客のリチャージ要求の受信に使用され
る。ユーザ端末８４０は、いかなる電子小切手生成ソフトウェアもインストールされてい
ない、標準的なＰＣであり得る。以下に示すように、本構成では、電子小切手の生成は、
小切手サーバ８３０によって実行される。
【００７７】
　リチャージモジュール８３４は、リチャージ要求を、対応する受領書取得システム８６
０に送信される注文書要求に形成する。受領書取得システム８６０から注文書の処理が成
功したことを示す処理結果を受信した後に、リチャージモジュール８３４は、電子小切手
番号および対応する小切手パスワードを有する小切手情報パケットを生成し、該小切手情
報パケットを顧客に出力する。
【００７８】
　代替的に、小切手サーバ８３０は、電子小切手を生成するように、別個の小切手生成モ
ジュール（図示せず）を含み得る。（上述のように）リチャージ中に既存の顧客アカウン
トのための新しい電子小切手を生成することに加えて、小切手サーバ８３０は、既に十分
な残高を有する既存の顧客アカウントに対する、または十分な資金とともに作成されてい
る新しい顧客アカウントに対する新しい小切手を生成し得る。
【００７９】
　小切手サーバ８３０は、電子小切手番号、小切手パスワード、および金額を直接顧客に
印刷するか、または当該の情報を暗号化ファイルに暗号化し、その後、該暗号化ファイル
を、例えば取り外し可能なＵＳＢドライブを使用して、顧客に送信し得る。また、暗号化
ファイルをネットワーク上の位置にアップロードし、顧客が暗号化ファイルをダウンロー
ドできるようにすることもできる。暗号化ファイルの内容は、顧客に対してマーチャント
システム８６０によって使用される署名および顧客番号（またはユーザＩＤ）を含み得る
。署名は、データの改竄防止に使用される。顧客番号は、他人に無許可でファイルを使用
させないようにするものである。
【００８０】
　図５のものと同様に、インターフェースモジュール８３１は、マーチャントシステム８
１０からのオンライン支払要求の受信、およびマーチャントシステム８１０への応答結果
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の返信等の、マーチャントシステム８１０との通信の確立に使用される。ストレージモジ
ュール８３２は、顧客情報および小切手情報の保存に使用される。処理モジュール８３３
は、オンライン支払要求から解析した電子小切手番号および小切手パスワードの検証、該
要求の検証が成功した場合の引き落とし処理、および処理結果のマーチャントシステム８
１０への返信による、オンライン支払要求の処理に使用される。
【００８１】
　図９は、図８のオンライン支払システムを使用した例示的な処理のフローチャートを示
す。処理を、以下のように説明する。
【００８２】
　９１０で、小切手サーバ８３０は、顧客のリチャージ要求を受信し、リチャージ要求を
、対応する受領書取得システム８６０に送信される注文書要求に形成する。受領書取得シ
ステム８６０から注文書の処理が成功したことを示す処理結果を受信すると、小切手サー
バ８３０は、電子小切手番号および対応する小切手パスワードを有する小切手情報パケッ
トを作成し、該小切手情報パケットを顧客に出力する。小切手サーバ８３０はまた、小切
手情報をストレージモジュール８３２に保存する。
【００８３】
　９２０で、マーチャントシステム８１０は、オンライントレードに電子小切手を使用し
たい顧客のオンライン支払要求を受信し、該要求を小切手サーバ８３０に送信する。
【００８４】
　９３０で、小切手サーバ８３０は、レンダリング電子小切手番号および小切手パスワー
ドを解析し、レンダリング電子小切手番号および小切手パスワードを検証し、検証後に引
き落とし取引を処理し、処理結果をマーチャントシステム８１０に送信する。
【００８５】
　９４０で、マーチャントシステム８１０は、処理結果に基づいて、この支払が成功した
かどうかを判断し、結果を顧客に通知する。
【００８６】
　上述したオンライン支払方法は、以下に詳述するように、受領書取得システム９６０を
使用して、好都合なオンラインリチャージを実行することができる。
【００８７】
　図１０は、電子通貨を使用して電子小切手アカウントをリチャージする、例示的な処理
のフローチャートを示す。処理を、以下に説明するように、オンライン受領書取得システ
ムを介して実行する。
【００８８】
　１０１０で、小切手サーバ８３０は、顧客によって入力された銀行カード、パスワード
、およびリチャージ額等の情報を含む、顧客のリチャージ要求を受信する。
【００８９】
　１０２０で、小切手サーバ８３０は、リチャージ要求から注文書要求を作成し、それを
受領書取得システム８６０に送信する。小切手サーバ８３０は、予め定義された形式で注
文書要求メッセージを作成する。注文書メッセージはまた、注文書要求の応答を適時に返
すことができるように、電子小切手のアイデンティティ情報を含み得る。セキュリティを
高めるために、小切手サーバ８３０が注文書要求を送信するたびに、最初に秘密鍵要求を
受領書取得システム８６０に送信する。返信応答から公開鍵を取得した後に、小切手サー
バ８３０は、注文書要求を暗号化する。
【００９０】
　１０３０で、受領書取得システム８６０は、最初に注文書の有効性を検査し、次いで、
確認した注文書を処理する。例えば、受領書取得システム８６０は、顧客の銀行カード内
の利用可能な資金がリチャージ額よりも多いかどうかを事前に判断し得る。多い場合は、
引き落とし取引を処理する。そうでない場合は、資金の不足を示す処理結果を返す。
【００９１】
　１０４０で、受領書取得システム８６０は、処理結果を小切手サーバ８３０に返す。
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【００９２】
　１０５０で、小切手サーバ８３０は、処理に成功した注文に対する電子小切手番号およ
び小切手パスワード等の電子小切手情報を生成し、電子小切手情報を顧客に出力する。
【００９３】
　オンライン支払システムおよび方法を、いくつかの例示的な実施形態を使用して上述し
た。オンライン支払システムに使用されるストレージは、あらゆるコンピュータが読み取
り可能な媒体、またはコンピュータデータを記憶するためのあらゆる好適なメモリ装置で
あり得ることを理解されたい。このようなメモリデバイスは、ハードディスク、フラッシ
ュメモリデバイス、光学データストレージ、およびフロッピー（登録商標）ディスクを含
むがこれらに限定されない。また、本開示における小切手サーバは、インターネットまた
はイントラネットであり得るネットワークを介して接続された、サーバコンピュータまた
は一群のそのようなサーバコンピュータであり得ることを理解されたい。
【００９４】
　本明細書において検討された潜在的な利益および利点は、添付の請求項の範囲に対する
限定または制限として解釈されないことを理解されたい。
【００９５】
　請求対象は、構造的特徴および／または方法論的作用に特定した言語で説明したが、添
付の請求項で定義される請求対象は、説明した特定の特徴または作用に必ずしも限定され
ないことを理解されたい。そうではなく、特定の特徴および作用は、請求項を実行する例
示的な形態として開示する。

【図１】

【図２】

【図３】
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