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【公報種別】特許法第１７条の２の規定による補正の掲載
【部門区分】第７部門第３区分
【発行日】平成23年7月21日(2011.7.21)
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【年通号数】公開・登録公報2010-002
【出願番号】特願2008-171244(P2008-171244)
【国際特許分類】
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   Ｈ０４Ｎ   5/76     (2006.01)
   Ｈ０４Ｎ   5/765    (2006.01)
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【ＦＩ】
   Ｈ０４Ｂ   1/59    　　　　
   Ｈ０４Ｂ   5/02    　　　　
   Ｈ０４Ｎ   5/76    　　　Ｅ
   Ｈ０４Ｎ   5/91    　　　Ｌ
   Ｈ０４Ｎ   5/91    　　　Ｚ
   Ｇ０６Ｋ  17/00    　　　Ｌ
   Ｇ０６Ｋ  17/00    　　　Ｆ
   Ｇ０６Ｆ   3/12    　　　Ａ
   Ｂ４１Ｊ  29/38    　　　Ｚ

【手続補正書】
【提出日】平成23年6月3日(2011.6.3)
【手続補正１】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
　通信インタフェースを介して通信を行う第１及び第２の通信装置を備える通信システム
であって、
　前記第１及び第２の通信装置は、それぞれ、
　前記通信インタフェースが互いに通信可能な範囲に位置した場合に、前記第１と第２の
通信装置の間において第１の通信層における接続状態を確立するための接続処理を行う第
１の接続手段と、
　前記第１の接続手段による接続処理により、前記第１の通信層における接続状態が確立
した場合に、前記第１と第２の通信装置の間において第２の通信層における接続状態が確
立しているか否かを確認するための認証処理を行う認証手段と、
　前記認証処理の結果、認証が成功しなかった場合に、前記第２の通信層における接続状
態を確立するための接続処理を行う第２の接続手段と、
　前記認証処理の結果、認証が成功した場合、または前記第２の接続手段により前記第２
の通信層における接続状態が確立した場合に、前記第１と第２の通信装置の間において、
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データの転送を行う転送手段と
　を備えることを特徴とする通信システム。
【請求項２】
　前記第２の接続手段による接続処理の結果、前記第１と第２の通信装置の間において、
前記第２の通信層における接続状態を確立するために共有された識別子を記憶する記憶手
段を更に備え、
　前記記憶手段は、前記第１の通信層における接続状態に関わらず、前記識別子を記憶し
、
　前記認証手段は、前記記憶手段に記憶された識別子を用いて前記認証処理を行うことを
特徴とする請求項１に記載の通信システム。
【請求項３】
　前記記憶手段は、予め定められた指示がユーザから入力された場合に、前記記憶した識
別子を削除することを特徴とする請求項２に記載の通信システム。
【請求項４】
　通信インタフェースを介して他の通信装置と通信を行う通信装置であって、
　前記通信インタフェースが、前記他の通信装置が備える通信インタフェースと通信可能
な範囲に位置した場合に、前記他の通信装置との間において第１の通信層における接続状
態を確立するための接続処理を行う第１の接続手段と、
　前記第１の接続手段による接続処理により、前記第１の通信層における接続状態が確立
した場合に、前記他の通信装置との間において第２の通信層における接続状態が確立して
いるか否かを確認するための認証処理を行う認証手段と、
　前記認証処理の結果、認証が成功しなかった場合に、前記第２の通信層における接続状
態を確立するための接続処理を行う第２の接続手段と、
　前記認証処理の結果、認証が成功した場合、または前記第２の接続手段により前記第２
の通信層における接続状態が確立した場合に、前記他の通信装置との間において、データ
の転送を行う転送手段と
　を備えることを特徴とする通信装置。
【請求項５】
　前記第２の接続手段による接続処理の結果、前記他の通信装置との間において、前記第
２の通信層における接続状態を確立するために共有された識別子を記憶する記憶手段を更
に備え、
　前記記憶手段は、前記第１の通信層における接続状態に関わらず、前記識別子を記憶し
、
　前記認証手段は、前記記憶手段に記憶された識別子を用いて前記認証処理を行うことを
特徴とする請求項４に記載の通信装置。
【請求項６】
　前記記憶手段は、予め定められた指示がユーザから入力された場合に、前記記憶した識
別子を削除することを特徴とする請求項５に記載の通信装置。
【請求項７】
　通信インタフェースを介して他の通信装置と通信を行う通信装置における通信制御方法
であって、
　前記通信インタフェースが、前記他の通信装置が備える通信インタフェースと通信可能
な範囲に位置した場合に、第１の接続手段が、前記他の通信装置との間において第１の通
信層における接続状態を確立するための接続処理を行う第１の接続工程と、
　前記第１の接続工程における接続処理により、前記第１の通信層における接続状態が確
立した場合に、認証手段が、前記他の通信装置との間において第２の通信層における接続
状態が確立しているか否かを確認するための認証処理を行う認証工程と、
　前記認証処理の結果、認証が成功しなかった場合に、第２の接続手段が、前記第２の通
信層における接続状態を確立するための接続処理を行う第２の接続工程と、
　前記認証処理の結果、認証が成功した場合、または前記第２の接続工程において前記第
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２の通信層における接続状態が確立した場合に、転送手段が、前記他の通信装置との間に
おいて、データの転送を行う転送工程と
　を備えることを特徴とする通信制御方法。
【請求項８】
　前記第２の接続工程における接続処理の結果、前記他の通信装置との間において、前記
第２の通信層における接続状態を確立するために共有された識別子を記憶手段が記憶する
記憶工程を更に備え、
　前記記憶手段は、前記第１の通信層における接続状態に関わらず、前記識別子を記憶し
、
　前記認証工程は、前記記憶工程において記憶された識別子を用いて前記認証処理を行う
ことを特徴とする請求項７に記載の通信制御方法。
【請求項９】
　前記記憶手段は、予め定められた指示がユーザから入力された場合に、前記記憶した識
別子を削除することを特徴とする請求項８に記載の通信制御方法。
【請求項１０】
　コンピュータを、請求項４乃至６のいずれか１項に記載の通信装置の各手段として機能
させるためのプログラムを格納したコンピュータ読取可能な記憶媒体。
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