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【手続補正書】
【提出日】平成28年6月21日(2016.6.21)
【手続補正１】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
　その間を安全に無線で通信するために適合した２つの異なるデバイスを含む医療システ
ムであって、
　ここで第１のデバイスは、第２のデバイスへのおよび第２のデバイスからの通信を伝送
しそして受信するための通信モジュール、ならびに、第２のデバイスとの通信を確立する
ためおよび／または第２のデバイスと安全に通信するために使用される少なくとも１つの
必須の情報を含むメモリ、を含む医療デバイスであり、
　ここで第２のデバイスは、第１のデバイスを制御するために適合した遠隔制御装置であ
り、前記第２のデバイスは、第１のデバイスへのおよび第１のデバイスからの通信を伝送
しそして受信するための通信モジュール、入力手段、電子装置接続手段、ならびに、通信
モジュール、入力手段および電子装置接続手段に接続されたプロセッサを含み、
　前記システムはさらに、第２のデバイスの電子装置接続手段に物理的および電子的に接
続されるように適合したセキュリティトークンを含み、
　ここでセキュリティトークンは、第１のデバイスと第２のデバイスとの間で安全に情報
を交換することを可能にする少なくとも１つの必須情報を含むメモリを含み、
　ここで第１のデバイスは１つだけのセキュリティトークンと対になり、そしてここで、
少なくとも１つの必須の情報は、第１のデバイスと第２のデバイスとの間の通信を確立す
るために使用されるペアリングデータである、
上記医療システム。
【請求項２】
　保護されたトークンがもはや第２のデバイスとは接続されていないとき、第２のデバイ
スが、第１のデバイスへのおよび第１のデバイスからの通信を伝達も受信もできない、請
求項１に記載のシステム。
【請求項３】
　前記ペアリングデータは、第１のデバイス（１、７）のアドレス、少なくとも部分的な
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リンク鍵、少なくとも部分的な長期鍵、および／または少なくとも部分的な短期鍵である
、請求項１または２に記載のシステム。
【請求項４】
　必須の情報は、読み出しのみが可能で必須の情報は修正できないセキュリティトークン
（４、６、８）のメモリ（１０）の一部分に記憶される、請求項１～３のいずれか１項に
記載のシステム。
【請求項５】
　トークン（４、６、８）のメモリ（１０）は秘密鍵を含み、そして第１のデバイス（１
、７）のメモリは対応づけられた公開鍵を含む、請求項１～４のいずれか１項に記載のシ
ステム。
【請求項６】
　第１のデバイス（１、７）のメモリは秘密鍵を含み、そしてトークン（４、６、８）の
メモリ（１０）は対応づけられた公開鍵を含む、請求項１～５のいずれか１項に記載のシ
ステム。
【請求項７】
　秘密鍵は、セキュリティトークン（４、６、８）の安全な部分に、トークンだけが前記
秘密鍵を読み出し、かつ／または使用することができるようにして記憶される、請求項１
～６のいずれか１項に記載のシステム。
【請求項８】
　少なくとも１つの必須の情報は、特定の時点にトークン（４、６、８）および／または
第２のデバイス（３）内で動作させることができるまたは動作させないアプリケーション
および／またはソフトウェアのリストである、請求項５に記載のシステム。
【請求項９】
　少なくとも１つの必須情報は、アプリケーションの完全性および／またはオペレーショ
ンシステムおよび／または医療アプリケーションのアップグレードバージョンを、少なく
ともブート時に調べるために使用されるデータである、請求項１～８のいずれか１項に記
載のシステム。
【請求項１０】
　少なくとも１つの必須情報は、患者の識別名および／または身体の特性である、請求項
１～９のいずれか１項に記載のシステム。
【請求項１１】
　第２のデバイス（３）は、少なくとも１つの必須情報が一時的に記憶されるメモリを含
む、請求項１～１０のいずれか１項に記載のシステム。
【請求項１２】
　前記第１のデバイス（１、７）は、第１のデバイスと第２のデバイスとの間で交換され
るデータを暗号化するためのおよび／または復号するための、暗号化手段を含む、請求項
１～１１のいずれか１項に記載のシステム。
【請求項１３】
　少なくとも１つの必須情報は、セキュリティトークン（４、６、８）のメモリ内に秘密
に保持され、そしてセキュリティトークン（４、６、８）は、第１のデバイスと第２のデ
バイスとの間で交換されるデータを暗号化するためのおよび／または復号するための、暗
号化手段を含む、請求項１～１２のいずれか１項に記載のシステム。
【請求項１４】
　セキュリティトークン（４、６、８）は、少なくとも１つの暗号鍵を生成する鍵生成器
が動作中であるプロセッサを含む、請求項１～１３のいずれか１項に記載のシステム。
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