**Title:** A SYSTEM AND METHOD FOR THE VERIFICATION OF CUSTOMER INFORMATION ENTERED VIA AN INTERNET BASED ORDER ENTRY SYSTEM

**Abstract:** A method for the verification of customer information entered via an Internet based order entry system, including the steps of generating an order list containing a plurality of call records corresponding to Internet based customer requests (106, 110) for a plurality of fulfillment items, determining a plurality of search criteria, extracting results containing a plurality of matching call records that match the search criteria, comparing the data fields of the matching call records of the result list with data fields of call records of at least one additional customer information database (117, 118), verifying the result list as containing authentic customer information, and denying release of fulfillment items where no match occurs.
A SYSTEM AND METHOD FOR THE VERIFICATION OF CUSTOMER INFORMATION ENTERED VIA AN INTERNET BASED ORDER ENTRY SYSTEM

BACKGROUND

1. Technological Field

The present invention relates generally to the prevention of the fraudulent subscription for telecommunication services. In particular, the present invention relates to a system and method for the verification of customer information entered via an Internet based order entry system. The system and method prevents a person from fraudulently obtaining calling cards and other fulfillment items obtained through an internet based sales channel.

2. Description of the Related Art

Fraud is an ever increasing problem in the telecommunications industry, costing the telecommunications companies millions of dollars each year. While long distance carriers are continually developing products to detect and prevent fraud at all stages, there still remain many techniques that are used to perpetuate fraud. The fraud can be as simple as using a stolen credit card to charge a long distance call, or it can involve sophisticated looping techniques, such as repeatedly calling a private branch exchange (PBX) system, finding the correct sequence to access an outside line (by trial and error or other hacking techniques) and then placing a costly long distance call through the PBX system. The telecommunications industry is involved in an intensive and ongoing effort to first identify different types of fraud and then to develop and implement ways of preventing such fraud.

Particular methods of fraud control and systems for implementing them are known in the industry. Conceptually, fraud control may be divided into two disciplines.
The first being identifying a call that is likely to be fraudulent and the second being responding after a call is identified as likely to be fraudulent. Methods of identifying calls that are likely to be fraudulent vary from the simple to the sophisticated and are generally directed at a particular type of fraudulent activity. For example, a call is likely to be fraudulent if it is made using a calling card that has been reported stolen by the owner. Another example of fraudulent activity that is common is fraudulently obtaining calling cards or other fulfillment items, such as cash certificates, using a false name, address, or telephone number over the Internet.

Due to the ease and broad availability of the Internet, it is now possible, and even easier, to register for long distance services via the Internet. Furthermore, long distance companies do not, as of yet, have the means to validate the accuracy of the customer information submitted prior to releasing fulfillment items such as calling cards or cash certificates without impacting the timeliness of Internet-based transaction, the objectives of the Internet-based transactions include speed and efficiency for the user, to name a few as non-limiting examples. Subsequently, individuals are able to order services, gain access to long distance networks, or obtain calling cards without submitting valid billing names and addresses. Since many long distance companies support Internet based ordering of telephone products, and the setup and maintenance of telephone accounts via the Internet, a greater exposure exists from orders originating via the Internet that may ultimately lead to losses associated with Internet based subscription fraud.

Therefore, there exists a need for a process and system that allows a fraud control analyst to monitor, via a web browser interface, daily Internet transactions requesting fulfillment items for potential fraudulent activity prior to actual release of the fulfillment
item. In the event the fulfillment item was released to the customer, a fraud analyst will have the opportunity to promptly deactivate the item, such as the card, certificate, etc.

SUMMARY OF THE INVENTION

It is therefore an object of the present invention to provide a system and method for the verification of customer information entered via an Internet based order entry system that minimizes subscription fraud by reviewing order request transactions prior to the release of fulfillment items.

It is an additional object of the present invention to provide a system and method for the verification of customer information entered via an Internet based order entry system that is accessible by a fraud control analyst via a web browser interface.

It is another object of the present invention to provide a system and method for the verification of customer information entered via an Internet based order entry system that enables a fraud control analyst to query daily order transactions using certain search criteria such as zip code, city, state, name, and address.

It is also an object of the present invention to provide a system and method for the verification of customer information entered via an Internet based order entry system that generates an alert based upon atypical or suspicious order patterns.

It is similarly an object of the present invention to provide a system that verifies Internet based order entry information based upon customer information contained in additional customer information databases.

To achieve the above and other objects of the present invention, there is provided a system and method for the verification of customer information entered via an Internet based order entry system comprising a customer database or new order processing system.
(NOPS), an Internet based verification server, an order entry interface for interfacing with NOPS, and an Internet sales channel interface for interfacing with the order entry interface.

A plurality of fraud control analysts access the Internet based verification server using the world wide web and a standard Internet web browser by entering a secure login name and password. The fraud control analysts enter specific search criteria such as city, state, zip code, customer name, address, etc., and query a list of orders that originated through the Internet sales channel interface. The Internet based verification server generates a results list based upon the search criteria entered from the fraud control analyst and displays the results on the fraud control analyst's display. Once the results list is returned to the fraud control analysts, they have the option of verifying the results. If they decide to verify the results, the verification server accesses customer information databases from either the long distance company's customer information database or other customer information databases of cooperating telephone companies, as well as any other accessible databases storing customer information. The process of accessing the additional databases allows the system to verify the information entered via the Internet sales channel interface and thus reduces the potential fraudulent entry of information. If the information is not found in the other databases, the verification server generates an alert to the fraud control analyst for further consideration. In this manner, the fraud control analysts can verify the information using other known methods and if unsuccessful, may prevent the distribution of fulfillment items such as calling cards and cash certificates prior to shipment. If the customer information is deemed to be
fraudulent, the fraud control analyst is able to submit a request to NOPS in order to deny the release of fulfillment items or negate the ability to use the fulfillment items.

**BRIEF DESCRIPTION OF THE DRAWINGS**

These and other objects and features of the present invention will become apparent from the following detailed description considered in connection with the accompanying drawings in which:

**FIG. 1** is a schematic view of a system for the verification of customer information entered via an Internet based order entry system according to the present invention;

**FIG. 2A** is a flowchart illustrating a method for the verification of customer information entered via an Internet based order entry system according to the present invention;

**FIG. 2B** is a continuation of the method for the verification of customer information entered via an Internet based order entry system according to FIG. 2A;

**FIG. 3A** is a detailed flowchart of the step of performing a manual search as set forth in FIG. 2A; and

**FIG. 3B** is a detailed flowchart of the step of performing a preprogrammed search as set forth in FIG. 2A.

**DETAILED DESCRIPTION OF THE PREFERRED EMBODIMENT**

Referring now to the drawings, in which similar reference characters denote similar or identical elements throughout the several views, **FIG. 1** shows a system for the verification of customer information entered via an Internet based order entry system according to the present invention.
A plurality of customers 106 access an Internet sales channel 160 via the world wide web 110 to request fulfillment items such as calling cards and cash certificates from long distance telephone companies. Customers 106 enter any required information into Internet sales channel 160 and the entered data is modified into an acceptable format by an order entry interface 170. The information is then submitted to a new order processing system NOPS 150 for processing.

The system for the verification of customer information entered via an Internet based order entry system is comprised of new order processing system (NOPS) 150 which processes and stores all customer data and orders for fulfillment items, order entry interface 170 which may receive raw information from Internet sales channel Interface 160 and a telemarketing phone sales interface 180. Order entry interface 170 formats the raw information into a pre-selected format and presents the information to NOPS 150 for processing.

An Internet based verification server 100 is comprised of a means for accessing 101 order entry interface 170 and a processor means 102 for generating an order list of Internet based orders requesting fulfillment items that originated through the Internet sales channel interface 160 and/or telemarketing channel 180. The order list contains a plurality of call records corresponding to Internet based customer requests for a plurality of fulfillment items. Each call record contains a plurality of data fields. Processor means 102 formats the order list into a pre-selected format and stores the order list as a plurality of call detail records in a database 107. In addition, processor means 102 extract from the order list a results list that contains a plurality of matching call records that fulfill a plurality of search criteria entered via a fraud control analyst 105. Verification server
100 has verification means 104 for verifying the matching call records in the results list.
In addition, verification server 100 has communication means 103 for accessing
additional customer information databases and for generating and sending a block or alert
message to NOPS 150 in order to prevent the release of fulfillment items.

While a first embodiment of the system could run automatically and deny the
release of fulfillment items for any matching call record that does not appear in any
additional customer information database, a preferred embodiment generates an alert to a
fraud control analyst if the information is not found. The alert allows the fraud analyst to
check the customer information using other known methods. If the fraud analyst decides
that the information is fraudulent, request for fulfillment items can be canceled.

In the preferred embodiment, fraud control analyst 105 accesses verification
server 100 via a web browser interface and enters a plurality of search criteria using a
workstation connected to the world wide web (WWW) 110.

Fraud control analyst 105 accesses verification server 100 using a secure login
name and password to prevent the unauthorized use of the system. Once verification
server 100 generates the results list, it is displayed on a display of the fraud control
analyst 105.

The resulting list is displayed to fraud control analyst 105 for subsequent fraud
analysis. Fraud control analyst 105 has the option of confirming the information
submitted through Internet sales channel 160 using several independent customer
information databases. The customer information databases may include a cooperating
company database 117, a web-based database 115, or a miscellaneous database 118
accessible either through world wide web 110 or through standard telephone lines via
modem using communication means 103. Cooperating company database 117 may include a customer information database of another long distance telephone company or a database of a local utility company. Web based database 115 and miscellaneous database 118 may include any database that contains customer information and is accessible for the purpose of verifying submitted customer information.

Referring now to FIGs. 2A and 2B, there is shown a method for the verification of customer information entered via an Internet based order entry system according to the present invention. Referring to step 200, verification server 100 retrieves raw call data from order entry interface 170. The raw data originates from Internet sales channel 160 and/or telemarketing sales channel 180, and contains the customer information input by customers ordering Internet based fulfillment items. The raw data contains several data fields of varying lengths and may contain customer information including the customer’s name, address, zip code, state, time of request, date of request, and requested fulfillment items, etc. The raw data is formatted by verification server 100, in step 205, preferably using a PERL computer program. PERL is an interpreted computer programming language that is optimized for scanning arbitrary text files, extracting information from those text files, and printing reports based on that information. The PERL program modifies the raw data and converts the data to a pre-selected format. The PERL program may modify the date format, limit the number of fields imported, or re-order the number of fields imported in order to ease the import of the data into verification server 100. The formatted data is then stored in database 107 as an order list in step 215. The order list contains a plurality of call records corresponding to Internet based customer requests for a plurality of fulfillment items and the call records contains a plurality of data fields.
At step 220 it is determined whether or not fraud control analyst 105 wishes to query the order list based upon a plurality of search criteria. If the fraud control analyst does not wish to query the order list, the program ends. If, however, the analyst wishes to enter search criteria, the procedure performs a search on the information stored in the order list in step 230, the details of which are set forth hereinafter with respect to FIGs. 3A and 3B.

The returned data is in the form of a results list. The results list contains a plurality of matching call records that match the plurality of search criteria and the plurality of search criteria thresholds. The results list returned from the search performed in step 230 is displayed in step 235, preferably on the fraud control analyst’s computer terminal or any other suitable output device. At step 240, it is determined whether or not the results list should be e-mailed or printed. If the fraud control analyst wishes to e-mail or print the results list, at step 245 the requested task is performed and the process proceeds to step 250; otherwise, the process proceeds directly to step 250. At step 250, it is determined whether the fraud control analyst wishes to verify the listings contained in the results list. If the fraud control analyst does not wish to verify the listings, the procedure ends. If, however, the fraud control analyst does wish to verify the listings, the system accesses the customer information contained in a plurality of additional databases using communication means 103 in step 255, as shown in FIG. 2B. The additional databases containing customer information may be a database of a cooperating company 117 or a web based database 115 located and accessible through the world wide web 110. In addition, the customer database may be a miscellaneous database 118 accessible via a modem over standard telephone lines. Cooperating
company database 117 may include a customer information database of another long
distance telephone company or a database of a local utility company. Web based
database 115 and miscellaneous database 118 may include any database that contains
customer information and is accessible for the purpose of verifying submitted customer
information. Typically, large companies allow limited access to their customer databases
for the purpose of verifying customer data. In addition, some companies accept an
 electronic request to verify customer data. The request is answered in the affirmative if
the data submitted matches data contained in their database.

At step 260, it is determined whether or not the matching call records in the
results list exist in the additional databases. If the information is contained in the other
databases, the information is considered truthful as it has been verified in an additional,
possibly independent database. At this point, the program ends. Since NOPS 150 has
received a request for the fulfillment of services via order entry interface 170, no further
action is required if the information submitted by customer 106 has been successfully
compared with customer data stored in an independent database.

If, however, the information contained in the results list is not found in an
additional database in step 260, the information may be fraudulent. In step 275,
processor means 102 generates an alert message to fraud control analyst 105, activates an
alert flag and sends the message via communication means 103. At step 276, it is
determined whether the fraud control analyst wants to issue a block message to NOPS
150 indicating a potentially fraudulent entry. While at step 276 the fraud control analyst
105 has the option to issue a block message, it is, however, understood that the process
can be fully automated to deny the fulfillment of items for any customers who are not
contained in any of the accessible databases. If the fraud control analyst decides to issue the block message, verification server 100 generates and sends the message in step 278. Upon receipt of the block message, NOPS 150 does not proceed to release the items 190, but instead blocks the order at step 280. Accordingly, obtaining fulfillment items fraudulently is prevented prior to the release of the fulfillment items based on the information provided by customer 106. If fraud control analyst 105 decides not to issue the block message at step 276, the process ends.

Referring now to FIG. 3A, there is shown a detailed flowchart describing a manual search process performed in step 230 of FIG. 2A. At step 300, it is determined whether or not the search to be performed is a manual search or a preprogrammed search. If the search is a manual search, fraud control analyst 105 enters a plurality of search criteria and their corresponding threshold values in step 305. In step 307, processor means 102 generates a corresponding structured query language (SQL) statement for the search. In step 310, processor means 102 uses the SQL statement to access the orders list stored in database 107 in order to obtain matching call records that match the search criteria. The matching records are then stored as a results list. The results list obtained by processor means 102 is displayed in step 235 to fraud control analyst 105.

Referring now to FIG. 3B, if the search is a preprogrammed search, at step 320 it is determined whether or not the preprogrammed search criteria exists. Preprogrammed searches are searches previously stored using common search criteria. For instance, the frequency of requests based upon a particular zip code may trigger an alert in one area and not another. If, for example, a particular combination of search criteria and threshold information routinely results in the prevention of fraud, the search can be saved for future
reference. If the search does exist and the SQL language has been previously stored, the
previously stored SQL language is accessed at step 325 and the process proceeds to step
310.

If the search has not been previously defined, the process proceeds to step 330.
Step 330 requests fraud control analyst 105 to enter the name of the predefined search.
Following step 330, fraud control analyst 105 is requested to enter the search
parameters/criteria at step 335. The fraud control analyst is then requested to enter
specific search thresholds for each search parameter/criteria at step 340. Specifically, the
search thresholds are values which, when exceeded, will result in an alert. The thresholds
entered in the step 340 may be previously defined atypical or suspicious patterns of call
transactions. An example of an atypical pattern is the frequency of requests within a
given period of time. For example, the request for five calling cards in a period of two
days may signal a fraudulent attempt to obtain calling cards for illegal purposes. These
thresholds are entered for the particular search parameters and result in the creation of a
results list for later reference. Accordingly, the results list would be compared with the
customer information contained in additional databases to determine whether or not the
customer information provided exists in other databases.

Referring to step 345, processor means 102 generates the SQL language
corresponding to the entered search parameters and the thresholds. The SQL language is
then stored in step 350 for future reference.

At step 355, it is determined whether or not to add an additional search. If so, the
process returns to step 330 so that the user may enter the name of the new search. If not,
it is determined at step 360 whether or not the fraud control analyst wishes to perform the
previously defined search. If so, the process returns to step 325 wherein the processor
means 102 accesses the SQL language previously stored in step 350. The SQL language
is then used to access database 107 in step 310 and the results are displayed at step 325.
If the previously defined search is not to be performed, the process ends.

While several embodiments of the present invention have been shown and
described, it is to be understood that many changes and modifications may be made
thereinto without departing from the spirit and scope of the invention as defined in the
appended claims.
WHAT IS CLAIMED IS:

1. A method for the verification of customer information entered via an Internet based order entry system comprising the steps of:
   generating an order list containing a plurality of call records corresponding to Internet based customer requests for a plurality of fulfillment items, said call records containing a plurality of data fields;
   storing said order list in a database;
   determining a plurality of search criteria;
   extracting a results list from said order list, said results list containing a plurality of matching call records that match said plurality of search criteria, said matching call records containing a plurality of data fields;
   comparing said plurality of data fields of said matching call records contained in said results list with a plurality of data fields contained in call records of at least one additional customer information database;
   verifying said results list as containing authentic customer information upon a match with said call records of said customer information database to release said fulfillment items; and
   denying release of said fulfillment items for those matching call records contained in said results list that do not match said call records of said additional customer information database.

2. The method according to claim 1, wherein said additional database includes a customer information database of a cooperating company, wherein said cooperating
company is one of a long distance telephone company and a utility company that allows access to customer information for purposes of comparing customer information.

3. The method according to claim 1, wherein said additional database includes an Internet based customer information database accessible through the world wide web, wherein said Internet based database is accessible for purposes of comparing customer information.

4. The method according to claim 1, further comprising the steps of: determining thresholds for said plurality of search criteria; and extracting to said results list, a plurality of matching call records that match said thresholds.

5. The method according to claim 4, wherein said plurality of search criteria and said plurality of search criteria thresholds are input manually.

6. The method according to claim 4, wherein said thresholds include a frequency of order entries within a specified time.

7. The method according to claim 1, wherein said plurality of search criteria includes a customer’s name, a customer’s zip code, and a customer’s address.

8. The method according to claim 1, wherein said plurality of search criteria includes a date and a time of said Internet based order entry.

9. The method according to claim 1, further comprising a step of storing said results list in said database.

10. The method according to claim 1, wherein said plurality of data fields of said call records contain at least a customer name field, a customer address field, and a type of fulfillment item field requested.
11. The method according to claim 1, wherein said comparing step further comprises the steps of:

   generating an alert message to a fraud control analyst for those matching call records that are not contained in said additional customer information databases; and

   allowing the fraud control analyst the option of verifying those matching call records that are not contained in said additional customer information.

12. The method according to claim 1, wherein said step of denying release of fulfillment items further includes the steps of:

   generating a block message for those matching call records contained in said results list that do not match said call records of said additional customer information database; and

   sending said block message to a new order processing system, wherein said new order processing system blocks release of the fulfillment items if the block message is received and corresponds to said call records corresponding to Internet based customer requests in said order list.

13. The method according to claim 1, wherein said extracting step further includes the steps of:

   generating a corresponding structured query language (SQL) statement for said plurality of search criteria; and

   querying said orders list stored in the database using said SQL statement in order to obtain said plurality of matching call records.

14. The method according to claim 1, further comprising the step of displaying said results list on a display to a fraud control analyst.
15. A system for the verification of customer information entered via an Internet based order entry system comprising:

means for generating an order list containing a plurality of call records corresponding to Internet based customer requests for a plurality of fulfillment items, said call records containing a plurality of data fields;

means for storing said order list in a database;

means for determining a plurality of search criteria;

means for extracting a results list from said order list, said results list containing a plurality of matching call records that match said plurality of search criteria, said matching call records containing a plurality of data fields;

means for comparing said plurality of data fields of said matching call records contained in said results list with a plurality of data fields contained in call records of at least one additional customer information database to verify said results list as containing authentic customer information upon a match with said call records of said customer database to release said fulfillment items, said comparing means denying release of fulfillment items for those matching call records contained in said results list that do not match said call records of said additional customer information database.

16. The system according to claim 15, wherein said additional database includes a customer information database of a cooperating company, wherein said cooperating company is one of a long distance telephone company and a utility company that allows access to their customer information for purposes of comparing customer information.
17. The method according to claim 15, wherein said additional database includes an Internet based customer information database accessible through the world wide web, wherein said Internet based database is accessible for purposes of comparing customer information.

18. The system according to claim 15, wherein said plurality of data fields of said call records contain at least a customer name field, a customer address field, and a type of fulfillment item field requested.

19. The system according to claim 15, wherein said comparing means further comprises:

means for generating an alert message to a fraud control analyst for those matching call records that are not contained in said additional customer information databases, to allow the fraud control analyst the option of verifying those matching call records that are not contained in said additional customer information.

20. The system according to claim 15, wherein said comparing means denies release of fulfillment items by generating a block message for those matching call records contained in said results list that do not match said call records of said additional customer information database, and sending said block message to a new order processing system, wherein said new order processing system blocks release of the fulfillment items if the block message is received and corresponds to said call records corresponding to Internet based customer requests in said order list.

21. The system according to claim 15, wherein a fraud analyst determines a plurality of search criteria thresholds, wherein said results list includes a plurality of matching call records that match said plurality of search criteria thresholds.
22. The system according to claim 21, wherein said plurality of search criteria thresholds include a frequency of order entries within a specified time.

23. The system according to claim 15, wherein said plurality of search criteria includes a customer's name, a customer's zip code, and a customer's address.

24. The system according to claim 15 wherein said plurality of search criteria includes a date and a time of said Internet based order entry.
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