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[57] ABSTRACT

A locking system is provided which includes a key de-
vice which includes at least one electrical impedance.
The key can be inserted into circuitry which contains
adjustable impedances. The circuitry is such that when
the- adjustable impedances are set to predetermined
values which match those of the impedances in the
key device, a locking device which is operated from
the circuitry is released. The exact circuitry can take
many different forms. It may include provision for en-
ergizing an alarm after one or more incorrect attempts
have been made to release the system by inserting the
key and setting the variable impedances to incorrect
values.

4 Claims, 6 Drawing Figures
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LOCKING SYSTEM
FIELD OF THE INVENTION

This invention relates to a locking system which may
be used for drawers, tills, doors, windows or other
members which it may be desired to lock in position, or
for disabling cash tills or power supplies, and many
other applications where there is a requirement for
only an authorised person or persons to be able to cf-
fect some kind of operation. The term “locking™
should be interpreted accordingly.

SUMMARY OF THE INVENTION

In accordance with the invention, a locking system
comprises a key device which includes at least one
electrical component, circuitry with which the key de-
vice can be electrically associated, the circuitry being
settable by an operator in such a manner as to provide
one or more predetermined output signals when a pre-
determined combination of circuitry setting and associ-
ated key device exists, and means for tripping a locking
device in response to recognition of the predetermined
signal or signals.

Thus, an authorised person will associate his key de-
vice with the above-mentioned circuitry, for example
by inserting part of the key device into a socket con-
taining suitable connections, will then set, for cxample,
one or more dials which adjust the values of the clectri-
cal components in the circuitry, will then press a switch
to energise the circuitry and, if he has correctly set'the
dials to match his key, he will then find that the locking
system is automatically released. If he loses the key de-

vice, it alone cannot be used to trip the system and, if -

the dial setting or combination of settings associated
with the lost key should become known to another per-
son, he cannot trip the system without also obtaining
the key device. The security of the system is thus rela-
tively high. The settings for one key are inappropriate
for another key.

The system can be provided with means for prevent-
ing removal of a key and for activating an alarm if an
attempt is made to trip the system using dial settings in-
appropriate to the key used.

DESCRIPTION OF THE DRAWINGS

In order that the invention may be more clearly un-
derstood, some embodiments thereof will now be de-
scribed, by way of example, with reference to the ac-
companying drawings, in which:

FIG. 1 shows schematically a relatively simiple lock-
ing system using a resistance bridge,

FIG. 2 shows part of a locking system using a trans-
former bridge, '

FIG. 3 shows a more refined system in which, in ef-
fect, a combination of two bridges is employed,

FIG. 4 shows schematically a system in which setta-
ble circuitry, when it.is appropriately set and a correct
key device is associated with it, produces an output sig-
nal in the form of a predetermined frequency oscilla-
tion,

FIG. 5 shows in more detail a further system in accor-
‘dance with the invention, and -

FIG. 6 shows a key-retaining and . alarm-energising
arrangement. ' S

In the FIG. 1 embodiment a resistance bridge com-
prises in thrée of its arms resistOrs R;, R; and Ry and; in
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its fourth arm, an adjustable resistor Ry and a pair of
terminals 1.

Across one diagonal of the bridge there is connected
an AC source (this could alternatively be DC).

The other diagonal of the bridge is connected be-
tween ground and an output line 3, the line 3 being
connectable to the input of a lockout channel 5 by clo-
sure of one contact of a switch 2. A command signal
from a source (e.g. + 12V DC) is applied to a trip chan-
nel 4 by closure of the other contact of switch 2. The
exact circuitry of the tip and lockout channels 4 and §
can be of various known forms and is arranged so that
the command signal from the trip channel 4 is effective
to release a locking device indicated at 7 unless the
lockout channel is at the same time producing an out-
put signal.

An authorised person will have a key device 8 which
includes a fixed resistor R; to the ends of which are
connected terminals 9 which can be connected to the
terminals 1 of the bridge. For example. the terminals 1
of the bridge may be a pair of sockets, and the termi-
nals 9 of the key device may be a pair of pins arranged
to fit into the sockets. The kev resistor could alterna-
tively fit in the positions of any of resistors R,, R, and
R_-;.

The authorised person also knows what specific set-
ting of a dial which adjusts the resistor R, will give the
resistor Ry a value such that, when the key device 8 is
connected to the circuitry, the resistance values of the
four arms will represent a balanced condition.

Thus, the authorised person inserts or connects his
key device, and then sets the dial to the predetermined
setting. He then manually closes the switch 2 to sample
the bridge output and connect the command signal to
the unlocking or trip circuit. A substantially zero out-
put signal appears on line 3 because the bridge has
been balanced. In this condition the lockout channel &
will not override the trip channel 4, so the device 7 will
be energised and unlocked.

If the setting of resistance R, had been incompatible
with the key resistor R; used as would be expected with
an unauthorised person attempting to release the sys-
tem, an output signal other than zero would have ap-
peared on the line 3 when switch 2 was operated, caus-
ing the lockout circuit to function to prevent energisa-
tion and release of locking device 7; for example, the
lockout channel output could open relay contacts in
the output line of trip channel 4 to prevent the trip
channel output operating locking device 7.

In the FIG. 2 embodiment. a bridge is again used but
two arms consist of the respective halves L, and L, of
the centre tapped secondary of a transformer T of
which the primary is connected across the switch 2 and
an AC source in series. In the other two arms of the
bridge are an adjustable resistor R,. on the one hand.
and a fixed resistor R, in series with terminals 1 for re-
ceiving a key device 8, in similar fashion to that of the
FIG. 1 embodiment. In this case the key device is
shown in the same arm as the fixed resistor. but it could
equally well be designed into the other resistive arm.

The FIG. 2 system operates generally in the same way
as the FIG. 1 system to produce a substantially zero
output signal on line 3 when the correct setting of resis-
tor R; and the correct key 8 are simultaneously used.
Trip and lockout circuitry similar to that indicated in
FIG. 1 can be connected to the line 3 to control the
locking device 7.
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In FIG. 3, a transformer bridge is again used. with the
halves L, and L, of a transformer secondary forming
two arms of the bridge. In the other side of the bridge.
the two parts Ry and R; of an adjustable potentiometer
form two further arms which are connected to form
parallel potential dividers including the other arms for
two bridges involving the fixed resistors Rx and Ry,
from one bridge and Ry and R,; for another.

In this case. the key-device 8 comprises two resistors

R, and Ry, connected between three terminals. When
the key device is associated with the bridge circuitry,
the two end terminals of the key device contact termi-
nals at the ends of resistors Ry and R, and the central
terminals contacts a terminal connected to one end of
the transformer half L,. Thus, when the key device is
associated with or inserted in the circuitry, two induc-
tance/resistance bridges are in effect formed, the out-
put of one of which appears on a line 3¢ and the output
of the other of which appears on a line 3b.

To use the FIG. 3 embodiment an authorised person
inserts his key device 8 and sets the adjustable potenti-
ometer, for example using a dial, to a predetermined
setting which will balance the bridge which contains re-
sistor R,o. He then closes a switch 11 which is ganged
with a command signal switch (not shown, but equiva-
lent to the lower part of switch 2 in FIG. 1), which
sends the output signal on line 3b and the command sig-
nal (e.g. + 12V DC) to memory and logic circuitry. If
the key device and the potentiometer setting were both
correct, the signal on line 3b will be substantially zero.
He then again sets the potentiometer. this time to a pre-
determined setting which should balance the bridge
which contains the resistor Ry, of the key device. Hav-
ing done so, he closes a switch 12, also ganged with a
command signal switch (again not shown), which sends
the output of line 3¢ and the command signal to the
memory and logic circuitry. If the second setting of the
potentiometer has been appropriate to the key device
being used. the signal on line 3¢ will be substantially
zero output signal. The memory and logic circuitry may
be of any conventional type that is capable of produc-
ing an energising signal for the locking device in re-
sponse to receipt of two substantially zero input signals
from lines 3u and 3b and the command signals, but not
in response to a non-zero input signal received from ei-
ther or both line 3a or 3b.

In the embodiments of FIGS. 1, 2 and 3, the adjust-
able circuit components have in cach case been shown
and described as resistors. and the electrical compo-

nent or components in the key device have been resis- -

tors. However, in general, the key and the bridge can
include resistive, inductive ‘and/or capacitive impe-
dance elements in various dispositions and any one or
more than one of these elements may be adjustable, for
example by means of a respective dial. If more than one
of them is adjustable. using more than one dial, then it
will be necessary to make the appropriate combination
of dial settings in order to set the circuitry ready for the
key device. '

It can be seen from FIG. 3 that the bridge circuit can
be of a more complex form than the simple bridge
-shown in FIG. 1. Alternatively, a plurality of simple
bridges such as are shown in FIG. 1 could be used. and
a single key device containing several resistors which
are simultaneously connected into the several bridges
when the key device is connected into the bridge cir-
cuitry, for example. by being plugged into a socket pro-
vided with appropriate connections.
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FIG. 4 shows part of a-further embodiment of the in-
vention wherein an oscillator circuit 13 is provided
with power from a DC input terminal 14. The oscillator
includes a variable capacitor 15 -and a pair of terminals
16 to which a kéy device including a fixed capacitor 17
can be connected. The output line ‘18 of the oscillator
is connected by clostre of a.switch 19 to frequency-
selective circuitty, - which can include a narrow-band
trip sub-channel 20 and a wide-band lockout sub-chan-
nel 21 (as disclosed in our U.S. Pat. No. 3.829,836.
which will produce an output signal to trip or release a
locking device 7 only when its input signal is within a

. certain, and preferably very restricted, frequency band

and no.other frequencies are present at substantial in-
tensity. '

The authorised person possesses the key device con-
taining the capacitor 17 and also knows the predeter-
mined dial setting which will set the capacitor 15 to a
value such that, with the set capacitor 15 and the key
capacitor 17 in the oscillator circuit the oscillator 13
will produce an output signal on line 18 which is within
the predetermined restricted frequency band. Release
of the locking device 7 will thus be produced by closure
of switch 19, If either the key device is wrong or the ca-
pacitor 15 is wrongly set, the locking device 7 will not
be released. Once a wrong frequency on line 17 has
been applied to the sub-channels by closure of switch
19, lockout will occur and subsequent attempts to op-
crate the system correctly will not succeed.

Where a lockout arrangement is provided, its output
can be arranged to operate some kind of visual or audi-
ble alarm to give a warning that an unauthorised per-
son, using the wrong key or setting, is attempting to re-
lease the system. It may also be arranged to operate an
arrangement which holds the key device in association
with the bridge or other detecting circuitry, for exam-
ple by energisation of an electromechanical latch
which engages with the key device. Thus, the same key
device will not be able to be used again in an attempt to
effect unauthorised release of the system. Both these
latter features will be described in more detail with ref-
erence to FIG. 5. ’ :

FIG. § illustrates a further locking system in accor-
dance with the invention. The components and their
interconnections are evident from the drawing and will
be described only briefly. The resistance bridge 30 is
fed from the mains via a mains transformer 31 and con-
tains a potentiometer 32 the wiper of which can be set
by turning a knob 33 associated with a numbered dial
34, Two variable resistors 35 in the bridge will be pre-
set in different ways for different installations so as to
determine what combination of key and dial setting will
release that installation: It can be seen that the circuit
is a double bridge similar to that shown in FIG. 3, and
it has two output lines 3¢ and 3b corresponding to those
in FIG. 3. A conventional DC power supply circuit 35
provides a‘supply voltage V.. which is applied through
a solenoid operated switch 36 to various points in the
circuitry as indicatéd by.the references V. A circuit
36 includes a nérmally open switch 37, which may be a
press-button switch, which is‘accessible to the operator
and which when closed produces a positive clock. or
trigger ‘voltage C,, which goes back to zero when the
switch is opened. Voltage C, is applied to the points
marked C,'in the logic circuitry to control the opera-

tion thereof. As can be seen, the logic circuitry includes

four flip-flops marked 38,:39, 40 and. 41, respectively.
Each of them may be a Texas Instrurhents TTL 7473
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‘bistable flip-flop. for exaniple, and they are connected -

as shown to carry out the necessary loglc fiinctions.

Circuits 42 and 43 provide a zero output signal on their
respective output lines 44 and 45in response to receipt
of an input signal from lines 3« and '3 and produce
positive output signals on lines 44 and 45 in response to
zero input signals from lines 3« and 3b.

When flip-flop 39 provides an output signal that en-
ergises a conventional timer circuit 46 which in turn
cnergises a relay 47 for a predetermined period, such as
- a few seconds, and the relay energises an electrically
released lock 48, thus releasing it, for the correspond-
ing period.

When an output signal is produced from the lower
side of flip-flop 41 a warning light 49 is energised from
a suitable supply by the conduction of a transistor 50.

When an output signal is produced from the upper
half of flip-flop 41 a solenoid 51 is encrglsed which
switches switch 36 to a position where it applies voltage

V. to an alarm 52, for example an electric bell, at the 2

same time disconnecting the voltage V. from the main
circuitry of the system. Solenoid 51 also operates a key
hold mechanism 53 which prevents the key from bemg
withdrawn from a socket into which it has been in-
serted, as will be more clearly described below.

To operate the system, an operator inserts his key
into a suitable key-receiver and this connects two resis-
tors 54 and 5§, contained in the key, into the bridge as
shown. The key also includes a bridging contact 56,
which for the sake of simplicity is shown connected to
the resistors 54 and 55 by a broken line, across a pair of
contacts in a circuit 57 which in response provides a
presetting signal to the logic circuitry making it ready
to operate.

The operator then sets knob 33 to one predetermined
position intended to produce a zero output from the
bridge on line 3a and presses and releases switch 37 to
generate a clock pulse C,,. He then sets the knob 33 for
a second time to a predetermined position which
should produce a zero output signal on line 3b and
presses switch 37 again to generate a further clock
pulse C,,.

If both dial settings have been correct, the logic cir-
cuitry causes timer 46 and relay 47 to operate so that
lock 48 is released for a predetermined time, enabling
the operator to, for example, walk through a door
which had been locked thereby.

The following table shows the manner in which the
logic circuitry operates, and the consequences.

First dial setting Second- dial setting, Result

A. Right Right Lock 48 released
Right Wrong

B. Wrong Right Lamp 49 on
Wrong Wrong
‘Right Wrong

C. Wrong Right Alarm 52 on
Wrong Wrong and key held

b. ‘ Right Right Lock 48 released

and lamp 49 off

In the above table, the correct operation first time is
shown at A, resulting in release of the lock.
~ Had the person got either or both of the two dial set-
‘tings wrong, as shown at B, the lamp 49 would have
come on after both dial settings had been made and
rafter both closures of switch 37. Thus the operator
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6
would be'shown that one or both of his settings had
been incorrect, but he would not be told which. If, fol-
lowing that, he makes two correct dial settings as

shown at D, lock 48 will release and lamp 49 will go

out. However, if at his second attempt he again gets one
or both of the dial settings wrong, as shown at C. sole-
noid 51 is energised and the alarm 52 goes on, the cir-
cuitry is de-activated by removal of the voltage V..., and
the key hold mechanism 53 is operated to retain the
key.

Thus, the circuitry illustrated avoids giving unneces-
sary alarm by permitting an authorised person to make
a mistake at his first atfempt to release the system,
without the alarm being energised, and warns him that
he has made the mistake. An authorised person will
then in all probability get the correct settings at his sec-
ond attempt and will release the lock.

An unauthorised person will get the warning when his
first attempt is incorrect, but only after his attempt has
been completed, so that he will not know which of the
two dial settings was wrong, he thus has no clue when
he makes his second attempt and is equally likely to get
one of the dial settings during the second attempt
wrong as well, thus producing the alarm and retention
of his key.

FIG. 6 shows a key 60 in the form of a plastics plate
(seen from one edge) into one end 61 of which the re-
sistors 54 and 55 are incorporated. Leads from the re-
sistors can be in printed circuit form on the upper sur-
face of the key 60, extending to the left-hand end of the
key, so that when that end is inserted into a conven-
tional edge-connector-62 (as used for connecting to the
edges of printed circuit boards), the resistors become
connected into the bridge by means of the leads illus-
trated at 63.

A hole 64 in the key is in line with the end 65 of a
plunger 66 when the key is in the inserted position.
Plunger 66 is biased downwardly by spring 67 com-
pressed between a fixed part 68 and a shoulder 69 on
the plunger 66, but is normally retained in the upper
position (as shown in broken lines) by a plunger 70 of
solenoid 51 engaging in a notch 71 on plunger 66.
Plunger 66 in the upper position also presses the actua-
tor 72 of a suitable switch, such as a miniature snap-
action switch 73 (corresponding to switch 36 in FIG.
3), upwards so that V... is passed by the switch to the
system circuitr) When solenoid 51 is energised its
plunger 70 is withdrawn from the notch 71, plunger 66
is driven downwards by sprmg 67 to engage in the hole
64 and hence lock the key into the apparatus. At the
same time, actuator 72 is released so that switch 73
switches voltage V... from the system circuitry into the
alarm 52 to actuate the alarm. The mechanism can be
re-set internally using a pivoted plunger-lifting lever 75.

The above-described systems can be used to provide
a very large number of ke\s for different persons, every
key having elements in it different from all other ke\s
and hence requiring to be used with different values of
bridge setting for every person. This defeats the possi-
bility of breakmg the system by obtaining one autho-
rised person’s code setting and stealing another autho-
rised person’s key.

I claim:

1. A locking system comprising a key device which
includes at least one impedance, key receiving means,
circuitry in which said at least one impedance can be
connected by dssocmtmg said key with said key receiv-
ing means, said circuitry including at least one varmble
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impedance, manually operable means for setting the
value or values of said at least one variable impedance,
alocking device, means for releasing the locking device
when said at least one variable impedance has been
correctly set to'a value or plurality of values having a
predetermined relationship with the value or values of
the at least one impedance in the key device when the
key device is associated with the key recciving means,
including alarm means, said circuitry being adapted to
energise the alarm means in response to an incorrect
setting, and wherein the circuitry is adapted to energise
the alarm means in response only to the last of a plural-
ity of incorrect settings. whereby to permit at least one
incorrect attempt at releasing the locking device to be
made without energising the alarm means.

2. A locking system as claimed in claim 1 comprising
warning means. the circuitry being adapted to encrgise
the warning means in response to a first incorrect set-
ting of the variable impedances.

3. A locking system as claimed in claim 2 wherein a
plurality of scttings of said at least one variable impe-
dance are required to constitute & correct setting and
the circuitry is adapted to cnergise the warning means
only after all the plurality of settings have been com-
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pleted, whichever of said plurality of settings was incor-
rect. .

4. A locking system comprising a key device which
includes at least one impedance, key receiving means,
circuitry in which said at least-one impedance can be
connected by associating said key with said key receiv-
ing means, said circuitry including at least one variable
impedance, manually operable means for setting the
value or values of said at least one variable impedance,
# locking device. means for releasing the locking device
when said at least one variable impedance has been
correctly set to a value or plurality of values having a
predetermined relationship with the value or values of
the at least one impedance in the key device when the
key device is associated with the key receiving means,
wherein said circuitry includes first circuit means for
generating a control signal depending upon the correct
or incorrect setting of said at least one variable impe-
dance, and said releasing means is responsive to said
control signal, and further including switch means man-
ually operable to couple said first circuity means to said
rcleasing means.

* * * * *




