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(57) Abstract: The present invention relates to methods and arrangements in a VoIP access node for handling downstream and upstream RTP packets associated with an ongoing VoIP call. The invention enables the assignment (310) of one common IP address to the whole RTP traffic of an access node instead of assigning one IP address per VoIP card as in a conventional access node. This is possible by identifying (330) the destination VoIP card based on the destination UDP port number in a received (320) RTP packet. An object is to minimize the number of public IP addresses needed for the VoIP service without increasing the cost of the access node.
Access node comprising VoIP cards with common IP/MAC addresses

TECHNICAL FIELD

The present invention relates to the area of Voice over IP (VoIP), and especially to the handling of Real-time Transport Protocol (RTP) traffic in an access node. More specifically, the invention relates to methods for handling upstream and downstream RTP packets, as well as to an access node.

BACKGROUND

VoIP is an Internet Protocol (IP) telephony term for a set of facilities used to manage the delivery of voice information over the Internet. VoIP involves sending voice information in digital form in discrete packets using IP rather than by using the traditional circuit-committed protocols of the public switched telephone network (PSTN). In addition to IP, VoIP uses RTP to help ensure that packets get delivered in a timely way. RTP defines a standardized packet format for delivering audio and video over the Internet.

As VoIP is a time-sensitive application, it uses the User Datagram Protocol (UDP) as network protocol on Internet. For VoIP, dropping packets is preferable to using delayed packets, and with the UDP, computer applications can send messages, also known as datagrams, to other hosts on an IP network without requiring prior communications to set up special transmission channels or data paths. The UDP uses a simple transmission model without implicit hand-shaking dialogues for guaranteeing reliability, ordering, or data integrity. Thus, the UDP provides an unreliable service, and datagrams may arrive out of order, appear duplicated, or go missing without notice. The UDP assumes that error checking and correction is either not necessary or performed in the application, avoiding the overhead of such processing at the network interface level.

The UDP provides one service that is not provided by the IP layer, i.e. port numbers to help distinguish different user requests. A port number is a 16-bit integer that is put in the header appended to a message unit, and this port number is passed physically between the transport layer and the IP layer, and forwarded. The combination of an IP address and a port number is referred to as a socket. A socket binds the application to service ports that function as the endpoints of data transmission, and a UDP application, such as VoIP, uses datagram sockets to establish host-to-host communications.
A VoIP system can interface with the traditional PSTN to allow for transparent phone communications worldwide. Equipment in the access network - the access node - provides the end user access and can support VoIP with media conversion from analogue voice signals to IP packets.

One example of a VoIP access node architecture is illustrated in *figure 1*. Chipsets available on the market allow limited modularity for media conversion. Therefore, in order for an access node 101 to serve a plurality of users, the access node 101 must be designed with several chipsets or VoIP cards 102, where each VoIP card 102 performs the media conversion for a limited number of users, typically 24, 32, 48 or 64 users. Media conversion is performed on the VoIP cards 102 through Digital Signal Processors (DSP) 103, converting analogue voice signals on the plain old telephony service (POTS) lines 109 into digitized pulse-code modulation samples. The voice traffic is then transmitted in RTP packets over IP. The voice traffic over IP will henceforth be referred to as RTP traffic.

The VoIP cards 102 typically also host the Access Gateway (AGW) application 104, which handles VoIP signaling flows (call setup, call termination) using e.g. the Session Initiation Protocol (SIP) or H.248 signaling protocols. The VoIP signaling traffic 105 and the RTP traffic 106 are then aggregated by means of a controller card 107, which is based on an Ethernet switch 108 for traffic forwarding. This architecture can be defined as distributed, since both the media conversion and the AGW application are implemented on each VoIP card.

In a distributed architecture as in *figure 1*, both the RTP traffic 106 and the VoIP signaling traffic 105 are generated and terminated on each VoIP card 102. This implies that in upstream direction, i.e. the direction from the VoIP card 102 towards the IP network 110, the RTP- and the signaling packets are generated on each VoIP card. The packets have as Source IP address the IP address of the VoIP card on which they are generated, and as Source Media Access Control (MAC) address the MAC address of that same VoIP card. Those IP and MAC addresses will be used in downstream direction, i.e. the direction from the IP network 110 towards the VoIP card 102, to reach that same VoIP card. For both directions the controller card 107 bridges packets based on the MAC addresses, i.e. it forwards the packets without altering the packet content.

The main problem of the distributed architecture is that it requires a plurality of public IP addresses (one for each VoIP card). This is unacceptable as the VoIP service becomes more widespread, as public IP addresses are a scarce resource.
Figure 2 illustrates an architecture with an AGW application 104 centralized on the controller card 107, while keeping the distributed DSPs 103 on the VoIP cards 102. In this architecture, the number of IP addresses for the signaling traffic 105 is automatically reduced to one. However, this does not solve the problem of the large amount of IP addresses, as there will still be a need for one IP address per VoIP card for the RTP traffic 106.

One solution to the problem of the high number of IP addresses is to implement Network Address Translation (NAT) on the controller card. In computer networking, NAT is the process of modifying network address information in datagram packet headers while in transit across a traffic routing device, for the purpose of remapping a given address space into another. NAT involves re-writing the source and/or destination IP addresses and usually also the port numbers of IP packets. Checksums must also be rewritten to take account of the changes. As the NAT implementation requires modification of the IP packets, a more powerful processor is needed on the controller card, leading to higher costs of the controller card itself.

There is thus a need to provide a cost efficient VoIP access node, which requires a reduced number of IP addresses.

SUMMARY

The object of the present invention is to address the problems outlined above, and this object and others are achieved by the methods and the arrangements according to the appended independent claims, and by the embodiments according to the dependent claims.

The present invention relates to methods and arrangements that enable the reduction of the number of IP addresses of a VoIP access node to at the most two: one IP address for the signaling traffic and one IP address for RTP traffic. By centralizing the AGW application on the controller card, the IP addresses of the signaling traffic are reduced to one. All the VoIP cards of the access node are given one common MAC address, making it possible to assign one IP address for the RTP traffic. This implies that the identification of the correct destination VoIP card to forward the downstream RTP packets to will be based on the destination UDP port number comprised in the packet.

Thus in accordance with a first aspect of the present invention, an access node adapted to handle downstream RTP packets associated with an ongoing VoIP call is provided. The
access node comprises a controller card connectable to an IP network, and a first and at least one additional VoIP card connectable to the controller card. The first VoIP card is the destination of the RTP packets, and is configured with at least one UDP port number. The VoIP cards are assigned a common IP address and a common MAC address for the RTP packets, and the access node comprises means for receiving a packet from the IP network. The RTP packet comprises the common IP address as a destination IP address, the common MAC address as a destination MAC address, and a destination UDP port number. The access node also comprises means for identifying a destination VoIP card based only on the destination UDP port number.

In accordance with a second aspect of the present invention, a method in an access node for handling downstream RTP packets associated with an ongoing VoIP call is provided. The access node comprises a controller card connected to an IP network, and a first and at least one additional VoIP card connected to the controller card. The first VoIP card is the destination of the RTP packets, and is configured with at least one UDP port number. The method comprises the steps of assigning a common IP address and a common MAC address for the RTP packets to said VoIP cards, and of receiving a packet from the IP network. The packet comprises the common IP address as a destination IP address, the common MAC address as a destination MAC address, and a destination UDP port number. The method also comprises the step of identifying a destination VoIP card based only on the destination UDP port number.

In accordance with a third aspect of the present invention, a method in an access node for handling upstream RTP packets associated with an ongoing VoIP call is provided. The access node comprises a controller card connected to an IP network, and a first and at least one additional VoIP card connected to the controller card. The first VoIP card is the origin of the RTP packets and the VoIP cards have been assigned a common IP address and a common MAC address for the RTP packets. The method comprises the steps of generating a packet comprising the common IP address as a source IP address and the common MAC address as a source MAC address, and of forwarding the generated packet to the IP network. The steps are performed by the first VoIP card.

An advantage of embodiments of the present invention is that the number of public IP addresses needed for the VoIP service within the access network is reduced, while keeping the system scalability through the distributed DSP architecture.

Another advantage of embodiments of the present invention is the cost efficiency, as it is
possible to use a low cost commercial Ethernet switch on the controller card to forward RTP traffic, and as there is no need for a powerful and expensive processor on the controller card.

Still another advantage of embodiments of the present invention is that it is possible to upgrade from a conventional distributed architecture to the centralized architecture of the invention without any hardware upgrade.

**BRIEF DESCRIPTION OF THE DRAWINGS**

**Figure 1** illustrates schematically an access node with a distributed architecture according to prior art.

**Figure 2** illustrates schematically an access node with a centralized architecture wherein the present invention may be implemented.

**Figures 3a-d** are flowcharts of the methods of the access node according to embodiments of the present invention.

**Figures 4a-b** illustrate schematically an access node according to embodiments of the present invention.

**DETAILED DESCRIPTION**

In the following, the invention will be described in more detail with reference to certain embodiments and to accompanying drawings. For purposes of explanation and not limitation, specific details are set forth, such as particular scenarios, techniques, etc., in order to provide a thorough understanding of the present invention. However, it will be apparent to one skilled in the art that the present invention may be practiced in other embodiments that depart from these specific details.

Moreover, those skilled in the art will appreciate that the functions and means explained herein below may be implemented using software functioning in conjunction with a programmed microprocessor or general purpose computer, and/or using an Application Specific Integrated Circuit (ASIC). It will also be appreciated that while the current invention is primarily described in the form of methods and devices, the invention may also be embodied in a computer program product as well as in a system comprising a computer processor and a memory coupled to the processor, wherein the memory is encoded with one or more programs that may perform the functions disclosed herein.
The present invention relates to methods and arrangements that enable the assignment of one common IP address to the whole RTP traffic of an access node instead of assigning one IP address per VoIP card as in a conventional access node. This is achieved by giving the VoIP cards a common MAC address and by using the destination UDP port number in a downstream RTP packet to identify the destination VoIP card, i.e. the VoIP card terminating the RTP packet and converting the digital signal back to analogue voice signals. An object is to minimize the number of public IP addresses needed for the VoIP service without increasing the cost of the access node.

The basic concept of the present invention is thus to assign one common IP address to all VoIP cards of an access node. This IP address is chosen amongst the public IP addresses and will hereinafter be referred to as IP[RTP]. The most common IP address today is a 32-bit number that identifies each sender or receiver of information sent in packets across the Internet. The Internet is an interconnection of many individual networks, and an IP address has two parts: the identifier of a particular network on the Internet and an identifier of the particular device or the so-called host within that network. The IP address thus includes both a unique network number, and a host number which is unique within the network.

The machine or physical address used within a network may be different than the Internet's IP address. In a local area network (LAN) or other network, the MAC address is a device's (or IP host's) unique hardware number. On an Ethernet LAN, this is the same as the Ethernet address. A host in an Ethernet network can communicate with another host, only if it knows the MAC address of that host. When the host is connected to the Internet, a correspondence table, also called cache table, relates the IP address to the host's physical MAC address.

The Address Resolution Protocol (ARP) is the network protocol used to resolve an IP address to the corresponding MAC/Ethernet address. When the host needs to resolve a given IP address to a MAC address, it broadcasts an ARP request packet. The ARP request packet contains the source MAC address, the source IP address and the destination IP address. Each host in the local network receives this packet. The host with the specified destination IP address, sends an ARP reply packet to the originating host with its MAC address and IP address. As mentioned above, the ARP maintains the mapping between the IP address and the MAC address in the ARP cache table in a memory. The entries in this table are dynamically added and removed.
In the present invention, the VoIP cards of an access node are given a common MAC address that will be the destination MAC address in downstream RTP packets, and the source MAC address in upstream packets. This enables the assignment of one IP address, IP[RTP], to all VoIP cards in the access node. IP[RTP] will be the destination IP address in downstream packets, and the source IP address in upstream packets.

The controller card in the access node of the present invention, is not able to identify the destination of received downstream RTP packets based on the destination MAC address in the Ethernet header alone, since it is the same for all RTP packets. Instead, the UDP port number will be used to distinguish between the RTP streams, since a UDP port is uniquely assigned to each active call. The UDP port numbers are configured at call setup (i.e. during the signaling phase) on the relevant VoIP card. This is done by the AGW application using an internal Application Programming Interface (API). When the controller card receives a packet, the packet comprises the destination UDP port number which can then be used to identify the destination VoIP card for the packet. The destination VoIP card is also the VoIP card terminating the RTP packets and converting the pulse-code modulation samples back to analogue voice signals.

The identification of the destination VoIP card of downstream RTP packets, according to this invention, can be based on one of the two following mechanisms:

1. In a first embodiment, the controller card forwards the packet to all VoIP cards of the access node upon reception of an RTP packet. The actual identification of the destination of the packet is therefore done on each of the VoIP cards. Each of the VoIP cards will compare the destination UDP port number in the received packet with the UDP port numbers configured on the VoIP card, and will discard the received packet when there is no match between these UDP port numbers.

2. In an alternative second embodiment, an assignment of a UDP port number range to each VoIP card is required. The associations between VoIP card and UDP port number range are either configured on the controller card by a management system or hardcoded on the controller card using an algorithm based e.g. on the physical position of the VoIP card within the equipment. The UDP port number ranges for the different VoIP cards must not overlap. Upon reception of an RTP packet, the controller card will identify the destination VoIP card of the packet by comparing the destination UDP port number in the received packet with the configured port number ranges, and will forward the packet only to the VoIP card corresponding to a range that comprises...
the destination UDP port number.

The advantage of the first embodiment is that there is no need to configure any UDP port ranges for the VoIP cards on the controller card, as in the second embodiment. On the other hand, the second embodiment enables a reduced traffic on each VoIP card, as the packet is only forwarded to the relevant VoIP card. An advantage of the present invention according to any of the two embodiments is that it does not imply any hardware changes to implement.

There are alternative ways to choose the common MAC address given to the VoIP cards. In one embodiment of the present invention, the common MAC address of the VoIP cards is chosen to be the MAC address of the controller card. In this embodiment the IP address for the signaling traffic and the IP address for the RTP traffic can coincide, and if desired the access node may require only one single public IP address for both signaling and RTP traffic, thus reducing the number of IP addresses to a minimum.

In an alternative embodiment of the present invention, the common MAC address of the VoIP cards is a unique MAC address which is not the MAC address of the controller card. This MAC address may for example be created by using the same format as the Virtual MAC address described in US2004/0141468 A1. This ensures that the virtual MAC address will be unique within the network thus avoiding two access nodes with the same MAC address. The MAC address may also be a public unique MAC address. In this alternative embodiment, the IP address for the signaling traffic and the IP address for the RTP traffic, IP[RTP], are different, as it is not possible that one IP address corresponds to different MAC addresses.

As previously described, the ARP is used to resolve an IP address to the corresponding MAC address. This means that hosts in the IP network will from time to time broadcast ARP request messages. These ARP request messages will be received as downstream packets by among others the access node. Such a request message packet will be handled by the controller card of the access node. If the destination IP address of the ARP request message packet corresponds to IP[RTP], an ARP reply will be generated and forwarded to the relevant host in the IP network with the common IP address IP[RTP] and the common MAC address of the VoIP cards as source addresses. Internet Control Message Protocol (ICMP) messages that are used to send error messages, such as messages indicating that a requested service is unavailable, are handled in an analogue way by the controller card.
The access node will also handle upstream RTP packets. In the upstream, RTP packets are generated on the VoIP card corresponding to the local side of the VoIP call, with the source IP address being IP(RTP) and with the source MAC address being the common MAC address of the VoIP card. In the upstream direction, the RTP traffic is always forwarded to the Default Gateway in the IP network, even though the call occurs between two users connected to the same access node. The destination IP address of the generated packet is the IP address of the remote side of the call.

Conventionally, the Ethernet switch on the controller card bridges packets both in downstream towards the VoIP cards and in upstream towards the IP network. The packets are sent out on every port of the switch and will be accepted only by the intended destination node. However, there is a functionality in an Ethernet switch called "learning", which enables the switch to learn the MAC address on each port and to develop a learning table, in order for subsequent messages to be forwarded only to the destination port. In the present invention, upstream RTP packets generated on different VoIP cards, corresponding to different VoIP calls, will be forwarded to the Ethernet switch on the controller card. They will all have the same source MAC address, which is not allowed in a switch with learning functionality, so the learning must be disabled on the ports facing the VoIP cards.

During a conventional VoIP call setup signaling phase, the AGW application on the controller card will, via the API, inform the local VoIP card of the IP address and the UDP port number of the remote VoIP card. In one embodiment of the present invention, the signaling phase will, in addition to the previously described, also include the sending of an ARP request to the IP network to determine the MAC address of the remote side. This makes it possible to include the MAC address, together with the IP address and the UDP port number of the remote VoIP card, in the API message to the local VoIP card. In this embodiment, ICMP messages are sent when needed (not necessarily during the signaling phase) by the controller card towards the IP network.

In an alternative embodiment, an ARP request message will be transmitted to the controller card by the VoIP card, before the VoIP card generates the first RTP packet of the call in the very beginning of the speech phase. The controller card will not forward the ARP request, but will generate an own request and send it to the IP network. When the corresponding ARP reply message is received by the controller card, the controller card can transmit the MAC address of the remote side to the local VoIP card via an API
message. A similar mechanism is implemented on the controller card to handle any ICMP message coming from the VoIP cards.

In the following the above embodiments will be further explained with reference to figures 3a-d and 4a-b.

Figure 3a is a flowchart of the method in an access node for handling downstream RTP packets associated with an ongoing VoIP call of the present invention. The VoIP card which is the destination of the downstream packets of this VoIP call, has been configured with the UDP port number that is to be used for this call in the signaling phase of the call setup. Other UDP ports may be configured on this same VoIP card, since the card may handle other VoIP calls as well. In step 310, the VoIP cards of the access node are assigned a common IP address as well as a common MAC address for the RTP packets. A packet is received by the access node from the IP network, in step 320. The packet comprises the common IP address as the destination IP address, the common MAC address as the destination MAC address and a destination UDP port number. Since all VoIP cards are assigned the same IP address and MAC address for RTP packets, it is not possible to use these addresses to identify the destination VoIP card for this packet. Therefore, in step 330, the destination UDP port number is used to identify the VoIP card that is the destination of the packet and thus the VoIP card terminating the packet and converting the samples to analogue voice signals.

Figure 3b is a flowchart of the method in the access node for handling downstream RTP packets associated with an ongoing VoIP call, according to the first embodiment of the present invention described above. Step 310 is the same as described above. The VoIP cards of the access node are assigned a common IP address and a common MAC address for RTP packets. In step 320, the packet is received and is then, in step 321, forwarded to all the VoIP cards of the access node. The step of identifying the destination VoIP card is then performed by each one of the VoIP cards to which the packet has been forwarded, in step 331, by discarding the received packet when the destination UDP port number of the packet does not correspond to any of the UDP port numbers configured on the VoIP card.

Figure 3c is a flowchart of the method in the access node for handling downstream RTP packets associated with an ongoing VoIP call, according to the second embodiment of the present invention described above. Also here, step 310 is the same as described above. The VoIP cards of the access node are assigned a common IP address and a common
MAC address for RTP packets. In this second embodiment, the controller card has been configured with a range of UDP port numbers valid for each of the connected VoIP cards. In step 320, the packet is received by the controller card in the access node, and the controller card can then, in step 332, identify the destination VoIP card by forwarding the packet to the VoIP card that has a UDP port number range that comprises the destination UDP port number of the packet.

The method in the access node for handling upstream RTP packets associated with a VoIP call is illustrated in figure 3d. The VoIP cards of the access node have been assigned a common IP address and a common MAC address for RTP packets, which means that the originating VoIP card for the VoIP call will, in step 340, generate an RTP packet with the common IP address as the source IP address and the common MAC address as the source MAC address. This generated packet will then, in step 350, be forwarded to the IP network.

Schematically illustrated in figure 4a and according to the first embodiment described above, the access node 400 comprises a controller card 410 connected to an IP network 110, and a number of VoIP cards 420 which are assigned a common IP address and a common MAC address to be used for RTP packets. One of the VoIP cards 420 of the access node is the destination VoIP card for the ongoing call, i.e. the VoIP card converting the pulse-code modulated symbols back to analogue voice signals. This destination VoIP card is configured with a UDP port number by the AGW application 440 at call setup. The controller card comprises means for receiving 411 the packet from the IP network. The packet comprises the common IP address as destination IP address, the common MAC address as destination MAC address and a destination UDP port. The means for receiving 411 are arranged to forward the packet to all of the VoIP cards. Each VoIP card 420 comprises means for identifying 412 the destination VoIP card by discarding the packet when the destination UDP port number does not correspond to a UDP port number configured on the VoIP card. It is thus only the relevant VoIP card that will keep the packet, and convert the content to analogue voice signals.

Schematically illustrated in figure 4b and according to the second embodiment described above, the access node 400 comprises a controller card 410 connected to an IP network 110, and a number of VoIP cards 420 which are assigned a common IP address and a common MAC address for RTP packets. One of the VoIP cards is the destination VoIP card for the ongoing call and is configured with a UDP port number by the AGW
application 440 at call setup. The controller card has been configured with a range of non-overlapping UDP port numbers for each of the VoIP cards, by for example a management system. The controller card comprises means for receiving 411 the packet from the IP network, and the packet comprises the common IP address as destination IP address, the common MAC address as destination MAC address, and a destination UDP port. The controller card also comprises means for identifying 412 the destination VoIP card by forwarding the received packet to the VoIP card corresponding to the range of UDP port numbers that comprises the destination UDP port number. The packet is thus only forwarded to one relevant VoIP card which will convert the content of the packet to analogue voice signals.

It should be noted that the means illustrated in figure 4a-b may be implemented by physical or logical entities using software functioning in conjunction with a programmed microprocessor or general purpose computer, and/or using an Application Specific Integrated Circuit (ASIC).

The above mentioned and described embodiments are only given as examples and should not be limiting to the present invention. Other solutions, uses, objectives, and functions within the scope of the invention as claimed in the accompanying patent claims should be apparent for the person skilled in the art.

**ABBREVIATIONS**

<table>
<thead>
<tr>
<th>Abbreviation</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>AGW</td>
<td>Access GateWay</td>
</tr>
<tr>
<td>API</td>
<td>Application Programming Interface</td>
</tr>
<tr>
<td>ARP</td>
<td>Address Resolution Protocol</td>
</tr>
<tr>
<td>ASIC</td>
<td>Application Specific Integrated Circuit</td>
</tr>
<tr>
<td>DSP</td>
<td>Digital Signal Processors</td>
</tr>
<tr>
<td>ICMP</td>
<td>Internet Control Message Protocol</td>
</tr>
<tr>
<td>IP</td>
<td>Internet Protocol</td>
</tr>
<tr>
<td>LAN</td>
<td>Local Area Network</td>
</tr>
<tr>
<td>MAC</td>
<td>Media Access Control</td>
</tr>
<tr>
<td>NAT</td>
<td>Network Address Translation</td>
</tr>
<tr>
<td>POTS</td>
<td>Plain Old Telephony Service</td>
</tr>
<tr>
<td>PSTN</td>
<td>Public Switched Telephone Network</td>
</tr>
<tr>
<td>RTP</td>
<td>Real-time Transport Protocol</td>
</tr>
<tr>
<td>SIP</td>
<td>Session Initiation Protocol</td>
</tr>
<tr>
<td>Acronym</td>
<td>Description</td>
</tr>
<tr>
<td>---------</td>
<td>---------------------------</td>
</tr>
<tr>
<td>UDP</td>
<td>User Datagram Protocol</td>
</tr>
<tr>
<td>VoIP</td>
<td>Voice over IP</td>
</tr>
</tbody>
</table>
CLAIMS

1. An access node (400) adapted to handle downstream RTP packets associated with an ongoing VoIP call, the access node comprising a controller card (410) connectable to an IP network (110), and a first and at least one additional VoIP card (420) connectable to the controller card (410), wherein the first VoIP card is the destination of the RTP packets, and is configured with at least one UDP port number, the access node (400) characterized in that said VoIP cards (420) are assigned a common IP address and a common MAC address for the RTP packets, and in that it comprises:

   - means for receiving (41 1) an RTP packet from the IP network (110), the RTP packet comprising the common IP address as a destination IP address, the common MAC address as a destination MAC address and a destination UDP port number, and
   - means for identifying (412) a destination VoIP card based only on the destination UDP port number.

2. The access node (400) according to claim 1, wherein the controller card (410) comprises an access gateway application (440) arranged to configure the first VoIP card with the destination UDP port number during the setup of the VoIP call.

3. The access node (400) according to any of the preceding claims, wherein the means for receiving (41 1) is arranged to also forward the received RTP packet to all of said VoIP cards (420), and wherein said means for identifying (412) is located on each of said VoIP cards (420), and is further arranged to discard the received RTP packet when the destination UDP port number of the RTP packet does not correspond to a UDP port number configured on the VoIP card.

4. The access node (400) according to any of the preceding claims, wherein the controller card (410) is configured with a range of non overlapping UDP port numbers for each of said VoIP cards (420), and wherein said means for identifying (412) is located in the controller card (410) and is further arranged to forward the received packet to the VoIP card corresponding to the range of non overlapping UDP port numbers comprising the destination UDP port number of the RTP packet.

5. The access node according to any of the preceding claims, wherein the common MAC address is the MAC address of the controller card.
6. The access node according to any of the preceding claims, wherein the common MAC address is a unique MAC address.

7. The access node according to any of the preceding claims, wherein the controller card is further arranged to reply to all ARP request messages or ICMP messages received from the IP network.

8. The access node according to any of the preceding claims, further adapted to handle upstream RTP packets associated with an ongoing VoIP call, wherein the first VoIP card is arranged to generate an RTP packet comprising the common IP address as a source IP address and the common MAC address as a source MAC address, and to forward the generated RTP packet to the IP network.

9. The access node according to claim 8, wherein the generated RTP packet further comprises a destination MAC address configured on the first VoIP card during the setup of the VoIP call.

10. The access node according to claim 8, wherein the generated RTP packet further comprises a destination MAC address provided by the controller card using ARP.

11. The access node according to any of the preceding claims, wherein the controller card is further arranged to handle all ICMP messages towards the IP network.

12. A method in an access node for handling downstream RTP packets associated with an ongoing VoIP call, the access node comprising a controller card connected to an IP network, and a first and at least one additional VoIP card connected to the controller card, wherein the first VoIP card is the destination of the RTP packets, and is configured with at least one UDP port number, the method characterized in that it comprises the steps of:

- assigning (310) a common IP address and a common MAC address for the RTP packets to said VoIP cards,
- receiving (320) an RTP packet from the IP network, the RTP packet comprising the common IP address as a destination IP address, the common MAC address as a destination MAC address and a destination UDP port number, and
- identifying (330) a destination VoIP card based only on the destination UDP port number.

13. The method according to claim 12, wherein the first VoIP card is configured with the destination UDP port number during the setup of the VoIP call by an access gateway application on the controller card.

14. The method according to any of claims 12-13, wherein the step of receiving (320) also comprises the step of forwarding (321) the received RTP packet to all of said VoIP cards, and wherein the step of identifying (330) is performed by each of said VoIP cards by the step of discarding (331) the received RTP packet when the destination UDP port number of the RTP packet does not correspond to a UDP port number configured on the VoIP card.

15. The method according to any of claims 12-13, wherein the controller card is configured with a range of non-overlapping UDP port numbers for each of said VoIP cards, and wherein the step of identifying (330) is performed by the controller card by the step of forwarding (332) the received RTP packet to a VoIP card corresponding to the range of non-overlapping UDP port numbers comprising the destination UDP port number of the RTP packet.

16. The method according to any of claims 12-15, wherein the common MAC address is the MAC address of the controller card.

17. The method according to any of claims 12-15, wherein the common MAC address is a unique MAC address.

18. The method according to any of claims 12-17, wherein the controller card is arranged to reply to all ARP request messages or ICMP messages received from the IP network.

19. A method in an access node for handling upstream RTP packets associated with an ongoing VoIP call, the access node comprising a controller card connected to an IP network, and a first and at least one additional VoIP card connected to the controller card, said first VoIP card being the origin of the RTP packets, and wherein said VoIP
cards have been assigned a common IP address and a common MAC address for the RTP packets, the method characterized in that it comprises the following steps performed by the first VoIP card:
- generating (340) an RTP packet comprising the common IP address as a source IP address and the common MAC address as a source MAC address, and
- forwarding (350) the generated RTP packet to the IP network.

20. The method according to claim 19, wherein the common MAC address is the MAC address of the controller card.

21. The method according to claim 19, wherein the common MAC address is a unique MAC address.

22. The method according to any of claims 19-21, wherein the generated RTP packet further comprises a destination MAC address configured on the first VoIP card during setup of the VoIP call.

23. The method according to any of claims 19-21, wherein the generated RTP packet further comprises a destination MAC address provided by the controller card using ARP.

24. The method according to any of claims 19-23, wherein the controller card is arranged to handle all ICMP messages towards the IP network.
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