FRAUD DETECTION SYSTEM FOR POINT-OF-SALE TERMINALS

Detect an event occurred to the housing or at least one external interface of the terminal

Generate, based on the detected event, an event message containing an event code associated with the event, a time stamp indicating the time when the event occurred, and at least one terminal identifier

Output the event message via one of said external interfaces of the terminal

Abstract: Fraud detection techniques for use in a system involving secure electronic transactions are disclosed. Manipulation of a terminal of the secure system can be detected by configuring the terminal to detect and record the events occurred to the housing and the external interfaces of the terminal. A processing device analyzes sequences of events recorded by the terminal to determine if any sequence matches a certain pattern, or procedure, of terminal manipulation.
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Fraud detection system for Point-of-Sale terminals

Field of the invention

The invention generally relates to fraud detection techniques for systems involving secure electronic transactions, such as an electronic payment system. In particular, the invention relates to techniques for detecting fraud by detecting manipulations done to a terminal used in such secure systems, such as a Point-of-Sale, or Point-of Service, terminal.

Background of the invention

As a convenient means for processing electronic payment transactions, Point-of-Sale (POS) terminals are used by businesses of all kinds and sizes, especially merchants in the retail environment. To conduct a electronic payment transaction by means of a POS terminal, a payment card is usually used. The payment card may be a credit card, a debit card, and the like. Financial and/or personal information is usually encoded on the card, in the form of a magnetic strip, an embedded chip, an embossed number sequence, or any combination of the above. For example, the number sequence embossed on the card may indicate the account number of the legal card holder; this number is almost always used in payment transactions.

Along with the convenience and comfort of conducting payments with a card comes also the serious concern of card fraud. Using various illegitimate means, fraudsters would usually obtain the information encoded on or embedded in the card and sometimes even the personal identification number (PIN) associated with the card. Such information allows the fraudsters to make a fake card, or a copy card, or a skimmed card, which carries exactly the same financial and/or personal data as the genuine card. The fraudsters can then use the fake card for all kinds of fraudulent activities such as purchase, electronic cash transfer, faking identity, and so on. Sometimes, staggering losses may have occurred before the genuine card holder realizes the fraud.

One way for fraudsters to obtain information from payment cards is associated with POS terminals. Since a large number of payment cards may be used on a POS terminal everyday, fraudsters could steal information from the payment cards by installing certain harware and/or software - hereafter referred to as “spyware” - on
the POS terminal; such spyware is capable of intercepting payment related information from the cards when they are used on the POS terminal.

Of course, in order to install the spyware on the POS terminal, the fraudsters must somehow manipulate the physical components of the terminal, e.g. opening of the terminal housing, disconnecting the data interface, and so on. A typical manipulation scenario looks like this: a fraudster breaks into a shop at night, say 02:30am, when the shop is not open for business. At 02:35am, he powers off the terminal and opens its housing; at 02:37am, the housing is successfully opened. The fraudster then powers on the terminal to see whether the terminal can still be powered on normally. If yes, the fraudster powers off the terminal again, say at 02:38am, and installs a spyware on the terminal. At 02:48am, the installation is finished and the fraudster powers on the terminal again. Next, at 02:51am, the fraudster inserts a test card into the card-reading interface of the terminal to test whether the installed spyware can read and record information from the test card. Before conducting this card-reading test, the fraudster may disconnect the data interface of the terminal so that no payment transaction can be transmitted along the data interface to any payment service provider. When the test is completed, the fraudster withdraws the test card, reconnects the data interface, closes the housing, and leaves the shop. A few days later, after the spyware has collected enough data from a large number of payment cards, the fraudster revisits the shop and obtains the data collected by the spyware. The collected data is then used to produce fake cards.

Of course, there are fraud detection techniques in existence for identifying fake cards. A common example is to analyze card transaction records for suspicious activity. However, these techniques are usually "post-fraud" measures, which can only detect fraud after a fake card has been produced and is already in circulation. This means, however, data from the genuine card has already been stolen. Of course, this data loss puts the legal card holder, the payment service provider, and/or the issuing bank of the card under considerable financial risk. Moreover, once it is found that a fake card is in circulation, the card number must be black-listed and the genuine card must be replaced; these activities cause administrative overhead for the card issuer as well as additional inconvenience for the legal card holder.

Consequently, it is important to provide new techniques for detecting POS-terminal-related card fraud as early as possible, preferably before any real loss of card information takes place.
Summary of the Invention

The present invention provides solutions to the detecting of POS-terminal-related card fraud at an early stage. By detecting events or happenings occurred to a POS terminal, in particular the housing and the external interfaces thereof, it is possible to determine whether a potential fraudulent manipulation has occurred.

The term "event" as used in this invention shall be understood to indicate any happenings occurred to any substituting component of the terminal. The event may be of a physical nature or a non-physical one, caused by any external force or by the terminal itself, performed manually or without human intervention, done with hardware or software, through a direct contact with the terminal or via a remote one, and so forth. Examples of the events include, but are not limited to, happenings - such as removal, attachment or re-attachment, disconnection, connection or re-connection, opening or closing, etc. - of the housing or any one of the external interfaces of the terminal.

The term "card" or "payment card" as used in this invention shall be understood as a synonym for any machine-readable item, device, or object accepted by a card-reading terminal as a means for authenticating the card holder and verifying his/her eligibility to perform electronic payments. However, the invention can also be applied to secure systems other than electric payment systems: Automated Teller Machines (ATMs) is one example; building security systems such as entry/exit by means of door cards is another example. In short, the invention is applicable to any security system which requires the use of a "card" - a machine-readable item, device, or object, which is accepted by a card-reading machine - as a means for authenticating the card holder and/or verifying his/her eligibility to perform certain security-related conducts.

Since the determination of potential fraudulent manipulations can be conducted as soon as the events have occurred, i.e. it is not necessary to wait until card data has been lost and fake cards are already in circulation, the invention can facilitate an early prevention of data loss. For example, if it is determined that the chance of a manipulation is high, the POS terminal in question can be immediately suspended from carrying out any future payment transactions. Thus, any potential card information leak from this POS terminal can be effectively prevented.
According to a first aspect of the invention, a POS terminal for performing electronic payment transactions is provided. The terminal is associated with one or more terminal identifiers which uniquely identify the terminal. The terminal comprises a housing and multiple external interfaces. The terminal further comprises at least one detector which can detect an event occurred to the terminal. Further, the terminal comprises a processor which can create, or generate, in reaction to the detected event, an event message indicating the occurrence of the event. The event message comprises an event code associated with the event, a time stamp indicating the time when the event occurred, and at least one terminal identifier. Once generated, the event message is output from the terminal by a message interface. Alternatively, the event message may be stored at the terminal locally for later output via the message interface. The message interface is one of the external interfaces of the terminal.

According to a second aspect of the invention, a method for detecting hardware manipulation of a POS terminal is provided. The terminal is associated with at least one terminal identifier, which can uniquely identify the terminal. The terminal comprises a housing and multiple external interfaces. The method is made up of at least the following steps: detecting an event occurred to the housing or at least one external interface of the terminal; generating, based on the detected event, an event message which comprises an event code associated with the event, a time stamp indicating the time when the event occurred, and at least one terminal identifier; and outputting the event message via one of the external interfaces of the terminal.

According to a third aspect of the invention, the method above can be practiced in the form of hardware, software, or a combined hardware/software approach. As for a software aspect, a computer program product is provided. The computer program product comprises program code portions for performing the steps of the method when the computer program product is run on one or more computing devices, preferably on the POS terminal. The computer program product may be stored on a computer-readable recording medium.

According to a fourth aspect of the invention, a device for processing event messages is provided. The event message is such a message that comprises an event code associated with an event occurred to a housing or an external interface of a POS terminal, a time stamp indicating the time when the event occurred, hereafter referred as to the event-occurrence-time, and at least one terminal identifier of a POS terminal. The device comprises a first interface adapted to receive one or more of such event messages. The device also comprises a processor which is capable of
performing the following activities: selecting a set of event messages having a same terminal identifier; ordering the event codes in the set of event messages into a sequence according to the time stamps in the event messages; reading one or more patterns, wherein each pattern comprises a sequence of event codes; determining whether the ordered sequence of event codes matches at least one of the patterns; and, when a match is found, generating a notification message. The device further comprises a second interface adapted to output the notification message.

According to a fifth aspect of the invention, a method for processing event messages is provided. An event message comprises an event code associated with an event occurred to an external interface or a housing of a POS terminal. The event message also comprises a time stamp indicating the time when the event occurred and at least one terminal identifier of a POS terminal. The method comprises the following steps: receiving one or more of such event messages; selecting a set of event messages having a same terminal identifier; ordering the event codes in the set of event messages into a sequence according to the time stamps in the event messages; reading at least one pattern, wherein the pattern comprises a sequence of event codes; determining whether the ordered sequence of event codes matches said at least one pattern; and, when a match is found, generating a notification message.

According to a sixth aspect of the invention, the method according to the fifth aspect above can be practiced in the form of hardware, software, or a combined hardware/software approach. As for a software aspect, a computer program product is provided. The computer program product comprises program code portions for performing the steps of the method when the computer program product is run on one or more computing components, preferably on the device. The computer program product may be stored on a computer-readable recording medium.

**Brief Description of the Drawings**

In the following, the invention will be described with reference to exemplary embodiments illustrated in the drawings, wherein:

Fig. 1 is a schematic block diagram illustrating an embodiment of a terminal according to the invention;
Fig. 2 shows an example of event messages and examples of event-code sequences according to the invention;

Fig. 3 is a flow chart illustrating an embodiment of a first method, for detecting hardware manipulations of a POS terminal, according to the invention;

Fig. 4 is a schematic block diagram illustrating an embodiment of a device for processing event messages according to the invention;

Fig. 5 shows two patterns according to the invention; and

Fig. 6 is a flow chart illustrating an embodiment of a second method, for processing event messages, according to the invention.

**Detailed Description of the Drawings**

In the following description, for purposes of explanation and not limitation, specific details are set forth, such as particular sequences of steps, particular interfaces, and particular configurations, in order to provide a thorough understanding of the invention. It will be apparent to one skilled in the art that the invention may be practiced in other embodiments which depart from these specific details. The one skilled in the art will further appreciate that, while the invention is primarily described in the form of methods and apparatuses, the invention may also be embodied in computer program products as well as in systems comprising a computer processor and a memory coupled to the processor, wherein the memory is encoded with one or more programs which may, when executed by the processor, perform the functions enclosed herein.

Fig. 1 illustrates a POS terminal 10 according to the invention. The POS terminal 10 consists of several internal modules or components: an application processor 14, a power module 16, a communication module (modem) 18, a card-reading module 20, and a hardware security module (HSM) 22. Other modules or components (not shown in Fig. 1) such as a so-called PIN pad, a display, and a printer - which are input/output devices for facilitating the man-machine interaction between the terminal and the user - may also be included. For physical protection, these modules are arranged within a housing 24 (or a cover, a frame, a case, etc.) of the terminal. Some of these modules are coupled to interfaces 26, 28, 30 which interact with the
external environment. Holes or openings are usually provided on the housing to allow these external interfaces to pass through. The power module 16, for example, which manages power supply for the terminal, is connected with a power interface 26. The power interface may be a wire or cable for feeding power to the terminal from an external power source (not shown in Fig. 1). The communication module 18 is linked with a communication interface, or a data interface 28, over which electronic-payment-related data is transmitted between the terminal and a payment service provider. In one embodiment, the data interface may be a data cable or a data wire; a wireless data interface may also be used. The card-reading module 20 is coupled to a card-reading interface 30, which is usually in the form of a narrow opening such as a slot and which comes into contact with a payment card when an electronic payment transaction is to be made. The contact may be of a physical, electrical, magnetic, and/or optical nature. Some of the internal modules of the terminal do not need to be coupled to any external interfaces. The application processor 14 and the HSM 22, for example, are securely enclosed within the housing 24 and not directly in contact with any external interfaces. The HSM contains hardware and/or software components for performing authentication and cryptographic functionalities. Typically, the PIN pad is integrated with the HSM. In some cases, the application processor is integrated within the HSM.

A payment transaction by means of the POS terminal typically begins with the entry of the amount of payment - this entry is done either manually or automatically from an electronic cash register. Then, a payment card is swiped or inserted through the card reading interface 30 of the terminal. (In some cases, the payment card is swiped before the payment amount is entered.) The card-reading module 20 then reads, or retrieves, payment related information from the card. The PIN-pad of the terminal allows the input of a personal identification number (PIN) on a numeric keyboard or pad, if such is required. Based on the payment related data read from the card, the entered PIN, and perhaps additional relevant transactional information, the terminal processes the transaction in an on-line or an off-line manner.

In the on-line scenario, the terminal, or more specifically, the application processor 14 thereof, initiates an electronic payment transaction to be transmitted to a processing system, which is normally the payment processor of a payment service provider. The transmission of the payment transactional data is handled by the communication module 18 and the data interface 28. The payment processor receives the payment transaction, processes it, and finally returns either a "transaction OK" or a "transaction fail" type of message to the terminal.
In the off-line case, the terminal can authorize the transaction locally and submit the payment transactional data, to the payment service provider at a later stage, say, at the end of the day. The transmission of the payment transactional data is handled by the communication module 18 and the data interface 28.

In addition to the above components and functionalities, the POS terminal 10 is associated with at least one identifier for identifying the terminal. The identifier may be of a physical nature, i.e., the identifier is a terminal-unique identifier such as a serial number or a serial code. Another type of terminal identifier is a logical identifier, which is usually associated with the merchant who owns (or leases) and uses the terminal to communicate with his payment service provider for performing electronic payment transactions. A payment service provider usually serves a large number of merchants; to identify one merchant from another, the payment service provider usually assigns an identifier to each merchant. This identifier is the so-called "logical identifier" for POS terminals. Of course, it is possible to use any other type of terminal identifier which can uniquely identify a terminal in-use from another one in-use. Any combinations of the above terminal identifiers can also be used.

The POS terminal 10 further comprises a message processor 32 which is capable of creating an event message based on an event detected to have occurred to the POS terminal. Details of event messages and the relevant functioning of the message processor 32 will be described below. The message processor 32 may be a dedicated processor, or it may be integrated with the application processor 14.

The terminal 10 further comprises one or more detectors 36, 38, 40, 42, 44, which can detect at least one kind of event which occurs to the housing 24 or at least one of the external interfaces 26, 28, 30, 34 of the terminal.

Among the detectors may be a power detector 36 which can detect changes of power supply on the power interface 26. For instance, the detector 36 can detect whether on-going power supply suddenly stops or, in the opposite case, power supply is resumed. That is to say, the power detector can detect a change of power supply from either "on" to "off" as well as a change from "off" to "on". An example of the power detector can be an electronic circuit that triggers when the voltage of the power supply drops below a certain threshold. Other mechanisms are also possible. Furthermore, the power detector can be configured to detect a removal of the power interface 26 from the terminal and/or an attachment (or a re-attachment) of the
power interface to the terminal. For example, a mechanical switching device can
detect the removal of the power interface. With this capability, the power detector
can react to such events as an un-plug of the power interface from an external
power source, a plug-in of the power interface to an external power source, a cut,
e.g. a wire cut or a cable cut, of the power interface, a re-joining of the cut power
interface, a detachment of the power interface from the terminal, and an attachment
(or a re-attachment) of the power interface to the terminal, and the like. Therefore,
when someone, a fraudster for example, manipulates the POS terminal by tampering
with the power interface, such tampering will be detected.

A data connection detector 38 can be provided for detecting events occurred to the
data interface 28. For instance, the data connection detector 38 can detect the status
of data transmission over the data interface 28 such as the following: Is there a
sudden stop, or discontinuation, of an on-going data transmission? Is there a start,
or a re-start, of data transmission? Is there a removal of the data interface 16 from
the terminal? Is there an attachment (or a re-attachment) of the data interface to the
terminal? The above detecting functions may be achieved by some hardware (e.g.
electronic circuit) and/or software implemented in the data connection detector for
detecting the interruption of a low-level data communication protocol. Specific
techniques could be the sensing of heart beat signals, the checking of current loops,
or the detection of a certain voltage that must be present on a pin. In addition, the
data connection detector could also comprise a switching device of a mechanical type
which can detect the removal of the data interface from the terminal. Having
equipped with such detecting functionality, the terminal 10 is able to detect any
manipulation of the terminal by way of tampering with the data interface.

Another detector 40, a card-reading detector, may be provided to detect whether
information from a payment card has been read, or retrieved, by the card-reading
interface or by the card reader module. For instance, when dealing with cards with
magnetic strips, the reading head of the card-reading interface can be set in a
passive mode but kept on; once a card is swiped, the reading head will deliver the
signals read from the card. In the case of chip cards, the card-reading interface may
be equipped with a micro switch which can detect the insertion of a card. The
retrieved information from the card is usually payment related, such as the card
number.

In a normal on-line type of operation, when payment related data is read from the
card, the data is forwarded to the application processor 14 which accordingly initiates
a payment transaction to be transmitted to a payment service provider. The payment
transactional data is output via the data interface 28. However, when someone, a
fraudster, for example, wants to carry out some test-reads of cards on the terminal
which is on the on-line mode without causing any payment transactional data to be
transmitted, he needs to disable the data transmission function of the data interface
28 before he swipes his test card through the card-reading interface. Thus, it may
happen that a retrieval of payment related data from a payment card is NOT followed
by an output of payment transactional data from the data interface 28. The card-
reading detector 40, together with the data connection detector 38, may detect such
"card testing" events.

In another situation i.e. the off-line scenario, where the terminal is not to initiate the
transmission of payment transactional data even after reading the payment
transactional data from the card, such "card testing" events can be detected by
taken into consideration of the card-reading activity and the lack of some other
normal activities. These normal activities may be an entry of a PIN code, an entry of
a payment amount, an acknowledgement of the entered payment amount by
pressing an OK button, etc. For instance, on some terminals, POS transactions can
only be triggered with an entry of a payment amount prior to the reading of a
payment card. Thus, if a "card-read" activity is detected by the card-reading detector
40 but no payment amount has been entered before, this could be interpreted as a
"card testing" event performed by a fraudster.

Furthermore, the card-reading detector 40 may also be configured to detect a
removal and/or an attachment (or a re-attachment) of the card-reading interface
from/to the terminal. A mechanical switching device may be adequate to perform
such detection.

According to the invention, in addition to the power interface 26, the data interface
28, and the card-reading interface 30, the POS terminal 10 comprises yet another
external interfaced 34, termed as a message interface, for outputting the event
messages generated by the message processor 32. The functioning of the message
interface 34 is similar to that of the data interface 28 in many ways. Thus, although
the message interface 34 may be a dedicated interface, it can also be integrated with
the data interface 28.
Likewise, a message detector 42 may be provided to detect events occurred to the message interface 34. These events are similar in nature as those occurred to the data interface 28.

The terminal 10 may further comprise a housing-detector 44 for detecting any events occurred to the housing 24 of the terminal. Specifically, when the housing, or any part thereof, is opened or closed, or when any part of the housing is removed or attached (or re-attached), the housing-detector 44 is able to detect it. In this way, any tampering with the housing can be detected. Further, the terminal can be adapted to immediately erase the secure information, e.g. cryptographic keys, contained in the HSM when the detector 44 detects a tampering of the housing.

The message processor 32 will now be described in detail with reference to Fig. 2, which illustrates an exemplary event message which can be generated by the message processor 32.

According to the invention, after any of the detectors detects a certain event, the message processor 32 reacts to this detection by generating a corresponding event message to record the occurrence of this event. As examples, a set of event messages 50, 52, 54, 56, 58 with the same structure are shown in Fig. 2. The basic structure of an event message comprises three fields 60, 62, and 64. The first field 60 contains a terminal identifier; for instance, the terminal's serial number SN12345678, as shown in the figure. Of course, the field 60 may contain any other identifier associated with the terminal, such as its logical identifier, a combination of its serial number and its logical identifier, etc. The second field 62 of the event message contains a time stamp which indicates the time that the event occurred. Generating time stamps is a known technology in the art. The third field 64 contains a so-called "event code". The event code is a code associated with the event; the event code indicates what kind of event it is. For example, in the event messages 50 and 54, the event code is 1601, which may indicate a "power off" event; in the event messages 52 and 56, the event code is 1602, which may indicate a "power on" event; in the event message 58, the event code is 2001, which may indicate a retrieval of information from a card but without a subsequent output of payment transactional data via a data interface of a POS terminal. In brief, any kind of event detectable by the (detectors of the) terminal is associated with a unique event code. When the message processor creates an event message based on a certain detected event, the associated event code is included in the message.
The event message may comprise additional fields for recording other information associated with the detected event and/or the terminal. For example, the power consumption of the terminal, the length of a power-off period, and so on, may be included in the event message.

The event message may be output as soon as it is generated, or it can be stored in a memory or buffer 46 of the terminal for a pre-defined period of time before it is output. Furthermore, the memory or buffer 46 may store a plurality of event messages, and the plurality of event messages can then be output by the message interface 34.

As mentioned above, the message processor 32 may be a dedicated processor, or it may be integrated with the application processor 14. In the latter case, the processor 32 is further capable of initiating an electronic payment transaction based on payment related data retrieved from a payment card.

Referring to Fig. 3, an embodiment of a first method 70 for a POS terminal will now be explained. In order to provide a more thorough understanding, the method 70 will be exemplary described in relation to the POS terminal 10 of Fig. 1 and the event messages shown in Fig. 2. However, it should be noted that the method 70 can also be practiced in combination with a POS terminal having a different configuration from that of Fig. 1; the method can also be practiced in combination with event messages having a different structure from that shown in Fig. 2.

The method 70 aims at detecting hardware manipulation of a POS terminal 10 wherein the terminal is associated with at least one terminal identifier and comprises a housing 24 and multiple external interfaces 26, 28, 30, and 34.

The method 70 starts with step 72, where the POS terminal by means of one or more of the detectors 36, 38, 40, 42, or 44, detects an event occurred to the housing 24 or one of the external interfaces 26, 28, 30, and 34 of the terminal. As described above, the event may be, but not limited to, any of the following: a removal of any one of the external interfaces or any part of the housing from the terminal; an attachment (or a re-attachment) of any of the external interfaces or any part of the housing to the terminal; a change of power supply over the power interface 26 from on to off, i.e. a "power off" event; a change of power supply over the power interface 26 from off to on, i.e. a "power on" event; a discontinuation or interruption of data transmission over the data interface 28; a start (or re-start) of data
transmission over the data interface 28; a discontinuation or interruption of message
transmission over the data interface 28; a start (or re-start) of message
transmission over the message interface 34; a retrieval of payment related data from
a payment card by the card-reading interface 30 or by the card-reading module 20
but without a subsequent output of payment transactional data via a data interface
28; an opening of any part of the housing 24; a closing of any part of the housing
24; an increase in the terminal's power consumption by a first pre-defined level (500
milliwatts for example); a decrease in the terminal's power consumption by a second
predefined level (300 milliwatts for example), wherein the first and the second pre-
defined level may be the same or different. It should be pointed out here that
variations in the terminal's power consumption may indicate the running of additional
hardware/software, e.g. spyware, on the terminal.

At the next step 74, the terminal generates an event message 50 according to, or
based on, the detected event. The event message 50 contains an event code 1601
associated with the event, i.e. the event code identifies or indicates the type, or kind,
or nature, of the event; the event message 50 also contains a time stamp 02:35
indicating the time when the event occurred; the event message 50 further
comprises at least one terminal identifier SN12345678. With the event code, the time
stamp, and the terminal identifier, the event message 50 uniquely defines the event.

Finally, at step 76, the generated event message is output via one of the external
interfaces of the terminal. This interface may be a dedicated interface 34 specifically
for the transmission of event messages; but it can also be the data interface 28,
which the POS terminal uses to output payment transactional data to a payment
service provider.

Although the event message may be output as soon as it is generated, the method
70 may comprise a step wherein the event message is stored or buffered, for a
predefined period of time, before it is output from the terminal. Furthermore, a
plurality of stored or buffered event messages may be output, either in series or
simultaneously.

The method 70 can be practiced in the form of hardware, software, or a combined
hardware/software approached. In a software aspect, a computer program product is
provided. The computer program product comprises program code portions for
performing the steps of the method 70 when computer program product is run on
one or more computing devices. Preferably, the computer program product is run on
the message processor 32 of the terminal 10. The computer program product may be
downloaded from a remote device, e.g. from a payment processing server of a
payment service provider, to the message processor 32 through any of the terminal's
external interfaces, the data interface 28 or the message interface 34, for example.

Particularly helpful is that, when a terminal is not equipped with the message
processor 32, the computer program product can be downloaded to the application
processor 14 and to be executed there. Such a downloading scheme allows
conventional terminals to acquire the capability of performing the method 70 without
any replacement, upgrade, or reconfiguration of the terminal, in particular the
processor 14 thereof.

Summarizing the description for the POS terminal 10 and the corresponding method
70, it can be appreciated that, by detecting and recording the events which occur to
the housing and the multiple external interfaces of the terminal, it is possible to
detect any possible terminal manipulation, which almost always involves the
tampering of the housing and/or any of the external interfaces. Thus, the POS
terminal 10 as well as the method 70 according to the invention can facilitate a early
detection of potential hardware manipulation of the terminal.

Fig. 4 illustrates an embodiment of a device 80 for processing event messages
according to the invention. An event message processable by the device 80 contains
information related to an event which occurred to a POS terminal, in particular, to
any one external interface or a housing of the terminal. The information includes at
least the following: an event code associated with the event, the event code
indicating what kind, or type, or nature, the event is; a time stamp indicating the
time when the event occurred, hereafter referred to as the event-occurrence-time;
and at least one terminal identifier associated with the terminal. The above
information uniquely identifies an event. Of course, additional information related to
the event and/or the terminal where the event occurred may also be included in the
event message.

The device 80 comprises a first interface 82 which is adapted to receive event
messages. The event messages may be provided by one or more POS terminals 84
and 86 or come from other sources of event messages. The device also comprises a
processor 88 adapted to process the received event messages. The device further
comprises a second interface 90 for outputting a notification message generated
according to the result of the event-message processing.
In one embodiment, the notification message is output as an audio and/or visual alert to notify a human. In another embodiment, the device 80 may comprise a storage 92 which can store the event messages received by the first interface 82. In yet another embodiment, the device may be a computing device, a computer for example; in one particular embodiment, the device 80 is a server.

The details of the processing performed by the processor 88 are now to be described with reference to Fig. 2, which shows a set of event messages, and Fig. 5, which shows a so-called "pattern" according to the invention.

The processor 88 receives event messages generated by one or more POS terminals. From the received messages, the processor 88 selects a set of event messages 50, 52, 54, 56 and 58 (see Fig. 2), all of which having a same terminal identifier, SN12345678. The amount of the event messages to be selected can be pre-defined. Alternatively, the selection can be based on a pre-defined time frame; i.e. only the event messages whose event-occurrence-time is within a pre-defined time frame will be selected.

The processor 88 then orders the event codes contained in the set of event messages 50, 52, 54, 56 and 58 into a sequence according to the time stamps in the event messages. That is to say, the event codes are extracted from the event messages and are ordered according to their corresponding event-occurrence-time. The result of the ordering is an ordered sequence 66 as shown in Fig. 2; the arrow in the top-to-bottom direction indicates the order. Specifically, the event code of an event message with an earlier event-occurrence-time is positioned in the sequence prior to the event code of another event message with a later event-occurrence-time. For example, in the sequence 66, the first event code from the top-to-bottom order is associated with the event message 50, which contains a time stamp indicating an event-occurrence-time of 02:35. All the other event codes corresponds to event messages with time stamps indicating event-occurrence-time later than 02:35; thus, the event code of the event message 50 is placed at the first (the top) position in the sequence.

As can be appreciated, the ordered sequence of event codes "tells" a history of events that occurred to the relevant POS terminal. For example, the sequence 66 in Fig. 2 indicates the below series of events happened to POS terminal SN12345678: a "power off" event indicated by event code 1601 - followed by a "power on" event indicated by event code 1602 - followed by another "power off" event indicated by
event code 1601 - followed by another "power on" event indicated by event code 1602 - and finally, followed by an event indicated by event code 1602, which means a retrieval of information from a card without a subsequent output of payment transactional data over a data interface of the POS terminal SN12345678.

The processor 88 of the device 80 is capable of reading one or more "patterns". The term "pattern" herein stands for a pre-defined data structure comprising a sequence of event codes and possibly accompanied by some additional information. Patterns may be stored in a storage 92 of the device 80 and made available to the processor 88. The storage 92 may be a memory, a database, etc. Patterns may also be provided to the processor 88 from other sources (not shown in Fig. 4). Two exemplary patterns 100 and 102 are shown in Fig. 5. Pattern 100 has the basic structure of a pattern and comprises, in the order as indicated by the arrow 104, a sequence of event codes: 1601, 1602, 1601, 1602, and 2001. Pattern 100 thus indicates the following sequence of events which may occur to some POS terminal: a power-off event - followed by a power-on event - followed by a second power-off event - then followed by a second power-on event - and finally, followed by an event wherein payment related data is retrieved from a payment card but no subsequent transmission of payment transactional data is detected over a data interface for transmitting payment transactional data. Thus, pattern 100 corresponds to the typical manipulation scenario portrayed in the Background of the Invention, above. Various patterns can be pre-defined to correspond to different hardware-manipulation procedures targeted at POS terminals; for instance, a significant increase of power consumption of the terminal, several consecutive power-off events, loss of data connectivity on the data interface combined with power-off events, etc.

After reading the pattern 100 (and perhaps more patterns), the processor 88 compares the ordered sequence 66 of event codes with the pattern 100 to determine whether there is a match between the two, i.e. whether the ordered sequence is the same, or almost the same, as the pattern. When a match is found, the processor 88 generates a notification message indicating the "match found" result, alerting a human administrator to further inspect the matter. The processor 88 can also be configured to generate a score (e.g. 0 - 100%) indicating how good, or how close, the ordered sequence matches the pattern. The scoring alternative helps the pattern matching to be tolerant against small variations in the fraudulent manipulation. Since the notification message may be generated within a short time after a real manipulation has occurred, the fraud can be promptly identified, well before any
leakage of card information happens. Such a quick fraud detection can effectively prevent data loss due to manipulation done to POS terminals.

Patterns containing more information than that of pattern 100 can be provided. Pattern 102 in the Fig. 5 is one example. Comparing patterns 100 and 102, it can be seen that while the two patterns both comprise the same sequence of event codes 1601 - 1602 - 1601 - 1602 - 2001, pattern 102 additionally comprises a sequence of so-called "time-period codes", t1, t2, t3 and t4. As the name suggests, time-period codes indicate time periods. In the particular example of pattern 102, time-period code t1 has a value of 2 minute, time period code t2 has a value of 1 minute, and so on. Each two successive event codes in the pattern are associated with a time-period code. Specifically in the figure, the first event code 1601 and the second event code 1602 are associated with time-period code t1; the second event code 1602 and the third event code 1601 are associated with a time period code t2; the third event code 1601 and the fourth event code 1602 are associated with a time period code t3; and the fourth event code 1602 and the fifth event code 2001 are associated with a time code t4. Methods and ways to establish an association between two successive event codes in a pattern and a time period-code are numerous and are considered to be known in the field of data processing.

In effect, pattern 102 or any of its equivalence represents a series of events with definite time periods between the events. Particularly, pattern 102 indicates a power-off event followed by, in two minutes, a power-on event; which is followed by, in one minute, a second power-off event; which is followed by, in ten minutes, a second power-on event, and which is finally followed by, in three minutes, a retrieval of payment related data from a payment card but with no subsequent output of payment transactional data over a data interface of a POS terminal.

While a pattern such as 102 can represent a more refined indication of hardware manipulation procedures, the processor 88 of the device 80 can be further adapted to produce sequences of event codes accompanied by more information. Accordingly, when ordering the event codes in the selected set of event messages 50, 52, 54, 56, and 58 into a sequence 68 (shown in the lower part of Fig. 2), the processor 88 can additionally associate the ordered event codes with so-called "time-difference codes", d1, d2, d3, and d4, which indicate the temporal difference between the event-occurrence-time of the corresponding events. As can be easily understood, the values of the time-difference codes can be readily obtained from the time stamps in the event messages.
After generating the sequence 68 of event codes associated with time-difference codes \( d1 \) - \( d4 \), the processor 88 determines whether the sequence 68 matches any event-code sequence in any provided pattern. Assuming there is a match, the processor then determines whether the time-difference codes \( d1 \) - \( d4 \) associated with the successive event codes in the sequence 68 also match the time-period codes \( t1 \) - \( t4 \) associated with the corresponding successive event codes in the pattern 102. When this second-level of match is confirmed, the processor 88 generates a second notification message.

The patterns according to the invention are preferably adaptable in many aspects. New patterns may be provided to the processor 88, and existing patterns may be deleted or adjusted. The adjust may be in any of the following manner: Firstly, the pre-defined sequence of event codes in a certain pattern may be adaptable, i.e. existing event codes may be removed from the sequence or replaced with different values; new event codes may be added into the sequence; and the order of the event codes may be rearranged. Secondly, the additional information accompanied to the sequence of event codes may also be adaptable: for example, the values of time-period codes as explained above may be adjustable; a time-period code may take a definite value, e.g. 2 minutes, or some "vague" or "fuzzy" value which indicates a range of time periods, e.g. 2 - 5 minutes, thus allowing matches to be determined in a more flexible manner. Thirdly, more additional information can be associated with the event codes in the pattern. As can be appreciated, there can be myriad ways of adjusting the patterns.

In addition to the determination using patterns, the processor 88 may also take into consideration of other information before generating the notification message. For instance, the processor 88 may further verify whether an event occurred either at a particular actual time (preferably according to the normal 24-hour timing system) or between a first actual time and a second actual time. For instance, in Fig. 2, event message 50 includes a time stamp 02:35 and an event code 1601, meaning that a power-off event occurred at 02:35. Accordingly, the processor 88 checks whether the event-occurrence-time, i.e. 02:35, occurred between 22:00, which is a typical closing time of a shop, and 09:00, which is a typical shop opening time. To compare an event-occurrence-time with one or more actual times may increase the accuracy of hardware manipulation detection. For example, a sudden power-off event at 17:00, which is usually the high-business time for a shop, is not likely to indicate a malevolent tampering of the power interface by a fraudster, but rather, a mal-
function performed by the user of the POS terminal (e.g. an accidental un-plug of the power cable). On the contrary, a power-off at 02:35 is quite possible the result of a fraudulent manipulation. In short, evaluating other information before generating the notification message may increase the accuracy of fraud detection.

In some cases, when inspecting event messages regarding a POS terminal to determine whether a possible hardware manipulation has happened to this particular terminal, information from other POS terminals may be helpful. For example, a power-off event immediately followed by a power-on event happening at a night time could be interpreted as a hardware manipulation on the power interface of the terminal in question, but this incident could also be the simple result of a general power failure in the area where the POS terminal is located. In such a case, it may be wise to double-check whether other POS terminals in that area experienced the same power interruption at the same time. If all the POS terminals in the area report the same power-off-power-on sequence at the same time, it could safely be concluded as a general power failure in the area instead of a hardware manipulation done to a certain POS terminal.

In order to take advantage of the information of and/or from other POS terminals, certain information of these other POS terminals needs to be made available to the processor 88. For example, when it is necessary to check all the terminals in a geographical area, identifiers of these terminals and the location information of these terminals should be provided to the processor 88. The location information may include, e.g. physical addresses and/or postal codes of the physical location of the terminals. User information of the terminals may also be useful. For each terminal, the user information includes an identifier of the user, a first actual time such as the usual closing time of the user's shop, and/or a second actual time, which is usually the opening time of the shop.

The above information related to POS terminals can be made available to the processor 88 in different ways. The information may be stored in the storage 92 of the device 80 wherein the content of the storage is accessible by the processor 88; or the information may be supplied by an external source 94 and provided to the processor 88 through a third interface 96 of the device 80. A good candidate for this external source 94 is a POS-terminal administration system, which may be managed by a payment service provider serving a plurality of POS terminals.
A specific example of how to make use of information from a second POS terminal, while event messages with respect to a first POS terminal are being processed, is now explained. After finding a match with a particular pattern for the first terminal, (the processor 88) processes a second set of event messages generated by the second POS terminal to see if a match with the same pattern can also be found for the second terminal. Specifically, the processor 88 selects a second set of event messages having a second terminal identifier; orders the event codes in the second set of event messages into a second sequence according to the time stamps in the second set of event messages; compares the second sequence of event codes with this particular pattern to determine if there is a match as well; if the second sequence of event codes is also determined to match the pattern, a second notification message is generated. Of course, the processor 88 may be further adapted to examine event messages from a third terminal, a fourth one, and so on.

Even further, supplementary techniques such as artificial intelligence, fuzzy algorithm, and the like, may be employed by the device 80 to increase the accuracy of fraud detection. As an example, which has been mentioned above, in addition to simply producing a match result of a binary type, i.e. indicating either "match found" or "match not found", the processor 88 can be configured to generate a score (e.g. 0 - 100%) indicating how good, or how close, the ordered sequence matches the pattern. The scoring alternative helps the pattern matching to be tolerant against small variations in the fraudulent manipulation.

Referring to Fig. 6, an embodiment of a second method 110 for a device for processing event messages according to the invention will be explained. In order to provide a more thorough understanding, the method 110 will be exemplary described in relation to the device 80 of Fig. 4, the event messages shown in Fig. 2, and the patterns shown in Fig. 5. However, it should noted that the method 110 can also be practiced in combination with a device having a different configuration from that of Fig. 1, with event messages having a different structure from that shown in Fig. 2, and with patterns having a different structure from that shown in Fig. 5.

The method 110 is for processing event messages, each of which contains an event code associated with an event occurred to a housing or an external interface of a POS terminal, a time stamp indicating the time when the event occurs, and at least one terminal identifier. The method 110 starts with receiving, or collecting, one or more of such event messages, as shown at step 112. Then, at step 114, from the received event messages, a set of event messages having the same terminal
identifier are selected. Next, at step 116, according to the time stamps in the
selected set of event messages, the event codes in the selected set of event
messages are ordered into a sequence. At least one pattern, which comprises a
sequence of event codes, is provided or read; this is shown as step 118. Thereafter,
at step 120, the ordered sequence of event codes is compared with the at least one
pattern to determine whether the former matches the latter. Finally, when there is a
match, a notification message is generated.

Although embodiments of the invention have been illustrated in the accompanying
drawings and described in the foregoing description, it should be understood that the
invention is not limited to the embodiments disclosed therein. In particular, the
invention is capable of numerals rearrangements, modifications, and substitutions.
Claims

1. A Point-of-Sale (POS) terminal for performing electronic payment transactions, said terminal associated with at least one terminal identifier and comprising a housing and multiple external interfaces, said terminal further comprising:
   - at least one detector adapted to detect an event occurred to the housing or at least one external interface of the terminal;
   - a processor adapted to, based on the detected event, generate an event message comprising an event code associated with the event, a time stamp indicating the time when the event occurred, and at least one terminal identifier of the terminal; and
   - a message interface adapted to output the event message, wherein the message interface is one of said external interfaces.

2. The terminal of claim 1, wherein said event is any one of the following:
   - a removal of any one of said external interfaces or any part of the housing from the terminal; and
   - an attachment or a re-attachment of any one of said external interfaces or any part of the housing to the terminal.

3. The terminal of any of the preceding claims, wherein said external interfaces include a power interface over which power is supplied to the terminal, and said event is any one of the following further events:
   - a change of power supply from on to off;
   - a change of power supply from off to on.

4. The terminal of any of the preceding claims, wherein said external interfaces further include a data interface over which the terminal outputs payment transactional data, and said event is any one of the following further events:
   - a discontinuation of data transmission over the data interface;
   - a start or restart of data transmission over the data interface.

5. The terminal of any of the preceding claims, wherein said terminal further comprises a card reading interface adapted to retrieve payment related data from a payment card, and said event is any one of the following further events:
- a retrieval of payment related data from the card without a subsequent output of payment transactional data via a data interface over which the terminal outputs payment transactional data.

6. The terminal of any of the preceding claims, wherein said event is any one of the following further events:
   - an opening of any part of the housing of the terminal;
   - a closing of any part of the housing of the terminal;
   - an increase in power consumption of the terminal by a first pre-defined level; and
   - a decrease in power consumption of the terminal by a second pre-defined level.

7. The terminal of any of the preceding claims, wherein said terminal further comprises a memory for storing a plurality of event messages and said message interface is further adapted to output a plurality of event messages.

8. The terminal of any of the preceding claims, wherein said terminal identifier is any one or any combination of the following:
   - an identifier which is associated with a user of the terminal;
   - an physical identifier of the terminal.

9. The terminal of any of the preceding claims, wherein said physical identifier is a serial number or serial code.

10. The terminal of any of the preceding claims, wherein said terminal further comprises a card reading interface adapted to retrieve payment related data from a payment card and said processor is further adapted to initiate an electronic payment transaction based on the payment related data retrieved from the card.

11. A method for detecting hardware manipulation of a Point-of-Sale (POS) terminal, said terminal comprising a housing and multiple external interfaces, said terminal being associated with at least one terminal identifier, said method comprising the steps of:
   - detecting an event occurred to the housing or at least one external interface of the terminal;
generating, based on the detected event, an event message comprising an event code associated with the event, a time stamp indicating the time when the event occurred, and at least one terminal identifier; and

outputting the event message via one of said external interfaces of the terminal.

12. The method of claim 11, wherein said method further comprising the step of:
- storing the event message before outputting it.

13. The method of claim 12, wherein said method step of outputting is:
- outputting a plurality of stored event messages.

14. A computer program product comprising program code portions for performing the steps of the method according to any one of the claims 11 to 13 when the computer program product is executed on one or more computing devices.

15. A device for processing event messages, said event message comprising an event code associated with an event occurred to an external interface or a housing of a Point-of-Sale (POS) terminal, a time stamp indicating the time when the event occurred, hereafter referred to as the event-occurrence-time, and at least one terminal identifier, said device comprising:
- a first interface adapted to receive one or more of said event messages;
- a processor adapted to;
- select a first set of event messages having a first terminal identifier;
- order, according to the time stamps in the first set of event messages, the event codes in the first set of event messages into a first sequence;
- read at least one pattern, said pattern comprising a sequence of event codes;
- determine whether the first sequence of event codes matches said at least one pattern; and
- generate a notification message, when a match is determined; and
- a second interface adapted to output the notification message.

16. The device of claim 15, wherein said pattern further comprises a plurality of time-period codes indicating time periods; wherein each two successive event codes in the pattern are associated with one of the time-period codes.

17. The device of claim 16, wherein the processor is further adapted to associate each two successive event codes in the first sequence with a time-difference code,
the time-difference code indicating a time difference between the event-occurrence-time of the two corresponding events.

18. The device of claim 17, wherein the processor is further adapted to, when the first sequence of event codes is determined to match at least one of said patterns, determine whether the time-difference code associated with each two successive event codes in the first sequence matches the time-period code associated with the corresponding two successive event codes in said at least one pattern.

19. The device of any of claims 15 to 18, wherein the processor is further adapted to determine whether at least one of the time stamps in the selected set of event messages indicates an event-occurrence time between a first actual time and a second actual time.

20. The device of any of claims 15 to 19, further comprising a third interface for receiving additional information related to a plurality of POS terminals, said additional information including at least one of the following:
   - location information of at least one of the plurality of terminals, said location information including a physical address and/or a postal code of the terminal;
   - a serial number or a serial code of the terminal;
   - a terminal identifier associated with a user of the terminal; and
   - user information of the terminal, said user information including an identifier of a user of the terminal, a first actual time and/or a second actual time associated with the user.

21. The device of any of claims 15 to 20, wherein the processor is further adapted to
   - select a second set of event messages having a second terminal identifier;
   - order, according to the time stamps in the second set of event messages, the event codes in the second set of event messages into a second sequence;
   - when the first sequence of event codes is determined to match said at least one pattern, determine whether the second sequence of event codes matches said pattern as well; and
   - generate a second notification message, when the second sequence of event codes is determined to match said pattern as well.
22. The device of any of claims 15 to 21, further comprising a storage means for storing at least one of the following:
- said one or more event messages received by the first interface;
- said one or more patterns.

23. The device of any of claims 20 to 22, further comprising a storage means for storing at least said additional information received by the third interface.

24. A method for processing event messages, said event message comprising an event code associated with an event occurred to an external interface or a housing of a Point-of-Sale (POS) terminal, a time stamp indicating the time when the event occurred, and at least one terminal identifier, said method comprising the steps of:
- receiving one or more of said event messages;
- selecting a set of event messages having a same terminal identifier;
- ordering, according to the time stamps in the selected set of event messages, the event codes in the selected set of event messages into a sequence;
- reading at least one pattern, said pattern comprising a sequence of event codes;
- determining whether the ordered sequence of event codes matches said at least one pattern; and
- generating a notification message, when a match is determined.

25. A computer program product comprising program code portions for performing the steps of the method according to claim 24 when the computer program product is executed on one or more computing devices.
<table>
<thead>
<tr>
<th>Terminal Identifier</th>
<th>Time Stamp</th>
<th>Event Code</th>
</tr>
</thead>
<tbody>
<tr>
<td>SN12345678</td>
<td>02:35</td>
<td>1601</td>
</tr>
<tr>
<td>SN12345678</td>
<td>02:37</td>
<td>1602</td>
</tr>
<tr>
<td>SN12345678</td>
<td>02:38</td>
<td>1601</td>
</tr>
<tr>
<td>SN12345678</td>
<td>02:48</td>
<td>1602</td>
</tr>
<tr>
<td>SN12345678</td>
<td>02:51</td>
<td>2001</td>
</tr>
</tbody>
</table>
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generate, based on the detected event, an event message comprising an event code associated with the event, a time stamp indicating the time when the event occurred, and at least one terminal identifier
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