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(54) Title: METHOD AND SYSTEM FOR PERFORMING A FINANCIAL TRANSACTION

(57) Abstract: In a method of performing a financial transaction, a payment processing server having merchant accounts and client accounts stored therein is provided, wherein said accounts each comprise an account ID and data regarding a financial account held on a financial institution, a processing request is received from a merchant, a transaction session is started, wherein said transaction data comprises creating and storing, in the payment processing server, a unique transaction code, the transaction code is transmitted to a merchant device, from the merchant device to a client's mobile telecommunication device, and from the mobile device to the payment processing server, a clearing request message is sent from the payment processing server to the financial institution of the client's and/or the merchant's financial account, and, after a clearing response message is received, a transfer of the transaction amount from the client's financial account to the merchant's financial account is caused.
The invention refers to a method and a system for performing a financial transaction and to a method of operating a payment processing server for performing financial transactions.

Further, the invention refers to a computer program product that comprises program code which, when loaded into a computer, carries out the inventive method.

A great variety of methods and systems for performing financial transactions have already been proposed that allow clients (customers) to perform financial transactions by simply using their mobile telecommunication device. The term "digital wallet" is also increasingly being used to describe mobile phones, especially smartphones, that store an individual's credentials and utilize wireless technologies such as near field communication (NFC) to carry out financial transactions.

An individual's bank account is usually linked to the digital wallet. The credentials can be passed to a merchant's terminal wirelessly via NFC. Typically, digital wallets are stored on the client side and are easily self-maintained. A server-side digital wallet is one that an organization creates for and about users and maintains on its servers. Server-side digital wallets are gaining popularity due to the security, efficiency, and added utility it provides to the end-user. The information component is basically a database of user-inputted information. This information consists of shipping address, billing address, payment methods (including credit card numbers, expiry dates, and security numbers), and other information.
Most of the known systems, such as digital wallets, require the transmission of personal data, such as credit card numbers or e-wallet user account data, to the merchant. In these systems a certain degree of security is offered by providing encrypted transmission of the personal information and encryption for the actual transaction. However, the drawback of such systems is that only the transmission channel is secure so that the merchant may still be able to read and possibly misuse the confidential personal information provided by the client. In systems that are designed to pass the personal information through the merchant's system without being decrypted, the merchant or any fraudulent third party braking into the merchant's system might still be able to successfully brake the encryption.

On the other hand, there are also systems that allow the client's mobile device to connect to an e-commerce data center operated by the merchant for directly retrieving transaction related data, such as billing data. This involves the risk of unauthorized parties entering the merchant's data center and either stealing or manipulating confidential data for fraudulent purposes.

Therefore, the invention aims at overcoming the above drawbacks and security issues and at providing an easy and secure transaction method wherein neither the client nor the merchant have to transmit confidential or personal information to the other party. A further object of the invention is to provide a payment system that is not bound to a specific predetermined payment method, but that is capable of managing various payment methods (such as, e.g., bank accounts, credit cards, cash vouchers, PayPal accounts, etc.).
To solve the above object, the invention provides a method of performing a financial transaction, comprising:

- providing a payment processing server having merchant accounts and client accounts stored therein, wherein said accounts each comprise an account ID and data regarding a financial account held at a financial institution,
- receiving, in the payment processing server, a processing request from a merchant, the processing request including a merchant account ID and transaction-related information including at least a transaction amount,
- starting, in the payment processing server, a transaction session, wherein said transaction session comprises creating and storing, in the payment processing server, a unique transaction code,
- transmitting the transaction code to a merchant device,
- transmitting the transaction code from a merchant device to a client's mobile telecommunication device, the mobile telecommunication device having a client account ID stored therein,
- transmitting the transaction code together with the client account ID from the client's mobile telecommunication device over a telecommunication network to the payment processing server,
- obtaining, in the client's mobile telecommunication device, the transaction amount and optionally other transaction details (like quantity, merchant order ID) from the payment processing server and displaying the transaction amount,
- authorizing, by the client, the transaction amount and transmitting an authorization message to the payment processing server,
- sending a clearing request message from the payment processing server to the financial institution of the client's and/or the merchant's financial account,
- receiving, in the payment processing server, a clearing response message,
- if the clearing response message is positive, causing a transfer of the transaction amount from the client's financial account to the merchant's financial account.

Further, the invention provides a method of operating a payment processing server for performing financial transactions, comprising
- keeping merchant accounts and client accounts on the payment processing server, wherein said accounts each comprise an account ID and data regarding a financial account held at a financial institution,
- receiving, in the payment processing server, a processing request from a merchant, the processing request including a merchant account ID and transaction-related information including at least a transaction amount,
- starting, in the payment processing server, a transaction session, wherein said transaction session comprises creating and storing, in the payment processing server, a unique transaction code,
- transmitting the transaction code to a merchant device,
- receiving, in the payment processing server, the transaction code together with a client account ID from a client's mobile telecommunication device over a telecommunication network,
- transmitting the transaction amount from the payment processing server to the client's mobile telecommunication device,
receiving, in the payment processing server, an authorization message from the client's mobile telecommunication device,
- sending a clearing request message from the payment processing server to the financial institution of the client's and/or the merchant's financial account,
- receiving, in the payment processing server, a clearing response message,
- if the clearing response message is positive, causing a transfer of the transaction amount from the client's financial account to the merchant's financial account.

According to a preferred embodiment, the processing request may be sent from the merchant device to the payment processing server.

Thus, instead of transmitting personal data, such as bank account numbers or credit card numbers from the client to the merchant, the invention provides for the transmission of a transaction code from the merchant to the client. The transaction code allows the client to retrieve an electronic bill from the payment processing server and to authorize the payment through the payment processing server. Compared to most existing payment systems the invention provides for an inversion of the information flow, namely from the merchant to the client instead of from the client to the merchant. Apart from the transmission of the transaction code, which preferably neither contains personal information nor transaction-related information, both, the merchant and the client exchange their information exclusively with the payment processing server. The payment processing server is the only instance that knows both, the data of the merchant and of the client, i.e. the issuing and the acquiring payment data. No client data is exchanged
with the merchant or any other intermediaries in the communication chain thereafter. In this way, client's personal data is protected against misuse by the merchant or any other third party and merchant's data (such as transaction related data, financial account data) is protected against fraud and the merchant is protected against faked client data.

The transaction code is a unique code that identifies the transaction session started in the payment processing server. The transaction code may be a random code. Preferably, the transaction code does not comprise any coded transaction related data, such as billing data. Preferably, the transaction code does not comprise any coded personal data neither from the client nor from the merchant.

The merchant accounts and the client accounts held in the payment processing server each comprise an account ID, which serves to identify the respective account. The account ID is a unique identifier and is attached by the merchant device and the client's mobile telecommunication device, respectively, to any data transmitted to the payment processing server in order to enable the payment processing server to assign the transmitted data to the correct account. The client account ID may preferably be a unique identifier of the client's mobile telecommunication device, such as the IMEI of client's mobile phone or the mobile phone number. The merchant account ID may preferably also be a unique merchant device identifier.

The merchant account and the client account held with the payment processing server may comprise additional information, such as personal data like name, address and date of birth, as well as a photo. Further, the account comprises data regarding a financial account held at a financial institution. The
financial account may be a bank account, a credit/debit card or an e-Wallet account, such as a PayPal account. However, within the context of the invention, the financial institution must not necessarily be a bank. Rather, the financial account may also relate to cash vouchers or to direct mobile operator billing. Preferably, the financial institution account assigned the merchant is an acquiring bank, i.e. a payment system that transacts to receive money from an issuing bank. Correspondingly, the financial institution account assigned to the client preferably is an issuing bank, i.e. a payment system that push money to the acquiring bank. Rope Pay is a mobile payment system agnostic of payment methods. Various payment methods can be added, e.g. direct bank account debit (EPS), credit/debit cards, cash vouchers, direct mobile operator billing, etc. Preferably, the payment processing server itself does not act as an acquirer, but only clears the transaction with an external acquirer. The clearing of the transaction preferably comprises the following steps:
- sending a clearing request message from the payment processing server to the merchant's acquirer,
- receiving, in the payment processing server, a clearing response message from the merchant's acquirer.

Because the payment processing system preferably does not act as an acquirer, the payment processing server primarily functions as a gateway on top of a variety of payment methods and also allows functioning as a bridge between different issuing and acquiring payment methods (e.g. from credit card to cash voucher).

A client account held at the payment processing server may comprise data regarding a plurality of financial accounts. In this case, the client may at each transaction choose the
Every client and merchant needs to register with the payment processing server. Personal data like name, address and date of birth, as well as optionally a photo (using the phone's built in camera) are sent to the payment processing server, which creates the account. Depending on the account type (client, merchant) and country's regulations, further KYC (Know Your Customer) procedures might be necessary until the account becomes fully operational. In connection with the registration process, the payment processing server may preferably collect some data about the merchant device or the client's mobile telecommunication device, such as the IMEI or a hardware fingerprint. All collected data is sent to the payment processing server. By collecting data about the merchant device or the client's mobile telecommunication device it is possible to bind the respective device to the user's account, so that the user can use the payment processing server's services only when using a registered device. The payment processing server may, however, allow a client to register several mobile devices and attach all of them to the same client account.

The communication between the merchant device or the client's mobile telecommunication device on the one side and the payment processing server on the other side may preferably be performed over a secure communication channel. Preferably, the secure channel is established by using public-key cryptography. Thus all data is encrypted/decrypted by using a public key. The creation of a key pair consisting of a private key and a public key for use in the public-key cryptography may preferably be done in the payment processing server. The payment processing server may then send the public key to the merchant device or
the client's mobile telecommunication device, respectively. This public key is used to encrypt the communication with the payment processing server. The payment processing server preferably creates the key pair on basis of the IMEI and/or the hardware fingerprint received from the respective device (merchant device or client's mobile telecommunication device). In this way, the server side client/merchant account is bound to the user's device. There is no data stored on the merchant device and on the client device, apart from the public key. During registration the client may preferably choose a personal PIN code, which is used as a passphrase to secure the local key.

The preferred way of communication between the user's device (i.e. the merchant device or the client's mobile telecommunication device) is via a data connection, such as via Wireless LAN or via a data communication protocol described in the GSM standard. If compatible with the data communication protocol, an SSL connection can be used. The transmission of any data is thus double encrypted: once by the SSL channel, and once by the public key encryption itself, within the SSL. In case a data connection is not available, SMS (Short Message Service) and USSD (Unstructured Supplementary Service Data) may also be used as communication channels. In this case the public key encrypted data can preferably be transported as PDU (protocol data unit) messages.

Within the context of the invention, a payment processing server may be a computer hardware system, such as a backend data center, dedicated to run one or more services as a host to process transactions. In particular, such a server is able to handle multiple transaction sessions at a time and to send and
receive data to and from the merchant device and the client's mobile telecommunication device.

In order to efficiently use the computing power of at least the client's mobile device, the client-side and optionally the merchant-side functions required to perform the inventive method are implemented in a program application installed on the merchant device or the client's mobile telecommunication device, respectively.

The client's mobile telecommunication device may preferably be any form of mobile computer having a display, such as a mobile phone, a smart phone, a tablet computer etc.

The merchant device may preferably be a mobile device having a display, such as a mobile phone, a smart phone, a tablet computer etc., a printed bill, an e-commerce web server together with a client computer connected to the server, or a POS device having an electronic display. In the case of a printed bill the step of transmitting the transaction code to a merchant device comprises printing the transaction code onto a carrier, such as paper. The transaction code may also be printed or shown on billboards or on TV and Satellite channels. The client may then transfer the transaction code to his mobile telecommunication device manually or by optical sensing means. In the case of the merchant using an eCommerce web system, the transaction code may preferably be transmitted to the eCommerce web server and displayed to the client on a client computer via a web page generated by the eCommerce web server. An API may preferably be integrated into the merchant's eCommerce systems in order to facilitate the communication with the payment processing server.
The transaction code may be transferred or transmitted from the merchant device to the client's mobile telecommunication device in any possible way. In one embodiment, the transmission of the transaction code comprises presenting the transaction code as a graphical code on the merchant device and reading the graphical code by means of an optical sensor of the client's mobile telecommunication device. The optical sensor may preferably be a photo camera of the mobile device. The graphical code may be a QR code, which is handy because of its high error tolerance. Alternatively, standard 2D codes, bar codes, or any other information that can be decoded from an image can also be used. The encoding of the transaction code is preferably done in the payment processing server.

Alternatively, the transaction code may be transmitted from the merchant device to the client's mobile telecommunication device by wireless electronic near-field communication, such as, e.g., radio communication or capacitive coupling, in particular NFC and similar RFID techniques.

Alternatively or in addition, the transaction code may be transmitted by presenting the transaction code as an alphanumerical code on the merchant device and manually entering the alphanumerical code into the client's mobile telecommunication device. This embodiment is particularly suitable for allowing the use of mobile devices by the client that do not have the capability of capturing an image or of receiving wireless electronic near-field communication.

According to a preferred embodiment the transaction session comprises
- creating and storing, in the payment processing server, a transaction dataset comprising the transaction-related
information and assigning the transaction dataset to the merchant account having the merchant account ID received together with the processing request,

- assigning the transaction code to the transaction dataset,
- in the payment processing server, matching the transaction code received from the client's mobile telecommunication device with stored transaction codes, identifying the transaction dataset to which the matching transaction code is assigned and assigning the transaction dataset to the client account having the client account ID received from the client's mobile telecommunication device.

According to a preferred embodiment, the step of authorizing the transaction amount comprises generating and displaying an authorization code input request on the client's mobile telecommunication device, and entering, by the client, an authorization code, into the mobile telecommunication device, and verifying the authorization code. The authorization code may be a PIN required by the client's financial institution in order to authorize access to the financial account. In particular, the authorization message transmitted to the payment processing server may comprise the authorization code and the authorization code is added to the clearing request message transmitted to the financial institution.

In the following, exemplary embodiments of the invention will be described in more detail with reference to the accompanying drawings. Fig. 1 shows an exemplary system diagram, in accordance with one embodiment of the invention.

With reference to Fig. 1, in a first step of the payment process, a merchant application is started on a merchant device 1. The merchant device 1 can be the merchant's mobile phone or
tablet, a display connected to a POS system at the merchant's site or an eCommerce site the client surfs on, e.g. at the payment screen of the merchant's shopping cart.

The merchant uses the merchant application (or the merchant's software uses a plugin & API) to create an electronic bill. For this purpose, he enters the transaction amount due and other bill data.

In the next step SI the application connects to the payment processing server 2 and transmits the bill data. Then, the payment processing server 2 starts a transaction session and creates a unique transaction code for this transaction and, in step S2, sends the transaction code together with a unique QR (quick response) code 3 that represents the transaction code back to the merchant device 1. Below the QR code image 3 the transaction code may also be displayed in clear text on the merchant device 1.

Subsequently, the client starts the client program application on his mobile phone 4. He uses the application to scan the QR Code 3 using the phone's built in camera in step S3. If the phone 4 does not have a built in camera, the clear text transaction code can be entered manually.

In step S4, the client application sends the transaction code to the payment processing server 2. The server 2 looks up the bill data and, in step S5 sends it back to the client application, which in turn displays it to the client. If the client chooses to continue with the payment, he can select the payment method and then enters his personal application PIN code to authorize the payment.
Alternatively, the PIN code may be used differently if needed. In case a financial institution (bank) demands that the client enters his personal bank PIN code or a TAN code, then the client application will require the client to enter this code instead of the personal application PIN for authorization. There are two methods of implementation: (i) OTA: the bank sends a SMS to the client with a mobile TAN (valid for several minutes), which must be entered manually into the client application for authorization; and (ii) if the payment processing server is allowed to connect to the bank by APIs, the client may enter his TAN into the client application directly.

In step S6 the client application sends an authorization message to the payment processing server, which, in turn clears the transaction between the Acquirer 5 and Issuer 6. The clearing involves sending a clearing request message from the payment processing server 2 to the Acquirer 5 in step S7 and receiving back a clearing response message in step S8. If the clearing response message is positive, a transfer of the transaction amount from the Issuer to the Acquirer is performed. Finally, in step S9 the result of the transaction in the form of a payment confirmation message is pushed simultaneously to both, the merchant device 1 and client's mobile phone 4.

The instant invention can be used for all kinds of financial transactions. Therefore, the term "merchant" does not limit the invention to transactions between a retail merchant and a consumer buying goods or services from the retail merchant. Rather, the term "merchant" generally refers to any receiver of money. Accordingly, the term "client" refers to any sender of money. For example, the invention can be used for cashing in or
cashing out money from a financial account associated with his client account held in the payment processing server.

This may preferably be accomplished with the help of mobile carrier agents, post offices and railway stations ("Agent"), that function as a "merchant". If a client wants to pay in cash or get cash out he visits an agent. He tells the agent about the type of transaction and the amount. The agent uses a merchant device as described above with reference to Fig. 1 running a merchant program application in exactly the same way as other merchants to create a bill. By configuration of the agent's merchant account, the payment processing server knows that this is a 'special' merchant. For cash out, the agent simply enters the desired amount. For cash-in transactions, a negative amount is entered, creating a credit note. After the transaction is complete, the cash money is exchanged between the parties.

As a further example, the invention may be used by a client for withdrawing money from his financial account associated with his client account held in the payment processing server. The transaction flow is similar to the agent cash-out described above and can be implemented for ATMs. The ATM's operator will function as the "merchant". The traditional way for a client is to put his credit card into the machine. The data on these cards has many times been faked or stolen. With the instant invention, the ATM cash withdrawal works as follows:

1. The client chooses to withdraw cash in accordance with the invention on the ATM screen and enters the desired amount
2. The ATM starts the transaction with the payment processing server and displays the transaction code (such as a QR code)
3. The scan by client and further flow of the transaction is the same as with a standard merchant transaction.

4. If the transaction is successful, the ATM will serve the cash.

5. If the ATM is also capable of receiving cash money, the same procedure can be applied with cash-in.

In a further exemplary embodiment of the invention, a geographical location function may preferably be implemented. Mobile phones with built in GPS functionality may be geo-located by the payment processing server. This can be used to implement security measures (payments from different locations during a short time span are suspicious, the merchant device and the client device must be in proximity, etc.), comfort (e.g. automatic recognition of a client when he enters a shop, for regular customers), and advertisements (e.g. special offers).

In a further exemplary embodiment of the invention, a "pay on delivery" function may preferably be implemented. This is a special, deferred payment method, especially tailored to home delivery businesses (eCommerce, pizza service, etc.). The actual payment is deferred until the parcel is delivered to the doorstep. This creates trust and eliminates fraud. In order to implement the "pay on delivery" function, the steps of the transaction method according to the invention and the sequence of these steps must not be changed in any way. The merchant starts the process as usual by sending a processing request to the payment processing server, whereafter a transaction session is started in the server and a transaction code is transmitted to the merchant. The merchant may preferably print a bill including the transaction code (such as a QR code) or print the transaction code (such as a QR code) on the parcel to be
delivered to the client. When delivering the parcel to the client, the client transmits the code to his client device (such as by scanning the QR code with the built-in camera of his mobile phone) and the transaction process proceeds in the usual way.
Claims:

1. A method of performing a financial transaction, comprising:

- providing a payment processing server having merchant accounts and client accounts stored therein, wherein said accounts each comprise an account ID and data regarding a financial account held at a financial institution,
- receiving, in the payment processing server, a processing request from a merchant, the processing request including a merchant account ID and transaction-related information including at least a transaction amount,
- starting, in the payment processing server, a transaction session, wherein said transaction session comprises creating and storing, in the payment processing server, a unique transaction code,
- transmitting the transaction code to a merchant device,
- transmitting the transaction code from a merchant device to a client's mobile telecommunication device, the mobile telecommunication device having a client account ID stored therein,
- transmitting the transaction code together with the client account ID from the client's mobile telecommunication device over a telecommunication network to the payment processing server,
- obtaining, in the client's mobile telecommunication device, the transaction amount from the payment processing server and displaying the transaction amount,
- authorizing, by the client, the transaction amount and transmitting an authorization message to the payment processing server,
- sending a clearing request message from the payment processing server to the financial institution of the client's and/or the merchant's financial account,
- receiving, in the payment processing server, a clearing response message,
- if the clearing response message is positive, causing a transfer of the transaction amount from the client's financial account to the merchant's financial account.

2. A method of operating a payment processing server for performing financial transactions, comprising
- keeping merchant accounts and client accounts on the payment processing server, wherein said accounts each comprise an account ID and data regarding a financial account held at a financial institution,
- receiving, in the payment processing server, a processing request from a merchant, the processing request including a merchant account ID and transaction-related information including at least a transaction amount,
- starting, in the payment processing server, a transaction session, wherein said transaction session comprises creating and storing, in the payment processing server, a unique transaction code,
- transmitting the transaction code to a merchant device,
- receiving, in the payment processing server, the transaction code together with a client account ID from a client's mobile telecommunication device over a telecommunication network,
- transmitting the transaction amount from the payment processing server to the client's mobile telecommunication device,
receiving, in the payment processing server, an authorization message from the client's mobile telecommunication device,

- sending a clearing request message from the payment processing server to the financial institution of the client's and/or the merchant's financial account,

- receiving, in the payment processing server, a clearing response message,

- if the clearing response message is positive, causing a transfer of the transaction amount from the client's financial account to the merchant's financial account.

3. A method according to claim 1 or 2, wherein said transaction session comprises

- creating and storing, in the payment processing server, a transaction dataset comprising the transaction-related information and assigning the transaction dataset to the merchant account having the merchant account ID received together with the processing request,

- assigning the transaction code to the transaction dataset,

- in the payment processing server, matching the transaction code received from the client's mobile telecommunication device with stored transaction codes, identifying the transaction dataset to which the matching transaction code is assigned and assigning the transaction dataset to the client account having the client account ID received from the client's mobile telecommunication device.

4. A method according to claim 1 or 2, wherein transmitting the transaction code from the merchant device to the client's mobile telecommunication device comprises presenting the transaction code as a graphical code on the merchant device and
reading the graphical code by means of an optical sensor of the
client's mobile telecommunication device.

5. A method according to claim 1 or 2, wherein the
transaction code is transmitted from the merchant device to the
client's mobile telecommunication device by wireless electronic
near-field communication, such as, e.g., radio communication or
capacitive coupling.

6. A method according to claim 1 or 2, wherein transmitting
the transaction code from the merchant device to the client's
mobile telecommunication device comprises presenting the
transaction code as an alphanumerical code on the merchant
device and manually entering the alphanumerical code into the
client's mobile telecommunication device.

7. A method according to any one of claims 1 to 6, wherein
the merchant device is selected from the group consisting of a
mobile telecommunication device having an electronic display, a
printed bill, an e-commerce web server together with a client
computer connected to the server, and a POS device having an
electronic display.

8. A method according to any one of claims 1 to 7, wherein
the step of authorizing the transaction amount comprises
generating and displaying an authorization code input request
on the client's mobile telecommunication device, and entering,
by the client, an authorization code, into the mobile
telecommunication device, and verifying the authorization code.

9. A method according to claim 8, wherein the authorization
message transmitted to the payment processing server comprises
the authorization code and the authorization code is added to
the clearing request message transmitted to the financial institution.

10. A method according to any one of claims 1 to 9, further comprising transmitting the clearing response message or a payment confirmation message from the payment processing server to the merchant device and/or to the client's mobile telecommunication device and displaying the message on said device(s).

11. A system for performing a financial transaction, comprising:
- a payment processing server having merchant accounts and client accounts stored therein, wherein said accounts each comprise an account ID and data regarding a financial account held at a financial institution,
- a client program application adapted to run on a mobile telecommunication device and having a client account ID stored therein and
- a merchant program application adapted to run on a merchant device and having a merchant account ID stored therein, wherein
  - the payment processing server is configured to receive a processing request from the merchant program application, the processing request including the merchant account ID and transaction-related information including at least a transaction amount,
  - the payment processing server comprises a transaction session engine for starting, in the payment processing server, a transaction session, wherein said transaction session comprises creating and storing, in the payment processing server, a unique transaction code,
the payment processing server is configured to transmit the transaction code to the merchant program application,

- the client program application is configured to interact with input means of the client's mobile telecommunication device to receive the transaction code transmitted from the merchant to the client's mobile telecommunication device,

- the payment processing server is configured to receive from the client program application the transaction code together with the client account ID,

- the payment processing server is configured to transmit the transaction amount to the client program application for displaying the transaction amount,

- the client program application is configured to receive an authorizing input from the client and to transmit an authorization message to the payment processing server,

- the payment processing server is configured to send a clearing request message to the financial institution of the client's and/or the merchant's financial account, to receive a clearing response message and to cause a transfer of the transaction amount from the client's financial account to the merchant's financial account.

12. A computer program product characterized in that it comprises program code which, when loaded into a computer, carries out the method according to any one of claims 1 to 10.

13. Data storing media, comprising program code instructions of a computer entity program according to claim 12.
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