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TECHNICAL FIELD
The invention is in the field of electronic payment methods and systems, including electronic financial networks.

BACKGROUND
There is a growing demand among consumers and small businesses for electronically sending and receiving payments among each other. These types of transfers will be referred to herein of payments as person-to-person (P2P) payments, although the term is meant to include small-business-to-consumer or consumer-to-small business transfers as well. These payments are also sometimes referred to as consumer-to-consumer or C2C payments.

Currently, the majority of P2P transactions are conducted using cash or checks. There are however two types of electronic methods available for making these payments. One method is wire transfers. Individuals or businesses can wire money to other individuals or businesses electronically. Sending a wire transfer requires the sender to know the account information of the recipient. The sender fills in information about the recipient account and the wire transaction is initiated. The second category of electronic P2P payment methods involves sending and receiving payments using email addresses or mobile phone numbers. This payment method is of relatively recent origin and has the advantage that a sender can send money electronically to anyone using their email address or mobile phone number. The
sender does not need to know the bank account number or any other type of financial account information about the recipient. One example of such email/mobile P2P services is PayPal™. Another example is Obopay™, which has similar functionality. A sender can send money to a recipient by providing the email address or the mobile phone number and either conducting the transaction in the pure personal computer (PC) based online environment, or on a mobile phone. The intended recipient, upon receiving notification of the payment, provides an account number to which the funds are then deposited. These systems have been created as "closed loop" systems in that both sender and recipient must directly establish a relationship with the system. Both sender and recipient must register directly with the service, including submitting a token e.g. email address or mobile number, and opening a financial account specific to the system. The transaction is then conducted between the two parties both of whom have financial accounts with the P2P service. In order for this system to work, each user is uniquely identified by the email address or mobile number token.

Figure 1 is a block diagram of a prior art payment system 100. A payment service 102 is connected via one or more communications networks to funds sources such as a bank 104 and credit card services 106. The payment service 102 is also connected to various users who have each registered with the service 102 using registration module 102A. Members include persons A and D, who may communicate with the payment service 102 using a handheld device or a personal computer such as PC B. Members also include merchants such as merchant C who has online stores.

Once a user is registered with (or becomes a member of) the payment service 102 that user must fund a special user account 102B that is used to fund payments made on behalf of the user using payment process 102C. The user must register with their email address or mobile number (also referred to herein as a token). The user cannot register again with the service 102 using the token, because the token is unique. Similarly, two people with the same email address or mobile phone number cannot both be registered for the service 102. The system 100 will reject the second registrant and require that they use a different token. This feature is a core design element of the technology of systems such as system 100, and is embedded in the data architecture and the application logic. Additionally, this unique identification feature defines the control mechanisms and fraud management logic of the system 100. Hence it is a defining element of the whole service.
In such traditional systems as system 100, a user must open an account 102B with the service and the user must fund the account using an external financial source such as bank 104 or credit card 106. In addition, funds must be kept on deposit in the account 102B for transfer or disbursement. Funds from the account 102B are distributed to payees when the user performs a transaction that allows use of the service 102, including payments to merchants such as transfer A-C, or payments to individuals such as transfer A-D.

However, current systems and methods for facilitating online transactions have significant limitations. For example, settlement time for payment from the external financial source (e.g. 104 or 106) to the user account 102B can be 3 to 4 days using a demand deposit account (DDA account). When funds are transferred from the user account 102B to multiple destination accounts, an additional 3 to 4 days settlement time is incurred in transferring the funds from the destination accounts to a main bank account. This creates a worst-case settlement time of up to 8 days, not including any delays caused by verification processes at any transfer point.

Another disadvantage of such current systems is that the user must fund and manage the account 102B with the service 102 as a separate account and relationship distinct from any other payer or payee relationships.

Such direct-to-the-user or closed loop systems such as the system 100 do not serve the needs of banks or financial institutions that may want to provide their customers with access to a P2P service integrated into the current online banking or mobile banking systems in place. Also, the system 100 lacks the convenience of an anyone-to-anyone funds transfer capability according to which anyone with a financial account and a communications device can make an electronic payment to anyone else with a communications device and a financial account without requiring both parties to currently be registered members or users of a system, or to fund a special user account with the system.

There is thus a need for a payment service that allows users to make payment from their existing financial accounts to anyone, anywhere, without registering for a third-party service and funding a special account. It would be desirable for such a service to be seamlessly available as an integrated banking service alongside current financial institution electronic banking services the user already takes advantage of
BRIEF DESCRIPTION OF THE DRAWINGS

Figure 1 is a block diagram of a prior art system used to facilitate making payments.

Figure 2 is block diagram of a payment system according to an embodiment.

Figure 3 is a block diagram illustrating the way in which the payment service is embodied in a shared, or distributed third-party architecture according to an embodiment.

Figure 4 is a block diagram showing routing of a payment transaction by the payment service according to an embodiment.

Figure 5 is a flow diagram of a process of making a payment according to an embodiment.

Figure 6 is a flow diagram of a process of requesting a payment according to an embodiment.

Figure 7 is an illustration of a user interface "send money" screen of an embodiment of the payment service.

Figure 8 is an illustration of a user interface page presented when the user clicks an "incoming payments and alerts" tab according to an embodiment.

Figure 9 is an illustration of a user interface page presented when the user clicks an "activity" tab according to an embodiment.

Figure 10 is an illustration of a user interface page presented when the user clicks a "scheduled payments" tab according to an embodiment.

Figure 11 is an illustration of a user interface page presented when the user clicks a "preferences" tab according to an embodiment.

Figure 12 is an illustration of a home page of the payment services web site according to an embodiment.

Figure 13 is an illustration of a registration page reached by clicking the registration tab from the home page.

Figure 14 is an illustration of a "deposit a payment" page the user goes to from the "submit" button on the registration page of Figure 13.

Figure 15 is an illustration of the page of Figure 14 after the "validate email" button is clicked.
Figure 16 is an illustration of the page of Figure 15 showing that steps "1" and "2" have been checked off and the user can now click to deposit the payment into the indicated account.

Figure 17 is an illustration of a "confirmation page" that summarizes details of the successful deposit of the payment.

Figure 18 is an illustration of a "registration" page according to an embodiment.

Figure 19 is an illustration of a user interface page showing the mobile phone validation step.

Figure 20 is an illustration of a "confirmation" page showing that the registration with the payment service was successfully completed.

Figure 21 is an illustration of a "preferences" page within the user interface of the payment service web site.
DETAILED DESCRIPTION

Embodiments of the invention include an electronic payment system that allows person-to-person (P2P) payments and requests for payment, consumer-to-consumer (C2C) payments and requests for payment, and use of a P2P service by a business which in turn offers the service to its customers for making payments and requests for payment. The system and service allow users to make payments from their existing financial accounts to anyone, anywhere without funding a special account and managing a third-party relationship separate from the relationship the user has with the financial institution. The service further allows users to receive payments without registering for a third-party service. In embodiments, the service is available as an integrated banking service alongside current financial institution electronic banking services already used by customers. A bank customer can use the payment service directly from within a bank or bank web site. For banks and financial institutions that are members of the service, the service provides additional customer loyalty and economic benefits.

Figure 2 is a block diagram of an electronic payment system 200 according to an embodiment. A financial management system 202 includes a funds transfer module 206, databases 208, servers 210, and a POPmoney™ service system 204 POPmoney™ is one proprietary name for an electronic payment service as described herein, but that is not intended to be limiting. In various embodiments, aspects of the financial management system, such as the funds transfer module 206, are provided by CashEdge™, Inc. of New York, New York. The funds transfer module is the subject of U.S. Patents 7,383,223, 7,505,937, 7,321,875, and 7,321,874 assigned to CashEdge™, Inc. All of the foregoing U.S. Patents are incorporated by reference herein.

The servers 210 include various servers coupled to network financial institutions (NW FIs) 212 via a proprietary coupling or connection 211 for the purpose of facilitating a payment service as further described below, and with reference to POPmoney service system 204. Network FIs are also referred to as member FIs or registered FIs Member FIs have registered with the POPmoney™ service system 204 so as to be recognized as a source and destination for funds transferred according to the payment service. In embodiments as described in more detail below, member FIs include a POPmoney™ tab on their web sites for allowing their customers to make and request payments conveniently as in the course of any
other online banking business. As further described, the POPmoney™ 204 service system also presents a user interface directly to users so that payments can be made and requested directly with the financial management system 202 rather than through a FI web site. The databases 208 store various information regarding different FIs, different customers or POPmoney™ users, security information, etc. The financial management system 202 communicates with multiple third-party information providers (not shown) for the purpose of obtaining information related to security and risk management, such as credit reporting agencies, government databases, etc.

The system 200 further includes multiple non-network FIs (non-NW FIs) 214. Non-NW FIs 214 can participate in the payment service by being specified as a source or destination of funds according to the payment service, even though they are not members of the service. However, it is advantageous for FIs to become members of the service so that their customers can access and manage their POPmoney™ transactions using the FI web site.

Users or customers communicate through a network 220 with FIs 212 and FIs 214 as applicable, as well as with the financial management system 202. Users can communicate using a personal computer (PC) or other, similar system 218, or using a network-capable phone or other PDA 216. As further explained below, users can receive payments using the payment service whether or not they are members of the payment service.

Embodiments include a payment system and service that is shared among banks. This shared and distributed architecture allows for a convenient user experience that facilitates email or mobile payments across different banks. This also permits payments to be routed efficiently between the customers at different banks. Users need not directly register with the payment service. The payment service is integrated into the online banking service or mobile banking service of the bank, and receives registration information directly from the bank. This information could include the account numbers that user has with the bank. In addition, it can include the registration information that the bank has about the user, such as the email address, mobile phone number and/or name, etc. Because the user registration process in the example being described is with a bank and not directly with the payment service, the payment system includes features not available in current "closed-loop" P2P systems. For example, the same user can register from multiple banks, because users are shared among banks. Hence, the same profile and email address can be registered from
different banks. Unlike current payment systems, embodiments of the payment service permit non-unique ownership of email addresses or mobile phone numbers. Because the registration requirements at banks are different, a situation could exist in which a user has accounts at two banks with the same email address and/or mobile phone number but with slightly different name variations, such as "Thomas J Smith" or "TJ Smith" or "Tom Smith". To the payment service these are different, unique names tied to the same email/cell phone number. Another possible case is that of joint accounts in which the same email address is combined with two different names. Or, for that matter, a husband and wife may share an email address and register two completely different accounts at two different banks with the same email address/mobile phone number. The shared payment system and service as disclosed herein accommodates these situations. In various embodiments, a basic condition of the service is that all the customers of the banks will be able to access the service using whatever registration information they currently have with the bank.

The payment service balances this design with the need for the transaction to be delivered uniquely to the correct intended recipient using a unique address. In one case, the unique address is the email address or mobile phone number. So the service is designed to both allow for the non-unique email addresses and at the same time ensure that the payment is delivered to the right person.

The electronic payment or system provides a service and acts as a network in that it is connected to a number of FIs or banks. The retail customers or small business customers of the banks connected to the network of this electronic payment system can make, request and receive payments using the email address or mobile phone number of the other party (payer or creditor). The user can initiate a "send money" or "request money" transaction from within the online banking or mobile banking portal of their bank. The user can send this payment by using the email address or mobile phone number of the second party or the recipient. The second party receives the notification by the method chosen by the sender - either an email or a SMS message. If recipient is already registered for this electronic payment service within their FI (the FI being connected to the electronic payment network), and they have established instructions for the automatic deposit of all payments from this electronic payment service directly into a designated account, then the service deposits the funds into the recipient account. If the recipient is receiving the notification for the first time from this payment service, then they are given
instructions in the email about how to receive the funds. The recipient has two choices – if they have an account at a bank that is linked to the electronic payment system and the service is available at their bank, then they can register for the service at their bank, validate their email address or mobile phone number and provide instructions on where to deposit the funds. If the recipient has an account at a bank that is not part of the network of this electronic payment system, then they have the choice of going to a hub or website or mobile banking presence of the electronic payment system and indicate the bank account to which to deposit the funds. This hub site could be co-branded with the bank of the sender. The linkage between the email address or mobile phone address and the account number of the recipient (or the sender) is made at the bank. That information is provided to the electronic payment system. Hence the electronic payment system builds the directory that provides information of the linkage between (1) the sender, his email address or mobile phone number, his account information and (2) the recipient with the recipient’s email address, mobile phone number and the recipient's account information at a second bank.

The system has a funds transfer module in it too. The funds transfer module is broadly constructed in that it permits transfers from and to different types of accounts. For example, it can transfer funds from checking or savings accounts to checking and savings accounts. It could also permit transfers from and to debit and credit cards. Likewise, it could transfer funds to pre-paid cards and gift cards. The system also envisions sending funds internationally. For example, the sender could send money to a recipient overseas using the email address or mobile phone number of the recipient. The same method of enabling the linkage between the sender and the recipient would be followed as described above. In the context, the payment system would be linked to the systems and online and mobile banking site of the banks in foreign countries. The funds would be transferred across the international networks and after appropriate currency exchange be deposited into the account of the recipient.

Like the plurality of source and deposit account types, the system also uses multiple networks based on the type of account used and the settlement time requested by the users. While ACH is a batch system, the system can also use the EFT networks for real-time transfers if that is what the user requests. Similarly, the system is also linked into the debit and credit card networks and will utilize those networks as needed.
So far we have described payment system that provides outbound payment from the payer to the payee. However, the system also has the request-for-pay (RFP) functionality. For business customers, this would be the invoicing capability. In this case, the payee can send a RFP to the payer using the same method of the email address or mobile phone number of the payer. The payer will receive the RFP at their bank site (mobile or online). They can then choose to make their payment or push their payment in response to the RFP. The electronic payment system is able to complete that transaction and without either party knowing anything more than the email or mobile phone number of the other party in the transaction. This also extends to international payments as in outbound payments. In other words, a user can request funds from a payer in another country at their bank overseas and, upon authorization of the payer, the payment system that is linked to banks in the overseas country will transfer the funds and, with appropriate currency exchange, deposit those funds into the account of the payee.

Figure 3 is a block diagram illustrating the way in which the payment service is embodied in a shared or distributed, third-party architecture. The architecture enables users to send, request and receive money using email addresses or mobile phone numbers. The payment service is provided as a third party service to multiple banks and financial institutions and integrated into the online banking and mobile banking systems of the participating banks and FIs. The payment system is integrated with the online and mobile banking system of Bank A in a seamless way. Customer (or User) A at Bank A can use the service as an option within online and/or mobile banking after they have signed into online or mobile banking using their bank user identification (user ID) and password.

The payment service 204 (refer to Figure 2) receives registered email (xyz@email) or mobile phone number (123-456-7890) for Customer A directly from Bank A’s systems via proprietary connection 211. In addition, the payment service receives the current account information for the user directly from the bank’s systems (e.g. account number, type of account, and balance). Because of this exchange of information between the payment system and Bank A systems, the user (Customer A) can start to use the payment service immediately. In some cases, the user may need to validate access to the email or mobile phone number depending on the bank’s requirements.
Customer A can sign up for the payment service from Bank D using the same email address (xyz@email) and mobile phone number (123-456-7890) from within the online and mobile banking environment of Bank D. In addition, Customer B at Bank B can also sign up for the payment service following a similar method as described above using the same email (xyz@email) and/or mobile number (123-456-7890). Customer B could be a different person with a different identity.

With reference to Figure 4, Customer A at Bank A will be able to send, request and receive payment using xyz@email and 123-456-7890. Customer B at Bank B will also be able to send, request and receive payment using xyz@email and mobile number 123-456-7890. When Customer C from another bank (Bank C) using the same P2P service sends a payment or request-to-pay to xyz@email or mobile number 123-456-7890, the P2P system will direct that notification to all profiles registered with the P2P service which in this case would be Customer A at Bank A, Customer A at Bank D and Customer B at Bank B. Once the payment is accepted/deposited by one person, the payment will disappear from the other profiles. The payment system ensures, through authentication methods, that the payment was directed to the right payee.

Figure 5 is a flow diagram of a process 500 of making a payment according to an embodiment of the payment service. At 502 the user (also the payer in this scenario) logs onto the payment service system or FI web site to make a payment. If the FI that the payer wants to use for making the payment is a member of the payment service, the payer can log onto either the system or the FI web site. At 504 the payer requests to make the payment, including identifying the payee. As previously described, the payee may be identified by an account number 506, or by a mobile phone number or email address 508. If the payee is identified by an account number, no further identification is necessary, and the payment is made directly into the identified account at 524. Typically, in the case of a specific payee account number being used as an identification token, the payer and payee have a prior relationship and arrangement such that the payment has been pre-authorized as shown at 517.

If the payee is identified by a mobile phone number or an email address 508, the payment service system uses this identification to send the payee a payment notification with collection instructions at 510. The payee receives an email message or SMS text message saying there is a payment waiting from an identified payer. The message indicates how the payment may be accepted.
The payee is instructed that if the payee's FI is a member of the payment service, as shown at 512, the payee can log onto the FI web site and navigate to a POPmoney tab at 514. Navigating the POPmoney user interface, the payee accepts the payment at 516, and the payment is made into the payee's account at 524.

If the payee's FI is not a member of the payment service, the payee can follow a link to a web site of the payment service at 518. There, the payee may accept the payment as a guest 520, or register as a member of the payment service and accept the payment 522. In either case, after the payment is accepted, the payment is made into the payee's account at 524. The specified payment may of course be rejected rather than accepted. If the payment is not accepted within a certain amount of time (for example some period of days) then the funds for the payment are re-deposited in the source account of the payer. In an embodiment, the funds for the payment are withdrawn from the source account as soon as the payment is requested by the payer. The funds are held in an intermediate account by the financial management system 202 until they are deposited into the destination account of the payee, or are returned to the source account of the payer. In an embodiment, the funds are transferred using an automated clearing house (ACH) network, but embodiments are not so limited.

**Figure 6** is a flow diagram of a process 600 of requesting a payment according to an embodiment of the payment service. At 602 the user (also the payee in this scenario) logs onto the payment service system or FI web site to request a payment. If the FI that the payee wants to use for receiving the payment is a member of the payment service, the payee can log onto either the payment service system or the FI web site. At 604 the payee requests the payment, including identifying the payer. As previously described, the payer may be identified by an account number 606, or by a mobile phone number or email address 608. If the payer is identified by an account number, no further identification is necessary, and the payment is made directly to the payee's account from the identified account at 624. Typically, in the case of a specific payer account number being used as an identification token, the payee and payer have a prior relationship and arrangement such that the payment has been pre-authorized as shown at 617.

If the payer is identified by a mobile phone number or an email address 608, the payment service system uses this identification to send the payer an invoice notification with payment instructions at 610. The payer receives an email message
or SMS text message saying there is an invoice waiting from an identified payee. The message indicates how the payment may be made.

The payer is instructed that if the payer's FI is a member of the payment service, as shown at 612, the payee can log onto the FI web site and navigate to a POPmoney tab at 614. Navigating the POPmoney user interface, the payer authorizes the payment at 616, and the payment is made from the payer's account at 624.

If the payer's FI is not a member of the payment service, the payer can follow a link to a web site of the payment service system at 618. There, the payer may authorize the payment as a guest 620, or register as a member of the payment service and authorize the payment 622. In either case, after the payment is authorized, the payment funds are withdrawn from the payer's account at 624. The payee is notified of the payment using the method of Figure 5 or a similar method. If the payment is not accepted by the payee within a certain amount of time (for example, some period of days) then the funds for the payment are re-deposited in the source account of the payer. In an embodiment, the funds for the payment are withdrawn from the source account as soon as the payment is authorized by the payer. The funds are held in an intermediate account by the financial management system 202 until they are deposited into the destination account of the payee, or are returned to the source account of the payer. In an embodiment, the funds are transferred using an automated clearing house (ACH) network, but embodiments are not so limited.

Typically, in the case of a specific payee account number being used as an identification token, the payer and payee have a prior relationship and arrangement such that the payment has been pre-authorized as shown at 617.

**Figure 7** is an illustration of a user interface "send money" screen of an embodiment of the payment service. Figure 7 is an example of a screen presented to a user who is a customer of ABC bank. The user can navigate to the ABC home page and log into their accounts with the usual ABC bank user name and password on the ABC bank home page are tabs such as "review accts" and "transfer money". In addition there is a new tab for the payment service. In the example shown the payment service will be called "POPmoney™". When the user clicks on POPmoney™ they land on a "send money" page as shown in Figure 7. Information requested for making the payment include FROM, e.g., from checking account, savings acct, money market acct etc. The user may select an account form accounts displayed in a drop-down menu. TO information is also requested, and can be in the
form of an email address, a mobile phone number, or a bank account number. An
AMOUNT to be paid is also entered, as is a DATE on which the payment is to be
made. The DATE represents a date on which the payment funds are withdrawn from
the selected user account. The user may select a method of delivery, including
standard delivery or express delivery. There is a transaction fee associated with each
method of delivery, and the express (faster) delivery costs more than the standard
delivery. The cost amounts shown are examples only.

The user may also choose to make the payment a recurring one. If the
"recurring" option is chosen, the user is presented with fields in which to enter a
frequency and time duration for the recurring payments, for example "each month for
two years".

The user can enter a personal message to the recipient such as "money for
lunch yesterday". The user can also add a personal note that the payee/recipient will
not see, but that might be used to organize or identify the user's transactions. When
the user clicks "continue" all of the entered information is presented for review for
accuracy, amount, fee, speed of payment, account, etc.

Optionally, a security step follows (not shown) when the user accepts the
reviewed payment information. The security step may not occur in every transaction,
but if for some reason the transaction request triggers a knowledge-based
authentication (KBA), personal questions about the user are presented for answer.
The security step could be triggered by, e.g. a high-dollar transaction based on
predetermined dollar limit. This limit is typically set by the bank based on the user's
history. In addition, the payment service can set a limit on the number of transactions
per time period for a user regardless of which, or how many banks or FIs a user
requests transactions from (e.g. 10 transactions in 10 hours). In an embodiment the
user is presented with a multiple choice test based on information known about the
user. If the test is not passed, the payment transaction would not continue.

If the user passes any presented security checks, the payment request process
is finished and the user receives a confirmation the payment has been sent. In an
embodiment, sending the payment means that the funds have been debited from the
specified account, but not yet deposited into the payee's account. Also, a payment
notification has been sent to the specified payee/recipient's email address or mobile
phone number.
**Figure 8** is an illustration of a user interface page presented when the user clicks an "incoming payments and alerts" tab according to an embodiment. Incoming payments are listed with payer names, amounts, dates received, and expiration dates. As previously described, if payments are not accepted by the payee within a predetermined amount of time, they are re-deposited to the payer's source account. On this page Alerts also appear. Alerts include notices of payments that are about to expire if not accepted, payments that are on hold, and requests to validate token information such as email addresses and mobile phone numbers.

**Figure 9** is an illustration of a user interface page presented when the user clicks an "activity" tab according to an embodiment. A drop-down menu allows the user to choose a time period for which activity is displayed. For each transaction listed, a send date, a source account (belonging to the user/payer), a payee name, and amount, a category (chosen by the user/payer), and a transaction status are displayed.

**Figure 10** is an illustration of a user interface page presented when the user clicks a "scheduled payments" tab according to an embodiment. The "scheduled payments" page shows send dates of scheduled payment. Icons displayed by the scheduled send dates indicate whether the payment is a recurring one, and whether there is attention from the user required by the particular payment. For each scheduled payment, the account from which the funds are to be debited, the amount of the payment, a payment category, and a status are also shown. A status of not initiated indicates that the named payee has not yet accepted the payment.

The user interface also includes a "contacts" tab (not shown) which lists individuals and businesses which can be chosen as payees. The contacts information includes email addresses, mobile phone numbers, and/or account numbers for each contact. When the user chooses a payee from the contacts list to be a payee for a scheduled payment, all of the information from the contact page is transferred to the scheduled payment automatically.

**Figure 11** is an illustration of a user interface page presented when the user clicks a "preferences" tab according to an embodiment. The preferences page of Figure 11 is visible within the FI online banking POPmoney™ tab. On this page the user/payer may indicate particular information to be used for them within the payment system. The information includes one or more user email addresses, one or more mobile phone numbers, a debit account from which to transfer payment funds, and an automatic deposit option. If the automatic deposit option is chosen, funds received...
through the payment system are automatically deposited in the indicated account as soon as the payer requests the payment to be made. The payee does not have to accept the payment for the deposit to occur.

Figures 12-21 are illustrations of screens within a user interface of the payment service system, or POPmoney website in this example. **Figure 12** is an illustration of a home page of the payment service system website according to an embodiment. A user may visit this home page as a registered user to manage payments. A user may also visit this site through a link in a payment notification although they are not currently a registered user. At the bottom left of the page the visiting user can click a "quick deposit" button to deposit a received payment. The home page includes links to further information about the payment service and several tabs. "Register", "About Us", "How It Works", "Press Room", and "Security". More or less tabs can be available from the home page in various embodiments.

**Figure 13** is an illustration of a registration page reached by clicking the registration tab from the home page. A help button is available if the user is not able to achieve what they would like by simply navigating the page as shown. The user is asked to enter whether they received the payment notification from an email or a mobile phone number.

**Figure 14** is an illustration of a "deposit a payment" page the user goes to from the "submit" button on the registration page of Figure 13. The user can choose whether to register with the service or continue as a guest. When the user chooses to continue as a guest, personal information and banking information is entered as shown in the field labeled "1". The "2" field, or "validate email" includes a method of validating that the user is the intended recipient to of the payment. For example, the payment service can send the user an email with a code that the user then enters into the system to verify that the user received the code at the identified email address.

If the user enters a bank routing number that is recognized by the payment service as belonging to a member bank, the user can then pick up the payment at the bank instead of at the POPmoney.com website. In this scenario, the user goes to the bank website, enters login credentials, and because a smart token sent from the payment service to the bank, is presented with POPmoney tab. This can be a new user who has never use POPmoney before. The user must accept terms and conditions to register for the payment service, and enter required information, email
address and mobile phone number. Then this information is entered in the payment
service system and the user is sent a code.

**Figure 15** is an illustration of the page of Figure 14 after the "validate email"
button is clicked. The user can enter the verification code received at the email
address and resend the code

**Figure 16** is an illustration of the page of Figure 15 showing that steps "1"
and "2" have been checked off and the user can now click to deposit the payment into
the indicated account.

**Figure 17** is an illustration of a "confirmation page" that summarizes details
of the successful deposit of the payment. The user is given another opportunity to
register with the payment service or simply exit the process

**Figure 18** is an illustration of a "registration" page The user is asked to enter
person information, banking information, and security information. The use is also
asks to validate the indicated mobile phone number in a manner similar to that
previously described  **Figure 19** is an illustration of a next page in this process
showing the mobile phone validation step.

**Figure 20** is an illustration of a "confirmation" page showing that the
registration with the payment service was successfully completed.

**Figure 21** is an illustration of a "preferences" page within the user interface of
the payment service system web site (the POPmoney web site in this example). This
page is accessible to the registered user of the payment service, and includes fields in
which to enter or change a user name, email preferences, mobile phone preferences,
and bank account preferences. This page also includes the security questions for
validating the user’s identity.

The electronic payment method and system disclosed herein includes a
method for electronic payments, comprising a payment service system receiving a
request to make a payment, the request comprising an identification of a source
account and an identification of a payee; the payment service system performing a
debit transaction from the source account for funding the payment, the payment
service system notifying the payee of the payment using the identification of the
payee; the payment service system receiving an acceptance of the payment from the
payee; and the payment service system performing a credit transaction depositing the
payment funds to a destination account indicated by the payee.
In an embodiment, receiving the request comprises receiving the request via a user interface of the payment service system.

In an embodiment, receiving the request comprises receiving the request via a user interface of a financial institution.

In an embodiment, the source account comprises a financial account at a first financial institution and the destination account comprises a financial account at a second financial institution.

In an embodiment, the notification comprises sending a message to an email address of the payee.

In an embodiment, the notification the notification comprises sending a message to a mobile phone number of the payee.

Embodiments further include a method for a payer to make an electronic payment to a payee, the method comprising: receiving account information from a financial institution (FI), wherein the account information relates to a user who logs on to a web site of the FI, receiving information about an identification comprising of one of an email address and mobile phone number, receiving identification information for the payee comprising one of an email address and a mobile phone number, if the payee is registered at a web site of an FI that participated in a shared electronic payment system, determining whether automatic deposits are authorized by the payee; if automatic payments are authorized, completing the payment including performing a transfer of funds and sending notification of the transaction to the payee, else, sending a notification of the payment to the payee requesting that they register for the shared electronic payment system at an FI where the payee has an account, receiving a validated email or mobile phone number, and an account number from the FI, wherein the web site comprises a web site of a financial institution at which the payee has at least one account, and receiving an input from the payee accepting the payment.

In an embodiment, the method further comprises performing a debit transaction from an account indicated by the payer.

In an embodiment, the method further comprises performing a credit transaction to an account indicated by the payee.

In an embodiment, the method further comprises presenting the payee with an option to register with the payment service system.
In an embodiment, the method further comprises accepting input for payer preferences to be used for making payments, the preferences comprising an indication that certain payments are to be recurring; an indication that certain payments are to be automatically authorized, comprising performing the credit transaction without authorization by the payee.

In an embodiment, the method further comprises forbidding a payment under predetermined circumstances, comprising the payer exceeding a number of payment requests in a time period, and the payer indicating a payment over a predetermined dollar amount.

Embodiments disclosed further include a method for a payee to make request electronic payment from a payer, the method comprising: receiving from the payee identification information regarding one of a validated email address and mobile phone number for a payee, receiving from the payee account information about the payee from the web site to which a payment system is connected, receiving one of the email address and mobile phone number for the payer; sending a notification of the request for payment to the payer; receiving account information from a financial institution (FI) regarding the payer after the payer logs onto a web site of their FI in response to the notification, wherein the web site comprises a web site of an FI at which the payer has at least one account; and receiving an input from the payer authorizing the payment.

An embodiment includes receiving identification information from the payee logging onto a web site to request a payment comprises receiving the information via a web site of a payment service system that is coupled to the financial institution at which the payee has at least one account.

An embodiment includes receiving identification information from the payer logging onto a web site in response to the notification comprises receiving the information via a web site of a payment service system that is coupled to the financial institution at which the payer has at least one account.

An embodiment further includes performing a debit transaction from an account indicated by the payer.

An embodiment further includes performing a credit transaction to an account indicates by the payee

An embodiment further includes presenting the payer with an option to register with the payment service system.
In an embodiment, the identification information comprises one of the following: at least one email address; at least one mobile phone number; and at least one account number.

An embodiment comprises accepting input for payee preferences to be used for requesting payments, the preferences comprising:

- an indication that certain payments are to be recurring,
- an indication that certain payments are to be automatically authorized,

comprising performing the credit transaction without authorization by the payee.

An embodiment comprises forbidding a payment under predetermined circumstances, comprising the payee exceeding a number of requests for payment in a time period, and the payee indicating a payment over a predetermined dollar amount.

The electronic payment method and system disclosed herein comprises a computer-readable medium, having stored thereon instruction, that when executed by at least one processor perform an electronic payment method, the method comprising centrally storing user data for making electronic payments and requesting electronic payments to be made, receiving user requests to make payments and user requests for payment to be made, wherein receiving comprises receiving data input via a user interface of a central payment service system, and data input via a user interface of a financial institution; and executing payments according to the user requests, comprising performing debit transactions and credit transactions from and to financial accounts indicated in the data.

In an embodiment, the method further comprises administering a payment service from the payment service system, comprising storing information regarding a plurality of member financial institutions, and storing information regarding a plurality of member users.

In an embodiment, the method further comprises exchanging data between the payment service system and member financial institutions such that member user can conduct electronic payment transactions from a web site of a financial institution or a web site of the payment service system.

Embodiments further include a method for electronic payments among a plurality of financial institutions (FIs) each of which are linked to a common electronic payment system, the method comprising: receiving identification information comprising at least one of an email address, mobile phone number, and account information of a first user for accessing the first user's account at a first FI; receiving
input from the first user to initiate a payment transaction, wherein the input comprises an identification of a second user who is designated to receive a payment from the first user; the payment system sending a notification to the second user regarding the payment transaction; receiving identification information comprising at least one of an email address, mobile phone number, and account information of the second user at a second FI, wherein the first FI and the second FI are each members of the electronic payment system, and receiving an authorization of the payment from the first user.

In an embodiment, the identification of the second user comprises an email address and a mobile phone number.

In an embodiment, the notification comprises and email message and a short message service (SMS) message.

In an embodiment, the first FI and the second FI are the same.

In an embodiment, the authorization received from the second user comprises an identification of an account to which payment funds are to be credited.

An embodiment further comprises the payment service system performing a transfer of the payment funds from an account of the first user to the account identified by the second user.

In an embodiment, the transaction comprises: debiting the account of the first user, crediting a central clearing account at a third FI; debiting the central clearing account; and crediting the account identified by the second user.

In an embodiment, the transaction comprises using an automated clearing house (ACH) network.

In an embodiment, the transaction comprises using an automated teller machine (ATM) network.

In an embodiment, the transaction comprises using a credit card network.

In an embodiment, the account of the first user is a checking account.

In an embodiment, the account of the first user is a loan account.

In an embodiment, the account of the first user is a debit card account.

In an embodiment, the account of the first user is a credit card account.

In an embodiment, the account of the first user is a pre-paid card account.

Embodiments include a method for electronic payments among a plurality of financial institutions (FIs), the method comprising: receiving identification information of a first user for accessing the first user's account at a first FI, the
information comprising at least one of an email address and mobile phone number, all information directly obtained from an FI to which the electronic payment system is linked, and receiving input from the first user to register the first user with a payment service, receiving input from the first user to initiate a payment transaction, wherein the input comprises an identification of a second user who is designated to receive a payment from the first user, the payment system sending a notification to the second user regarding the payment transaction, wherein the notification includes instructions for logging onto a web site of a payment service system; receiving identification information of the second user at the web site; and requesting the second user to enter information regarding an account at a second FI at which the second user would like to receive payment funds; and transmitting a notification to the second user regarding the payment transaction.

In an embodiment, the first FI is a member of the payment system, and wherein the notification to the second FI comprises information regarding a process for the second FI to become a member of the payment system

In an embodiment, the identification information of the first user comprises an email address and a mobile phone number

In an embodiment, the identification information of the second user comprises an email address and a mobile phone number.

In an embodiment, the notification comprises an email message and a short message service (SMS) message

An embodiment further comprises receiving an authorization of the payment from the second user, wherein the authorization comprises an identification of an account to which payment funds are to be credited

An embodiment further comprises the payment system performing a transfer of the payment funds from an account of the first user to the account identified by the second user.

In an embodiment, the transaction comprises: debiting the account of the first user; crediting a central clearing account at a third FI; debiting the central clearing account; and crediting the account identified by the second user

In an embodiment, the transaction comprises using an automated clearing house (ACH) network

In an embodiment, the transaction comprises using an Electronic Funds Transfer (EFT) network
In an embodiment, the transaction comprises using a credit card network.

In an embodiment, the account of the first user is a checking account.
In an embodiment, the account of the first user is a loan account.
In an embodiment, the account of the first user is a debit card account.
In an embodiment, the account of the first user is a credit card account
In an embodiment, the account of the first user is a pre-paid card account

Embodiments include a method for performing a payment against a request for payment, the method comprising: a third-party payment system receiving input from a first user to initiate a request for payment, wherein the input is entered into a user interface of a first financial institution (FI) at which the first user has an account, and wherein the first FI is a member of the payment system; transmitting the request for payment to a second user, wherein the second user is identified by the first user as a payer, receiving input from the second user, wherein the input is entered into a user interface of a second FI at which the second user has an account, wherein the input comprises validation of an identity of the second user, and registration to use the payment system, receiving an authorization from the second user to make a payment against the request for payment from an account identified by the second user, and the payment system executing one or more transactions to complete the authorized payment

In an embodiment, the second financial institution is a member of the payment system.

Embodiments include an electronic payment system, comprising: a financial management system communicatively coupled to a plurality of financial institutions (FIs); a database configurable to store information regarding the plurality of FIs and information comprising a plurality of users, wherein each of the plurality of users owns accounts at least one of the FIs, a payment service system coupled to the plurality of FIs, the payment service system configurable to use information stored in the database to perform payment services, wherein performing comprises, receiving a request for a payment transaction from a first user, wherein the request comprises a request to make a payment and a request for payment to be made; receiving an identification of a second user from the first user, wherein the second user comprises a recipient of the payment or a payer of the payment, and wherein the identification of the second user is associated in the database with at least one of the plurality of FIs; and sending a notification of the request to the second user based on the identification,
including sending the request to multiple FIs when the identification is associated with more than one FI.

In an embodiment, the payment service system is further configurable to: receive a response to the notification from the second user, wherein the response is electronically sent by the second user with the identification, and determining an origin of the response, comprising determining an origin FI the identification is associated with; and disabling notifications sent to any FIs other than the origin FI.

An embodiment further comprises a funds transfer module configurable to execute the payment transaction.

In an embodiment, the transaction comprises debiting an account of the first user; crediting a central clearing account at an intermediate FI, debiting the central clearing account; and crediting an account identified by the second user.

In an embodiment, the transaction comprises using an automated clearing house (ACH) network.

In an embodiment, the transaction comprises using an automated teller machine (ATM) network.

In an embodiment, the transaction comprises using a credit card network.

In an embodiment, the account of the first user is a checking account.

In an embodiment, the account of the first user is a loan account.

In an embodiment, the account of the first user is a debit card account.

In an embodiment, the account of the first user is a credit card account.

In an embodiment, the account of the first user is a pre-paid card account.

Embodiments comprise an electronic payment system, comprising: a financial management system communicatively coupled to a plurality of financial institutions (FIs), a database configured to store information regarding the plurality of FIs and information comprising a plurality of users, wherein each of the plurality of users owns accounts at least one of the FIs, a payment service system coupled to the plurality of FIs, the payment service system configurable to use information stored in the database to perform payment services, wherein performing comprises, receiving a request for a payment transaction from a first user, wherein the request comprises a request to make a payment and a request for payment to be made; receiving an identification of a second user from the first user, wherein the second user comprises a recipient of the payment or a payer of the payment; and sending a notification of the request to the second user based on the identification, the notification comprising a
link to a user interface of the payment service system, receiving input from the second
user through the user interface in response to the notification, including information
regarding an FI at which the second user has an account and which the second user
chooses to participate in the payment transaction.

In an embodiment, the payment service system is further configurable to
associate the identification of the second user with the FI chosen by the second
user; and associate the same identification of the second user with additional FIs
chosen by the second user, wherein the second user owns accounts at the additional
FIs.

Embodiment further comprise a funds transfer module configurable to execute
the payment transaction.

In an embodiment, the transaction comprises: debiting an account of the first
user; crediting a central clearing account at an intermediate FI; debiting the central
clearing account, and crediting an account identified by the second user.

In an embodiment, the transaction comprises using an automated clearing
house (ACH) network.

In an embodiment, the transaction comprises using an automated teller
machine (ATM) network.

In an embodiment, the transaction comprises using a credit card network.
In an embodiment, the account of the first user is a checking account.
In an embodiment, the account of the first user is a loan account.
In an embodiment, the account of the first user is a debit card account.
In an embodiment, the account of the first user is a credit card account.
In an embodiment, the account of the first user is a pre-paid card account.

Embodiments include a system comprising: a financial management system
coupled to a network, the financial management system comprising, a database
configurable to store information regarding a plurality of financial institutions (FIs)
coupled to the network and information comprising a plurality of users, wherein each
of the plurality of users owns accounts at least one of the FIs; and a payment service
system coupled to the plurality of FIs, the payment service system configurable to use
information stored in the database to perform payment services, wherein performing
comprises, associating an identification of a user with each of the FIs at which the
user owns accounts, wherein more than one user may have an identical identification
at a same FI, receiving a requests for a payment transaction, wherein the request is
originated by a first party to the requested payment transaction through one of a usei
interface of the financial management system and a user interface of one of the
plurality of FIs, wherein the request includes an identification of a second party to the
requested payment transaction; and based on the request, notifying the second party of
the request.

In an embodiment, the first party is a registered user of the payment services
system, and the database stored first party information, including FI information and
payment transaction preference information.

In an embodiment, the second party is not a registered user of the payment
services system, and wherein the notification is sent via one of an email message and
a short message service (SMS) message.

In an embodiment, the second party is a registered user of the payment service
and wherein the notification is sent via one of an email message and a short message
service (SMS) message.

In an embodiment, the second party communicates with the payment services
system to authorize the payment transaction using one of the user interface of the
financial management system and a user interface of one of the plurality of FIs that is
associated with the second user in the database.

In an embodiment, the payment transaction preferences include automatically
executing the requested payment transaction based on a prior authorization by the
second party.

An embodiment further comprises a funds transfer module configurable to
execute the payment transaction.

In an embodiment, the transaction comprises debiting an account of the first
party; crediting a central clearing account at an intermediate FI; debiting the central
clearing account; and crediting an account identified by the second party.

In an embodiment, the transaction comprises using an automated clearing
house (ACH) network.

In an embodiment, the transaction comprises using an automated teller
machine (ATM) network.

In an embodiment, the transaction comprises using a credit card network.

In an embodiment, the account of the first user is a checking account.

In an embodiment, the account of the first user is a loan account.

In an embodiment, the account of the first user is a debit card account.
In an embodiment, the account of the first user is a credit card account. In an embodiment, the account of the first user is a pre-paid card account.

Aspects of the embodiments described above may be implemented as functionality programmed into any of a variety of circuitry, including but not limited to programmable logic devices (PLDs), such as field programmable gate arrays (FPGAs), programmable array logic (PAL) devices, electrically programmable logic and memory devices, and standard cell-based devices, as well as application specific integrated circuits (ASICs) and fully custom integrated circuits. Some other possibilities for implementing aspects of the embodiments include microcontrollers with memory (such as electronically erasable programmable read only memory (EEPROM), Flash memory, etc.), embedded microprocessors, firmware, software, etc.

Furthermore, aspects of the embodiments may be embodied in microprocessors having software-based circuit emulation, discrete logic (sequential and combinatorial), custom devices, fuzzy (neural) logic, quantum devices, and hybrids of any of the above device types. Of course the underlying device technologies may be provided in a variety of component types, e.g., metal-oxide semiconductor field-effect transistor (MOSFET) technologies such as complementary metal-oxide semiconductor (CMOS), bipolar technologies such as emitter-coupled logic (ECL), polymer technologies (e.g., silicon-conjugated polymer and metal-conjugated polymer-metal structures), mixed analog and digital, etc.

Unless the context clearly requires otherwise, throughout the description and the claims, the words "comprise," "comprising," and the like are to be construed in an inclusive sense as opposed to an exclusive or exhaustive sense; that is to say, in a sense of "including, but not limited to" Words using the singular or plural number also include the plural or singular number, respectively. Additionally, the words "herein," "hereunder," "above," "below," and words of similar import, when used in this application, refer to this application as a whole and not to any particular portions of this application. When the word "or" is used in reference to a list of two or more items, that word covers all of the following interpretations of the word, any of the items in the list, all of the items in the list, and any combination of the items in the list.

The above description of illustrated embodiments of the method and system is not intended to be exhaustive or to limit the invention to the precise forms disclosed.
While specific embodiments of, and examples for, the method and system are described herein for illustrative purposes, various equivalent modifications are possible within the scope of the invention, as those skilled in the relevant art will recognize. As an example, although the anti-aliasing is generally described herein as an algorithm executed on hardware as a series of steps, the steps may be executed in an order other than the order described. In addition, the particular hardware or software components named, such as drivers, depth buffer, etc. are not meant to be exclusive or limiting.

The various operations described may be performed in a very wide variety of architectures and distributed differently than described. In addition, though many configurations are described herein, none are intended to be limiting or exclusive.

In general, in the following claims, the terms used should not be construed to limit the method and system to the specific embodiments disclosed in the specification and the claims, but should be construed to include any processing systems and methods that operate under the claims. Accordingly, the method and system is not limited by the disclosure, but instead the scope of the method and system is to be determined entirely by the claims.

While certain aspects of the method and system are presented below in certain claim forms, the inventors contemplate the various aspects of the method and system in any number of claim forms. For example, while only one aspect of the method and system may be recited as embodied in computer-readable medium, other aspects may likewise be embodied in computer-readable medium. Computer-readable media include any data storage object readable by a computer including various types of compact disc (CD-ROM), write-once audio and data storage (CD-R), rewritable media (CD-RW), DVD (Digital Versatile Disc" or "Digital Video Disc), as well as any type of known computer memory device. Such computer readable media may store instructions that are to be executed by a computing device (e.g., personal computer, personal digital assistant, PVR, mobile device or the like) or may be instructions (such as, for example, Verilog or a hardware description language) that when executed are designed to create a device (GPU, ASIC, or the like) or software application that when operated performs aspects described above. Accordingly, the inventors reserve the right to add additional claims after filing the application to pursue such additional claim forms for other aspects of the method and system.
CLAIMS
What is claimed is:

1. An electronic payment system, comprising:
   a financial management system communicatively coupled to a plurality of financial institutions (FIs);
   a database configurable to store information regarding the plurality of FIs and information comprising a plurality of users, wherein each of the plurality of users owns accounts at least one of the FIs,
   a payment service system coupled to the plurality of FIs, the payment service system configurable to use information stored in the database to perform payment services, wherein performing comprises,
   receiving a request for a payment transaction from a first user, wherein the request comprises a request to make a payment and a request for payment to be made;
   receiving an identification of a second user from the first user, wherein the second user comprises a recipient of the payment or a payer of the payment, and wherein the identification of the second user is associated in the database with at least one of the plurality of FIs, and
   sending a notification of the request to the second user based on the identification, including sending the request to multiple FIs when the identification is associated with more than one FI.

2. The system of claim 1, wherein the payment service system is further configurable to
   receive a response to the notification from the second user, wherein the response is electronically sent by the second user with the identification; and
   determining an origin of the response, comprising determining an origin FI the identification is associated with; and
   disabling notifications sent to any FIs other than the origin FI

3. The system of claim 1 further comprising a funds transfer module configurable to execute the payment transaction
4. The system of claim 3 wherein the transaction comprises:
   debiting an account of the first user,
   crediting a central clearing account at an intermediate FI;
   debiting the central clearing account, and
   crediting an account identified by the second user.

5. The system of claim 4, wherein the transaction comprises using an automated clearing house (ACH) network

6. The system of claim 4, wherein the transaction comprises using an automated teller machine (ATM) network.

7. The system of claim 4, wherein the transaction comprises using a credit card network.

8. The system of claim 4, wherein the account of the first user is a checking account

9. The system of claim 4, wherein the account of the first user is a loan account.

10. The system of claim 4, wherein the account of the first user is a debit card account.

11. The system of claim 4, wherein the account of the first user is a credit card account

12. The system of claim 4, wherein the account of the first user is a prepaid card account.

13. An electronic payment system, comprising:
    a financial management system communicatively coupled to a plurality of financial institutions (FIs);
a database configured to store information regarding the plurality of FIs and information comprising a plurality of users, wherein each of the plurality of users owns accounts at least one of the FIs;

a payment service system coupled to the plurality of FIs, the payment service system configurable to use information stored in the database to perform payment services, wherein performing comprises,

receiving a request for a payment transaction from a first user, wherein the request comprises a request to make a payment and a request for payment to be made,

receiving an identification of a second user from the first user, wherein the second user comprises a recipient of the payment or a payer of the payment, and sending a notification of the request to the second user based on the identification, the notification comprising a link to a user interface of the payment service system;

receiving input from the second user through the user interface in response to the notification, including information regarding an FI at which the second user has an account and which the second user chooses to participate in the payment transaction.

14. The system of claim 13, wherein the payment service system is further configurable to

associate the identification of the second user with the FI chosen by the second user, and

associate the same identification of the second user with additional FIs chosen by the second user, wherein the second user owns accounts at the additional FIs

15. The system of claim 14, further comprising a funds transfer module configurable to execute the payment transaction.

16. The system of claim 15, wherein the transaction comprises:

debiting an account of the first user;

crediting a central clearing account at an intermediate FI,

debiting the central clearing account; and
crediting an account identified by the second usei

17. The system of claim 16, wherein the transaction comprises using an automated clearing house (ACH) network.

18. The system of claim 16, wherein the transaction comprises using an automated teller machine (ATM) network.

19. The system of claim 16, wherein the transaction comprises using a credit card network.

20. The system of claim 16, wherein the account of the first user is a checking account.

21. The system of claim 16, wherein the account of the first user is a loan account.

22. The system of claim 16, wherein the account of the first user is a debit card account.

23. The system of claim 16, wherein the account of the first user is a credit card account.

24. The system of claim 16, wherein the account of the first user is a pre-paid card account.

25. A system comprising:
   a financial management system coupled to a network, the financial management system comprising,
   a database configurable to store information regarding a plurality of financial institutions (FIs) coupled to the network and information comprising a plurality of users, wherein each of the plurality of users owns accounts at least one of the FIs, and
a payment service system coupled to the plurality of FIs, the payment service system configurable to use information stored in the database to perform payment services, wherein performing comprises, associating an identification of a user with each of the FIs at which the user owns accounts, wherein more than one user may have an identical identification at a same FI, receiving a requests for a payment transaction, wherein the request is originated by a first party to the requested payment transaction through one of a user interface of the financial management system and a user interface of one of the plurality of FIs, wherein the request includes an identification of a second party to the requested payment transaction; and based on the request, notifying the second party of the request

26 The system of claim 25, wherein first party is a registered user of the payment services system, and the database stored first party information, including FI information and payment transaction preference information

27. The system of claim 26, wherein the second party is not a registered user of the payment services system, and wherein the notification is sent via one of an email message and a short message service (SMS) message

28. The system of claim 26, wherein the second party is a registered user of the payment service and wherein the notification is sent via one of an email message and a short message service (SMS) message

29. The system of claim 28, wherein the second party communicates with the payment services system to authorize the payment transaction using one of the user interface of the financial management system and a user interface of one of the plurality of FIs that is associated with the second user in the database.

30. The system of claim 28, wherein the payment transaction preferences include automatically executing the requested payment transaction based on a prior authorization by the second party
31. The system of claim 25 further comprising a funds transfer module configurable to execute the payment transaction

32. The system of claim 31, wherein the transaction comprises:
   - debiting an account of the first party;
   - crediting a central clearing account at an intermediate FI,
   - debiting the central clearing account; and
   - crediting an account identified by the second party.

33. The system of claim 32, wherein the transaction comprises using an automated clearing house (ACH) network.

34. The system of claim 32, wherein the transaction comprises using an automated teller machine (ATM) network.

35. The system of claim 32, wherein the transaction comprises using a credit card network.

36. The system of claim 32, wherein the account of the first user is a checking account.

37. The system of claim 32, wherein the account of the first user is a loan account.

38. The system of claim 32, wherein the account of the first user is a debit card account.

39. The system of claim 32, wherein the account of the first user is a credit card account.

40. The system of claim 32, wherein the account of the first user is a prepaid card account.
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- Express Delivery (next business day) - Transaction Fee is $10.00

Personal Message to Recipient
(200 Characters)

☐ Add Personal Notes  Total $0.00
Delivery Fee of $0.00 Included
Estimate Delivery N/A

Continue
Incoming Payments & Alerts

<table>
<thead>
<tr>
<th>Payment Details</th>
<th>Date Received</th>
<th>Expiration Date</th>
</tr>
</thead>
<tbody>
<tr>
<td>James Sanford sent you $50.00</td>
<td>07/03/2009</td>
<td>08/02/2009</td>
</tr>
<tr>
<td>Linda Smith sent you $100.00</td>
<td>04/23/2009</td>
<td>05/23/2009</td>
</tr>
<tr>
<td>Mason Perry sent you $100.00</td>
<td>04/22/2009</td>
<td>05/22/2009</td>
</tr>
<tr>
<td>Chris Thomas sent you $500</td>
<td>04/21/2009</td>
<td>05/21/2009</td>
</tr>
</tbody>
</table>

**Alerts**

<table>
<thead>
<tr>
<th>Type of Alert</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Payment About to Expire</td>
<td>Payment to Jeremy Franklin will expire on 04/26/2009</td>
</tr>
<tr>
<td>Payment About to Expire</td>
<td>Payment to Naomi Watts will expire on 04/27/2009</td>
</tr>
<tr>
<td>Payment is On-Hold</td>
<td>Payment to Elizabeth Lewis is on hold. Payment will be cancelled on 05/01/2009</td>
</tr>
<tr>
<td>Payment is On-Hold</td>
<td>Payment to David Williams is on hold. Payment will be cancelled on 05/02/2009</td>
</tr>
<tr>
<td>Payment is On-Hold</td>
<td>Payment to Lilly Patterson is on hold. Payment will be cancelled on 05/02/2009</td>
</tr>
<tr>
<td>Email Validation</td>
<td>Please validate your email address: <a href="mailto:name2@email.com">name2@email.com</a></td>
</tr>
<tr>
<td>Mobile Phone Validation</td>
<td>Please validate your mobile phone: 212-552-4242</td>
</tr>
</tbody>
</table>

FIG.8
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## Activity

<table>
<thead>
<tr>
<th>Send Date</th>
<th>From</th>
<th>To</th>
<th>Amount</th>
<th>Category</th>
<th>Status</th>
</tr>
</thead>
<tbody>
<tr>
<td>07/03/2009</td>
<td>Checking 5678</td>
<td>Samuel Walters</td>
<td>$(50.00)</td>
<td>N/A</td>
<td>Initiated</td>
</tr>
<tr>
<td>04/24/2009</td>
<td>Checking 5678</td>
<td>Jeremy Franklin</td>
<td>$(1000.00)</td>
<td>Vacation</td>
<td>Initiated</td>
</tr>
<tr>
<td>04/24/2009</td>
<td>Checking 5678</td>
<td>Cheryl Anderson</td>
<td>$(750.00)</td>
<td>Soccer</td>
<td>Failed</td>
</tr>
<tr>
<td>03/11/2009</td>
<td>John Smith</td>
<td>Checking 5678</td>
<td>$50.00</td>
<td>Yard Sale</td>
<td>In Progress</td>
</tr>
<tr>
<td>03/10/2009</td>
<td>Sue Jones</td>
<td>Checking 5678</td>
<td>$100.00</td>
<td>Walkathon</td>
<td>Complete</td>
</tr>
<tr>
<td>03/02/2009</td>
<td>Checking 5678</td>
<td>Sue Jones</td>
<td>$(25.00)</td>
<td>Debt Repayment</td>
<td>Complete</td>
</tr>
</tbody>
</table>

FIG.9
Scheduled Payments

<table>
<thead>
<tr>
<th>Send Date ▼</th>
<th>From</th>
<th>To</th>
<th>Amount</th>
<th>Category</th>
<th>Status</th>
</tr>
</thead>
<tbody>
<tr>
<td>06/15/2009</td>
<td>Checking 5678</td>
<td>Sue Jones</td>
<td>100.00</td>
<td>Walkathon</td>
<td>Not Initiated</td>
</tr>
<tr>
<td>06/15/2009</td>
<td>Checking 5678</td>
<td>Lilly Patterson</td>
<td>200.00</td>
<td>Household</td>
<td>Not Initiated</td>
</tr>
<tr>
<td>06/15/2009</td>
<td>Checking 5678</td>
<td>Michael Harris</td>
<td>135.00</td>
<td>Household</td>
<td>Not Initiated</td>
</tr>
<tr>
<td>06/24/2009</td>
<td>Checking 5678</td>
<td>Sue Harris</td>
<td>500.00</td>
<td>Household</td>
<td>Not Initiated</td>
</tr>
<tr>
<td>08/15/2009</td>
<td>Checking 5678</td>
<td>Jeremy Franklin</td>
<td>1500.00</td>
<td>Travel</td>
<td>Not Initiated</td>
</tr>
</tbody>
</table>

FIG.10
Preferences (Within FI Online Banking)

Preferences

<table>
<thead>
<tr>
<th>Email</th>
<th>Delete</th>
<th>Validate</th>
<th>Delete</th>
<th>Add Another Email</th>
<th>Change Primary Email</th>
</tr>
</thead>
<tbody>
<tr>
<td><a href="mailto:jmiller@gmail.com">jmiller@gmail.com</a> (Primary)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><a href="mailto:jmiller1980@aol.com">jmiller1980@aol.com</a></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><a href="mailto:jmiller@yahoo.com">jmiller@yahoo.com</a></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Mobile Phone

<table>
<thead>
<tr>
<th>Phone</th>
<th>Delete</th>
<th>Validate</th>
<th>Delete</th>
<th>Add Mobile Phone</th>
</tr>
</thead>
<tbody>
<tr>
<td>555-123-4567</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>888-123-4567</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

SMS Debit Account Setting

Please select the account we should use as the debit account when you send money by texting your payment instructions to us. Click on the Save button to submit your change.

SMS Debit Account
Checking XXXX5678

Automatic Deposit Setting

Enable Automatic Deposit?
Yes
Deposit Payment To
Checking XXXX5786

FIG.11
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The easy way to pay and be paid!

POPmoney is a simple, convenient and secure way to send and receive money from people you know! Receiving a POPmoney payment takes just 3 easy steps and frees you from the inconvenience of checks, bank visits or in-person meetings.

To send a POPmoney payment, please visit one of our participating banks.

Quick Deposit
Received a payment? Deposit it now as a guest.

Questions about Quick Deposit?
Quick Deposit: Enter Personal & Bank Information

Deposit Your Money in 3 Easy Steps

○ Continue as Guest
○ I want to Register. Advantages of registering now

1. Enter Personal and Bank Information
   - Email: swalters@gmail.com (A verification code will be sent to this email address.)
   - First Name
   - Last Name
   - Account Type: Please Select
   - Routing Number
   - Account Number
   - Re-Enter Account Number

2. Validate Email

3. Deposit Money

---

Privacy Policy  Contact  Feedback  CashEdge
Quick Deposit: Validates Email

1. Enter Personal and Bank Information
   Validate Email
   Please check your email for a message from POPmoney and enter the verification code on the right.
2. Resend Code
3. Deposit Money

Deposit Your Money in 3 Easy Steps

Need Help
Submit
Cancel

Contact
Privacy Policy
CashEdge
Feedback

Home Register About Us How it works Press Room Security
Quick Deposit: Deposits Payment

Deposit Your Money in 3 Easy Steps

1. Enter Personal and Bank Information
2. Validate Email
3. Deposit Money

Deposit the $50 from Jeffery Miller into my ABC Bank Checking ****82414 account.
Quick Deposit: Deposit Confirmation

Deposit Successful

DEPOSIT CONFIRMATION
Your Quick Deposit was successful

<table>
<thead>
<tr>
<th>From</th>
<th>To</th>
<th>Amount</th>
<th>Date Deposited</th>
<th>Confirmation Number</th>
</tr>
</thead>
<tbody>
<tr>
<td>Jeffery Miller</td>
<td>ABC Bank Checking****8214</td>
<td>$50.00</td>
<td>07/03/2009 - funds will be available in 3 business days.</td>
<td>12345678</td>
</tr>
</tbody>
</table>

Print for your records

I'm Done
Register Me now ➔

Spend a minute now to register and you'll be able to access POPmoney whenever you want

FIG.17
Quick Deposit who Decides to Register  Step 1

Register in 2 Easy Steps

1. Enter Personal and Bank Information
   - Email [swalters@gmail.com](mailto:swalters@gmail.com) (Your email address will be used as your login ID).
   - Mobile Phone [number] (A verification code will be sent via text message. Standard Messaging rates apply).
   - Password [enter password] Confirm Password [enter password]
   - Security Question 1 [Please choose a question]
     - Answer [enter answer]
   - Security Question 2 [Please choose a question]
     - Answer [enter answer]
   - Automatically deposit all payments to my ABC Bank Checking ****8214 account.
   - Remember my email [check box]

2. Validate Mobile Phone

[Back] [Submit]
Quick Deposit Decided to Register  Step 2

Register in 2 Easy Steps

1. Enter Personal and Bank Information

2. Validate Mobile Phone
   - Please check your mobile phone for a text message and enter verification code. Standard Messaging rates apply.

   Verification Code

   Resend Code

   Cancel  Submit

FIG.19
Registration Successful

REGISTRATION CONFIRMATION

Congratulations Samuel, you have successfully registered at POPmoney.com. You can log in and view your payments at any time using your email and password.
### Preferences (Within POPmoney.com)

**POPmoney**

**Pay Other People**

- **Incoming Payments & Alerts**
- **Activity**
- **Preferences**
- **Need Help?**
- **Logout**

#### Preferences

<table>
<thead>
<tr>
<th>Identification</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>First Name</strong></td>
<td>Samuel</td>
</tr>
<tr>
<td><strong>Last Name</strong></td>
<td>Walters</td>
</tr>
<tr>
<td><strong>Email</strong></td>
<td><a href="mailto:swalters@casindgo.com">swalters@casindgo.com</a> (Primary) Delete</td>
</tr>
<tr>
<td></td>
<td><a href="mailto:swalters@hotmail.com">swalters@hotmail.com</a> Validate Delete</td>
</tr>
<tr>
<td></td>
<td><a href="mailto:swalters233@yahoo.com">swalters233@yahoo.com</a> Delete</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Mobile Phone</strong></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>555-123-4567</strong></td>
<td>Delete</td>
</tr>
<tr>
<td><strong>888-123-4567</strong></td>
<td>Validate Delete</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Bank Account</strong></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Bank Name</strong></td>
<td>ABC Bank</td>
</tr>
<tr>
<td><strong>Account Type</strong></td>
<td>Checking</td>
</tr>
<tr>
<td><strong>Routing #</strong></td>
<td>167445348</td>
</tr>
<tr>
<td><strong>Account #</strong></td>
<td>****8214</td>
</tr>
<tr>
<td><strong>Delete</strong></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Security</strong></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Security Question 1</strong></td>
<td>What is the name of the hospital you were born in?</td>
</tr>
<tr>
<td><strong>Security Question 2</strong></td>
<td>What is the name of your elementary school?</td>
</tr>
<tr>
<td><strong>Security Question 3</strong></td>
<td>What is the first gift you got for your spouse?</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Automatic Deposit Settings</strong></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Enable Automatic Deposit?</strong></td>
<td>Yes</td>
</tr>
<tr>
<td><strong>Deposit Payment To</strong></td>
<td>Checking ****8234</td>
</tr>
</tbody>
</table>

**Add Another Email**

**Add Mobile Phone**

**Add Bank Account**

**Change Primary Email**

**Change Password**

**Change Security Question**

---
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