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【手続補正書】
【提出日】平成28年5月11日(2016.5.11)
【手続補正１】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
　モバイルデバイスにおいてロケーションサービスをサポートする方法であって、
　前記モバイルデバイスにおいて第１のロケーションプロバイダのアイデンティティを受
信することと、ここにおいて、前記第１のロケーションプロバイダの前記アイデンティテ
ィは、前記第１のロケーションプロバイダによってサポートされるエリアのアイデンティ
ティを備える、
　前記第１のロケーションプロバイダに関連付けられた第１のロケーションサーバへの認
可のためにホームロケーションサーバにクエリすることと、
　第２のロケーションプロバイダに関連付けられた第２のロケーションサーバへのアクセ
スのために前記ホームロケーションサーバから認可を受信することと、
　前記第１のロケーションサーバへの認可のために前記第２のロケーションサーバにクエ
リすることと、
　前記第２のロケーションサーバから前記第１のロケーションサーバにアクセスするため
の認可を受信することと、
　ロケーションサービスを受信するために、前記第１のロケーションサーバにアクセスす
ることと
　を備える方法。
【請求項２】
　前記ホームロケーションサーバは、ホームＳＬＰ、Ｈ－ＳＬＰ、ＳＬＰ＝ＳＵＰＬロケ
ーションプラットフォーム、ＳＵＰＬ＝セキュアユーザプレーンロケーションである、請
求項１に記載の方法。
【請求項３】
　前記モバイルデバイスにおいて前記第１のロケーションサーバの前記アイデンティティ
を受信すること、ここにおいて、前記ホームロケーションサーバの前記クエリすることお
よび前記第２のロケーションサーバの前記クエリすることは、前記第１のロケーションサ
ーバの前記アイデンティティを提供することを含む、および／または、
　前記モバイルデバイスにおいて前記第２のロケーションプロバイダの前記アイデンティ
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ティを受信すること
　をさらに備え、前記ホームロケーションサーバの前記クエリすることおよび前記第２の
ロケーションサーバの前記クエリすることは、前記第２のロケーションプロバイダの前記
アイデンティティを提供することを含む、請求項１に記載の方法。
【請求項４】
　前記デバイスにおいて前記第１のロケーションサーバおよび前記関連するロケーション
プロバイダのためのアイデンティティを受信することは、前記第１のロケーションサーバ
によって制御されたアクセスポイント（ＡＰ）からビジネスネームを受信することを備え
、
　前記第１のロケーションサーバは、第１の発見されたＳＬＰ（Ｄ－ＳＬＰ）であり、前
記第２のロケーションサーバは、第２のＤ－ＳＬＰである、請求項１に記載の方法。
【請求項５】
　前記第１のロケーションサーバへの認可のために前記Ｈ－ＳＬＰにクエリすることは、
　前記Ｈ－ＳＬＰを用いて第１のＳＵＰＬセッションを開始することと、
　前記ＡＰのメディアアクセス制御（ＭＡＣ）アドレスおよび前記ビジネスネームを前記
Ｈ－ＳＬＰに通信することと
　を備える、請求項４に記載の方法。
【請求項６】
　前記関連するロケーションプロバイダに関連付けられた前記第２のロケーションサーバ
のために、前記Ｈ－ＳＬＰから前記認可を受信することは、前記第２のロケーションサー
バのための第１の認証データおよびＩＰアドレスを受信することと、
　前記Ｈ－ＳＬＰを用いた前記第１のＳＵＰＬセッションを終了することと
　を備える、請求項５に記載の方法。
【請求項７】
　前記第１のロケーションサーバへの認可のために前記第２のロケーションサーバにクエ
リすることは、
　前記第２のＤ－ＳＬＰを用いた第２のＳＵＰＬセッションを開始することと、
　前記第２のＳＵＰＬセッションの一部として前記第２のＤ－ＳＬＰに前記第１の認証デ
ータを通信することと
　を備える、請求項６に記載の方法。
【請求項８】
　前記第２のロケーションサーバから前記第１のロケーションサーバへの前記認可を受信
することは、
　前記第２のＳＵＰＬセッションの一部として前記第２のＤ－ＳＬＰから第２の認証デー
タを受信することと、
　前記第２のＳＵＰＬセッションを終了することと
　を備え、およびオプションとして、
　前記第１のロケーションサーバにアクセスすることは、
　前記第１のＤ－ＳＬＰに関連付けられた前記ＡＰに前記第２の認証データを通信するこ
とと、
　前記デバイスを使用する前記ＡＰを介して、ワイドエリアネットワークインターネット
接続にアクセスするよう前記第１のＤ－ＳＬＰから承認を受信することと
　を備える、請求項７に記載の方法。
【請求項９】
　前記第１のロケーションサーバにアクセスすることは、
　前記第２の認証データを使用して前記第１のＤ－ＳＬＰを用いた第３のＳＵＰＬセッシ
ョンを開始することと、
　前記第１のＤ－ＳＬＰから支援データ（ＡＤ）を要求することと
　を備える、請求項８に記載の方法。
【請求項１０】
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　前記第１のＤ－ＳＬＰからマップデータを受信すること、および／または、
　前記第１のＤ－ＳＬＰおよび前記ＡＰを使用して前記デバイスの位置測定を遂行するこ
と
　をさらに備える、請求項９に記載の方法。
【請求項１１】
　前記ＡＤのための要求は、包括的広告サービス（ＧＡＳ）初期要求をさらに備え、およ
びオプションとして、
　前記第１のＤ－ＳＬＰを介して広告サーバから、ＧＡＳ応答の一部として広告情報を受
信することと、
　前記デバイスにおいて前記広告情報の表示のための承認を受信することと、
　前記デバイスにおいて前記広告情報の表示のための前記承認に応じて、前記デバイスに
おいてＡＤを受信することと
　を備える、請求項９に記載の方法。
【請求項１２】
　前記関連付けられたロケーションプロバイダおよび前記第１のロケーションサーバのた
めの前記アイデンティティは、アクセスポイントからブロードキャストメッセージの一部
として受信される、および／または、
　支援データを提供するよう前記第１のロケーションサーバのための時間限定を前記第１
のロケーションサーバから受信することをさらに備える、請求項１に記載の方法。
【請求項１３】
　モバイルデバイスにおいて第１のロケーションプロバイダのアイデンティティを受信す
るための手段と、ここにおいて、前記第１のロケーションプロバイダの前記アイデンティ
ティは、前記第１のロケーションプロバイダによってサポートされるエリアのアイデンテ
ィティを備える、
　前記第１のロケーションプロバイダに関連付けられた第１のロケーションサーバへの認
可のためにホームロケーションサーバにクエリするための手段と、
　第２のロケーションプロバイダに関連付けられた第２のロケーションサーバへのアクセ
スのために前記ホームロケーションサーバから認可を受信するための手段と、
　前記第１のロケーションサーバへの認可のために前記第２のロケーションサーバにクエ
リするための手段と、
　前記第２のロケーションサーバから前記第１のロケーションサーバにアクセスするため
の認可を受信するための手段と、
　ロケーションサービスを受信するよう前記第１のロケーションサーバにアクセスするた
めの手段と
　を備えるデバイス。
【請求項１４】
　ロケーションベースのサービス（ＬＢＳ）アプリケーションを動作するための手段と、
　前記ＬＢＳアプリケーションを介して前記第１のロケーションサーバと通信するための
手段と
　をさらに備える、請求項１３に記載のデバイス。
【請求項１５】
　命令を備え、モバイルデバイスのプロセッサによって実行される場合、本願請求項１－
１２のうちの１つにしたがった方法を前記モバイルデバイスに遂行させる、非一時的なコ
ンピュータ可読命令媒体。
【手続補正２】
【補正対象書類名】明細書
【補正対象項目名】０１００
【補正方法】変更
【補正の内容】
【０１００】
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　[0113]記述されるいくつかの実施形態を有することにより、様々な修正、代替の構築、
および同等なものは、本開示の精神から逸脱することなく使用されうる例えば、上記要素
は、単により大きなシステムのコンポーネントであり、他のルールは、優先するか、また
はそうでない場合において、様々な実施形態のアプリケーションを修正しうる。また、多
数のステップは、上記要素が考慮される前、その間、その後に取りかかられうる。
　以下に本願発明の当初の特許請求の範囲に記載された発明を付記する。
［Ｃ１］
　モバイルデバイスにおいてロケーションサービスをサポートする方法であって、
　前記モバイルデバイスにおいて第１のロケーションプロバイダのアイデンティティを受
信することと、
　前記第１のロケーションプロバイダに関連付けられた第１のロケーションサーバへの認
可のためにホームロケーションサーバにクエリすることと、
　第２のロケーションプロバイダに関連付けられた第２のロケーションサーバへのアクセ
スのために前記Ｈ－ＳＬＰから認可を受信することと、
　前記第１のロケーションサーバへの認可のために前記第２のロケーションサーバにクエ
リすることと、
　前記第２のロケーションサーバから前記第１のロケーションサーバにアクセスするため
の認可を受信することと、
　ロケーションサービスを受信するために、前記第１のロケーションサーバにアクセスす
ることと
を備える方法。
［Ｃ２］
　前記ホームロケーションサーバは、Ｈ－ＳＬＰである、
Ｃ１に記載の方法。
［Ｃ３］
　前記第２のロケーションサーバは、Ｄ－ＳＬＰである、
Ｃ１に記載の方法。
［Ｃ４］
　前記第１のロケーションサーバは、Ｄ－ＳＬＰである、
Ｃ１に記載の方法。
［Ｃ５］
　前記第１および第２のロケーションプロバイダは、ビジネス関係を有する、
Ｃ１に記載の方法。
［Ｃ６］
　前記第１のロケーションプロバイダの前記アイデンティティは、前記第１のロケーショ
ンプロバイダによってサポートされるエリアのアイデンティティを備える、
Ｃ１に記載の方法。
［Ｃ７］
　前記モバイルデバイスにおいて前記第１のロケーションサーバの前記アイデンティティ
を受信することをさらに備え、前記ホームロケーションサーバの前記クエリすることおよ
び前記第２のロケーションサーバの前記クエリすることは、前記第１のロケーションサー
バの前記アイデンティティを提供することを含む、
Ｃ１に記載の方法。
［Ｃ８］
　前記モバイルデバイスにおいて前記第２のロケーションプロバイダの前記アイデンティ
ティを受信することをさらに備え、前記ホームロケーションサーバの前記クエリすること
および前記第２のロケーションサーバの前記クエリすることは、前記第２のロケーション
プロバイダの前記アイデンティティを提供することを含む、
Ｃ１に記載の方法。
［Ｃ９］
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　前記デバイスにおいて前記第１のロケーションサーバおよび前記関連するロケーション
プロバイダのためのアイデンティティを受信することは、前記第１のロケーションサーバ
によって制御されたアクセスポイント（ＡＰ）からビジネスネームを受信することを備え
、
　前記第１のロケーションサーバは、第１の発見されたＳＬＰ（Ｄ－ＳＬＰ）であり、前
記第２のロケーションサーバは、第２のＤ－ＳＬＰである、
Ｃ１に記載の方法。
［Ｃ１０］
　前記第１のロケーションサーバへの認可のために前記Ｈ－ＳＬＰにクエリすることは、
　前記Ｈ－ＳＬＰを用いて第１のＳＵＰＬセッションを開始することと、
　前記ＡＰのメディアアクセス制御（ＭＡＣ）アドレスおよび前記ビジネスネームを前記
Ｈ－ＳＬＰに通信することと
を備える、Ｃ９に記載の方法。
［Ｃ１１］
　前記関連するロケーションプロバイダに関連付けられた前記第２のロケーションサーバ
のために、前記Ｈ－ＳＬＰから前記認可を受信することは、前記第２のロケーションサー
バのための第１の認証データおよびＩＰアドレスを受信することと、
　前記Ｈ－ＳＬＰを用いた前記第１のＳＵＰＬセッションを終了することと
を備える、Ｃ１０に記載の方法。
［Ｃ１２］
　前記第１のロケーションサーバへの認可のために前記第２のロケーションサーバにクエ
リすることは、
　前記第２のＤ－ＳＬＰを用いた第２のＳＵＰＬセッションを開始することと、
　前記第２のＳＵＰＬセッションの一部として前記第２のＤ－ＳＬＰに前記第１の認証デ
ータを通信することと
を備える、Ｃ１１に記載の方法。
［Ｃ１３］
　前記第２のロケーションサーバから前記第１のロケーションサーバへの前記認可を受信
することは、
　前記第２のＳＵＰＬセッションの一部として前記第２のＤ－ＳＬＰから第２の認証デー
タを受信することと、
　前記第２のＳＵＰＬセッションを終了することと
を備える、Ｃ１２に記載の方法。
［Ｃ１４］
　前記第１のロケーションサーバにアクセスすることは、
　前記第１のＤ－ＳＬＰに関連付けられた前記ＡＰに前記第２の認証データを通信するこ
とと、
　前記デバイスを使用する前記ＡＰを介して、ワイドエリアネットワークインターネット
接続にアクセスするよう前記第１のＤ－ＳＬＰから承認を受信することと
を備える、Ｃ１３に記載の方法。
［Ｃ１５］
　前記第１のロケーションサーバにアクセスすることは、
　前記第２の認証データを使用して前記第１のＤ－ＳＬＰを用いた第３のＳＵＰＬセッシ
ョンを開始することと、
　前記第１のＤ－ＳＬＰから支援データ（ＡＤ）を要求することと
を備える、Ｃ１３に記載の方法。
［Ｃ１６］
　前記第１のＤ－ＳＬＰからマップデータを受信することをさらに備える、
Ｃ１５に記載の方法。
［Ｃ１７］
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　前記第１のＤ－ＳＬＰおよび前記ＡＰを使用して前記デバイスの位置測定を遂行するこ
とをさらに備える、
Ｃ１５に記載の方法。
［Ｃ１８］
　前記ＡＤのための要求は、包括的広告サービス（ＧＡＳ）初期要求をさらに備える、
Ｃ１５に記載の方法。
［Ｃ１９］
　前記第１のＤ－ＳＬＰを介して広告サーバから、ＧＡＳ応答の一部として広告情報を受
信することと、
　前記デバイスにおいて前記広告情報の表示のための承認を受信することと、
　前記デバイスにおいて前記広告情報の表示のための前記承認に応じて、前記デバイスに
おいてＡＤを受信することと
をさらに備える、Ｃ１８に記載の方法。
［Ｃ２０］
　前記関連付けられたロケーションプロバイダおよび前記第１のロケーションサーバのた
めの前記アイデンティティは、アクセスポイントからブロードキャストメッセージの一部
として受信される、
Ｃ１に記載の方法。
［Ｃ２１］
　支援データを提供するよう前記第１のロケーションサーバのための時間限定を前記第１
のロケーションサーバから受信することをさらに備える、
Ｃ１に記載の方法。
［Ｃ２２］
　前記モバイルデバイスにおいて第１のロケーションプロバイダのアイデンティティを受
信するための手段と、
　前記第１のロケーションプロバイダに関連付けられた第１のロケーションサーバへの認
可のためにホームロケーションサーバにクエリするための手段と、
　第２のロケーションプロバイダに関連付けられた第２のロケーションサーバへのアクセ
スのために前記Ｈ－ＳＬＰから認可を受信するための手段と、
　前記第１のロケーションサーバへの認可のために前記第２のロケーションサーバにクエ
リするための手段と、
　前記第２のロケーションサーバから前記第１のロケーションサーバにアクセスするため
の認可を受信するための手段と、
　ロケーションサービスを受信するよう前記第１のロケーションサーバにアクセスするた
めの手段と
を備えるデバイス。
［Ｃ２３］
　ロケーションベースのサービス（ＬＢＳ）アプリケーションを動作するための手段をさ
らに備える、
Ｃ２２に記載のデバイス。
［Ｃ２４］
　前記ＬＢＳアプリケーションを介して前記第１のロケーションサーバと通信するための
手段をさらに備える、
Ｃ２２に記載のデバイス。
［Ｃ２５］
　命令を備え、モバイルデバイスのプロセッサによって実行される場合、
　前記モバイルデバイスにおいて第１のロケーションプロバイダのアイデンティティを受
信することと、
　前記第１のロケーションプロバイダに関連付けられた第１のロケーションサーバへの認
可のためにホームロケーションサーバにクエリすることと、
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　第２のロケーションプロバイダに関連付けられた第２のロケーションサーバへのアクセ
スのために前記Ｈ－ＳＬＰから認可を受信することと、
　前記第１のロケーションサーバへの認可のために前記第２のロケーションサーバにクエ
リすることと、
　前記第２のロケーションサーバから前記第１のロケーションサーバにアクセスするため
の認可を受信することと、
　ロケーションサービスを受信するよう前記第１のロケーションサーバにアクセスするこ
とと
を備える方法を前記モバイルデバイスに遂行させる、非一時的なコンピュータ可読命令媒
体。
［Ｃ２６］
　前記方法は、前記第１のロケーションサーバおよび前記第１のロケーションサーバに関
連付けられたアクセスポイントを使用して前記デバイスの位置測定を遂行することと、前
記第１のロケーションサーバからマップデータを受信することとをさらに備える、
Ｃ２５に記載の非一時的なコンピュータ可読命令媒体。
［Ｃ２７］
　前記方法は、
　支援データ（ＡＤ）のための要求と共に前記第１のロケーションサーバに包括的広告サ
ービス（ＧＡＳ）初期要求を通信することと、
　前記第１のロケーションサーバを介して広告サーバから、ＧＡＳ応答の一部として広告
情報を受信することと、
　前記デバイスにおいて前記広告情報の表示のための承認を受信することと、
　前記デバイスにおいて前記広告情報の表示のための前記承認に応じて、前記デバイスに
おいてＡＤを受信することと
をさらに備える、Ｃ２５に記載の非一時的なコンピュータ可読命令媒体。
［Ｃ２８］
　メモリと、
　前記メモリに結合されたプロセッサと
　を備え、前記プロセッサは、
　前記モバイルデバイスにおいて第１のロケーションプロバイダのアイデンティティを受
信することと、
　前記第１のロケーションプロバイダに関連付けられた第１のロケーションサーバへの認
可のためにホームロケーションサーバにクエリすることと、
　第２のロケーションプロバイダに関連付けられた第２のロケーションサーバへのアクセ
スのために前記Ｈ－ＳＬＰから認可を受信することと、
　前記第１のロケーションサーバへの認可のために前記第２のロケーションサーバにクエ
リすることと、
　前記第２のロケーションサーバから前記第１のロケーションサーバにアクセスするため
の認可を受信することと、
　ロケーションサービスを受信するよう前記第１のロケーションサーバにアクセスするこ
とと
　を行うように構成される、モバイルデバイス。
［Ｃ２９］
　前記プロセッサは、ロケーションベースのサービス（ＬＢＳ）アプリケーションを実行
することと、前記ＬＢＳアプリケーションを介して前記第１のＤ－ＳＬＰに通信すること
とのためにさらに構成される、
Ｃ２８に記載のデバイス。
［Ｃ３０］
　発見されたセキュアユーザプラットフォームロケーション（ＳＵＰＬ）サーバ（Ｄ－Ｓ
ＬＰ）において、第２のＤ－ＳＬＰにアクセスするための認可のためにデバイスから要求
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を受信することと、
　前記第２のＤ－ＳＬＰにアクセスするよう前記要求の一部として受信されたＨ－ＳＬＰ
から情報を認証することと、
　前記Ｈ－ＳＬＰから前記情報を認証した後、前記デバイスに前記第２のＤ－ＳＬＰにア
クセスするための認可を通信することと
を備える方法。
［Ｃ３１］
　前記第２のＤ－ＳＬＰにアクセスするための前記認可は、認可時間限定を備える、
Ｃ３０に記載の方法。
［Ｃ３２］
　前記第２のＤ－ＳＬＰにアクセスするための前記認可は、所定エリアのための支援デー
タ（ＡＤ）への前記デバイスによるアクセスを限定する認可エリア限定を備える、
Ｃ３０に記載の方法。
［Ｃ３３］
　前記Ｄ－ＳＬＰにおいて、第２のＤ－ＳＬＰにアクセスするための認可のためにデバイ
スから要求を受信するための手段と、
　前記第２のＤ－ＳＬＰにアクセスするよう前記要求の一部として受信されたＨ－ＳＬＰ
から情報を認証するための手段と、
　前記Ｈ－ＳＬＰから前記情報を認証した後、前記デバイスに前記第２のＤ－ＳＬＰにア
クセスするための認可を通信するための手段と
を備える、発見されたセキュアユーザプラットフォームロケーション（ＳＵＰＬ）サーバ
（Ｄ－ＳＬＰ）。
［Ｃ３４］
　前記Ｈ－ＳＬＰから情報を前記認証することに関連付けられた時間限定を決定するため
の手段をさらに備える、
Ｃ３３に記載のＤ－ＳＬＰ。
［Ｃ３５］
　前記第２のＤ－ＳＬＰにアクセスするための前記認可の一部として前記デバイスに広告
情報を提供するよう広告サーバを識別するための手段をさらに備える、
Ｃ３３に記載のＤ－ＳＬＰ。
［Ｃ３６］
　命令を備え、プロセッサによって実行される場合、
　発見されたセキュアユーザプラットフォームロケーション（ＳＵＰＬ）サーバ（Ｄ－Ｓ
ＬＰ）において、第２のＤ－ＳＬＰにアクセスするための認可のためにデバイスから要求
を受信することと、
　前記第２のＤ－ＳＬＰにアクセスするよう前記要求の一部として受信されたＨ－ＳＬＰ
から情報を認証することと、
　前記Ｈ－ＳＬＰから前記情報を認証した後、前記デバイスに前記第２のＤ－ＳＬＰにア
クセスするための認可を通信することと
を備える方法を遂行する、非一時的なコンピュータ可読命令媒体。
［Ｃ３７］
　前記方法は、
　前記第１のＤ－ＳＬＰに関連付けられた認可された支援データ機能のセットを前記デバ
イスに通信することをさらに備える、
Ｃ３６に記載の非一時的なコンピュータ可読命令媒体。
［Ｃ３８］
　前記方法は、前記第２のＤ－ＳＬＰにアクセスするための前記認可と共にＳＵＰＬエン
ドメッセージを通信することをさらに備える、
Ｃ３７に記載の非一時的なコンピュータ可読命令媒体。
［Ｃ３９］
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　メモリと、
　前記メモリに結合されたプロセッサと
　を備え、前記プロセッサは、
　ＳＵＰＬセッションを開始するデバイスからＳＵＰＬスタートメッセージを受信するこ
とと、
　前記ＳＵＰＬセッションの一部として第２のＤ－ＳＬＰにアクセスするための認可のた
めに前記デバイスから要求を受信することと、
　前記第２のＤ－ＳＬＰにアクセスするよう、前記要求の一部として受信されたＨ－ＳＬ
Ｐから情報を認証することと、
　前記ＳＵＰＬセッションの一部として前記Ｈ－ＳＬＰから前記情報を認証した後、前記
デバイスに前記第２のＤ－ＳＬＰにアクセスするための認可を通信することと
を行うように構成される、発見されたセキュアユーザプラットフォームロケーション（Ｓ
ＵＰＬ）サーバ（Ｄ－ＳＬＰ）。
［Ｃ４０］
　前記プロセッサは、
　前記Ｈ－ＳＬＰから前記情報を検証するようＳＬＰ関係のデータベースに対処すること
を行うようにさらに構成される、
Ｃ３９に記載のＤ－ＳＬＰ。
［Ｃ４１］
　前記プロセッサは、前記Ｈ－ＳＬＰから前記情報の前記認証の一部として前記Ｈ－ＳＬ
Ｐにメッセージを通信することと、
　前記Ｈ－ＳＬＰから前記情報の前記認証の一部として、前記Ｈ－ＳＬＰから認証メッセ
ージを受信することとを行うようにさらに構成される、
Ｃ３９に記載のＤ－ＳＬＰ。
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