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(57) ABSTRACT 
The inventive method enables existing contracts between a 
user and a telecommunications network operator to be 
enlarged by a user dialling into a customer Subscription and 
administration server (CSAS). The access procedure of the 
existing contract relation is used for authenticating the user. 
The Subscription of new contract components, Such as 
clearing of a new terminal for instance that has been 
purchased by dispatch is carried out in a menu-controlled 
manner and by means of instruction texts and tactile inputs. 
The aim of the invention is to authenticate the calling user, 
authorise the additional contracts, changes and Services 
which can be subscribed and administered by the corre 
sponding user and Store newly Subscribed or changed con 
tracts and services. The CSAS is connected to the corre 
sponding data bases of the telecommunications network, 
such as CCBS, CDB and HLR. IP dialling options are 
optionally provided by means of the telecommunications 
network and/or the public internet. The inventive method, 
inter alia and especially, optimises procurement of a Second 
or third appliance for family members or to be used as a pool 
appliance in Small enterprises. Personal appearance at the 
POS involving passport control and the complicated proce 
dures for Setting up and Verifying a contract can thus be 
avoided in the future. 
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METHOD FOR THE USER-INITIATED 
AUTOMATIC SUBSCRIPTION 

0001. The invention relates to a method for the Sub 
Scriber-initiated automatic Subscription and modification of 
signed Subscription contracts, for the administration of exist 
ing Services as well as for the enabling of end apparatus in 
telecommunication networks, for example cellular mobile 
communication networks, for at least owners of cellular 
System Subscription accounts based on access data already 
available at the network and Subscriber ends, Such as Sub 
Scriber call number and access codes. The current method 
for enabling a Subscriber device in cellular mobile commu 
nication networks, for example in a GSM network, takes 
place as described in the following. FIG. 1 serves for 
illustrating the Sequence. A customer concludes at a ven 
dor's location (point of sale POS) a contract regarding the 
type, duration and payment of a Subscriber contract with a 
mobile communication network operator (so-called mobile 
phone contract). 
0002. According to legal requirements in this connection 
an identity check is carried out after the personal identity 
card or the like has been presented. As a rule, this takes place 
at the time the contract is concluded. The end apparatuS/ 
mobile phone (to the extent Such has been agreed) the 
customer takes home directly. However, as a rule, he cannot 
make a telephone call immediately. 

0003) From the point of sale (POS) the contract is con 
veyed to the mobile communication network operator. This 
is carried out in various ways, such as delivery by postal 
Service, via Fax, Internet, Datex-P or the like. As the next 
Step the contract is examined in the customer care area (CC) 
of the mobile communication network operator. Herein 
already existing Signed contracts, misuse which might 
potentially have occurred, as well as the credit worthineSS 
(Solvency and payment ethics) of the potential customer are 
checked through optional access to an external credit wor 
thiness database (Schufa or the like). If the result is positive 
(no contract rejection), the required Salient customer infor 
mation (all identifying data required for the contract rela 
tionship) are created in the customer database (KDB) of the 
customer care and billing system (CCBS). 
0004. The subscribed service is subsequently enabled 
and, as a rule, the customer receives a welcoming letter with 
user information. 

0005) The customer (GSM subscriber, subscriber S.S.) 
can now, in fact, use his new mobile telephone. A unique 
assignment of his subscriber call number (MSISDN) to the 
existing contractual Subscription exists therein. 

0006 Most often there is an additional protection for the 
customer to prevent unauthorized use in the event the mobile 
phone is lost, which is of Such type that the customer 
receives an additional code word which is required for 
Switching on the end apparatus (personal identification num 
ber PIN). In the event the PIN is lost, the user is most 
frequently additionally given a further PIN, the co-called 
PUK (PIN Unblocking Key) for activating special network 
Services. The latter is usually comprised of Several charac 
ters and is not required for normal operation. It should be 
archived at the Subscriber's end at a protected location in 
case it is needed. Each time a call is set up (or when the 
apparatus is Switched on), the identifiers which are stored on 
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the cell phone card (Subscriber Identification Module SIM) 
are verified against the input of the user and Subsequently 
checked against the corresponding data in the GSM net 
work. Herein the network refers back to the CCBS and the 
KDB. To accelerate the procedure, a portion of the network 
data are usually Stored in the Home Location Register 
(HLR). If the subscriber has not transferred the mobile 
phone and PIN, identifying the end apparatus as well as the 
subscriber is thus possible with each call. 
0007. In this approach a two-stage identification and 
credit worthineSS check is required when the contract is 
concluded and checked. However, it entails time-consuming 
and cost-intensive manual activities and thus leads to con 
siderable disadvantages for all involved. The customer must 
be personally present at the POS, the sales personnel 
requires time for expensive and complicated discussions and 
carries out an identification card check. The CC process is 
also burdened with considerable expense and complexity. 
0008. In principle, there is no differentiation between 
whether or not the customer already has a signed Subscrip 
tion contract with the mobile communication network opera 
tor. 

0009. However, the potential for optimization is here 
given in the event a corresponding customer Subscription 
already exists. In this case, all requirements for FiV sic 
and the credit worthineSS check are already met and, in 
principle, Verification of past payment ethics with the cre 
ation of the additional data Sets in the customer database are 
Sufficient. 

0010. The present invention addresses the problem of 
providing a method on the basis of which a largely auto 
mated Subscription and enabling together with determina 
tion of identity and credit worthiness check of additional end 
apparatuS/Services for Owners of existing Subscription 
accounts of cellular mobile communication networks is 
realized. 

0011. This problem is solved through the characterizing 
characteristics of patent claim 1. 
0012. The method according to the invention will be 
explained in the following with reference to FIG. 2. 
0013 An existing customer (subscriber Sbs) of a cellular 
GSM mobile communication network, whose customer data 
are already stored in the KDB (5) of the mobile communi 
cation network, wishes to conclude an additional Subscrip 
tion contract or requires a further end apparatus. The reasons 
for this are manifold, for example motor vehicle or boat 
installation of a Second apparatus, temporary utilization by 
family members, the use as pool apparatus in Small enter 
prises, etc. 
0014. The customer is already in possession of the end 
apparatus MS1 (1). 
0015. He has obtained the end apparatus MS2(6) by mail 
order, by freely purchasing Such or the like. 
0016. Using the end apparatus MS1 as well as the access 
data, which are partially stored in the SIM and partially at 
the network end, a dialing procedure is executed in the 
process of which a connection through the GSM network (2) 
into (3)sic is established. This ensures that the identity of 
the customer is sufficiently known based on the methods 
customary in the GSM field. 
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0.017. As a further step, the enabling of the newly 
acquired end apparatus, together with the new card, takes 
place wherein inter alia Voice control or also other input 
methods and means are applied. During the procedure, after 
prompting by the network end Customer Subscription and 
Administration Server (CSAS), the identifying data of the 
second apparatus, such as MSISDN, PIN, PUK or the like 
are called up, wherein it is possible to apply different input 
methods and media, inter alia also keyboards. After entering 
the corresponding values listed above, the type of the 
contract, its duration and further contract parameters can be 
selected with the help of menus. 
0.018. An alphanumeric name, optionally assigned to the 
Second apparatus, Such as for example wife, Son, apparatus 
2, customer Service and the like, Serves for the Simple 
Subsequent differentiation of the accrued costs on the call 
charging bill. 

0019. The C-Server is connected with the CCBS (4) for 
the automatic verification of the contractual Subscription. An 
optional additional parameter in the customer data base (5) 
regulates at the network operator's end the validity of the 
customer end Subscriptions and administrations, as in this 
case. On this basis, the CSAS, if appropriate, detects that a 
desired additional contractual Subscription is not possible. In 
the last mentioned case a corresponding message is output 
with reference to the CC call number. 

0020. After the Subscription process has been completed 
and acknowledged at the Subscriber end, the automatic 
creation of the additional customer data in the customer data 
base of the CCBS takes place as well as, if needed, in further 
network devices. Once this is also completed, the new card 
is automatically enabled and the customer can directly 
communicate with his Second apparatus (6) utilizing the 
asSociated new card. 

0021 Confirmation of the contract expansion by postal 
Service or optionally fax delivery takes place. Completion of 
the Subscription or administration via the Internet to the 
CAS should optionally also be provided. 

DRAWINGS AND ATTACHMENTS 

0022 FIG. 1 Conventional method for subscriber 
enabling in the area of mobile communication, 
0023 FIG. 2 subscriber-initiated optimized automatic 
enabling method for existing customers. 

ABBREVIATIONS 

0024 CSAS Customer Subscription and Administra 
tion Server 

0025 GSM Global System for Mobile Communica 
tions 

0026 HLR Home Location Register 
0027) 
0028) 
0029) 
0030) 
0031) 
0032) 

IP Internet Protocol 

ISDN Integrated Services Digital Network 
MS Mobile Station 

MSISDN Mobile Station ISDN 

PIN Personal Identification Number 

PUK Pin Unblocking Key 
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0033 SIM Subscriber Identification Module 
0034) Tln>Sbs Subscriber 

1. Method for the subscriber-initiated automatic subscrip 
tion and modification of contractual Subscriptions, for the 
administration of existing Services as well as for the 
enabling of end apparatus in telecommunication networks, 
for example cellular mobile communication networks, for at 
least owners of existing Subscription accounts, based on 
contract and access data, Such as Subscriber call number and 
acceSS codes, already available at the network and Subscriber 
end, characterized in that the enabling of additional SIM 
cards and/or end apparatus for existing Subscribers with 
already available signed Subscription contracts is automated. 

2. Method as claimed in claim 1, characterized in that the 
existing contract and access data Stored at the network end 
are expanded in an automatic method after Subscriber dial 
ing into a corresponding Subscription device (Customer 
Subscription and Administration Server CSAS) by the iden 
tifying data of the new contract components. 

3. Method as claimed in claim 1 or 2, characterized in that 
for the Subscriber CSAS access the access mechanisms of 
the existing subscription contract (available SIM card and/or 
end apparatus with MSISDN and PIN) are utilized as 
subscriber identification and the identifying data of the new 
contractual subscription (MSISDN, PIN, PUK, etc.) takes 
place sic for the expansion of the existing Subscription 
COntract. 

4. Method as claimed in at least one of the preceding 
claims 1 to 3, characterized in that for the expansion of the 
existing contract data by the identifying data of the new 
contractual Subscription, a menu-driven user guidance 
through the CSAS takes place, with the input of the data 
taking place by means of known input techniques (tactile, by 
acoustic signal, by infrared signal and the like) and the user 
guidance takes place utilizing known technical output means 
(visual display, Voice output and the like). 

5. Method as claimed in at least one of the preceding 
claims 1 to 4, characterized in that the CSAS for the 
authentication of the calling Subscriber, for the authoriza 
tion/verification of the addition contracts, modifications and 
services, which can be subscribed by the particular sub 
Scriber and administered, as well as for Storing newly 
Subscribed or modified contracts and Services, is connected 
with the corresponding databases of the telecommunication 
network, such as for example CCBS, KDB and HLR. 

6. Method as claimed in at least one of the preceding 
claims 1 to 5, characterized in that the CSAS access takes 
place via the Internet Protocol and graphic user interfaces, 
wherein the access takes place Via the particular telecom 
munication network utilizing the available network-specific 
acceSS and authentication procedures as well as optionally 
additional protection mechanisms Such as one-time pass 
word, etc. 

7. Method as claimed in at least one of claims 1 to 6, 
characterized in that in an alternative realization method the 
CSAS access takes place optionally with the use of Internet 
Protocol and graphic user interface via the public Internet, 
wherein, due to the absence of network-specific access and 
authentication procedures, the Subscriber authentication 
takes place in Substitution by means of additional access 
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rights, which are provided especially for Such cases between 
Subscriber and telecommunication network operator (access 
code, one-time passwords, etc.). 

8. Method as claimed in at least one of claims 1 to 7, 
characterized in that the KDB of the telecommunication 
network is optionally expanded by the necessary data Sets, 
which are required for the control of the user-initiated 
automatic Subscription and administration processes (ASA), 
Such as for example prohibition of the ASA, extent, limits, 
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etc. as well as internal parameterS., identifying credit wor 
thiness, etc. of the network operator. 

9. Method as claimed in at least one of claims 1 to 8, 
characterized in that optionally alphanumeric alias names 
for additional SIM cards/end apparatus can be defined, 
which, inter alia, Serve for apparatus identification and 
transparency of the telephone bill. 
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