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(54) Titlee METHOD AND SYSTEM FOR PROVIDING STATIC ADDRESSES FOR INTERNET CONNECTED DEVICES

EVEN IF THE UNDERLYING ADDRESS IS DYNAMIC

(57) Abstract: A method and system for resolving domain names of web sites with dynamic addresses. The resolution system,
~~ which may execute as part of a domain name server, receives a domain name associated with a web site. The resolution system then
identifies a dynamic address name associated with the received domain name. The resolution system then sends to a dynamic address
system the identified dynamic address name. The dynamic address system then returns an address associated with the dynamic
address name to the resolution system. Upon receiving the identified address, the resolution system then returns the identified address
as the address of the received domain name. Methods and systems for mapping an unregistered domain name to an address and for

placing telephone calls via a network are also provided.



[0001]

[0002]

METHOD AND SYSTEM FOR PROVIDING STATIC ADDRESSES FOR
INTERNET CONNECTED DEVICES EVEN IF THE UNDERLYING
ADDRESS IS DYNAMIC

TECHNICAL FIELD

The described technology relates generally to resolving addresses
for Internet connected devices and particularly to providing dynamic

addresses for Internet connected devices.

BACKGROUND

The Internet provides a domain name system (“DNS”) that maps
domain names to Internet protocol addresses (“IP addresses”) associated
with the domain names. A user who wants to view a web page associated
with a domain name may enter the domain name (e.g., “acme.com”) in the
address line of a browser. Additionally, programs other than browsers
may use domain names to identify computers that provide services other
than serving web pages. Since the servers of the Internet are addressed
by IP addresses, rather than domain names, the browser (or other client
program) needs to convert the domain name to an IP address (e.g.,
209.19.43.100). The browser submits a resolution request that specifies
the domain name to a local domain name server (e.g., provided by an
ISP) that is part of the DNS. The local domain name server may be
identified in a configuration file of the client computer executing the
browser. The local domain name server checks a local cache to
determine whether it has a mapping of that domain name to IP address. If
so, it returns the IP address to the browser. If not, it forwards the

resolution request to a root domain name server. The root domain name
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[0004]

server contains a mapping of each top-level domain name (e.g., "com") to
its name server(s).' The root domain name server responds to the
resolution request by providing the name of the top-level domain name
server to the local domain name server. The local domain name server
caches the name of the top-level domain name server. The local domain
name server then sends the resolution request to the top-level domain
name server and receives (and may cache) the name of the domain name
server for the second-level domain name (e.g., "acme.com"). The local
domain name server forwards the resolution request to the domain name
server for the second-level domain name. The domain name server
returns the IP address associated with the second-level domain name.
Alternatively, it may return the name of the domain name server for the

third-level domain name (e.g., “www.acme.com’), and the local domain

name server may repeat the process for each level of domain name.
Eventually, the local domain name server sends the IP address of the
domain name to the client computer. The browser executing at the client
computer then sends an HTTP request message with a uniform resource
identifier that includes the domain name to that IP address.

If a domain name is not registered with the DNS, then the domain
name server may return a not registered indication to the browser, which
may display an error message. Alternatively, the domain name server
may, but not typically, return an IP address of a web site, for example,
through which that domain name can be registered.

To facilitate communications between Internet users, some
companies provide an instant messaging service through which two users
can send messages directly to each other without having to use an
intermediate server to coordinate sending the messages. (Some instant
messaging services do use an intermediate server to provide benefits not
available when messages are sent directly between users.) To use such

an instant messaging service, a user needs to register with an instant
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[0005]

messaging system by providing a user name (e.g., electronic mail
address or some other identifier) and password. Once a user is
registered, the user can then sign onto or connect to the instant
messaging system and send messages to and receive messages from
other users who are also signed onto the instant messaging system.
When a user signs onto the instant messaging system, the instant
messaging system records the IP address associated with the user's
computer. Some users' computers may have static IP addresses, while
other users' computers may have dynamic IP addresses that are assigned
each time a user initiates an Internet session. During the signon process,
the instant messaging system generates a mapping between the user
name and their current 1P address. When a user wants to send a
message, the sending user sends a request to the instant messaging
system to provide the current IP address for a user name to which a
message is to be sent. The instant messaging system looks up the IP
address for that user name and provides the IP address to the sending
user. The 'sending user then sends the message directly to that IP
address. In other instant messaging services, the message is sent to the
instant messaging system, which forwards the message to the recipient
user. In either case, the instant messaging system keeps track of the
current IP address of all users currently signed onto the instant
messaging system.

Telephone calls can also be conducted over the Internet. For
example, a user may download a telephone plug-in for their browser or a
user may browse to a Java-enabled web site that automatically
downloads telephone software. A user can use a telephone plug-in to
enter a telephone number in a field of a web page. The plug-in then
sends a message to a telephone server to place a call via the plain old
telephone system ("pots") to the entered telephone number. When the

call has been established, the telephone server and the telephone plug-in
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[0007]

[0008]

[0009]

[0010]

coordinate the sending of the voice information from the caller over the
Internet to the telephone server and onto the callee and back from the
callee to the-telephone server and then to the plug-in over the Internet.
The plug-in is responsible for digitizing the voice information of the caller
so it can be transmitted via the Internet to the telephone server and for
generating the audio associated with the digitized voice information
received via the Internet from the telephone server. The use of telephone
over the Internet has the potential to reduce long distance charges
associated with telephone calls because the telephone servers may be
positioned at various locales. A request to place a telephone call may be
routed to the appropriate telephone server so that only local calls need be
placed.

It would be desirable to have a technigue that would allow domain
name servers to support server, computer, and other devices whose IP
addresses are dynamically assigned, rather than just statically assigned.
It would also be desirable to have a technigue that would allow for a more
user-friendly way to dial a telephone number via the Internet. Finally, it
would be desirable to have a technique that would provide more useful

information when a user enters an unregistered domain name.
BRIEF DESCRIPTION OF THE DRAWINGS

Figure 1 is a block diagram of an example flow of information of the
resolution system.

Figure 2 is a block diagram illustrating components of the
resolution system in one embodiment.

Figure 3 is a flow diagram illustrating the processing of the process
third-level domain name component in one embodiment.

Figure 4 is a block diagram illustrating the processing of the

register component of the dynamic address system.
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[0012]

[0013]

[0014]

[0015]

[0016]

[0017]

[0018]

[0019]

Figure 5 is a flow diagram illustrating the processing of the connect
component of the dynamic address system in one embodiment.

Figure 6 is a flow diagram illustrating the processing of the get IP
address component of the dynamic address system in one embodiment.

Figure 7 is a block diagram illustrating an example flow of
information of the telephone system in one embodiment.

Figure 8 is a flow diagram illustrating the processing of a process
number component of a second-level domain name server in one
embodiment.

Figure 9 is a block diagram illustrating a telephone server
component in one embodiment.

Figure 10 is a block diagram of an example information flow of the
mapping system in one embodiment.

Figure 11 is a flow diagram illustrating the processing of a process
unregistered domain name at DNS component in one embodiment.

Figure 12 is a flow diagram illustrating the processing of a process
unregistered domain name at client computer component in one

embodiment.

DETAILED DESCRIPTION

A method and system for resolving domain names of network
connected devices with dynamic addresses is provided. In one
embodiment, the resolution system, which may execute as part of a
domain name server, receives ‘(e.g.,y from a browser via a local domain
name server) a domain name associated with a network connected device
(e.g., "smith.acme.com"). The resolution system then identifies a dynamic
address name (e.g., "John Smith") associated with the received domain
name. The resolution system may have a mapping from domain names to
dynamic address names (e.g., derived from registration of the domain

address names with the resolution system). The resolution system then

5.



sends to a dynamic address system the identified dynamic address name.
The dynamic address system has a mapping from dynamic address
names to addresses (e.g., derived from sign on of the network connected
devices with the dynamic address system). The dynamic address system
allows network connected devices to register their dynamic addresses by
providing their dynamic address names and their current addresses each
time they sign on to the dynamic address system. Upon receiving a
dynamic address name from the resolution system, the dynamic address
system uses its mapping to identify the address associated with that
dynamic address name. The dynamic address system then forwards the
identified address to the resolution system. Upon receiving the identified
address, the resolution system then returns (e.g., to a browser) the
identified address as the address of the received domain name. In one
embodiment, the resolution system may be part of a top-level domain
name server, a second-level domain name server, or other level domain
name server. When the resolution system returns the identified address,
it may indicate that the local domain name server should not cache the
mapping from domain name to the identified address. In this way, every
resolution request will return the current address for that domain name as
indicated by the dynamic address system, rather than returning a cached
address. The dynamic address system may be a conventional instant
messaging type system in which the resolution system and the network
connected devices are signed-on users of the instant messaging system.
The dynamic.address names are authentication parameters, such as user
names of the instant messaging system. In this way, Internet connected
devices with dynamic IP addresses can be fully supported by the DNS
without the signed-on computers having additional software to inform the
DNS of their dynamic IP address. These signed-on computers can use

their existing instant messaging system client software to indirectly notify



[0020]

[0021]

the resolution system of the DNS of théir addresses via the instant
messaging system.

In an alternate embodiment, the resolution system may support
mapping to addresses based on parameters associated with a uniform
resource identifier. For example, a uniform resource identifier may be
specified as a domain name with a top-level and second-level domain
name followed by a parameter (e.g., "acme.com/smith") that identifies a
resource (e.g., web site) within the second-level domain name. Since
only the domain name, and not the parameter, is forwarded to a domain
name server, a resolution system that executes on a domain name server
may not be able to process such parameters directly. The resolution
system may instead redirect the software (e.g., browser) that sent the
resolution request to access a resource of a special-purpose resolution
server. Upon receiving the request to access a resource, the special-
purpose resolution server identifies the current address of the resource
(e.g., Smith web site) by accessing the dynamic address system and
directs the software to access the resource directly using the current
address.

A method and system for placing telephone calls via a network
(e.g., the Internet) is also provided. In one embodiment, the télephone
system, which may be executing on a domain name server, receives a
domain name from a client computer (e.g., via a browser). The domain
name is associated with a telephone number. For example, the domain
name may be "2065551212.cc" or may be "2065551212.Acme.cc." When
the telephone system receives the domain name, it identifies an
associated telephone number. The telephone system then identifies an
address of a telephone server associated with the identified telephone
number. The telephone system then sends the identified address to the
client computer (e.g., its browser). When the client computer sends a

request to the identified address, the telephone server places a telephone
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[0022]

call to the identified telephone number via a plain old telephone system.
When the telephone is answered, the telephone server and the client
computer coordinate to conduct a telephone conversation between a user
of the client computer and the person called. In one embodiment, the
telephone system identifies a telephone server such that the telephone
call will be placed as a local call. The client computer may have a
telephone plug-in that helps coordinate of the conducting of the telephone
call. The telephone number may be indirectly identified by the domain
name, rather than directly included in the domain name. For example,
domain name may be "johnsmith.acme.cc." In such a case, the telephone
system may maintain a mapping of names to telephone numbers and
would map "johnsmith” to a corresponding telephone number. The
telephone number may also be identified by a parameter within the
uniform resource identifier that contains a domain name. In such case,
the telephone system may redirect the resolution of the domain name to a
server in a similar way as may be done with the resolution system as
described above. When a domain name is associated with the telephone
number, then the domain name may be selected by user (e.g., as a link
on a web page or in an electronic mail message) to place a telephone
call.

The resolution system and telephone system both map domain
names to an intermediate identifier and then map the intermediate
identifier to the corresponding address. The resolution system maps a
domain name to a dynamic address name, which is an intermediate
identifier, and the telephone system maps a domain name to a telephone
number, which is an intermediate identifier. This indirect mapping of a
domain name to address (e.g., IP address) allows for much greater
flexibility in resolving domain names to the corresponding addresses than

is provided by the current DNS.



[0023]

A method and system for mapping an unregistered domain name to
an address is also provided. In one embodiment, the mapping system,
which may execute on a domain name server, receives a domain name
from a client computer. The mapping system determines whether the
domain name is registered (ie., has an associated address). If the
domain name is not registered, then the mapping system directs a search
engine that may use natural language processing techniques (e.g.,
meaning-based analysis) or other search engine to perform a search
based on the received domain name. For example, if the domain name is
"acme.com," then the search may be for web pages with the term "acme"
or for web sites that are stores that sell products similar to those sold by
"acme.com." The mapping system then provides the client computer with
an address of a site for displaying the search results along with an
indication that the domain name is not registered or otherwise does not
have an associated address. If the search results contain links to web
pages related to "acme," then the user of the client computer may only
need to select one of the links to get to the web page of interest. The
mapping system is particularly useful in situations where a user misspells
a domain name (e.g., "homegrocery.com" rather than "homegrocer.com").
The search results may likely include a link to the intended web site. In
an alternative embodiment, the mapping system may be implemented as
part of a browser or a plug-in for a browser. In such embodiment, the
mapping sysfem would identify when the DNS returns an indication that a
domain name is unregistered. The mapping system then automatically
sends a search request based on the domain name to a search engine
and displays the search results web page to the user. Alternatively, the
mapping system could display any resulting page such as a page with

advertisements selected based on the domain name.



[0024]

RESOLUTION SYSTEM

Figures 1-6 illustrate the processing of the resolution system in one
embodiment. Figure 1 is a block diagram of an example flow of
information of the resolution system. The diagram illustrates the client
computer 101, a local domain name server 102, a root-level domain name
server 103, a top-level domain name server 104, a second-level domain
name server 105, a dynamic address system 106, and Internet connected
devices 107 and 108. Initially, each Internet connected device 107 and
108 is registered with the dynamic address system by providing their
dynamic address name (e.g., "Smith") as indicated by arrow 0. The
Internet connected device is then registered with the resolution system by
providing a mapping of its domain name to the dynamic address name as
indicated by .arrow 1. Internet connected device 108 signs on with the
dynamic address system as indicated by arrow 2 to register its current IP
address for its dynamic address name of "Smith." The dynamic address
system then updates its mapping for "Smith." The client computer then
submits a resolution request to a local domain name server 102 as
indicated by arrow 3 for the domain name of "smith.acme.com." The local
domain name server 102 forwards the resolution request to the root-level
domain name server 103 as indicated by arrow 4. The root-level domain
name server 103 identifies the top-level domain name server 104 and
returns its name to the local domain name server as indicated by arrow 5.
The local domain name server 102 then forwards the resolution request to
the top-level domain name server 104 as indicated by arrow 6. The top-
level domain name server 104 identifies the second-level domain name
server and returns its name to the local domain name server 102 as
indicated by arrow 7. The local domain name server 102 then forwards
the resolution request to the second-level domain name server 105 as

indicated by arrow 8. The second-level domain name server 105 then
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[0025]

requests the dynamic address system 106 to provide the current IP
address for the dynamic address name of "Smith" as indicated by arrow 9.
The second-level domain name server may provide authentication
information to the dynamic address system. The dynamic address system
checks its map to identify the current IP address for the dynamic address
name of "Smith" and returns the current IP address to the second-level
domain name server 105 as indicated by arrow 10. The second-level
domain name server 105 then forwards the current IP address to the local
domain name server 102 as indicated by arrow 11. The second-level
domain name server 105 may indicate that the IP address is not to be
cached or cached for only a certain period. The local domain name
server 102 forwards the IP address to the client computer 101 as
indicated by arrow 12. The client computer then uses the current IP
address to send a request for a resource to Internet connected device
108 as indicated by arrow 13. Internet connected device 108 then returns
the web page to the client computer 101 as indicated by arrow 14. The
client computer 101 then processes the resource (e.g., displays the web
page).

Figure 2 is a block diagram illustrating components of the
resolution system in one embodiment. The resolution system may include
components executing on an authoritative domain name server 210 that
interact with components of the dynamic address system 220. The
domain name server includes a process domain name component 211, a
static IP address table 212, and a dynamic address name table 213. The
process domain name component determines whether the domain name
is contained in the static IP address table. If so, it retrieves the static IP
address from that table and returns it. Otherwise, the process domain
name component looks up at the dynamic address name associated with
the domain name in the dynamic address name table 213. The process

domain name component then interacts with the dynamic address system
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to retrieve the current IP address associated with that dynamic address
name. The component then returns that current IP address to the local
domain name server for forwarding to the client computer. The dynamic
address system includes a register component 221, a connect component
222, a get IP address component 223, a registration table 224, and an IP
address table 225. The register component is used to register Internet
connected devices with the dynamic address system. The register
component adds the dynamic address name for that Internet connected
device to the registration table. The connect component allows an
Internet connected device to sign onto or connect to the dynamic address
system. The connect component stores a mapping from the dynamic
address name to the current IP address for the Internet connected device.
The get IP address component receives a dynamic address name and
returns the current IP address associated with that dynamic address
name as indicated by the IP address table. In the case where the
dynamic address system is an instant messaging system, the authoritative
domain name server registers as a user of the instant messaging system
and signs on to the instant messaging system so that it can invoke the IP
address component to retrieve the current IP address for Internet
connected devices that are currently signed onto the instant messaging
system.

Figuré 3 is a flow diagram illustrating the processing of the process
domain name component in one embodiment. This component receives a
domain name and returns its static IP address or dynamic IP address. In
block 301, the component retrieves the domain name. In decision block
302, if the static IP address table contains a static IP address for the
retrieved domain name (or uses another method to determine that the
domain name is not associated with a dynamic address name), then the
component sends the static IP address to the local domain name server in

block 310 and then completes, else the component continues at block
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[0028]

303. In bloék 303, the component retrieves the dynamic address name
for the domain name from the dynamic address name table. In décision
block 304, if the dynamic address name is retrieved, then the component
continues at block 305, else the component sends an error message or a
message indicating that the IP address was not found to the local domain
name server in block 308 and then completes. In block 305, the
component sends a get IP address message to the dynamic address
system. In block 306, the component receives the response from the
dynamic address system. In decision block 307, if a dynamic IP address
is provided in the response, then the component sends the dynamic IP
address to the local domain name server in block 309 and completes,
else the component sends an error message or a message indicating that
the IP address was not found to the local domain name server in block
308 and then completes.

Figure 4 is a block diagram illustrating the processing of the
register component of the dynamic address system. The component is
passed a dynamic address name (e.g., a numeric identifier) and password
and stores the name and password in the registration table. In block 401,
the component retrieves the passed dynamic address name. In decision
block 402, if the retrieved dynamic address name is already registered as
indicated by an entry in the registration table, then the component sends
an error message in block 403 and completes, else the component
continues at block 404. In block 404, the component adds an entry to the
registration table that includes the dynamic address name and password.
In block 405, the component sends an indication of success and then
completes. |

Figure 5 is a flow diagram illustrating the processing of the connect
component of the dynamic address system in one embodiment. The
component is passed a dynamic address name, password, and current IP

address. The component authenticates the dynamic address name and
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[0030]

password and updates the IP address table with the current IP address.
In block 501, the component retrieves the passed dynamic address name,
password, and current IP address. In decision block 502, if the dynamic
address name and password can be authenticated based on an entry in
the registration table, then the component continues at block 504, else
the component sends an error message in block 503 and then completes.
In block 504, the component updates the |P address table with the current
IP address for the dynamic address name. In block 505, the component
sends an indication of success and then completes.

Figure 6 is a flow diagram illustrating the processing of the get IP
address component of the dynamic address system in one embodiment.
The component is passed a dynamic address name and returns the
associated current |P address. In block 601, the component retrieves the
passed dynamic address name. In block 602, the component retrieves an
entry from the IP address table for the dynamic address name. In block
603, if the entry was successfully retrieved, then the component sends the
IP address from the entry in block 605, else the component sends an

error message in block 604. The component then completes.

TELEPHONE SYSTEM

Figures 7-9 illustrate the processing of the telephone system in
one embodiment. Figure 7 is a block diagram illustrating an example flow
of information of the telephone system in one embodiment. The diagram
illustrates client computers 701 and 702, a local domain name server 703,
a top-level domain name server 704, a second-level domain name server
705, telephone servers 706 and 709, telephone systems 707 and 710,
and telephones 708 and 711. The flow of information illustrates the
placing of a phone call by a user of client computer 701 to telephone 711.
The user initiates the telephone call by providing a domain name

associated with a telephone number (e.g., "7035551212.cc") to a browser
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on client computer 701. Client computer 701 then sends a resolution
request to the local domain name server 703 as indicated by arrow 1.
The local domain name server 703 forwards the resolution request to the
top-level domain name server 704 as indicated by arrow 2 assuming that
it has cached the name of the authoritative domain name server for the
"cc" domain. The top-level domain name server identifies the name of the
domain name server for "xxx.cc" (where xxx is any 10 digit number) and
returns the name to the local domain name server as indicated by arrow
3. The local domain name server sends a resolution request to the
second-level domain name server as indicated by arrow 4. The second-
level domain name server identifies a telephone server from which the
telephone number should be dialed and returns the IP address of that
telephone server to the local domain name server as indicated by arrow
5. The identified telephone server may be located so that the telephone
call is a local call (e.g., within the 703 area code). The local domain
name server forwards the IP address of the telephone server to client
computer 701 as indicated by arrow 6. Client computer 701 then sends a
message to telephone server 709 that is addressed by the IP address as
indicated by arrows 7 and 8. Telephone server system 709 then places a
local call using telephone system 710 to telephone 711. The telephone
server then provides a response to client computer 701 as indicated by
arrows 9 and 10. The user of client computer 701 then conduct a
conversation via the Internet with a user of telephone 711.

Figure 8 is a flow diagram illustrating the processing of a process
number component of an authoritative domain name server in one
embodiment. The component is passed a domain name and returns the
IP address of a telephone server. In block 801, the component retrieves
the domain name. In decision block 802, if the domain name includes a
number (e.g., "2065551212.cc,” "2.0.6.5.5.5.1.2.1.2.cc,” or
"2061555.1212.00"), then the component continues at block 806, else the
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[0033]

component continues at block 803. In block 803, the component retrieves
a telephone number from a name/number table that maps users names to
their corresponding telephone number. In decision block 804, if a
telephone number was retrieved, then the component continues at block
806, else the component sends an error message in block 805 and then
completes. In block 808, the component retrieves the IP address of the
telephone server associated with the telephone number. The telephone
system may maintain a mapping from each area code to telephone server
that may be located within the area code. In decision block 807, if an IP
address was successfully retrieved, then the component returns the IP
address of the local telephone server in block 808, else the component
sends an error message in block 805. The component then completes.
Figure 9 is a block diagram illustrating a telephone server
component in one embodiment. The component receives a telephone
number, dials that number through a telephone system, and coordinates
the conducting of the telephone call. In block 901, the component
retrieves the telephone number from the domain name. In block 902, the
component places a telephone call to the telephone number via the
telephone system. In block 903, the component generates a web page
indicating the status of the telephone call. In block 904, the component
sends a web page to the client computer that initiated the telephone call.
In decision block 904, if the telephone call is answered, then the
component conducts a telephone call in block 906, else the component
sends a no answer message in block 906. The component then

completes.
MAPPING SYSTEM

Figures 10-12 are diagrams illustrating the mapping system in one
embodiment. Figure 10 is a block diagram of an example information flow

of the mapping system in one embodiment. The diagram illustrates a
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client computer 1001, a local domain name server 1002, the top-level
domain name server 1003, and a search engine 1004. In this example,
the client computer requests access to an unregistered domain name.
The client cémputer initially sends a resolution request to local domain
name server 1002 as indicated by arrow 1. The local domain name
server 1002 forwards the resolution request to the top-level domain name
server as indicated by arrow 2 assuming that the name of the top-level
domain name server has been cached. The top-level domain name
server may determine that the domain name is not registered. If
unregistered, the top-level domain name server generates a search
request based on the domain name and submits the search request to the
search engine as indicated by arrow 3. The search engine performs a
search and returns the IP address of a web page through which the
search results can be accessed as indicated by arrow 4. The |IP address
is then forwarded by the top-level domain name service to the client
computer via-the local domain name server as indicated by arrows 5 and
6. The client computer then accesses the search results by sending a
request to the search engine as indicated by arrow 7. The search engine
then replies with the search results in a web page as indicated by arrow 8.
The user can then select a line of the search results to visit a web site.
Alternatively, the top-level domain name server need not submit the
search request directly but rather return a special search engine IP
address. When the search engine receives a message from a client
computer at that IP address, it searches based on the domain name and
returns the results in a web page.

Figure 11 is a flow diagram illustrating the processing of a process
unregistered domain name at a domain name server component in one
embodiment. The component may execute on a domain name server.
The componént is invoked when it is determined that a domain name has

no associated |P address and submits a search request and sends an IP

17-



[0035]

address relating to the results. In block 1101, the component formulates
the search query. For example, if the domain name is "smith.acme.com,"
then the search query may be "acme smith." In block 1102, the
component submits the search request based on the unregistered domain
name to the search engine. In block 1103, the component receives the IP
address of the search results. In block 1104, the component sends a
response with the IP address of the search results and then completes.
Alternatively, the component may analyze the search results to identify a
link to a web site that may be the web site that the user intended. In such
a case, the component may identify the IP address of the link (e.g., using
the DNS) and send that IP address in the response.

Figure 12 is a flow diagram illustrating the processing of a process
unregistered domain name at client computer component in one
embodiment. The component may be implemented as part of a browser
or as a plug-in to a browser that executes at a client computer. The
component recognizes a response from the DNS that the domain name is
unregistered and automatically submits a search request. In block 1201,
the component identifies whether a response from a domain name server
indicates that the domain name cannot be found (e.g., is unregistered). In
decision block 1202, if the domain name was found, then the component
continues its normal processing as indicated by the ellipsis, else the
component continues at block 1203. In block 1203, the component
formulates the search request based on the domain name. In block 1204,
the component submits the search request to the search engine. In block
1205, the component receives the search results in a web page. In block
1206, the component may optionally modify the web page to indicate that
the search results were retrieved because the domain name was not
registered. In block 1207, the component displays the web page and then

completes.

-18-



[0036]

[0037]

In one embodiment, the resolution system, telephone system, and
mapping system execute on a computer system that may include a central
processing unit, memory, input devices (e.g., keyboard and pointing
device), output devices (e.g., display devices), and storage devices (e.g.,
disk drives). The memory and storage devices are computer-readable
media that may contain computer instructions that implement the
verification system. The systems may communicate with other computer
systems via the Internet, a wide area network, local area network, point-
to-point connections, or other communications links. The computer
systems may be directly connected or indirectly connected (e.g., via
proxy) to the communications links. The communications links are
computer-readable media for transmitting data structures (e.g.,
messages) of the systems.

From the above description, it will be appreciated that although
specific embodiments of the resolution, telephone, and mapping systems
have been described for purposes of illustration, various modifications
may be made without deviating from the scope of the invention. For
example, one skilled in the art would appreciate that in the mapping
system, a local domain server may submit search requests to a search
engine when a domain name is not registered and return the IP address
of the search engine to the client computer. The mapping system may
also return an IP address to an advertisement web page thét may be
related to the unregistered domain name. For example, if the
unregistered domain name is "homegrocery.com," then the IP address
may refer to an advertisement server that when it receives the
unregistered domain name provides an advertisement for a competitor
with a link to the competitor's web site. The mapping system may aiso
automatically redirect the client computer to the competitor's web site.

The invention is defined by the claims that follow.

-19-



CLAIMS

[c1] A method in a computer system for providing dynamic addresses

for devices, the method comprising:
receiving a domain name associated with a device;

identifying a dynamic address name associated with the received

domain name;

sending to a dynamic address system the identified dynamic
address name, the dynamic address system having a
mapping from dynamic address names to addresses
wherein devices have a dynamic address name and register

their address with the dynamic address system;

receiving from the dynamic address system an address for the

identified dynamic address name; and

sending the received address as the address for the device

associated with the domain name.

[c2] The method of claim 1 wherein the dynamic address system
supports instant messaging and the dynamic address name identifies a
user of the instant messaging system, the user being a device associated

with the address.

[c3] The method of claim 1 wherein the device is connected to the

Internet.
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[c4]

[e3]

[c8]

[e7]

[c8]

[c9]

[c10]

[c11]

[c12]

The method of claim 3 wherein the device is a web server.
The method of claim 1 wherein the address is an IP address.

The method of claim 1 wherein the computer system is a domain

name server.

The méthod of claim 6 wherein the domain name server is a top-

level domain name server.

The method of claim 6 wherein the domain name server is a

second-level domain name server.

The method of claim 1 wherein the sending of the received address

includes sending an indication not to cache the received address.

The method of claim 1 wherein the sending of the received address
including sending an indicator to cache the received address for a certain

amount of time.

The method of claim 1 including sending to the dynamic address
system authentication information along with the identified dynamic
address name so that the dynamic address system can authenticate the

computer system.

A method in a computer system for mapping domain names to

addresses, the method comprising:

providing a domain name mapping of domain names to

intermediate identifiers;
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[c13]

[c14]

[e15]

[c16]

[c17]

[c18]

providing an address mapping of intermediate identifiers to

addresses;
receiving a domain name;

identifying from the domain name mapping an intermediate

identifier associated with the received domain name;

identifying from the address mapping an address associated with

the identified intermediate identifier; and

sending the identified address as the address of the received

.domain name.

The method of claim 12 wherein the intermediate identifier is a

telephone number.

The method of claim 13 wherein the address mapping maps
telephone numbers to addresses of servers where a call to the telephone

number is a local call.

The method of claim 13 wherein the telephone number is part of

the domain name.

The method of claim 13 wherein a second-level domain name is a

telephone number.

The method of claim 13 wherein a third-level domain name is a

telephone number.

The method of claim 13 wherein the telephone number is a
parameter of a uniform resource identifier that includes the domain name.
-22-



[c19]

[c20]

[c21]

[c22]

[c23]

[c24]

The method of claim 12 wherein the intermediate identifier is a

dynamic address name.

The method of claim 19 wherein the dynamic address name is a

name of a user of an instant messaging system.

The method of claim 19 wherein the address mapping is providing

by an dynamic address system.

The method of claim 21 wherein the dynamic address system is an

instant messaging system.

A method in a computer system for providing dynamic addresses

for devices, the method comprising:
providing a mapping from dynamic address names to addresses;

receiving from a domain name server a dynamic address name

associated with a device;

identifying from the provided mapping an address to which the

received dynamic address name maps; and
sending to the domain name server the identified address

so that the domain name server can provide the identified address

as an address associated with the device.

The method of claim 23 wherein the domain name server maps

domain names to dynamic address names.
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[c25]

[c26]

[c27]

[c28]

[c29]

[c30]

[c31]

[c32]

The method of claim 23 wherein the device is connected to the

Internet.
The method of claim 23 wherein the device is a web server.

The method of claim 23 wherein the computer system is an instant

messaging system.

The method of claim 23 including receiving an new address for a
dynamic address name and updating the mapping to map the dynamic

address name to the new address.
The method of claim 23 wherein the addresses are IP addresses.

The method of claim 23 wherein the domain name server is a top-

level domain name server.

The method of claim 23 wherein the domain name server is a

second-level domain name server.

A method in a computer system for providing dynamic addresses

for resources, the method comprising:

receiving a uniform resource identifier having a parameter that

identifies a resource;
identifying a dynamic address name associated with the parameter;

sending to a dynamic address system the identified dynamic
address name, the dynamic address system having a

mapping from dynamic address names to addresses
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[c33]

[c34]

[c35]

[c36]

[c37]

[c38]

[c39]

wherein resources have a dynamic address name and have

their address registered with the dynamic address system;

receiving from the dynamic address system an address for the

identified dynamic address name; and

sending the received address as the address for resource

identified by the parameter.

The method of claim 32 wherein the resource is a device

connected to the Internet.
The method of claim 32 wherein the computer system is a web site.
The method of claim 34 wherein the uniform resource identifier is
received after a domain name server directs a resolution request for an

address to the computer system.

The method of claim 35 wherein the domain name server is a

second-level domain name server.

The method of claim 35 wherein the domain name server is a top-

level domain name server.
The method of claim 32 wherein the address is an |IP address.
The method of claim 32 wherein the dynamic address system is an

instant messaging system and the dynamic address name identifies a

web site that registered its address with the instant messaging system.
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[c40]

[c41]

[c42]

[c43]

[c44]

[c45]

[c46]

A method in a computer system for placing a telephone call over a

~ network, the method comprising:

receiving a domain name from a client computer, the domain name

being associated with a telephone number;

identifying an address of a telephone server associated with the

telephone number associated with the domain name; and
sending the identified address to the client computer

wherein, when the client computer accesses the identified address,
a telephone call is placed to the telephone number

associated with the domain name.

The method of claim 40 wherein the telephone number is part of

the domain name.

The method of claim 41 wherein the telephone number is a

second-level domain name.

The method of claim 41 wherein the telephone number is a third-

level domain name.

The method of claim 41 wherein the telephone number is

dispersed throughout the domain name.

The method of claim 40 wherein the domain name identifies a

name that is associated with at telephone number.
The method of claim 45 wherein the name is a name of a person.
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[c47]

[c48]

[c49]

[c50]

[c51]

[c52]

[c53]

[c54]

[c55]

The method of claim 45 wherein the name is a name of an

organization.

The method of claim 45 wherein the name is a name of a business

entity.

The method of claim 45 wherein the name is an alphabetic,

numeric, or alphanumeric identifier.
The method of claim 45 wherein the resource is a web page.

The method of claim 40 wherein the telephone call is associated

with a voice conversation.

The method of claim 40 wherein the telephone call is associated

with a facsimile transmission.

A computer-readable medium containing a data structure having a

domain name comprising:
a top-level domain name; and

another level domain name that identifies a telephone number to

be called when the domain name is specified.

The computer-readable medium of claim 53 wherein the other level

domain name contains the digits of the telephone number.

The computer-readable medium of claim 54 wherein the other level

domain name contains the name of an entity to be called.
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[c56] The computer-readable medium of claim 54 wherein the other level

domain name is a second-level domain name.

[c57] The computer-readable medium of claim 54 wherein the other level

domain name is a third-level domain name.

[c58] A method in a computer system for mapping a domain name with

no associated address to an address, the method comprising:
receiving a domain name from a client;

determining whether an address is associated with the received

domain name; and

when it is determined that an address is not associated with the

received domain name,

sending a search request based on the domain name to a

search engine;

receiving from the search engine an address associated

with the search results; and
sending to the client the received address so that the client
can access the search results.

[c59] The method of claim 58 wherein the address is an IP address.

[c60] The method of claim 58 wherein the computer system is a domain

name server.

[c61] The method of claim 60 wherein the domain name server is a top-

level domain name server.
-28-



[c62] The method of claim 60 wherein the domain name server is a

second-level domain name server.

[c63] A method in a computer system for mapping a domain name with

no associated address to an address, the method comprising:
receiving a domain name from a client;

determining whether an address is associated with the received

domain name; and

when it is determined that an address is not associated with the
received domain name, sending to the client an address of
an alternate server computer so that the client can access

the alternate server computer.

[c64] A method in a computer system for mapping a domain name with

no associated address to an address, the method comprising:
receiving a domain name from a client computer;

determining whether an address is associated with the received

domain name; and

when it is determined that an address is not associated with the
received domain name, redirecting the client computer to a
search engine that provides search results to the client

computer based on the domain name.
[c65] Thé method of claim 64 wherein the address is an IP address.

[c66] The method of claim 64 wherein the computer system is a domain

name server.
-20-



[c67] The method of claim 66 wherein the domain name server is a top-

level domain name server.

[c68] The method of claim 66 wherein the domain name server is a

second-level.domain name server.

[c69] The method of claim 64 wherein an address is not associated with

the received domain name because it is not a registered domain name.

[c70] A method in a computer system for mapping a domain name with

no associated address to an address, the method comprising:
sending to a domain name server a domain name;

receiving from the domain name server an indication that the sent

domain name is not mapped to an address; and
upon receiving the indication,

automatically sending to a search engine a search request

based on the sent domain name; and

displaying search results provided by the search engine.

[c71] The method of claim 70 wherein a browser performs the automatic
sending.
[c72] The method of claim 70 wherein a plug-in of a browser performs

the automatic sending.
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