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(57) ABSTRACT 

A client computer runs an operating System that executes 
additional applications by loading them using an application 
loader and executes device drivers for peripheral devices by 
loading the drivers using a device loader. The operating 
System restricts the functionality of the operating System, 
Such as by making Selected portions and functionality of the 
operating System unavailable to the user or by limiting the 
user's ability to add Software applications or device drivers 
to the computer. Additionally, various techniques can be 
used to remove or reduce the functionality limitations of the 
computer 
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RESTRICTED SOFTWARE AND HARDWARE 
USAGE ON A COMPUTER 

RELATED APPLICATIONS 

0001. This application is a divisional application of U.S. 
patent application Ser. No. 09/568,095, filed May 9, 2000, 
which is hereby incorporated by reference herein. 

TECHNICAL FIELD 

0002 This invention relates to computers and operating 
Systems. More particularly, the invention relates to restrict 
ing usage of Software and hardware on a computer. 

BACKGROUND OF THE INVENTION 

0.003 Computer technology is continually advancing, 
resulting in new computers that are more powerful and 
cheaper than their predecessors. Such advancement has had 
a significant affect on people, expanding the types of tasks 
people perform with their computers as well as increasing 
the number of people who use computers. 
0004. Many computers are currently manufactured with a 
general purpose “open architecture” operating System 
installed. An open architecture operating System refers to an 
operating System that makes numerous functions available 
to the user and also allows the user to modify the computer 
by installing additional Software programs on the computer 
that provide additional functionality to the user or by remov 
ing Software programs from the computer. The operating 
System can make a wide variety of functionality available to 
the user, Such as recreational or educational programs, 
reference programs, productivity programs (Such as word 
processing or database functionality), communications pro 
grams, etc. 

0005 One problem inherent in open architecture systems 
is they are generally licensed with complete use rights 
and/or functionality that may be beyond the need or desire 
of the System purchaser. Consequentially, the purchase price 
of these Systems being indifferent to usage Scenarios means 
users with limited needs pay the same rate for these Systems 
as those with universal needs. 

0006 An additional problem with open architecture sys 
tems is that Virtually anyone can write an application that 
can be executed on the System. Some applications or devices 
may not operate properly due to a problem with the appli 
cation or associated driver, yet many users associate Such 
problems with the manufacturer of the system. Thus, it 
would be beneficial to provide a way for the manufacturer of 
the system to control the extensibility of the system. 
0007. The invention described below addresses these 
disadvantages by providing restricted Software and hard 
Ware usage on a computer. 

SUMMARY OF THE INVENTION 

0008 According to one aspect of the invention, a client 
computer runs an operating System that executes applica 
tions by loading them using an application loader and 
executes device drivers for peripheral devices by loading the 
drivers using a device loader. The client computer also 
includes a digest catalog that includes digital Signatures for 
program files that can be executed by the client computer. 
When attempting to load an application or driver, the appro 
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priate loader checks whether a digital Signature for the 
corresponding program file(s) is included in the digest 
catalog. If no Such digital Signature is included, then the 
loader does not load the program file(s) corresponding to the 
application or driver. 
0009. According to another aspect of the invention, the 
digest catalog includes, for each program file corresponding 
to an application or driver that should be executable by the 
computer, a digitally signed hash value that is generated 
from a hash function based on the corresponding program 
file. When attempting to load a particular file, the loader 
generates a hash value and compares it to the decrypted hash 
values in the digest catalog. If the comparison results in no 
matches, then the corresponding program file (and thus the 
application or driver) is not loaded. 
0010. According to another aspect of the invention, a 
consumer initially purchases a computer with restricted 
functionality at a price that is less than the price that would 
be charged for a computer with full functionality. Subse 
quently, the user can, at an additional cost, acquire a digital 
key that allows the restrictions to be removed, upgrading the 
computer to full functionality. 

0011. According to another aspect of the invention, a 
consumer can execute additional applications or drivers on 
his or her computer by obtaining appropriate digital Signa 
tures for the additional applications or drivers to add to the 
digest catalog. In exchange for payment, a Software or 
hardware vendor will acquire a digital signature(s) for the 
appropriate program files from the Supplier of the program 
files. The digital signature(s) will then be transmitted to the 
consumer in exchange for payment to the vendor. The digital 
Signature(s) can then be added to the digest catalog at the 
consumer's computer, So that the next time he or she 
attempts to execute the application or driver the appropriate 
Signatures will be in the digest catalog and the program files 
will be loaded. 

0012. According to another aspect of the invention, a 
consumer can execute additional applications or drivers on 
his or her computer by obtaining the appropriate digital 
Signatures for Such applications or drivers from the same 
OEM (original equipment manufacturer) as manufactured 
the consumer's computer. The consumer's computer 
executes only applications that have in the digest catalog a 
digital signature of the OEM. Thus, the OEM can limit what 
additional applications are made available to the consumer. 
0013. According to another aspect of the invention, the 
OEM maintains a digest catalog that can be made available 
to the consumer's computer (either locally at the computer 
or remotely). The consumer, in exchange for payment, is 
given access to the digest catalog So that any applications for 
which a corresponding digital signature exists in the OEM’s 
digest catalog can be executed at the client computer. The 
consumer can be given a limited amount of time (e.g., one 
month or one year) within which he or she can access the 
OEM’s digest catalog. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0014. The present invention is illustrated by way of 
example and not limitation in the figures of the accompa 
nying drawings. The Same numbers are used throughout the 
figures to reference like components and/or features. 
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0.015 FIG. 1 shows a network system and environment 
in accordance with one embodiment of the invention. 

0016 FIG.2 shows a general example of a computer that 
can be used in accordance with the invention. 

0017 FIG. 3 is a block diagram illustrating selected 
components of an exemplary client computer in more detail. 
0.018 FIG. 4 is a flow diagram illustrating the distribu 
tion of a Sealed computer and the unlocking of restricted 
functionality in accordance with one embodiment of the 
invention. 

0019 FIG. 5 is a flowchart illustrating an exemplary 
process for creating a digest catalog. 
0020 FIG. 6 is a flowchart illustrating an exemplary 
process for using a digest catalog. 
0021 FIG. 7 is a flowchart illustrating an exemplary 
proceSS for unlocking restricted functionality on a computer. 
0022 FIG. 8 is an exemplary flow diagram illustrating 
the distribution of digital signatures to add Software appli 
cations and/or device drivers to a computer. 
0023 FIG. 9 is another exemplary flow diagram illus 
trating the distribution of digital signatures to add Software 
applications and/or device drivers to a computer. 
0024 FIG. 10 is a block diagram illustrating the remote 
Storage of a digest catalog in accordance with one embodi 
ment of the invention. 

DETAILED DESCRIPTION 

0.025 FIG. 1 shows a network system and environment 
100 in accordance with one embodiment of the invention. 
Generally, the system 100 includes one or more client or 
consumer computerS 102, one or more Suppliers 104, and 
can optionally include one or more vendors 106 and one or 
more original equipment manufacturers (OEMs) 108. 
Although illustrated as business entities, Suppliers 104, 
vendors 106, and OEMs 108 each include one or more 
computers via which they can interact with network 110. 
The computers 102, Suppliers 104, vendors 106, and OEMs 
108 communicate with one another over a data communi 
cations network. The data communications network in FIG. 
1 is a public network 110, such as the Internet. The data 
communications network might also include local-area net 
WorkS and/or private wide-area networks, and can include 
both wired and wireleSS Sections. Alternatively, one or more 
of computers 102, Suppliers 104, vendors 106, and OEMs 
108 may communicate with each other directly rather than 
via network 110. 

0.026 Client computer 102 represents any of a wide 
variety of conventional computing devices. Examples of 
client computers 102 include personal computers (e.g., 
portable, palm-top, or desktop computers), microprocessor 
based or programmable consumer electronics (e.g., a 
“WEBTV” terminal or a gaming console), etc. 
0.027 Supplier 104 represents the source of additional 
electronic content, Such as Software applications or other 
files including instructions and/or data for a Software appli 
cation. Supplier 104 can be the actual author(s) of the 
electronic content, or alternatively an agent of the author(s) 
or other intervening device(s) between the actual author(s) 

Mar. 23, 2006 

and the network 110. The electronic content can be designed 
to be a complete product by itself when executed by com 
puter 102, or alternatively can be designed to work in 
conjunction with other Software or hardware component(s). 
0028 Vendor 106 is a retailer of the electronic content 
provided by Supplier 104. Examples of vendor 106 include 
an Independent Software Vendor (ISV) or an Independent 
Hardware Vendor (IHV) that sell the electronic content 
provided by supplier 104 for use with computers 102. 
0029 OEM 108 is a manufacturer and retailer of com 
puters 102. OEM 108 may also be a retailer of the electronic 
content provided by Supplier 104. 
0030 FIG.2 shows a general example of a computer 142 
that can be used in accordance with the invention. Computer 
142 is shown as an example of a computer that can perform 
the functions of client computer 102, Supplier 104, vendor 
106, or OEM 108 of FIG. 1. Computer 142 includes one or 
more processors or processing units 144, a System memory 
146, and a system bus 148 that couples various system 
components including the System memory 146 to processors 
144. 

0031. The bus 148 represents one or more of any of 
Several types of bus Structures, including a memory bus or 
memory controller, a peripheral bus, an accelerated graphics 
port, and a processor or local bus using any of a variety of 
buS architectures. The System memory includes read only 
memory (ROM) 150 and random access memory (RAM) 
152. Abasic input/output system (BIOS) 154, containing the 
basic routines that help to transfer information between 
elements within computer 142, Such as during Start-up, is 
stored in ROM 150. Computer 142 further includes a hard 
disk drive 156 for reading from and writing to a hard disk, 
not shown, connected to bus 148 via a hard disk driver 
interface 157 (e.g., a SCSI, ATA, or other type of interface); 
a magnetic disk drive 158 for reading from and writing to a 
removable magnetic disk 160, connected to bus 148 via a 
magnetic disk drive interface 161; and an optical disk drive 
162 for reading from or writing to a removable optical disk 
164 such as a CD ROM, DVD, or other optical media, 
connected to bus 148 via an optical drive interface 165. The 
drives and their associated computer-readable media provide 
nonvolatile Storage of computer readable instructions, data 
Structures, program modules and other data for computer 
142. Although the exemplary environment described herein 
employs a hard disk, a removable magnetic disk 160 and a 
removable optical disk 164, it should be appreciated by 
those skilled in the art that other types of computer readable 
media which can Store data that is accessible by a computer, 
Such as magnetic cassettes, flash memory cards, digital 
Video disks, random access memories (RAMs) read only 
memories (ROM), and the like, may also be used in the 
exemplary operating environment. 
0032. A number of program modules may be stored on 
the hard disk, magnetic disk 160, optical disk 164, ROM 
150, or RAM 152, including an operating system 170, one 
or more application programs 172, other program modules 
174, and program data 176. Operating system 170 can be 
any of a variety of operating Systems, Such as any of the 
“Windows' family of operating systems available from 
Microsoft Corporation of Redmond, Wash. A user may enter 
commands and information into computer 142 through input 
devices such as keyboard 178 and pointing device 180. 
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Other input devices (not shown) may include a microphone, 
joystick, game pad, Satellite dish, Scanner, or the like. These 
and other input devices are connected to the processing unit 
144 through an interface 182 that is coupled to the system 
bus. A monitor 184 or other type of display device is also 
connected to the System buS 148 via an interface, Such as a 
video adapter 186. In addition to the monitor, personal 
computers typically include other peripheral output devices 
(not shown) Such as speakers and printers. 
0.033 Computer 142 can optionally operate in a net 
worked environment using logical connections to one or 
more remote computers, Such as a remote computer 188. The 
remote computer 188 may be another personal computer, a 
Server, a router, a network PC, a peer device or other 
common network node, and typically includes many or all of 
the elements described above relative to computer 142, 
although only a memory storage device 190 has been 
illustrated in FIG. 2. The logical connections depicted in 
FIG. 2 include a local area network (LAN) 192 and a wide 
area network (WAN) 194. Such networking environments 
are commonplace in offices, enterprise-wide computer net 
Works, intranets, and the Internet. In the described embodi 
ment of the invention, remote computer 188 executes an 
Internet Web browser program such as the “Internet 
Explorer Web browser manufactured and distributed by 
Microsoft Corporation of Redmond, Wash. 

0034. When used in a LAN networking environment, 
computer 142 is connected to the local network 192 through 
a network interface or adapter 196. When used in a WAN 
networking environment, computer 142 typically includes a 
modem 198 or other means for establishing communications 
over the wide area network 194, Such as the Internet. The 
modem 198, which may be internal or external, is connected 
to the system bus 148 via a serial port interface 168. In a 
networked environment, program modules depicted relative 
to the personal computer 142, or portions thereof, may be 
Stored in the remote memory Storage device. It will be 
appreciated that the network connections shown are exem 
plary and other means of establishing a communications link 
between the computers may be used. 

0.035 Computer 142 can also optionally include one or 
more broadcast tuners 200. Broadcast tuner 200 receives 
broadcast Signals either directly (e.g., analog or digital cable 
transmissions fed directly into tuner 200) or via a reception 
device (e.g., via an antenna or Satellite dish (not shown)). 
0.036 Generally, the data processors of computer 142 are 
programmed by means of instructions Stored at different 
times in the various computer-readable Storage media of the 
computer. Programs and operating Systems are typically 
distributed, for example, on floppy disks or CD-ROMs. 
From there, they are installed or loaded into the Secondary 
memory of a computer. At execution, they are loaded at least 
partially into the computer's primary electronic memory. 
The invention described herein includes these and other 
various types of computer-readable Storage media when 
Such media contain instructions or programs for implement 
ing the Steps described below in conjunction with a micro 
processor or other data processor. The invention also 
includes the computer itself when programmed according to 
the methods and techniques described below. Furthermore, 
certain Sub-components of the computer may be pro 
grammed to perform the functions and Steps described 
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below. The invention includes such sub-components when 
they are programmed as described. In addition, the invention 
described herein includes data Structures, described below, 
as embodied on various types of memory media. 
0037 For purposes of illustration, programs and other 
executable program components Such as the operating Sys 
tem are illustrated herein as discrete blocks, although it is 
recognized that Such programs and components reside at 
various times in different Storage components of the com 
puter, and are executed by the data processor(s) of the 
computer. 

0038. In the discussion below, embodiments of the inven 
tion will be described in the general context of computer 
executable instructions, Such as program modules, being 
executed by one or more conventional personal computers. 
Generally, program modules include routines, programs, 
objects, components, data structures, etc. that perform par 
ticular tasks or implement particular abstract data types. 
Moreover, those skilled in the art will appreciate that various 
embodiments of the invention may be practiced with other 
computer System configurations, including hand-held 
devices, multiprocessor Systems, microprocessor-based or 
programmable consumer electronics, network PCs, mini 
computers, mainframe computers, and the like. In a distrib 
uted computer environment, program modules may be 
located in both local and remote memory Storage devices. 
0039. Alternatively, embodiments of the invention can be 
implemented in hardware or a combination of hardware, 
Software, and/or firmware. For example, one or more mod 
ules for implementing the invention can be embodied in one 
or more application specific integrated circuits (ASICs). 
0040 FIG. 3 is a block diagram illustrating selected 
components of an exemplary client computer in more detail. 
Client computer 102 includes an operating system 200, one 
or more applications 202, and one or more device drivers 
204. Operating system 200 controls the execution of soft 
ware applications 202 on computer 102, provides a user 
interface to allow users to interact with operating System 
200, and manages (with the assistance of device driver 204) 
the input and output of data and control information to and 
from computer 102. 
0041 Applications 202 represent software applications 
that can be executed by computer 102. Any of a wide variety 
of Software applications can be executed by computer 102, 
including productivity, recreational, educational, entertain 
ment, etc. applications. Device driverS 204 represent Soft 
ware modules that include instructions and/or data. A device 
driver 204 controls a corresponding peripheral device, 
allowing operating System 200 to communicate with the 
peripheral device when coupled to computer 102. Examples 
of Such peripheral devices include input devices (such as 
digital cameras, Scanners, keyboards, cursor control devices, 
etc.), output devices (Such as monitors, printers, etc.), and 
combinations thereof (e.g., modems, network adapters, etc.). 
0042 Selected components of operating system 200 are 
illustrated in FIG. 3, including device loader 206, applica 
tion loader 208, digest catalog 210, cryptography module 
212, access control list 214, file system module 216, and 
upgrade module 220. Each of these components and mod 
ules 206, 208,210, 212, 214, 216, and 220 represents a set 
of instructions to carry out various functions when executed 
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by a processor, and are illustrated as Separate components 
and modules for ease of illustration. Depending on the 
implementation of operating System 200, these instructions 
may be grouped together differently. 

0043. Device loader 206 includes instructions for loading 
device drivers 204 stored in one or more files of nonvolatile 
memory into the volatile system RAM. Once loaded into 
system RAM, the processor of computer 102 can execute (or 
otherwise access) the drivers, enabling operating System 200 
to communicate with the corresponding peripheral devices. 

0044 Similarly, application loader 208 includes instruc 
tions for loading applications 202 Stored in one or more files 
of nonvolatile memory into the volatile system RAM. Once 
loaded into system RAM, the processor of computer 102 can 
execute (or otherwise access) the application. It should be 
noted that although device drivers and applications are 
loaded into system RAM, at various times some of their 
instructions may be Stored in nonvolatile memory instead 
(e.g., using a conventional "Swap” file on a hard disk). 
0.045 Digest catalog 210 stores digitally signed identifi 
ers of the various applications 202 and device drivers 204 
that should be executable on computer 102. Applications 
and drivers that “should be executable' on computer 102 
refers to applications and/or drivers for which a supplier 104 
of FIG. 1 has given their permission to execute on computer 
102, rather than a technical or compatibility issue with 
computer 102. 

0046) Cryptography module 212 performs the necessary 
cryptographic functions of the invention, including gener 
ating and Verifying digital signatures, encrypting and 
decrypting information, generating hash values from cryp 
tographic hash functions, etc. The discussion herein assumes 
that the reader is familiar with public key cryptography. For 
a basic introduction to cryptography, the reader is directed to 
a text written by Bruce Schneier and entitled, “ Applied 
Cryptography: Protocols, Algorithms, and Source Code in 
C,” published by John Wiley & Sons, copyright 1994 
(second edition 1996). 
0047 Access control list 214 stores a set of one or more 
entities that are allowed to modify digest catalog 210. An 
entity can be an individual or group of individuals, or 
alternatively machines (e.g., an identifier of Supplier 104 or 
OEM 108 of FIG. 1). The identity of any entity trying to 
modify digest 210 is checked by operating system 200. If the 
entity is not identified in acceSS control list 214, then any 
attempts to modify digest catalog 210 are ignored by oper 
ating system 200. 

0.048 File system module 216 manages the storage of 
applications 202 and device drivers 204, as well as appli 
cation data files (not shown) in the nonvolatile storage 
device(s) of computer 102. 
0049 Certain functions of operating system 200 may not 
be available to the user, illustrated as restricted portion 218. 
Functionality of operating system 200 may be restricted, for 
example, in exchange for a lower purchase price for com 
puter 102. However, upon certain conditions being Satisfied, 
an optional upgrade module 220 can “unlock” restricted 
portion 218 making the restricted functionality available to 
the user. Such restricted functionality and “unlocking is 
discussed in more detail below. 
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0050 FIG. 4 is a flow diagram illustrating the distribu 
tion of a Sealed computer and the unlocking of restricted 
functionality in accordance with one embodiment of the 
invention. A sealed computer 232 is distributed from a 
vendor or OEM 234 to a consumer 236. Sealed computer 
232 can be, for example, client computer 102 of FIGS. 1 
and 3, while vendor or OEM 234 can be, for example, 
vendor 106 or OEM 108 of FIG. 1. In exchange for sealed 
computer 232, consumer 236 provides an agreed upon Sum 
of money 238 (or alternatively other compensation) to 
vendor or OEM 234. 

0051 Sealed computer 232 includes various software 
applications and device drivers for a general purpose open 
architecture operating System. However, additional Software 
applications and device drivers cannot be added to the 
computer 232, thereby “Sealing the computer and restrict 
ing it to executing only Specified Software applications and 
device drivers. 

0052 The sealing of computer 232 ensures that consumer 
236 is limited to executing only Specific applications and 
device drivers (e.g., only those applications that are installed 
on computer 232 by vendor/OEM 234 and included on 
computer 232 at the time it is distributed to consumer 236). 
By preventing additional device drivers from being installed 
on computer 232, consumer 236 is further prevented from 
adding any additional peripheral devices (which would 
require an additional device driver(s)) to computer 232. 
0053 Purchase of a sealed computer 232 can be a great 
benefit for consumer 236. For example, consumer 236 could 
purchase a Sealed computer at a lower price 238 than he or 
She would have paid for a non-Sealed computer. 
0054) A computer 102 of FIG. 3 can be “sealed” using 
features of operating system 200. Digest catalog 210 is 
loaded with a digitally signed hash value (or alternatively 
other identifier) for the applications 202 and device drivers 
204 that can be executed by computer 102. Operating system 
200 allows only entities identified by access control list 214 
to modify digest catalog 210, So unauthorized individuals/ 
devices are not able to add hash values for additional 
applications or device drivers to digest catalog 210. 

0055 When a user wants to execute a particular software 
application 202, application loader 208 generates a hash 
value for the application 202 and checks whether a corre 
sponding digitally signed hash value exists in digest catalog 
210. If Such a digitally signed hash value exists, then loader 
208 loads the application; otherwise, loader 208 does not 
load the application. Analogous checks are performed by 
device loader 206 prior to loading a device driver 204 for use 
with a particular hardware device. 
0056. Other techniques for sealing the computer 102 can 
also be used, either in addition to or in place of the use of 
digest catalog 210 discussed above. For example, file System 
module 216 can prevent the alteration of the files stored on 
the Storage devices of computer 102, Such as by ignoring any 
requests to add or delete files. File system module 216 can 
prevent the alteration of files based on their location within 
the storage hierarchy of the storage devices (e.g., files cannot 
be deleted from particular folders or directories), based on 
their location on the storage device (e.g., files cannot be 
written to particular Sectors of a hard disk), or alternatively 
without regard for the location of the files. 
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0057 FIG. 5 is a flowchart illustrating an exemplary 
process for creating digest catalog 210 of FIG. 3. The acts 
of FIG. 5 are implemented by Supplier 104, vendor 106, or 
OEM 108 of FIG. 1, or a combination thereof, and may be 
performed in Software. FIG. 5 is described with additional 
reference to components in FIGS. 1 and 3. 

0.058 Initially, a file that is to be accessible at the 
computer device is selected (act 252), Such as a file includ 
ing instructions for an application 202 or device driver 204. 
Ahash value is then generated for the selected file (act254). 
The hash value can be generated using any of a wide variety 
of conventional hash functions, including cryptographic 
one-way hash functions. Typically, Such hash functions 
produce a different hash value for different input values. 
0059. The generated hash value is then digitally signed 
(act 256). The hash value can be digitally signed using any 
of a wide variety of conventional encryption techniques, 
such as the well-known RSA (Rivest, Shamir, and Adelman) 
public-key encryption technique. By digitally signing the 
hash value, device loader 206 or application loader 208 can 
Subsequently verify that the hash value was signed by the 
appropriate device (e.g., Supplier 104, vendor 106, or OEM 
108) as discussed in more detail below. 
0060. The digitally signed hash value is then added to the 
digest catalog 210 (act 258). A check is then made as to 
whether any additional files are to be accessible at the 
computer (act 260). If no additional files are to be accessible 
at the computer, then the process ends (act 262). Otherwise, 
acts 252-258 are repeated for an additional file. 
0061 FIG. 6 is a flowchart illustrating an exemplary 
proceSS for using digest catalog 210 of FIG. 3 in accessing 
files. The acts of FIG. 6 are implemented by device loader 
206 if a device driver 204 is to be loaded, and by application 
loader 208 if an application 202 is to be loaded. The process 
of FIG. 6 may be performed in Software. FIG. 6 is described 
with additional reference to components in FIGS. 1, 3 and 
5. 

0.062 Eventually, a request to load a software application 
202 or device driver 204 is received (act 272). In response 
to the request, application loader 208 (or device loader 206) 
generates a hash value for the file(s) including the requested 
application (or device driver) (act 274). The hash function 
used to generate the hash value in act 274 is the same hash 
function as was used to generate the hash value in act 254 
of FIG 5. 

0063) Application loader 208 (or device loader 206) then 
decrypts the hash values in digest catalog 210 (act 276). The 
manner in which the hash values are decrypted is dependent 
on the manner in which they were encrypted. By way of 
example, if RSA public-key encryption was used to digitally 
sign the hash values in act 256 of FIG. 5, then the public key 
for the signing device is used by loader 208 (or loader 206) 
in a conventional manner to decrypt the hash values. 

0064. Once decrypted, loader 208 (or loader 206) com 
pares the decrypted hash values to the hash value generated 
in act 274 (act 278), and determines whether the generated 
hash value matches any of the decrypted hash values. If 
there is no match, then the request is denied and the 
requested Software application 202 or device driver 204 is 
not loaded (act 282). However, if there is a match, then the 
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request is executed and the requested Software application 
202 or device driver 204 is loaded and executed (act 284). 
0065 Thus, even if a user were to obtain additional 
application or device driver files and add them to computer 
102, he or she would be unable to execute the corresponding 
application or driver as loader 206 or loader 208 would not 
load the files. Additionally, in Some situations the user would 
be prevented from installing the application or device driver 
on computer 102. For example, many applications include 
an executable "Setup' file that is executed by the processor 
of computer 102 and that controls the installation of the 
necessary files for the application. In Such situations, if a 
digitally signed hash value for the Setup file is not included 
in digest catalog 210, then the Setup file could not be loaded 
and executed on computer 102. 
0.066 Returning to FIG. 3, computer 102 may be a 
restricted device that can be Subsequently upgraded. For 
example, certain functions may be Stored in restricted por 
tion 218 and thus be unavailable to the user. However, under 
the appropriate circumstances, the instructions in restricted 
portion 218 can be made available to the user. 
0067 Functionality of operating system 200 can be 
restricted in a variety of manners in addition to or in place 
of the use of digest catalog 210 described above. In accor 
dance with one embodiment, the instructions that are 
executed by a processor to carry out the restricted functions 
are contained, in encrypted form, in restricted portion 218 of 
operating system 200. These instructions may be grouped 
together in particular files that are encrypted, or alternatively 
distributed (in encrypted form) throughout the instructions 
of operating system 200. 
0068 Referring again to FIG. 4, a digital key 240 can be 
obtained from vendor/OEM 234 in exchange for an agreed 
upon Sum of money (or alternatively other compensation) 
242. Digital key 240 is used to “unlock” or otherwise make 
available the restricted functionality of the restricted (or 
alternatively sealed) computer. 
0069 FIG. 7 is a flowchart illustrating an exemplary 
process for unlocking restricted functionality on a computer. 
The acts of FIG. 7 are implemented by upgrade module 220 
of FIG. 3, and may be performed in software. FIG. 7 is 
described with additional reference to components in FIGS. 
1 and 5. 

0070 Initially, upgrade module 220 obtains a digital key 
to unlock the full version of the operating system (act 302). 
The digital key is then used to turn off or disable the lock 
down mechanisms(s) at the computer (act 304). In one 
implementation, the lock down mechanisms are disabled by 
disabling the Signature checking of device loader 206 and 
application loader 208 described above if the digital key is 
verified as being from the appropriate vendor (or OEM or 
Supplier). This verification can be performed, for example, 
using the RSA public key of the vendor (or OEM or 
Supplier). 
0071. The digital key is also used to decrypt any neces 
Sary files to generate the full version of the operating System 
(act 306). In one implementation, this decryption includes 
decrypting all of the instructions in restricted portion 218. 
The exact manner in which the decryption occurs is depen 
dent on the manner in which the files were originally 
encrypted (which is known to upgrade module 220, or 
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alternatively which is provided to upgrade module 220 by 
the appropriate vendor, OEM, or Supplier). 
0.072 The digital key can be used to decrypt the neces 
Sary files to generate the full version of the operating System 
(act306) in any of a variety of manners. By way of example, 
the digital key obtained in act 302 may be (or may include) 
an RSA public key corresponding to the RSA private key 
that was used to encrypt the files prior to their placement in 
computer 102. This RSA public key can be used in a 
conventional manner to decrypt the encrypted files. The full 
version functionality of the operating System is then 
installed (act 308), making all of the functions in restricted 
portion 218 available to the user. 
0.073 Returning again to FIG. 3, a computer 102 may be 
limited to executing only certain Software applications 202 
and/or device drivers 204, with device loader 206 and 
application loader 208 loading only those device drivers and 
applications that have a corresponding encrypted hash value 
in digest catalog 210. Additional applications 202 and 
device drivers 204 can be made available to the user of 
computer 102 by adding the appropriate digitally signed 
hash values to digest catalog 210. Thus, for example, a user 
could purchase an additional Software application (or 
peripheral device with an associated device driver) and be 
able to execute that application (or peripheral/driver) by 
adding the appropriate digitally signed hash value(s) corre 
sponding to the files of the application (or driver) to the 
digest catalog 210. 
0.074 FIG. 8 is an exemplary flow diagram illustrating 
the distribution of digital signatures to add Software appli 
cations and/or device drivers to a computer. Such applica 
tions or drivers can be new applications or drivers that the 
consumer has not previously installed, or alternatively can 
be updates or upgrades for previously installed applications. 
In the case of upgrades or updates, new digital Signatures 
can be obtained for the files that are updated/upgraded. A 
consumer 322 (using client computer 102 of FIGS. 1 and 3) 
provides an agreed upon Sum of money 324 (or alternatively 
other compensation) to vendor 326 in order to add the 
desired Software applications and/or device drivers to his or 
her computer. Vendor 326 in turn provides an agreed upon 
sum of money 328 (or alternatively other compensation) to 
supplier 330. 
0075 Supplier 330 provides a digital signature 332 to 
vendor 326, which in turn provides digital signature 332 to 
consumer 322. By distributing digital Signatures in the 
manner illustrated in FIG. 8, Supplier 330 becomes the 
central authority for the distribution of the digital Signatures. 
0076 Supplier 330 can optionally insist that vendor 326 
Satisfy various Standards in order to obtain a digital Signa 
ture. For example, supplier 330 may verify the identity of 
vendor 326 (e.g., using public key encryption techniques) 
and/or obtain assurances from Vendor 326 that improper 
actions will not be taken with digital signature(s) it receives 
from supplier 330. 
0.077 Additionally, Supplier 330 may optionally provide 
a Sum of money 334 (or alternatively other compensation) to 
an OEM 336 based on the receipt of money 328. Supplier 
330 may do so, for example, to provide an additional 
incentive to OEM 336 to market/advertise products for 
which supplier 330 provides digital signatures 332. 
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0078 By distributing digital signatures in the manner 
illustrated in FIG. 8, Supplier 330 maintains control over 
who is able to purchase and use its applications and/or 
device drivers. This control is maintained regardless of 
which vendor or OEM a user purchases the application 
and/or device drivers from. 

007.9 FIG. 9 is another exemplary flow diagram illus 
trating the distribution of digital signatures to add Software 
applications and/or device drivers to a computer. Such 
applications or drivers can be new applications or drivers 
that the consumer has not previously installed, or alterna 
tively can be updates or upgrades for previously installed 
applications. In the case of upgrades or updates, new digital 
Signatures can be obtained for the files that are updated/ 
upgraded. The discussion of FIG. 9 is made with additional 
reference to elements in FIG. 3. A consumer 352 (using a 
client computer 102 of FIGS. 1 and 3) requests the ability 
to use a particular Software application or device driver that 
is not already available to him or her on computer 102. This 
request is transmitted to OEM 354 either directly from 
consumer 352 or alternatively via vendor 356. 
0080 Consumer 352 provides an agreed upon sum of 
money 358 (or alternatively other compensation) to OEM in 
eXchange for a digital signature that can be added to digest 
catalog 210. The digital Signature can be provided directly to 
consumer 352 from OEM 354 (illustrated as digital signa 
ture 360), or alternatively via vendor 356 (illustrated as 
digital signature 362). 
0081. The digital signature that OEM 354 can provide to 
consumer 352 is received from supplier 364. Supplier 364 
generates a digital signature (e.g., a digitally signed hash 
value) 366 for the application or device driver file(s) that 
correspond to the request of consumer 352. This digital 
signature 366 may be provided to consumer 352 as digital 
signature 360 or 362. Alternatively, OEM 354 may also 
digitally sign digital Signature 366 and provide the resultant 
digital signature to consumer 352 as signature 360 or 362. 
Alternatively, Supplier 364 may digitally sign files in differ 
ent manners for different OEMs, thereby alleviating OEM 
354 from having to re-sign the signatures it receives but still 
tying the digital signature to OEM 354. 
0082) OEM 354 also provides an agreed upon sum of 
money 368 (or alternatively other compensation) to supplier 
364 in exchange for the digital signature 366. OEM 354 may 
also provide an agreed upon Sum of money 370 (or alter 
natively other compensation) to vendor 356 (e.g., if the 
request for the ability to use the particular Software appli 
cation or device driver came from vendor 356, or if the 
digital signature is provided to consumer 352 Via Vendor 
356). 
0083 Distributing digital signatures in the manner illus 
trated in FIG. 9 allows OEM 354 to maintain control over 
which applications and device drivers are executed on a 
computer. For example, if OEM 354 is the manufacturer of 
computer 102, OEM 354 can include digital signatures for 
only certain applications and device drivers in digest catalog 
210 during the manufacturing process. Access control list 
214 is also limited to include only OEM 354, thereby 
allowing only OEM 354 to alter the contents of digest 
catalog 210. These limitations on computer 102 limit the 
consumer to executing additional applications or device 
drivers only by obtaining the appropriate digital Signatures 
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for Such, and the digital Signatures can only come from 
OEM 354 (otherwise, they would not be added to digest 
catalog 210). 
0084 Consumer 352 can receive significant benefit from 
Such a distribution method, as the cost of the initial computer 
102 can be reduced; additional costs would be incurred only 
if and when consumer 352 wants the ability to execute the 
additional Software applications or device drivers. 
0085. Furthermore, by obtaining Subsequent software 
applications and device drivers directly from the same OEM 
as manufactured the computer, an additional level of assur 
ance can be provided to the consumer that the requested 
applications/drivers will execute properly on computer 102. 
For example, a computer as described herein that cost the 
Same amount-or more-Would be advantageous to people 
because the OEM would allow only “high quality” (e.g., 
tested and verified) drivers and/or applications to be run on 
the computer, resulting in a more reliable experience for the 
end user. 

0.086 Digest catalog 210 can be located locally at com 
puter 102, or alternatively can be located at a remote 
location or Separated among computer 102 and one or more 
remote locations. 

0087 FIG. 10 is a block diagram illustrating the remote 
Storage of a digest catalog in accordance with one embodi 
ment of the invention. A computer 102 is coupled to com 
municate with a server 382 via a data communications 
network 110. Server 382 can be any of a wide variety of 
conventional computing devices, Such as computer 142 of 
FIG. 2. Server 382 further includes digest catalog 384. 
0088. In order to execute a particular software application 
or device driver, the appropriate loader 206 or 208 commu 
nicates over network 110 with server 382. The digitally 
signed hash value(s) for the files of the requested application 
or driver are compared to those in digest catalog 384 and 
loaded only if a match is found. This comparison can be 
performed locally at client 102 (e.g., by loaders 206 and 
208) or alternatively remotely at server 382 and an indica 
tion returned to computer 102 from server 382 of the result 
of the comparison. 
0089. A consumer may provide monetary or other com 
pensation to the owner of server 382 (e.g., OEM 354 of FIG. 
9) in exchange for access to digest catalog 384. Such access 
may be for a limited time, Such as monthly or annually. Such 
Scenarios allow a user to obtain the ability to execute 
whatever applications/drivers are identified in digest catalog 
384, which may be, for example, all of the software appli 
cations and drivers that are distributed by OEM 354. Such 
applications and drivers could be continually updated by 
OEM 354, thereby continually providing the consumer with 
the latest upgrades and versions of the applications and 
drivers. 
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0090 The distribution models discussed above provide 
various techniques for expanding and/or contracting user 
rights. After distribution of a computer to a user, the user's 
rights can be expanded and/or contracted by, for example, a 
supplier 104 or OEM 108. The computer will not execute 
applications and/or drivers for which the user does not have 
appropriate rights, thereby limiting the user's ability to use 
the computer beyond the agreed upon rights. 
0091 Although the description above uses language that 
is Specific to structural features and/or methodological acts, 
it is to be understood that the invention defined in the 
appended claims is not limited to the Specific features or acts 
described. Rather, the Specific features and acts are disclosed 
as exemplary forms of implementing the invention. 

1. A method comprising: 
generating a list of digital signatures corresponding to 

files including instructions for execution by a processor 
of a computer; and 

making the instructions available for execution by the 
processor for a limited amount of time by making the 
list of digital Signatures available to the computer for 
the limited amount of time, 

wherein the list of digital signatures comprises a plurality 
of hash values digitally signed by an original equip 
ment manufacturer (OEM) making the list of digital 
Signatures available to the computer. 

2. A method as recited in claim 1, wherein the making 
further comprises making the list of digital Signatures avail 
able to the computer for the limited amount of time based on 
a receipt of compensation from a consumer using the 
computer. 

3. One or more computer-readable memories containing a 
computer program that is executable by a processor to: 

generate a list of digital Signatures corresponding to files 
including instructions for execution by a processor of a 
computer, and 

make the instructions available for execution by the 
processor for a limited amount of time by making the 
list of digital Signatures available to the computer for 
the limited amount of time, 

wherein the list of digital signatures comprises a plurality 
of hash values digitally signed by an original equip 
ment manufacturer (OEM) making the list of digital 
Signatures available to the computer. 

4. A method as recited in claim 1, wherein the generating 
comprises generating the list of digital signatures for Stor 
age, during the limited amount of time, at a Server remote 
from the computer. 


