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(54) 내부 확장된 서비스 세트(Ｉ-ＥＳＳ)에서 핸드오프를수행하는 방법 및 장치

요약

무선 근거리 네트워크/무선 광역 네트워크(WLAN/WWAN)의 2 개의 국들 사이에서 핸드오프하기 위한 방법 및 장치가 개

시되어 있으며, 여기서, 단말기는 제 1 국과 통신하여, 상기 제 1 국과의 접속이 손실되는 경우 또는 다른 어떤 이유로 접속

이 손실되는 경우 제 2 국을 스캐닝하고, 제 2 국과의 통신을 성립시킨다. 제 2 국과의 통신 성립은 제 2 국이 제 1 국과 상

이한지를 판정하는 단계와, 제 2 국과 연결되는 단계와 제 1 국의 아이덴티티를 제 2 국에 송신하는 단계와, 제 1 국의 아

이덴티티를 이용하여 제 2 국을 통해 최초 세션을 진행하는 단계를 포함한다. 핸드오프는 핸드오프에 실시되는 국들이 모

두 동일한 네트워크에 있든지, 또는 국들이 서로 상이한 네트워크에 있든지 모두 동일하게 성공적으로 이루어질 수 있다.

대표도

도 1a

명세서

기술분야

본 발명은 내부 확장된 서비스 세트(I- ESS)들에 관한 것이고, 더욱 자세하게는, ESS들 간의 핸드오프를 수행하는 방법 및

장치에 관한 것이다.
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배경기술

무선 근거리 네트워크(WLAN) 또는 무선 광역 네트워크(WWAN) 주변에서 이동하며 복수의 확장된 서비스 세트(ESS)들

로 구성된 무선 단말기(STA)는 그 이동성에 의해 한 ESS에서의 액세스 포인트(AP)와의 콘택트를 손실할 수 있기 때문에,

또 다른 ESS와 통신이 성립되기를 원하게 되는 시나리오를 갖는다. ESS들은 모두 동일한 네트워크, 즉, WLAN 네트워크

나 WWAN 네트워크에 있을 수 있거나, 또는 상이한 네트워크, 즉, 하나는 WLAN 네트워크에 그리고 다른 하나는 WWAN

네트워크에 있을 수 있다. 따라서, 최초 접속의 손실을 갖고 또는 최초 접속의 손실 없이 핸드오프를 수행하기 위한 간단하

고 효과적인 방법 및 장치가 제공되는 것이 바람직하다.

발명의 상세한 설명

본 발명은 효과적인 핸드오프를 실현하기 위하여 STA와 최초로 통신하는 ESS의 액세스 라우터(AR)를 이용하여 그 특징

이 이루어진다.

도면의 간단한 설명

본 발명을, 첨부한 도면을 참조하여 자세히 설명하며, 동일한 구성요소는 동일한 도면 번호로 나타낸다.

도 1a 및 도 1b는 모두 단말기 기반 절차를 이용하는 내부 확장된 서비스 세트(I-ESS)에서의 핸드오프의 개략도를 나타낸

다.

도 2는 시스템 기반 핸드오프 절차를 이용하는 I-ESS에서의 핸드오프를 나타내는 개략도를 나타낸다.

도 3a 및 도 3b는 모두 I-ESS들 내에서의 또 다른 시스템 기반 핸드오프 절차를 나타낸다.

도 4a 및 도 4b는 모두 ESS-1과의 STA 접속이 손실되어진, 단말기 기반인 I-ESS에서의 핸드오프를 나타낸 개략도이다.

실시예

도 1a 및 도 1b를 참조하면, 서로 통신할 수 있는 I-ESS들의 네트워크와 무선 STA가 도시되어 있다. 도 1a 및 도 1b에서

는 간략한 설명을 위하여, 2개의 확장된 서비스 세트(ESS-1 및 ESS-2)와 하나의 무선 STA만을 도시하고 있지만, 임의의

수의 확장된 서비스 세트들(ESSs)과 무선국들(STAs)이 서로 통신할 수 있고, 여기에 개시된 방법 및 장치는 보다 많은 수

의 ESS와 무선 STA를 가진 네트워크에서도 동일하게 성공적으로 이용될 수 있다.

초기에, 단계 S1에서, STA는 액세스 라우터 (AR-1)를 추가로 갖는 제 1 확장된 서비스 세트(ESS-1)의 액세스 포인트

(AP-1)와 연결되어 있다.

단계 S1에서, STA는 ESS-1의 식별정보(이하, 식별정보를 간략히 ID라 함)(ESS-1 ID)를 기본 서비스 세트 식별자(BSS

ID)와 함께 수신한다. 그 후, STA는 인터넷 프로토콜(IP) 네트워크에 접속되어 IP 어드레스(IPv4) 어드레스를 할당받거

나, 또는 다른 방법으로, IP 버전6(IPv6) 어드레스에 의해 접속된다.

단계 S2에서, STA는 STA의 위치 변경, 잡음, 자연적인 또는 인공적인 장벽 또는 그 외의 다른 어떤 요인으로 인하여 AP-

1와의 접속을 손실하며, 이에 의해, 단계 S3에서, STA는 신규 AP를 스캔하고, 확장된 서비스 세트의 부분(ESS-2)인

AP-2 를 탐색한 다음, 그 ESS-2로부터 수신 비컨 프레임 상에 로킹한다. 단계 S4에서, STA는 기본 서비스 세트 식별자

(BSSID-2)와 ESS-2의 ID(ESS-2 ID)를 포함하는 AP-2에 대한 정보를 검색한다.

단계 S5에서, STA는 BSSID-2가 BSSID-1와 동일한지를 판정하고, 이에 따라서, 재연결(re-association) 프로세스를 개

시한 다음, 단계 S6에서, STA는 AP-1 ID, AP-2 ID와 ESSID를 포함하는 재연결 메시지를 송신한다. 단계 S7에서, ESS-

2의 AP-2는 STA를 인증 및 인가하지만, ESS-2에서의 분배 시스템은 AP-1를 인정하는 것을 실패한다. 단계 S8에서,

AP-2는 STA로 재연결 성공 메시지를 송신한다. 단계 S9에서, STA는 외부 IP 네트워크를 로킹하는 경우 모바일 사용자

에 의해 통상적으로 이용되는 CoA(care of address)로 알려진 구 IP 어드레스를 제공하여, IP 네트워크에 대한 액세스를

획득한 다음 모바일 IPv4 (MIPv4) 또는 모바일 IPv6 (MIPv6)을 배치하는 핸드오프 절차를 개시한다. 단계 S10에서, 액세

스 라우터-2(AR-2)는 액세스 라우터-1(AR-1)와 콘택트하여 MIP(4 또는 6) 절차를 수행하고, 단계 S11에서, AR-1는 트
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래픽을 AR-2로 재라우팅한 다음 AP-1에서의 STA와 ESS-1의 상태들을 복구한다. 단계 S12에서, 핸드오프 절차가 완료

되고, 세션 트래픽이 AP-2를 통하여 STA로 재전달하고, 단계 S13에서, 최초의 세션이 진행된다. 도 1a 및 도 1b에는, 핸

드오프가 WLAN 네트워크에서의 ESS-1로부터 ESS-2로 이루어지는 것이 도시되어 있지만, WWAN에서 WWAN으로의

핸드오프, WLAN에서 WWAN으로의 핸드오프, WWAN에서 WLAN으로의 핸드오프도 본 발명의 알고리즘을 이용하여 동

일하게 성공적으로 수행될 수 있다. 또한, 상술한 결합들을 도 2 내지 도 4b의 실시형태에 적용한 경우를 설명한다.

도 2는 시스템 기반 핸드오프를 나타내며, 여기서, 도 1a 및 도 1b의 단계들과 구별되는 단계들은 "프라임(')" 부호를 붙여

표시한다. 도 2를 참조하면, 단계 S1 내지 단계 S6은 도 1a에 도시된 단계 S1 내지 단계 S6과 실질적으로 동일하다. 단계

S7'에서, AP-2는, STA를 인증 및 인가하는 단계에 더하여, ESS-1에서의 필수 데이터베이스를 문의하여, AR-1의 IP 어

드레스(즉, CoA)를 검색하고, 이 정보를 수신하면, AR-2는 MIP 핸드오프 절차를 수행하여, 세션을 전달한 후, 단계 S8에

서 재연결 성공 메시지를 송신한다. 도 2의 단계 S8에 후속하여, 도 1b에 도시된 단계 S9 내지 단계 S13 및 이와 유사한

단계들이 수행된다. 설명을 간략하게 위하여, 도 2에서는 이들 단계를 생략한다.

도 3a 및 도 3b는 또 다른 시나리오를 나타내며, 여기서, 변형된 시스템 기반 핸드오프가 제공되며, ESS-2가 STA에 문의

한다.

도 3a 및 도 3b를 참조하면, 도 1a 및 도 1b에 도시된 단계들과 유사한 단계들은 "프라임(')" 부호를 붙여 표시하지 않으며,

도 2의 "프라임(')" 부호를 붙여 표시된 단계와 유사한 단계는 "프라임(')"부호를 붙여 표시하며, 도 1a, 도 1b 및 도 2에 도

시된 단계와 상이한 단계들은 "더블 프라임(")"부호를 붙여 표시한다.

도 3a 및 도 3b를 참조하면, 예를 들어, 단계 S1 내지 단계 S6은 도 1의 단계 S1 내지 단계 S6와 실질적으로 동일하다. 단

계 S7"에서, ESS-2의 AP-2는 STA를 인증 및 인가하고, STA에 문의한 다음 AR-1의 IP 어드레스(CoA)를 검색하고, 단

계 S8"에서, AR-1의 IP 어드레스(CoA)에 대하여 STA에 문의한다. 단계 S9"에서, STA는 AR-1의 IP 어드레스를 제공하

여 응답한다. 단계 S10에서, AR-2는 AR-1을 콘택트한 다음, MIP(4 또는 6) 절차를 실시한다. 단계 S10에 후속하여, 단계

S11 및 단계 S12에서, AP-2는 STA에 재연결 성공 메시지를 송신한 다음(단계 S12'), 세션 트래픽을 재저장한다(단계

S13").

도 4a 및 도 4b는 단말기 기반 핸드오프 시나리오를 나타낸 것으로, 여기서는, 최초 접속이 손실되지 않는다.

단계 S2가 생략된 점을 제외하면, 단계 S1 내지 단계 S9는 도 1a 및 도 1b의 단계 S1 내지 단계 S9와 실질적으로 동일하

다. 그러나, ESS-1를 통하여 성립된 세션이 인터럽트되지 않았지만, STA는 (어떤 이유에서든) 핸드오프를 개시할 것을

원하는 것으로 본다. 단계 S9에서, STA는 AP-1와 콘택트하여, 핸드오프를 개시한다.

단계 S9 이후, 단계 S10에서, AR-1는 AR-2에 콘택트하여, MIP(4 또는 6) 절차를 실시한다. 나머지 단계들, 단계 S11 내

지 단계 S13는 도 1a 및 도 1b와 동일하다. 그러나, STA는 ESS-1에 여전히 접속되어 있기 때문에, 단계 S10'에서, AR-1

는 핸드오프를 개시한다.

세션이 손실되지 않은 경우의 시나리오에서 국이 개시한 핸드오프는 도 3a 및 도 3b에서의 핸드오프와 동일한 방식으로

수행된다. 더욱 자세하게는, 도 3a 및 도 3b에서는, 접속이 손실되지 않은 경우, 단계 S2가 생략되며, 단계 S10이 변경되

어, AR-1이 AR-2를 콘택트하고 MIP(4 또는 6) 절차를 실시한다. 나머지 단계 S11 내지 단계 S13은 변경되지 않는다.

(57) 청구의 범위

청구항 1.

무선 근거리 네트워크(WLAN)와 무선 광역 네트워크(WWAN) 중 한 네트워크에서의 제 1 국과 제 2 국 사이에서 무선 단

말기를 핸드오프하는 방법으로서,

상기 국들이 모두 WLAN의 부분 또는 WWAN의 부분으로 될 수 있거나, 하나의 국이 WLAN과 WWAN 중 한 부분으로 되

고 또 다른 국이 WLAN과 WWAN 중 나머지 한 부분으로 되며,

상기 단말기는,
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상기 제 1 국과의 접속의 손실에 응답하여, 상기 제 2 국을 스캐닝하는 단계와;

상기 제 2 국으로부터의 정보를 검색하는 단계와;

상기 제 2 국이 상기 제 1 국과 상이한지를 판정하는 단계와;

상기 제 2 국으로 연결 메시지(association message)를 송신하는 단계와;

상기 제 2 국으로부터의 연결 성공 메시지의 수신시, 핸드오프를 개시하고, 상기 1 국에 대한 정보를 상기 제 2 국에 제공

하는 단계를 수행하며,

상기 제 2 국은 상기 단말기로부터 수신되는 정보에 응답하여, 상기 제 1 국과 콘택트하는 단계를 수행하며,

상기 제 1 국은 상기 제 2 국에 트래픽을 재라우팅한 다음 상기 제 1 국을 복구(releasing)하는 단계를 수행하며,

상기 제 2 국은 상기 제 1 국에 의해 개시되는 핸드오프 절차에 응답하여, 상기 단말기와 상기 제 2 국 간의 세션을 재성립

시키는 단계를 수행하는 것인, 무선 단말기의 핸드오프 방법.

청구항 2.

무선 근거리 네트워크(WLAN)와 무선 광역 네트워크(WWAN) 중 한 네트워크에서의 제 1 국과 제 2 국 사이에서 무선 단

말기를 핸드오프하는 방법으로서,

상기 국들이 모두 WLAN의 부분 또는 WWAN의 부분으로 될 수 있거나, 하나의 국이 WLAN과 WWAN 중 한 부분으로 되

고 또 다른 국이 WLAN과 WWAN 중 나머지 한 부분으로 되며,

상기 단말기는,

상기 제 1 국과의 접속의 손실에 응답하여, 상기 제 2 국을 스캐닝하는 단계와;

상기 제 2 국에 대한 정보를 검색하는 단계와;

상기 제 2 국이 상기 제 1 국과 상이한지를 판정하는 단계와;

상기 제 2 국으로, 상기 제 1 국에 대한 정보를 포함하는 연결 메시지를 송신하는 단계를 수행하며,

상기 제 2 국은 상기 단말기로부터 수신되는 정보에 응답하여, 상기 제 1 국과 콘택트하여 상기 손실한 접속의 IP 어드레스

를 획득하는 단계를 수행하며,

상기 단말기는 자신에 대한 요청에 응답하여 상기 손실한 접속의 IP 어드레스를 제공하는 단계를 수행하며,

상기 제 2 국은 상기 제 1 국과 콘택트하여, 상기 제 1 국으로부터 상기 제 2 국으로의 핸드오프를 개시하는 단계를 수행하

며,

상기 제 1 국은 상기 제 2 국에 트래픽을 재라우팅한 다음 상기 제 1 국을 복구하는 단계를 수행하며,

상기 제 2 국은 상기 제 1 국에 의해 개시되는 핸드오프 절차에 응답하여, 상기 단말기와 상기 제 2 국 간의 세션을 재성립

시키는 단계를 수행하는 것인, 무선 단말기의 핸드오프 방법.

청구항 3.
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무선 근거리 네트워크(WLAN)와 무선 광역 네트워크(WWAN) 중 한 네트워크에서의 제 1 국과 제 2 국 사이에서 무선 단

말기를 핸드오프하는 방법으로서,

상기 국들이 모두 WLAN의 부분 또는 WWAN의 부분으로 될 수 있거나, 하나의 국이 WLAN과 WWAN 중 한 부분으로 되

고 또 다른 국이 WLAN과 WWAN 중 나머지 한 부분으로 되며,

상기 단말기는,

상기 제 1 국과의 접속의 손실에 응답하여, 상기 제 2 국을 스캐닝하는 단계와;

상기 제 2 국에 대한 정보를 검색하는 단계와;

상기 제 2 국이 상기 제 1 국과 상이한지를 판정하는 단계와;

상기 제 2 국으로, 상기 제 1 국에 대한 정보를 포함하는 연결 메시지를 송신하는 단계를 수행하며,

상기 제 2 국은 상기 제 1 국으로부터 수신되는 정보에 응답하여, 상기 단말기와 콘택트하여 상기 손실한 접속의 IP 어드레

스를 획득하는 단계를 수행하며,

상기 제 2 국은 상기 제 1 국과 콘택트하여, 핸드오프를 개시하는 단계를 수행하며,

상기 제 1 국은 상기 제 2 국에 트래픽을 재라우팅한 다음 상기 제 1 국을 복구하는 단계를 수행하며,

상기 제 2 국은 상기 제 1 국에 의해 개시되는 핸드오프 절차에 응답하여, 상기 단말기와 상기 제 2 국 간의 세션을 재성립

시키는 단계를 수행하는 것인, 무선 단말기의 핸드오프 방법.

청구항 4.

무선 근거리 네트워크(WLAN)와 무선 광역 네트워크(WWAN) 중 한 네트워크에서의 제 1 국과 제 2 국 사이에서 무선 단

말기를 핸드오프하는 방법으로서,

상기 국들이 모두 WLAN의 부분 또는 WWAN의 부분으로 될 수 있거나, 하나의 국이 WLAN과 WWAN 중 한 부분으로 되

고 또 다른 국이 WLAN과 WWAN 중 나머지 한 부분으로 되며,

상기 단말기는,

상기 제 1 국에 접속되는 동안, 제 2 국을 스캐닝하는 단계와;

상기 제 2 국으로부터의 정보를 검색하는 단계와;

상기 제 2 국이 상기 제 1 국과 상이한지를 판정하는 단계와;

상기 제 2 국으로 연결 메시지를 송신하는 단계와;

상기 제 2 국으로부터의 연결 성공 메시지의 수신시, 핸드오프를 개시하고, 상기 2 국에 대한 정보를 상기 제 1 국에 제공

하는 단계를 수행하며,

상기 제 1 국은 상기 단말기로부터 수신되는 정보에 응답하여, 상기 제 2 국과 콘택트하는 단계를 수행하며,

상기 제 1 국은 상기 제 2 국에 트래픽을 재라우팅한 다음 상기 제 1 국을 복구하는 단계를 수행하며,
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상기 제 2 국은 상기 제 1 국에 의해 개시되는 핸드오프 절차에 응답하여, 상기 단말기와 상기 제 2 국 간의 세션을 재성립

시키는 단계를 수행하는 것인, 무선 단말기의 핸드오프 방법.

청구항 5.

무선 근거리 네트워크(WLAN)와 무선 광역 네트워크(WWAN) 중 한 네트워크에서의 제 1 국과 제 2 국 사이에서 무선 단

말기를 핸드오프하는 방법으로서,

상기 국들이 모두 WLAN의 부분 또는 WWAN의 부분으로 될 수 있거나, 하나의 국이 WLAN과 WWAN 중 한 부분으로 되

고 또 다른 국이 WLAN과 WWAN 중 나머지 한 부분으로 되며,

상기 단말기는,

상기 제 1 국에 접속되는 동안, 제 2 국을 스캐닝하는 단계와;

상기 제 2 국으로부터의 정보를 검색하는 단계와;

상기 제 2 국이 상기 제 1 국과 상이한지를 판정하는 단계와;

상기 제 2 국으로, 상기 제 1 국에 대한 정보를 포함하는 연결 메시지를 송신하는 단계를 수행하며,

상기 제 2 국은 상기 단말기와 콘택트하여 상기 접속의 IP 어드레스를 획득하는 단계를 수행하며,

상기 단말기는 자신에 대한 요청에 응답하여 상기 접속의 IP 어드레스를 제 2 국에 제공하는 단계를 수행하며,

상기 제 2 국은 상기 제 1 국과 콘택트하여, 상기 제 1 국으로부터 상기 제 2 국으로의 핸드오프를 개시하는 단계를 수행하

며,

상기 제 1 국은 상기 제 2 국에 트래픽을 재라우팅한 다음 상기 제 1 국을 복구하는 단계를 수행하며,

상기 제 2 국은 상기 제 1 국에 의해 개시되는 핸드오프 절차에 응답하여, 상기 단말기와 상기 제 2 국 간의 세션을 재성립

시키는 단계를 수행하는 것인, 무선 단말기의 핸드오프 방법.

청구항 6.

무선 근거리 네트워크(WLAN)와 무선 광역 네트워크(WWAN) 중 한 네트워크에서의 제 1 국과 제 2 국 사이에서 무선 단

말기를 핸드오프하는 방법으로서,

상기 국들이 모두 WLAN의 부분 또는 WWAN의 부분으로 될 수 있거나, 하나의 국이 WLAN과 WWAN 중 한 부분으로 되

고 또 다른 국이 WLAN과 WWAN 중 나머지 한 부분으로 되며,

상기 단말기는,

상기 제 1 국에 접속되는 동안, 제 2 국을 스캐닝하는 단계와;

상기 제 2 국으로부터의 정보를 검색하는 단계와;

상기 제 2 국이 상기 제 1 국과 상이한지를 판정하는 단계와;

상기 제 2 국으로, 상기 제 1 국에 대한 정보를 포함하는 연결 메시지를 송신하는 단계를 수행하며,
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상기 제 2 국은 상기 단말기와 콘택트하여 상기 접속의 IP 어드레스를 획득하는 단계를 수행하며,

상기 제 2 국은 상기 제 1 국과 콘택트하여, 핸드오프를 개시하는 단계를 수행하며,

상기 제 1 국은 상기 제 2 국에 트래픽을 재라우팅한 다음 상기 제 1 국을 복구하는 단계를 수행하며,

상기 제 2 국은 상기 제 1 국에 의해 개시되는 핸드오프 절차에 응답하여, 상기 단말기와 상기 제 2 국 간의 세션을 재성립

시키는 단계를 수행하는 것인, 무선 단말기의 핸드오프 방법.

청구항 7.

무선 근거리 네트워크(WLAN)와 무선 광역 네트워크(WWAN) 중 한 네트워크에서의 제 1 국과 제 2 국 사이에서 무선 단

말기를 핸드오프하는 장치로서,

상기 국들이 모두 WLAN의 부분 또는 WWAN의 부분으로 될 수 있거나, 하나의 국이 WLAN과 WWAN 중 한 부분으로 되

고 또 다른 국이 WLAN과 WWAN 중 나머지 한 부분으로 되며,

상기 단말기는,

국들 중 상기 제 1 국과의 접속의 손실에 응답하여 상기 제 2 국을 스캐닝하는 수단과;

상기 제 2 국으로부터의 정보를 검색하는 수단과;

상기 제 2 국이 상기 제 1 국과 상이한지를 판정하는 수단과;

상기 제 2 국으로 연결 메시지를 송신하고, 상기 제 2 국으로부터의 연결 성공 메시지의 수신시, 핸드오프를 개시하고, 상

기 1 국에 대한 정보를 상기 제 2 국에 제공하는 수단을 포함하며,

상기 제 2 국은 상기 단말기로부터 수신되는 정보에 응답하여 핸드오프를 개시할 것을 상기 제 1 국에 요청하는 수단을 포

함하며,

상기 제 1 국은 상기 제 2 국에 트래픽을 재라우팅한 다음 상기 제 1 국을 복구하는 수단을 포함하며,

상기 제 2 국은 상기 제 1 국에 의해 개시되는 핸드오프 절차에 응답하여, 상기 단말기와 상기 제 2 국 간의 세션을 재성립

시키는 수단을 포함하는 것인, 무선 단말기의 핸드오프 장치.

청구항 8.

제 7 항에 있어서, 상기 제 1 국과 제 2 국은 액세스 포인트와 액세스 라우터를 가진 확장된 서비스 세트(ESS)로 각각 구성

되는 것인 무선 단말기의 핸드오프 장치.

청구항 9.

제 8 항에 있어서, 상기 제 1 국의 ESS는 상기 단말기에 ESS 식별정보(ESS ID)와 기본 서비스 세트 식별자(BSS ID)를 제

공하는 수단을 포함하는 것인 무선 단말기의 핸드오프 장치.

청구항 10.
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제 9 항에 있어서,

상기 제 2 국으로부터의 정보를 검색하는 수단은 상기 판정하는 수단에 의한 이용을 위하여 상기 제 2 국의 ESS ID와 BSS

ID를 검색하는 것인 무선 단말기의 핸드오프 장치.

청구항 11.

제 9 항에 있어서, 상기 단말기는 인터넷 프로토콜(IP) 네트워크에 접속하는 수단을 더 포함하며,

상기 단말기는 IP 어드레스를 할당받는 것인 무선 단말기의 핸드오프 장치.

청구항 12.

제 9 항에 있어서, 상기 단말기는 인터넷 프로토콜(IP) 네트워크에 접속하는 수단을 더 포함하며,

상기 단말기는 상기 단말기의 IP 어드레스를 통하여 접속되는 것인 무선 단말기의 핸드오프 장치.

청구항 13.

제 7 항에 있어서, 상기 스캐닝 수단은 상기 제 2 국으로부터의 비컨 상에 로킹시키는 수단을 포함하는 것인 무선 단말기의

핸드오프 장치.

청구항 14.

무선 근거리 네트워크(WLAN)와 무선 광역 네트워크(WWAN) 중 한 네트워크에서의 제 1 국과 제 2 국 사이에서 무선 단

말기를 핸드오프하는 장치로서,

상기 국들이 모두 WLAN의 부분 또는 WWAN의 부분으로 될 수 있거나, 하나의 국이 WLAN과 WWAN 중 한 부분으로 되

고 또 다른 국이 WLAN과 WWAN 중 나머지 한 부분으로 되며,

상기 단말기는,

상기 제 1 국과의 접속에 의해 획득되는 세션의 손실에 응답하여, 상기 제 2 국을 스캐닝하는 수단과;

상기 제 2 국으로부터의 정보를 검색하는 수단과;

상기 제 2 국이 상기 제 1 국과 상이한지를 판정하는 수단과;

상기 제 2 국으로, 상기 제 1 국에 대한 정보를 포함하는 연결 메시지를 송신하는 수단을 포함하며,

상기 제 2 국은 상기 단말기로부터 수신되는 정보에 응답하여, 상기 제 1 국과 콘택트하여 상기 손실한 접속의 IP 어드레스

를 획득하는 수단을 포함하며,

상기 단말기는 자신에 대한 요청에 응답하여 상기 손실한 접속의 IP 어드레스를 제공하는 수단을 포함하며,

상기 제 2 국은 상기 제 1 국으로부터 상기 제 2 국으로의 핸드오프를 개시할 것을 상기 제 1 국에 요청하는 수단을 포함하

며,
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상기 제 1 국은 상기 제 2 국에 트래픽을 재라우팅한 다음 상기 제 1 국을 복구하는 수단을 포함하며,

상기 제 2 국은 상기 제 1 국에 의해 개시되는 핸드오프 절차에 응답하여, 상기 단말기와 상기 제 2 국 간의 세션을 재성립

시키는 수단을 포함하는 것인, 무선 단말기의 핸드오프 장치.

청구항 15.

무선 근거리 네트워크(WLAN)와 무선 광역 네트워크(WWAN) 중 한 네트워크에서의 제 1 국과 제 2 국 사이에서 무선 단

말기를 핸드오프하는 장치로서,

상기 국들이 모두 WLAN의 부분 또는 WWAN의 부분으로 될 수 있거나, 하나의 국이 WLAN과 WWAN 중 한 부분으로 되

고 또 다른 국이 WLAN과 WWAN 중 나머지 한 부분으로 되며,

상기 단말기는,

국들 중 상기 제 1 국과의 접속의 손실에 응답하여 상기 제 2 국을 스캐닝하는 수단과;

상기 제 2 국에 대한 정보를 검색하는 수단과;

상기 제 2 국이 상기 제 1 국과 상이한지를 판정하는 수단과;

상기 제 2 국으로, 상기 제 1 국에 대한 정보를 포함하는 연결 메시지를 송신하는 수단을 포함하며,

상기 제 2 국은 상기 제 1 국으로부터 수신되는 정보에 응답하여, 상기 단말기와 콘택트하여 상기 손실한 접속의 IP 어드레

스를 획득하는 수단, 및 핸드오프를 개시할 것을 상기 제 1 국에 요청하는 수단을 포함하며,

상기 제 1 국은 상기 제 2 국에 트래픽을 재라우팅한 다음 상기 제 1 국을 복구하는 수단을 포함하며,

상기 제 2 국은 상기 제 1 국에 의해 개시되는 핸드오프 절차에 응답하여, 상기 단말기와 상기 제 2 국 간의 세션을 재성립

시키는 수단을 포함하는 것인, 무선 단말기의 핸드오프 장치.
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