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(57)【特許請求の範囲】
【請求項１】
　カード固有ＩＤ番号がカード製造時にＲＯＭに予め書き込まれ、かつシステムＩＤと管
理用情報とが書き込まれている非接触型ＩＣカード、
　前記カード固有ＩＤ番号及び前記カード固有ＩＤ番号に対応する情報が保存されている
データベース、
　カード製造時にＲＯＭに予め書き込まれている前記カード固有ＩＤ番号だけを読み取る
カード読み取り部、
　前記カード固有ＩＤ番号だけを読み取るカード読み取り部によって読み取られた前記カ
ード固有ＩＤ番号と前記データベースに保存されている前記カード固有ＩＤ番号に対応す
る情報を照合するデータ照合部、
　前記読み取り部によって読み取られた前記カード固有ＩＤ番号とこの読み取り時の時刻
データ発生部からの時刻データ情報を保存するデータ保存部
を有する、カード利用システム。
【請求項２】
　前記時刻データが出退勤データとして保存される、請求項１のカード利用システム。
【請求項３】
　さらに、場所データ発生部を有し、前記カード読み取り部の設置場所データを前記情報
及び前記時刻データとともに前記データ保存部に保存する、請求項１のカード利用システ
ム。
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【請求項４】
　前記時刻データ及び場所データが出退勤データとして保存される、請求項２のカード利
用システム。
【発明の詳細な説明】
【技術分野】
【０００１】
　本発明は、カード所有者のカード固有のＩＤ番号を読み取り、それに付随する情報及び
読取時の情報を使ったシステムに関するものである。
【背景技術】
【０００２】
　従来の出退勤管理システムに磁気カードを使ったものがある。
　図１に示すのは、磁気カードを使用した出退勤管理システムの例であり、この図におい
て、１は磁気カード、２は磁気カード読取装置、３は時刻データ発生部、４はデータ統合
部、５はデータ照合部、６は個人情報データベース、７は出退勤管理データ保存部である
。
【０００３】
　磁気カード１には記録用の磁性体が塗布されている。
　図２に示すのは、ＪＩＳII型のデータフォーマット構成を有するＩＤカードを用いるデ
ータ記録の例であり、全体で７２文字分（５７６ビット）のデータ領域を有している。
　出退勤管理システムで使用されるＩＤカードには、一例として第５字から第１３字まで
の９文字に所有者ＩＤ番号が書き込まれ、システムを特定するシステムＩＤ番号が第２０
字から第２３字の４文字に書き込まれている。
【０００４】
　また、制御コードとして第１字目にテキスト開始（ＳＴＸ:Start of Text）コードが、
第７１字目にテキスト終了（ＥＴＸ:End of Text）コードが、第７２字目にはエラーチェ
ック（ＬＲＣ:Longitudinal Redundancy Check）コードが、各々書き込まれている。
【０００５】
　ＳＴＸと所有者ＩＤ番号との間には３文字分の、所有者ＩＤ番号とシステムＩＤ番号と
の間には６文字分の、システムＩＤ番号とＥＴＸとの間には４７文字分ののブランク領域
が各々設けられているが、これらのブランク領域は所有者ＩＤ番号領域あるいはシステム
ＩＤ番号領域の拡張が必要な場合に利用される。
【０００６】
　図１に示す出退勤管理システムにおいて、磁気カード１を磁気カード読取装置２に挿入
すると、磁性体に記録された所有者ＩＤ番号とシステムＩＤ番号が読取られる。システム
ＩＤ番号によりそのカードがそのシステムでの適正なカードであることが確認されると、
その時の時刻データ３が時計から得られ、所有者ＩＤ番号と時刻データが１つのデータの
統合される。この統合されたデータを受け取ったデータ照合部５は入力された所有者ＩＤ
番号とデータベース６に保存されている所有者情報を照合し、所有者ＩＤ番号と時刻デー
タを出退勤管理データとして出退勤管理データ保存部７に保存する。
【０００７】
　一方、磁気カードに代わるものとして、接触型あるいは非接触型のＩＣカードがより多
くのデータを利用し、かつセキュリティを向上させることを目的として利用されている。
　図３に示したのは、非接触型のＩＣカードを使用した従来のシステムの基本構成例であ
る。
【０００８】
　非接触型ＩＣカード１０は、ＣＰＵ１１，ＲＯＭ１２，ＲＡＭ１３，バス１４，受信回
路１５，送信回路１６，電源回路１７及びアンテナ１８を具えており、バス１４にはＣＰ
Ｕ１１，ＲＯＭ１２，ＲＡＭ１３，受信回路１５，送信回路１６及び電源回路１７が接続
され、アンテナ１８には受信回路１５及び送信回路１６が接続されている。
【０００９】
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　ＲＯＭにはヒューズ等の書き込み手段を有するマスクＲＯＭあるいはＥＥＰＲＯＭ，フ
ラッシュメモリ，ＦｅＲＡＭ，ＭＲＡＭ等書き換え可能なメモリ素子が用いられている。
【００１０】
　読取／書込装置２０は、受信回路２１，送信回路２２及びアンテナ２３から構成され、
送信回路２２及び受信回路２１は全体装置２８及び２９に接続されている。
【００１１】
　非接触型ＩＣカード１０が読取／書込装置２０に挿入されると、アンテナ２３からの高
周波電力がアンテナ１８を経由して電源回路１７に供給されることにより、ＩＣカード１
０に駆動電力が供給される。
【００１２】
　初めに、読取／書込装置２０から非接触型ＩＣカード１０に対して、ポーリング（２４
）が行われ、非接触型ＩＣカード１０から読取／書込装置２０に対する応答としてカード
固有ＩＤが送信（２５）される。
【００１３】
　次に、読取／書込装置２０から非接触型ＩＣカード１０に対して、データの送信要求（
２６）が行われ、非接触型ＩＣカード１０から読取／書込装置２０に対して要求されたデ
ータが送信（２７）される。
　また、必要な場合には読取／書込装置２０から非接触型ＩＣカード１０に対して、書き
込むべきデータが送信され、送信されたデータがＲＯＭに書き込まれる。
【００１４】
　図４に、非接触型ＩＣカードのデータ記録領域の例を示す。
　この図において、３０はＩＣカードである。３１は１２８ビットのデータ容量を有する
カード固有１Ｄ番号データ領域、３２はプライベート情報領域、３３はパブリック情報領
域であり、プライベート情報領域とパブリック情報領域合わせて約２ｋバイトビットのデ
ータ容量を有している。
【００１５】
　カード固有１Ｄ番号データ領域３１にはカード製造時に固有のＩＤ番号が書き込まれて
いる。プライベート領域３２にはシステム管理者がシステムＩＤ，所有者データ等の管理
用データ等を書込むが、ここに記録されているデータは通常の使用状態では書き換えるこ
とができない。なお、パブリック領域３３に書き込まれるデータは使用状態に応じて書き
換えられる。
【００１６】
　ＩＣカードのデータ容量は数キロバイトを超え、７２バイトしかない磁気カードと比較
して十分に大きい。
　このＩＣカードは、磁気カードと同様なプリペイドカード用途以外に、所有者の情報を
書込ことにより、身分証明書等の個人認証手段に用いられつつある。
　個人認証の応用として、図１に示した磁気カードを利用した出退勤管理システムと同様
に処理するシステムがある。
【００１７】
　ＩＣカードのプライベート領域に蓄積されているシステムＩＤ及び所有者データを活用
して出退勤を管理する場合には、ＩＣカード１０から送信されたカード固有ＩＤを確認し
た後に、システムＩＤの確認が行われ、その後に所有者データの確認が行われることによ
って出退勤が管理される。
【００１８】
　また、最近超小型でありながら数十キロバイトという大きなメモリ容量と無線通信機能
とを持つ非接触型ＩＣチップ（ＲＦＩＤ）が開発され、無線タグとしてあらゆるものを識
別するために利用が進められている。
　なお、カード固有ＩＤは１２８ビットの容量を持つＲＯＭに書き込まれている。
【発明の開示】
【発明が解決しようとする課題】
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【００１９】
　このように、カード固有ＩＤ，システムＩＤと所有者データと３個のデータの処理を行
う必要があるため、装置が複雑でまたアクセス時間も長くなる。
【００２０】
　また出退勤管理専用のカードは個人単位に作成されたものであるが、他人が使用しても
カードの所有者であるかどうかの判定は困難であり、このシステムは使用するカードが磁
気カードからＩＣカードに代わっただけにすぎない。
【００２１】
　カード社会になると、出退勤管理カード、身分証明書カード、定期券カード、銀行カー
ド、その他のブリペイドカード等と種々のカードを携帯する必要があり、使用が煩雑であ
る。
【課題を解決するための手段】
【００２２】
　本発明ではＩＣカード等、半導体メモリを内蔵したカードを用いる出退勤管理システム
等において、他人に貸与することができないカードのカード固有ＩＤを所有者識別手段と
して利用することにより、従来の方法による装置の複雑性、アクセス時間の長さ、個人認
証の困難性、複数カード使用の煩雑性といった問題を解決する。
【実施例１】
【００２３】
　以下図面に基づいて本発明の実施例を説明する。
　図５は本発明による出退勤管理システムの第１実施例であり、１１１は非接触ＩＣカー
ド，１１２は読取／書込装置，１１３は時刻データ発生部，１１４はデータ統合部，１１
５はデータ照合部，１１６は個人情報データベース，１１７は出退勤データ保存部である
。
【００２４】
　このシステムにおいて使用される非接触ＩＣカード１１１は図３に示されたＩＣカード
１０と同じ構成を有している。すなわち、非接触型ＩＣカード１０は、ＣＰＵ１１，ＲＯ
Ｍ１２，ＲＡＭ１３，バス１４，受信回路１５，送信回路１６，電源回路１７及びアンテ
ナ１８を具えており、バス１４にはＣＰＵ１１，ＲＯＭ１２，ＲＡＭ１３，受信回路１５
，送信回路１６及び電源回路１７が接続され、アンテナ１８には受信回路１５及び送信回
路１６が接続されている。
【００２５】
　ＲＯＭにはヒューズ等の書き込み手段を有するマスクＲＯＭあるいはＥＥＰＲＯＭ，フ
ラッシュメモリ，ＦｅＲＡＭ，ＭＲＡＭ等書き換え可能なメモリが用いられている。
【００２６】
　また、そのデータ領域は図４に示された従来のＩＣカード３０と同じデータ領域すなわ
ち、カード固有ＩＤ番号データ領域３１にはカード製造時に固有のＩＤ番号（通常は１２
８ビット）が書き込まれ、プライベート領域３２にはシステム管理者が書き込んだ書き換
えできないシステムＩＤ，管理用情報が、パブリック領域３３には使用状態に応じて書き
換えられるデータが書き込まれる。
【００２７】
　読み取り装置１１２は、図３に示された従来の読取／書込装置２０と同じ構成、すなわ
ち、受信回路２１，送信回路２２及びアンテナ２３から構成され、送信回路２２及び受信
回路２１は全体装置２８及び２９に相当するデータ照合部１１５に接続されている。
【００２８】
　データベース１１６には、カード固有ＩＤ番号と、これに対応したカード所有者情報が
格納されている。
　ＩＣカード１１１をカード読取／書込装置１１２に近づけると、カード固有ＩＤ番号が
読み取られ、データ照合部１１５において読み取られたカード固有ＩＤ番号に対応するカ
ード所有者情報がデータベース１１６から取り出されることにより、所有者が特定される
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。
【００２９】
　同時にその時の時刻が時刻データ発生部１１３から得られ、これらのカード固有ＩＤ番
号および時刻データがデータ統合部１１４で統合されて出退勤データとされ、出退勤デー
タ保存部１１７に保存される。
【００３０】
　この出退勤管理システムでは、ＩＣカード１１１から読み取るのは１２８ビットのカー
ド固有ＩＤ番号だけであり、その他のデータを読みとる必要はないため、アクセス時間が
短縮される。
【００３１】
　また、所有者情報と異なりカード固有ＩＤ番号のデータ量は小さいから、１人の所有者
が複数のＩＣカードを利用する、すなわち、１つの所有者情報に複数のカード固有ＩＤ番
号を対応させても、データベース１１６の負担が大きくなることはない。そのため、複数
のカードを使用している場合でも、混乱を回避することができる。
【実施例２】
【００３２】
　図６に示す第２実施例の出退勤管理システムは、図５に示した第１実施例に複数の異な
る場所でも出退勤を管理できるようにした出退勤管理システムであり、図５の出退勤管理
システムにさらに読取装置１１２が設置された場所の情報である場所データ１１８を出退
勤データに追加した実施例である。
【実施例３】
【００３３】
　図５及び図６に示した実施例では、カード固有ＩＤと時刻データ１１３がデータ統合部
１１４で結合され、その中のカード固有ＩＤがデータベースのカード所有者情報と照合さ
れ、出退勤データとして出退勤データ保存部１１７に保存されるが、図７に示した第３実
施例のように、カード固有ＩＤがデータベースのカード所有者情報と照合され、照合され
たカード所有者情報と時刻データ１１３がデータ統合部１１４で結合され、出退勤データ
として出退勤データ保存部１１７に保存されるように構成することも可能である。
【実施例４】
【００３４】
　あるいは、図８に示した第４実施例のように、さらに場所データ１１８が出退勤データ
に結合されて出退勤データ保存部１１７に保存されるように構成することも可能である。
【００３５】
　以上説明した様に、従来の方法では事前に個人データの書込操作が必要であったが、本
発明による方法では製造時に予め記録されているデータを使用するので、その操作が不要
になった。また入力時も読取操作のみで、書込み操作が不要なのでシステムが簡素化でき
る。
【００３６】
　また、非接触型ＩＣカードを用いるので、クレジットカードやブリペイドカードとして
使っているカードそのものを流用することができ、出退勤管理用の専用カードを新たに用
意し、持ち運ぶといった煩わしさもない。
【００３７】
　ＩＣカードはクレジットカード機能やプリペイドカード機能といった金銭的データを扱
うことが主であり、これゆえにカードを他人に貸し出すといった使い方は想定されない。
従つて、カードの所有者の特定ができ他人に成りすました使い方は回避できる。
【００３８】
　また、使用する非接触型ＩＣカードとして、身分証明書、運転免許証、さらには旅券等
写真付のものを利用することにより、不正使用は不可能になる。
【００３９】
　本発明の説明に非接触型のＩＣカードを用いて行ったが、入力に使うカードはＩＣカー
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ドに特定されない。例えば携帯電話機の固有番号あるいは電話番号を入力データとして使
うことも可能である。また通信機能のある情報端末の固有番号を使うことも可能である。
【００４０】
　また図６及び図８に示した実施例では、カードデータ読取時に関連情報として場所デー
タを読込んだが、関連情報は場所データに特定されずに、例えば読取りシステムの番号で
も良い。
【００４１】
　また本発明によるカード入力システムは出退勤管理システムに限らず、カード所有者を
特定できるので、オートロックドアの開錠システムや入退室管理システムとして利用でき
る。
【図面の簡単な説明】
【００４２】
【図１】磁気カードを使った従来の出退勤管理システムの例の説明図。
【図２】磁気カードのデータフォーマット例の説明図。
【図３】非接触型ＩＣカードの説明図。
【図４】ＩＣカードのデータ領域の説明図。
【図５】本発明の出退勤管理システムの第１実施例の説明図。
【図６】本発明の出退勤管理システムの第２実施例の説明図。
【図７】本発明の出退勤管理システムの第３実施例の説明図。
【図８】本発明の出退勤管理システムの第４実施例の説明図。
【符号の説明】
【００４３】
　　１　磁気カード
　　２　カード読取装置
　　３　時刻データ発生部
　　４　データ統合部
　　５　データ照合部
　　６　データベース
　　７　出退勤データ保存部
　　１０　非接触型ＩＣカード
　　１１　ＣＰＵ
　　１２　ＲＯＭ
　　１３　ＲＡＭ
　　１４　バス
　　１５　受信回路
　　１６　送信回路
　　１７　電源回路
　　１８　アンテナ
　　２０　読取／書込装置
　　２１　受信回路
　　２２　送信回路
　　２３　アンテナ
　　３０　ＩＣカード
　　３１　カー固有ＩＤ番号領域
　　３２　プライベート情報領域
　　３３　パブリック情報領域
　　１１１　非接触型ＩＣカード
　　１１２　カード読取／書込装置
　　１１３　時刻データ発生部
　　１１４　データ統合部
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　　１１５　データ照合部
　　１１６　データベース
　　１１７　出退勤データ保存部
　　１１８　場所データ発生部
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【図２】

【図３】
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【図４】
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【図６】

【図７】

【図８】
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