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ABSTRACT

When an access request (a request for transfer of video and audio information or a request for a camera operation) to a camera apparatus connected to a network via a terminal is issued via the network, a camera management server processes the access request on the basis of an access right set by a user (or a manager) using the terminal to which the camera apparatus is connected. That is, the camera management server refers to an access right set file and grants or denies permission to access for the user whose has issued the access request. The user to whom the access permission is granted requests a camera control server to permit a camera operation via a camera control client and thereby can receive an image taken by the camera apparatus and voices collected by the camera apparatus and can perform panning, tilting, and zooming of the camera apparatus. Accordingly, to protect the privacy of a user using a terminal to which a camera apparatus is connected, it is possible to realize fine setting meeting the demand of the user at all times. Also, in a location where a camera apparatus connected to a network is installed, it is possible to prevent a leak of confidential information through the camera apparatus.
typedef struct camera_in {
    double tilt_angle;
    double pan_angle;
    int zoom;
} camera_in;

typedef struct func_out {
    int ret;
} func_out;

CLIENT * camera_open (char * host);
void camera_close (CLIENT * cl);

func_out * camera_pan_pos_1 (camera_in *, CLIENT * cl);
func_out * camera_tilt_pos_1 (camera_in *, CLIENT * cl);
func_out * camera_zoom_pos_1 (camera_in *, CLIENT * cl);
**FIG. 4**

<table>
<thead>
<tr>
<th>CAMERA NAME</th>
<th>USER NAME</th>
<th>POSITION</th>
<th>DIRECTION</th>
</tr>
</thead>
<tbody>
<tr>
<td>host1</td>
<td>----------</td>
<td>(10, 15, 20)</td>
<td>(20, 35)</td>
</tr>
<tr>
<td>host2</td>
<td>host3</td>
<td>(45, 32, 20)</td>
<td>(0, 12)</td>
</tr>
<tr>
<td>host3</td>
<td>----------</td>
<td></td>
<td></td>
</tr>
<tr>
<td>host4</td>
<td>host1</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**FIG. 5**

typedef struct camera_name {
    char name [MAXNAME];
} camera_name;

void append_camera_list_1 (camera_name *, CLIENT * cl);
void delete_camera_list_1 (camera_name *, CLIENT * cl);
**FIG. 6**

CALL append_camera_list_1
ARGUMENT : camera_name

REGISTER camera_name IN CAMERA STATUS LIST

END

**FIG. 7**

CALL delete_camera_list_1
ARGUMENT : camera_name

DELETE camera_name FROM CAMERA STATUS LIST

END
**FIG. 8**

```c
typedef struct access_in {
    char target_name[MAXNAME];
    char user_name[MAXNAME];
} access_in;

func_out * access_begin_1 (access_in *, CLIENT * cl);
func_out * access_end_1 (access_in *, CLIENT * cl);
```

**FIG. 9**

<table>
<thead>
<tr>
<th>CAMERA NAME</th>
<th>USER NAME</th>
<th>ACCESS RIGHT</th>
</tr>
</thead>
<tbody>
<tr>
<td>host1</td>
<td>host1</td>
<td>OK</td>
</tr>
<tr>
<td>host2</td>
<td>host2</td>
<td>.............</td>
</tr>
<tr>
<td>host3</td>
<td>host3</td>
<td>NO</td>
</tr>
<tr>
<td>host4</td>
<td>host4</td>
<td>OK</td>
</tr>
</tbody>
</table>
FIG. 10

1. Access Request (S1)

2. Camera Status List (S2)
   - Designated Camera Name Registered? (S2.1)
     - Yes (S2.1.1): Access Permitted (S3)
       - Access Permitted? (S3.1)
         - Yes (S3.1.1): Designated Camera Apparatus Being Used? (S4)
           - Yes (S4.1): INFORM ACCESS PERMISSION (S6)
           - No (S4.2): INFORM ACCESS FAILURE (S7)
         - No (S3.1.2): INFORM ACCESS FAILURE (S7)
     - No (S2.1.2): Access Permission List (S2.2)

3. Access Permission List (S2.2)
   - Register Username in Record of Designated Camera Name on Camera Status List (S5)

4. Camera Status List (S2.3)
   - Designated Camera Apparatus Being Used? (S4)
     - Yes (S4.1): INFORM ACCESS PERMISSION (S6)
     - No (S4.2): INFORM ACCESS FAILURE (S7)

5. Return (S7)
typedef struct change_in {
    char target_name [MAXNAME];
    char user_name [MAXNAME];
    int access_mode;
} change_in;

func_out * change_access_mode_1 (change_in *, CLIENT * cl);
**FIG. 13**

**MODE MANAGEMENT TABLE**

<table>
<thead>
<tr>
<th>USER NAME</th>
<th>MODE</th>
</tr>
</thead>
<tbody>
<tr>
<td>USER 1</td>
<td>1</td>
</tr>
<tr>
<td>USER 2</td>
<td>2</td>
</tr>
<tr>
<td>USER 3</td>
<td>1</td>
</tr>
</tbody>
</table>

**FIG. 14**

**LIMITING RANGE MANAGEMENT TABLE**

<table>
<thead>
<tr>
<th>MODE</th>
<th>OPERATION</th>
<th>UPPER LIMIT</th>
<th>LOWER LIMIT</th>
</tr>
</thead>
<tbody>
<tr>
<td>3</td>
<td>PAN</td>
<td>5.0°</td>
<td>(-5.0)°</td>
</tr>
<tr>
<td>3</td>
<td>TILT</td>
<td>7.0°</td>
<td>(-7.0)°</td>
</tr>
<tr>
<td>3</td>
<td>ZOOM</td>
<td>60 mm</td>
<td>70 mm</td>
</tr>
</tbody>
</table>
**FIG. 15**

**MODE MANAGEMENT TABLE**

<table>
<thead>
<tr>
<th>USER NAME</th>
<th>MODE</th>
</tr>
</thead>
<tbody>
<tr>
<td>USER 1</td>
<td>1</td>
</tr>
<tr>
<td>USER 2</td>
<td>2</td>
</tr>
<tr>
<td>USER 3</td>
<td>1</td>
</tr>
</tbody>
</table>

**ACCESS REQUEST**

ARGUMENT: user_name, camera_name

**S11**

**BEING USED BY ANOTHER USER?**

**S12**

YES

**S13**

CHECK MODE FROM ARGUMENT user_name

**S14**

MODE == 2

**S15**

NO

**S17**

REGISTER USER NAME IN RECORD OF DESIGNATED CAMERA NAME ON CAMERA STATUS LIST

**S16**

INFORM ACCESS PERMISSION

**END**
FIG. 16

1. CAMERA PAN PROCESSING REQUEST ARGUMENT: pan_angle

2. CHECK MODE OF USER WHO HAS REQUESTED OPERATION

3. MODE MANAGEMENT TABLE

4. LIMITING RANGE MANAGEMENT TABLE

5. ARGUMENT pan_angle WITHIN LIMITING RANGE?

6. SEND PAN COMMAND TO MOVE CAMERA

7. INFORM ERROR

END
typedef struct limitation {
    char camera_name [MAXNAME];
    char user_name [MAXNAME];
    int limit_mode;
    double tilt_plus_angle;
    double tilt_minus_angle;
    double pan_plus_angle;
    double pan_minus_angle;
    int min_zoom;
    int max_zoom;
} limitation;

void set_limit_mode_1 (limitation *, CLIENT * cl);

FIG. 17

FIG. 18

CALL set_limit_mode_1
ARGUMENT : limitation

USER DESIGNATED BY user_name REGISTERED?

REGISTER USER DESIGNATED BY user_name

UPDATE MODE OF USER DESIGNATED BY user_name

MODE == 3

UPDATE LIMITING RANGE

END
<table>
<thead>
<tr>
<th>CAMERA NAME</th>
<th>HOST NAME</th>
<th>PAN, TILT, AND ZOOM</th>
<th>USE STATE</th>
<th>OWNER</th>
<th>REMARKS</th>
</tr>
</thead>
<tbody>
<tr>
<td>CAMERA 1</td>
<td>HOST 1</td>
<td>(50, 10, 30)</td>
<td>USER 3</td>
<td>USER 1</td>
<td></td>
</tr>
<tr>
<td>CAMERA 2</td>
<td>HOST 1</td>
<td>(20, 25, 0)</td>
<td>UNUSED</td>
<td>USER 1</td>
<td></td>
</tr>
<tr>
<td>CAMERA 3</td>
<td>HOST 2</td>
<td>(-10, -5, 0)</td>
<td>UNUSED</td>
<td>USER 2</td>
<td></td>
</tr>
<tr>
<td>CAMERA 4</td>
<td>HOST 3</td>
<td>(30, 0, 15)</td>
<td>USER 1</td>
<td>USER 4</td>
<td></td>
</tr>
<tr>
<td>CAMERA 5</td>
<td>HOST 3</td>
<td>(-15, 15, 50)</td>
<td>UNUSED</td>
<td>USER 3</td>
<td></td>
</tr>
<tr>
<td>USER NAME</td>
<td>VOICE RECEPTION</td>
<td>IMAGE RECEPTION</td>
<td>CAMERA OPERATION</td>
<td></td>
<td></td>
</tr>
<tr>
<td>-----------</td>
<td>----------------</td>
<td>----------------</td>
<td>-----------------</td>
<td></td>
<td></td>
</tr>
<tr>
<td>USER 1</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td></td>
<td></td>
</tr>
<tr>
<td>USER 2</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PARTIALLY PERMITTED</td>
<td></td>
<td></td>
</tr>
<tr>
<td>USER 3</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td></td>
<td></td>
</tr>
<tr>
<td>USER 4</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
<td></td>
<td></td>
</tr>
<tr>
<td>USER 5</td>
<td>INHIBITED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
<td></td>
<td></td>
</tr>
<tr>
<td>USER 6</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
<td></td>
<td></td>
</tr>
<tr>
<td>USER 7</td>
<td>INHIBITED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
<td></td>
<td></td>
</tr>
<tr>
<td>USER 8</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>:</td>
<td>:</td>
<td>:</td>
<td></td>
<td></td>
</tr>
<tr>
<td>USER n</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
**FIG. 25A**

<table>
<thead>
<tr>
<th>USER GROUP NAME</th>
<th>GROUP MEMBERS</th>
</tr>
</thead>
<tbody>
<tr>
<td>GROUP 1</td>
<td>USER 1 USER 3 USER 8</td>
</tr>
<tr>
<td>GROUP 2</td>
<td>USER 2</td>
</tr>
<tr>
<td>GROUP 3</td>
<td>USER 4 USER 6</td>
</tr>
<tr>
<td>GROUP 4</td>
<td>USER 5 USER 7</td>
</tr>
<tr>
<td>...</td>
<td>...</td>
</tr>
<tr>
<td>GROUP m</td>
<td>USER n</td>
</tr>
</tbody>
</table>

**FIG. 25B**

<table>
<thead>
<tr>
<th>USER GROUP NAME</th>
<th>VOICE RECEPTION</th>
<th>IMAGE RECEPTION</th>
<th>CAMERA OPERATION</th>
</tr>
</thead>
<tbody>
<tr>
<td>GROUP 1</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
</tr>
<tr>
<td>GROUP 2</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PARTIALLY PERMITTED</td>
</tr>
<tr>
<td>GROUP 3</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
</tr>
<tr>
<td>GROUP 4</td>
<td>INHIBITED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
</tr>
<tr>
<td>...</td>
<td>...</td>
<td>...</td>
<td>...</td>
</tr>
<tr>
<td>GROUP m</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
</tr>
</tbody>
</table>
**FIG. 26A**

<table>
<thead>
<tr>
<th>USER GROUP NAME</th>
<th>VOICE RECEPTION</th>
<th>IMAGE RECEPTION</th>
<th>CAMERA OPERATION</th>
</tr>
</thead>
<tbody>
<tr>
<td>GROUP 1</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
</tr>
<tr>
<td>GROUP 2</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
</tr>
<tr>
<td>OTHERS</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
</tr>
</tbody>
</table>

**FIG. 26B**

<table>
<thead>
<tr>
<th>USER GROUP NAME</th>
<th>VOICE RECEPTION</th>
<th>IMAGE RECEPTION</th>
<th>CAMERA OPERATION</th>
</tr>
</thead>
<tbody>
<tr>
<td>GROUP 1</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
</tr>
<tr>
<td>GROUP 2</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
</tr>
<tr>
<td>OTHERS</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
</tr>
</tbody>
</table>

**FIG. 26C**

<table>
<thead>
<tr>
<th>USER GROUP NAME</th>
<th>VOICE RECEPTION</th>
<th>IMAGE RECEPTION</th>
<th>CAMERA OPERATION</th>
</tr>
</thead>
<tbody>
<tr>
<td>GROUP 1</td>
<td>INHIBITED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
</tr>
<tr>
<td>GROUP 2</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
</tr>
<tr>
<td>OTHERS</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
</tr>
</tbody>
</table>
**FIG. 28**

START

S61

LOG-IN USER?

NO

S62

YES

READ IN ACCESS RIGHT SET FILE SET BY LOG-IN USER

READ IN ACCESS SET FILE SET BY INSTALLER

END

**FIG. 29**

START

S71

CAMERA CONTROL SERVER OPERATING AT TERMINAL?

NO

S72

YES

LOG-IN USER = INSTALLER?

YES

S73

NO

RESET ACCESS RIGHT TO CAMERA APPARATUS AT TERMINAL IN ACCORDANCE WITH LOG-IN USER

END
START

S81
ACCESS RIGHT TO VOICE RECEPTION?

NO

YES

PERMIT VOICE RECEPTION

S82

S83
ACCESS RIGHT TO IMAGE RECEPTION?

NO

YES

PERMIT IMAGE RECEPTION

S84

S85
ACCESS RIGHT TO CAMERA OPERATION?

NO

YES

CORRESPONDING CAMERA APPARATUS BEING USED?

S86

YES

NO

S87

PERMIT CAMERA OPERATION

S88

INFORM ACCESS PERMISSION OR INHIBITION

END
<table>
<thead>
<tr>
<th>USER GROUP NAME</th>
<th>VOICE RECEPTION</th>
<th>IMAGE RECEPTION</th>
<th>CAMERA OPERATION</th>
</tr>
</thead>
<tbody>
<tr>
<td>USER 1</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
</tr>
<tr>
<td>USER 2</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PARTIALLY PERMITTED</td>
</tr>
<tr>
<td>USER 3</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
</tr>
<tr>
<td>USER 4</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
</tr>
<tr>
<td>USER 5</td>
<td>INHIBITED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
</tr>
<tr>
<td>USER 6</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
</tr>
<tr>
<td>USER 7</td>
<td>INHIBITED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
</tr>
<tr>
<td>USER 8</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
</tr>
<tr>
<td>...</td>
<td>...</td>
<td>...</td>
<td>...</td>
</tr>
<tr>
<td>USER n</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
<td>INHIBITED</td>
</tr>
</tbody>
</table>
FIG. 32

ACCESS CONTROL PANEL

CAMERA NAME

CAMERA 1
CAMERA 2
CAMERA 4

PUBLIC
PRIVATE

ACCESS MODE NORMAL

SET ACCESS RIGHT

CANCEL OK
FIG. 33

<table>
<thead>
<tr>
<th>Camera Information</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Camera Name</strong></td>
</tr>
<tr>
<td><strong>Host Name</strong></td>
</tr>
<tr>
<td><strong>Camera Owner</strong></td>
</tr>
<tr>
<td><strong>Log-In User</strong></td>
</tr>
<tr>
<td><strong>Installer</strong></td>
</tr>
</tbody>
</table>

**Buttons:**
- DELETE CAMERA
- CLOSE

FIG. 34

<table>
<thead>
<tr>
<th>Access Mode</th>
</tr>
</thead>
<tbody>
<tr>
<td>Open</td>
</tr>
<tr>
<td>Normal</td>
</tr>
<tr>
<td>Close</td>
</tr>
</tbody>
</table>
### FIG. 35

**ACCESS RIGHT SET**

<table>
<thead>
<tr>
<th>USER GROUP NAME</th>
<th>VOICE RECEPTION</th>
<th>IMAGE RECEPTION</th>
<th>CAMERA OPERATION</th>
</tr>
</thead>
<tbody>
<tr>
<td>GROUP 1</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
</tr>
<tr>
<td>GROUP 2</td>
<td>PERMITTED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
</tr>
<tr>
<td>OTHERS</td>
<td>INHIBITED</td>
<td>PERMITTED</td>
<td>INHIBITED</td>
</tr>
</tbody>
</table>

**ACCESS MODE**

- CAMERA OWNER: URISAKA
- NORMAL

**DISPLAY CHANGE PORTION**

**CANCEL**

**DEFAULT**

**OK**
**FIG. 36**

<table>
<thead>
<tr>
<th>PERMITTED</th>
</tr>
</thead>
<tbody>
<tr>
<td>PARTIALLY PERMITTED</td>
</tr>
<tr>
<td>INHIBITED</td>
</tr>
</tbody>
</table>

**FIG. 37**

- ACCESS MODE
  - OPEN
  - NORMAL
  - CLOSE
  - SET NEW MODE
  - DELETE MODE
FIG. 38

SET NEW ACCESS MODE

NEW MODE NAME

CANCEL  OK

FIG. 39

DELETE ACCESS MODE

DELETE?

CANCEL  DELETE
START

S91. ACCESS RIGHT SET INFORMATION? NO

S92. READ IN ACCESS RIGHT SET FILE SET BY INSTALLER

S93. YES

S94. IMAGE DISPLAY

S95. WAIT FOR EVENT INPUT
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S97. NO

S98. PUBLIC / PRIVATE SELECT BUTTON? YES

S99. PRIVATE MODE? NO

S100. ACCESS MODE MENU? YES

S101. ACCESS MODE SELECT PROCESSING

S102. ACCESS RIGHT SET BUTTON? NO

S103. ACCESS RIGHT SET PROCESSING

S104. CANCEL BUTTON?

S105. OK BUTTON? NO

S106. INFORM CAMERA MANAGEMENT SERVER AND CAMERA CONTROL SERVER OF NEW SETTING OF ACCESS RIGHT

S107. UPDATE ACCESS RIGHT SET FILE

END
FIG. 45
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REMOTE CONTROL SYSTEM AND ACCESS
CONTROL METHOD FOR INFORMATION INPUT
APPARATUS


BACKGROUND OF THE INVENTION

[0002] 1. Field of the Invention

[0003] The present invention relates to a remote control system and an access control method for an information input apparatus and, more particularly, to a remote control system and a remote control method of remotely operating a camera apparatus equipped with a video camera and a microphone for a TV conference, and an access control method of controlling access to a camera apparatus connected to a network.

[0004] 2. Description of the Related Art

[0005] As a monitoring system or a communication conference system, a network system has been proposed in which computers connected to video cameras are connected in a network to allow an operator to remotely operate a video camera connected to another arbitrary computer and to receive an image from a given video camera. In this video transmission system, a given computer can remotely operate a given video camera and receive an image taken by the video camera. When microphones are also installed together with video cameras, it is possible to simultaneously receive an image taken by a given video camera and voices collected by a microphone attached to the video camera.

[0006] The above remote monitoring system and TV conference system use cameras whose panning, tilting, and zooming are remotely controllable. However, the TV conference system is a dedicated system installed in a conference room, and so terminals capable of participating in the conference are usually limited. That is, it is not expected that a terminal which is not a conference member newly participates in the conference while the conference is being held. Accordingly, all terminals need to become conference members in advance, and a system manager performs a setting operation for that purpose.

[0007] Recently, however, high-speed computer networks have rapidly become popular and improvements in the function and reduction in the cost of workstations or personal computers have advanced. As a result, it has become possible to realize a TV conference system in which many unspecified persons can participate by using personal computers and the like apparatuses.

[0008] In such a TV conference system in which unspecified persons are expected to participate, a large number of persons take part in and leave the TV conference as needed, and consequently system management becomes more and more important. The system management is to control participation in and retirement from the conference (connection and disconnection of a terminal with respect to the network), set access permissions between terminals of conference participants, and inform access states between the conference participants.

SUMMARY OF THE INVENTION

[0009] It is particularly necessary to be able to dynamically manage granting and withholding of permission to perform a camera operation. The following consideration also is necessary for terminals except for dedicated terminals installed in a conference room. That is, general computers are arranged in accordance with their respective principal purposes. Therefore, if a video camera for a TV conference is arranged in the vicinity of such a computer, an image which the user does not want another person to see is transmitted to other terminals as, e.g., a background. It is unnatural and troublesome to draw a curtain in the background only for a TV conference. A video camera of the self-terminal can be made unable to be controlled by other terminals. However, this makes smooth conversions difficult and impairs the advantage that images of persons and materials can be taken and transmitted in proper sizes at proper locations any time.

[0010] It is an object of the present invention to provide an access control system and an access control method which solve the above conventional problems and are used for an information input apparatus, particularly a camera apparatus, connected to a computer network. That is, it is an object of the present invention to allow a camera owner to freely set an acquisition right to an image (and voices) obtained by a video camera (and a microphone) which he or she owns and a remote operation right to the video camera.

[0011] To achieve the above object, one preferred embodiment of the present invention discloses an access control method of controlling access to an information input apparatus connected to a network via a terminal, comprising:

[0012] the registration enter/delete step of entering or deleting registration of said information input apparatus in or from management information for managing access to said information input apparatus via said network;

[0013] the set step of setting, in the management information, a right to access, via said network, said information input apparatus registered in the management information; and

[0014] the management step of managing access to said information input apparatus via said network on the basis of the management information.

[0015] It is another object of the present invention to provide a remote control system and a remote control method capable of dynamically managing granting and withholding of permission to perform a camera operation of a camera apparatus connected to a computer network, thereby allowing a large number of users to remotely operate, where necessary, camera apparatuses connected to the network without stopping the system and easily take part in or leave the TV conference.

[0016] To achieve the above object, one preferred embodiment of the present invention discloses a camera apparatus remote control system comprising:
[0017] a camera apparatus capable of being remotely operated via a network; and
[0018] managing means for managing access to said camera apparatus via said network on the basis of stored management information.
[0019] It is still another object of the present invention to provide a plurality of stages of access limiting modes in a remote operation of camera apparatuses connected to a computer network and thereby allow each user to set an appropriate imaging or photographing enable range including operation inhibition.
[0020] To achieve the above object, one preferred embodiment of the present invention discloses a camera apparatus remote control system comprising:
[0021] a camera apparatus capable of being remotely operated via a network; and
[0022] managing means for managing access to said camera apparatus via said network on the basis of stored management information,
[0023] wherein the management information contains limitation information for limiting an operation of said camera apparatus for each user.
[0024] Other features and advantages of the present invention will be apparent from the following description taken in conjunction with the accompanying drawings, in which like reference characters designate the same or similar parts throughout the figures thereof.

BRIEF DESCRIPTION OF THE DRAWINGS
[0025] FIG. 1 is a schematic block diagram showing the configuration of hardware of the first embodiment according to the present invention;
[0026] FIG. 2 is a block diagram showing an outline of the configuration of software for executing the embodiment;
[0027] FIG. 3 is a view for explaining a function of calling a camera control server in FIG. 2;
[0028] FIG. 4 is a view showing an example of a camera status list;
[0029] FIG. 5 is a view for explaining a function of entering and deleting registration of a camera apparatus;
[0030] FIG. 6 is a flow chart showing processing of registering a camera apparatus;
[0031] FIG. 7 is a flow chart showing processing of entering and deleting registration of a camera apparatus;
[0032] FIG. 8 is a view for explaining a function of starting and ending access;
[0033] FIG. 9 is a view showing an example of an access permission list;
[0034] FIG. 10 is a flow chart showing processing for an access request;
[0035] FIG. 11 is a view for explaining a function of setting an access right;
[0036] FIG. 12 is a view showing an example of a camera control panel;
[0037] FIG. 13 is a view showing an example of a management list for managing an access limiting mode for each user;
[0038] FIG. 14 is a view showing an example of a management table for managing a limiting range in a restricted permission mode;
[0039] FIG. 15 is a flow chart showing processing for a lock request;
[0040] FIG. 16 is a flow chart showing processing for a pan request;
[0041] FIG. 17 is a view for explaining a function of updating a limiting mode;
[0042] FIG. 18 is a flow chart showing processing for a limiting mode update request;
[0043] FIG. 19 is a schematic block diagram showing the basic configuration of a computer system of the second embodiment;
[0044] FIG. 20 is a schematic block diagram showing a hardware configuration in a network;
[0045] FIG. 21 is a schematic block diagram showing a software configuration in a network;
[0046] FIG. 22 is a view showing an example of the display screen of a camera control client;
[0047] FIG. 23 is a view showing an example of the structure and contents of a camera list;
[0048] FIG. 24 is a view showing an example of an access right set table;
[0049] FIGS. 25A and 25B are views showing examples of access right setting in which user groups are taken into account;
[0050] FIGS. 26A to 26C are views showing examples of setting of an access mode;
[0051] FIG. 27 is a view showing a procedure of starting the software in FIG. 21, requesting access, and setting access;
[0052] FIG. 28 is a flow chart showing processing of starting a camera control server;
[0053] FIG. 29 is a flow chart showing access right set processing done by a camera management server with respect to a registration request from a camera control client;
[0054] FIG. 30 is a flow chart showing access permission processing done by a camera control server with respect to an access request from a camera control client;
[0055] FIG. 31 is a view showing an access right set list held by a camera management server;
[0056] FIG. 32 is a view showing an example of an access control panel;
[0057] FIG. 33 is a view showing an example of a camera information panel;
[0058] FIG. 34 is a view showing a pop-up list for selecting an access mode;
[0059] FIG. 35 is a view showing an example of an access right set panel;
Fig. 36 is a view showing a pop-up list for changing an access right; Fig. 37 is a view showing a pop-up list for selecting, adding, and deleting an access mode; Fig. 38 is a view showing a new access mode set dialogue panel; Fig. 39 is a view showing an access mode delete dialogue panel; Fig. 40 is a view showing a user group set panel; Fig. 41 is a view showing a user group delete dialogue panel; Fig. 42 is a view showing a user group formation dialogue panel; Fig. 43 is a view showing a camera operation range set panel; Fig. 44 is a flow chart showing processing of setting an access right; and Fig. 45 is a flow chart showing processing of setting an access right.

Detailed Description of the Preferred Embodiments

Embodiments of the present invention will be described in detail with reference to the accompanying drawings.

First Embodiment

[Hardware Configuration]

Fig. 1 is a block diagram showing an outline of the configuration of the first embodiment of the present invention. In the embodiment shown in Fig. 1, three workstations 10A, 10B, and 10C are connected to a network 40. These workstations 10A, 10B, and 10C include CPUs 12A, 12B, and 12C, storage units 14A, 14B, and 14C each having a ROM, a RAM, and a hard disk drive (external storage device), I/O ports 16A, 16B, and 16C, and 18A, 18B, and 18C, as input/output units, and video cards 20A, 20B, and 20C, all of which are connected to buses 22A, 22B, and 22C, respectively. Mouses 24A, 24B, and 24C, as pointing devices, and keyboards 26A, 26B, and 26C are also connected to the buses 22A, 22B, and 22C via keyboard interfaces (KBD-VF) 21A, 21B, and 21C, respectively.

Camera apparatuses 28A and 28C whose panning, tilting, and zooming can be externally controlled are connected to the workstations 10A and 10C via the I/O ports 16A and 16C, respectively. These camera apparatuses 28A and 28C include cameras 30A and 30C having zoom lenses and panheads 32A and 32C for panning and tilting the cameras 30A and 30C, respectively.

Monitor displays (to be abbreviated as monitors hereinafter) 34A, 34B, and 34C are connected to the video cards 20A, 20B, and 20C of the workstations 10A, 10B, and 10C, respectively. The video cards 20A and 20C display images from the camera apparatuses 28A and 28C and/or images received from the network 40 on the monitors 34A and 34C, respectively. The video card 20B displays images received from the network 40 on the monitor 34B. The monitors 34A, 34B, and 34C can, of course, display other information including a camera control panel (to be described later).

Since no camera apparatus like the camera apparatuses 28A and 28C is connected to the workstation 10B, the workstation 10B cannot transmit a nearby image to the workstations 10A and 10C.

The CPUs 12A, 12B, and 12C control their respective workstations 10A, 10B, and 10C and communications done via the network 40. The control programs of these CPUs 12A, 12B, and 12C are stored in the ROMs or the hard disk drives of the storage units 14A, 14B, and 14C, respectively. The RAM of each storage unit stores various data and is also used as a work memory by the corresponding CPU. The I/O ports 16A and 16C transfer camera control signals from the CPUs 12A, 12B, and 12C to the camera apparatuses 28A and 28C and transfer camera status signals from the camera apparatuses 28A and 28C to the CPUs 12A and 12C. The data transfer between the I/O ports 16A and 16C and the camera apparatuses 28A and 28C is done via a versatile interface (e.g., RS232C).

The workstations 10A, 10B, and 10C connect to the network 40 via the I/O ports 18A, 18B, and 18C, respectively.

A TV conference can be performed by using the basic hardware configuration as above. In this embodiment, workstations are used by taking account of their versatility and performance. However, it is evident that the above system can also be realized by using personal computers when recent improvements in the performance of such computers are taken into account. It is also possible to use dedicated controllers instead of workstations.

[Software Configuration]

Fig. 2 shows a software configuration for executing this embodiment. Fig. 2 separately illustrates software (server) installed in a terminal to which a camera apparatus is directly connected and software (client) installed in a terminal from which the camera apparatus is remotely operated. In a normal use form, however, both the software are naturally installed in each individual terminal.

Referring to Fig. 2, workstations 50, 52, 54, and 56 are connected to a network 57, a camera apparatus 58 equivalent to the camera apparatus 28A or 28C is connected to the workstation 50, and monitors 60 and 62 are connected to the workstations 52 and 54, respectively. As will be described later in detail, the workstation 56 manages access to camera apparatuses usable in a TV conference.

TV conference software 64 and a camera control server (software) 66 are installed in the workstation 50. The TV conference software 64 transmits image information obtained by the camera apparatus 58 to other workstations via the network 57. The camera control server 66 controls the camera apparatus 58 in accordance with camera operation requests from the workstations 52 and 54.

A camera management server (software) 68 is installed in the workstation 56. When the camera apparatus 58 is activated, the camera control server 66 requests the camera management server 68 to register the information that the camera apparatus 58 is connected to the TV con-
ference system (network 57), i.e., the camera apparatus 58 is actually usable. The camera management server 68 stores this information.

[0082] TV conference software 70 and a camera control client 72 are installed in each of the workstations 52 and 54. The TV conference software 70 displays an image from the workstation 50 on the monitor 60 or 62. The camera control client 72 displays a camera control panel (to be described in detail later) for remotely controlling a camera apparatus (in this case the camera apparatus 58) and processes the operation on the camera control panel. As will be described later in detail, the users of the workstations 52 and 54 can refer to, register, and update various information managed by the camera management server 68 by using the camera control client 72. When the camera management server 68 permits connection (including reception of an input image and remote control) to a camera apparatus (in this case the camera apparatus 58) of another workstation, the camera control client 72 can transmit a camera operation request to the camera management server 66 without passing the request through the camera management server 68.

[0083] In FIG. 2, the camera management server 68 is installed in a dedicated workstation. However, it is of course possible to install the camera management server 68 in any of the workstations (the workstations 50, 52, and 54 in FIG. 2) participating in the TV conference network 57. Alternatively, the camera management server 68 is previously installed in all terminals scheduled to take part in the TV conference. If this is the case it is only necessary to activate the camera management server 68 in one of two terminals starting the TV conference.

[0084] In a normal use both of a monitor and a camera apparatus are usually connected to each workstation. Therefore, the TV conference software consists of a single program or a group of program modules for the TV conference. Generally, other software also consists of a single program or a group of program modules. The workstations 10A and 10C in FIG. 1 consist of the workstations 50 and 52 (or 54) in FIG. 2, and the workstation 10B consists of the workstation 52 or 54. The workstation 56 in FIG. 2 is one of the workstations 10A, 10B, and 10C in FIG. 1.

[Camera Control]

[0085] Camera control in the configuration shown in FIG. 2 will be described below.

[0086] A procedure of allowing the workstation 52 or 54 to remotely control the camera apparatus 58 connected to the workstation 50 will be described first. The camera control server 66 of the workstation 50 can control the camera apparatus 58 by transmitting a camera control signal to the camera apparatus 58. In this embodiment, the workstations 52 and 54 can remotely activate camera control functions (functions pertaining to camera control such as panning, tilting, and zooming) contained in the camera control server 66 of the workstation 50 by using RPC (Remote Procedure Call). With this RPC the workstations 52 and 54 can indirectly, remotely control the camera apparatus 58. A called camera control function outputs command strings with the corresponding contents to the camera apparatus 58.

[0087] In this embodiment, a function as illustrated in FIG. 3 is prepared as a function of calling the camera control server 66 in a distant place from the camera control client 72 by using RPC. In the following description, functions and commands shown in the accompanying drawings are sometimes bracketed in [ ]. In this specification, each function is described in C language. However, this expression naturally changes if a different program language is used.

[0088] In FIG. 3, [struct camera_in ( [ ] ) camera_in] is a data declaration for setting a parameter set transferred from the camera control client 72 to the camera control server 66 in order to control the camera apparatus 58. In this embodiment it is possible to set parameters tilt (tilt_angle), pan (pan_angle), and zoom (zoom).

[0089] [struct func_out ( [ ] ) func_out] is a data declaration for setting an output value of the function. For example, when there is no problem in the processing result of the function such as in a normal case, “0” is returned. If there is a problem, a value of “1” or larger is returned in accordance with the problem.

[0090] camera_open is a function of forming a client handler [CLIENT*cl] necessary to communicate with the camera control server 66. camera_close is a function of erasing the client handler. The client handler [CLIENT*cl] specifies a camera apparatus to be controlled.

[User Management]

[0091] User management by the camera management server 68 will be described below. The camera management server 68 manages a camera apparatus and the user of the apparatus by using a camera status list 80 with the structure as shown in FIG. 4. The camera status list 80 stores a name indicating, e.g., the camera apparatus 58 connected to the network 57, the use state (e.g., the camera is not being used or is being accessed by another user) of the camera, the installation position (x,y,z) of the camera, and the direction (the pan angle and the tilt angle) of the camera. If the camera control server (e.g., 66) controls only one camera apparatus (e.g., 58), the user name or the host name of the workstation in which the camera control server is operating can be used as the name of the camera apparatus. However, if a single camera control server controls two or more camera apparatuses, the individual camera apparatuses are given different names so as to be distinguished from each other. In the following description and drawings, the name for specifying a camera apparatus will be referred to as a camera name.

[0092] Four camera apparatuses are illustrated in the camera status list 80 in FIG. 4, and they are given names host 1, host 2, host 3, and host 4. This camera status list 80 shows the state in which the user of host 3 is operating the camera apparatus of host 2 and the user of host 1 is operating the camera apparatus of host 4. The camera apparatuses host 1 and host 3 are not being operated by any user.

[0093] Processing of entering and withholding registration of a camera apparatus will be described below. When activated, the camera control server 66 informs the camera management server 68 of the name (camera name) of the activated camera apparatus and causes the camera management server 68 to register the camera name in the camera
status list 80. When stopped, the camera control server 66 deletes the corresponding camera name from the camera status list 80. These operations are realized by RPC by using functions illustrated in FIG. 5. In FIG. 5, [struct camera_name { ... } camera_name] is a data declaration for setting a camera name, and MAXNAME defines the maximum number of characters of the camera name to be set. append_camera_list_1 and delete_camera_list_1 are functions called when the camera control server 66 is started and stopped, respectively, to update the camera status list 80 in the camera management server 68.

[0094] When started, the camera control server 66 calls the function append_camera_list_1 by using the camera name designating the camera apparatus as an argument. Consequently, as shown in FIG. 6, the camera management server 68 registers the camera name (camera_name) of the camera apparatus which is made usable in the camera status list 80. As in FIG. 5, the camera name is held by "name" as an element of a structure camera_name which represents a parameter defined by [struct camera_name { ... } camera_name]. After this processing, the camera apparatus (58 in FIG. 2) specified by the registered camera name can be operated from another workstation via the camera control server 66 in FIG. 2 which controls the camera apparatus.

[0095] When stopped, the camera control server 66 calls the function delete_host_list_1 by using the camera name designating the camera apparatus as an argument. Consequently, as illustrated in FIG. 7, the camera management server 68 deletes the camera name of the camera apparatus which is no longer usable after that from the camera status list 80.

[Access Management]

[0096] In the following description, an object which operates a camera apparatus or requests an operation of a camera apparatus is called a user, and the user is specified by a user name. However, an object which operates a camera apparatus or requests an operation of a camera apparatus can also be represented by a workstation (host). If this is the case, the host is specified by a host name.

[0097] Access management by the camera management server 68 will be described below. To realize access management by the camera management server 68, access_begin_1 and access_end_1 shown in FIG. 8 are provided as functions of calling the camera management server 68 from the camera control client 72 by using RPC. The function access_begin_1 executes access begin processing (access request), and the function access_end_1 executes access end processing. [struct access_in { ... } access_in] is a parameter string declaration of an access object and transferred from the camera control client 72 to the camera management server 68. A parameter target_name specifies an object (camera name) to be accessed, and a parameter user_name specifies a user name.

[0098] The camera management server 68 includes an access permission list 82 shown in FIG. 9. The access permission list 82 stores the presence/absence of the access (i.e., remote operation and image reception) right of a user who is participating in or may participate in the TV conference for each camera apparatus (camera name) previously registered in the camera status list 80. In FIG. 9, the users indicated by host 1 and host 2 are permitted to access the camera apparatus indicated by host 2, and access by the user indicated by host 3 is inhibited. Note that the user of host 2 is not an object of this access permission list 82 because this user can directly control the camera apparatus indicated by host 2 without using the camera management server 68.

[0099] An access request from the camera control client 72 is processed by the camera management server 68 in accordance with the flow chart shown in FIG. 10. When a given camera control client 72 intends to use (receive an image from and operate) a given camera apparatus (in this case the camera apparatus 58), this camera control client 72 transmits an access request specifying the camera name of the object to the camera management server 68. The camera management server 68 first decodes the camera name specified by the access request by using the parameter target_name (S1).

[0100] The camera management server 68 then refers to the camera status list 80 to check whether the specified camera apparatus is registered (S2). If the camera apparatus is not registered, the camera management server 68 informs the request source that the specified camera apparatus is not registered (S7).

[0101] If the specified camera apparatus is registered (S2), the camera management server 68 decodes the parameter user_name and checks by referring to the access permission list 82 whether the user designated by the parameter has an access right to the designated camera apparatus (S3). If the user does not have access permission, the camera management server 68 informs the request source that the user does not have permission (S7).

[0102] If the user has access permission (S3), the camera management server 68 checks by referring to the camera status list 80 whether the designated camera apparatus is being used by another user (S4). If the designated camera apparatus is being used, the camera management server 68 informs the request source that the camera apparatus is being used by another user (S7).

[0103] If the designated camera apparatus is not being used by any user (S4), the camera management server 68 registers the user name in the record of the designated camera name of the camera status list 80 (S5) and informs the request source of access permission (S6).

[0104] Note that the camera control client 72 necessarily calls the functions access_begin_1 and access_end_1 before and after a camera operation.

[0105] In this embodiment, each user (or a specific permitted user) can change the contents relating to the user in the access permission list 82. For this purpose a function change_access_mode_1 in FIG. 11 is provided.

[0106] The camera control client 72 sets a camera name (camera apparatus) whose access permission is to be changed in the parameter target_name with a structure defined by [struct change_in { ... } change_in] sets a user name as an object of access permission in the parameter user_name, and also an the access right after the change in a parameter access_mode. The camera control client 72 then calls the function change_access_mode_1. The camera management server 68 changes the access right of the user indicated by the parameter user_name to the mode indicated
by the parameter access_mode. The parameter access_mode includes access permission and access inhibition. In the case of access permission, data corresponding to [OK] is recorded on the access permission list 82 as shown in FIG. 9. In the case of access inhibition, data corresponding to [NO] is recorded.

[0107] To facilitate the above various operations, the camera control client 72 displays a camera control panel as illustrated in FIG. 12 on the monitor screen and thereby achieves a GUI (Graphical User Interface) operation. The users of the workstations 52 and 54 can obtain information concerning the registration, use, and use permission states of the camera apparatuses participating in the TV conference and can also switch camera apparatuses to be operated. These users also can change the access right to a camera apparatus.

[Camera Control Panel]

[0108] An operation method using the camera control panel shown in FIG. 12 will be described below. By using RPC, this camera control panel activates a function corresponding to the function assigned to each button in accordance with a button operation by the user. That is, when the user depresses a camera status list acquisition button 110, he or she can obtain current access information of each camera apparatus from the camera management server 68 in the manner as described above. As is well known, the user can operate a given one of buttons 110 to 132 by operating a mouse 138 (corresponding to the mouses 24A, 24B, and 24C in FIG. 1) to move and position the cursor onto a desired button on the monitor screen and clicks a first button 138a. The information obtained from the camera management server 68 is displayed in a list window 136. Accordingly, the camera status list 80 attained from the camera management server 68 also is displayed in the list window 136. From the camera status list 80 displayed in the list window 136, therefore, the user can select a camera apparatus which he or she intends to control by using the mouse 138 or a keyboard (corresponding to the keyboards 26A, 26B, and 26C in FIG. 1).

[0109] The access request processing and the access end processing described previously are assigned to an access start button 112 and an access end button 114, respectively. The access right change processing is assigned to an access right set button 116. When the user pushes the access right set button 116, a portion of the access permission list 80 relating to the user is displayed in the list window 136, and the user can change the contents of that portion on the list by using the mouse 138 or the keyboard. The user pushes an application quit button 118 when he or she wishes to quit all operations.

[0110] An image taken by the designated camera apparatus is displayed in an image window 134 on the monitor screen. The user can perform panning, tilting, and zooming of the camera apparatus by operating pan operation buttons 120 and 122, tilt operation buttons 124 and 126, and a zoom operation button 128. A zoom (enlarge) operation button 130, and a zoom (reduce) operation button 132. In accordance with these operations, the camera apparatus as an object to be operated pans, tilts, and zooms, and the image displayed in the image window 134 also changes.

[0111] The operation buttons 120, 122, 124, and 126 are provided with respect to the moving directions of panning and tilting. The home position return button 128 allows an easy return of the camera apparatus as an object to be operated to the home position (the reference position, in this embodiment the center of the pivotal angles in the pan and tilt directions). Since the home position return button 128 is arranged in the central empty space of the operation buttons 120 to 126, the user can visually readily understand that this button is for a return to the home position. This improves the operability. Enlargement and reduction of the zoom operation can be distinguished by providing one zoom operation designation button and clicking the button by using one of first and second buttons 138a and 138b of the mouse 138. It is also possible to assign the functions of the operation buttons 120 to 132 to predetermined keys on the keyboard.

[Operation Method]

[0112] The operation of the above embodiment will be described below by taking an actual TV conference as an example. Before beginning of the TV conference, the TV conference software 64 and 70, the camera management server 68, the camera control server 66, and the camera control client 72 are started. Although it is desirable that these software be started in the order named when their respective functions are taken into consideration, it is also possible to simultaneously start the software when the power switch of the camera apparatus 58 is turned on. It is obvious that to participate in a TV conference already being held, the user need not start the camera management server 68.

[0113] To take part in the TV conference in this condition, the user depresses the camera status list acquisition button 110 to display the camera status list 80 in the list window 136, selects a camera apparatus which he or she wishes to operate from the list, and depresses the access start button 112. Consequently, the function access_begin_1 described previously is executed and the access request described previously is performed, making remote control of the designated camera apparatus possible. To leave the TV conference, the user pushes the access end button 114. Accordingly the function access_end_1 is executed. In this stage an image from the camera apparatus which has been accessed before the access end is still displayed in the image window 134. To quit all operations, the user pushes the quit button 118.

[Access Limiting Mode]

[0114] In this embodiment it is also possible to limit the operation range of a camera apparatus for each individual user. This embodiment is provided with a complete permission mode which permits all of pan, tilt, and zoom operations, a total inhibition mode which does not permit any pan, tilt, and zoom operations, and a restricted permission mode as an intermediate mode in which operations can be performed within a limited range. In the following description, the perfect permission mode, total inhibition mode, and restricted permission mode will be referred to as modes 1, 2, and 3, respectively. The camera management server 68 stores and manages a mode management table, FIG. 13, which shows an access limiting mode set for each user, and a limiting range management table, FIG. 14, which shows an allowable range in the restricted permission mode. That is, the pan range, tilt range, and zoom range of a camera apparatus of a user to whom mode 3 is set are limited to ±5°, ±7°, and 60 to 70 mm as a focal length, respectively. It is also possible to divide the restricted permission mode into a
plurality of modes (e.g., modes 3a, 3b, 3c, . . . ) and set different limiting ranges for these modes.

[0115] The limiting modes and the limiting ranges are set by the camera control server 66 of a workstation equipped with a camera apparatus. That is, the user of that workstation can freely set the limiting mode and the limiting range for the user of the camera apparatus by operating the mouse or the keyboard. For this purpose, a function set_limit_mode_1 shown in FIG. 17 is provided.

[0116] The camera control server 66 sets a camera name in a parameter camera_name having a structure defined by [struct limitation {...] limitation] and sets a user name in a parameter user_mode. The camera control server 66 also sets the limiting mode in a parameter limit_mode and the limiting ranges corresponding to mode 3 in parameters tile_plus_angle, tile_minus_angle, pan_plus_angle, pan_minus_angle, min_zoom, and max_zoom. The camera control server 66 then calls the function set_limit_mode_1.

[0117] FIG. 18 shows a flow chart of processing performed by the camera management server 68 when limiting mode update processing is requested. That is, when the limiting mode update processing is requested (S31), the camera management server 68 checks whether the designated user name is registered in the mode management table (S32). If the user name is not registered, the camera management server 68 registers the user name designated by the parameter user_name in the mode management table (S33). The camera management server 68 then sets the parameter limit_mode in the limiting mode of the designated user name (S34). If the mode is mode 3 (S35), the camera management server 68 sets the individual designated limiting ranges in the limiting range management table (S36).

[0118] When the access control function access_begin_1 described earlier is executed, these mode management tables are referred to, and an access right is not granted to the user in mode 2. FIG. 15 shows a flow chart of processing performed by the camera management server 68 when access is requested. That is, when access is requested by using, as arguments, a user name indicating the person who intends to perform a remote operation and a camera name indicating the camera apparatus to be remotely operated (S11), the camera management server 68 checks by referring to the camera status list 80 whether the designated camera apparatus is being used by another user (S12). If the camera apparatus is already being used (S12), the camera management server 68 informs the request source that the camera apparatus is being used (S17).

[0119] If the designated camera apparatus is not being used (S12), the camera management server 68 checks the access limiting mode of the user from the mode management table (S13). If the access limiting mode is mode 2, the camera management server 68 informs the request source that control is inhibited (S17). If the mode is other than mode 2, the camera management server 68 registers the user name in the record of the designated camera name in the camera status list 80 (S15) and informs the request source of access permission (S16).

[0120] Note that mode 2 is set as a default value for users not registered in the mode management table.

[0121] FIG. 16 shows a flow chart of processing performed by the camera control server 66 when a camera apparatus pan operation is requested. When camera panning in which the pan angle is designated by an argument pan_angle is requested (S21), the camera control server 66 checks the access limiting mode of the user who has requested the camera operation (S22). If the access limiting mode is mode 3 (S23), the camera control server 66 checks in the limiting range management table whether the designated pan angle is within the limiting range (S24). If the pan angle is not within the limiting range (S24), the camera control server 66 does not pan the camera apparatus and informs the request source of an error (S26). If the pan angle is within the limiting range (S24), the camera control server 66 sends a pan command to move the camera apparatus to the designated pan angle (S25). If the access limiting mode is mode 1 (S23), the camera control server 66 bypasses step S24 and moves the camera apparatus to the designated pan angle (S25).

[0122] Although details will be omitted, processing for tilting or zooming of a camera apparatus is executed in the same manner as in FIG. 16. Also, since only users to whom access right is granted can request an operation of a camera apparatus, mode 2 is not detected in step S22.

[0123] In this embodiment as described above, a large number of users can remotely operate, where necessary, camera apparatuses connected to a network without stopping the system. This facilitates participation in and retirement from the TV conference. Furthermore, a plurality of access limiting mode steps are provided for a remote operation of a camera apparatus. Accordingly, the user of a workstation equipped with a camera apparatus can set an imaging enable range including operation inhibition for each user who intends to remotely operate the camera apparatus.

Second Embodiment

[Hardware Configuration]

[0124] FIG. 19 is a block diagram showing an outline of the configuration of a video communication apparatus as a basic element in the second embodiment of the present invention, i.e., a computer system to which cameras and microphones are connected. One or more computers having the configuration shown in FIG. 19 and one or more computers having a similar configuration are interconnected via a computer network.

[0125] In FIG. 19, reference numerals 210-1, 210-2, 210-3, . . . , denote video cameras; 212-1, 212-2, 212-3, . . . , microphones essentially attached to the video cameras 210; and 214-1, 214-2, 214-3, . . . , controllers which directly control panning, tilting, zooming, focus adjustment, and aperture of the video cameras 210 and audio inputs from the microphones 212-1, 212-2, 212-3, . . . , in accordance with external control signals. A selector 216 selects a video camera 210 (and a microphone 212) to be controlled and thereby selects output signals (video and audio signals) from the camera and microphone. A general-purpose interface such as an RS232C interface can be used for control signals. However, it is evident that the present invention is not restricted to this interface.

[0126] A terminal or computer 220 controls the selector 216 to send a control command to a desired controller 214 via the selector 216, thereby controlling the video camera 210 and the microphone 212 connected to the controller 214.
This computer 220 includes a CPU 222 for controlling the overall computer 220, a RAM 224 as a main storage, a hard disk drive (HDD) 226 as a secondary storage, and a keyboard interface (KBD-I/F) 228 to which a pointing device 228 such as a mouse and a keyboard 230 are connected.

An I/O port 232 connects the selector 216 to supply a control command and the like to the controller 214 via the selector 216. A video card (V.C) 234 inputs an output video signal from the video camera 210 selected by the selector 216 and displays various images on a monitor 235. A network interface card (NIC) 236 connects the computer 220 to a computer network or a communication network. A sound card (S.C) 238 inputs an output audio signal from the microphone 212 attached to the video camera 210 selected by the selector 216 and reproduces various sounds from a loudspeaker 237. Note these devices in the computer 220 are interconnected by a system bus 239.

It is possible to send a camera control signal from a remote place to the network interface card 236 via the network and operate a given video camera 210 (and a microphone 212).

The selector 216 selects one of the controllers 214 and supplies output video and audio signals from the selected controller 214 to the video card 234 and the sound card 238, respectively. The selector 216 also logically connects a control signal line connected to the selected controller 214 to the I/O port 232. An NTSC composite signal and a luminance/color-difference separation type NTSC signal can be used as the video signal.

The video card 234 inputs the video signal selected by the selector 216 and converts the input signal into a digital signal (a video capture function). The video card 234 displays the image of the signal in a predetermined window of the monitor 235. The digital video signal is supplied to the CPU 222. The CPU 222 processes the signal by using the RAM 224 or stores the signal in the hard disk 226.

The sound card 238 inputs the audio signal selected by the selector 216, converts the input signal into a digital signal, and reproduces the sound of the signal from the loudspeaker 237. The digital audio signal is supplied together with the digital video signal to the CPU 222. The CPU 222 processes the signal by using the RAM 224 or stores the signal in the hard disk 226.

The hard disk 226 stores initialization information of the video camera 210 (and the microphone 212) and management information pertaining to an access right. Details of these pieces of information will be described later.

If only one video camera 210 (and one microphone 212) are connected to the computer 220, the selector 216 is unnecessary and the controller 214 is directly connected to the I/O port 232. Also, if no sound needs to be input, the microphone 212 is unnecessary. Furthermore, if neither image nor sound needs to be input, the video camera 210, the microphone 212, the controller 214, and the selector 216 are unnecessary. In this embodiment, however, it is assumed that at least one video camera 210 is arranged near and connected to at least one computer 220 connected to the network.

The apparatus shown in FIG. 19 is connected to a network in such a way as, for example, illustrated in FIG. 20. A terminal A has the same configuration as in FIG. 19. Since only one video camera 210 and only one microphone 212 are connected to a terminal B, in this terminal B the controller 214 is directly connected to the I/O port 232. Also, no video camera 210 and no microphone 212 are connected to a terminal C. Generally, the terminals A, B, and C having these different configurations simultaneously exist in one network.

As the network used in this embodiment, a LAN (Local Area Network) or a WAN (Wide Area Network) having an enough transmission bandwidth to transmit digital motion image data, digital audio data, and a remote operation signal is assumed. Before being transmitted, information of the motion image data and the audio data are compressed in accordance with an existing compression coding method. However, a detailed description of the compression/expansion processing will be omitted since the processing itself has no direct relation to the present invention. No such information compression is necessary if the network has a sufficient transmission capacity.

The CPU 222 packetizes the video data and the audio data supplied from the video card 234 and the sound card 238 and outputs the packets to the network via the network interface card 236. Requests including a camera operation request and a camera switch request also are packetized and sent from the network interface card 236 to the network. Additionally, a packet of information concerning the overall system is sent to the network. These pieces of information are transmitted to only specific terminals or to all terminals in accordance with the contents of the transmission data and with the necessity.

Reception is done in the same manner as above. That is, when receiving packetized video data, audio data, camera operation request, and camera switch request, each of the terminals A, B, and C processes the received video and audio data in the same fashion as for input data from the video camera and the microphone directly connected to the terminal, and processes the received camera operation request and camera switch request in the same manner as for input similar requests from the keyboard or the like device. The information concerning the overall system is used to update system display of a user interface (to be described later).

FIG. 21 shows the software configuration in this embodiment. FIG. 21 separately illustrates software (server) installed in a terminal to which a camera apparatus is directly connected and software (client) installed in a terminal which remotes operates the camera apparatus. In a normal use condition, both the software are of course installed in each terminal.

Referring to FIG. 21, workstations 250, 252, 254, and 256 are connected to a network 257. A camera apparatus 258 with a microphone corresponding to the video camera 210 and the microphone 212 is connected to the workstation 250. A video/audio output apparatus 260 in which a loudspeaker 260A is integrated with a monitor 260V is connected to each of the workstations 252 and 254. As will be...
described later in detail, the workstation 256 manages camera apparatuses capable of being remotely controlled via a network, the access right of each user to a camera apparatus, and the use state of each camera apparatus.

[0141] Video/audio transmitting/receiving software 264 and a camera control server (software) 266 are installed in the workstation 250. The video/audio transmitting/receiving software 264 transmits video/audio information obtained by the camera apparatus 258 to other workstations via the network 257. The camera control server 266 controls the camera apparatus 258 in accordance with camera operation requests from the workstations 252 and 254.

[0142] A camera management server (software) 268 is installed in the workstation 256. The camera management server 268 manages all the camera apparatuses 258 connected to the network 257. It is only necessary to install the camera management server 263 in one of the terminals connected to the network 257.

[0143] When activated, the camera control server 266 reads in the initialization information of all the camera apparatuses 258 connected to the workstation 250 and informs the camera management server 268 of the camera names and the initial states (the installation position, the initial direction, and the zoom value) of all the camera apparatuses. In accordance with a registration request from the camera control server 266, the camera management server 268 registers, in the camera list, information indicating that the camera apparatuses 258 connected to the workstation 250 are actually made usable via the network 257.

[0144] Video/audio transmitting/receiving software 270 and a camera control client (software) 272 are installed in each of the workstations 252 and 254. The video/audio transmitting/receiving software 270 receives the video/audio information from the workstation 250 and causes the video/audio output apparatus 260 to reproduce the information. The camera control client 272 displays the state of a camera apparatus (to the station 250) connected to the network 257. Also, the camera control client 272 displays a camera display control panel (to be described in detail later) for remotely operating an openable camera and processes the operation. As will be described later in detail, the users of the workstations 252 and 254 can refer to, register, and update various information managed by the camera management server 268 by using the camera control client 272. If the camera management server 268 permits a remote operation of a camera apparatus (in this case the camera apparatus 258) of another workstation, the camera control client 272 can directly transmit a camera operation request to the camera control server 266 without passing the request through the camera management server 268.

[0145] In a normal use condition, both the video/audio output apparatus 260 and the camera apparatus 258 (a monitor and a video camera if reproduction of sound is omitted) are usually connected to each workstation. Accordingly, the video/audio transmitting/receiving software 264 and 270 usually have both functions of transmitting and receiving video/audio information. Generally, the video/audio transmitting/receiving software and other software consist of a single program or a group of program modules. Each of the terminals A and B shown in FIG. 20 consists of the workstation 250, and the terminal C in FIG. 20 consists of the workstation 252 or 254. The workstation 256 in FIG. 21 is one of the terminals A, B, and C in FIG. 20.

[0146] The camera management server 268 is software which manages all of the camera apparatuses connected to the network 257. That is, the camera management server 268 holds information such as the camera names, installation positions, directions, use states, and access rights of all the camera apparatuses connected to the network 257 and the host names of workstations to which the camera apparatuses are actually connected. The camera management server 268 registers a camera apparatus when the camera apparatus is connected to the network 257 and deletes the registration when the camera apparatus is disconnected from the network 257. Additionally, the camera management server 268 manages granting and denial of access permission for a camera access request from a user. Furthermore, the camera management server 268 informs, via the network 257, all the camera control clients 272 of the various information of the camera apparatuses connected to the network 257 either periodically or in accordance with a request.

[Control Panel]

[0147] FIG. 22 shows an example of an image display/operation screen displayed on the monitor 260V by the camera control client 272. Assume that a window system capable of simultaneously displaying a plurality of windows on the monitor 260V is operating in each of the terminals 252 and 254. This image display/operation screen 280 includes an image display portion 282 for displaying an image from a camera apparatus, a camera status display portion 284 for displaying the status of a camera apparatus, an access status display portion 286 for displaying an access status, camera operation buttons 288 to 300 for performing panning, tilting, and zooming of a camera apparatus, a sound level display portion 302 for displaying a sound level, an access right set button 304, and a quit button 306.

[0148] The camera status display portion 284 displays a camera status list as illustrated in FIG. 23. The information displayed contains, e.g., the camera names of all the camera apparatuses connected to the network 257, the host names of terminals to which these camera apparatuses are actually connected, the pan and tilt angles and zoom ratios of the camera apparatuses, and the owners and the use states of the camera apparatuses. The camera name is a specific name for identifying each camera apparatus. The pan and tilt angles represent the imaging direction of each camera apparatus. The owner represents a user having the right to set an access right to a camera apparatus of interest. The owner is commonly the user of a terminal to which a camera apparatus of interest is actually connected. In the column of use state the user name remotely operating the corresponding camera apparatus is displayed. If no user is remotely operating the corresponding camera apparatus, the column is left blank (or "unused" is displayed). In the following description, the information displayed in the camera status display portion 284 will be called a camera list.

[0149] The access status display portion 286 displays the user names receiving output video/audio information from his or her own terminal to other terminals. The access status display portion 286 also displays the user name remotely controlling the camera apparatus connected to his or her own terminal.

[0150] The camera operation buttons 288 to 300 are more specifically vertical tilt buttons 288 and 290, horizontal pan buttons 292 and 294, a zoom-up (enlarge) button 298, and a
The sound level display portion 302 displays the sound level of audio information.

If a user desires to access (remotely operate or receive video/audio information from) an arbitrary camera apparatus connected to a given terminal, the user selects the corresponding row of the camera list displayed in the camera status display portion 284 by, e.g., double click. The camera control client 272 transmits an access request for the selected camera apparatus to the camera management server 268. As will be described in detail later, the camera management server 268 determines granting/denial of permission to access by taking account of the access right set state, and informs the camera control client 272 of the request source of the result. If the access is permitted, the camera control client 372 can access the selected camera apparatus. Consequently, an image taken by that camera apparatus is displayed in the image display window 282, and a sound such as voices collected by the microphone attached to the camera apparatus is output from the loudspeaker. Additionally, the user can remotely control the direction and zooming of the video camera by using the camera control buttons 288 to 300.

A method of setting an access right to a camera apparatus according to the present invention will be described below. The concept of the access right will be described first. In this embodiment, the access right is set for an individual (user), and a log-in name to a terminal is used to identify an individual. In this embodiment, the access right can be set for image reception, voice reception, and camera operations.

Access rights to image reception and voice reception relate to whether a user (to be referred to as a “camera owner” hereinafter) having a management right to a certain camera permits other users to receive an image taken by the camera apparatus and voices collected by the camera apparatus. Analogously, an access right to camera operations relates to whether the camera owner of a certain camera apparatus permits other users to perform panning, tilting, and zooming of a video camera of the camera apparatus. Additionally, in this embodiment partial permission intermediate between granting and denial of permission is provided for camera operations. That is, in this partial permission mode camera operations such as panning, tilting, and zooming are permitted by limiting the ranges of these camera operations.

Although the access right to voice reception and the access right to image reception can be independently set, the access right to image reception is subject to the access right to camera operations. That is, reception of only voices, reception of only an image, and simultaneous reception of voices and an image are possible, but camera operations without reception of an image are impossible. Accordingly, camera operations and image reception are always integrally permitted.

In this embodiment, users are classified into three categories, a system manager, camera owners, and general users, as in the case of access management of a computer network. A system manager is privileged to set and change access rights to all camera apparatuses connected to the network. Camera owners have rights to set and change access rights to their own camera apparatuses. However, until a camera owner changes settings done by a system manager an access right to the camera apparatus follows the setting done by the system manager. General users are users who are not a system manager. A general user accesses a camera apparatus of another user.

Camera owners are further classified into a person who has installed a camera apparatus (this person will be referred to as an “installer” hereinafter) and a person who is currently using the terminal connected to the camera apparatus (this person will be referred to as a “log-in user” hereinafter since the person may be temporarily logging in the terminal).

Generally, the installer and the log-in user are not the same person. The log-in user preferably has a right to set and change an access right to at least a camera apparatus which is installed near the terminal which he or she is logging in and which can take his or her image. In this embodiment, the following rule is applied as a method of determining a camera owner. That is, a camera owner is unconditionally an installer. However, if a log-in user is present at a terminal to which a camera apparatus is connected, this log-in user is a camera owner.

To restrict transmission of video/audio information, limitations on access rights which camera owners impose with respect to general users is of most importance. FIG. 24 shows an example of setting of access rights. More specifically, FIG. 24 illustrates the contents of access rights which a camera owner of a certain camera apparatus sets for general user 1 to general user n. Voice reception, image reception, and a camera operation are independently permitted or inhibited for each general user. When a camera operation is partially permitted (e.g., in the case of user 2), a table indicating a permitting range (or an inhibiting range) is separately prepared and linked.

In a method in which an access right is managed for each individual user, the management becomes cumbersome if the number of general users increases. It is therefore convenient to gather users, for whom the same access right is set, into one user group and set and change access rights in units of groups. As an example, since the access rights of users 1 and 3 in FIG. 24 have the same contents, these users 1 and 3 are assembled into a single user group. This facilitates setting and changing access rights having the same contents. FIGS. 25A and 25B show examples of setting of access rights for user groups. In FIGS. 25A and 25B, users having access rights with the same contents in FIG. 24 are grouped.

Depending on the state of a camera owner, it is sometimes desirable to dynamically change an access right. Examples are cases when a camera owner wishes to concentrate on a job, to use a camera by himself or herself, and to fully utilize the performance of the terminal. That is, it is preferable that a camera owner can dynamically change, i.e.,
limit the access right of each general user independently of the access right set for the general user. However, it is time-consuming to dynamically change the access rights of all user groups. Therefore, a plurality of access modes having different contents of access rights are provided and switched in accordance with a situation. Consequently, the contents of an access right can be easily changed. FIGS. 26A, 26B, and 26C show examples of the access modes. Referring to FIGS. 26A, 26B, and 26C, three access modes, open, normal, and close, are provided. In the open mode in FIG. 26A, voice reception, image reception, and a camera operation are permitted for user groups 1 and 2, and only a camera operation is inhibited for other user groups. In the normal mode in FIG. 26B, voice reception, image reception, and a camera operation are permitted for user group 1, voice reception and image reception are permitted for user group 2, and all of voice reception, image reception, and a camera operation are inhibited for other user groups. In the close mode in FIG. 26C, image reception is permitted only for user group 1, and all rights are inhibited for user group 2 and other user groups.

[0162] Even when the concepts of user groups and access modes as described above are introduced, it is tedious for a camera owner to perform these settings from the beginning each time he or she starts the system of a terminal. Therefore, the set conditions of each user, each user group, and each access mode are filed into an access right set file, and an access right is automatically set by referring to this access right set file upon start-up. When the system of a terminal is turned off, the set conditions are, of course, automatically stored in the access right set file.

[0163] When the system of a terminal is started for the first time, no access right set file is present in some instances. If this is the case, default values having predetermined contents are set as access rights. A camera owner need only make changes, where necessary, on the basis of the default access right set contents.

[0164] Also, it is not necessary to set access rights to camera apparatuses installed in halls or public places, and so all users can be permitted to access these camera apparatuses. For this purpose, a private mode in which access rights are set and a public mode in which no access right is set are provided.

[0165] Generally, access rights are set in units of camera apparatuses. However, if a certain user is the owner of a plurality of camera apparatuses and wishes to perform the same setting for some of the camera apparatuses, it is convenient to be able to set the same access right by defining these cameras as a camera group. An access right set GUI (Graphical User Interface) provides this camera group function.

[Setting of Access Right]

[0166] Details of the operation of setting and changing access rights in this embodiment will be described below. In the software configuration in FIG. 21, the camera control server 266 and the camera management server 268 cooperate to manage access rights and control accesses. More specifically, the camera management server 268 manages information of the overall system such as the user status of each camera apparatus and the set status of an access right to the camera apparatus. In accordance with the set access right, the camera management server 268 grants or denies permission to access in response to a request for transmission of audio and/or video information and a camera operation. If the ranges of camera operation parameters for panning, tilting, and zooming are restricted, the camera control server 266 rejects camera operation requests exceeding these permitting ranges.

[0167] The basic structure of access right control in this embodiment will be described in detail below for each of start-up of the system, an access request, and setting of an access right.

[0168] A procedure of starting the camera control server 266, the camera management server 268, and the camera control client 272 will be described below with reference to FIGS. 27 to 30. FIG. 27 shows the relationship between the camera control server 266, the camera management server 268, and the camera control client 272. FIG. 28 is a flow chart showing processing of starting the camera control server 266. FIG. 29 is a flow chart showing access set processing done by the camera management server 268 with respect to a registration request from the camera control client 272. FIG. 30 is a flow chart showing access permission processing done by the camera management server 268 with respect to an access request from the camera control client 272.

[0169] The camera management server 268 starts prior to all other software (S41). The camera management server 268 holds the camera list as shown in FIG. 23 and an access right set list as shown in FIG. 31. The access right set list records the set statuses of the access rights of all users to all camera apparatuses constituting the system. The camera management server 268 also holds a list of log-in users who start the camera control clients 272. After starting, the camera management server 268 waits until camera apparatuses are connected.

[0170] Subsequently, the video/audio transmitting/receiving software 264 and 270 start. Simultaneously, the camera control server 266 starts (S46). When starting, the camera control server 266 informs the camera management server 268 of camera information (the camera name, the host name, the installer name, and the status of a video camera).

[0171] The camera management server 268 registers the received camera information in the camera list and initializes access rights (S42). Also, the camera management server 268 informs all of the camera control clients 272 connected to the system that a camera apparatus is newly registered.

[0172] When a camera apparatus is installed near a terminal, initialization of an access right to the camera apparatus changes in accordance with whether a log-in user is present, as described previously. The presence of a log-in user is determined from the log-in user list held by the camera management server 268. As shown in FIG. 28, if a log-in user is present (S61), the camera management server 268 reads in an access right set file set by the user and initializes an access right (S62). If no log-in user is present (S61), the camera management server 268 reads in an access right set file set by an installer and initializes an access right (S63).

[0173] Subsequently, the camera control client 272 starts (S49). Immediately after starting, the camera control client
registers a log-in user in the camera management server 268 (S43), receives the system information such as the camera status list, and displays the camera list in the camera status display portion 284. As in FIG. 29, it is sometimes necessary to reset the access right. That is, if the camera control server 266 is operating at the same terminal (S71), the camera management server 268 checks whether the log-in user to be registered and the installer of a camera apparatus connected to the terminal are the same (S72). If the two are different (S72), the camera management server 268 changes the access right to the camera apparatus connected to the terminal in accordance with the log-in user (S73).

Only one camera management server 268 is necessarily started at an initially started terminal. On the other hand, the camera control server 266, the video/audio transmitting/receiving software 264 and 270, and the camera control client 272 are started at each terminal where necessary.

[Access Procedure]

An access procedure will be described next. First, the camera control client 272 requests the camera management server 268 to permit access to a camera apparatus (S50). The camera management server 268 processes this access request as shown in FIG. 30. That is, the camera management server 268 checks by referring to the access right set list, FIG. 31, whether the user of the camera control client 272 which has requested the access has an access right to receive voices from the camera apparatus (S81). If the user has the access right, the camera management server 268 sets a value indicating voice reception permission in the item of voice reception as a return value (S82). The camera management server 268 then checks whether the user has an access right to receive an image from the camera apparatus (S83). If the user has the access right, the camera management server 268 sets a value indicating image reception permission in the item of image reception as a return value (S84).

When permitting image reception, the camera management server 268 further checks whether the user has an access right to a camera operation of that camera apparatus (S85). If the user has the access right, the camera management server 268 checks by referring to the camera list whether another user is using the camera apparatus (S86). If no other user is using the camera apparatus (S86), the camera management server 268 sets a value indicating camera operation permission in the item of a camera operation as a return value (S87).

After the above processing, the camera management server 268 sends the return values indicating permission or rejection of the access request to the camera control client 272 of the request source (S88). If the access status is changed, the camera management server 268 simultaneously informs the camera control client 272 of the change of the access status. The camera control client 272 which has issued the access request accesses the objective camera apparatus for the permitted item (S50). The camera control server 266 transfers video/audio information or controls the operation of the camera apparatus in accordance with the request from the camera control client 272. However, if the access right of a user who wishes to perform a camera operation is a partially permitted one, the camera management server 268 accepts the camera operation within the permitting range described earlier (S48).

The other camera control clients 272 update the contents of the camera list displayed in the camera status display portion 284 on the basis of the information from the camera management server 268.

[Access Right Set Procedure]

A procedure of setting an access right will be described below. FIGS. 32 to 43 show an example of GUI for setting an access right. FIGS. 44 and 45 are flow charts showing the accompanying processing.

To set or change an access right, the user selects an objective camera apparatus from the camera list displayed in the camera status display portion 284 (FIG. 22) on the image display operation screen 280 which is displayed by the camera control client 272, and clicks the access right set button 304. In accordance with the click on the access right set button 304, the camera control client 272 communicates with the camera management server 268. If the user who has desired to set or change an access right is the owner of that camera apparatus, i.e., the camera owner, the camera control client 272 first pops up an access control panel shown in FIG. 32.

When the access control panel in FIG. 32 pops up, a current access right set state is displayed. When this panel is displayed for the first time after the system is started, i.e., when there is no information concerning access right setting (S91), the camera control client 272 reads an access right set file which is preset by the installer of the camera apparatus (S92). If this file also cannot be found, the camera apparatus is automatically set in the public mode described previously. If the mode of the camera apparatus is later changed to the private mode, the individual access modes described earlier are set in the standard manner as illustrated in FIGS. 26A, 26B, and 26C, and all users are made belong to the user group of “OTHERS”.

The access control panel in FIG. 32 displays a camera name list box, radio buttons for alternatively selecting the public mode or the private mode, an access mode box, an access right set button, an OK button, and a cancel button (S93). The user can complete the setting by using the OK button and cancel the setting by using the cancel button.

The camera name list box displays the members (camera names) of the camera group to which the selected camera apparatus belongs. Information pertaining to the camera group is also stored in the access right set file. If this file does not exist, the setting of the camera group is initialized to allow only one camera apparatus to belong to the group. After the above display is performed (S93), an event input waiting loop starts (S94).

When the user double-clicks one camera name listed in the camera name list box (S95), a camera information panel shown in FIG. 33 pops up to display camera information (S96).

The camera information panel displays the camera name, the connected host name, the camera owner name, the log-in user name, and the camera installer name. When the user clicks a camera delete button on the camera information panel, the corresponding camera apparatus is deleted from the corresponding camera group, and the camera informa-
tion panel pops down. The deleted camera apparatus forms one independent camera group. Assume that at least one camera apparatus belongs to each camera group.

[0186] To register a camera apparatus to a camera group, the user need only select a desired camera apparatus from the camera list displayed in the camera status display portion 284 (FIG. 22) and drag-and-drop the selected camera apparatus into the camera name list box. To add a camera apparatus to a camera group, the camera control client 272 communicates with the camera management server 268 to check whether the user is the owner of the camera apparatus. Thereafter, the camera apparatus added to the camera group is set to have the same access right as the camera group.

[0187] After the above operation, the user clicks the lowermost close button on the camera information panel, and the camera information panel pops down.

[0188] If the user clicks the radio button for selecting the public mode or the private mode of a camera apparatus (or a camera group) (S97), public/private process setting is executed (S98). If the public mode is selected, no access right can be set as described above, and so all users can freely receive video/audio information from the camera apparatus and remotely control the camera apparatus. In this public mode, the access mode box and the access right set button on the access control panel (S32) are grayed out so as not to accept an input or a mouse operation any longer. That is, even if an event occurs, it is determined in step S99 that processing concerning the access mode menu (S100) and processing concerning the access right set button (S102) are not to be executed. If the private mode is selected, on the other hand, the access mode box and the access right set button are made operable.

[0189] If the user wants to change the access mode, the user clicks the access mode box (S101). Consequently, a pop-up list as shown in FIG. 34 is displayed, and the user can select one of a plurality of access modes (S101).

[0190] To perform finer setting, the user clicks the access right set button (S102). Consequently, an access right set panel shown in FIG. 35 pops up. The access right set panel in FIG. 35 consists of a camera owner name box, an access mode box, an access right display change portion, a cancel button, a default button, and an OK button. That is, on this access right set panel the user can set details of the access right in each access mode (S103). The user can also set a user group and add or delete an access mode. Note that the access mode when the access right set panel pops up is the same as the access mode on the access control panel.

[0191] FIG. 45 is a detailed flow chart of the processing on the access right set panel. When the user clicks the access mode box (S112), a pop-up list shown in FIG. 37 appears, and the user can change the access mode by an operation similar to the operation in the case of the pop-up list shown in FIG. 34 and can add or delete the access mode (S113 to S117). In adding the access mode, a new access mode set dialogue panel as illustrated in FIG. 38 pops up. In deleting the access mode, an access mode delete dialogue panel as illustrated in FIG. 39 pops up.

[0192] The access right display change portion displays and sets each access right in an access mode designated in the access mode box. In the access right display change portion, the abscissa indicates an access right to each of voice reception, an image reception, and a camera operation, and the ordinate indicates a user group.

[0193] When the user clicks the column of the user group in the access right display change portion (S118), a user group set panel including a list of user group members as shown in FIG. 40 is displayed. The user can add or delete an arbitrary user (member) to or from an arbitrary user group by dragging-and-dropping a member belonging to a certain user group into another user group box. To add a new user group, the user clicks a group formation button. To delete a user group, the user selects the user group to be deleted and clicks a group delete button (S119). In adding a user group, a new user group formation dialogue box as shown in FIG. 42 pops up. In deleting a user group, a user group delete dialogue box as shown in FIG. 41 pops up.

[0194] When the user clicks the access right display in the access right display change portion (S120), he or she can change each access right (S121 to S125). An access right that can be set is in the form of a pop-up list as shown in FIG. 36. One of two items “permitted” and “inhibited” can be selected for voice reception and image reception (S125). One of three items “permitted”, “partially permitted”, and “inhibited” can be selected for a camera operation (S122). To partially permit a camera operation (S123), a camera operation range set panel as in FIG. 43 pops up, and an operation range can be set for each of operation items, pan, tilt, and zoom (S124).

[0195] When completing the above setting, the user clicks the OK button on the access right set panel (FIG. 35), completing the setting of access rights (S127).

[0196] After the user completes all the processing concerning the setting of access rights, he or she clicks the OK button on the access control panel shown in FIG. 32 (S105, FIG. 44), completing the setting of access rights. After the completion of the setting, the camera control client 272 informs the camera management server 268 of the new setting of access rights (S106 and S51) and updates the access right set file (S107). If the access right to a camera operation is “partially permitted”, the camera control client 272 informs the camera control server 266 of the new setting of access rights (S106 and S51). The camera management server 268 updates the access right set list (S45), and the camera control server 266 updates the camera operation range information (S47).

[0197] In this embodiment as has been described above, to protect the privacy of a log-in user as the owner of a camera apparatus, it is possible to realize fine setting meeting the demand of the user at all times. Additionally, in a location where a camera apparatus connected to a network is installed, it is possible to prevent a leak of confidential information through the camera apparatus. Also, the operability is improved by the use of the user interface which sets access rights in a hierarchical manner from rougher setting to finer setting.

<Other Embodiment>

[0198] The present invention can be applied to a system constituted by a plurality of devices (e.g., host computer, interface, reader, printer) or to an apparatus comprising a single device (e.g., copy machine, facsimile).

[0199] Further, the object of the present invention can be also achieved by providing a storage medium storing pro-
gram codes for performing the aforesaid processes to a system or an apparatus, reading the program codes with a computer (e.g., CPU, MPU) of the system or apparatus from the storage medium, then executing the program.

[0200] In this case, the program codes read from the storage medium realize the functions according to the embodiments, and the storage medium storing the program codes constitutes the invention.

[0201] Further, the storage medium, such as a floppy disk, a hard disk, an optical disk, a magneto-optical disk, CD-ROM, CD-R, a magnetic tape, a non-volatile type memory card, and ROM can be used for providing the program codes.

[0202] Furthermore, besides aforesaid functions according to the above embodiments are realized by executing the program codes which are read by a computer, the present invention includes a case where an OS (Operating System) or the like working on the computer performs a part or entire processes in accordance with designations of the program codes and realizes functions according to the above embodiments.

[0203] Furthermore, the present invention also includes a case where, after the program codes read from the storage medium are written in a function expansion card which is inserted into the computer or in a memory provided in a function expansion unit which is connected to the computer, CPU or the like contained in the function expansion card or unit performs a part or entire process in accordance with designations of the program codes and realizes functions of the above embodiments.

We claim:

1. A camera control method, comprising the steps of:
   displaying first and second operation buttons, and a positioning button for generating commands to control a camera direction, wherein a first command generated by the first operation button is to change the camera direction to a first direction, a second command generated by the second operation button is to change the camera direction to a second direction, and a positioning command generated by the positioning button is to change the camera direction to a home direction relating to the first and second directions; and
   operating the camera in accordance with at least one of the buttons operated by a user,
   wherein the positioning button is arranged between the first and second operation buttons.

2. The method according to claim 1, wherein the camera direction is panned to the left in response to the first command, and is panned to the right in response to the second command.

3. The method according to claim 2, wherein the home direction corresponds to the center of a pivotal angle in the pan direction.

4. The method according to claim 1, wherein the camera direction is tilted upward in response to the first command, and is tilted downward in response to the second command.

5. The method according to claim 4, wherein the home direction corresponds to the center of a pivotal angle in the tilt direction.

6. A camera control method, comprising the steps of:
   displaying first to fourth operation buttons, and a positioning button for generating commands to control a camera direction, wherein a first command generated by the first operation button is to change the camera direction to a first direction, a second command generated by the second operation button is to change the camera direction to a second direction, a third command generated by the third operation button is to change the camera direction to a third direction, a fourth command generated by the fourth operation button is to change the camera direction to a fourth direction, and a positioning command generated by the positioning button is to change the camera direction to a home direction relating to the first to fourth directions; and
   operating the camera in accordance with at least one of the buttons operated by a user,
   wherein the positioning button is arranged between the first and second operation buttons, and is arranged between the third and fourth operation buttons.

7. The method according to claim 6, wherein the camera direction is panned to the left in response to the first command, is panned to the right in response to the second command, is tilted upward in response to the third command, and is tilted downward in response to the fourth command.

8. The method according to claim 7, wherein the home direction corresponds to the center of pivotal angles in the pan and tilt directions.

9. The method according to claim 6, wherein the positioning button is arranged the central space surrounded by the first to fourth operation buttons.

10. A camera control method, comprising the steps of:
    displaying a positioning button, a first operation button arranged a left side of the positioning button, and a second operation button arranged a right side of the positioning button, for generating commands to control a camera direction, wherein a positioning command generated by the positioning button is to change the camera direction to a home direction relating to a pan direction of a camera, a first command generated by the first operation button is to pan the camera direction to the left, and a second command generated by the second operation button is to pan the camera direction to the right; and
    operating the camera in accordance with at least one of the buttons operated by a user.

11. A camera control method, comprising the steps of:
    displaying a positioning button, a first operation button arranged above the positioning button, and a second operation button arranged below the positioning button, for generating commands to control a camera direction, wherein a positioning command generated by the positioning button is to change the camera direction to a home direction relating to a tilt direction of a camera, a first command generated by the first operation button is to tilt the camera direction upward, and a second command generated by the second operation button is to tilt the camera direction downward; and
    operating the camera in accordance with at least one of the buttons operated by a user.
12. A camera control method, comprising the steps of:
displaying a positioning button, a first operation button
arranged a left side of the positioning button, a second
operation button arranged a right side of the positioning
button, a third button arranged above the positioning
button, and a fourth button arranged below the posi-
tioning button, for generating commands to control a
camera direction, wherein a positioning command gen-
erated by the positioning button is to change the camera
direction to a home direction related to pan and tilt
directions of a camera, a first command generated by
the first operation button is to pan the camera direction
to the left, a second command generated by the second
operation button is to control the camera direction to
the right, a third command generated by the third
operation button to tilt the camera direction upward,
and a fourth command generated by the fourth opera-
tion button is to tilt the camera direction downward;
and
operating the camera in accordance with at least one of
the buttons operated by a user.
13. A camera control apparatus, comprising:
a first operation button for generating a first command to
change a camera direction to a first direction;
a second operation button for generating a second com-
mand to change the camera direction to a second
direction; and
a positioning button for generating a positioning com-
mand to change the camera direction to a home direc-
tion relating to the first and second directions,
wherein said positioning button is arranged between said
first and second operation buttons.
14. The apparatus according to claim 13, wherein the
camera direction is panned to the left in response to the first
command, and is panned to the right in response to the
second command.
15. The apparatus according to claim 14, wherein
the home direction corresponds to the center of a pivotal
angle in the pan direction.
16. The apparatus according to claim 13, wherein the
camera direction is tilted upward in response to the first
command, and is tilted downward in response to the second
command.
17. The apparatus according to claim 16, wherein the
home direction corresponds to the center of a pivotal
angle in the tilt direction.
18. A camera control apparatus, comprising:
a first operation button for generating a first command to
change a camera direction to a first direction;
a second operation button for generating a second com-
mand to change the camera direction to a second
direction;
a third operation button for generating a third command to
change the camera direction to a third direction;
a fourth operation button for generating a fourth com-
mand to change the camera direction to a fourth direc-
tion; and
a positioning button for generating a positioning com-
mand to change the camera direction to a home direc-
tion relating to the first to fourth directions,
wherein said positioning button is arranged between said
first and second operation buttons, and is arranged
between said third and fourth operation buttons.
19. The apparatus according to claim 18, wherein the
camera direction is panned to the left in response to the first
command, is panned to the right in response to the second
command, is tilted upward in response to the third com-
mand, and is tilted downward in response to the fourth
command.
20. The apparatus according to claim 19, wherein the
home direction corresponds to the center of pivotal angles in
the pan and tilt directions.
21. The apparatus according to claim 18, wherein the
positioning button is arranged the central space surrounded
by the first to fourth operation buttons.
22. A camera control apparatus, comprising:
a positioning button for generating a positioning com-
mand which is to change a camera direction to a home
direction relating to a pan direction of a camera;
a first operation button arranged a left side of said
positioning button for generating a first command
which is to pan the camera direction to the left; and
a second operation button arranged a right side of said
positioning button for generating a second command
which is to pan the camera direction to the right.
23. A camera control apparatus, comprising:
a positioning button for generating a positioning com-
mand which is to change a camera direction to a home
direction relating to a tilt direction of a camera;
a first operation button arranged above the positioning
button for generating a first command which is to tilt
the camera direction upward; and
a second operation button arranged below the positioning
button for generating a second command which is to tilt
the camera direction downward.
24. A camera control apparatus, comprising:
a positioning button for generating a positioning com-
mand which is to change a camera direction to a home
direction relating to pan and tilt directions of a camera;
a first operation button arranged a left side of the posi-
tioning button for generating a first command which is to pan
the camera direction to the left;
a second operation button arranged a right side of the posi-
tioning button for generating a second command which is to tilt
the camera direction upward; and
a fourth operation button arranged below the positioning
button for generating a fourth command which is to tilt
the camera direction downward.