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AMENDED CLAIMS
received by the International Bureau on 05 April 2007 (05.04.07)

1. An apparatus for controlling fraud in a satellite signal delivery system,

comprising:

a receive antenna for receiving at least one satellite signal;

a module, coupled to the receive antenna, for selectively delivering the at least one

satellite signal to at least one receiver via an output of the module, wherein the module creates a

pairing between the module and the at least one receiver upon installation of the at least one

receiver to the output, such that the module delivers the at least one satellite signal to the at least

one receiver only when the pairing is present, and the receiver can only be paired with one

module at a time within the satellite signal delivery system.

2 . The apparatus of claim 1, wherein the at least one receiver comprises a plurality of

receivers, and the output of the module is an interface.

3. The apparatus of claim 2, further comprising at least a second output of the

module for coupling a legacy receiver to the module.

4, The apparatus of claim 3, wherein the module also creates a legacy association

between the module and the legacy receiver, such that the module delivers the at least one

satellite signal to the legacy receiver only when the legacy association is present,

5. The apparatus of claim 4, wherein the module further comprises a controller,

coupled to the interface, for controlling signal flow between the interface and the at least one

receiver.

6. The apparatus of claim 5 wherein the controller monitors a signal strength of the

output of the interface and a signal strength of the legacy output.
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12. An apparatus for controlling fraud in a satellite signal delivery system by

selectively delivering satellite video signals to at least one receiver, comprising:

an antenna for receiving the satellite video signals;

a plurality of amplifiers, coupled to the antenna, each amplifier receiving and amplifying

specific satellite video signals based on an originating satellite for each of the satellite video

signals;

a multiswitch, having a plurality of inputs and a plurality of outputs, wherein at least

som e of the inputs are coupled to the plurality of amplifiers in a respective fashion;

a controller, coupled to the multiswitch, for controlling commands delivered to the

muliiswitch by the receiver; and

an interface, coupling the receiver to at least one output of the multiswitch through the

interface on a single cable, wherein the interface selectively controls the flow of signals from the

receiver to the multiswitch and controls the flow of satellite signals to the receiver, the selective

control based on at least the identification (ID) number of the receiver, the receiver ID number

being paired with only one interface within the satellite signal delivery system at a given time.

13. The apparatus of claim 12, wherein the interface is a network interface,

14. The apparatus of claim 13, further comprising an automatic gain controller,

coupled between the multiswitch and the interface, for controlling a signal strength of the

satellite signals.

15. The apparatus of claim 14, wherein the controller monitors the signal strength of

the satellite signals and selectively controls delivery of the satellite signals based on a change in

the signal strength of the satellite signals.

16. The apparatus of claim 15, wherein the multiswitch further comprises a legacy

output separate from the interface.



17. The apparatus of claim 16, wherein the controller monitors at least a legacy signal

strength of the legacy output, and selectively delivers satellite signals on the legacy output based

on a change in the legacy signal strength.

18. The apparatus of claim 17, wherein a plurality of receivers are coupled to the

interface, and the interface is a single output.

19. A fraud controlled satellite signal delivery system, for selectively delivering

satellite video signals to at least one Integrated Receiver Decoder (IRD), comprising:

a multiswitch, having a plurality of inputs and a plurality of outputs, wherein at least

some of the inputs receive satellite video signals from a plurality of satellites; and

an interface, coupling the IRD to at least one output of the multiswitch through the

interface on a single cable, wherein the interface selectively controls the flow of signals from the

receiver to the multiswitch and controls the flow of satellite signals to the receiver, the selective

control based on at least the identification (ID) number of the receiver, the receiver ID number

being paired with only one interface within the satellite signal delivery system at a given time.

20. The fraud controlled satellite signal delivery system of claim 19, wherein the

interface is a network interface.
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