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CLOSED NETWORK VIDEO 
PRESENTATION 

CROSS REFERENCE TO RELATED 
APPLICATIONS 

[ 0001 ] The present application is a continuation of U . S . 
patent application Ser . No . 14 / 550 , 831 , filed on Nov . 21 , 
2014 , now pending , which is a continuation - in - part of U . S . 
patent application Ser . No . 13 / 921 , 511 , filed on Jun . 19 , 
2013 , now U . S . Pat . No . 8 , 898 , 449 , which claims the benefit 
of U . S . Provisional Patent Application Ser . No . 61 / 661 , 733 , 
filed Jun . 19 , 2012 and entitled “ TABLET PRESENTATION 
SYSTEM ” , and the entirety of each of the foregoing appli 
cations is hereby incorporated by reference for all purposes . 
U . S . patent application Ser . No . 14 / 550 , 831 , filed on Nov . 
21 , 2014 , now pending , also claims the benefit of U . S . 
Provisional Patent Application Ser . No . 61 / 907 , 936 , filed 
Nov . 22 , 2013 and entitled “ CLOSED NETWORK VIDEO 
PRESENTATION , ” and U . S . Provisional Patent Application 
Ser . No . 62 / 013 , 093 , filed Jun . 17 , 2014 and entitled 
“ CLOSED NETWORK PRESENTATION , ” and the entirety 
of both foregoing applications is hereby incorporated by 
reference for all purposes . 

ticularly when a presenter is using a projector provided by 
the meeting host or other party , equipment connectivity 
issues , projector component failure and other technical 
issues may occur and negatively impact the presentation . 
[ 0006 ] Where each audience member has a computing 
device that is connected to the Internet or other existing 
network , an online application such as a web conference 
application or peer - to - peer application may be used to 
provide the presentation . However , presentations delivered 
via the Internet or other existing network connections may 
be subject to distracting latency issues where connection 
speed is limited or fluctuates . Among other examples , such 
issues may degrade the quality of a streamed video , making 
video portions of a presentation unacceptably poor . Presen 
tations may also be interrupted entirely should the network 
connection fail . Further , existing solutions for directly 
streaming video provide limited control and monitoring of a 
recipient ' s viewing of the video . 
[ 0007 ] In some situations , audience members ' computing 
devices may operate on different platforms and / or utilize 
differing networking configurations and corresponding net 
working hardware . Such differing software and hardware 
can present connectivity challenges and associated latency 
issues related to changing connection speeds . 
[ 0008 ] Additionally , and especially where a presentation 
contains sensitive or confidential information , security con 
cerns with such data traveling over the Internet or other third 
party networks may also be significant . Further , if the 
location of the presentation does not provide access to a 
required external network , or the presenter is unable to 
connect to a local network , such online applications may not 
be used . 

BACKGROUND 
[ 0002 ] Giving presentations is a common and often impor 
tant aspect of many professions and business ventures . As 
with any form of communication , the most effective pre 
sentations to an audience will sustain the audience ' s atten 
tion , enable easy viewing of the presenter ' s materials , and 
facilitate audience focus on the presentation . In some cases , 
the presenter may be making a presentation in a third party 
location , such as a client ' s conference room , a meeting 
facility or other location potentially unfamiliar to the pre 
senter . 
[ 0003 ] Various forms of computing technology are often 
utilized in making presentations . When the audience is 
smaller , a presenter may use a single portable device such as 
a tablet or laptop computer to display a presentation . How 
ever , this form of presentation requires the audience to 
crowd around the device display , perhaps in uncomfortable 
or awkward positions . The small presentation space also 
may result in awkward interactions and constrained move 
ments when referencing points on the display . 
[ 0004 ] In another example , fixed or portable projectors 
may display a presentation on a wall or separate screen . 
However , the room in which a projector is utilized should 
have certain features and configurations for projected pre 
sentations to be effective . For example , the room should 
have a wall suitable for displaying the projected images , as 
well as appropriate seating for easy viewing of the presen 
tation . If a suitable wall is not available , a separate screen 
must be provided by the presenter or facility personnel , and 
the screen must be carefully located for easy viewing by the 
audience . In practice , many conference rooms and other 
locations are unsuitable for projection presentations . Addi 
tionally , privacy concerns may also make projected presen 
tations undesirable . 
[ 0005 ] Further , the presenter often must allow extra time 
before beginning the presentation for setting up and config 
uring the projector . The presenter may also be relying on the 
meeting host or other party to set up and configure the 
projector , which may or may not occur . Further , and par 

BRIEF DESCRIPTION OF THE DRAWINGS 
[ 0009 ] FIG . 1 is a schematic view of a presentation system 
according to an example of the present disclosure . 
0010 ] FIG . 2 is a schematic perspective view of a room 
including a presenter using a host computing device and four 
recipients using client computing devices according to an 
example of the present disclosure . 
10011 ] FIGS . 3A , 3B , 3C , 3D , 3E and 3F are a flow chart 
of a method for delivering a presentation via a closed 
wireless network according to an example of the present 
disclosure . 

[ 0012 ] FIG . 4 is a schematic illustration of a user interface 
displayed on a host computing device according to an 
example of the present disclosure . 
[ 0013 ] . FIG . 5 is a schematic illustration of a portion of a 
presentation displayed on a client computing device accord 
ing to an example of the present disclosure . 
0014 ) FIG . 6 is a schematic illustration of the portion of 
the presentation of FIG . 5 displayed on a host computing 
device according to an example of the present disclosure . 
[ 0015 ] FIG . 7 is a schematic illustration of a user interface 
displayed on a client computing device according to an 
example of the present disclosure . 
[ 0016 ] FIGS . 8A and 8B are a flow chart of a method for 
viewing a presentation via a closed wireless network accord 
ing to an example of the present disclosure . 
[ 0017 ] FIG . 9 is a schematic perspective view of a room 
including a presenter using a host computing device and four 
recipients using client computing devices according to 
another example of the present disclosure . 
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[ 0018 ] FIG . 10 is a schematic illustration of a viewer list 
user interface displayed on a host computing device accord 
ing to an example of the present disclosure . 
[ 00191 FIG . 11 is a schematic illustration of a Videos file 
screen displayed on a host computing device according to an 
example of the present disclosure . 
[ 0020 ] FIGS . 12 , 13 and 14 are schematic illustrations of 
a Video Streamer Panel and Streaming List displayed on a 
host computing device according to an example of the 
present disclosure . 
[ 0021 ] FIG . 15 is a flow chart of a method for viewing a 
presentation including video via a closed wireless network 
according to an example of the present disclosure . 
[ 0022 FIGS . 16A , 16B and 16C are a flow chart of a 
method for delivering a presentation via a closed wireless 
network according to an example of the present disclosure . 
10023 ] . FIG . 17 is a flow chart of a method 1700 for 
delivering a presentation via a closed wireless network using 
an external router . 
[ 0024 FIG . 18 is a simplified schematic illustration of an 
example of a computing device . 

DETAILED DESCRIPTION 
[ 0025 ] FIG . 1 shows a schematic view of one example of 
a presentation system 10 according to an example of the 
present disclosure . The presentation system 10 includes a 
host computing device 14 , a first client computing device 18 
and a second client computing device 22 . It will be appre 
ciated that in other examples , the presentation system 10 
may include 1 , 3 , 4 , 5 , 10 or other suitable number of client 
computing devices . 
[ 0026 ] The host computing device 14 includes a presen 
tation program 26 that may be stored in mass storage 30 of 
the host computing device . The presentation program 26 
may be loaded into memory and executed by a processor of 
the host computing device 14 to perform one or more of the 
methods and processes described in more detail below . The 
presentation program 26 may comprise a virtual network 
server program 34 that may be executed to run a virtual 
network server 36 on the host computing device 14 . 
[ 0027 ] The presentation program 26 may also comprise a 
wireless network access point program 38 that may be 
executed to establish a wireless network access point that 
creates a closed wireless network 42 . A closed wireless 
network is a wireless network that is not communicatively 
coupled to another wired or wireless network . In some 
examples , a host computing device 14 may establish a 
closed wireless network 42 while also connecting or being 
connected to one or more other networks , such as the 
Internet . In these examples , the closed wireless network is 
not communicatively coupled to the one or more other 
networks . As described in more detail below , the presenta 
tion program 26 may create and utilize the closed wireless 
network 42 to establish an encrypted communication session 
with the first client computing device 18 and the second 
client computing device 22 
[ 0028 ] In some examples and as described in more detail 
below , the presentation system 10 may comprise an external 
router 88 that may be utilized to create a closed wireless 
network 90 and encrypted communication session in addi 
tion to or instead of the closed wireless network 42 estab 
lished by the wireless network access point program 38 of 
the host computing device 14 . The first client computing 
device 18 , second client computing device 22 , and / or addi 

tional client computing devices may be communicatively 
coupled to the closed wireless network 90 via the external 
router 88 . 
[ 0029 ] The host computing device 14 may also include 
one or more other programs stored in mass storage 30 . In the 
example shown in FIG . 1 , the host computing device 14 
includes a first program 46 and a second program 50 . In one 
example , the first program 46 may be a program such as 
Microsoft PowerPoint or Apple Keynote , and the second 
program 50 may be a word processing program such as 
Microsoft Word . Examples of other programs that may be 
stored in mass storage 30 include , but are not limited to , 
viewer applications , spreadsheet applications , photo man 
agement programs , web browsers , etc . 
[ 0030 ] The first client computing device 18 and second 
client computing device 22 include a viewing program 54 
that may interface with the presentation program 26 on the 
host computing device 14 via the closed wireless network 42 
or closed wireless network 90 . As described in more detail 
below , the viewing program 54 may be executed by a 
processor of the corresponding client computing device , and 
may be configured to receive and display frame buffer data 
56 from the host computing device 14 . 
[ 0031 ] The host computing device 14 , first client comput 
ing device 18 and second client computing device 22 may 
each include a media player program 80 that may be utilized 
to play back multimedia files . In some examples the media 
player program 80 may play audio / video data 84 in the form 
of a movie , video clip , slideshow , audio file , or other type of 
audio / video data . In different examples the audio / video data 
84 may comprise audio only data , video only data , or audio 
and video data . Any suitable media player program that may 
transcode video and audio from one format to another may 
be utilized . Examples of media player programs include , but 
are not limited to , the QuickTime Player and the Windows 
Media Player . 
[ 0032 ] The host computing device 14 , first client comput 
ing device 18 , and second client computing device 22 may 
operate utilizing any suitable operating system . Examples of 
such operating systems include , but are not limited to , 
Microsoft Windows , Apple OS X , Linux , Android , Windows 
Phone , and iOS . 
[ 0033 ] The host computing device 14 may take the form of 
a desktop computing device , a mobile computing device 
such as a tablet computer , laptop , notebook , smart phone , or 
other suitable type of computing device . The first client 
computing device 18 and second client computing device 22 
may take the form of a mobile computing device such as a 
tablet computer , laptop , notebook , smart phone , or other 
suitable type of computing device . The host computing 
device 14 includes a host display 58 , the first client com 
puting device 18 includes a client display 62 , and the second 
client computing device 22 includes a client display 64 . 
( 0034 ) Additional details regarding the components and 
computing aspects of the host computing device 14 , first 
client computing device 18 and second client computing 
device 22 are described in more detail below with reference 
to FIG . 18 . 
[ 0035 ] Advantageously , and as described in more detail 
below , the presentation program 26 may create and utilize a 
closed wireless network to establish an encrypted commu 
nication session with the first client computing device 18 
and the second client computing device 22 . By running a 
virtual network server 36 and communicatively coupling the 



US 2018 / 0034877 A1 Feb . 1 , 2018 

first client computing device 18 and second client computing 
device 22 to the server , the presentation program 26 may 
conveniently and securely deliver a presentation to one or 
more client computing devices . Further , the presentation 
program 26 may deliver the presentation without access to 
the Internet or other external network . A presentation is 
defined as output generated and / or displayed by one or more 
applications and / or by one or more programs . For example , 
a Keynote presentation may comprise images generated and 
displayed via a Keynote application . Another presentation 
may comprise a video , audio , or audio and video streamed 
from the host computing device 14 to one or more client 
computing devices . 
[ 0036 ) Turning now to FIG . 2 , in one example use case a 
sales professional presenter 204 may have a meeting with 
prospective customers ( also referred to as recipients ) in the 
customers ' conference room 212 . The presenter 204 may 
have an electronic presentation describing his company ' s 
new product to present to the customers . The presenter 204 
may bring a host computing device 14 in the form of a laptop 
computer 208 that includes the presentation program 26 . The 
presenter may also bring 4 client computing devices 216 , 
220 , 224 , and 228 in the form of tablet computers that are 
provided to each of the prospective customers . Each of the 
client computing devices 216 , 220 , 224 , and 228 may be 
preloaded with the viewing program 54 . In another example , 
one or more of the customers may bring a client computing 
device to the meeting and may transfer or download the 
viewing program 54 to their device prior to the presentation . 
[ 0037 ] As described in more detail below , the presenter 
204 may start the presentation program 26 with a single 
selection in a presentation user interface . Similarly , each 
prospective customer may power up his tablet , which may 
programmatically launch the viewing program 54 . The pre 
sentation program 26 on the laptop may then programmati 
cally establish a virtual WiFi access point to create a closed 
wireless network 42 to which each of the tablets are auto 
matically connected . An encrypted communication session 
is established between the laptop 208 and the tablets . 
[ 0038 ] The presentation program 26 also programmati 
cally runs a virtual network server 36 via the laptop 208 to 
which each of the tablets is communicatively coupled . 
Frame buffer data 56 from the presenter ' s electronic pre 
sentation is captured on the laptop 208 and shared with each 
of the tablets , which utilize the viewing program 54 to draw 
the frame buffer data to the client display of each client 
computing device . 
[ 0039 ] Advantageously and as described in more detail 
below , the presentation system 10 thereby enables the pre 
senter 204 to create a secure , closed wireless network on the 
fly , and to deliver the presentation via the network to the 
client computing devices . The presenter 204 may maintain 
full control of the application that is generating the presen 
tation content being shared , and in this manner may manage 
the user experience of each of the prospective customers by 
controlling the output generated by the client display of each 
client computing device . 
[ 0040 ] In some examples , the viewing program 54 on each 
client computing device may prevent any revision to the 
frame buffer data comprising the presentation content that is 
displayed on the client computing device . Advantageously , 
in this manner the presenter 204 may be assured that each 
prospective customer is viewing the same presentation con - 
tent that is displayed on the host computing device 14 . 

Further and as noted above , the presentation system 10 may 
operate without any connection to or reliance on the Internet 
or other external network . 
[ 0041 ] Additionally , the prospective customers are free to 
enjoy the presentation in a variety of positions or orienta 
tions . For example , a prospective customer may sit and view 
the presentation via their client computing device , which 
may be supported on table 230 by a stand 234 . A prospective 
customer may also stand , walk , stretch , etc . , while holding 
a client computing device and maintaining focus on the 
material being presented . Additional potential benefits of the 
presentation system 10 of the present disclosure are dis 
cussed below . 
[ 0042 ] It will be appreciated that a range of the closed 
wireless network 42 created by the presentation program 26 
may be related to the range of the wireless network standard 
utilized . In one example , a closed wireless network 42 based 
on the IEEE 802 . 11 standards ( WiFi ) may have a range of 
approximately 20 - 30 meters . 
[ 0043 ] FIGS . 3A , 3B , 3C , 3D , 3E and 3F illustrate a flow 
chart of a method 300 for delivering a presentation via a 
closed wireless network . The following description of 
method 300 is provided with reference to the software and 
hardware components of the presentation system 10 
described and shown herein . The following description is 
also provided from a perspective of the host computing 
device 14 . It will be appreciated that method 300 may also 
be performed in other contexts using other suitable hardware 
and software components . 
[ 0044 ] With reference to FIG . 3A , at 304 the method 300 
may include starting the presentation program 26 on a host 
computing device 14 . In one example , the presentation 
program 26 may be launched when a presenter selects a 
corresponding icon on a desktop of the host computing 
device 14 . With reference also to FIG . 4 , upon launch the 
presentation program 26 may display a user interface 404 on 
the host display 58 of the host computing device 14 . At 308 
the method 300 may include retrieving saved user param 
eters from a storage subsystem of the host computing device 
14 . In one example , the user parameters may include net 
work credentials such as a network name 408 and a pass 
word 412 ( see FIG . 4 ) . At 312 the method 300 may include 
displaying the saved parameters populated in the user inter 
face 404 . In another example where saved user parameters 
are not available , at 316 the method 300 may include 
collecting user parameters via user input to the host com 
puting device . 
0045 ] Turning now to FIG . 3D , in some examples at 450 
the method 300 may include communicatively coupling the 
host computing device 14 to an external router 88 that 
creates a closed wireless network 90 . At 454 the method 300 
may include obtaining the IP address of the host computing 
device 14 . At 458 the method 300 may include providing the 
host IP address to the external router 88 . At 462 the method 
300 may include publishing the IP address of the host 
computing device 14 to client computing devices via the 
external router 88 . 
[ 0046 ] At 466 the method 300 may include creating a 
closed wireless network 90 via the external router 88 . At 470 
the method 300 may include establishing an encrypted 
communication session via the closed wireless network 90 
with one or more client computing devices , such as first 
client computing device 18 and second client computing 
device 22 . In some examples , an external router 88 may be 
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utilized to create the closed wireless network 90 and 
encrypted communication session in addition to or instead of 
the closed wireless network 42 established by the wireless 
network access point program 38 of the host computing 
device 14 . With an encrypted communication session estab 
lished , the method 300 may proceed with step 340 of FIG . 
3A that is described in more detail below . 
100471 Returning to FIG . 3A and in another example , at 
320 the method 300 may include establishing a virtual WiFi 
access point , or software enabled access point , that creates 
a closed wireless network 42 . It will be appreciated that any 
suitable virtual WiFi access point technology may be uti 
lized . Examples may include , but are not limited to , Micro 
soft Windows SoftAP wireless access point software and 
hostapd software for Linux and FreeBSD platforms . 
[ 0048 ] At 324 the method 300 may include providing to 
client computing devices Wi - Fi Protected Access ( WPA ) 
authentication for creating an encrypted communication 
session with the host computing device . It will be appreci 
ated that any other suitable security protocol or encryption 
algorithm may also be utilized . 
[ 0049 ] At 328 the method 300 may include publishing a 
host device IP address of the virtual access point to the client 
computing devices . At 332 the method 300 may include 
starting an internal DHCP server on the host computing 
device 14 . The DHCP server may provide dynamic IP 
addressing for assigning IP addresses to the client computing 
devices . At 336 the method 300 may include establishing an 
encrypted communication session with the client computing 
devices utilizing WPA protocols . 
[ 0050 ] At 340 the method 300 may include configuring a 
virtual network server 36 using the host device parameters . 
In one example , a virtual network server based on Virtual 
Network Computing protocols may be configured . It will be 
appreciated that any other suitable virtual network server 
technology that operatively connects the virtual server to a 
viewing program 54 on a client computing device may also 
be utilized . At 344 the method 300 may include running the 
virtual network server 36 on the host computing device 14 . 
At 348 the method 300 may include initiating on the virtual 
network server 36 a frame buffer data capture task in which 
frame buffer data 56 from the host computing device is 
captured at periodic intervals . In some examples , the rate at 
which frame buffer data 56 or host display screen shots are 
captured may be 2 frames per second ( fps ) , 10 fps , 30 fps or 
any other suitable frequency . At 352 the method 300 may 
include storing the captured frame buffer data 56 in a storage 
subsystem of the host computing device 14 . 
[ 0051 ] It will be appreciated that frame buffer data 56 may 
comprise screen shots of content displayed on the host 
display 58 of the host computing device 14 . As described in 
more detail below , sharing such content with one or more 
client computing devices enables a presenter to effectively 
deliver a presentation to such devices and corresponding 
recipients viewing the devices . 
[ 0052 ] At 356 the method 300 may include accepting 
authenticated virtual network connections from one or more 
client computing devices . In this manner , the one or more 
client computing devices may be communicatively coupled 
to the virtual network server 36 . At 360 the method 300 may 
include establishing a virtual network session for each 
authenticated client computing device . 
[ 0053 ] At 364 the method 300 may include listening for 
frame buffer requests 66 from each authenticated client 

computing device . At 368 the method 300 may include 
retrieving stored frame buffer data 56 from a storage sub 
system of the host computing device , such as a screen buffer . 
At 372 the method 300 may include , upon receiving a frame 
buffer request from a client computing device , sending 
frame buffer data 56 to the device . Advantageously , in this 
manner the method 300 may deliver a presentation from a 
host computing device 14 to one or more client computing 
devices . 
[ 0054 ] Turning now to FIG . 3B , in some examples at 374 
the method 300 may include listening for an input request 
that may be received via the host computing device 14 . 
Examples of input requests include , but are not limited to , 
surveys for receiving feedback from users of client comput 
ing devices , requests for signatures from users of client 
computing devices , and requests for votes from users of 
client computing devices with regard to proposals , ques 
tions , etc . It will be appreciated that many other forms of 
input requests may also be utilized and are within the scope 
of the present disclosure . 
[ 0055 ] In one example and with reference again to FIG . 2 , 
the presenter 204 may desire to send an electronic survey to 
the four prospective customers via their client computing 
devices 216 , 220 , 224 and 228 to collect feedback regarding 
the presenter ' s presentation . The presenter 204 may request 
the survey from the laptop 208 host computing device by , for 
example , selecting a survey option from an options menu on 
a user interface generated by the presentation program 26 . 
[ 0056 ] With reference again to FIG . 3B , at 376 the method 
300 may , upon receiving the input request from the host 
computing device 14 , send a client input trigger comprising 
survey data and a flag to each of the client computing 
devices 216 , 220 , 224 and 228 . At 378 the method 300 may 
include pinging each client computing device 216 , 220 , 224 
and 228 for an input file that is responsive to the survey . At 
380 the method 300 may include receiving an input file 
corresponding to the client input trigger from one or more of 
the client computing devices 216 , 220 , 224 and 228 . 
[ 0057 ] At 382 the method 300 may include saving the 
input file along with a designation of the corresponding 
client computing device that provided the input file . In this 
manner , the presentation program 26 may associate the data 
responsive to the survey in the input file with the client 
computing device and corresponding prospective customer , 
and may subsequently access such data as desired . At 384 
the method 300 may include providing notification to the 
presenter via the host computing device 14 that input has 
been received . Such notification may take the form of , for 
example , a pop up message , audible alert , flashing icon , or 
any other suitable notification . 
10058 ] Returning to FIG . 3A , at 386 the method 300 may 
include determining whether a command to end the presen 
tation has been received from the host computing device 14 . 
If an end command has been received , then the presentation 
program 26 may terminate the virtual network session with 
each of the client computing devices . If an end command has 
not been received , then at 364 the method 300 may continue 
to listen for frame buffer requests . 
10059 ] Returning now to FIG . 3B , in some examples at 
388 the method 300 may include receiving a revision to 
frame buffer data 56 from a client computing device . Revi 
sions to frame buffer data 56 may include , but are not limited 
to , modifications to images and / or text received in frame 
buffer data such as , for example , highlighting images and / or 
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text or portions of images and / or text , selecting images 
and / or text or portions of images and / or text by , for example , 
marking , circling or otherwise visually indicating images 
and / or text or portions of images and / or text , enlarging , 
shrinking or otherwise modifying images and / or text or 
portions of images and / or text , adding images and / or text or 
other predefined content etc . 
10060 ] With reference now to FIG . 5 , one example of a 
revision to frame buffer data 56 is provided . FIG . 5 shows 
a schematic illustration of one example of a client touch 
screen display 500 of a client computing device that is 
displaying frame buffer data 56 received from a host com 
puting device 14 . In this example , a revision to frame buffer 
data 56 is created when a recipient ' s finger 508 taps an area 
corresponding to an icon 512 displayed on the surface of the 
touchscreen display 500 to highlight the icon . In response to 
the recipient ' s input , the viewing program 54 of the client 
computing device causes an encircling ring 510 surrounding 
an icon 512 to be drawn on the display 500 . 
[ 0061 ] With reference now to FIG . 6 , when a host com 
puting device 14 receives the revision to frame buffer data 
56 from the client computing device , the presentation pro 
gram 26 displays the encircling ring 510 surrounding the 
icon 512 on the host display 604 of the host computing 
device 14 . Advantageously , in this manner the method 300 
may enable recipients of a presentation to provide real time 
feedback to a presenter during a presentation . 
[ 0062 ] Additionally , in some examples and with reference 
again to FIG . 3B , at 390 the method 300 may include 
sending the revision to frame buffer data 56 to the other 
client computing devices participating in the presentation 
via the virtual network . In this example , each of the recipi 
ents may also see in real time the revisions provided by 
another recipient . Additionally , in some examples revisions 
to frame buffer data 56 received from client computing 
devices may be saved to a storage subsystem of the host 
computing device 14 for future reference by , for example , 
users of the host computing device . 
10063 ) Returning to FIG . 3A and as noted above , at 386 
the method 300 may include determining whether a com 
mand to end the presentation has been received from the host 
computing device 14 . If an end command has been received , 
then the presentation program 26 may terminate the virtual 
network session with each of the client computing devices . 
If an end command has not been received , then at 364 the 
method 300 may continue to listen for frame buffer requests . 
[ 0064 ] With reference now to FIG . 3C , in some examples 
at 392 the method 300 may include terminating the closed 
wireless network 42 . At 394 and in response to termination 
of the closed wireless network 42 , the method 300 may 
include terminating the virtual network server 36 to thereby 
conserve bandwidth , power , and other resources of the host 
computing device 14 . 
[ 0065 ] Continuing with FIG . 3C , at 395 and in some 
examples the method 300 may include establishing a sepa 
rate network connection to an external network 70 , such as 
a local area network or the Internet . At 396 the method 300 
may include sharing external data received via the external 
network 70 with client computing devices via the closed 
wireless network 42 . Additionally , in this example the closed 
wireless network 42 and external network 70 are not com - 
municatively coupled such that no frame buffer data 56 or 
other data passing via the closed wireless network is avail - 
able or otherwise exposed to the external network 70 . 

Advantageously , in this example the host computing device 
14 may receive external data via the external network 70 , 
such as from a server 72 , and may securely share the data 
with client computing devices via the closed wireless net 
work . 
0066 ] Returning to FIG . 3A and as noted above , at 386 

the method 300 may include determining whether a com 
mand to end the presentation has been received from the host 
computing device 14 . If an end command has been received , 
then the presentation program 26 may terminate the virtual 
network session with each of the client computing devices . 
If an end command has not been received , then at 364 the 
method 300 may continue to listen for frame buffer requests . 
[ 0067 ] In some examples , a presenter may desire to pri 
vately view or selectively share certain information or data 
during a presentation . For example , a presenter may wish to 
consult and display on the host display 58 of the host 
computing device 14 confidential data or other proprietary 
or otherwise sensitive information that the presenter does 
not want to share with one or more of the presentation 
recipients . In these examples , such data may be referred to 
as private frame buffer data , while the frame buffer data 86 
that is shared with one or more of the client computing 
devices may be referred to as shared frame buffer data . 
[ 0068 ] Continuing with FIG . 3C , at 397 and in some 
examples the method 300 may include retrieving private 
frame buffer data stored in the storage subsystem of the host 
computing device . At 398 the method 300 may include 
displaying the private frame buffer data on the host display 
58 of the host computing device 14 . At 399 the method 300 
may include refraining from sending the private frame buffer 
data to one or more of the client computing devices . For 
example , the private frame buffer data may not be sent to any 
of the client computing devices participating in the presen 
tation . In other examples , the presenter may refrain from 
sending the private frame buffer data to one or more client 
computing devices , while selecting one or more other client 
computing devices via the presentation program 26 to 
receive the private frame buffer data . 
[ 0069 ] In some examples , in addition to refraining from 
sending the private frame buffer data to one or more of the 
client computing devices , shared frame buffer data in the 
form of blocking data may be sent to one or more of the 
client devices . Such blocking data may , for example , be 
displayed on a client display of a client computing device as 
a screen filled with a single color , such as white , black , or 
other color , a message indicating the presentation is paused , 
or other suitable message or image . 
[ 0070 ] In other examples , in addition to refraining from 
sending the private frame buffer data to one or more of the 
client computing devices , the shared frame buffer data being 
displayed on the client computing devices may be frozen 
and continuously displayed while the private frame buffer 
data is displayed on the host display 58 of the host com 
puting device 14 . In other examples , the presentation pro 
gram 26 may freeze the client display of one or more client 
computing devices to display a static image of shared frame 
buffer data , and may not retrieve or display private frame 
buffer data on the host display 58 of the host computing 
device 14 . 
0071 ) In some examples and as noted above , the host 
computing device 14 may establish a closed wireless net 
work 42 via a wireless network access point program that is 
executed to create a wireless network access point . It will be 
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appreciated that in some examples , different host computing 
devices may utilize different wireless network interface 
controllers and associated wireless network access point 
programs having differing capabilities . Examples of such 
differing capabilities may include , but are not limited to , RF 
power requirement management , interference detection and 
avoidance , channel assignment , authentication , security , etc . 
[ 0072 ] It also will be appreciated that in some examples , 
different client computing devices may utilize differing 
operating systems , wireless connection hardware and soft 
ware , and / or other configurations that may or may not work 
well with a given host computing device . Additionally , to 
avoid data bandwidth and throughput issues and associated 
latency concerns , and depending upon the networking capa 
bilities of the host computing device 14 , in some examples 
the quantity of client computing devices that may be com 
municatively coupled to the host computing device may be 
limited . 
[ 0073 ] Accordingly , as noted above and to address one or 
more of these potential issues , the host computing device 14 
also may be capable of establishing a closed wireless 
network 90 via an external router 88 instead of or in addition 
to the closed wireless network 42 . Advantageously , by 
utilizing an external router 88 , the presentation system 10 
may enhance the networking capabilities of the host com 
puting device 14 by providing a more stable and consistent 
wireless network interface to a variety of client computing 
devices . Further , an external router 88 may provide greater 
bandwidth and throughput to enable more client computing 
devices to communicatively couple with the host computing 
device . 
[ 0074 ] With reference now to FIG . 3E , in some examples 
at 472 the method 300 may include programmatically deter 
mining , based on one or more triggers , whether to establish 
an encrypted communication session by utilizing a closed 
wireless network created by the host computing device , or 
by utilizing a closed wireless network created by an external 
router . 
[ 0075 ] For example , at 1706 such a determination may be 
based on a trigger comprising a file type ( s ) of the frame 
buffer data that is to be sent to the client computing devices . 
In some examples , where the frame buffer data comprises 
file formats that often correspond to smaller files , such as 
. doc files , . rtf files , etc . , the presentation program may utilize 
a closed wireless network created by the host computing 
device . In one non - limiting example , a predetermined selec 
tion of file formats may be designated as corresponding to 
smaller files . 
[ 0076 ] In other examples , where the frame buffer data file 
format ( s ) may correspond to very large files , such as . mp4 
files , . mpg files , . pdf files , etc . , the presentation program 
may utilize a closed wireless network created by an external 
router to provide more robust data transfer capabilities . In 
one non - limiting example , a predetermined selection of file 
formats may be designated as corresponding to very large 
files . 
[ 0077 ] In another example , at 472 the determination of 
whether to establish a closed wireless network created by the 
host computing device or by an external router may be based 
on a trigger comprising a file directory in which frame buffer 
data is located . For example , where a file directory contains 
video files , uncompressed audio files , or other content that 
can comprise very large files , the presentation program may 
utilize a closed wireless network created by an external 

router to provide more robust data transfer capabilities . In 
other examples , where a file directory contains documents or 
other content that often comprise smaller files , the presen 
tation program may utilize a closed wireless network created 
by the host computing device . In some examples , a prede 
termined selection of file directories may be designated as 
corresponding to either smaller or larger files . 
[ 0078 ] In another example , at 474 the determination of 
whether to establish a closed wireless network created by the 
host computing device or by an external router may be based 
on a trigger comprising a location of the host computing 
device . For example and with reference to FIG . 2 , the 
presentation program 26 may determine that the host com 
puting device is located in the conference room 212 , which 
typically hosts meetings having a maximum of 6 people . 
Accordingly , and where the wireless networking capabilities 
of a host computing device support simultaneous streaming 
of frame buffer data to 5 client computing devices , the 
presentation program may utilize a closed wireless network 
created by the host computing device . 
[ 0079 ] In another example , the presentation program 26 
may determine that the host computing device is located in 
an auditorium that seats up to 150 people . Accordingly , and 
given the greater throughput needed to simultaneously 
stream frame buffer data to such a potentially large number 
of client computing devices , the presentation program may 
utilize a closed wireless network created by an external 
router to provide more robust data transfer capabilities . It 
will be appreciated that the host computing device may 
determine its location in any suitable manner , such as by 
using a Wi - Fi based positioning system or any other suitable 
method . 
10080 ] In another example , at 478 the determination of 
whether to establish a closed wireless network created by the 
host computing device or by an external router may be based 
on a trigger comprising a quantity of client connections . For 
example , the presentation program 26 may initially utilize a 
closed wireless network 42 created by the host computing 
device to communicatively couple up to a threshold number 
of client computing devices . Such threshold number may be , 
for example , 3 , 4 , 5 , 6 , 10 , 20 or any suitable number . In 
some examples , the threshold number may be programmati 
cally determined based on one or more hardware and 
software characteristics and / or configurations of the host 
computing device . 
[ 0081 ] The presentation program 26 may track the number 
of client computing devise that connect to the closed wire 
less network 42 . If the threshold number of connections is 
reached , for subsequent connections of additional client 
computing devices the presentation program may establish 
another , separate closed wireless network 90 and corre 
sponding encrypted communication session via the external 
router 88 . 
[ 0082 ] Accordingly , in some examples and with reference 
now to FIG . 3F , at 482 the method 300 may include creating 
a second closed wireless network . At 484 the method 300 
may include establishing an encrypted communication ses 
sion via the second closed wireless network with the addi 
tional client computing devices beyond the threshold num 
ber of connections . It will be appreciated that such additional 
client computing devices comprise a second , different plu 
rality of client computing devices as compared to the 
threshold number of client computing devices . 
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[ 0083 ] At 486 the method 300 may include running a 
second virtual network server on the host computing device . 
In some examples , a second network server may be executed 
on the external router 88 . At 488 the method 300 may 
include communicatively coupling each of the additional 
client computing devices to the second virtual network 
server . 
[ 0084 ] At 490 the method 300 may include retrieving 
stored frame buffer data . At 492 the method may include 
sending the frame buffer data to each of the client computing 
devices connectively coupled to the closed wireless network 
42 and to each of the client computing devices connectively 
coupled to the other second closed wireless network 90 . In 
some examples , and as described in more detail below , the 
frame buffer data may comprise audio / video data that is 
streamed from an audio / video file to the client computing 
devices . 
[ 0085 ] Accordingly , in some examples the presentation 
program 26 may simultaneously send the same frame buffer 
data to the client computing devices on the closed wireless 
network 42 and to the other client computing devices on the 
closed wireless network 90 , via corresponding and separate 
network servers . In this manner , both groups of client 
computing devices may receive and display the same frame 
buffer data at substantially the same time . 
[ 0086 ] Also , it will be appreciated that two or more of the 
above - described triggers may be used to determine whether 
to establish an encrypted communication session by utilizing 
a closed wireless network created by the host computing 
device , or by utilizing a closed wireless network created by 
an external router . Similarly , two or more of the above 
triggers may be used to determine whether to establish two 
encrypted communication sessions by utilizing a first closed 
wireless network created by the host computing device and 
by utilizing a second closed wireless network created by an 
external router . 
[ 0087 ] In some examples , one or more of the steps of 
method 300 described above may occur in the background 
after the presentation program 26 has been launched . Addi 
tionally , in some examples a presentation to one or more 
client computing devices may be initiated via steps of 
method 300 described above by a single user selection or 
other input to the host computing device 14 . For example 
and with reference again to FIG . 4 , a presentation may be 
initiated when a presenter selects the Start Presentation 
button 416 on the user interface 404 . 
[ 0088 ] It will be appreciated that method 300 is provided 
by way of example and is not meant to be limiting . There 
fore , it is to be understood that method 300 may include 
additional and / or alternative steps than those illustrated in 
FIGS . 3A , 3B , 3C , 3D , 3E , and 3F . Further , it is to be 
understood that the steps of method 300 may be performed 
in any suitable order . Further still , it is to be understood that 
one or more steps may be omitted from method 300 without 
departing from the scope of this disclosure . 
[ 0089 ] With reference now to FIGS . 8A and 8B , an 
example of the presentation system 10 will now be provided 
with reference to a flow chart of a method 800 for receiving 
at a client computing device a presentation from a host 
computing device 14 via a closed wireless network 42 . The 
following description of method 800 is provided with ref 
erence to the software and hardware components of the 
presentation system 10 described and shown herein . In 
particular , method 800 is described with reference to the 

viewing program 54 that may be executed by a processor of 
a client computing device . It will be appreciated that the 
viewing program 54 may be configured to perform one or 
more of the steps of method 800 described below . It will also 
be appreciated that method 800 may also be performed in 
other contexts using other suitable hardware and software 
components . 

[ 0090 ] With reference to FIG . 8A and upon powering up 
the client computing device , at 804 the method 800 may 
include starting a priority program 74 stored in a mass 
storage of the client computing device . At 808 the priority 
program 74 may be executed by a processor of the client 
computing device to determine whether the viewing pro 
gram 54 is the current foreground application running in the 
foreground of the client computing device . In one example , 
after power up the viewing program 54 may not be running . 
In this example , at 816 the priority program 74 may be 
configured to start the viewing program 54 . 
[ 0091 ] In another example the viewing program 54 may 
have been previously launched . In this example and at 808 , 
if the viewing program 54 is the currently running fore 
ground application , then the viewing program 54 may con 
tinue to operate as described in more detail below . At 812 the 
priority program 74 may subsequently recheck whether the 
viewing program 54 is the current foreground application at 
defined intervals . 
[ 0092 ] Continuing with 808 , if a different program is the 
current foreground application , then at 816 the priority 
program 74 may relaunch the viewing program 54 as the 
current foreground application . For example , while the 
viewing program 54 is the current foreground application , a 
recipient user of the client computing device may select and 
launch another application , navigate to a device desktop 
view , or otherwise relegate the viewing program 54 to a 
background application status . Upon determining that the 
viewing program 54 has a background application status , the 
priority program 74 may relaunch the viewing program as 
the foreground application . 
[ 0093 ] In other examples , the priority program 74 may be 
configured to allow the recipient user of the client comput 
ing device to select and launch another application or 
otherwise navigate away from the viewing program 54 while 
the viewing program 54 is running . In these examples , the 
viewing program 54 may continue to run as a background 
application . 
[ 0094 ] At 820 and with reference also to FIG . 7 , the 
viewing program 54 may be configured to display a client 
user interface 704 on a client touchscreen display 708 of a 
client computing device . The client user interface 704 may 
be populated with user parameters saved in a storage sub 
system of the client computing device . In one example , the 
user parameters may include network credentials such as a 
network name 716 and a password 720 . In some examples , 
a user display name 724 may be an additional parameter that 
may populate the client user interface 704 . As described in 
more detail below , in examples where a user may interact 
with the host computing device 14 , the user display name 
724 may be displayed on the host computing device along 
with interactions received from that user via the client 
computing device , thereby enabling the presenter to know 
which user / recipient is participating in the interaction . 
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10095 ] In another example where saved parameters are not 
available , the viewing program 54 may be configured to 
collect and validate user parameters via user input to the 
client computing device . 
[ 0096 ] At 828 the viewing program 54 may be configured 
establish a WiFi network connection to the closed wireless 
network 42 established by the host computing device 14 . 
Such a connection will be established when the network 
name 716 and password 720 parameter values match cor 
responding parameter values stored in the host computing 
device 14 . As described above , it will also be appreciated 
that the WiFi network connection may be encrypted via 
WPA encryption . At 832 the viewing program 54 may be 
configured to obtain an IP address from the closed wireless 
network 42 . The viewing program 54 may utilize a DHCP 
client to obtain an IP address from the DHCP server running 
on the host computing device 14 . 
[ 0097 ] At 836 the viewing program 54 may be configured 
to establish an IP network connection to the virtual network 
server 36 running on the host computing device 14 . At 840 
the viewing program 54 may be configured to automatically 
configure the virtual network client for the virtual network 
server 36 . At 844 the viewing program 54 may be configured 
to request frame buffer data 56 from the host computing 
device 14 via a frame buffer request 66 . At 848 the viewing 
program 54 may be configured to receive frame buffer data 
56 from the host computing device 14 . 
[ 0098 ] Turning now to FIG . 8B and in some examples , at 
852 the viewing program 54 may be configured to determine 
whether a client input flag is included with the received 
frame buffer data 56 . If a client input flag is not included 
with the received frame buffer data 56 , then in FIG . 8A at 
868 the viewing program 54 may be configured to draw the 
received frame buffer data 56 to the client display of the 
client computing device . If a client input flag is included 
with the received frame buffer data 56 , then at 856 the 
viewing program 54 may be configured to open an input file 
identified by the input flag . In some examples , the input file 
may be stored locally in a storage subsystem of the client 
computing device . 
[ 0099 ] The input file may correspond to an input request 
as described above . Examples of input files may include , but 
are not limited to , survey applications for collecting feed 
back from users of client computing devices , signature 
applications for collecting signatures from users of client 
computing devices , and voting applications for collecting 
votes from users of client computing devices . User input 
provided in response to the input request may be saved in the 
input file . 
[ 0100 ] At 860 the viewing program 54 may be configured 
to receive a completion indication via user input to the client 
computing device . Such a completion indication may 
include , but is not limited to , a user selecting a “ Submit " 
button in an application collecting feedback from the user . 
At 864 the viewing program may be configured to send the 
saved input file to the host computing device 14 . Returning 
now to FIG . 8A , at 868 the viewing program 54 may be 
configured to draw received frame buffer data 56 to the 
client display 62 of the client computing device . 
[ 0101 ] At 870 the viewing program 54 may be configured 
to determine if a server session failure or disconnect has 
occurred . If a server session failure or disconnect has 
occurred , then at 816 the viewing program 54 may be 
relaunched . If a server session failure or disconnect has not 

occurred , then at 872 the viewing program 54 may deter 
mine if an end command has been received from the client 
computing device . If an end command has been received , 
then the viewing program 54 may be terminated . If an end 
command has not been received , then at 844 the viewing 
program may be configured to continue requesting frame 
buffer data 56 from the host computing device 14 . 
[ 0102 ] Returning to FIG . 8B and in some examples , at 874 
the viewing program 54 may be configured to create a 
revision to the frame buffer data 56 via user input to the 
client computing device . As described above with reference 
to FIG . 5 , in one example a recipient may create a revision 
to frame buffer data 56 by tapping an icon 512 displayed on 
the surface of the touchscreen display 500 to highlight the 
icon . In response to the recipient ' s input , at 878 the viewing 
program 54 may be configured to display an encircling ring 
510 surrounding the icon 512 on the display 500 of the client 
computing device 504 . At 882 the viewing program 54 may 
be configured to send the revision to the host computing 
device 14 . Returning now to FIG . 8A and 870 , the viewing 
program 54 may be configured to determine if a server 
session failure or disconnect has occurred as described 
above . 
[ 0103 ] As described above , in some examples the viewing 
program 54 may also be configured to prevent revision to the 
frame buffer data via user input to the client computing 
device . 
[ 0104 ] Returning to FIG . 8B and in some examples , at 886 
the viewing program 54 may be configured to send a request 
for control to the client computing device 14 . At the host 
computing device 14 , the presentation program 26 may 
highlight on the host display 58 the display name of the 
recipient that is requesting control . The host computing 
device 14 may accept the recipient ' s request and authorize 
the requesting client computing device to assume control of 
the host computing device . 
[ 0105 ] At 890 , upon receiving authorization from the host 
computing device 14 , the viewing program 54 may be 
configured to assume control of the host computing device 
14 . In some examples , the client computing device may 
control one or more user input subsystems of the host 
computing device 14 , such keyboard and mouse input asso 
ciated with the host computing device . Returning now to 
FIG . 8A and 870 , the viewing program 54 may be configured 
to determine if a server session failure or disconnect has 
occurred as described above . 
[ 0106 ] With continued reference to FIG . 8A , the viewing 
program 54 may also periodically determine whether net 
work and / or server connections have failed . For example , 
after establishing the WiFi connection at 828 , at 892 the 
viewing program 54 may determine if a WiFi connection 
failure has occurred . If a WiFi connection failure has not 
occurred , the viewing program 54 may continue operation . 
If a WiFi connection failure has occurred , at 816 the viewing 
program may be relaunched . 
[ 0107 ] In another example , after obtaining an IP address at 
832 , at 894 the viewing program 54 may determine if a 
DHCP failure has occurred . If a DHCP failure has not 
occurred , the viewing program 54 may continue operation . 
If a DHCP failure has occurred , at 816 the viewing program 
may be relaunched . 
[ 0108 ] In another example , after establishing a network 
connection at 836 , at 896 the viewing program 54 may 
determine if a network connection failure has occurred . If a 
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network connection failure has not occurred , the viewing 
program 54 may continue operation . If a network connection 
failure has occurred , at 816 the viewing program may be 
relaunched . It will be appreciated that the viewing program 
54 may also check for system failures or disconnections as 
described above at various points and timeframes through 
out the operation of the viewing program . 
[ 0109 ] It will be appreciated that method 800 is provided 
by way of example and is not meant to be limiting . There 
fore , it is to be understood that method 800 may include 
additional and / or alternative steps than those illustrated in 
FIGS . 8A and 8B . Further , it is to be understood that method 
800 may be performed in any suitable order . Further still , it 
is to be understood that one or more steps may be omitted 
from method 800 without departing from the scope of this 
disclosure . 
[ 0110 ] In another example , a presenter may utilize the 
closed wireless network 42 and / or closed wireless network 
90 to stream a presentation or portion of a presentation 
comprising audio and / or video data to one or more client 
computing devices . As noted above , the data may take the 
form of a movie , video clip , slideshow , audio file , or other 
type of audio / video data . In different examples the audio / 
video data 84 may comprise audio only data , video only 
data , or audio and video data . 
[ 0111 ] Turning now to FIG . 9 , in one example use case the 
sales professional presenter 204 may have an electronic 
presentation that includes a video clip describing his com 
pany ' s new video game . As described above , the presenta 
tion program 26 on the host computing device 14 in the form 
of laptop 208 may programmatically establish a virtual WiFi 
access point to create a closed wireless network to which 
each of the client computing devices 216 , 220 , 224 , and 228 
( tablets ) are automatically connected . An encrypted com 
munication session is then established between the laptop 
208 and the tablets . 
[ 0112 ] Also as explained above , the presentation program 
26 programmatically runs a virtual network server 36 via the 
laptop 208 to which each of the tablets is communicatively 
coupled . In this example , the presenter 204 may securely 
stream the video clip to one or more of the client computing 
devices 216 , 220 , 224 , and 228 via the encrypted commu 
nication session . Further and as described in more detail 
below , the closed wireless network combined with the 
virtual network server 36 enables the sharing of high quality 
videos with minimum interruptions . 
[ 0113 ] As shown in the example of FIG . 9 , the presenter 
204 may stream the video clip 904 to each of the client 
computing devices 216 , 220 , 224 , and 228 . In some 
examples , the video clip 904 may be streamed simultane 
ously to each of the client computing devices 216 , 220 , 224 , 
and 228 . In other examples the video clip 904 may be 
streamed asynchronously to two or more of the client 
computing devices 216 , 220 , 224 , and 228 . 
[ 0114 ] During a presentation , the presenter 204 can issue 
a command , such as a context menu selection , to start 
streaming a video to one or more of the client computing 
devices 216 , 220 , 224 , and 228 . The presentation program 
26 may send a message to each of the selected client 
computing devices 216 , 220 , 224 , and 228 , with the message 
including the command and a resource locator , such as a 
Uniform Resource Locator ( URL ) , identifying the location 
of an audio / visual file stored on the laptop 208 . 

( 0115 ] Each of the client computing devices 216 , 220 , 
224 , and 228 may then parse the command and make an 
HTTP request for the URL in the media player program 80 
on each device . The HTTP request is sent to the presentation 
program 26 . Upon receiving the request for the URL , the 
presentation program 26 may initiate streaming of audio / 
video data 84 of the audio / visual file to the client computing 
devices 216 , 220 , 224 , and 228 . The audio / visual data is then 
displayed on the client displays of the client computing 
devices 216 , 220 , 224 , and 228 via their media player 
programs 80 . In this manner , the audio / visual data is con 
figured to modify the client display of each of the client 
computing devices . 
[ 0116 ] . In some examples , the presenter may select a 
subset of the client computing devices 216 , 220 , 224 , and 
228 to receive the video clip . For example , after beginning 
a presentation in which captured frame buffer data 56 is 
shared with each of the client computing devices 216 , 220 , 
224 , and 228 , the presenter 204 may desire to share the video 
clip 904 with only client computing devices 216 , 220 , 224 , 
and not share it with client computing device 228 . In this 
example and with reference to FIG . 10 , the presenter may 
select client computing devices 216 , 220 , 224 via a viewer 
list menu 1004 on a viewer list user interface 1008 to receive 
the stream of the video clip . In this example , the client 
computing device 228 may continue to receive captured 
frame buffer data 56 from the laptop 208 . 
[ 0117 ] In other examples , different URLs corresponding to 
different audio / video files may be sent to different client 
computing devices . In this manner , different client comput 
ing devices may stream different audio / video files via the 
host computing device 14 . For example and with reference 
again to FIG . 9 , the presenter 204 may desire to share video 
clip 904 with client computing devices 216 and 220 , and 
share a different video clip with client computing devices 
224 and 228 . 
[ 0118 ] Accordingly , the presentation program 26 may 
send to client computing devices 216 and 220 a first URL 
identifying the location of a first audio / video file containing 
the video clip 904 stored on the laptop 208 . The presentation 
program 26 may also send to client computing devices 224 
and 228 a second URL identifying the location of a second 
audio / video file containing a different video clip stored on 
the laptop 208 . In this manner , client computing devices 216 
and 220 may stream and display the video clip 904 and client 
computing devices 224 and 228 may stream and display 
different audio / video data located at the second URL . 
[ 0119 ] In the example shown in FIG . 9 , the laptop 208 of 
the presenter 204 is displaying the video clip 904 that is 
being streamed to the client computing devices 216 , 220 , 
224 , and 228 . In other examples , the presentation program 
26 may display the video clip 904 in a small window on the 
screen of the laptop 208 while also displaying another 
portion of a presentation on the screen . In this manner , the 
presenter 204 may monitor the video clip 904 that is 
streaming to one or more of the client computing devices 
216 , 220 , 224 , and 228 , while simultaneously viewing the 
other portion of the presentation , such as a slideshow . It will 
be appreciated that in some examples the video clip 904 may 
be integrated within another presentation , such as a slide 
show . 
[ 0120 ] Turning now to FIG . 11 , the presenter 204 may 
select one or more audio / video files stored in a storage 
subsystem of the laptop 208 to add to a streaming list . In one 
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example , the presenter 204 may browse to a Videos file 
screen 1100 that displays video files stored on the laptop 
208 . The presenter may select a file , such as the movie file 
named Aladdin , and right - click to bring up a context menu 
1104 . The context menu 1104 contains the option to “ Add to 
Streaming List ” . In some examples , this option may be 
selectable if the selected file ( s ) is in a supported media 
format . In other examples , this option is selectable regard 
less of the media format of the selected file . 
[ 0121 ] When the presenter selects “ Add to Streaming 
List " from the context menu , the selected movie file " Alad 
din ” is queued for conversion to a compressed format 
suitable for viewing and streaming in a closed network 
session . For example , a codec ( not shown ) on host comput 
ing device 14 may encode a video file to a video compres 
sion format , such as H . 264 / MPEG - 4 AVC , using standard 
video conversion tools . In this manner , the file size of the 
video may be reduced . It will be appreciated that any 
suitable file format may be used according to the type of 
video or audio file being converted . Other examples of 
possible video compression formats include , but are not 
limited to , MPEG - 2 Part 2 , MPEG - 4 PART 2 , and Dirac . 
Examples of possible audio compression formats include , 
but are not limited to , MP3 , AAC , and AC - 3 . It will also be 
appreciated that audio / video files may take the form of a 
multimedia container format such as , for example , AVI , 
MP4 , MOV , FLV or other suitable container format . 
[ 0122 ] Turning now to FIGS . 12 - 14 , once audio / video 
files are converted , corresponding audio / video file indicators 
are added to a Streaming List 1200 . In FIG . 12 the file 
indicators Aladdin , Lion King , and Mulan are shown . The 
presenter 204 may view the Streaming List 1200 that shows 
the audio / visual files that are available for streaming to the 
client computing devices . Each of the displayed audio / video 
files is in a file format , such as H . 264 / MPEG - 4 AVC , that is 
suitable for streaming to one or more of the client computing 
devices . For example , during a presentation and when the 
presenter 204 is ready to share a video , the presenter can 
view the Streaming List 1200 and select a video to stream , 
such as the Lion King video as shown in FIG . 13 . 
[ 0123 ] When the presenter 204 selects a video to stream 
and selects a Play button 1208 , the presentation program 26 
sends a command and a resource locator , such as a uniform 
resource locator ( URL ) , to one or more of the client com 
puting devices , such as client computing device 228 . The 
URL includes a network location of the selected audio / video 
file stored on the host computing device 14 . In response to 
receiving the command and URL , the viewing program 54 
on client computing device 228 sends a request for the 
resource locator that is received by the host computing 
device 14 . In response to receiving the request , the host 
computing device 14 via the presentation program 26 
streams audio / video data 84 from the selected audio / video 
file to the media player program 80 on the client computing 
device 228 . The media player program 80 is controlled to 
decode and play the audio / video data 84 via the display 
and / or speakers of the client computing device . 
[ 0124 ] With reference to FIG . 14 , a now - playing button 
1204 may display the title of an audio / video file that is 
currently being streamed to one or more of the client 
computing devices . In some examples , selecting the now 
playing button 1204 may open a window on the display 58 
of the host computing device 14 in which the currently 
streaming audio / video file is shown . In some examples , the 

now - playing button 1204 may include a progress indicator 
1206 that visually depicts the portion of the audio / video file 
that has been streamed and the portion that remains . 
[ 0125 ] Additionally and as shown in FIGS . 12 - 14 , the 
Video Streamer panel may include a Play button 1208 that , 
when selected , streams each video selected in the Video 
Streamer panel in sequential order . In some examples , when 
the Play button 1208 is selected while a currently - playing 
video is being streamed , streaming of the video may be 
paused . In some examples when a currently - playing video is 
being streamed and a different audio / video file is selected in 
the streaming list 1200 , selection of the Play button 1208 
may stop the streaming of the currently - playing video and 
start the streaming of the selected audio / video file . In 
addition , selective control of streaming enables two data 
flows within the same VNC session . 
[ 0126 ] The Video Streamer panel may include a Trash 
button 1212 that deletes one or more videos selected in the 
Video Streamer panel . In this example only the compressed 
version of the audio / video files is deleted , while the original 
audio / video file stored on the host computing device 14 is 
not deleted . The Video Streamer panel may include an All 
selectable box 1216 that selects all of the videos shown in 
the Video Streamer panel . In some examples the displayed 
names of the audio / video files are selectable and may be 
reordered by the presenter 204 via dragging to change the 
play order . 
10127 ] In some examples , the presenter 204 may configure 
the presentation program 26 to prevent the media player 
programs 80 on the client computing devices from control 
ling or interrupting the streaming of audio / video data 84 . In 
other examples , the presentation program 26 may be con 
figured to allow the presenter 204 to selectively enable 
media player programs 80 on one or more of the client 
computing devices to control or interrupt the streaming of 
audio / video data 84 . In other examples , the presentation 
program 26 may be configured to automatically enable 
media player programs 80 on the client computing devices 
to control or interrupt the streaming of audio / video data 84 . 
In other examples , the audio / video file may be located on a 
remote server 72 and may be streamed to one or more client 
computing devices via the host computing device 14 . 
10128 ] . In other examples , multiple video streams may be 
provided in one encrypted communication session . In this 
manner , video conferencing among a host computing device 
and one or more client computing devices that are located 
remotely from one another may be facilitated . Audio and 
video data from the host and client computing devices may 
be captured using cameras and microphones in the devices . 
Along with this audiovisual information , the identification 
data from each of the devices would also be available . 
Accordingly , the captured data may be tagged with the 
specific device information corresponding to the source of 
that data . Such captured and tagged data may flow back to 
the host computing device through the encrypted commu 
nication session and / or from remote devices via an external 
network connection of the host computing device . 
[ 0129 ] The host computing device may then distribute the 
captured data among the client computing devices partici 
pating in the videoconference . As noted above , the audio 
visual information includes device ID data identifying the 
source of the information . Accordingly , the source device of 
particular audiovisual information can be identified . During 
videoconferencing sessions , the host computer may show 
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the audiovisual information from specific selected devices , 
and may switch among the meeting participants to allow for 
all participants to view the audiovisual information from 
specific device . 
[ 0130 ] FIG . 15 illustrates a flow chart of a method 1500 
for delivering a presentation including audio / video data via 
a closed wireless network . The following description of 
method 1500 is provided with reference to the software and 
hardware components of the presentation system 10 
described and shown herein . It will be appreciated that 
method 1500 may also be performed in other contexts using 
other suitable hardware and software components . 
[ 0131 ] At 1504 the method 1500 may include selecting 
one or more videos to be made available for presentation to 
one or more client computing devices . At 1508 the method 
1500 may include converting the selected video file ( s ) into 
a compressed format for presentation . At 1512 the method 
1500 may include adding the converted video file ( s ) to a 
streaming list . At 1516 the method 1500 may include 
selecting one or more of the videos to stream to one or more 
client computing devices . At 1520 the method 1500 may 
include sending a Play - Video command along with a URL 
identifying a location of the selected video to the one or 
more client computing devices ( Viewers ) . 
[ 0132 ] At 1524 and on a client computing device 
( Viewer ) , a viewing program may begin streaming the video 
from the URL via a media player program on the client 
computing device . At 1528 the method 1500 may include 
notifying the host computing device that video play is in 
progress on the client computing device . At 1532 the host 
computing device may monitor the status of the client 
computing devices that received the Play Video command 
and URL . 
[ 0133 ] At 1536 the method 1500 may include the client 
computing device monitoring the media player program for 
an end - of - video indicator , and determining whether a Stop 
Video command has been received from the host computing 
device . At 1540 the method 1500 may include notifying the 
host computing device that video play of the selected video 
is completed . At 1544 the method 1500 may include the host 
computing device updating the monitored status of each of 
the client computing devices . At 1548 the method 1500 may 
include the client computing device switching from video 
playback via the media player program to a normal presen 
tation mode . 
[ 0134 ] It will be appreciated that method 1500 is provided 
by way of example and is not meant to be limiting . There 
fore , it is to be understood that method 1500 may include 
additional and / or alternative steps than those illustrated in 
FIG . 15 . Further , it is to be understood that method 1500 
may be performed in any suitable order . Further still , it is to 
be understood that one or more steps may be omitted from 
method 1500 without departing from the scope of this 
disclosure . 
10135 ] FIGS . 16A , 16B and 16C illustrate a flow chart of 
a method 1600 for delivering a presentation via a closed 
wireless network . The following description of method 1600 
is provided with reference to the software and hardware 
components of the presentation system 10 described and 
shown herein . It will be appreciated that method 1600 may 
also be performed in other contexts using other suitable 
hardware and software components . 
[ 0136 ] At 1604 the method 1600 may include establishing 
a wireless network access point that creates the closed 

wireless network . At 1606 the method 1600 may include 
establishing an encrypted communication session via the 
closed wireless network with a plurality of client computing 
devices , each of the client computing devices comprising a 
client display . At 1608 the method 1600 may include run 
ning a virtual network server on the host computing device . 
At 1610 the method 1600 may include communicatively 
coupling each of the client computing devices to the virtual 
network server . 
[ 0137 ] At 1612 the method 1600 may include sending a 
resource locator to the plurality of client computing devices , 
wherein the resource locator includes a network location of 
an audio / video file stored on the host computing device . At 
1614 the method 1600 may include receiving a request for 
the resource locator from the plurality of client computing 
devices . At 1616 the method 1600 may include , in response 
to receiving the request , streaming audio / video data from the 
audio / video file to the plurality of client computing devices , 
wherein the audio / video data is configured to modify the 
client display of each of the client computing devices . 
[ 0138 ] At 1618 the method 1600 may include streaming 
the audio / video data asynchronously to two or more of the 
plurality of client computing devices . At 1620 the method 
1600 may include selecting a subset of the plurality of client 
computing devices . At 1622 the method 1600 may include 
streaming the audio / video data to only the subset of the 
plurality of client computing devices . 
[ 0139 ] With reference now to FIG . 16B , at 1624 the 
method 1600 may include communicatively coupling the 
host computing device to an external router that creates the 
closed wireless network . At 1626 , wherein the closed wire 
less network is a first closed wireless network , the virtual 
network server is a first virtual network server , and the 
plurality of client computing devices is a first plurality of 
client computing devices , the method 1600 may include 
creating a second closed wireless network . At 1628 the 
method 1600 may include establishing an encrypted com 
munication session via the second closed wireless network 
with a second , different plurality of client computing 
devices , each of the second , different plurality of client 
computing devices comprising a client display . 
[ 0140 ] At 1630 the method 1600 may include running a 
second virtual network server on the host computing device . 
At 1632 the method 1600 may include communicatively 
coupling each of the second , different plurality of client 
computing devices to the second virtual network server . At 
1634 the method 1600 may include sending the resource 
locator to the second , different plurality of client computing 
devices . 
[ 0141 ] At 1636 the method 1600 may include receiving a 
request for the resource locator from the second , different 
plurality of client computing devices . At 1638 the method 
1600 may include , in response to receiving the request , 
streaming audio / video data from the audio / video file to the 
second , different plurality of client computing devices , 
wherein the audio / video data is configured to modify the 
client display of each of the second , different plurality of 
client computing devices . 
10142 ] . At 1640 and wherein the closed wireless network is 
a first closed wireless network , the method 1600 may 
include , based on one or more triggers , programmatically 
determining whether to establish the encrypted communi 
cation session via the first closed wireless network or via a 
second closed wireless network created by communicatively 
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coupling the host computing device to an external router . At 
1642 the one or more triggers may comprise at least one of 
a file type of frame buffer data , a file directory in which the 
frame buffer data is located , a physical location of the host 
computing device , and a quantity of the client computing 
devices . 
10143 ] With reference now to FIG . 16C , and wherein the 
resource locator is a first resource locator , the network 
location is a first network location , the audio / video data is 
first audio / video data , and the audio / video file is a first 
audio / video file , at 1644 the method 1600 may include 
sending a second resource locator to another client comput 
ing device that is not one of the plurality of client computing 
devices , wherein the second resource locator includes a 
network location of a second audio / video file stored on the 
host computing device . At 1646 the method 1600 may 
include receiving a request for the second resource locator 
from the other client computing device . At 1648 the method 
1600 may include , in response to receiving the request from 
the other client computing device , streaming the second 
audio / video data from the second audio / video file to the 
other client computing device , wherein the second audio / 
video data is configured to modify the client display of the 
other client computing device . 
[ 0144 ] At 1650 the method 1600 may include selectively 
enabling one or more of the plurality of client computing 
devices to control or interrupt the streaming of the audio / 
video data . At 1652 the method 1600 may include receiving 
shared audio / video data from a sharing client computing 
device of the plurality of client computing devices . At 1654 
the method 1600 may include streaming the shared audio / 
video data from the sharing client computing device to one 
or more of the plurality of client computing devices . At 1656 
the method 1600 may include freezing the client display of 
one or more of the plurality of client computing devices . 
[ 0145 ] It will be appreciated that method 1600 is provided 
by way of example and is not meant to be limiting . There 
fore , it is to be understood that method 1600 may include 
additional and / or alternative steps than those illustrated in 
FIG . 16 . Further , it is to be understood that method 1600 
may be performed in any suitable order . Further still , it is to 
be understood that one or more steps may be omitted from 
method 1600 without departing from the scope of this 
disclosure . 
10146 ] FIG . 17 illustrates a flow chart of a method 1700 
for delivering a presentation via a closed wireless network 
using an external router . The following description of 
method 1700 is provided with reference to the software and 
hardware components of the presentation system 10 
described and shown herein . It will be appreciated that 
method 1700 may also be performed in other contexts using 
other suitable hardware and software components . 
[ 0147 ] At 1704 the method 1700 may include establishing 
a wireless network access point in a host computing device . 
At 1708 the method 1700 may include communicatively 
coupling the host computing device to an external router . At 
1712 the method 1700 may include , based on one or more 
triggers , programmatically establishing an encrypted com 
munication session with a plurality of client computing 
devices via either a first closed wireless network created by 
the wireless network access point or via a second closed 
wireless network created by the external router . 
10148 ) At 1716 the method 1700 may include running a 
virtual network server on the host computing device . At 

1720 the method 1700 may include communicatively cou 
pling each of the client computing devices to the virtual 
network server . At 1724 the method 1700 may include 
retrieving frame buffer data stored in a storage subsystem of 
the host computing device . At 1728 the method 1700 may 
include sending the frame buffer data to each of the client 
computing devices to thereby modify a client display of each 
of the client computing devices . 
[ 0149 ] It will be appreciated that method 1700 is provided 
by way of example and is not meant to be limiting . There 
fore , it is to be understood that method 1700 may include 
additional and / or alternative steps than those illustrated in 
FIG . 17 . Further , it is to be understood that method 1700 
may be performed in any suitable order . Further still , it is to 
be understood that one or more steps may be omitted from 
method 1700 without departing from the scope of this 
disclosure . 
[ 0150 ] FIG . 18 schematically shows a nonlimiting 
example of a computing system 1800 that may perform one 
or more of the above described methods and processes . Host 
computing device 14 and the client computing devices 
described above may take the form of computing system 
1800 . Computing system 1800 is shown in simplified form . 
It is to be understood that virtually any computer architec 
ture may be used without departing from the scope of this 
disclosure . In different examples , computing system 1800 
may take the form of a desktop computing device , a mobile 
computing device such as a tablet computer , laptop , note 
book , smart phone , or other suitable type of computing 
device . 
[ 0151 ] As shown in FIG . 18 , computing system 1800 
includes a logic subsystem 1804 , a storage subsystem 1808 
and an input subsystem 1812 . Computing system 1800 may 
further include a display subsystem 1816 , a communication 
subsystem 1820 , and / or other subsystems and components 
not shown in FIG . 18 . Computing system 1800 may also 
include computer readable media , with the computer read 
able media including computer readable storage media and 
computer readable communication media . Computing sys 
tem 1800 may also optionally include other user input 
devices such as keyboards , mice , touchpads , and / or touch 
screens , for example . Further , in some examples the meth 
ods and processes described herein may be implemented as 
a computer application , computer service , computer API , 
computer library , and / or other computer program product . 
[ 0152 ] Logic subsystem 1804 may include one or more 
physical devices configured to execute one or more instruc 
tions . For example , the logic subsystem 1804 may be 
configured to execute one or more instructions that are part 
of one or more applications , services , programs , routines , 
libraries , objects , components , data structures , or other logi 
cal constructs . Such instructions may be implemented to 
perform a task , implement a data type , transform the state of 
one or more devices , or otherwise arrive at a desired result . 
[ 0153 ] The logic subsystem 1804 may include one or more 
processors that are configured to execute software instruc 
tions . Additionally or alternatively , the logic subsystem may 
include one or more hardware or firmware logic machines 
configured to execute hardware or firmware instructions . 
Processors of the logic subsystem may be single core or 
multicore , and the programs executed thereon may be con 
figured for parallel or distributed processing . 
[ 0154 ] Storage subsystem 1808 may include one or more 
physical , computer readable memory devices configured to 
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hold data and / or instructions executable by the logic sub 
system 1804 to implement the herein described methods and 
processes . When such methods and processes are imple 
mented , the state of storage subsystem 1808 may be trans 
formed ( e . g . , to hold different data ) . 
[ 0155 ] Storage subsystem 1808 may include removable 
computer readable media devices and / or built - in computer 
readable memory devices . Storage subsystem 1808 may 
include optical computer readable memory devices ( e . g . , 
CD , DVD , HD - DVD , Blu - Ray Disc , etc . ) , semiconductor 
computer readable memory devices ( e . g . , RAM , EPROM , 
EEPROM , etc . ) and / or magnetic computer readable memory 
devices ( e . g . , hard disk drive , floppy disk drive , tape drive , 
MRAM , etc . ) , among others . Storage subsystem 1808 may 
include devices with one or more of the following charac 
teristics : volatile , nonvolatile , dynamic , static , read / write , 
read - only , random access , sequential access , location 
addressable , file addressable , and content addressable . The 
term " computer readable memory device ” excludes propa 
gated signals per se . 
[ 0156 ] In some examples , aspects of logic subsystem 1804 
and storage subsystem 1808 may be integrated into one or 
more common devices through which the functionally 
described herein may be enacted , at least in part . Such 
hardware - logic components may include field - program 
mable gate arrays ( FPGAs ) , program - and application - spe 
cific integrated circuits ( PASIC / ASICs ) , program - and appli 
cation - specific standard products ( PSSP / ASSPs ) , system 
on - a - chip ( SOC ) systems , and complex programmable logic 
devices ( CPLDs ) , for example . 
[ 0157 ] FIG . 18 also shows an aspect of the storage sub 
system 1808 in the form of removable computer readable 
memory device 1824 , which may be used to store data 
and / or instructions executable to implement the methods and 
processes described herein . Removable computer readable 
memory device 1824 may take the form of an EEPROM 
such as a flash drive , CD , DVD , HD - DVD , Blu - Ray Disc , 
and / or floppy disk , among others . 
[ 0158 ] In some examples , aspects of the instructions 
described herein may be propagated by a pure signal ( e . g . , 
an electromagnetic signal , an optical signal , etc . ) via a 
transmission medium , rather than a computer readable 
memory device . Furthermore , data and / or other forms of 
information pertaining to the present disclosure may be 
propagated by a pure signal via computer readable commu 
nication media . 
[ 0159 ] Input subsystem 1812 may comprise or interface 
with one or more user - input devices such as a keyboard , 
mouse , touchpad , touch screen , microphone , camera , etc . 
[ 0160 ] Display subsystem 1816 may be used to present a 
visual representation of data held by storage subsystem 
1808 . As the above described methods and processes change 
the data held by the storage subsystem 1808 , and thus 
transform the state of the storage subsystem , the state of the 
display subsystem 1816 may likewise be transformed to 
visually represent changes in the underlying data . The 
display subsystem 1816 may include one or more display 
devices utilizing virtually any type of technology . Such 
display devices may be combined with logic subsystem 
1804 and / or storage subsystem 1808 in a shared enclosure . 
The display subsystem 1816 may include , for example , the 
host display 58 of the host computing device 14 and the 
client displays 62 , 64 of the client computing devices . 

[ 0161 ] Communication subsystem 1820 may be config 
ured to communicatively couple computing system 1800 
with one or more networks and / or one or more other 
computing devices . Communication subsystem 1820 may 
include wired and / or wireless communication devices com 
patible with one or more different communication protocols . 
As nonlimiting examples , the communication subsystem 
1820 may be configured for communication via a wireless 
telephone network , a wireless local area network , a wired 
local area network , a wireless wide area network , a wired 
wide area network , etc . 
[ 0162 ] The term “ program ” may be used to describe an 
aspect of the presentation system 10 that is implemented to 
perform one or more particular functions . In some cases , 
such a program may be instantiated via logic subsystem 
1804 executing instructions held by storage subsystem 1808 . 
It is to be understood that different programs may be 
instantiated from the same application , service , code block , 
object , library , routine , API , function , etc . Likewise , the 
same program may be instantiated by different applications , 
services , code blocks , objects , routines , APIs , functions , etc . 
The term “ program ” is meant to encompass individual or 
groups of executable files , data files , libraries , drivers , 
scripts , database records , etc . 
[ 0163 ] It is to be understood that the configurations and / or 
approaches described herein are exemplary in nature , and 
that these specific embodiments or examples are not to be 
considered in a limiting sense . The specific routines or 
methods described herein may be performed in the sequence 
illustrated , in other sequences , in parallel , or in some cases 
omitted . Likewise , the order of the above - described pro 
cesses may be changed . 
[ 0164 ] The subject matter of the present disclosure 
includes all novel and nonobvious combinations and sub 
combinations of the various processes , systems and configu 
rations , and other features , functions , acts , and / or properties 
disclosed herein , as well as any and all equivalents thereof . 
[ 0165 ] It will also be appreciated that references to " one 
example ” or “ an example ” are not intended to be interpreted 
as excluding the existence of additional examples that also 
incorporate the recited features . Unless explicitly stated to 
the contrary , examples " comprising , " " including , ” or “ hav 
ing ” an element or a plurality of elements having a particular 
property may include additional such elements not having 
that property . The terms “ including ” and “ in which ” are used 
as the plain - language equivalents of the respective terms 
" comprising ” and “ wherein . ” Moreover , the terms " first , " 
and “ second , ” etc . are used merely as labels , and are not 
intended to impose numerical requirements or a particular 
positional order on their objects . 
[ 0166 ] The following claims particularly point out certain 
combinations and sub - combinations regarded as novel and 
non - obvious . These claims may refer to " an " element or “ a 
first ” element or the equivalent thereof . Such claims should 
be understood to include incorporation of one or more such 
elements , neither requiring nor excluding two or more such 
elements . Other combinations and sub - combinations of the 
disclosed features , functions , elements , and / or properties 
may be claimed through amendment of the present claims or 
through presentation of new claims in this or a related 
application . Such claims , whether broader , narrower , equal , 
or different in scope to the original claims , also are regarded 
as included within the subject matter of the present disclo 
sure 
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1 . In a host computing device , a method for delivering a 
presentation via a closed wireless network , the method 
comprising : 

establishing a wireless network access point that creates 
the closed wireless network ; 

establishing an encrypted communication session via the 
closed wireless network with a plurality of client com 
puting devices , each of the client computing devices 
comprising a client display ; 

running a virtual network server on the host computing 
device ; 

communicatively coupling each of the client computing 
devices to the virtual network server ; 

selecting a subset of the plurality of client computing 
devices ; and 

streaming audio / video data to only the subset of the client 
computing devices , wherein the audio / video data is 
configured to modify the client display of each of the 
subset of the client computing devices . 

2 . The method of claim 1 , wherein streaming the audio / 
video data further comprises streaming the audio / video data 
asynchronously to two or more of the subset of the client 
computing devices . 

3 . The method of claim 1 , further comprising : 
sending a resource locator to only the subset of the client 

computing devices , wherein the resource locator 
includes a network location of an audio / video file 
stored on the host computing device ; 

receiving a request for the resource locator from the 
subset of the client computing devices ; and 

in response to receiving the request , streaming the audio / 
video data from the audio / video file to only the subset 
of the client computing devices . 

4 . The method of claim 1 , further comprising selectively 
enabling one or more of the subset of the client computing 
devices to control or interrupt the streaming of the audio 
video data . 

5 . The method of claim 1 , further comprising preventing 
one or more of the subset of the client computing devices 
from controlling or interrupting the streaming of the audio / 
video data . 

6 . The method of claim 1 , further comprising : 
receiving shared audio / video data from a sharing client 
computing device of the plurality of client computing 
devices ; and 

streaming the shared audio / video data to one or more of 
the plurality of client computing devices . 

7 . The method of claim 1 , further comprising : 
freezing the client display of one or more of the subset of 

the client computing devices . 
8 . The method of claim 1 , further comprising : 
sending a client input trigger to each of the client com 

puting devices ; 
receiving an input file from one or more of the client 

computing devices in response to sending the client 
input trigger ; and 

saving in a storage subsystem of the host computing 
device each of the input files with a designation of a 
corresponding client computing device . 

9 . A computer readable memory device comprising 
instructions executable by a processor of a host computing 
device to deliver a presentation via a closed wireless net 
work , the instructions being executable to : 

establish a wireless network access point that creates the 
closed wireless network ; 

establish an encrypted communication session via the 
closed wireless network with a plurality of client com 
puting devices , each of the client computing devices 
comprising a client display ; 

run a virtual network server on the host computing device ; 
communicatively couple each of the client computing 

devices to the virtual network server ; 
select a subset of the plurality of client computing 

devices ; and 
stream audio / video data to only the subset of the client 

computing devices , wherein the audio / video data is 
configured to modify the client display of each of the 
subset of the client computing devices . 

10 . The computer readable memory device of claim 9 , 
wherein the instructions are executable to stream the audio / 
video data asynchronously to two or more of the subset of 
the client computing devices . 

11 . The computer readable memory device of claim 9 , 
wherein the instructions are executable to : 

send a resource locator to only the subset of the client 
computing devices , wherein the resource locator 
includes a network location of an audio / video file 
stored on the host computing device ; 

receive a request for the resource locator from the subset 
of the client computing devices ; and 

in response to receiving the request , stream the audio / 
video data from the audio / video file to only the subset 
of the client computing devices . 

12 . The computer readable memory device of claim 9 , 
wherein the instructions are executable to selectively enable 
one or more of the subset of the client computing devices to 
control or interrupt the streaming of the audio / video data . 

13 . The computer readable memory device of claim 9 , 
wherein the instructions are executable to prevent one or 
more of the subset of the client computing devices from 
controlling or interrupting the streaming of the audio / video 
data . 

14 . The computer readable memory device of claim 9 , 
wherein the instructions are executable to : 

receive shared audio / video data from a sharing client 
computing device of the plurality of client computing 
devices ; and 

stream the shared audio / video data to one or more of the 
plurality of client computing devices . 

15 . The computer readable memory device of claim 9 , 
wherein the instructions are executable to freeze the client 
display of one or more of the of the subset of the client 
computing devices . 

16 . The computer readable memory device of claim 9 , 
wherein the instructions are executable to : 

send a client input trigger to each of the client computing 
devices ; 

receive an input file from one or more of the client 
computing devices in response to sending the client 
input trigger ; and 

save in a storage subsystem of the host computing device 
each of the input files with a designation of a corre 
sponding client computing device . 

17 . A presentation system , comprising : 
two or more client computing devices each comprising a 

client display ; and 
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a computer readable memory device comprising instruc 
tions executable by a processor of a host computing 
device to deliver a presentation via a closed wireless 
network , the instructions being executable to : 

establish a wireless network access point that creates the 
closed wireless network ; 

establish an encrypted communication session via the 
closed wireless network with the two or more client 
computing devices ; 

run a virtual network server on the host computing device ; 
communicatively couple each of the two or more client 

computing devices to the virtual network server ; 
select a subset of the two or more client computing 

devices ; and 
stream audio / video data to only the subset of the client 

computing devices , wherein the audio / video data is 

configured to modify the client display of each of the 
subset of the client computing devices . 

18 . The system of claim 17 , wherein the instructions are 
executable to stream the audio / video data asynchronously to 
two or more of the subset of the client computing devices . 

19 . The system of claim 17 , wherein the instructions are 
executable to selectively enable one or more of the subset of 
the client computing devices to control or interrupt the 
streaming of the audio / video data . 
20 . The system of claim 17 , wherein the instructions are 

executable to : 
receive shared audio / video data from a sharing client 

computing device of the plurality of client computing 
devices ; and 

stream the shared audio / video data to one or more of the 
plurality of client computing devices . 

* * * * * 


