SELF-SERVICE TERMINALS

A self-service terminal system (10) is described. The system (10) has a plurality of terminals (14 or 214), each terminal comprising a user interface (30) and a terminal application (38) for controlling the user interface (30). Each terminal (14 or 214) has a link (16) to a remote server (12 or 212) storing a server application (104 or 260) for issuing to the terminal application (38) requests for using the user interface (30). A user of one of the terminals (14 or 214) is able to access the server application (104 or 260) from the terminal (14 or 214). The server application (104 or 260) is able to use one or more of the facilities (50, 56, 58) provided by the user interface (30). Each terminal is operable to select between presenting the terminal application or the server application to a user. A method of hosting a third party application on a self-service terminal is also described.
SELF-SERVICE TERMINALS

The present invention relates to self-service terminals (SSTs). In particular, the present invention relates to self-service terminals for hosting third party applications. The invention has particular relevance to automated teller machines (ATMs).

Owners of ATMs sometimes attempt to offset the high cost of owning and maintaining an ATM by renting out screen space to third parties, such as vendors, for displaying advertisements for the goods and/or services provided by the third party. Third parties lease screen space because it enables them to advertise their goods and/or services to ATM customers without having the expense of owning and maintaining an ATM.

One problem associated with renting out screen space to third parties is that the ATM application that controls the flow of screens presented to a user of the ATM is very complex. This makes it very difficult and time consuming to modify the application. As a result, owners of ATMs are reluctant to allow the third parties to change the advertisements too frequently. For some third party vendors, the goods or services that they advertise via the ATM may have limited availability, or the price of the goods and/or services may change frequently. This means that it may not be convenient to advertise the goods and/or services as part of a long term advertisement.

Another problem associated with renting out screen space to third parties is that the third party is not able to access the peripherals (for example, the printer, card reader, currency deposit module, and such like) within the ATM. One reason for this is that the ATM only allows secure access to its peripherals to protect against fraud. Another
reason is that the ATM provides inherent resilience to ensure that the ATM remains operational even if a minor fault develops. Thus, any third party advertisement or other application cannot provide a user of the ATM with a receipt or other printed information and cannot accept payment from a user unless the third party application is made an integral part of the ATM application.

It is among the objects of one or more embodiments of the invention to obviate or mitigate one or more of the above disadvantages or other disadvantages associated with renting screen space to third parties.

According to a first aspect of the present invention there is provided a self-service terminal comprising: a user interface; and a terminal application for controlling the user interface; characterised in that the terminal has a link to a remote server storing a server application for issuing to the terminal application requests for using the user interface, whereby a user of the terminal is able to access the server application from the terminal, and the server application is able to use one or more facilities provided by the user interface.

The server application comprises means for generating an application flow. The application flow is the sequence of screens or images that are presented to a user of the terminal, and typically comprises graphics and text, and sometimes sounds. Typically, the graphics, text, and sounds that are presented will change depending on one or more inputs from the user. The application flow leads a user through an operation, such as a transaction or a request for information.

Preferably, the user interface includes: user input means, a display, and at least one other peripheral device.
The at least one other peripheral device may be selected from: a printer, a card reader, a cash dispenser, a cash deposit module, or such like.

The terminal application may control the entire operation of the SST, and may include the application flow for the terminal.

By virtue of this aspect of the invention, a third party is able to create and modify a server application (and thereby modify the application flow generated by the server application) independently of the self-service terminal application. Thus, the third party application flow can be updated by the third party as frequently as desired without affecting the SST application flow. By separating the terminal application from the third party application flow, the terminal application is relieved of any requirement to ensure that the third party application flow conforms to the security and reliability requirements of the terminal application.

Also by virtue of this aspect of the invention, the third party is able to interface its server application to any of its proprietary databases or systems, thereby ensuring that a user of the SST can access the full range of information provided by the third party. For example, if the third party is an airline, then the airline's database of flights, ticket availability, and ticket pricing may be available to the server application to ensure that a user of the SST can access the most up-to-date flight and ticketing information available. This also means that the third party does not need to give the owner of the SST access to the third party's proprietary databases and systems except through the server application.
Also by virtue of this aspect of the invention, the server application can be updated centrally at the remote server, rather than locally at each terminal.

Preferably, the link is a network connection for connecting to an IP (internet protocol) network. The IP network may be the public Internet, or a private Intranet, Extranet, or such like.

Preferably, the SST incorporates means for receiving files conforming to a page description language, such as the hypertext markup language (HTML). The means for receiving files conforming to a page description language may be an embedded Web browser (such as Microsoft (trade mark) Internet Explorer, Netscape (trade mark) Communicator, or such like). Alternatively, the means for receiving files conforming to a page description language may be an embedded HTML component, for example, the Sun (trade mark) HotJava (trade mark) HTML component.

The server application may be executed on the remote server; that is, the server application may be a server-side application. In an alternative embodiment, the server application may be executed on the SST; that is, the server application may be a client-side application.

In embodiments where a server-side application is used, the remote server may provide dynamically generated page description language files, such as Internet Web pages, for supplying to the means for receiving files conforming to a page description language.

The page description language files may be generated using any convenient method. For example, Perl or CGI scripts may be used to generate HTML files. Alternatively, Microsoft (trade mark) Active Server Pages or Sun (trade
Java Servlets may be used to generate HTML files. In other embodiments, DHTML (dynamic hypertext markup language) may be used to generate HTML files.

In embodiments where a client-side application is used, the server application may comprise one or more Java Applets and/or ActiveX controls. The Java Applets or ActiveX controls may dynamically generate Internet Web pages and provide these pages to the embedded Web browser or HTML component in the terminal. The Java Applets or ActiveX controls may be able to access the remote server to provide information requested by the user.

Hypertext links may be embedded within the dynamically generated Web pages and may point to subsequent dynamic pages, thereby allowing complicated flow-based applications to be constructed.

Preferably, the remote server implements session tracking to maintain an association between the server and the client (the SST).

Preferably, the remote server provides a session object for each client, so that the session object maintains information about the application flow being executed by that client. This gives the server information about the state of the application that is running on the client.

The SST may provide a dedicated user input (such as a push button) for accessing the third party application. Alternatively or additionally, the display may be a touchscreen and the SST may allocate an area of the display for presenting the third party application, whereby, on touching the allocated area the third party application is activated. When the third party application is activated,
the terminal may enlarge the allocated area, for example to substantially the full display area.

Preferably, during operation of the third party application the terminal application monitors the terminal usage to ensure that the user is still present and to conduct error handling functions as necessary. If the user abandons the terminal during execution of the server application, then the terminal application may terminate the server application until another user activates the server application.

In some embodiments, more than one third party application may be allocated display area on an SST.

Preferably, the terminal provides a port to which the server application can send requests. This enables the server application to send requests directly to the SST. The advantage of sending requests directly to the SST (rather than via the embedded Web browser or HTML component being executed by the SST) is increased security.

The terminal can provide local facilities (for example, those facilities provided by the peripherals, such as receipt printing, cash deposit or dispensing, or such like) to the remote server, while ensuring that only the terminal application (not the Web browser or HTML component) has access to the facilities. For example, the terminal may allow the server to request printing of certain data. The terminal receives this request via the port and uses the terminal application to access the printer and to ensure that the data is printed and presented to the user.

Preferably, the terminal provides the server with a response indicating the status of the request; for example,
print request accepted, print error, printing completed, and such like.

In some embodiments, only the server may be authorised to issue requests, so that any client-side application must send requests to the terminal via the server. In other embodiments, a client-side application may be able to issue requests directly to the terminal.

According to a second aspect of the invention there is provided a self-service terminal system comprising a remote server interconnected to a plurality of self-service terminals, each terminal having a terminal application, where the remote server stores a server application comprising a third party application flow, so that users of the terminals are able to access the server application from the terminals, and the server application is able to issue requests to the terminal applications to use any peripheral devices incorporated in the terminals.

The system may include an authorisation server, where the authorisation server is operable to authorise transactions requested by users of the terminals. Alternatively, the remote server may be used to authorise transactions requested by users of the terminals, and also to store the server application comprising a third party application flow.

Preferably, the server application generates files conforming to a page description language.

Preferably, the remote server includes means for supplying the terminals with files conforming to a page description language.

According to a third aspect of the invention there is provided a self-service terminal operable to select one of a
plurality of user interface applications for presentation to a user, at least one user interface application being controlled by the owner of the terminal, and at least one user interface application being controlled by a third party, where the user interface application controlled by the third party is operable to request use of facilities controlled by the terminal.

Preferably, the user interface application that is controlled by the owner of the SST is resident on the SST and the user interface application that is controlled by the third party is resident on a remote server.

According to a fourth aspect of the invention there is provided a method of hosting a third party application on a self-service terminal having a terminal application, the method comprising the steps of: providing a link to a server application stored on a remote server; presenting a user with the option of interacting with the server application; in response to a user requesting interaction with the server application, executing the server application and presenting the server application to the user; and monitoring the server application for requests to use facilities controlled by the terminal application.

Preferably, the method includes the further step of: the terminal application monitoring the user’s interaction with the server application to detect absence of the user.

Preferably, the method includes the further steps of: on detecting absence of the user, halting the server application, and presenting the terminal application.

Preferably, the step of presenting the server application to the user includes the step of displaying the application flow contained in the server application.
Alternatively or additionally, where the application flow consists of or includes an audio file, the step of presenting the server application to the user includes the step of playing the audio file contained in the server application.

According to a fifth aspect of the invention there is provided a self-service terminal system comprising a remote server interconnected to a plurality of self-service terminals, each terminal having a terminal application, where the remote server stores a server application comprising a third party application flow, whereby users of the terminals are able to access the server application from the terminals on a client-server basis, and the server is operable to issue requests to the terminals on a peer-to-peer basis.

Preferably, each terminal application executes a server process to enable peer-to-peer communications between the server and the terminal.

These and other aspects of the invention will be apparent from the following specific description, given by way of example, with reference to the accompanying drawings, in which:

Fig 1 is a block diagram of a self-service terminal system according to one embodiment of the present invention;

Fig 2 is a simplified block diagram of one of the self-service terminals and the server of Fig 1;

Fig 3 is a more detailed block diagram of the self-service terminal of Fig 2;

Fig 4 is a more detailed block diagram of the server of Figs 1 and 2;
Fig 5 is a pictorial representation of the screen display of an SST that is hosting a third party application;

Fig 6 is a flowchart illustrating the steps involved in an SST hosting a third party application;

Fig 7 shows the format of an HTTP URL used to specify a resource on the server of Figs 1, 2, and 4;

Fig 8 illustrates one possible URL for accessing a remote database operated by server of Fig 1;

Fig 9 illustrates a command for requesting use of a facility on an SST shown in Fig 1;

Fig 10 illustrates a URL sent by an SST of Fig 1 to the server of Fig 1 to inform the SST of the status of a request;

Fig 11 is a block diagram of a server and a terminal according to an alternative embodiment of the present invention;

Fig 12 is a block diagram of a part of the server of Fig 11; and

Fig 13 is a block diagram of a part of the terminal of Fig 11.

Referring to Fig 1, there is shown a self-service terminal system 10 comprising a remote server 12 connected to three clients 14 by an IP network 16. Each client 14 is a public-access self-service terminal (SST). The first SST 14a is an ATM, the second SST 14b is a financial services centre (FSC), and the third SST 14c is an information kiosk. The network 16 is the Internet. The remote server 12 is owned and operated by an airline ("XYZ Airline"); whereas, the three SSTs 14 are owned and operated by a financial institution.
The ATM 14a and the FSC 14b are also connected to the financial institution’s authorisation centre 20 via a switching device 22, in a similar way as for conventional ATM networks. The switching device 22 is used for routing financial transaction authorisation requests from the ATM 14a or FSC 14b to the authorisation centre 20. As will be appreciated by those of skill in the art, the switching device 22 and the authorisation centre 20 may be incorporated into a single server (an authorisation server). It will also be appreciated that the switching device 22 is able to route authorisation requests to authorisation centres operated by other financial institutions and to financial services companies.

Referring to Fig 2, each SST 14 comprises: a user interface 30, a network connection 32 providing a link to the server 12 via the Internet 16, and a controller 34 for controlling the operation of the SST 14. The controller 34 incorporates means 36 for receiving files conforming to a page description language. The controller 34 also incorporates a terminal application 38 for controlling the terminal 14.

The remote server 12 also has a network connection 40 and a controller 42 incorporating a Web Server 44 and a server operating system 46 for controlling the server 14.

Referring to Fig 3, which shows one of the SSTs 14 (ATM 14a) in more detail, a system bus (or a plurality of system buses) 48 interconnects the user interface 30, the network connection 32, and the controller 34, to allow mutual intercommunication.

The user interface 30 comprises the following user interface elements (peripheral devices): a card reader 50, a
display 52, a touchscreen module 54 mounted onto the display 52, a printer 56, and a cash dispenser 58.

The controller 34 comprises modules for driving the user interface elements 50 to 58, namely: card reader controller 60, display controller 62, touchscreen controller 64, printer controller 66, and dispenser controller 68. These user interface elements (50 to 58) and associated controllers (60 to 68) are standard modules that are used on conventional ATMs and will not be described in detail herein.

The controller 34 also comprises a BIOS 70 stored in non-volatile memory, a microprocessor 72, associated main memory 74, storage space 76 in the form of a magnetic disk drive, and a dedicated switch connection 78 for connecting the ATM 14a to the switching device 22 (Fig 1).

The means for receiving files conforming to a page description language 36 is a HotJava (trade mark) browser bean component which is embedded within the terminal application 38. For simplicity, hereinafter the embedded browser component will be referred to as a browser or a web browser.

In use, the main memory 74 is loaded with the ATM operating system kernel 80, and the ATM application 38 (which is the terminal application) for controlling the operation of the ATM.

Referring to Fig 4, which shows remote server 12 in more detail, a system bus (or buses) 90 connects the network connection 40 to the controller 42. The controller 42 further comprises a BIOS 92 stored in non-volatile memory, a microprocessor 94, associated main memory 96, storage space 98 in the form of a magnetic disk drive, and a database 100.
for storing flight ticketing, pricing, and seating availability information for the airline.

The server operating system 46 and the Web server 44 are stored on the magnetic drive 98. In use, the main memory 96 is loaded with the server operating system kernel 102 and the Web server 44. In this embodiment the Web server 44 is the Java Web Server (trade mark).

The Java Web server 44 includes a server application 104 for invoking one or more Java Servlets, and the server 44 supports a database application programming interface (API) 106 in the form of a JDBC (Java DataBase Connectivity) API.

The Java Servlets 104 generate files conforming to a page description language, in this embodiment HTML. The Java Web Server 44 also provides session management, thread management, administration and security features; as is well known to those of skill in the art.

The database application interface 106 is a database driver that provides SQL access to the database 100. The Java Servlets use the JDBC API 106 to obtain information from the database 100 for use in generating HTML files in response to a user request.

A Java Servlet is software code that is used to generate information dynamically. Each Servlet must be registered with the web server so that the web server can distinguish between a request for a Servlet and a request for a web page. When a registered Servlet is requested by a remote web browser, the web server instantiates the Servlet. Once instantiated, the Servlet remains in memory for a period of time awaiting further invocation by the web browser.
The operation of the system of Fig 1 will now be described with reference to Figs 5 and 6. Fig 5 shows the display 52 and touchscreen 54 having two areas: a background area 110, and a foreground area 112.

The foreground area 112 is a window covering a portion of the background area 110. The web browser 36 (Figs 2 and 3) controls the foreground area 112 and monitors that area to detect any user selections.

The background area 110 is a full-screen window that is controlled by the ATM application 38 and is used to display the ATM application flow; whereas, the foreground area 112 is a smaller window that is controlled by the web browser 36 and is used to display an interactive advertisement for a third party, in this embodiment, an airline.

The ATM 14a provides a user with the option (step 120 of Fig 6) of accessing airline information. This is achieved by providing a hypertext link, represented by icon 114, in the foreground area 112. ATM 14a simultaneously provides the user with the option (step 120) of conducting an ATM transaction. This is achieved by the ATM 14a displaying text on the background area 110 that invites the user to insert his card into the card reader module 50 (Fig 2).

If a user selects an ATM transaction (step 122) then the transaction is completed (step 124) and the card is returned to the user.

Once an ATM transaction (such as withdraw cash, deposit a cheque, or such like) is initiated, the terminal application 38 does not allow the web browser 36 to establish a link with the airline application 104. This is to ensure that the user does not access the airline
information during a transaction and then leave the ATM 14a without completing the transaction and recovering his card.

If a user touches the icon 114 prior to inserting his card, then the web browser 36 detects this (step 126). The web browser expands (step 128) the foreground area 112 to cover substantially the whole screen area of the display 52.

The web browser 36 then establishes a connection (step 130) with the remote server 12, as will be described in more detail below. Once a connection is established, the web browser displays web pages received from the remote server 12. The user can interact (step 132) with these web pages by selecting hypertext links, in a similar manner to a user operating a conventional web browser on a personal computer.

The web browser 36 provides an exit button 118 (Fig 5) for allowing a user to exit from the airline application to the ATM application 38 at any time.

On detecting the user exiting (step 134) from the airline application, the web browser 36 shrinks (step 136) the foreground area 112 to its original size.

To establish a connection with the remote server 12, the web browser uses a URL (uniform resource locator) for specifying the IP address of the remote server 12. The hypertext transfer protocol (HTTP) is the protocol that is used by the browser 36 for communicating with the server 12.

The URL identifies the domain name of the server and also a resource (web page) on the server. The format of an HTTP URL is shown in Fig 7. HTTP URL 150 has a protocol field 152 (in this case HTTP), a domain name field (or IP address field) 154, a directory field 156 for accessing a specific file or directory on the server, and a command field 158 for issuing commands to the server.
The hypertext link represented by icon 114 is pre-programmed with the URL that is used to access the third party application; i.e. the domain name used is that of the third party server 12 owned and operated by XYZ Airlines, in this embodiment the domain name is "www.xyzairline.com", as shown in Fig 8. This ensures that users of the ATM 14a cannot by-pass the airline’s web page and go to a different web page.

When a user selects the icon 114, web browser 36 sends an initialisation URL 160 (Fig 8) to the web server 44. The initialisation URL 160 contains the airline’s domain name 162 (in the domain name field 154), the correct directory information 164 to locate the airline’s ticket information (in the directory field 156), and terminal specific information (in the command field 158).

The terminal specific information includes details of a server process (server socket) that the terminal application 38 is executing. The details of the server socket include the IP address 168 of the ATM 14a, and a port number 166 (in this embodiment "6000") assigned to the server socket by the terminal application 38.

It may not be necessary to include the IP address 168 of the ATM 14a in the terminal specific information, as Internet datagrams include the IP address of the sender.

The assigned port number 166 is different to the default port number ("80") used by the web browser 36 for receiving web pages. The assigned port number 166 is a logical channel used by the ATM application 38 to monitor incoming data that is intended for the server socket. The server socket is able to receive a request on the assigned port number 166, operate on the request, and provide a response to the requester.
On receipt of the initialisation URL 160 from the web browser 36, the web server 44 creates a session object for that web browser 36 to track the communications between that web browser 36 and the web server 44. Thus, the web server 44 creates and stores a unique session object associated with each web browser 36.

The web server 44 also supplies the web browser 36 with a standard web page for displaying to a user of the ATM 14a. The airline's standard web page contains one or more hypertext links to allow the user to navigate through the airline's web site to obtain details of flight destinations, ticket prices, availability, air miles, and such like. As the airline controls the scripts used in their web pages, it can create a custom set of commands that will be used by the browser 36 for requesting information from the web server 44.

The Servlet 104 responsible for creating and forwarding the standard web page to the browser 36 also updates the session object by adding the IP address and assigned port number of the server socket from the initialisation URL. Thus, for each web browser, the session object includes the assigned port number 166 and the IP address of the ATM 14a executing the browser 36.

When the web server 44 receives a command from the web browser 36, it invokes a Servlet 104 to process that command and generate an appropriate web page for sending back to the web browser 36. When the Servlet 104 is invoked, it accesses the session object for that web browser 36 to obtain session data (such as the IP address) for that browser 36. The Servlet 104 accesses database 100 via the JDBC API 106 and generates HTML pages that include the information retrieved from the database 100; the HTML pages
have the graphical format and style of the airline's web site. Thus, a user at the ATM 14a can view information from the airline's database 100 without the terminal application 38 originating the communication.

In addition to sending information to the web browser 36, each Servlet 104 also updates the session object associated with that browser 36. In general, a Servlet 104 will prepare an HTML page incorporating retrieved information from the database 100; whereas, the Servlet 104 will copy the information (but not the HTML page) to the session object. Thus, the session object maintains a copy of the information requested by the web browser 36.

The HTML pages that are sent to the browser 36 by a Servlet 104 will generally contain one or more hypertext links. These hypertext links may contain the URL for another web page (for example, to display general information) or for invoking a Servlet 104 (for example, to process a request for specific information, or to provide a function such as printing specific information).

If the user wishes to print a hard copy of the information at the ATM 14a, then the user selects a hypertext link on an HTML page that offers the print page function. This hypertext link is pre-programmed with a URL that invokes a Servlet 104 for printing the information currently displayed by the server 44. The print page function is not provided by the browser 36 because the browser 36 is not able to send requests to the terminal application 38; the print page function is embedded in the HTML displayed by the browser 36.

The web browser 36 sends the URL of the selected hypertext link to the web server 44. The web server 44 receives this URL and invokes the Servlet 104 identified by
the URL. The invoked Servlet 104 accesses the session object to retrieve

(1) the currently displayed information, and
(2) the IP address and assigned port number of the server socket.

The invoked Servlet 104 then sends a request to the server socket at the assigned port number 166 and IP address.

If a communication is addressed to the port number of the web browser 36 then the terminal application 38 conveys this communication to the browser 36; whereas, if a communication is addressed to the assigned port number 166 then the terminal application 38 conveys this communication to the server socket.

The server socket is pre-programmed by the financial institution to recognise certain command requests, for example, "print", "receive_deposit", or such like. These command requests correspond to the pre-arranged facilities that the financial institution allows the airline to access at the ATM 14a. Using these pre-programmed command requests, a Servlet 104 can instruct the ATM 14a to provide one or more of the pre-arranged facilities (such as printing the information displayed on the current web page) by sending a facilities request message 170, as illustrated in Fig 9.

The facilities request message 170 includes a pre-arranged command request 172, and a command operator 174. The command operator 174 may include data 176 (such as the airline's company name) and control characters 178 (such as carriage return or line feed). The facilities request message 170 is a peer-to-peer inter-process communication between a Servlet 104 and the socket server.
On receiving a facilities request message 170, the socket server initiates fulfilment of the request by instructing the appropriate peripheral (for this request the appropriate peripheral is the printer 56) and passing any data 176 and control characters 178 to the peripheral. The facilities request message 170 of Fig 9 would be printed out as:

```
XYZairline
1500 Air Miles
```

As is well known to those of skill in the art, the terminal application 38 performs state of health monitoring of the peripherals (50, 52, 54, 56, 58 in Fig 3) as they operate. Using this state of health information, the terminal application sends a status URL 180, as illustrated in Fig 10, to the Web server 44 to inform the server 44 of the current status of the request. The server 44 may use this information to inform the user of the ATM 14a by displaying a message on the foreground area 112 (Fig 5).

The status URL 180 includes the airline’s domain name 162, the correct directory information 164 to locate the airline’s ticket information, and a command status 182 in the command field. The command status is a pre-defined string that the server 44 recognises, such as “print=pending”, “print=ok”, “print=error”, or such like. The meaning of these command status strings is self-explanatory.

Furthermore, because the browser 36 is an embedded component within the terminal application 38, the terminal application 38 is able to monitor usage of the web browser 36, so that if no URL is sent from the browser 36 for a certain time period, the terminal application 38 may display
a message on the display 52 asking the user to verify that he still wants to view the airline's web site. If no response is received from the user within a certain time period then the terminal application 38 assumes that the user has abandoned the ATM 14a, and the application 38 shrinks the foreground area window 112 (Fig 5) to display the background area window 110 (Fig 5) having the ATM application flow.

When the ATM 14a switches to the background window, the web browser 36 sends a URL to the web server 44 informing the web server 44 that the current session should be terminated. The web server 44 receives this URL and terminates session object associated with the ATM's browser 36. A session represents a user's interaction with the web server 44 from the web browser 36 initiating contact with the web server 44 to the browser 36 terminating contact with the web server 44.

Another advantage of the browser 36 being embedded in the terminal application 38, is that the terminal application 38 is able to monitor all URLs sent from the browser 36. Thus, if a URL does not contain the domain name of the airline (www.xyzairline.com) then the terminal application may block the browser 36 from sending that URL.

Although this embodiment has been described for one SST (ATM 14a) interacting with the server 12, it will be understood that a plurality of SSTs (for example 14a, 14b, 14c) could interact simultaneously with the server 12, each SST 14 having a unique associated session object.

It will now be appreciated that this embodiment of the invention ensures that the resilience of the terminal application 38 is not adversely affected by having a third party application 104 interact with a user because the code
for the terminal application 38 is independent of the code for the third party application 104. It will also be appreciated that this embodiment ensures that the terminal application 38 controls all the facilities of the ATM 14a but allows the third party application 104 to make requests for use of some or all of the facilities. This has the advantage that the third party can use the facilities provided by the ATM 14a, but the financial institution does not have to pass control of the facilities to the third party at any time.

Referring now to Fig 11, which shows an alternative embodiment of the invention, an SST 214 is connected to a server 212 by an IP network 16 such as the Internet. It will be apparent from comparing Fig 2 with Fig 11 that the physical arrangement of Fig 11 is identical to that of Fig 2; however, in the Fig 11 embodiment the server 212 and SST 214 interact in a different way to the interaction between the server 12 and the ATM 14 in the Fig 2 embodiment, as will now be described with reference to Fig 12.

Fig 12 illustrates a web server 244 having a server application 250 arranged to supply JAVA (trade mark) applets to a client web browser 236. The client web browser 236 is a Microsoft (trade mark) Internet Explorer browser that is capable of receiving and executing JAVA applets.

An applet is an executable program that is associated with a web page. An applet comprises executable JAVA object bytecodes that are used to provide specific programmed functionality (such as a graphical display) on a client computer. An applet is downloaded from a server by a web browser having an engine (such as a JAVA Virtual Machine) for executing the downloaded applet. The browser executes the applet together with an associated web page.
The screen display of SST 214 is identical to that of ATM 14a of Fig 5. When a user selects icon 114 (Fig 5) then the browser 236 sends an initialisation URL 160 (Fig 8) to the web server 242.

On receiving the initialisation URL 160, the server 212 conveys the IP address and the port number of the SST 214 to the applet supplier 250. The applet supplier 250 uses this address and port number information to create an applet that is programmed with the server’s IP address, the SST’s IP address, the SST’s assigned port number (not the default port number of the web browser 236), and any parameters needed to access a database. The web server 244 uses a database interface 252 to access the database. The created applet is then appended to a web page and conveyed to the web browser 236.

The web browser 236 receives the web page and appended applet from the server 212. The browser 236 displays the web page on the display 52 (Fig 3) and, as shown in Fig 13, executes the applet 260 within the context of the browser 236.

As the user interacts with the web page the applet 260 sends requests for information to the web server 244 as necessary to fulfil the user’s requests. The web server 244 receives the request, accesses the database to obtain the data, and sends the data to the applet 260. The applet 260 receives the data and generates a new web page including the received data for display by the browser 236. Thus, in this embodiment, the server application (the applet 260) is executed on the SST 214 rather than the server 212; whereas, in the previous embodiment, the server application (Servlets 104) is executed on the server 212.
Some browsers may not allow a downloaded applet to access any server other than the server from which the applet originated. For such browsers, the applet 260 may have to access the server 12 and request that the server 12 sends a facilities request to the ATM 14a on behalf of the applet 260.

Various modifications may be made to the above described embodiments within the scope of the invention, for example, in other embodiments there may be a greater or fewer number of user interface elements. In other embodiments, the network connection 32 may be used to connect to the switching device 22 so that the dedicated switching device connection 78 is not required. In other embodiments, the Servlets may be instantiated under a predetermined set of conditions, for example, when the SST 14 initiates a session with the remote server 12. In other embodiments, the rules for how windows 110 and 112 are displayed and at what point in a transaction a user can access these windows may be different to that described in the above specific embodiments. In other embodiments, different formats of facilities requests may be used than that described, for example, the facilities requests may be encrypted using an encryption technique such as public key encryption.

In one type of embodiment the server application may generate web pages using PERL or CGI scripts. In a second type of embodiment Microsoft (trade mark) active server pages may be used instead of JAVA (trade mark) Servlets. In a third type of embodiment the server application may generate web pages using dynamic HTML. In a fourth type of embodiment the server application may reside on an SST and
may generate web pages using active X controls. Other methods of session tracking may be used.
Claims

1. A self-service terminal (14 or 214) comprising: a user interface (30); and a terminal application (38) for controlling the user interface (30); characterised in that the terminal (14 or 214) has a link (16) to a remote server (12 or 212) storing a server application (104 or 260) for issuing to the terminal application (38) requests for using the user interface (30), whereby a user of the terminal (14 or 214) is able to access the server application (104 or 260) from the terminal (14 or 214), and the server application (104 or 160) is able to use one or more facilities provided by the user interface (30).

2. A terminal according to claim 1, wherein the user interface includes: user input means, a display, and at least one other peripheral device.

3. A terminal according to claim 1 or 2, wherein the SST incorporates means for receiving files conforming to a page description language (36 or 236).

4. A terminal according to any preceding claim, wherein the server application (104) is executed on the remote server.

5. A terminal according to any of claims 1 to 3, wherein the server application (260) is executed on the terminal.

6. A terminal according to any preceding claim, wherein the remote server (12 or 212) implements session tracking to maintain an association between the server and the terminal.

7. A terminal according to any preceding claim, wherein the remote server (12 or 212) provides a session object for
each terminal, so that the session object maintains information about the application flow being executed by that terminal.

8. A terminal according to any preceding claim, wherein the terminal application (82) monitors the terminal usage during operation of the third party application to ensure that the user is still present.

9. A terminal according to any preceding claim, wherein the terminal provides a port (166) to which the server application can send requests.

10. A terminal according to any preceding claim, wherein the terminal (14 or 214) provides the server (12 or 212) with a response indicating the status of a request.

11. A self-service terminal system (10) comprising a remote server (12) interconnected to a plurality of self-service terminals (14), each terminal (12) having a terminal application (82), where the remote server (12) stores a server application (104) comprising a third party application flow, so that users of the terminals (14) are able to access the server application (104) from the terminals (14), and the server application (104) is able to issue requests to the terminal applications (82) to use any peripheral devices (50, 56, 58) incorporated in the terminals (14).

12. A system according to claim 11, wherein the system includes an authorisation server (20), where the authorisation server is operable to authorise transactions requested by users of the terminals.

13. A self-service terminal (14 or 214) operable to select one of a plurality of user interface applications for presentation to a user, at least one user interface
application being controlled by the owner of the terminal (14 or 214), and at least one user interface application being controlled by a third party, where the user interface application controlled by the third party is operable to request use of facilities (50, 56, 58) controlled by the terminal (14 or 214).

14. A method of hosting a third party application on a self-service terminal having a terminal application, the method comprising the steps of: providing a link to a server application stored on a remote server; presenting a user with the option (120) of interacting with the server application; in response to a user requesting interaction with the server application, executing (130) the server application and presenting the server application to the user; and monitoring (132) the server application for requests to use facilities controlled by the terminal application.

15. The method of claim 14, further including the step of: the terminal application monitoring the user's interaction with the server application to detect absence of the user.

16. The method of claim 14 or 15, further including the step of: on detecting absence of the user, halting the server application, and presenting the terminal application.
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