Title: MULTIPLE OBJECT DOWNLOAD

Abstract: According to the invention, a system for downloading a plurality of content objects from the Internet (120) to a computer of a user (104) is disclosed. The system includes first and second web pages (116), a database (108) and a media server (112). The first web page (116) allows selection of the number of content objects. The second web page (116) includes a link to an application that includes embedded information that correlates the number of content objects to the application. The database (108) stores the number of content objects. The media server (112) composes an application that includes the embedded information. The number of content objects are selected by a user (216) from the first web page (116). The media server (112) allows download of the number of content objects after receiving the embedded information from a computer of a user (104).
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MULTIPLE OBJECT DOWNLOAD

[01] This application claims the benefit of and is non-provisional of US Application Serial No. 60/490,810 filed on July 28, 2003, US Application Serial No. 60/500,388 filed on September 5, 2003 and US Application Serial No. 60/508,626 filed on October 2, 2003, which are all incorporated by reference in their entireties.

[02] This application is related to U.S. Patent Application Serial No. , filed on the same date as the present application, entitled “CONSISTENT BROWSER FILE DOWNLOAD” (temporarily referenced by Attorney Docket No. 40152-000110US), which is incorporated by reference in its entirety.

BACKGROUND OF THE DISCLOSURE

[03] This disclosure relates in general to content download and, more specifically, but not by way of limitation, to downloading multiple content objects from a network.

[04] There is no way to easily download multiple content objects today. An example of the problem is demonstrated at a music download web site that is forcing people to individually click on each object to save the object to their local drive. For a complete album, that could be around 14 individual downloads for each song, for example.

[05] Other attempted solutions to this problem are generally limited to creating a client application for downloading groups of files. The client application, which is not tailored for each group of files, is initiated during a download of a file having a group of objects by prompting the operating system for the application with a unique file extension associated in the operating system with the client application. This method requires defining a unique file extension to the operating system so the associated client application is retrieved when that file extension is encountered. Trying to get users to install and upgrade the client application is cumbersome. To download the files on another computer, the application and other configuration must be performed for that computer also.

[06] Another technique for solving the problem of multiple file download creates a single compressed file that includes the various files for download. One example of this technique is the creation of a zip compressed file that encapsulates multiple files. The zip file is often very large and ultimately has to be unzipped by the user, which can be a complex process.
BRIEF SUMMARY OF THE DISCLOSURE

[07] In one embodiment, the present disclosure provides a system for downloading a plurality of content objects from the Internet to a computer of a user. The system includes first and second web pages, a database and a media server. The first web page allows selection of the number of content objects. The second web page includes a link to an application that includes embedded information that correlates the number of content objects to the application. The database stores the number of content objects. The media server composes an application that includes the embedded information. The number of content objects are selected by a user from the first web page. The media server allows download of the number of content objects after receiving the embedded information from a computer of a user.

BRIEF DESCRIPTION OF THE DRAWINGS

[08] The present disclosure is described in conjunction with the appended figures:

FIG. 1 is a block diagram of an embodiment of a media delivery system;

FIGS. 2A and 2B are block diagrams of embodiments of a single user interacting with the media delivery system;

FIGS. 3A, 3B and 3C are block diagrams of embodiments of a download manager program; and

FIGS. 4A, 4B, 4C, 4D, 4E, and 4F are flow diagrams of embodiments of processes that each download multiple content files.

[09] In the appended figures, similar components and/or features may have the same reference label. Further, various components of the same type may be distinguished by following the reference label by a dash and a second label that distinguishes among the similar components. If only the first reference label is used in the specification, the description is applicable to any one of the similar components having the same first reference label irrespective of the second reference label.

DETAILED DESCRIPTION OF THE PREFERRED EMBODIMENT

[10] The ensuing description provides preferred exemplary embodiment(s) only, and is not intended to limit the scope, applicability or configuration of the invention. Rather, the ensuing description of the preferred exemplary embodiment(s) will provide those skilled in the art with an enabling description for implementing a preferred exemplary embodiment of
the invention. It being understood that various changes may be made in the function and arrangement of elements without departing from the spirit and scope of the invention as set forth in the appended claims.

[11] Specific details are given in the following description to provide a thorough understanding of the embodiments. However, it will be understood by one of ordinary skill in the art that the embodiments maybe practiced without these specific details. For example, circuits may be shown in block diagrams in order not to obscure the embodiments in unnecessary detail. In other instances, well-known circuits, structures and techniques may be shown without unnecessary detail in order to avoid obscuring the embodiments.

[12] Also, it is noted that the embodiments may be described as a process which is depicted as a flowchart, a flow diagram, a data flow diagram, a structure diagram, or a block diagram. Although a flowchart may describe the operations as a sequential process, many of the operations can be performed in parallel or concurrently. In addition, the order of the operations may be re-arranged. A process is terminated when its operations are completed, but could have additional steps not included in the figure. A process may correspond to a method, a function, a procedure, a subroutine, a subprogram, etc. When a process corresponds to a function, its termination corresponds to a return of the function to the calling function or the main function.

[13] Moreover, as disclosed herein, the term "storage medium" may represent one or more devices for storing data, including read only memory (ROM), random access memory (RAM), magnetic RAM, core memory, magnetic disk storage mediums, optical storage mediums, flash memory devices and/or other machine readable mediums for storing information. The term "machine readable medium" includes, but is not limited to portable or fixed storage devices, optical storage devices, wireless channels and various other mediums capable of storing, containing or carrying instruction(s) and/or data.

[14] Furthermore, embodiments may be implemented by hardware, software, firmware, middleware, microcode, hardware description languages, or any combination thereof. When implemented in software, firmware, middleware or microcode, the program code or code segments to perform the necessary tasks may be stored in a machine readable medium such as storage medium. A processor(s) may perform the necessary tasks. A code segment may represent a procedure, a function, a subprogram, a program, a routine, a subroutine, a module, a software package, a class, or any combination of instructions, data structures, or program
statements. A code segment may be coupled to another code segment or a hardware circuit by passing and/or receiving information, data, arguments, parameters, or memory contents. Information, arguments, parameters, data, etc. may be passed, forwarded, or transmitted via any suitable means including memory sharing, message passing, token passing, network transmission, etc.

[15] In one embodiment, the present invention is designed to easily support multiple object downloads with one click in the browser. In addition, the invention makes downloading or simply streaming content more intuitive for end-users, enhancing online experiences and driving return visits. Whether requested items are music, software, games, or movies, the present invention gives content providers the ability to support easy distribution and organization of the media their customers demand.

[16] Complete albums, song tracks, episodes, software updates or other content that is grouped in files can be easily downloaded with minimal end-user training. An end-user can conveniently download all the items they want in a single session. The invention has no dependencies or plug-in requirements in one embodiment, making it easy to customize and deploy for any media company looking to launch or enhance their media download services. Some embodiments do, however, include a browser plug-in to process the data in ways specific to the media company.

[17] In one embodiment, the present invention provides the ability to download multiple objects at one time in an improved manner. The invention dynamically creates a content group program unique to the user, transaction session identifier and/or the group of objects. Execution of the content group program downloads a specific list of objects associated with the transaction session identifier. As part of the download process, the content group program identifies the user and/or purchase to the origin server and identifies the objects to download. A certificate or token could be embedded in the content group program to allow authentication of the content group program by providing the certificate to the origin server. The user can pass the dynamically and specifically created program to another account or computer and re-execute it. On the other computer, the program will initiate the downloads to the present computer.

[18] In another embodiment, the content group program includes a transaction session identifier. The origin server or related server can retrieve other information using the unique transaction session identifier. For example, a list of objects to download and a user identifier
are retrieved by the origin server using the transaction session identifier. Once the list of objects are known and the download is authorized, the download of the objects is initiated in a serial or parallel fashion.

[19] The content group program is an executable program that initiates the download of specified objects from a network when initiated. In this embodiment, the content group program is about 150KB in size, but could be other sizes in other embodiments. There could be various versions of the content group program to allow execution on various software platforms, or a version could be cross-platform compatible to execute on a number of software platforms. Each content group program is unique to a particular transaction session.

Once the user selects the objects for download, the content program group is generated for that transaction session. A button on the web page corresponds to the content group program. A right-click on the button, for example, initiates download of the content group program to a specified location using the HTTP download function of the web browser. The user can run the content group program immediately after download or at any later time.

[20] Execution of the content group program causes download of the objects to any path specified by the user. The content group program has an interface that: shows the objects being download, allows selection of a subset of the objects in the predefined group, allows interruption of the download of all or some objects, allows adding additional objects to the download, provides status information on the downloads, provides usage information for any DRM of the objects, etc. Only the single content program is required to initiate download of the objects on any computer. This allows sending this file in e-mail to any recipient. The recipient doesn't need to install the content group program, but only has to execute the program to download the objects to any specified path.

[21] Generally, the content group program has two components in this embodiment, more specifically, a program portion and a payload portion. The program portion is generic to any payload portion. In this embodiment, the program portion is tamper proof so as to avoid any unauthorized modifications. The payload portion could also be made tamper proof.

[22] Customization of the content group program is contained within the payload portion. This embodiment includes XML data in the payload portion to somehow indicate the group of objects for download, among other things. Other embodiments could use other techniques to store information in the payload portion. In one embodiment, the payload
portion includes the transaction session identifier, a user identifier, a number of URIs for the objects, a description for each object, and configuration information. The operator of the origin server uses the configuration information to affect how the content group program behaves. For example, the operator may limit download bandwidth, may specify how many objects should be simultaneously downloaded, may specify alternative paths for the objects, specify display properties, specify DRM limitations, etc. Instead of including information in the payload portion, the payload could specify the transaction session identifier and a remote database could retrieve any other information associated with that transaction session identifier.

[23] Building the content group program is not resource intensive. The program portion along with any configuration information is retrieved for the operator. The remaining XML data is compiled for the transaction session. A concatenation is performed for the program and payload portions. This may include compiling the concatenated portions or not. The file name for the content group program is formulated. In this embodiment, a date code is used to create the file name. The file name could include other information also.

[24] In one embodiment, there is no payload portion. The content group program is identical, but the file name is customized with a token that uniquely identifies the transaction session. Execution of the content group program forwards the token to the origin server operator for retrieval of the other information used to download the objects associated with the content group program. Some embodiments could use tool tip information to store the token. Further, the tool tip information could store data on the objects to help identify what the content group program corresponds to.

[25] Referring initially to FIG. 1, a block diagram of an embodiment of a media delivery system 100 is shown. Any number of user computers 104 connect to a media site 102 to download one or more content objects over the Internet 120 or some other wide area network. In this embodiment, the content objects are video files and/or audio files, but other embodiments could include any type of files (e.g., software, text, animation, etc.).

[26] The media site 102 serves the content objects to the various user computers 104. The media site 102 can have various configurations, but this embodiment includes content web pages 116, a media server 112, an audio and/or video database 108, and a user information database 124. Some embodiments may use content delivery networks to further enhance delivery.
[27] The media server 112 formulates the web pages 116 with forms, links and other information to sign-up users, gather information on the users, allow ordering of content, allow linking to the content, bill the users for content, etc. Information about the user and the content they have ordered is stored in the user information database 124. The available content is stored in the audio and/or video database 108. The media server 108 formulates the web pages 116 and processes the content to ease download to the users. For content previously purchased, the media server 112 can allow later download by checking authorization in the user information database 124 for the rights to the previously purchased content.

[28] With reference to FIG. 2A, a block diagram of an embodiment of a single user 216 interacting with the media delivery system 100 is shown. In this embodiment, the user computer 104 is a personal computer, but it could be a PDA, cellular phone, gaming device, personal video recorder, or portable media player in other embodiments. The user computer 104 includes a web browser application 208 that interfaces with computer hardware 204 that runs the software, stores information and communicates with the Internet 120. Content objects downloaded from the media site 102 are stored in an audio and/or video storage media 212, for example, a hard drive, flash memory, network attached storage, etc.

[29] Referring next to FIG. 2B, a block diagram of another embodiment of the single user 216 interacting with the media delivery system 100 is shown. This embodiment of the media site includes a token database 220. As download manager programs are produced, a token can be embedded in the program. When the program is executed, the token is provided to the media site 102 for referencing the token database. Associated with the token is customized XML that indicates information related to the particular download manager program. This information includes the content object descriptions, and possibly other information such as the user owning or licensing the content objects, the number of times downloaded, version of the content objects, size of the content objects, any digital rights management (DRM) rules, etc.

[30] With reference to FIG. 3A, a block diagram of an embodiment of a download manager program 300-1 is shown that has customized XML 308 embedded within it. The customized XML 308 describes the content objects associated with the download manager program 300-1. The files listed in the customized XML 308 are requested from the media site 102 by the download manager software 304 and downloaded. Each download manager
program 300-1 is compiled after the content objects are requested such that each one is unique. The download manager software portion 304 of the program 300 can be pre-compiled to speed addition of the customized XML 308 and authentication information 312 after request of the content objects. There can be different embodiments of the download manager software 304 to support various computing platforms or one version can work across platforms.

[31] Some embodiments may encrypt the customized XML in a key known only to the media site. When the customized XML is presented later to the media site, the customized XML can be decrypted to determine the content objects being requested. Also, successful decryption authenticates the information in the customized XML. In one embodiment, the customized XML includes the content object descriptions, and possibly other information such as the user owning or licensing the content objects, the number of times downloaded, version of the content objects, size of the content objects, any digital rights management (DRM) rules, etc.

[32] Authentication information 312 embedded in the download manager program 300-1 can be used by the download manager software 304 to authenticate the customized XML 308 and download manager software 304. Any tampering or modification could be found by the download manager in this manner. The authentication information 312 could be a CRC, signature or hash of customized XML 308 and download manager software 304. In another embodiment, the authentication information is only generated over the customized XML 308. The authentication information 312 could be presented to the media site 102 for checking before allowing download of the content objects. The various authentication information packets 312 for the download manager programs of each user could be stored in the user information database 124.

[33] The user can execute the download manager program 300 after download. The program 300 retrieves the content files once executed, if any authentication of the program 300 is performed by the program 300 itself and/or the media site 102. The download manager 300 in various embodiments can support multiple file download, password protection, streaming download, playing vignettes during download, decompressing files, secure sockets layer, download resume, error checking, selecting some or all content files for download, choosing destination file path, requesting files in different encoding formats and bit rates, etc.
The download manager program 300 is transportable in some embodiments to other computers. Executing the program on another machine would download the files to that computer if permitted. In some cases, the download manager program 300 can authenticate the user with a password. Other embodiments, will not download the content objects after the content objects are downloaded a certain number of time. In one embodiment, the content objects can be downloaded for a period of time before subsequent execution will not download the content objects. The time on the user computer 104 could be used or a time reference at the media site could be used or a time standards site on the web. The download manager program 300 can work in conjunction with the media site 102 to perform these functions.

Referring next to FIG. 3B, a block diagram of another embodiment of the download manager program 300-2 is shown that has a token 316 embedded within it. The token 316 is presented to the media site 102 that references the token database 220 to provide XML information back to the download manager program 300-2. In one embodiment, the XML is not passed back to the download manager program 300-2 and the media site controls passing the content objects to the download manager program 300-2. The token 316 uniquely identifies download manager program 300-2. The authentication information 312 can be used to authenticate the token 316. In some embodiments, the token 316 is encrypted in the program 300-2, but can be decrypted by the media site 102. In one embodiment, the token is embedded in the file name of the program 300-2 or file information metadata.

With reference to FIG. 3C, a block diagram of another embodiment of the download manager program 300-3 is shown that embeds at least a portion of the content objects 320 into the program 300-3. Before extraction, the media site 102 has to authorize the extraction. The media site may require a password or authentication of the user computer 104 before the files can be extracted.

With reference to FIG. 4A, a flow diagram of an embodiment of a process 400-1 for downloading multiple content files is shown. The depicted portion of the process 400-1 begins in step 404 where the user 216 requests a group of content objects by interacting with the content web pages 116. Information is gathered by the media server 112 to formulate the customized XML 308 in step 408. This would include identification of the content objects stored on the audio and/or video database 108. The user information database 124 could be updated to reflect purchase of the content objects for a particular user 216. Customized XML
is added to the download manager software 304 to form the download manager program 300-1. The authentication information 312 is added to the program 300-1. If compiling is required, it is also performed in step 412.

[38] When clicking upon a link in a content web page, the user 216 chooses a path to save the download manager program 300 on their local computer hardware 204. Once received the program 300 may automatically or manually be executed by the user 216 in step 420. In step 424, the download manager program 300-1 is authenticated. Other embodiments could have controls such as passwords, download counting, and/or time limits that can be checked to prevent unauthorized downloading. Should authentication succeed along with any authorization testing, the content objects are downloaded in step 428 to any location that the user 216 chooses.

[39] Referring next to FIG. 4B, a flow diagram of another embodiment of the process 400-2 for downloading multiple content files is shown that embeds the token 316 into the download manager program 300-2. This embodiment replaces step 412 with step 432 and inserts a new step 436 after step 424. In step 432, the token 316 is chosen and embedded into the download manager program 300-2. The XML is stored in the token database 220 and can be retrieved with the token 316. In step 436, the token 316 is pulled from the download manager program 300-2 and passed to the media site 102 for authentication of the token. The associated XML is pulled from the token database 220 and passed back to the user computer 104 for use by the download manager program 300-2 in requesting the content objects in step 428.

[40] With reference to FIG. 4C, a flow diagram of yet another embodiment of the process 400-3 for downloading multiple content files is shown that uses password authentication of the download manager program 300. This embodiment differs from FIG. 4A in that step 424 is exchanged with step 440 to use password authentication of the user 216. Some embodiments could have both steps 424 and 440. In step 440, the download manager program 300 may check the password or the media site 102 may in other embodiments. The password could be stored in the customized XML 308 or could be stored in the user information database 124. If the password cannot be confirmed, the downloads are not allowed to proceed. In other embodiments, other authentication methods could be used to confirm the identity of the user 216, for example, biometric authentication could be used in some embodiments.
[41] Referring next to FIG. 4D, a flow diagram of another embodiment of the process for downloading multiple content files is shown that authenticates the computer before allowing a download of the content objects. This embodiment differs from the embodiment of FIG. 4A in that step 424 is exchanged with step 444. Some embodiments could include both steps 424 and step 444. In step 444, the computer 104 is authenticated by the download manager program 300 and/or the media site 102. The user computer 104 could have a unique serial number in the CPU, operating system and/or elsewhere. This embodiment could prevent downloads that are performed on too many different computers. In some embodiments, downloading to a new computer is only allowed after a time period. For example, only unlimited downloads to a single computer, but that computer can change once over two months. In another embodiment, three computers can download the content in any year long period, but the fourth computer would be denied access.

[42] With reference to FIG. 4E, a flow diagram of yet another embodiment of the process for downloading multiple content files is shown that gathers information on the user computer 104 before each download of the content objects. This embodiment differs from that of FIG. 4A in that step 424 is exchanged with step 448, but other embodiments could have both steps. In step 448, the download manager program 300 gathers information on the user computer 216 making the request. If too many different user computers 216 request the content objects, further downloads may be restricted. In some cases, the user account could be suspended. In one embodiment, a password is not initially required before downloads, but is required after excessive downloading. For example, the first three computers that download the content can do so without restriction, but the fourth computer would require a password of the user 216 stored in the user information database 124.

[43] Referring next to FIG. 4F, a flow diagram of still another embodiment of the process for downloading multiple content files is shown that embeds the content files into the download manager program 300-3. This embodiment differs from that of FIG. 4B in that step 432 is replaced with steps 452 and 456. Step 428 is replaced with step 460. The content objects are gathered in step 452 from the audio and/or video database 108. A token 316 is formulated for this particular program 300 downloaded. The download manager program 300 is formulated with the token and content objects. In step 460, the content objects are extracted from the download manager program 300 and stored in any location selected by the user 216.
While the principles of the invention have been described above in connection with specific apparatuses and methods, it is to be clearly understood that this description is made only by way of example and not as limitation on the scope of the invention.
WHAT IS CLAIMED IS:

1. A system for downloading a plurality of content objects from the Internet, the system comprising:
   a first web page for selecting the plurality of content objects;
   a second web page with a link to an application that correlates the plurality of content objects to the application;
   a database that stores the plurality of content objects;
   a media server that composes the application that includes the embedded information, wherein:
      a user downloads the application to a computer,
      the plurality of content objects are selected by a user from the first web page, and
      the media server allows download of the plurality of content objects after receiving the embedded information from the computer of the user.

2. The system for downloading the plurality of content objects from the Internet as recited in claim 1, wherein the embedded information is transported over a network in encrypted format.

3. The system for downloading the plurality of content objects from the Internet as recited in claim 1, wherein the media server prevents download of the plurality of content objects if an attempt to authenticate at least one of the user, the computer, the embedded information, and the application should fail.

4. The system for downloading the plurality of content objects from the Internet as recited in claim 1, wherein the plurality of objects are selected from the group consisting of audio files and video files.

5. The system for downloading the plurality of content objects from the Internet as recited in claim 1, wherein the media server allows download of the plurality of content objects on a plurality of occasions.

6. A method for enabling download of a plurality of objects from the Internet, the method comprising steps of:
determining a plurality of objects associated with a transaction on a web site,
wherein a user orders the plurality of objects in the transaction;
determining information to reference the plurality of objects;
generating an executable application that includes the information that
references the plurality of objects on the network; and
sending the application to the user associated with the transaction, wherein
activation of the application initiates download of at least some of the plurality of objects.

7. The method for enabling download of the plurality of objects from the
Internet as recited in claim 6, wherein the plurality of objects are selected from the group
consisting of audio files and video files.

8. The method for enabling download of the plurality of objects from the
Internet as recited in claim 6, wherein the information is encrypted within the executable
application.

9. The method for enabling download of the plurality of objects from the
Internet as recited in claim 6, further comprising steps of:
receiving the information after the sending step; and
sending the plurality of objects to the user.

10. The method for enabling download of the plurality of objects from the
Internet as recited in claim 6, further comprising an authorizing step that determines if the
user is allowed to download the plurality of objects, wherein the sending step is not
performed if the authorizing step fails.

11. The method for enabling download of the plurality of objects from the
Internet as recited in claim 6, further comprising a step of determining if the user exceeds one
of the following thresholds and preventing the sending step if any threshold is exceeded:
exceeding a total number of downloads of the plurality of objects;
exceeding a periodic limit on downloads of the plurality of objects; and
exceeding a number of computers the plurality of objects are downloaded to.

12. The method for enabling download of the plurality of objects from the
Internet as recited in claim 6, further comprising steps of:
receiving the information after the sending step a first time;
sending the plurality of objects to the user in response to the immediately preceding receiving step;
receiving the information after the sending step a second time; and
sending the plurality of objects to the user in response to the immediately preceding receiving step.

13. A computer-readable medium having computer-executable instructions for performing the computer-implementable method for enabling download of the plurality of objects from the Internet of claim 6.

14. A computer system adapted to perform the computer-implementable method for enabling download of the plurality of objects from the Internet of claim 6.

15. A computer data signal embodied in a carrier wave having computer-executable instructions for performing the computer-implementable method for enabling download of the plurality of objects from the Internet of claim 6.

16. A method for downloading of a plurality of objects from a network, the method comprising steps of:
running an executable application received from a remote web site;
extracting information embedded within the executable application that references a plurality of objects selected by a user in a transaction on the remote web site;
sending the information to the remote web site; and
receiving the plurality of objects.

17. The method for downloading of the plurality of objects from the network as recited in claim 16, wherein the network includes the Internet.

18. The method for downloading of the plurality of objects from the network as recited in claim 16, wherein the executable application includes a code that is used to determine tampering with the executable application.

19. A computer-readable medium having computer-executable instructions for performing the computer-implementable method for downloading of the plurality of objects from the network of claim 16.
20. A computer system adapted to perform the computer-implementable method for downloading of the plurality of objects from the network of claim 16.

21. A computer data signal embodied in a carrier wave having computer-executable instructions for performing the computer-implementable method for downloading of the plurality of objects from the network of claim 16.
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