Title: CONTEXTUAL DEEP LINKING OF APPLICATIONS

Abstract: A contextual deep linking server receives a request associated with a valid contextual deep link from a client device, the contextual deep link associated with link data indicating a particular configuration of an application. The server also receives, after determining that the client device has stored a previously generated fingerprint, stored contextual information for the client device identified by a locally stored fingerprint that matches the previously generated fingerprint. The server then generates, after determining that the client device does not have the previously generated fingerprint, a unique fingerprint of the client device based on a plurality of characteristics of the client device and determining contextual information of the request based on a characteristic of the client device. The server also transmits a response to the client device that is selected based on the contextual information of the client device such that the response is operable on the client device.
This application claims the benefit of U.S. Application No. 14/935,301, filed November 6, 2015, U.S. Application No. 14/935,308, filed November 6, 2015, U.S. Provisional Application No. 62/096,833, filed December 24, 2014, and to U.S. Provisional Application No. 62/079,512, filed November 13, 2014, each of which is hereby incorporated by reference in its entirety.

The disclosure generally relates to the field of mobile applications, and specifically to contextual deep linking of mobile applications.

The development of application ecosystems on client devices (such as the ecosystem associated with "application stores" on smartphones) has created a system where users can easily install new applications and immediately add new functionality to their client devices. This is because the applications that are provided by the ecosystem are semi-standardized to provide a unified installation process, and may use standardized library functions provided by the ecosystem. However, as the number of applications provided by these ecosystems increase, the environment on a user's client device becomes less cohesive as unlike with hyperlinks on the internet, each application on the client device is unable to easily link to a section of another application on the client device through the application installation process. Additionally, users are unable to direct other users to particular sections of these applications either, especially in the case where the other user does not have the application installed on his or her client device. This creates a situation where users are forced to operate each application in semi-isolation. Hence, what was lacking was a method of easily directing users to sections within applications and passing data to applications, regardless of the type of client device the user and whether the application is installed on the client device.
BRIEF DESCRIPTION OF THE DRAWINGS

[0004] The disclosed embodiments have advantages and features which will be more readily apparent from the detailed description, the appended claims, and the accompanying figures (or drawings). A brief introduction of the figures is below.

[0005] Figure (FIG.) 1 illustrates an example system capable of contextual deep linking.

[0006] FIG. 2 illustrates the client link module according to an embodiment.

[0007] FIG. 3 illustrates the server link module according to an embodiment.

[0008] FIG. 4 is a flow chart illustrating an exemplary method for generating a contextual deep link according to one embodiment.

[0009] FIG. 5 is a flow chart illustrating an exemplary method for responding to a request associated with a contextual deep link with a context based response according to one embodiment.

[0010] FIG. 6 is an interaction diagram illustrating an exemplary interaction for requesting and transmitting link data according to one embodiment.

[0011] FIG. 7 is a block diagram illustrating components of an example machine able to read instructions from a machine-readable medium and execute them in a processor (or controller).

DETAILED DESCRIPTION

[0012] The Figures (FIGS.) and the following description relate to preferred embodiments by way of illustration only. It should be noted that from the following discussion, alternative embodiments of the structures and methods disclosed herein will be readily recognized as viable alternatives that may be employed without departing from the principles of what is claimed.

[0013] Reference will now be made in detail to several embodiments, examples of which are illustrated in the accompanying figures. It is noted that wherever practicable similar or like reference numbers may be used in the figures and may indicate similar or like functionality. The figures depict embodiments of the disclosed system (or method) for purposes of illustration only. One skilled in the art will readily recognize from the following description that alternative embodiments of the structures and methods illustrated herein may be employed without departing from the principles described herein.
CONFIGURATION OVERVIEW

[0014] Disclosed by way of example embodiments is a system for creating and using contextual deep linking. In an embodiment, a contextual deep linking server receives a request associated with a valid contextual deep link from a client device. The contextual deep link is associated with link data indicating a particular configuration of an application.

[0015] The server retrieves, in response to determining that the client device has stored an indicator of a previously generated fingerprint, stored contextual information for the client device identified by a locally stored fingerprint that matches the previously generated fingerprint as determined by the indicator stored on the client device. This contextual information is stored on the contextual deep linking server. Otherwise, the contextual deep linking server generates, in response to determining that the client device does not have an indicator of a previously generated fingerprint, a unique fingerprint of the client device based on characteristics of the client device and determining contextual information of the request based on a characteristic of the client device. These characteristics may include the IP address, operating system version, hardware identifier, operating system provided identifier, and other characteristics that when combined may create a unique fingerprint for the client device.

[0016] The contextual deep linking server then transmits a response to the client device that is selected based on the contextual information of the client device such that the response is operable on the client device. For example, if the contextual information indicates that the client device supports an application ecosystem, the response can cause the client device to open the application specified in the link data of the contextual deep link. Otherwise, if the client device does not support an application ecosystem, the response can cause the client device to open a landing page on a web browser with more information about the application. As another example, if the application is not installed, the response can cause the client device to open an application that interfaces with an application store where the user may download and install the application.

EXAMPLE CONTEXTUAL DEEP LINKING SYSTEM

[0017] Figure (FIG.) 1 illustrates an example system 100 capable of contextual deep linking. The system 100 includes one or more client devices 120, an application store 140, an application server 130, and a contextual deep linking server 110. Although the illustrated system 100 includes the elements shown in FIG. 1, in other embodiments the system 100 may
include different elements. Furthermore, the functionalities of each element may be
distributed differently among the elements in other embodiments.

[0018] The network 150, which can be wired, wireless, or a combination thereof, enables
communications among the client devices 120, the application store 140, the application
server 130, and the contextual deep linking server 110 and may include the Internet, a LAN,
VLAN (e.g., with VPN), WAN, or other network. In one embodiment, the network 150 uses
standard communications technologies and/or protocols, such as Hypertext transfer Protocol
(HTTP), Transmission Control Protocol/Internet Protocol (TCP/IP), Uniform Resource
Locators (URLs), and the Domain Name System (DNS). In another embodiment, the entities
can use custom and/or dedicated data communications technologies instead of, or in addition
to, the ones described above.

[0019] The application store 140 is a component in an application ecosystem (e.g., a
mobile application ecosystem) that provides a centralized location for client devices to submit
requests for applications to be installed on the client device 120. The application store 140
provides an interfacing application that may be preinstalled on the client devices 120. The
application store 140 also includes a database of available applications along with application
metadata such as installation requirements, application permissions, and so on. The
application store 140 receives requests to install applications from the interfacing application.
In response to the request, the application store 140 transmits the data used to install the
application to the client device 120.

[0020] The client devices 120 are electronic devices used by users to perform functions
such as consuming digital content, executing software applications, browsing websites hosted
by web servers on the network 150, downloading files, and interacting with the application
store 140, the application server 130, and the contextual deep linking server 110. For
example, the client devices 120 may be dedicated e-readers, smartphones, wearables (e.g.,
smartwatches or pendants), or tablets, laptops, or desktop computers configured similar to an
exemplary machine (or computing system) described with FIG. 7.

[0021] Each client device 120 includes one or more applications 121 that when executed
by the client device 120 perform various functions as defined by the application developer.
The application 121 may utilize the operating system and hardware features of the client
device 120, and may interface with the user using one or more input/output components of
the client device 120. Examples of applications 121 include a navigation application, an
online radio application, an electronic (e-) commerce application, a local business reviews
application, and so on.
[0022] In one embodiment, one or more applications 121 support contextual deep links. A contextual deep link indicates a particular configuration for an application 121. In some cases, this configuration is simply a reference to a location in an application 121, such as a section within the application 121. For example, a particular location in a crowd-sourced review application may be a review page for a local restaurant. This link to a location in the application 121 by itself may also be known as a deep link. In other cases, this configuration includes particular settings, parameters, variables, and other options for the application 121. For example, a particular set of settings for an e-commerce application may set a certain referral bonus for a particular user account.

[0023] In one embodiment, the contextual deep link may be a Uniform Resource Locator (URL). Furthermore, when a client device 120 makes a request associated with a contextual deep link for the application 121, the client device 120 receives from the contextual deep linking server 110 a response that is based on the contextual information of the client device 120. The contextual information may include the platform of the client device 120 (e.g., mobile or desktop), the type and version of the operating system executing on the client device 120, whether the application 121 is installed on client device 120 already, and so on. As the response is contextual and not fixed, any client device 120 is able to operate on the response. This allows for the use of the contextual deep link across all client device platforms.

[0024] As an example, a contextual deep link may be a URL in the format of http://link-provider.com/[application identifier]/[unique identifier]. In this example, "link-provider.com" is the domain name associated with the entity performing the operations coordinating the contextual deep linking. This may be associated with a specialized server such as a contextual deep linking server as described below. The "[application identifier]" is a unique character string identifier that identifies the application in question. The "[unique identifier]" is another unique character string identifier that identifies the particular link. Note that other embodiments of a contextual deep link may have a different combination of identifiers in a URL (e.g., the URL may include a query string). When a user clicks (or interacts) with the contextual deep link, a request is made to the "link-provider.com" server which receives the unique identifiers and is able to send a contextually valid response to the client device 120 of the user. For example, if the user is using a mobile device that supports a mobile application ecosystem, the server may detect this contextual information and respond with a redirection to the application store on the user's client device 120 if the user does not have installed the application referenced in the link.
[0025] To support contextual deep linking, in one embodiment, an application 121 includes a client link module 122 that requests contextual deep links from the contextual deep linking server 110 and retrieves link data related to contextual deep links from the contextual deep linking server 110. To create a contextual deep link to send to a second client device 120, the first client link module 122 on a first client device 120 requests the contextual deep link from the contextual deep linking server 110. The first client link module 122 also sends link data to the contextual deep linking server 110, indicating a particular configuration of the application 121. The first client link module 122 then receives newly generated contextual deep link from the contextual deep linking server 110.

[0026] When the second client device 120 sends a request associated with the contextual deep link (e.g., as a result of receiving a tap interaction to the contextual deep link from a user), the second client device 120 receives a response from the contextual deep linking server 110. If the application 121 indicated by the link data of the contextual deep link is already installed on the second client device 120, then the response includes a link that causes the second client device 121 to open or initiate the application 121 on the second client device 120. When the application 121 initiates, the second client link module 122 on the application 121 of the second client device 120 transmits a request to the contextual deep linking server 110 for any link data. The second client link module 122 then uses the received link data to configure the application 121. If the application 121 indicated by the link data of the contextual deep link is not installed on the second client device 120, the response includes a link that causes the second client device 121 to open or initiate an application that interfaces with the application store 140 and which causes the application store application to open a landing page of the application 121.

[0027] In another embodiment, to create a contextual deep link, the client link module 122 does not initially request a contextual deep link from the server. Instead, the client link module 122 may independently generate a contextual deep link according to a particular format that also includes the link data for which the application is configured to associate with the contextual deep link. In one embodiment, this format is "link-providerxom/key=application identifier][link data]," where the "application identifier" represents an identifier of the application as described above, and the "link data" represents a query string with the link data that the application is configured to associate with the independently generated contextual deep link.

[0028] When the second client device 120 sends a request associated with the contextual deep link, the request is made to the contextual deep linking server 110. The contextual deep
linking server 110 identifies the link data indicated in the independently generated contextual deep link and stores the link data. The contextual deep linking server 110 generates a new contextual deep link, and associates the newly stored link data with the newly generated contextual deep link. The contextual deep linking server 110 responds to the request from the second client device 120 with this newly generated contextual deep link. The second client device 120 is directed to the location indicated by the newly generated contextual deep link, and receives responses that causes the second client device 120 to perform one or more actions as described above for the non-independently generated contextual deep link.

[0029] In one embodiment, the responses described above are performed in real time by the contextual deep linking server 110 such that there is no delay or no delay beyond a threshold or user perceptible time period between a request made to the contextual deep linking server 110 and a response by the contextual deep linking server 110. By having the responses be made in real-time or near real-time, the user does not easily perceive any delay in determining the context or configuring the application based on the link data, thus providing a seamless experience.

[0038] In some embodiments, this client link module 122 is provided by the developer of the contextual deep linking system to the developer of the application 121 as a plug-in or library that is inserted into the application 121.

[0031] In some embodiments, the client device 120 includes a web browser 123 that can transmit requests associated with contextual deep links. In such a case, the contextual deep link takes the form of a Hypertext Markup Language (HTML) hyperlink. The web browser 123 displays the hyperlink contextual deep link and if a user clicks, taps, or interacts with the hyperlink, the web browser 123 submits a request to the contextual deep linking server 110 indicated by the hyperlink. The web browser 123 then receives a response based on the context of the client device 120 that is executing the web browser 123.

[0032] The contextual deep linking server 110 generates contextual deep links in response to requests from applications, sends responses to client devices making requests for valid contextual deep links, and provides analytics regarding the contextual deep links to application owners. As illustrated, the contextual deep linking server 110 includes a server link module 115, an analysis module 116, and an analytics store 117.

[0033] The server link module 115 generates contextual deep links in response to requests and transmits responses to requests associated with valid contextual deep links that are selected based on the context of the client device making the request.
In one embodiment, the server link module 115 receives requests from applications 121 to generate contextual deep links. When the server link module 115 receives such a request, it generates a new contextual deep link and associates that link with the information associated with the request. The server link module 115 may also receive link data along with the request. As described above, this link data describes information that the application 121 has requested to be associated with the generated contextual deep link and can indicate a particular configuration of an application 121. The server link module 115 stores this link data and associates it with the generated contextual deep link.

The server link module 115 also responds to requests associated with contextual deep links. When the server link module 115 receives a request from a client device 120 associated with a contextual deep link, the server link module 115 determines if the client device 120 has stored an indicator of a unique fingerprint (e.g., in a cookie). If such an indicator of a fingerprint exists, the server link module 115 retrieves previously stored contextual information about the client device 120 based on the fingerprint. If no fingerprint exists, the server link module 115 generates one based on characteristics of the client device 120 (e.g., network address, operating system version, and so on). The server link module 115 also determines contextual information for the client device 120 based on the characteristics of the client device 120. Based on the contextual information, the server link module 115 transmits a response back to the client device 120 such that the response is operable on the client device 120.

Additionally, the server link module 115 may receive a request for link data from an application 121 on a client device 120. The server link module 115 once again determines the fingerprint of the client device 120 and retrieves any link data that is associated with a contextual deep link that has a recently associated request from a client device 120 with the same fingerprint. The server link module 115 sends this link data to the client device 120.

The analysis module 116 analyzes requests associated with contextual deep links to provide analytics information for an owner of an application. An owner of an application may be the developer of the application 121 or an entity that owns the legal rights to the application 121. The types of analytical information that the analysis module 116 provides to the owner may include the client devices 120 that have clicked on contextual deep links, known information about client devices 120 including characteristics of the client devices 120, as well as inferred profile information of the users of the client devices based on their contextual deep link interaction history.
The analysis module 116 may also provide information to the owner of an application 121 regarding some the actions that a user performs in the application 121 that was referenced by a contextual deep link. Examples of such actions may include the sections in the application that a user subsequently accessed, any sponsored content that the user subsequently consumed in the application 121, and so on. In one embodiment, the analysis module 116 provides the information described above to the owner via a web interface.

In one embodiment, the contextual deep linking server 110 receives from the owner of the application tagging information associated with each contextual deep link. The tagging information may be included in the link data or a separate tag data for the contextual deep link. The analysis module 116 provides the tagging information to the owner for each contextual deep link that has been interacted with and which has tagging information associated with it. Examples of tags include tags indicating campaigns, tags indicating referral programs, tags indicating invites, and so on.

The analytics store 117 stores the data that the analysis module 116 uses to provide analytics information to the owner. This data may include the data described above that is used by the analytics module 116. In one embodiment, the data in the analytics store 117 is received from the server link module 115.

The application server 130 provides any server side functionality that is needed for one or more of the applications 121. While a single application server 130 is illustrated, in other embodiments more than one application server 130 may be used to support different applications 121. Although the application server 130 is illustrated with a client link module 122, in other embodiments the application server 130 also includes additional components, such as server-side application module to process server-side functions of the application 121, a web server, and/or a database to store server-side data related to the application 121. As with the functionality of the application 121, the functionality of the application server 130 is primarily determined by the owner of the application 121 itself.

In one embodiment, the application server 130 includes a client link module 122 that may perform the same functions as the client link module 122 on the application 121. The client link module 122 may be used to request a contextual deep link from the contextual deep linking server 110. The client link module 122 on the application server 130 provides this generated contextual deep link to client devices 120 that connect to the application server 130. For example, the application server 130 may include a web server, and the application server 130 may receive a web page request from a client device 120. In response, the client
link module 122 on the application server 130 may request a contextual deep link and present this to the user of the client device 120 via the web server.

[0043] The system 100 described above presents an improved method in computer networks of sending a link that indicates a particular configuration within an application of an application ecosystem based on the contextual information of the client device making the request associated with the link. Such a system may be used to at least address an issue in computer networks of how to identify a client device through separate requests to a server in order to send link data associated with a contextual deep link to the client device. Additionally, such a system may be used to at least address an issue in computer networks of how to provide access to a deeper level of an application, such as to provide access to a location in an application, or to provide access to a configuration of the application. An application can request a contextual deep link that indicates a particular configuration within the application, and a contextual deep linking server responds with the newly generated contextual deep link. When a user of a client device interacts with the contextual deep link, the contextual deep linking server determines the context of the client device by determining the characteristics of the client device, and transmits a response to the client device that is appropriate based on the context. The contextual deep linking server also associates the contextual deep link with a fingerprint of the client device.

[0044] The response may initiate an application on the user's client device, which submits a request to the contextual deep linking server for link data associated with any recently used contextual deep links. The contextual deep linking server matches the fingerprint provided by the application with a fingerprint associated with a contextual deep link and sends the associated link data to the application, which can then be used to configure the application, thus allowing data to be passed to cross-application and cross-device.

**EXAMPLE CLIENT LINK MODULE OF AN APPLICATION**

[0045] FIG. 2 illustrates the client link module 122 of FIG. 1 according to an embodiment. As illustrated, the client link module 122 includes a link request module 210, a fingerprint generation module 220, a device information module 230, a link data retrieval module 240, an application configuration module 250, and a deep link database 260. Although the illustrated client link module 122 includes the elements shown in FIG. 2, in other embodiments the client link module 122 may include different elements. Furthermore, the functionalities of each element may be distributed differently among the elements in other embodiments.
[0046] The deep link database 260 stores indicators of locations within the application 121 and/or other configuration information that are indicated in link data for contextual deep links. Locations are pages, sections, content items, and any other element in the application that a user can navigate to. For example, in an Internet radio application, a location may include a particular radio station’s landing page within the application. In one embodiment, the deep link database 260 stores the indications of these locations in a hierarchical tree that matches the navigation structure of the application. Thus, for each location in the application, the deep link database 260 may include an indicator of the location itself as well as branches to indicators representing the various subsequent locations that can be reached directly from that location. In one embodiment, the deep link database 260 includes a mapping between an internal set of indicators for a location and the external indicator of the location used for the contextual deep link.

[0047] In one embodiment, the deep link database 260 also stores information regarding discount rates and codes, referral information, and other details regarding data that may be transmitted via link data. For example, the link data may indicate a discount code, and the deep link database 260 stores the discount rate information regarding this discount code. When the link data with that discount code is received by the client link module 122, the client link module 122 retrieves the detailed discount information from the deep link database 260 indicated by the discount code.

[0048] To create the deep link database 260, a developer of an application 121 may manually enter each location or other data into the deep link database 260. In one embodiment, the locations are automatically gathered by the client link module 122 while a user uses the application 121 and visits different locations within the application 121. In another embodiment, the client link module 122 crawls the various locations in the application 121 to populate the deep link database 260.

[0049] The link request module 210 transmits generation requests for new contextual deep links to the contextual deep linking server 110. In some cases, the link request module 210 receives a request from the application 121 to request a new contextual deep link in order to transmit link data to another client device 120. As described above, link data indicates a particular configuration for the application 121. In one embodiment, the configuration information in the link data indicates a location in the application, and this location indicator may be retrieved by the link request module 210 from the deep link database 260. In another embodiment, the configuration information in the link data includes other information for the
application. For example, the link data may include referral data that the intended recipient application of the link data can use to automatically fill out a referral code field.

[0050] To request the new contextual deep link, the link request module 210 may transmit a request for a new contextual deep link to the contextual deep linking server 110. This request includes the link data that the application 121 intends for the recipient of the newly generated contextual deep link to access. Subsequent to the request, the link request module 210 receives the newly generated contextual deep link, and/or may receive a status/error message from the contextual deep linking server 110. As noted above, in some embodiments, the client link module 122 may independently generate a contextual deep link. In such a case, the link request module 210 does not contact the contextual deep linking server 110.

[0051] In some embodiments, the contextual deep link is in the form of a URL, with the domain name being associated with the contextual deep linking server 110, and with a query string being a randomly generated unique variable that is used to uniquely identify the contextual deep link. In another embodiment, the domain name is associated with the owner of the application, and the contextual deep link, when interacted with, causes a redirect to the contextual deep linking server 110.

[0052] The fingerprint generation module 220 generates a unique fingerprint for the client device 120 based on one or more characteristics of the client device 120. The characteristics of the client device 120 are information about the client device 120 that may be used to uniquely identify the client device 120. The information about the client device may include its network address (e.g., IP address), operating system type and version, list of other installed applications, geographic location, device model information, screen size, and so on. A characteristic of the client device 120 may also include a tracking identifier unique to the client device 120 and generated by the operating system of the client device 120 for the purposes of tracking the client device 120. To generate the fingerprint, the fingerprint generation module 220 takes one or more of these characteristics and generates a unique value that is unique to the client device. In one embodiment, the fingerprint generation module 220 generates the fingerprint by using a hashing algorithm, such as MD5 or SHA-1, on values that represent the characteristics. For example, the fingerprint generation module 220 may hash a string comprising the example characteristics listed above into a unique hash value that represents the fingerprint. In other embodiments, the fingerprint generation module 220 generates the fingerprint by appending together one or more values representing the characteristics.
The number of characteristics to use when generating the fingerprint may be the minimal number of characteristics needed to ensure a high level or percentage of uniqueness among all potential client devices. To compute this minimal number, the contextual deep linking server 110 may increase the number of characteristics until the different permutations of these characteristics when generating a fingerprint exceeds a predetermined number or are larger than the number of estimated client devices in existence or which may be encountered by a certain value or by an order of magnitude. The number of characteristics to use may also be set manually by an administrator. Certain characteristics may be excluded by the fingerprint generation module 220 from being used to generate the fingerprint if they are only available on certain platforms of client devices 120, if they would not be exposed by a web browser executing on the client device 120 to a web server during a page request, or if they may risk revealing an unnecessary amount of extraneous information.

The device information module 230 collects device information of the client device 120 that can be submitted to the contextual deep linking server 110. Device information includes any information of the client device 120 that can be used by the contextual deep linking server 110 to determine contextual information about the client device 120. Device information for the client device 120 may include the characteristics as described above, a list of installed applications, or configuration settings. As the device information module 230 is part of the application 121, it is able to collect more detailed information about the client device 120 than what would be exposed via a web browser or network request from the client device 120 to the contextual deep linking server 110.

In one embodiment, the device information module 230 collects at least the list of applications installed on the client device 120 such that the contextual information for the client device 120 includes a known list of applications that are available to link to on the client device 120.

The link data retrieval module 240 retrieves any link data from the contextual deep linking server 110 when the application 121 is initialized. An application 121 is initialized on a client device 120 when it begins execution. This may mean that the application was not resident in the volatile memory of the client device 120 or may only have had a stub application or background process executing. Initialization may also occur when an application 121 regains focus on a client device after it has lost focus, or when an application is newly installed.

After initialization of the application 121, the link data retrieval module 240 transmits a request to the contextual deep linking server 110 to request link data, if any.
Along with the request, the link data retrieval module 240 also sends the fingerprint of the client device 120 as generated by the fingerprint generation module and may also send device information as collected by the device information module 230 to the contextual deep linking server 110. The link data retrieval module 240 then receives any link data that is associated with the fingerprint from the contextual deep linking server 110. In one embodiment, this link data is sent to the application configuration module 250.

[0058] The application configuration module 250 receives the link data and configures the application based on information in the link data. As noted above, link data includes configuration information for the application. In particular, in one embodiment, the link data includes one or more key value pairs. These key value pairs may be arranged in a parameter table. The key of the key value pair describes a particular application configuration property, and the value associated with that key describes how to configure that property. The value may be in the form of a numerical value, computer instructions, text, binary data, and so on.

[0059] In some embodiments, when the key value pair indicates a location in the application, the application configuration module 250 determines the location associated with that location indicator and configures the application 121 to present the location to the user of the client device 120. The application configuration module 250 may present the location to the user by looking up the location indicator in the deep link database 260 to find the mapped location or navigational path to the location for the application.

[0068] In some embodiments, when the key of a key value pair in the link data indicates a different property for the application 121, the application configuration module 250 configures the property based on the value. The particular method in which the property is configured is based on the application. For example, if the application is a navigation application, and a key in a key value pair of the link data indicates a navigation destination property, the application configuration module 250 may configure the application to set the navigation destination to the data in the value of the key value pair.

EXAMPLE SERVER LINK MODULE OF A CONTEXTUAL DEEP LINKING SERVER

[0061] FIG. 3 illustrates the server link module 115 of FIG. 1 according to an embodiment. As illustrated, the server link module 115 includes a link generation module 310, a fingerprint generation module 320, a fingerprint matching module 330, a contextual response module 340, a contextual data store 350, a link data store 360, and a link data module 370. Although the illustrated server link module 115 includes the elements shown in FIG. 3, in other embodiments the server link module 115 may include different elements.
Furthermore, the functionalities of each element may be distributed differently among the elements in other embodiments.

[0062] The fingerprint generation module 320 generates a unique fingerprint of the client device 120 based on one or more characteristics of the client device 120. In some cases, the server link module 115 receives a request associated with a contextual deep link from a client device 120 that is unable to independently generate a fingerprint or has not transmitted a fingerprint to the server link module 115. In such a case, the fingerprint generation module 320 generates a unique fingerprint of the client device 120 based on the characteristics of the client device 120.

[0063] In one embodiment, the contextual deep link is a URL and the contextual deep linking server 110 receives a request associated with the contextual deep link from a web browser 123 of a client device 120. The fingerprint generation module 320 generates a fingerprint in this case based on the characteristics of the client device 120 that are exposed by the web browser 123 and present in the request. These characteristics may include network address (e.g., IP address), operating system version, operating system type, device model information, and screen size. Some of these characteristics may be determined using the user agent field provided by the web browser 123. Some of these characteristics may be determined by executing instructions, such as JavaScript code, on the web browser 123.

[0064] As described above for the fingerprint generation module 220 on the client link module 122, the fingerprint generated by the fingerprint generation module 320 may be a hash or other unique identification format.

[0065] After generating the fingerprint for the client device 120, the fingerprint generation module 320 stores the fingerprint locally in one or more data stores. The fingerprint generation module 320 also stores an indicator of the fingerprint on the client device 120. The indicator may be any string or other value that may be uniquely generated. In one embodiment, the fingerprint generation module 320 stores the indicator in a cookie on the web browser 123 of the client device 120. The indicator of the fingerprint stored on the client device 120 may be used to retrieve the indicated fingerprint from a local data store.

[0066] A benefit of storing an indicator of the fingerprint instead of the fingerprint itself on the client device 120 is that one client device 120 may be associated with multiple fingerprints. This may be due to the method in which a fingerprint is generated. For example, a fingerprint may be generated based on a timestamp or network address, and so the fingerprint may change for the same client device 120. Thus, storing an indicator of a fingerprint on the client device 120 allows the contextual deep linking server 110 to associate
that client device 120 with multiple fingerprints without necessarily having to change the value of the indicator.

[0067] The contextual data store 350 stores contextual information regarding client devices 120 that the server link module 115 has connected to or encountered. As described above, contextual information may include the platform type (e.g., mobile or desktop), as well as other characteristics of the client device 12.0 such as the type and version of the operating system executing on the client device 12.0. Contextual information stored in the contextual data store 350 may also include other information received from the client device 120, such as information received from the client device 120 that was collected by the device information module 230 as described above. These may include a list of installed applications on the client device 120 and other detailed information about the client device 120. Each set of contextual information for a client device 120 may be associated with a unique client device identifier. In some cases, this identifier is the fingerprint that is generated by the fingerprint generation module 220 and/or the fingerprint generation module 320 for the client device 120. For each new client device 120 that has not previously been encountered, the server link module 115 may add a new entry into the contextual data store 350 with the contextual information for the new client device 120 and its associated fingerprint.

[0068] The client information module 380 collects contextual information about a client device 120 to store into the contextual data store 350. In one embodiment, the client information module 380 collects the contextual information from the client device 120 that is based on the characteristics of the client device 120 that are exposed in the request made by the client device 120, as described above for the fingerprint generation module 320. In one embodiment, the client information module 380 collects the contextual information from the client device 120 based on information received from the client device 120 via the device information module 230.

[0069] The link data store 360 stores generated contextual deep links and associated link data and fingerprints for those client devices 120 that have interacted with the contextual deep links. As described above, link data is data that may be submitted by a client device 120 for a request to generate a new contextual deep link, and a fingerprint is a unique identifier for a client device 120 that is generated by the fingerprint generation module 220 and/or the fingerprint generation module 320. Once a new contextual deep link is generated, an entry for that link, and any associated link data, is stored in the link data store 360 by the server link module 115. Once a client device 120 transmits a request associated with that contextual
deep linli, a fingerprint may be generated for that client device 120. This fingerprint is then stored in the link data store 360 by the server link module 115 and associated with contextual deep link in the link data store 360.

[0078] The link generation module 310 generates contextual deep links in response to requests made by the client linli module 122. In response to the request from the client link module 122 to generate a contextual deep link, the link generation module 310 generates a link with a unique identifier. As described above, in some embodiments, the contextual deep link is a URL with a randomly generated query string. In one embodiment, the link generation module 310 also receives the link data from the client link module 122. The link generation module 310 stores this link data in the link data store 360 along with the unique identifier for the generated contextual deep link. The link generation module 310 then transmits the contextual deep link that was generated to the client link module 122.

[0071] The fingerprint matching module 330 finds matches between stored fingerprints and fingerprints indicated by or newly generated for client devices 120. Fingerprints are stored in both the contextual data store 350, which stores contextual information for client devices 120, and in the link data store 360, which stores link data for contextual deep links.

[0072] In some cases, the contextual deep linking server 110 receives a request from a client device 120 associated with a contextual deep link that includes an indicator to a unique fingerprint, where the indicator was previously stored on the client device 120 by the fingerprint generation module 320.

[0073] In other cases, the contextual deep linking server 110 receives a request from a client device 120 for any linli data that includes a fingerprint. This fingerprint may have been generated by the fingerprint generation module 220 in the client link module 122.

[0074] In yet other cases, the contextual deep linking server 110 receives a request from a client device 120 associated with a contextual deep link that does not include an indicator of a fingerprint. Instead, the fingerprint generation module 320 generates a fingerprint for the client device 120 in the method described above.

[0075] In the above cases, the fingerprint matching module 330 searches the contextual data store 350 and the link data store 360 for previously stored fingerprints matching the fingerprints received from the client device 120, indicated by an indicator of a fingerprint received from the client device 120, or matching a newly generated fingerprint generated by the fingerprint generation module 320. In one embodiment, the fingerprint matching module 330 finds a match when the fingerprint received from or indicated by the client device 120 and the previously stored fingerprint match exactly. In other embodiments, the fingerprint
matching module 330 finds a match when the fingerprint received from or indicated by the client device 120 and the previously stored fingerprint match on a threshold number of elements (e.g., this may be the case when the fingerprint is composed of a number of separate elements).

[0076] Upon a match in the contextual data store 350, the fingerprint matching module 330 indicates to the contextual response module 340 that a matching fingerprint exists in the contextual data store 350 and indicates the matching fingerprint. Upon a match in the link data store 360, the fingerprint matching module 330 indicates to the link data module 370 that a matching fingerprint exists in the link data store 360 and indicates the matching fingerprint. Upon no match, the fingerprint matching module 330 indicates that no match exists.

[0077] The contextual response module 340 determines the contextual information for client devices 120 based on the fingerprint of the client devices 120 and provides a response to the client device 120 based on the contextual information of the client device.

[0078] After receiving a request from the client device 120 associated with a contextual deep link, the contextual response module 340 may receive an indication of a matching fingerprint in the contextual data store 350 from the fingerprint matching module 330. The contextual response module 340 retrieves the matching contextual information from the contextual data store 350 to determine the proper context for the client device 120 and the correct response for the request from client device 120.

[0079] In one embodiment, for a client device 120 that supports an application ecosystem, the contextual response module 340 uses the matching contextual information to determine whether the application 121 that the contextEal deep link includes link data for is installed on the client device 120. As noted above, the contextual information may include a list of applications installed on the client device 120. While this information is received by the contextual deep linking server 110 from an application 121, the information can be received from an application 121 that is different from the application for which the contextual response module 340 is checking the installation status.

[0080] If the application is installed, the contextual response module 340 includes in the response a message that causes the client device 120 to initiate (e.g., open or bring into focus) the application 121 associated with the contextual deep link. For example, the response may include a URL identifying the application 121 that causes the operating system on the client device 120 to initiate the application.

[0081] If the application 121 is not installed, the contextual response module 340 includes in the response a message redirecting the client device 120 to the application page of
the application store 140 of the application ecosystem to allow the user to install the
application. For example, the response may include a URL identifying the landing page for
the application 121 in an application store interfacing application that causes the operating
system on the client device 120 to initiate the application store interfacing application and the
application store interfacing application to display the landing page.

[0082] In one embodiment, when no contextual information is available for the
contextual response module 340 to determine whether the application 121 is installed, the
contextual response module 340 defaults to sending the message that redirects the client
device 120 to the application store 140.

[0083] In one embodiment, the contextual response module 340 uses the matching
contextual information to determine the platform type of the client device 120. Once the
contextual response module 340 determines the platform type of the client device 120, the
contextual response module 340 responds to the request of the client device 120 with a
response that can be executed by the specific platform type of the client device 120.
Examples of contextual information that may be used by the contextual response module 340
to determine the platform type of the client device 120 includes the operating system type and
version, user agent information, device model, and so on.

[0084] When the platform type is one that includes an application ecosystem, the
contextual response module 340 may include in the response one of the responses described
above depending on whether the application is installed or not installed.

[0085] When the platform type is one that does not support an application ecosystem, the
contextual response module 340 may include in the response a message that causes the client
device 120 to be redirected to an alternative element that is supported by the client device
120. This alternative element presents information to the user regarding the application and
may also include an interface option to allow the user to send another or the same contextual
depth link to a client device 120 of the user's that supports an application ecosystem.

[0086] For example, the client device 120 may be a desktop computer that has an
operating system that does not support an application ecosystem, and the request associated
with the contextual deep link may have been received by the contextual deep link server 110
from the web browser 123 of the client device 120 (e.g., by clicking on a hyperlink for the
contextual deep link). The response provided by the contextual response module 340 may
include a redirection for the web browser 123 to an alternative landing page that includes an
option for the user to send a text message to the user's smartphone that supports the
application ecosystem. The text message that is sent to the smartphone may include the same
contextual deep link or a newly generated contextual deep link with the same associated link data. As another example, the contextual response module 340 may send a message to the client device 120 redirecting the web browser 123 of the client device 120 to a banner or landing page introducing the application 121 or displaying web-based version of the application.

[0087] After sending the contextual response to the client device 120 for a contextual deep link, the contextual response module 340 modifies the entry in the link data store 360 for the contextual deep link with the fingerprint for the client device 120 that made the request associated with the contextual deep link.

[0088] The link data module 370 responds to link data requests from the client device 120 with link data. This request may be made by the application 121 of the client device 120. After receiving a request from the client device 120 for link data, the link data module 370 may receive an indication of a matching fingerprint in the link data store 360 from the fingerprint matching module 330. The link data module 370 retrieves the matching link data from the link data store 360 for the matching fingerprint and returns this link data to the client device 120.

[0089] In many cases, the fingerprint matching module 330 may not find a matching fingerprint. The link data module 370 can receive a link data request from the application 121 of the client device 120 upon each initiation of the application 121. However, only in certain cases will link data be available. These cases include when the contextual deep linking server 110 has recently received a request associated with a contextual deep link from the client device 120 upon which the application is installed. In those cases, a fingerprint is associated with link data in the link data store 360.

[0090] In one embodiment, the link data module 370 also determines a timestamp at which the fingerprint was added to an entry of link data in the link data store 360. If that timestamp is beyond a certain range (e.g., 2 hours), the link data module 370 does not retrieve the associated link data for transmission to the client device 120. This "expires" the link data and may help to prevent a scenario where a first client device 120 with a fingerprint sends a request associated with a contextual deep link and a second client device 120 with the same fingerprint later requests an associated link data. Without a means to expire old requests, the link data module 370 may in these cases send the link data to the second client device 120 although the link data was not intended for the second client device 120. However, such a scenario would be unlikely and would only occur when the two client devices 120 involved
have enough similar characteristics such that the tingeiprints for the two client devices 120 are the same.

[0091] In one embodiment, once a link data is successfully retrieved, the link data module 370 removes the entry for that link data from the link data store 360. This means that each link data entry is used once to transfer link data.

EXAMPLE APPLICATION SEARCH ENGINE USING CONTEXTUAL DEEP LINKS

[0092] In some embodiments, the server link module 115 also includes a server deep link database that includes locations for each application 121 that it supports and which is similar to the deep link database 260 on the client device 120. In addition, each entry for a location in the server deep link database may be associated with various metadata for the location, such as a title. These locations may be received from the deep link database 260 of each client link module 122, may be directly received from the developer of the application, or may be received from the client link module 122 as the client link module 122 gathers the locations that a user browses through in an application.

[0093] The server deep link database allows the server link module 115 to receive search requests from client devices 120 for the various locations stored in the server deep link database for associated applications. The server link module 115 responds to these search requests by providing ranked search results, thus providing a search capability for locations inside applications. Each entry in the ranked search results includes a location to an application. The search results may be ranked on popularity or metadata collected for each location and stored in the server deep link database. The location results may also indicate whether the user's client device 120 has the associated application installed based on the contextual information stored for the user's client device 120 in the contextual data store 350.

[0094] If the user selects one of these location results, the server link module 115 creates an entry in the link data store 360 with the location from the result and the fingerprint of the client device 120. The server link module 115 responds to the user's client device 120 with a response similar to the response for a contextual deep link associated with the same link data, as described above for the contextual response module 340. For example, if the user's client device 120 has the associated application installed, the response would cause the user's client device 120 to initiate the application and retrieve the link data indicating the location from the search results.
EXAMPLE FLOWS

[0095] FIG. 4 is a flow chart illustrating an exemplary method 400 for generating a contextual deep link according to one embodiment. In one embodiment, FIG. 4 attributes the steps of the method 400 to the server link module 115 of the contextual deep linking server 110. However, some or all of the steps may be performed by other elements. In addition, some embodiments may perform the steps in parallel, perform the steps in different orders, or perform different steps. Also, it is noted that in one example embodiment the steps and/or modules may be embodied as instructions, e.g., instructions 724, that may be executed by the processor 702 described with respect to FIG. 7.

[0096] The contextual deep linking server 110 receives 410 a link creation request for a contextual deep link from the client device 120 with link data indicating a particular configuration of an application 121. As noted above, the configuration of the application 121 may include a location in the application 121 or other configuration information.

[0097] The contextual deep linking server 110 generates 420 a contextual deep link including a randomly generated identifier. As noted above, the contextual deep link may be a URL with the randomly generated identifier as a query string of the URL.

[0098] The contextual deep linking server 110 stores 430 the link data in association with generated contextual deep link. As noted above, the link data can be retrieved by referencing its associated contextual deep link. The contextual deep linking server 110 transmits 440 the contextual deep link to the client device 120.

[1009] FIG. 5 is a flow chart illustrating an exemplary method 500 for responding to a request associated with a contextual deep link with a context based response according to one embodiment. In one embodiment, FIG. 5 attributes the steps of the method 500 to the server link module 115 of the contextual deep linking server 110. However, some or all of the steps may be performed by other elements. In addition, some embodiments may perform the steps in parallel, perform the steps in different orders, or perform different steps. Also, it is noted that in one example embodiment the steps and/or modules may be embodied as instructions, e.g., instructions 724, that may be executed by the processor 702 described with respect to FIG. 7.

[00180] The contextual deep linking server 110 receives 510 a request associated with a valid contextual deep link from a client device 120. As noted above, the contextual deep link may be represented by a hyperlink, and the request may be a HTTP request.

[00101] The contextual deep linking server 110 determines at 520 if the client device 120 has stored an indicator of a previously generated fingerprint. This may be stored in a cookie
on the client device 120. The previously generated fingerprint is a fingerprint that was previously generated by the contextual deep linking server 110 during a previous encounter with the client device 120. In other words, the contextual deep linking server 110 determines whether the particular client device 120 has been encountered before. As noted previously, a fingerprint is unique and is generated based on the characteristics of the client device 120.

[00182] If the client device 120 does not have an indicator of a previously stored fingerprint, the contextual deep linking server 110 generates 530 a unique fingerprint of client device based on a plurality of characteristics of the client device. As noted above, this fingerprint may be stored on the contextual deep linking server 110 and may be indicated by an indicator stored on the client device 120.

[00183] Subsequently, the contextual deep linking server 110 determines 550 contextual information of the request based on a characteristic of the client device 120 and associates the contextual information with the generated fingerprint. This contextual information may include information such as device model, operating system type, and other characteristics as described above. The contextual information and the fingerprint may be stored on the contextual deep linking server 110.

[00184] Alternatively, if the client device 120 does have a previously stored fingerprint, the contextual deep linking server 110 retrieves 540 stored contextual information for the client device 120 identified by a locally stored fingerprint matching the previously generated fingerprint. As described above, the contextual deep linking server 110 matches the fingerprint stored on the client device 120 with a locally stored fingerprint to find the associated contextual information stored on the contextual deep linking server 110.

[00185] The contextual deep linking server 110 transmits 560 a response to the client device that is selected based on the context of the client device such that the response is operable on the client device 120. As noted previously, this response may be different based on the contextual information. For example, if the client device 120 is determined to be a desktop computer not supporting an application ecosystem, the contextual deep linking server 110 may transmit a response that redirects the client device 120 to a landing page. If the client device 120 supports an application ecosystem, the contextual deep linking server 110 may transmit a response that causes the client device 120 to initiate the application associated with the link data of the contextual deep link. If the contextual information indicates that the application in not installed, the contextual deep linking server 110 may transmit a response to redirect the user to the application store.
FIG. 6 is an interaction diagram illustrating an exemplary interaction 600 for requesting and transmitting link data according to one embodiment. In one embodiment, FIG. 6 attributes the steps of the interaction 600 to the application 121 and the contextual deep linking server 110. However, some or all of the steps may be performed by other elements. In addition, some embodiments may perform the steps in parallel, perform the steps in different orders, or perform different steps. Also, it is noted that in one example embodiment the steps and/or modules may be embodied as instructions, e.g., instructions 724, that may be executed by the processor 702 described with respect to FIG. 7.

Initially, the application 121 is initiated 610 or started. This may occur when the client device 120 automatically starts the application 121 in response to a user interacting with a contextual deep link as described above. For example, the response from the contextual deep link may cause the client device 120 to direct the user to an application store to install the application 121. Once the application 121 is installed, it may be initiated automatically or by the user. The application 121 generates 620 a unique fingerprint based on a plurality of characteristics of the client device 120. The characteristics may include a hardware identifier, IP address, or other identifier or combination of identifiers of the client device 120 that can uniquely identify the client device 120. The application 121 sends a message 630 including a link data request and the fingerprint to the contextual deep linking server 110.

The contextual deep linking server 110 selects link data identified by a locally stored fingerprint matching at least a threshold number of elements of the received fingerprint. The locally stored fingerprint is stored at the contextual deep linking server 110. Once a locally stored fingerprint is found that matches the fingerprint received from the application 121, the contextual deep linking server 110 selects the link data associated with this fingerprint. This link data may be stored in the link data store 360.

The contextual deep linking server 110 sends a message 650 with the selected link data to the application 121.

The application 121 configures itself based on the received link data, the link data having one or more configuration parameters corresponding to a particular configuration of the application. This may occur in the same method as described above for the application configuration module 250.
EXAMPLE MACHINE ARCHITECTURE

[00111] FIG. 7 is a block diagram illustrating components of an example machine able to read instructions from a machine-readable medium and execute them in a processor (or controller). Specifically, FIG. 7 shows a diagrammatic representation of a machine in the example form of a computer system 700. The computer system 700 can be used to execute instructions 724 (e.g., program code or software) for causing the machine to perform any one or more of the methodologies (or processes) described herein. In alternative embodiments, the machine operates as a standalone device or a connected (e.g., networked) device that connects to other machines. In a networked deployment, the machine may operate in the capacity of a server machine or a client machine in a server-client network environment, or as a peer machine in a peer-to-peer (or distributed) network environment. The computer system 700 is used to execute the processes and functionality described in FIGS. 1-6.

[00112] The machine may be a server computer, a client computer, a personal computer (PC), a tablet PC, a set-top box (STB), a smartphone, an internet of things (IoT) appliance, a network router, switch or bridge, or any machine capable of executing instructions 724 (sequential or otherwise) that specify actions to be taken by that machine. Further, while only a single machine is illustrated, the term "machine" shall also be taken to include any collection of machines that individually or jointly execute instructions 724 to perform any one or more of the methodologies discussed herein.

[00113] The example computer system 700 includes one or more processing units (generally processor 702). The processor 702 is, for example, a central processing unit (CPU), a graphics processing unit (GPU), a digital signal processor (DSP), a controller, a state machine, one or more application specific integrated circuits (ASICs), one or more radio-frequency integrated circuits (RFICs), or any combination of these. The computer system 700 also includes a main memory 704. The computer system may include a storage unit 716. The processor 702, memory 704 and the storage unit 716 communicate via a bus 708.

[00114] In addition, the computer system 706 can include a static memory 706, a display driver 710 (e.g., to drive a plasma display panel (PDF), a liquid crystal display (LCD), or a projector). The computer system 700 may also include alphanumeric input device 712 (e.g., a keyboard), a cursor control device 714 (e.g., a mouse, a trackball, a joystick, a motion sensor, or other pointing instrument), a signal generation device 718 (e.g., a speaker), and a network interface device 720, which also are configured to communicate via the bus 708.
The storage unit 716 includes a machine-readable medium 722 on which is stored instructions 724 (e.g., software) embodying any one or more of the methodologies or functions described herein. The instructions 724 may also reside, completely or at least partially, within the main memory 704 or within the processor 702 (e.g., within a processor's cache memory) during execution thereof by the computer system 700, the main memory 704 and the processor 702 also constituting machine-readable media. The instructions 724 may be transmitted or received over a network 726 via the network interface device 720.

While machine-readable medium 722 is shown in an example embodiment to be a single medium, the term "machine-readable medium" should be taken to include a single medium or multiple media (e.g., a centralized or distributed database, or associated caches and servers) able to store the instructions 724. The term "machine-readable medium" shall also be taken to include any medium that is capable of storing instructions 724 for execution by the machine and that cause the machine to perform any one or more of the methodologies disclosed herein. The term "machine-readable medium" includes, but not be limited to, data repositories in the form of solid-state memories, optical media, and magnetic media.

ADDITIONAL CONSIDERATIONS

The contextual deep linking system as disclosed provides benefits and advantages that include the ability for the contextual deep link to be able to function under any context of the client device. A deep link that was generated without an understanding of the context of the client device would instead provide a link that might not function properly depending on the context of the client device. This would create an error message on the client device. Instead, the current disclosure can create a contextual deep link that does not cause an error under any context.

To achieve this, in one embodiment, the contextual deep linking system identifies client devices with unique fingerprints as disclosed above and gathers contextual information for the client devices, associating this contextual information with the fingerprint. As the system is used across multiple applications, it can gather contextual information across platforms and be able to have more information about each client device than each application can gather individually.

Another advantage is that the system can pass link data from an application or other entity requesting a contextual deep link to any other application that is indicated in the linlin data and for which the link data provides a particular configuration. This is unlike other
systems, which are not standardized across applications and platforms and so are limited in scope.

[00120] Throughout this specification, plural instances may implement components, operations, or structures described as a single instance. Although individual operations of one or more methods are illustrated and described as separate operations, one or more of the individual operations may be performed concurrently, and nothing requires that the operations be performed in the order illustrated. Structures and functionality presented as separate components in example configurations may be implemented as a combined structure or component. Similarly, structures and functionality presented as a single component may be implemented as separate components. These and other variations, modifications, additions, and improvements fall within the scope of the subject matter herein.

[00121] Certain embodiments are described herein as including logic or a number of components, modules, or mechanisms, for example, as illustrated in FIGS. 1, 2, and 3. Modules may constitute either software modules (e.g., code embodied on a machine-readable medium or in a transmission signal) or hardware modules. A hardware module is tangible unit capable of performing certain operations and may be configured or arranged in a certain manner. In example embodiments, one or more computer systems (e.g., a standalone, client or server computer system) or one or more hardware modules of a computer system (e.g., a processor or a group of processors) may be configured by software (e.g., an application or application portion) as a hardware module that operates to perform certain operations as described herein.

[00122] In various embodiments, a hardware module may be implemented mechanically or electronically. For example, a hardware module may comprise dedicated circuitry or logic that is permanently configured (e.g., as a special-purpose processor, such as a field programmable gate array (FPGA) or an application-specific integrated circuit (ASIC)) to perform certain operations. A hardware module may also comprise programmable logic or circuitry (e.g., as encompassed within a general-purpose processor or other programmable processor) that is temporarily configured by software to perform certain operations. It will be appreciated that the decision to implement a hardware module mechanically, in dedicated and permanently configured circuitry, or in temporarily configured circuitry (e.g., configured by-software) may be driven by cost and time considerations.

[00123] The various operations of example methods described herein may be performed, at least partially, by one or more processors, e.g., processor 702, that are temporarily configured (e.g., by software) or permanently configured to perform the relevant operations.
Whether temporarily or permanently configured, such processors may constitute processor-implemented modules that operate to perform one or more operations or functions. The modules referred to herein may, in some example embodiments, comprise processor-implemented modules.

[00124] The one or more processors may also operate to support performance of the relevant operations in a "cloud computing" environment or as a "software as a service" (SaaS). For example, at least some of the operations may be performed by a group of computers (as examples of machines including processors), these operations being accessible via a network (e.g., the Internet) and via one or more appropriate interfaces (e.g., application program interfaces (APIs)).

[00125] The performance of certain of the operations may be distributed among the one or more processors, not only residing within a single machine, but deployed across a number of machines. In some example embodiments, the one or more processors 702 or processor-implemented modules may be located in a single geographic location (e.g., within a home environment, an office environment, or a server farm). In other example embodiments, the one or more processors or processor-implemented modules may be distributed across a number of geographic locations.

[00126] Some portions of this specification are presented in terms of algorithms or symbolic representations of operations on data stored as bits or binary digital signals within a machine memory (e.g., a computer memory). These algorithms or symbolic representations are examples of techniques used by those of ordinary skill in the data processing arts to convey the substance of their work to others skilled in the art. As used herein, an "algorithm" is a self-consistent sequence of operations similar processing leading to a desired result. In this context, algorithms and operations involve physical manipulation of physical quantities. Typically, but not necessarily, such quantities may take the form of electrical, magnetic, or optical signals capable of being stored, accessed, transferred, combined, compared, or otherwise manipulated by a machine. It is convenient at times, principally for reasons of common usage, to refer to such signals using words such as "data," "content," "bits," "values," "elements," "symbols," "characters," "terms," "numbers," "numerals," or the like. These words, however, are merely convenient labels and are to be associated with appropriate physical quantities.

[00127] Unless specifically stated otherwise, discussions herein using words such as "processing," "computing," "calculating," "determining," "presenting," "displaying," or the like may refer to actions or processes of a machine (e.g., a computer) that manipulates or
transforms data represented as physical (e.g., electronic, magnetic, or optical) quantities within one or more memories (e.g., volatile memory, non-volatile memory, or a combination thereof), registers, or other machine components that receive, store, transmit, or display information.

[00128] As used herein any reference to "one embodiment" or "an embodiment" means that a particular element, feature, structure, or characteristic described in connection with the embodiment is included in at least one embodiment. The appearances of the phrase "in one embodiment" in various places in the specification are not necessarily all referring to the same embodiment.

[00129] Some embodiments may be described using the expression "coupled" and "connected" along with their derivatives. For example, some embodiments may be described using the term "coupled" to indicate that two or more elements are in direct physical or electrical contact. The term "coupled," however, may also mean that two or more elements are not in direct contact with each other, but yet still co-operate or interact with each other. The embodiments are not limited in this context.

[00130] As used herein, the terms "comprises," "comprising," "includes," "including," "has," "having" or any other variation thereof, are intended to cover a non-exclusive inclusion. For example, a process, method, article, or apparatus that comprises a list of elements is not necessarily limited to only those elements but may include other elements not expressly listed or inherent to such process, method, article, or apparatus. Further, unless expressly stated to the contrary, "or" refers to an inclusive or and not to an exclusive or. For example, a condition A or B is satisfied by any one of the following: A is trite (or present) and B is false (or not present), A is false (or not present) and B is true (or present), and both A and B are true (or present).

[00131] In addition, use of the "a" or "an" are employed to describe elements and components of the embodiments herein. This is done merely for convenience and to give a general sense of the invention. This description should be read to include one or at least one and the singular also includes the plural unless it is obvious that it is meant otherwise.

[00132] Upon reading this disclosure, those of skill in the art will appreciate still additional alternative structural and functional designs for a system and a process for generating and responding to contextual deep links through the disclosed principles herein. Thus, while particular embodiments and applications have been illustrated and described, it is to be understood that the disclosed embodiments are not limited to the precise construction and components disclosed herein. Various modifications, changes and variations, which will be
appareni to those skilled in the art, may be made in the arrangement, operation and details of the method and apparatus disclosed herein without departing from the spirit and scope defined in the appended claims.
WHAT IS CLAIMED IS:

1. A method comprising:
   - receiving, at a server, from a client device, a request associated with a valid contextual deep link, the contextual deep link associated with link data indicating a particular configuration of an application;
   - retrieving, responsive to determining that the client device has stored an indicator of a previously generated fingerprint, stored contextual information for the client device associated with a locally stored fingerprint indicated by the indicator of the previously generated fingerprint;
   - associating the link data for the valid contextual deep link with the locally stored fingerprint;
   - transmitting, to the client device, a response that is selected based on the contextual information of the client device;
   - receiving, from an application of the client device, a fingerprint generated by the application;
   - selecting the link data identified by locally stored fingerprint matching at least a threshold number of elements of the received fingerprint; and
   - transmitting, to the application of the client device, the link data.

2. The method of claim 1, further comprising:
   - generating, responsive to determining that the client device does not have an indicator of the previously generated fingerprint, a unique fingerprint of the client device based on a plurality of characteristics of the client device and determining contextual information of the request based on a characteristic of the client device.

3. The method of claim 1, wherein the contextual information of the client device indicates an environment that does not support an application ecosystem, and wherein the response indicates a network location that includes an interface to allow a user to forward the valid contextual deep link to a second client device of the user that supports an application ecosystem.

4. The method of claim 1, wherein the contextual information of the client device indicates an environment that supports an application ecosystem and indicates the
application referenced in the valid contextual deep link is installed on the client device, and wherein the response includes data that causes the client device to initiate the application referenced in the valid contextual deep link.

5. The method of claim 1, wherein the contextual information of the client device indicates an environment that supports an application ecosystem and indicates the application referenced in the valid contextual deep link is not installed on the client device, and wherein the response includes data that causes the client device to initiate an application store application installed on the client device and pass an identifier of the application referenced in the valid contextual deep link to the application store application.

6. The method of claim 1, wherein the stored contextual information includes a list of apps installed on the client device detected based information previously received from a second application on the client device.

7. The method of claim 1, wherein the link data indicates a specific location in the application.

8. A system comprising:
   a processor; and
   a non-transitory computer readable storage medium storing instructions thereon, that when executed by the processor, causes the processor to:
   receive, from a client device, a request associated with a valid contextual deep link, the contextual deep link associated with link data indicating a particular configuration of an application;
   retrieve, responsive to determining that the client device has stored a previously generated fingerprint, stored contextual information for the client device identified by a locally stored fingerprint that matches the previously generated fingerprint;
   associate the link data for the valid contextual deep link with the locally stored fingerprint;
   transmit a response to the client device that is selected based on the contextual information of the client device;
   receive, from an application of the client device, a link data request and a fingerprint generated by the application;
select the link data identified by locally stored fingerprint matching at least a threshold number of elements of the received fingerprint; and transmit, to the application of the client device, the link data.

9. The system of claim 8, wherein the non-transitory computer readable storage medium stores further instructions thereon, that when executed by the processor, causes the processor to:

generate, responsive to a determination that the client device does not have an indicator of the previously generated fingerprint, a unique fingerprint of the client device based on a plurality of characteristics of the client device and determining contextual information of the request based on a characteristic of the client device.

10. The system of claim 8, wherein the contextual information of the client device indicates an environment that supports an application ecosystem and indicates the application referenced in the valid contextual deep link is installed on the client device, and wherein the response includes data that causes the client device to initiate the application referenced in the valid contextual deep link.

11. The system of claim 8, wherein the contextual information of the client device indicates an environment that supports an application ecosystem and indicates the application referenced in the valid contextual deep link is not installed on the client device, and wherein the response includes data that causes the client device to initiate an application store application installed on the client device and pass an identifier of the application referenced in the valid contextual deep link to the application store application.

12. The system of claim 8, wherein the non-transitory computer readable storage medium stores further instructions thereon, that when executed by the processor, causes the processor to:

receive, from the client device, a search request with an identifier to search a database, the database including a plurality of location entries for a plurality of applications;

search the database for a plurality of candidate location entries based on the identifier;

rank the plurality of candidate location entries based on the contextual information of the client device and an associated metadata of each candidate link data entry;
provide, to the client device, a list indicating the ranked plurality of candidate location entries;
receive a selection of one of the plurality of candidate location entries in the list; and
send, to the client device, a second contextual deep link associated with link data including the selected candidate location entry.

13. A non-transitory computer storage readable medium configured to store instructions, the instructions when executed by a processor cause the processor to:
receive, from a client device, a request associated with a valid contextual deep link,
the contextual deep link associated with link data indicating a particular configuration of an application;
retrieve, responsive to determining that the client device has stored a previously generated fingerprint, stored contextual information for the client device identified by a locally stored fingerprint that matches the previously generated fingerprint;
associate the link data for the valid contextual deep link with the locally stored fingerprint;
transmit a response to the client device that is selected based on the contextual information of the client device;
receive, from an application of the client device, a link data request and a fingerprint generated by the application;
select the link data identified by locally stored fingerprint matching at least a threshold number of elements of the received fingerprint; and
transmit, to the application of the client device, the link data.

14. The computer readable storage medium of claim 13, wherein the non-transitory computer readable storage medium stores further instructions thereon, that when executed by the processor, causes the processor to:
generate, responsive to a determination that the client device does not have an indicator of the previously generated fingerprint, a unique fingerprint of the client device based on a plurality of characteristics of the client device and determining contextual information of the request based on a characteristic of the client device.

15. The computer readable storage medium of claim 13, wherein the contextual information of the client device indicates an environment that supports an application
ecosystem and indicates the application referenced in the valid contextual deep link is 
installed on the client device, and wherein the response includes data that causes the 
client device to initiate the application referenced in the valid contextual deep link.

16. The computer readable storage medium of claim 13, wherein the contextual 
information of the client device indicates an environment that supports an application 
ecosystem and indicates the application referenced in the valid contextual deep link is 
not installed on the client device, and wherein the response includes data that causes 
the client device to initiate an application store application installed on the client 
device and pass an identifier of the application referenced in the valid contextual deep 
link to the application store application.

17. The computer readable storage medium of claim 13, wherein the stored contextual 
information includes a list of apps installed on the client device detected based 
information previously received from a second application on the client device.

18. The computer readable storage medium of claim 13, wherein the contextual deep link 
is associated with a prior link generation request from the application of a second 
client device submitted with the link data.

19. The computer readable storage medium of claim 13, wherein the non-transitory 
computer readable storage medium stores further instructions thereon, that when 
executed by the processor, causes the processor to:
receive, from the client device, a search request with an identifier to search a 
database, the database including a plurality of location entries for a plurality of 
applications;
search the database for a plurality of candidate location entries based on the identifier;
rack the plurality of candidate location entries based on the contextual information of 
the client device and an associated metadata of each candidate link data entry;
provide, to the client device, a list indicating the ranked plurality of candidate location 
entries;
receive a selection of one of the plurality of candidate location entries in the fist; and 
send, to the client device, a second contextual deep link associated with link data 
including the selected candidate location entry.
20. A method comprising:
receiving a request associated with a valid contextual deep link from a client device,
the contextual deep link associated with link data indicating a particular configuration of an application;
associating the link data for the valid contextual deep link with the client device;
receiving a link data request from an application of the client device;
selecting the link data identified associated with the client device; and
transmitting the link data to the application of the client device.

21. A method comprising:
transmitting, by a client device to a server, a request associated with a contextual deep link,
the contextual deep link associated with link data indicating a configuration of an application;
receiving, from the server, a response according to the contextual information of the client device;
initiating, by the client device, the application stored on the client device;
transmitting, by the client device to the server and in response to initiating the application, a request by the application for link data;
generating, by the application of the client device, a unique fingerprint of the client device based on a plurality of characteristics of the client device;
transmitting, by the application of the client device to the server, the unique fingerprint; and
receiving, from the server, the link data associated with the contextual deep link;
configuring, by the client device, the application according to the configuration indicated in the link data.

22. The method of claim 21, wherein the contextual deep link is requested from the server by a second application on a second client device, the method further comprising:
receiving, from the second client device, the contextual deep link.

23. The method of claim 21, wherein the link data is associated with a remote fingerprint stored on the server matching at least a threshold number of elements with the generated fingerprint generated by the application.
24. The method of claim 21, wherein the contextual information indicates that the application referenced in the valid contextual deep link is not insialed on the client device, the method further comprising:
initiating, by the client device, an application store application according to the data included the response;
providing, by the application store application of the client device to a user of the client device, a landing page corresponding to the application as indicated by the data included in the response; and
in response to the receiving an indication to install the application, installing the application.

25. The method of claim 21, wherein the configuration of the application indicated by the link data includes a location within the application, the method further comprising:
providing, by the application of the client device to a user of the client device, the location within the application indicated by the link data.

26. The method of claim 21, wherein link data indicates the configuration of the application by an indicator, the method further comprising:
determining, by the application of the client device, and using a configuration store of the application, the configuration of the application based on the indicator: and configuring, by the application of the client device to a user of the client device, the application based on the configuration.

27. A system comprising:
a processor; and
a non-transitory computer readable storage medium storing instructions thereon, that when executed by the processor, causes the processor to:
transmit, by a client device to a server, a request associated with a contextual deep link, the contextual deep link associated with link data indicating a configuration of an application;
receive, from the server, a response according to the contextual information of the client device;
initiate, by the client device, the application stored on the client device;
transmit, by the client device to the server, and in response to initiating the application, a request by the application for link data;
generate, by the application of the client device, a unique fingerprint of the client device based on a plurality of characteristics of the client device; transmit, by the application of the client device to the server, the unique fingerprint; and receiving, from the server, the link data associated with the contextual deep link; configuring, by the client device, the application according to the configuration indicated in the link data.

28. The system of claim 27, wherein the contextual deep link is requested from the server by a second application on a second client device, and wherein the non-transitory computer readable storage medium stores further instructions thereon, that when executed by the processor, causes the processor to:
receive, from the second client device, the contextual deep link.

29. The system of claim 27, wherein the link data is associated with a remote fingerprint stored on the server matching at least a threshold number of elements with the generated fingerprint generated by the application.

30. The system of claim 27, wherein the contextual information indicates that the application referenced in the valid contextual deep link is not installed on the client device, and wherein the non-transitory computer readable storage medium stores further instructions thereon, that when executed by the processor, causes the processor to:
initiate, by the client device, an application store application according to the data included the response;
provide, by the application store application of the client device to a user of the client device, a landing page corresponding to the application as indicated by the data included in the response; and
in response to the receipt of an indication to install the application, install the application.

31. The system of claim 27, wherein the configuration of the application indicated by the link data includes a location within the application, and wherein the non-transitory computer readable storage medium stores further instructions thereon, that when executed by the processor, causes the processor to:
select, by the application of the client device, the location within the application
indicated by the link data.

32. The system of claim 27, wherein link data indicates the configuration of the
application by an indicator, and wherein the non-transitory computer readable storage
medium stores further instructions thereon, that when executed by the processor,
causes the processor to:
determine, by the application of the client device, and using a configuration store of
the application, the configuration of the application based on the indicator; and
configure, by the application of the client device to a user of the client device, the
application based on the configuration.

33. A non-transitory computer readable storage medium configured to store instructions,
the instructions when executed by a processor cause the processor to:
transmit, by a client device to a server, a request associated with a contextual
depth link, the contextual deep link associated with link data indicating
a configuration of an application;
receive, from the server, a response according to the contextual information of
the client device;
initiate, by the client device, the application stored on the client device;
transmit, by the client device to the server, and in response to initiating the
application, a request by the application for link data;
generate, by the application of the client device, a unique fingerprint of the
client device based on a plurality of characteristics of the client device; and
transmit, by the application of the client device to the server, the unique
fingerprint; and
receiving, from the server, the link data associated with the contextual deep
link;
configuring, by the client device, the application according to the
configuration indicated in the link data.
34. The computer readable storage medium of claim 33, wherein the contextual deep link is requested from the server by a second application on a second client device, and wherein the non-transitory computer readable storage medium stores further instructions thereon, that when executed by the processor, causes the processor to: receive, from the second client device, the contextual deep link.

35. The computer readable storage medium of claim 33, wherein the link data is associated with a remote fingerprint stored on the server matching at least a threshold number of elements with the generated fingerprint generated by the application.

36. The computer readable storage medium of claim 33, wherein the contextual information indicates that the application referenced in the valid contextual deep link is not installed on the client device, and wherein the non-transitory computer readable storage medium stores further instructions thereon, that when executed by the processor, causes the processor to: initiate, by the client device, an application store application according to the data included in the response;
provide, by the application store application of the client device to a user of the client device, a landing page corresponding to the application as indicated by the data included in the response; and
in response to the receipt of an indication to install the application, install the application.

37. The computer readable storage medium of claim 33, wherein the configuration of the application indicated by the link data includes a location within the application, and wherein the non-transitory computer readable storage medium stores further instructions thereon, that when executed by the processor, causes the processor to: select, by the application of the client device, the location within the application indicated by the link data.

38. The computer readable storage medium of claim 33, wherein link data indicates the configuration of the application by an indicator, and wherein the non-transitory computer readable storage medium stores further instructions thereon, that when executed by the processor, causes the processor to: determine, by the application of the client device, and using a configuration store of the application, the configuration of the application based on the indicator; and
configure, by the application of the client device to a user of the client device, the
application based on the configuration.

39. A method comprising:
transmitting, by a client device to a server, a request associated with a contextual deep
link, the contextual deep link associated with link data indicating a
configuration of an application;
receiving, from the server, a response according to the contextual information of the
client device;
initiating, by the client device, the application stored on the client device;
transmitting, by the client device to the server and in response to initiating the
application, a request by the application for link data; and
receiving, from the server, the link data associated with the contextual deep link:
configuring, by the client device, the application according to the configuration
indicated in the link data.

40. The method of claim 39, wherein link data indicates the configuration of the
application by an indicator, the method further comprising:
determining, by the application of the client device, and using a configuration store of
the application, the configuration of the application based on the indicator: and
configuring, by the application of the client device to a user of the client device, the
application based on the configuration.
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