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(57)【特許請求の範囲】
【請求項１】
　カメラと前記カメラに接続されるクレードル装置とを有するシステムであって、
　前記カメラは、
　前記クレードル装置の識別子を取得する取得手段と、
　外部装置からの前記システムに対する複数種類のアクセス処理のうち少なくともいずれ
かの処理を制限するためのアクセスレベルを前記クレードル装置の識別子に対応して保持
する保持手段と、
　前記取得手段によって取得された識別子と前記保持手段に保持された識別子とを比較す
る比較手段と、
　前記比較手段の結果に基づいて前記取得手段により取得された識別子に対応するアクセ
スレベルを設定する設定手段と
　を具備し、
　前記クレードル装置は、
　前記カメラのパン及びチルトのうち少なくとも１つを駆動する駆動手段と、
　前記設定手段によって設定されたアクセスレベルに基づいて前記駆動手段による駆動を
含む前記外部装置からの前記複数種類のアクセス処理を選択的に許可又は制限する制御手
段と
　を具備することを特徴とするシステム。
【請求項２】
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　前記カメラは、
　前記設定手段によって設定されたアクセスレベルに基づいて前記カメラに保存された画
像への前記外部装置によるアクセスを制御する手段
　を更に具備することを特徴とする請求項１に記載のシステム。
【請求項３】
　前記カメラは、
　前記設定手段によって設定されたアクセスレベルに基づいて前記カメラによってリアル
タイムに撮影される動画への前記外部装置によるアクセスを制御する手段
　を更に具備することを特徴とする請求項１に記載のシステム。
【請求項４】
　前記保持手段は、
　前記アクセスレベルをユーザ名及びパスワードに対応して更に保持し、
　前記クレードル装置は、
　前記外部装置からユーザ名及びパスワードを取得する第２の取得手段と、
　前記第２の取得手段によって取得されたユーザ名及びパスワードと、前記保持手段に保
持されたユーザ名及びパスワードとを比較し、ユーザ認証を行なう第２の比較手段と、
　前記ユーザ認証が成功した場合、前記外部装置からアクセスされたときのアクセスレベ
ルを、前記設定手段により設定されたアクセスレベルから前記ユーザ名及びパスワードに
対応して保持されるアクセスレベルに変更して設定する第２の設定手段と
　を更に具備することを特徴とする請求項１から３のいずれか１項に記載のシステム。
【請求項５】
　カメラと前記カメラに接続されるクレードル装置とを有するシステムの制御方法であっ
て、
　前記カメラは、
　前記クレードル装置の識別子を取得する取得工程と、
　前記取得工程で取得された識別子と、外部装置からの前記システムに対する複数種類の
アクセス処理のうち少なくともいずれかの処理を制限するためのアクセスレベルを前記ク
レードル装置の識別子に対応して保持する保持手段に保持された識別子とを比較する比較
工程と、
　前記比較工程での結果に基づいて前記取得された識別子に対応するアクセスレベルを設
定する設定工程と
　を含み、
　前記クレードル装置は、
　前記設定工程で設定されたアクセスレベルに基づいて前記カメラのパン及びチルトのう
ち少なくとも１つを駆動する駆動手段による駆動を含む前記外部装置からの前記複数種類
のアクセス処理を選択的に許可又は制限する制御工程と
　を含むことを特徴とするシステムの制御方法。
【発明の詳細な説明】
【技術分野】
【０００１】
　本発明は、システム及びその制御方法に関する。
【背景技術】
【０００２】
　デジタルカメラの普及に伴い、デジタルカメラはこれまでにない多様な利用方法が検討
されている。たとえば、デジタルカメラ用の雲台にパンチルト機能をつけたもの（特許文
献１を参照）がある。
【０００３】
　上述のように、撮影データをより簡単にネットワーク機能を使って外部へ送信、転送し
たり、撮影データの保存をしたりすることが簡単・便利になってきている。
【特許文献１】特開２００２－１９９２５１号公報
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【発明の開示】
【発明が解決しようとする課題】
【０００４】
　本出願人は、クレードル装置の基本機能である充電機能のほかに、データ保存機能を持
つ装置を開発している。この場合、クレードル装置の通信機能を使って、撮影データを盗
まれたり、プライベートデータが閲覧可能な状態になったりしてしまう恐れがある。また
、撮影データへのアクセス制限をするにしても、デジタルカメラ内部の撮影データへ個別
に設定するため、設定方法が複雑であり、設定することを忘れてしまう場合もあり得る。
【０００５】
　本発明は、上記の問題点に鑑みてなされたものであり、カメラに接続される装置からの
アクセスレベルを容易に制御することを目的とする。
【課題を解決するための手段】
【０００６】
　上記目的を達成するため、本発明の一態様は、カメラと前記カメラに接続されるクレー
ドル装置とを有するシステムであって、
　前記カメラは、
　前記クレードル装置の識別子を取得する取得手段と、
　外部装置からの前記システムに対する複数種類のアクセス処理のうち少なくともいずれ
かの処理を制限するためのアクセスレベルを前記クレードル装置の識別子に対応して保持
する保持手段と、
　前記取得手段によって取得された識別子と前記保持手段に保持された識別子とを比較す
る比較手段と、
　前記比較手段の結果に基づいて前記取得手段により取得された識別子に対応するアクセ
スレベルを設定する設定手段と
　を具備し、
　前記クレードル装置は、
　前記カメラのパン及びチルトのうち少なくとも１つを駆動する駆動手段と、
　前記設定手段によって設定されたアクセスレベルに基づいて前記駆動手段による駆動を
含む前記外部装置からの前記複数種類のアクセス処理を選択的に許可又は制限する制御手
段と
　を具備することを特徴とする。
【０００７】
　また、本発明の一態様は、カメラと前記カメラに接続されるクレードル装置とを有する
システムの制御方法であって、
　前記カメラは、
　前記クレードル装置の識別子を取得する取得工程と、
　前記取得工程で取得された識別子と、外部装置からの前記システムに対する複数種類の
アクセス処理のうち少なくともいずれかの処理を制限するためのアクセスレベルを前記ク
レードル装置の識別子に対応して保持する保持手段に保持された識別子とを比較する比較
工程と、
　前記比較工程での結果に基づいて前記取得された識別子に対応するアクセスレベルを設
定する設定工程と
　を含み、
　前記クレードル装置は、
　前記設定工程で設定されたアクセスレベルに基づいて前記カメラのパン及びチルトのう
ち少なくとも１つを駆動する駆動手段による駆動を含む前記外部装置からの前記複数種類
のアクセス処理を選択的に許可又は制限する制御工程と
　を含むことを特徴とする。
【発明の効果】
【０００９】
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　本発明によれば、カメラに接続される装置からのアクセスレベルを容易に制御すること
ができる。
【発明を実施するための最良の形態】
【００１０】
　本発明の好適な実施の形態は、デジタルカメラと、デジタルカメラ用のクレードル装置
から構成される画像装置について述べるものである。
【００１１】
　図１は本発明の好適な実施の形態に係るシステム構成を示す図である。１０１はデジタ
ルカメラ、１０２はクレードル装置である。画像装置１００は、クレードル装置１０２に
デジタルカメラ１０１が装着されて構成される。デジタルカメラ１０１はズームや、焦点
、露出などのカメラ制御を外部から制御しつつ、静止画および動画の撮影が可能である。
クレードル装置１０２は、デジタルカメラ１０１の装着および取り外しが容易な構造を有
する。また、クレードル装置１０２は、装着したデジタルカメラ１０１のパン角度および
チルト角度をモータなどの機構により制御することが可能である。さらにデジタルカメラ
１０１を装着したとき、電気的にクレードル装置１０２と接続されるようになっているも
のとする。クレードル装置１０２は、複数の操作端末１０４、１０５からの操作指示など
に応じて、ＬＡＮやインターネットなどのネットワーク１０３を通じて、デジタルカメラ
１０１のファインダ映像を見たり、デジタルカメラ１０１や雲台を制御したりすることが
できる。さらに、デジタルカメラ１０１の画像を蓄積することができる比較的大容量の記
憶部も有している。また、人感センサーなどの外部センサーによって、デジタルカメラ１
０１の電源などを制御することができる。
【００１２】
　図２は本発明の好適な実施の形態に係る機能ブロック図である。２００はデジタルカメ
ラ、２２０はクレードル装置である。図１の１０１は図２の２００に対応し、図１の１０
２は図２の２２０に対応する。デジタルカメラ２００は、画像撮影部２０１、画像圧縮部
２０２、画像記憶部２０３、ファインダ表示部２０４、操作スイッチ部２０５、外部イン
ターフェース制御部（外部ＩＦ制御部）２０６、カメラ制御部２０７、ストロボ制御部２
０８を備える。さらに、デジタルカメラ２００は、取得部２１０、比較部２１１、登録部
２１２、設定部２１３、変更部２１４及び削除部を備える。デジタルカメラ２００は、デ
ジタルカメラとしての基本機能を備える。画像撮影部２０１は、レンズ、撮像デバイス、
映像信号処理回路などを含む。画像圧縮部２０２は、撮像部２０１から得られたデジタル
画像データを静止画であればJPEGなどで、動画であればMotionJPEGやＭＰＥＧ４などで圧
縮する。圧縮した画像データは２０３の画像記憶部にファイルとして記録される。ファイ
ンダ表示部２０４は、画像撮像部２０１の画像や撮影した画像、その他の操作ＧＵＩを表
示し、そのためのレリーズや画質などの設定変更などは操作スイッチ２０５を用いて行う
ことができる。また、光学ファインダの代わりに映像を見ながら画角が設定できるように
なっている。外部インターフェース制御部２０６は、デジタルカメラ２００と外部との間
で制御信号あるいは電源のやり取りをする部分であり、ＵＳＢ（Universal Serial Bus）
ならびにカメラの駆動ならびに充電用の電源インターフェースを含む。外部インターフェ
ース制御部２０６は、クレードル装置２２０からの制御コマンドを受け取ったり、画像を
クレードル装置２２０に送信したりする。カメラ制御部は、デジタルカメラ２００内部の
各構成要素を制御する。設定記憶部２０９は、操作スイッチ部２０５あるいはクレードル
装置２２０からのコマンドによって設定された設定値を記憶する。また、設定記憶部２０
９は、後述のクレードル装置に含まれるクレードル装置の固体を識別するための識別子と
、この識別子と関連させたアクセスレベルを記憶する。取得部２１０は、外部インターフ
ェース制御部２０６に接続されたクレードル装置２２０を介してクレードル装置２２０の
識別子を取得する。また、取得部２１０は、外部インターフェース制御部２０６に接続さ
れたクレードル装置２２０を介して接続された、外部の装置から入力された識別子（ユー
ザ名等）を取得することもできる。比較部２１１は、取得部２１０で取得した識別子と設
定値記憶部２０９やデジタルカメラ２００に取外し可能なメモリ等のメモリに記憶された
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識別子とを比較する。登録部２１２は、クレードル装置２２０の識別子を上記のメモリに
登録する。設定部２１３は、上記のメモリに登録された識別子に対応するアクセスレベル
を設定する。変更部２１４は、設定部２１３で設定されたアクセスレベルを変更する。削
除部２１５は、上記のメモリに登録した識別子及びこれに対応するアクセスレベルをこの
メモリから削除する。
【００１３】
　クレードル装置２２０は、パンチルト駆動部２２２、雲台制御部２２１、クレードル制
御部２２３、外部インターフェース制御部２２４、ネットワーク制御部２２５、画像記憶
部２２６、センサー入力部２２７、データ記憶部２２８を備える。パンチルト駆動部２２
２はデジタルカメラ２００のパンチルト駆動を行う。雲台制御部２２１はパンチルト駆動
部２２２の制御を行う。クレードル制御部２２３はクレードル装置２２０の全体の制御を
行う。外部インターフェース制御部（外部ＩＦ制御部）２２４はデジタルカメラ２００へ
の電源供給ならびに、ＵＳＢによってデジタルカメラ２００を制御するためのインターフ
ェース制御部である。外部インターフェース制御部２２４は、デジタルカメラ２００に制
御コマンドを送ったり、デジタルカメラ２００からの画像データなどの応答を外部に取り
出したりする。なお、デジタルカメラ２００がクレードル装置２２０に装着されたとき、
デジタルカメラ２００の外部インターフェース部２０６と、クレードル装置２２０の外部
インターフェース部２２４が電気的に接続されるように、クレードル装置の雲台は接続機
構を有する。デジタルカメラ２００がクレードル装置２２０に装着されているか否かは、
外部インターフェース制御部２２４において電源あるいはＵＳＢの電気的特性から判断で
きるようになっているものとする。外部との制御信号のやり取りの方法は、必ずしもＵＳ
Ｂに限定するものではなく、ＩＥＥＥ１３９４等でもよい。さらに、ＵＳＢは有線接続に
限定するものではなく、ワイヤレスＵＳＢなど、無線接続の形態をとる場合もありうる。
無線接続の形態では、デジタルカメラ２００とクレードル装置２２０は、物理的に接続し
ていなくとも、デジタルカメラ２００とクレードル装置２２０を近づけ、ＵＳＢなどでプ
ロトコル的に接続していればよい。ネットワーク制御部２２５は、操作端末１０４、１０
５と接続して制御コマンドなどをやり取りするネットワークインターフェースである。ネ
ットワーク制御部２２５は、ネットワーク１０３を経由して操作端末１０４、１０５から
の制御コマンドを解釈しデジタルカメラ２００および雲台を制御する。また、ネットワー
ク制御部２２５は、撮影画像をネットワーク１０３経由で操作端末１０４、１０５などに
送る。画像記憶部２２６はデジタルカメラ２００で撮影した画像を記憶可能な程度の容量
を有するハードディスクなどの大容量の記憶部である。センサー入力部２２７は、人感セ
ンサーからの信号をトリガとして取り出す部分である。データ記憶部２２６は、デジタル
カメラ２００に設定すべきデータなどを一時的に記憶する。また、データ記憶部２２６に
は、クレードル装置２２０の固体識別のための識別子を記憶している。以下固体識別のた
めの一例として、クレードル装置２２０のシリアル番号を、識別子として使う方法を説明
する。
【００１４】
　クレードル装置２２０及び操作端末１０４、１０５のそれぞれネットワーク１０３に接
続される装置の数は本発明の好適な実施の形態のように限定されるものではない。アドレ
スなどで識別できれば多数存在してもかまわない。ネットワーク１０３に関しても、カメ
ラ制御信号、圧縮した映像信号を通すのに十分な帯域があるインターネットやイントラネ
ットなどのデジタルネットワークであればよい。また、操作端末１０４、１０５はたとえ
ばＰＣ、携帯電話やPDAのようなものや、ネットワーク対応テレビのようなものが好適で
ある。したがって、ネットワーク１０３への物理的な接続形態として有線だけでなく無線
の場合もありうるが、プロトコル的に接続されていれば、物理的な形態にこだわるもので
はない。
【００１５】
　次に、画像装置１００のアクセスレベルについて説明する。アクセスレベルとしては、
１．リアルタイム画像送信、２．リアルタイム静止画送信、３．カメラ操作、４、撮影デ



(6) JP 4958420 B2 2012.6.20

10

20

30

40

50

ータ送信、５．パンチルト動作、の項目が含まれる。これらの項目についてアクセス許可
・不許可を設定することにより、画像装置１００のアクセスレベルが決定される。
１．リアルタイム画像送信
　画像装置１００は、デジタルカメラ１０１（２００）のリアルタイム画像を、ネットワ
ーク１０３を経由して、操作端末１０４、１０５へ送信することができる。たとえば、操
作端末１０５は、画像装置１００からリアルタイムな画像を受信することにより、簡易的
なモニタリングをすることができる。この項目は、画像装置１００がリアルタイム画像を
ネットワーク１０３に送信することを許可するかどうかを決定する項目である。
２．リアルタイム静止画送信
　画像装置１００は、デジタルカメラ１０１がキャプチャする高画質の静止画を、ネット
ワーク１０３を経由して、操作端末１０４、１０５へ送信することができる。リアルタイ
ム画像送信の項目と同様に、画像装置１００をモニタリングカメラとして使う場合、リア
ルタイムの画像とともに、静止画を取得することができる。この項目は、画像装置１００
がリアルタイムの静止画をネットワーク１０３に送信することを許可するかどうかを決定
する項目である。
３．カメラ操作
　画像装置１００のデジタルカメラ１０１のズームや明るさを、ネットワーク１０３を経
由して操作端末１０４、１０５から制御することが可能である。画像装置１００をモニタ
リングカメラとして使う場合、デジタルカメラ１０１の操作を行うことにより、目的の画
像をより鮮明に取得することができる。この項目は、画像装置１００がリモートでカメラ
操作を行わせることを許可するかどうかを決定する項目である。
４．撮影データ送信
　画像装置１００のデジタルカメラ１０１内部には、既に撮影された撮影データが画像記
憶部２０３に保存されている。操作端末１０４、１０５は、画像装置１００から撮影デー
タを取得し、テレビモニタなどへ表示させることにより、簡単にデジタルカメラ１０１で
撮影した画像を見ることができる。また、撮影データをＰＣに保存し、デジタルカメラ１
０１内部の撮影データを消去することにより、データの整理を簡単にすることができる。
しかしその一方、撮影データはプライベートデータであり、ネットワーク１０３からのア
クセスを拒否したい場合がある。この項目は、画像装置１００がデジタルカメラ１０１内
部に保存された撮影データにアクセス許可するかどうかを決定する項目である。
５．パンチルト動作
　画像装置１００のクレードル装置１０２（２２０）には、パンチルト駆動部２２２と、
雲台制御部２２１が含まれる。画像装置１００をモニタリングカメラとして使う場合、操
作端末１０４、１０５よりパンチルト動作を制御することにより、目的の画像をより広い
範囲で取得することができる。画像装置１００は、デジタルカメラ１０１とクレードル装
置１０２により構成されている。組み合わせによってデジタルカメラ１０１がクレードル
装置１０２より大きく、安定してパンチルト動作させることが不適切である場合、リモー
トでパンチルト動作をさせることを禁止することができる。この項目は、画像装置１００
がリモートでパンチルト動作を許可するかどうかを決定する項目である。
【００１６】
　以上が、アクセスレベルを決定する項目である。画像装置１００は、デジタルカメラ１
０１とクレードル装置１０２により構成されるため、これらの組み合わせにより、アクセ
スレベルが設定されることが望ましい。本発明の好適な実施の形態では、デジタルカメラ
１０１とクレードル装置１０２の組み合わせにより、アクセスレベルを設定する。このた
め、クレードル装置１０２に固体を識別するシリアル番号等を有し、デジタルカメラ１０
１側でクレードル装置１０２のシリアル番号に対応するアクセスレベルを設定、保存する
。このようにして、画像装置１００のアクセスレベルを保持している。クレードル装置１
０２のシリアル番号は、図２のデータ記憶部２２８に保存されている。デジタルカメラ１
０１は、内部にクレードル装置１０２のシリアル番号（以下、クレードルＩＤと説明する
）とアクセスレベルを、図２の設定値記憶部２０９に保存している。
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【００１７】
【表１】

【００１８】
　表１は、デジタルカメラ１０１内部に保存されている、クレードルＩＤとアクセスレベ
ルを対応付けした表である。クレードルＩＤは、ユーザへ分かりやすいように名前付けら
れており、表１では、自宅クレードル、会社クレードル、田中さんの家、などとなってい
る。アクセスレベルは、先に説明したアクセス項目の許可、不許可の情報が、クレードル
装置に対応して保存されている。
【００１９】
　このように、デジタルカメラ１０１でクレードルＩＤとアクセスレベルを対応付けて保
存することによって、以下のような設定が可能となる。すなわち、自宅にあるクレードル
装置１０２では、撮影データにアクセスできるように設定し会社など自宅以外の場所では
、撮影データへのアクセスを拒否するアクセスレベルに設定することができる。これによ
り、通信機能をもったクレードル装置１０２であっても、デジタルカメラ１０１内部に保
存されている撮影データがネットワーク１０３からアクセスされる心配がない。そのため
、田中さんの家でデジタルカメラ１０１の充電をしたり、会社でモニタリングカメラとし
て画像装置１００としてデジタルカメラ１０１を使ったりすることができる。
【００２０】
　次に、デジタルカメラ１０１にクレードルＩＤとアクセスレベルを登録する方法、編集
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、ＩＤ削除方法について、説明する。
【００２１】
　はじめに、デジタルカメラ１０１へのクレードルＩＤ（クレードル装置のシリアル番号
）登録と、アクセスレベル設定方法について、図３Ａ、図３Ｂ及び図４を用いて説明する
。
【００２２】
　図３Ａ（ａ）はデジタルカメラ１０１の裏側、レンズ面と逆面のカメラ操作パネルのあ
る面を図示したものである。３０１は表示部としての表示パネルであり、LCDなどで構成
される。３０２、３０３、３０４は操作スイッチである。３０２はＭＥＮＵ、３０３はＳ
ＥＴなどの名称が付けられ、３０４は上下、左右などの方向キーである。それぞれのスイ
ッチは操作状況に対応した機能が割り当てられている。表示パネルとスイッチ類を用いて
、通常のカメラ設定操作に加えてクレードル装置の登録や、アクセスレベルが設定できる
ような操作ＧＵＩを構成することができる。図３Ａ（ａ）は、その一例を図示している。
デジタルカメラ１０１の電源がＯＮの状態で、ユーザがＭＥＮＵボタン３０２を押すと、
デジタルカメラ１０１の状態に対応したメニュー項目が表示される（不図示）。表示され
るメニュー階層の一例を図３Ａ（ｂ）の３１０に示す。メニュー階層には、トップメニュ
ーに、画質や圧縮パラメータの設定や、一般的な設定メニューが配置されている。一般設
定メニューの中には、画像装置設定メニューの項目があり、この中に、クレードルＩＤ登
録、アクセスレベル設定変更、クレードルＩＤ削除のメニューが含まれる。それぞれのメ
ニューに対応した表示画面の一例は、図３Ｂ（ａ）の３２０、図３Ｂ（ｂ）の３３０、図
３Ｂ（ｃ）の３４０、図３Ｂ（ｄ）の３５０、図３Ｂ（ｅ）の３６０にそれぞれ示されて
いる。
【００２３】
　図４は、クレードルＩＤをデジタルカメラ１０１に登録する場合のフローを示している
。
【００２４】
　ステップＳ４０１では、ユーザがデジタルカメラ１０１のＭＥＮＵボタン３０２を押す
と、カメラ制御部２０７は、デジタルカメラ１０１の表示部３０１にカメラメニュー（メ
ニュー階層３１０）を表示させる。
【００２５】
　ステップＳ４０２では、ユーザは、方向キー３０４を使って、表示されたメニュー項目
から「一般設定メニュー」を選択し、ＳＥＴボタン３０３を押す。すると、カメラ制御部
２０７は、メニュー階層を進ませ、「一般設定メニュー」内の項目を表示部３０１に表示
させる。
【００２６】
　ステップＳ４０３では、ユーザは、方向キー３０４とＳＥＴボタン３０３を同じように
使い、一般設定メニューの中の「画像装置設定メニュー」を選択する。すると、カメラ制
御部２０７は、表示部３０１に図３Ｂ（ａ）の画像装置設定メニュー３２０内の項目を表
示させる。
【００２７】
　ステップＳ４０４では、ユーザは、クレードルＩＤをデジタルカメラ１０１に登録する
ために、図３Ｂ（ａ）の画像装置設定メニュー３２０の‘クレードルＩＤ登録’３２１を
選択する。
【００２８】
　ステップＳ４０５では、クレードルＩＤ登録が選択されると、デジタルカメラ１０１は
、クレードルＩＤ登録モードになる。カメラ制御部２０７は、表示部３０１に図３Ｂ（ｂ
）の３３０のように、クレードルＩＤ登録準備ができたことをユーザに知らせるメッセー
ジを表示させる。
【００２９】
　ステップＳ４０６では、ユーザは、登録したいクレードル装置１０２にデジタルカメラ
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１０１を装着する。
【００３０】
　ステップＳ４０７では、デジタルカメラ１０１とクレードル装置１０２が接続されると
、通信のセットアップが自動で行われ、相互に通信可能状態となる。相互に通信可能状態
になった後、取得部２１０は、クレードル装置１０２から、クレードル装置の固体を識別
するためのシリアル番号を取得する。
【００３１】
　ステップＳ４０８では、カメラ制御部２０７は、取得したシリアル番号、すなわちクレ
ードルＩＤに対応するアクセス制御を設定するためのメニューを表示部３０１に表示させ
る。図３Ｂ（ｃ）の３４０は、アクセス制御を設定するためのメニューである。３４１は
、先に取得したクレードルＩＤが表示されている。アクセスレベル設定メニューでは、先
に説明したアクセスレベル項目であるリアルタイム画像送信３４２、リアルタイム静止画
送信３４２、カメラ操作３４３、撮影データ送信３４４及びパンチルト動作３４６が示さ
れている。これらの項目には、それぞれチェックボックス３４７があり、チェックボック
スをチェックすることにより、対応する項目のアクセスを許可する。
【００３２】
　ステップＳ４０９では、ユーザによる方向キー３０４とＳＥＴボタン３０３の操作に基
づいて、設定部２１３は、登録するクレードル装置１０２のアクセスレベルを設定する。
【００３３】
　ステップＳ４１０では、登録部２１２は、アクセスレベルの設定後、クレードルＩＤに
対応した識別子（名前等）の登録を行う。名前の登録には、先に取得したクレードルＩＤ
そのままの値を使ってもよい。
【００３４】
　ステップＳ４１１では、登録部２１２は、名前の登録まで終了すると、アクセスレベル
の確認を行い、設定を登録する。以上の操作と、画像装置１００の動作により、クレード
ルＩＤがデジタルカメラ１０１に登録される。
【００３５】
　次に、デジタルカメラ１０１に登録されたアクセスレベルを変更する方法について、図
３Ａ、図３Ｂ及び図５を用いて説明する。
【００３６】
　以下、説明するデジタルカメラ１０１における操作は、デジタルカメラ１０１がクレー
ドル装置１０２に装着されていても、装着されていなくてもいずれでもよいい。図５は、
アクセスレベルを変更するフローチャートを示している。
【００３７】
　ステップＳ５０１では、ユーザがデジタルカメラ１０１のＭＥＮＵボタン３０２を押す
と、カメラ制御部２０７は、デジタルカメラ１０１の表示部３０１にカメラメニュー（メ
ニュー階層３１０）を表示させる。
【００３８】
　ステップＳ５０２では、ユーザは、方向キー３０４を使い、表示されたメニュー項目か
ら、「一般設定メニュー」を選択し、ＳＥＴボタン３０３を押す。すると、カメラ制御部
２０７は、メニュー階層を進ませ、「一般設定メニュー」内の項目を表示部３０１に表示
させる。
【００３９】
　ステップＳ５０３では、ユーザは、方向キー３０４とＳＥＴボタン３０３を同様に使い
、一般設定メニューの中の「画像装置設定メニュー」を選択する。すると、カメラ制御部
２０７は、表示部３０１に図３Ｂ（ａ）の画像装置設定メニュー３２０内の項目を表示さ
せる。
【００４０】
　ステップＳ５０４では、ユーザは、既に登録されているアクセスレベルを変更するため
に、図３Ｂ（ａ）の画像装置設定メニュー３２０の‘アクセスレベル設定変更’３２２を
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選択する。
【００４１】
　ステップＳ５０５では、アクセスレベル設定変更が選択されると、デジタルカメラ１０
１は、アクセスレベル設定変更モードとなる。カメラ制御部２０７は、デジタルカメラ１
０１の表示部３０１に、図３Ｂ（ｄ）のアクセスレベル設定変更メニュー３５０を表示さ
せる。表示されているメニューには、既に登録されているクレードル装置１０２のリスト
とともに、「その他のクレードル」という項目が表示されている。「その他のクレードル
」という項目は、登録されたクレードル装置１０２以外のクレードル装置との組み合わせ
による画像装置１００としてのアクセスレベルを設定するものである。
【００４２】
　ステップＳ５０７では、ユーザは、方向キー３０４を使い、表示されたリストの中から
、変更したいアクセスレベルに対応したクレードル装置を選択する。
【００４３】
　ステップＳ５０８では、クレードル装置が選択されると、カメラ制御部２０７は、表示
部３０１に図３Ｂ（ｃ）のアクセスレベル設定メニュー３４０を表示させる。アクセスレ
ベル設定メニュー３４０は、先に説明したクレードルＩＤ登録においてアクセスレベルを
設定するメニューと同様である。
【００４４】
　ステップＳ５０９では、ユーザは、方向キー３０４を使い、クレードルＩＤ登録の場合
と同様に、アクセスを許可する項目のチェックをオン・オフして、希望のアクセスレベル
となるように設定変更を行う。
【００４５】
　ステップＳ５１０では、設定が終了すると、変更部２１４は、編集した設定を登録し、
アクセスレベル設定変更が終了する。
【００４６】
　次にデジタルカメラ１０１に登録されたクレードルＩＤを削除する方法について、図３
と図６を用いて説明する。
【００４７】
　以下説明するデジタルカメラ１０１における操作は、デジタルカメラ１０１がクレード
ル装置１０２に装着されていても、されていなくてもいずれでもよい。図６は、デジタル
カメラ１０１に登録されたクレードルＩＤを削除するフローを示している。
【００４８】
　ステップＳ６０１では、ユーザは、デジタルカメラ１０１のＭＥＮＵボタン３０２を押
すと、カメラ制御部２０７は、デジタルカメラ１０１の表示部３０１にカメラメニュー（
メニュー階層３１０）を表示させる。
【００４９】
　ステップＳ６０２では、ユーザは、方向キー３０４を使い、表示されたメニュー項目か
ら、「一般設定メニュー」を選択し、ＳＥＴボタン３０３を押下する。すると、カメラ制
御部２０７は、メニュー階層を進ませ、図３Ａの「一般設定メニュー」内の項目を表示部
３０１に表示させる。
【００５０】
　ステップＳ６０３では、ユーザは、方向キー３０４とＳＥＴボタン３０３を同様に使い
、一般設定メニューの中の「画像装置設定メニュー」を選択する。すると、カメラ制御部
２０７は、表示部３０１に図３Ｂ（ａ）の画像装置設定メニュー３２０内の項目を表示さ
せる。
【００５１】
　ステップＳ６０４では、ユーザは、登録されたクレードルＩＤを消去するために、図３
Ｂ（ａ）の画像装置設定メニュー３２０の‘クレードルＩＤ削除’３２３を選択する。
【００５２】
　ステップＳ６０５では、クレードルＩＤ削除が選択されると、デジタルカメラ１０１は
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、クレードルＩＤ削除モードとなる。カメラ制御部２０７は、デジタルカメラ１０１の表
示部３０１に図３Ｂ（ｅ）のクレードルＩＤ削除メニュー３６０を表示させる。
【００５３】
　ステップＳ６０６では、カメラ制御部２０７は、表示部３０１に表示されているメニュ
ーの中に、既に登録されているクレードル装置のリストを表示させる。
【００５４】
　ステップＳ６０７では、ユーザは、方向キー３０４を使い、表示されたリストの中から
削除したいクレードルＩＤを選択する。
【００５５】
　ステップＳ６０８では、クレードルＩＤを選択すると、カメラ制御部２０７は、再度確
認のため、削除対象となるクレードルＩＤをユーザに確認させる。
【００５６】
　ステップＳ６０９では、ユーザは、ＳＥＴボタン３０３により、削除対象を再確認する
と、削除部２１５は、対象クレードル装置の情報を削除する。以上の動作により、デジタ
ルカメラ１０１に登録されたクレードルＩＤが削除される。
【００５７】
　次に、画像装置１００がデジタルカメラ１０１とクレードル装置によって構成されると
きのアクセスレベル設定までの動作を、図７、図８、図９を使って説明する。図７は、デ
ジタルカメラ１０１から見た動作フローであり、図８はクレードル装置から見た動作フロ
ーであり、図９は、画像装置１００としての動作フローを示している。
【００５８】
　はじめに、デジタルカメラ１０１の動作フローを、図７を使って説明する。
【００５９】
　ステップＳ７０１では、デジタルカメラ１０１を起動する。
【００６０】
　ステップＳ７０２では、デジタルカメラ１０１をクレードル装置に装着する。
【００６１】
　ステップＳ７０３では、デジタルカメラ１０１をクレードル装置に装着すると、電気的
にクレードル装置と接続され、ＵＳＢ接続のセットアップが開始される。
【００６２】
　ステップＳ７０４では、ＵＳＢ接続のセットアップが終了すると、デジタルカメラ１０
１はクレードル装置と通信可能となる。デジタルカメラ１０１の取得部２１０は、クレー
ドル装置の固体を識別するためのシリアル番号（クレードルＩＤ）を、クレードル装置よ
り取得する。
【００６３】
　ステップＳ７０５では、デジタルカメラ１０１の比較部２１１は、クレードル装置より
取得したクレードルＩＤが、デジタルカメラ１０１内部の設定値記憶部２０９に保存され
ている番号と一致するものがあるかを検索する。
【００６４】
　ステップＳ７０６では、デジタルカメラ１０１の比較部２１１は、Ｓ７０３で検索によ
り取得したクレードルＩＤが、デジタルカメラ１０１に登録されているか否かを判断する
。デジタルカメラ１０１に登録されていると判断された場合（ステップＳ７０６で「ＹＥ
Ｓ」）、ステップＳ７０７において、クレードルＩＤに対応したアクセスレベルに、デジ
タルカメラ１０１は設定される。一方、Ｓ７０６において、デジタルカメラ１０１に登録
されていないと判断された場合（ステップＳ７０６で「ＮＯ」）、ステップＳ７０８にお
いて、登録されたＩＤがない場合のアクセスレベルにデジタルカメラ１０１が設定される
。登録されたＩＤがない場合のアクセスレベルは、図３Ｂ（ｄ）の「その他のクレードル
」として設定されているアクセスレベルである。
【００６５】
　ステップＳ７０９では、デジタルカメラ１０１の設定部２１３は、アクセスレベルを自
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身に設定するとともに、クレードル装置へ該アクセスレベルを通知する。以降、デジタル
カメラ１０１は、設定したアクセスレベルで、画像装置１００として動作を開始する。次
に、クレードル装置の動作フローを、図８を使って説明する。
【００６６】
　ステップＳ８０１では、クレードル装置を起動する。
【００６７】
　ステップＳ８０２では、デジタルカメラ１０１が装着される。
【００６８】
　ステップＳ８０３では、クレードル装置にデジタルカメラ１０１が装着されると、電気
的にクレードル装置と接続され、ＵＳＢ接続のセットアップが開始される。
【００６９】
　ステップＳ８０４では、ＵＳＢ接続のセットアップが終了すると、クレードル装置とデ
ジタルカメラ１０１は通信可能となる。クレードル装置は、内部のデータ記憶部２２８に
保存されている固体を識別するためのクレードルＩＤ（シリアル番号）を読み出し、デジ
タルカメラ１０１へ該クレードルＩＤを送信する。
【００７０】
　ステップＳ８０５では、デジタルカメラ１０１内部では、前述の動作が行われ、クレー
ドル装置は、クレードルＩＤに対応したアクセスレベルを受信する。クレードル装置は受
信したアクセスレベルで、画像装置１００としての動作を開始する。
【００７１】
　次に、画像装置１００の動作フローを、図９を使って説明する。
【００７２】
　ステップＳ９０１では、画像装置１００の電源が投入される。
【００７３】
　ステップＳ９０２では、図７、図８のように、デジタルカメラ１０１とクレードル装置
との間で、アクセスレベルが決定される。ここでは、表１に示す会社クレードルに対応し
たアクセスレベルが設定されたとして説明する。
【００７４】
　ステップＳ９０３では、画像装置１００は、決定されたアクセスレベルを設定する。
【００７５】
　ステップＳ９０４では、イベントやネットワークからのコマンド待ち状態となる。
【００７６】
　ステップＳ９０５では、ネットワークからリアルタイム画像要求があるか否かを判断す
る。リアルタイム画像要求があった場合（ステップＳ９０５で「ＹＥＳ」）、ステップＳ
９０６において、画像装置１００は、リアルタイム画像の送信処理を行う。
【００７７】
　ステップＳ９０７では、静止画要求があるか否かを判断する。静止画要求があった場合
（ステップＳ９０７で「ＹＥＳ」）、ステップＳ９０８において、画像装置１００は静止
画キャプチャと送信処理を行う。　　
　ステップＳ９０９では、ズームなどのカメラ操作要求があるか否かを判断する。カメラ
操作要求があった場合（ステップＳ９０９で「ＹＥＳ」）、ステップＳ９１０においてカ
メラ操作処理を行う。
【００７８】
　ステップＳ９１１では、ネットワークからデジタルカメラ１０１内部に保存されている
撮影データの送信など、撮影データへアクセスする要求があったか否かを判断する。アク
セス要求があった場合（ステップＳ９１１で「ＹＥＳ」）、ステップＳ９１２において、
画像装置１００は、アクセス要求を拒否する。
【００７９】
　ステップＳ９１３では、パンチルト要求があるか否かを判断する。パンチルト要求があ
った場合（ステップＳ９１３で「ＹＥＳ」）、ステップＳ９１４において、画像装置１０
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０は、パンチルト動作処理を行う。
【００８０】
　ステップＳ９１５では、その他処理が必要な場合にはそれぞれの処理を行う。
【００８１】
　以上のように画像装置１００は、デジタルカメラ１０１とクレードル装置との組み合わ
せにより、アクセスレベルを決定し動作する。
【００８２】
　次に、デジタルカメラ１０１へのアクセスレベル設定に関し、クレードルＩＤだけでな
く、さらにユーザＩＤを使う方法に関して以下説明する。ユーザＩＤを使うことにより画
像装置１００は、デジタルカメラ１０１に登録していないクレードル装置との組み合わせ
であっても、ユーザＩＤを使ってアクセスレベルを変更し、操作することができるように
なる。これにより、ある時だけクレードル装置をデジタルカメラ１０１へ登録することな
く、容易に画像装置１００を操作することができる。
【００８３】
　図１０Ａは、ユーザＩＤとパスワードを使用する場合のメニュー階層を示す図である。
図１０Ｂは、個別のメニューに対応した表示画面を示す図である。図１０Ａにおいて、１
０００は、デジタルカメラ１０１のメニュー階層である。この中に、ユーザＩＤに関連し
たメニュー項目、「画像装置設定　ユーザＩＤ」「ユーザＩＤ登録」「アクセスレベル設
定変更」「ユーザＩＤ削除」メニューがある。それぞれのメニューを選択した場合の表示
画面例を、図１０Ｂ（ａ）の１０１０、図１０Ｂ（ｂ）の１０２０、図１０Ｂ（ｃ）の１
０３０、図１０Ｂ（ｄ）の１０４０、図１０Ｂ（ｅ）の１０５０に示す。図１０Ｂ（ａ）
の１０１０は、ユーザＩＤを使った画像装置設定メニューである。メニューの選択操作は
、先に説明した場合と同様に、デジタルカメラ１０１の方向キーやＳＥＴボタン３０３を
使って行われる。図１０Ｂ（ｂ）の１０２０は、ユーザＩＤ登録画面である。デジタルカ
メラ１０１にユーザＩＤを登録する場合に使われ、ユーザＩＤ（１０２１）、パスワード
（１０２２）を設定し、ユーザＩＤ登録ボタン（１０２３）を選択することにより、ユー
ザＩＤが登録される。ユーザＩＤが登録されると、次にユーザＩＤに対応した画像装置１
００のアクセスレベル設定画面（図１０Ｂ（ｃ）の１０３０）に進む。アクセスレベル設
定画面では、画像装置１００へのアクセス項目を決定するもので、先に説明したリアルタ
イム画像送信、リアルタイム静止画送信、カメラ操作、撮影データ送信、そしてパンチル
ト動作を許可するかどうかを、設定する。、図１０Ｂ（ｄ）の１０４０は、ユーザＩＤに
対応したアクセスレベルを変更する場合の操作画面である。ユーザＩＤに対応したアクセ
スレベルを変更するには、はじめに設定変更したいユーザを、選択する。次に、選択され
たユーザＩＤに対応したアクセスレベルを表示する、アクセスレベル設定画面（図１０Ｂ
（ｃ）の１０３０）が表示され、該表示画面により、アクセスレベルの設定変更を行う。
図１０Ｂ（ｅ）の１０５０は、ユーザＩＤを削除する場合の操作画面である。削除したい
ユーザＩＤを選択し、デジタルカメラ１０１に登録されているユーザＩＤと、ユーザＩＤ
に対応したアクセスレベルを削除する。
【００８４】
　次に、ユーザＩＤを使った画像装置１００の操作と、画像装置１００内部の動作の流れ
を説明する。図１１は、ユーザがＰＣを使い、ネットワーク経由で、画像装置１００を操
作する場合のフローを示している。ここで、デジタルカメラ１０１に設定されているクレ
ードルＩＤ、ユーザＩＤは、図１２（ａ）、（ｂ）に示すようなアクセスレベルが設定さ
れているものとする。
【００８５】
　画像装置１００は、電源が投入されると（１１０１）、デジタルカメラ１０１に登録し
てあるクレードルＩＤに対応したアクセスレベルを読み出し、画像装置１００のアクセス
レベルとして設定する（１１０２）。ここでは、図１２（ａ）の１２０１に示すクレード
ルＩＤのアクセスレベルが設定されたものとする。この場合のアクセスレベルで可能であ
るのは、リアルタイム画像送信、リアルタイム静止画送信、カメラ操作である。また、デ
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ジタルカメラ１０１内部の撮影データ送信と、パンチルト動作は、この場合のデジタルカ
メラ１０１とクレードル装置の組み合わせからなる画像装置１００では、禁止されている
。次にユーザはＰＣから、HTTPにより、デジタルカメラ１０１内部に保存されている撮影
データへ、ネットワーク経由でアクセスする（１１０３）。画像装置１００は、現在設定
されているアクセスレベルでは、撮影データへのアクセスを禁止しているため、１１０３
によるアクセスを拒否し、ユーザＩＤ認証ページをＰＣに送信する（１１０４）。ユーザ
は、あらかじめデジタルカメラ１０１に登録しておいた自身のユーザＩＤとパスワードを
入力（１１０５）し、アクセスレベル変更を試みる。ユーザＩＤとパスワードを受信した
画像装置１００は、クレードル装置内部のＣＰＵから、デジタルカメラ１０１へユーザＩ
Ｄとパスワードを送信し、登録されたユーザであるかを、確認する（１１０６）。入力さ
れたユーザＩＤとパスワードが一致する場合、デジタルカメラ１０１は、ユーザＩＤに対
応したアクセスレベルをクレードルＣＰＵに通知し（１１０７）、画像装置１００のアク
セスレベルを変更、再設定する。画像装置１００は、ユーザに対し、ユーザＩＤが認証さ
れたことを、通知する（１１０８）。ここで設定されたユーザＩＤに対応するアクセスレ
ベルは、図１２（ｂ）の１２０２に示されるアクセスレベルとする。図１２（ｂ）の１２
０２に示されるように、この場合のアクセスレベルは撮影データ送信が可能なアクセスレ
ベルである。ユーザは、ユーザＩＤが認証されたことを認識すると、再度、デジタルカメ
ラ１０１内部に保存された撮影データへアクセスをする（１１０９）。画像装置１００は
、撮影データ送信が可能なアクセスレベルであることから、ユーザがデジタルカメラ１０
１内部の撮影データへアクセスすることを許可している。
【００８６】
　上記のようにユーザＩＤを使って、撮影データへのアクセスをすることにより、撮影デ
ータへのアクセスが許可されない画像装置１００であっても、デジタルカメラ１０１にク
レードル装置を登録することなく、撮影データへのアクセスができる。また、デジタルカ
メラ１０１がクレードル装置から取り外されると、画像装置１００に設定したアクセスレ
ベルは無効となる。そのため、再度デジタルカメラ１０１が上記のクレードル装置に接続
された場合には、クレードルＩＤに対応したアクセスレベルが設定されるため、再度ユー
ザＩＤによる認証をしない限り、撮影データへのアクセスは拒否される。
【００８７】
　ここで、クレードルＩＤに対応したアクセスレベルと、ユーザＩＤに対応したアクセス
レベルとの関連について説明する。
【００８８】
【表２】

【００８９】
　表２は、クレードルＩＤとユーザＩＤとの組み合わせと、それぞれの場合の画像装置１
００へのアクセスレベルを示した表である。クレードルＩＤは、デジタルカメラ１０１に
登録されている場合と、登録されていない場合の２つの状態がある。またユーザＩＤは、
デジタルカメラ１０１に登録されている場合と、登録されているがユーザＩＤの承認前と
いう状態と、承認後の状態という２つの状態が存在する。これらの状態の組み合わせによ
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り、画像装置１００へのアクセスレベルが決定される。
【００９０】
　まず、クレードルＩＤがデジタルカメラ１０１に登録されている場合で、ユーザＩＤが
デジタルカメラ１０１に登録されていない状態では、画像装置１００のアクセスレベルは
、クレードルＩＤに対応したアクセスレベルが設定される。また、認証前のクレードルＩ
Ｄがデジタルカメラ１０１に登録されており、さらにユーザＩＤの承認をした後では、画
像装置１００のアクセスレベルは、ユーザＩＤに対応したアクセスレベルが設定される。
また、クレードルＩＤ及びユーザＩＤがデジタルカメラ１０１に登録されていない状態で
は、画像装置１００のアクセスレベルは、「その他のクレードル」のアクセスレベルが設
定される。また、クレードルＩＤがデジタルカメラ１０１に登録されているが認証前の状
態では、画像装置１００のアクセスレベルは、「その他のクレードル」のアクセスレベル
が設定される。「その他のクレードル」のアクセスレベルは、先に説明した、登録された
クレードル装置以外のクレードル装置とデジタルカメラ１０１との組み合わせによる画像
装置１００としてのアクセスレベルである。そして、クレードルＩＤがデジタルカメラ１
０１に登録されていない場合で、ユーザＩＤを認証した後の画像装置１００は、ユーザＩ
Ｄによるアクセスレベルが設定されている。
【００９１】
　以上のように画像装置は、クレードルＩＤとユーザＩＤを組み合わせて使うことで、デ
ジタルカメラに登録していないクレードル装置との組み合わせでも、ユーザＩＤを使って
アクセスすることで、その時だけアクセスレベルを変更できるようになる。そのため、ク
レードルＩＤに対応したアクセスレベルを頻繁に変更することなく、ユーザの希望するア
クセスレベルで画像装置を使うことが容易にできる。
【００９２】
　また、本発明の好適な実施の形態では、デジタルカメラに接続される電子装置は、デジ
タルカメラ専用のクレードル装置として説明をした。しかしながら、電子装置は、複写機
やプリンタなどに、上記で説明したクレードル機能を持つデバイスであってもよい。たと
えば、クレードル機能を持つプリンタとデジタルカメラの場合、撮影データへのアクセス
が許可されているアクセスレベルが設定されていれば、撮影データのプリントが可能とな
る。その結果、デジタルカメラに登録されていないプリンタ（クレードルＩＤ）の場合は
、プリントができないなど、撮影データを保護することも可能となる。
【００９３】
　クレードル装置は通信機能を有したものであっても、デジタルカメラでクレードル装置
のシリアル番号（クレードルＩＤ）を取得し、クレードルＩＤのマッチングを行う。この
ため、デジタルカメラ内部の撮影データをネットワーク上に公開することなく、安心して
デジタルカメラの充電をしたり、デジタルカメラをモニタリングカメラとして使ったりす
ることができる。
【００９４】
　また、ユーザＩＤを併用することによって、画像装置のアクセスレベルをユーザごとに
変更することができる。このため、デジタルカメラに登録されていないクレードル装置と
の組み合わせによる画像装置であっても、容易にユーザのアクセスレベルに変更すること
ができる。その結果、デジタルカメラにクレードル装置を登録したり、削除したりするな
ど、頻繁に設定を変更することなく用いることができる。
【図面の簡単な説明】
【００９５】
【図１】本発明の好適な実施の形態に係るシステム構成を示す図である。
【図２】本発明の好適な実施の形態に係る機能ブロック図である。
【図３Ａ】デジタルカメラの操作パネル面とメニューを示す図である。
【図３Ｂ】デジタルカメラのメニューに対応した表示画面の一例を示す図である。
【図４】クレードルＩＤ設定フローを示す図である。
【図５】アクセスレベル設定変更フローを示す図である。



(16) JP 4958420 B2 2012.6.20

10

【図６】クレードルＩＤ削除フローを示す図である。
【図７】アクセスレベル設定－デジタルカメラのフローを示す図である。
【図８】アクセスレベル設定－クレードル装置のフローを示す図である。
【図９】アクセスレベル設定－画像装置のフローを示す図である。
【図１０Ａ】デジタルカメラのメニューを示す図である。
【図１０Ｂ】デジタルカメラのメニューに対応した表示画面の一例を示す図である。
【図１１】ユーザＩＤを使った画像装置操作フローを示す図である。
【図１２】クレードルＩＤとユーザＩＤに対応したアクセスレベルを示す図である。
【符号の説明】
【００９６】
２００　デジタルカメラ
２０６　外部ＩＦ制御部
２０９　設定値記憶部
２１０　取得部
２１１　比較部
２２０　クレードル

【図１】 【図２】
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【図３Ａ】 【図３Ｂ】

【図４】 【図５】
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【図６】 【図７】

【図８】 【図９】
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【図１０Ａ】 【図１０Ｂ】

【図１１】 【図１２】
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