
(57)【特許請求の範囲】
【請求項１】
　１回の入退室人数を制限する

装置を有する部屋と、この部屋の中にテナントに対応して設置されそれぞれ扉が設
けられた複数の小室とを有し、この小室に対応するテナントが上記部屋内に不在であるこ
とを 検出する不在検出手段と、上記テナントの不
在が検出され、かつこのテナントに対応する小室の扉開状態が検出されると異常警報を出
力する異常警報手段とを備えてなるデータセンタの警備装置。
【請求項２】
　１回の入退室人数を制限する

装置を有する部屋と、この部屋の中にテナントに対応して設置されそれぞれ扉が設
けられた複数の小室と、この小室の扉を開閉するキーを収納するキー保管箱とを有し、こ
のキー保管箱に上記キーが収納されているとき、このキーに対応する小室の扉が開くと異
常警報を出力する異常警報手段を備えてなるデータセンタの警備装置。
【請求項３】
　１回の入退室人数を制限する

装置を有する部屋と、この部屋の中にテナントに対応して設置されそれぞれ扉が設
けられた複数の小室と、この小室の扉を開閉するキーを収納するキー保管箱とを有し、上
記小室に対応するテナントが不在であることを 検
出する不在検出手段と、上記テナントの不在が検出されたとき、上記キー保管箱に上記テ
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と共に、入退室者を判断して正規の入退室者の入退室を許
可する

上記装置から得られる入退室状況により

と共に、入退室者を判断して正規の入退室者の入退室を許
可する

と共に、入退室者を判断して正規の入退室者の入退室を許
可する

上記装置から得られる入退室状況により



ナントに対応するキーが収納されていないことが検出されるか、又は上記テナントに対応
する小室の扉開状態が検出されると異常警報を出力する異常警報手段とを備えてなるデー
タセンタの警備装置。
【請求項４】
　１回の入退室人数を制限する

装置を有する部屋と、この部屋の中にテナントに対応して設置されそれぞれ扉が設
けられた複数の小室と、この小室の扉が開いているとき、この小室に対応するテナントが
上記部屋内に不在となる操作をしたことを検出する不在操作検出手段と、上記不在操作を
検出すると上記不在操作を不感とするか、又は警報を出力する注意警告手段とを備えてな
るデータセンタの警備装置。
【請求項５】
　 小室の扉を開閉するキーを収納するキー保管箱を設け、 不在操作検出手段を、
上記キー保管箱に上記キーが収納されていないときに、上記小室に対応するテナントが上
記部屋内に不在となる操作をしたことを検出するものとしたことを特徴とする請求項４記
載のデータセンタの警備装置。
【請求項６】
　

【請求項７】
　

【発明の詳細な説明】
【０００１】
【発明の属する技術分野】
この発明は、複数のテナントのサーバを共同部屋に設置したデータセンタを警備する装置
に関するものである。
【０００２】
【従来の技術】
近年インタネットプロバイダのサーバをテナントとして設置するデータセンタが増加して
いる。したがって、各サーバは隣接して配置されている。
【０００３】
【発明が解決しようとする課題】
上記のような従来のデータセンタでは、一つの部屋に多数のサーバが配置されており、物
理的な防犯設備はまったく考慮されていないため、侵入者による情報の盗難の機会が多く
なるという問題点がある。また、サーバを収容するラックのキーを持ち出して複製される
ことを防止できないという問題点もある。
【０００４】
この発明は上記問題点を解消するためになされたもので、侵入者による情報の盗難、ラッ
クのキーの持ち出し等の機会を減らすことができるようにしたデータセンタの警備装置を
提供することを目的とする。
【０００５】
【課題を解決するための手段】
この発明の第一発明に係るデータセンタの警備装置は、部屋の中にテナントに対応する複
数の小室を設置し、この小室に対応するテナントが部屋内に不在であることが検出され、
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と共に、入退室者を判断して正規の入退室者の入退室を許
可する

上記 上記

上記小室に対応するテナントが上記部屋内に不在となる操作は、上記入退室者を判断し
て正規の入退室者の入退室を許可する装置により上記部屋内から上記部屋外への通行許可
を要求する操作であることを特徴とする請求項４または請求項５記載のデータセンタの警
備装置。

１回の入退室人数を制限すると共に、入退室者を判断して正規の入退室者の入退室を許
可する装置を有する部屋と、この部屋の中にテナントに対応して設置されそれぞれ扉が設
けられた複数の小室と、この小室の扉を開閉するキーを収納するキー保管箱とを有し、上
記小室の扉が開いているとき、上記小室に対応するテナントが上記キー保管箱にキーを収
納する操作をしたことを検出すると上記不在操作を不感とするか、又は警報を出力する注
意警告手段とを備えてなるデータセンタの警備装置。



かつこのテナントに対応する小室の開扉状態が検出されると、異常警報を出力するように
したものである。
【０００６】
また、第２発明に係るデータセンタの警備装置は、部屋の中にテナントに対応する複数の
小室を設置し、この小室の扉を開閉するキーを収納するキー保管箱を設け、このキー保管
箱に対応する小室の扉が開くと異常警報を出力するようにしたものである。
【０００７】
また、第３発明に係るデータセンタの警備装置は、部屋の中にテナントに対応する複数の
小室を設置し、この小室の扉を開閉するキーを収納するキー保管箱を設け、小室に対応す
るテナントが不在であることが検出されたとき、キー保管箱にテナントに対応するキーが
収納されていないか、又は、テナントに対応する小室の扉が開いていると異常警報を出力
するようにしたものである。
【０００８】
また、第４発明に係るデータセンタの警備装置は、部屋の中にテナントに対応する複数の
小室を設置し、この小室の扉が開いているとき、この小室に対応するテナントが部屋内に
不在となる操作をしたことが検出されると、上記不在操作を不感とするか、又は警報を出
力するようにしたものである。
【０００９】
また、第５発明に係るデータセンタの警備装置は、第４発明のものにおいて、小室の扉を
開閉するキーを収納するキー保管箱を設け、このキー保管箱にキーが収納されていないと
きに、小室に対応するテナントが部屋内に不在となる操作をしたことを検出するようにし
たものである。
【００１０】
　また、第６発明に係るデータセンタの警備装置

【００１１】
　また、第７発明に係るデータセンタの警備装置は、第４発明のものに

ようにしたものであ
る。
【００１２】
【発明の実施の形態】
実施の形態１．
図１～図８はこの発明の第１及び第２発明の一実施の形態を示す図で、図１はデータセン
タの部屋の平面図、図２はカードリーダの斜視図、図３はキー保管箱の斜視図、図４はブ
ロック線図、図５は入室動作フローチャート、図６はキー及び判別カードの取り出し／収
納動作フローチャート、図７は退室動作フローチャート、図８は異常検出動作フローチャ
ートであり、図中同一符号は同一部分を示す。
【００１３】
図１において、１はデータセンタの部屋、２は部屋１内に設置された小室を形成するサー
バラックで、各テナントごとに仕切られており、各サーバラック２にはそれぞれ扉（図示
しない）が設けられていて、キーによって施錠可能となっている。３は部屋１の外側に設
けられた通路、４は部屋１と通路３の間に設けられた回転扉で、常時回転が阻止されてお
り、正規の人の入室時には上記阻止が解除されて、右回転が許可され、一人だけが通過で
きるように構成されている。
【００１４】
５は部屋１の外側に設置され、回転扉４の近傍に配置された個人判別装置を構成するカー
ドリーダ、６は部屋１の内側に設置され、回転扉４の近傍に配置されたカードリーダ、７
は部屋１の内側に設置され、各サーバラック２の扉用のキー及びカードリーダ５ ,６用の
判別カードを一括保管するキー保管箱である。
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は、小室に対応するテナントが部屋内に
不在となる操作を、入退室者を判断して正規の入退室者の入退室を許可する装置により上
記部屋内から上記部屋外への通行許可を要求する操作としたものである。

キー保管箱を設け
、テナントがキー保管箱にキーを収納する操作をしたことを検出する



【００１５】
図２において、１１はテナントの所持する判別カードを読み取るリーダヘッド、１２は判
別カードによる判別結果を表示する表示器でＯＫ灯１２Ａ及びＮＧ灯１２Ｂを有している
。
図３において、１３は各テナントごとにサーバラック２の扉を施錠及び解錠するキーを収
納するキー収納部で、キー収納部１３にはそれぞれ電気的にロックされるふたが設けられ
ている。１４は判別カードを読み取るリーダヘッド、１５は判別カードによる判別結果を
表示する表示器で、ＯＫ灯１５Ａ及びＮＧ灯１５Ｂを有している。
【００１６】
　図４において、１６はＣＰＵ、１７はＲＯＭ、１８はＲＡＭ、１９は伝送装置、２０は
ＣＰＵ、２１はＲＯＭ、２２はＲＡＭ、２３は伝送装置、２４は回転扉４に接続された回
転扉インターフェース で、ラック２の扉が開いたことを検
出する扉センサ２６Ａ～２６Ｎに接続されている。２７は出力インターフェース
は監視室に設置された警報器（図示しない）へ出力される警報信号、２８はＣＰＵ、２９
はＲＯＭ、３０はＲＡＭ、３１はキー保管箱７のキー収納部１３の電気錠を制御するキー
収納部制御器、３２は伝送装置で、伝送装置１９，２３，３２は相互に接続されている。
【００１７】
次に、この実施の形態の動作を図５～図８を参照して説明する。
(1)　入室動作　（図５）
ステップＳ１でカードリーダ５のリーダヘッド１１は、判別カードをリードするのを待ち
、判別カードをリードしたら、ステップＳ２で判別カードに記載された判別番号がＯＫか
、すなわちあらかじめ登録された本人かを判定し、本人でないと判定すると、ステップＳ
３で表示器１２のＮＧ灯１２Ｂを表示するとともに、ステップＳ１へ戻る。
【００１８】
本人であると判定すると、ステップＳ４で表示器１２のＯＫ灯１２Ａを表示するとともに
、ステップＳ５へ進み、伝送装置１９→伝送装置２３→回転扉インターフェース２４→回
転扉４の径路で、回転扉４のロックを解除して右回転を許可する。これでテナントはステ
ップＳ６で回転扉４を押して部屋１へ入る。このとき、回転扉４はその回転角度を検出す
る。ステップＳ７で上記と逆径路、すなわち回転扉４→回転扉インターフェース２４→伝
送装置２３→伝送装置１９の径路で、回転扉４の回転角度の信号を入力し、回転扉４が９
０゜右回転されるのを待つ。
【００１９】
回転扉４が９０゜右回転したら、ステップＳ８で再び伝送装置１９から信号を送って、回
転扉４にその回転を阻止するロックを作動させる。同時に、ステップＳ９で人が部屋１に
入ったことを示す「部屋内フラグ」をＲＡＭ１８に立てる。
【００２０】
(2)　キーの取り出し又は収納動作（図６）
ステップＳ１１でキー保管箱７のリーダヘッド１４は、判別カードをリードするのを待つ
。回転扉４を通って部屋１内に入ったテナントが判別カードをリードさせると、ステップ
Ｓ１２で判別番号がＯＫかを判定し、本人でないと判定すると、ステップＳ１３で表示器
１５のＮＧ灯１５Ｂを表示するとともに、ステップＳ１１へ戻る。本人であると判定する
と、ステップＳ１４で表示器１５のＯＫ灯１５Ａを表示するとともに、ステップＳ１５へ
進む。
【００２１】
ステップＳ１５でキー収納部制御器３１は、該当テナントのキー収納部１３のふたのロッ
クを解除する。これで、テナントはステップＳ１６でキー収納部１３のふたを開いて、キ
ー収納部１３に収納されたキーを取り出し、判別カードを収納してふたを手で閉める。こ
れで、ステップＳ１７でふたにロックが作動して開かなくなる。キーを取り出したテナン
トは、自分のサーバラック２まで行き、キーで扉を開く。
【００２２】
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、２５は入力インターフェース
、２７ａ



(3)　退室動作（図７）
サーバラック２内のテナントが退室するときは、キーによってラック２の扉を施錠し、入
室時と逆方向へ移動してキー保管箱７の前に来て、キー収納部１３にキーを収納すること
になる。このときの動作はキーを取り出すときの逆となり、図６のステップＳ１６でキー
を収納し、判別カードを取り出す以外にはキーを取り出すときと同様である。判別カード
を取り出したテナントは、入室時と逆方向へ移動して、カードリーダ６の前に来て判別カ
ードを操作することになる。
【００２３】
図７のステップＳ２１でカードリーダ６のリーダヘッド１１は判別カードをリードするの
を待ち、判別カードをリードしたら、ステップＳ２２で本人であるかを確認し、本人でな
いと判定すると、ステップＳ２３で表示器１２のＮＧ灯１２Ｂを表示するとともに、ステ
ップＳ２１へ戻る。本人であると判定すると、Ｓ２４で表示器１２のＯＫ灯１２Ａを表示
するとともに、ステップＳ２５へ進み、入室の場合と同様に、回転扉４のロックを解除し
て左回転を許可する。これで、テナントはステップＳ２６で回転扉４を押して部屋１を出
る。
【００２４】
　ステップＳ２７で入室時と に回転扉４の回転角度の信号を入力し、回転扉４が９０
°左回転されるのを待つ。回転扉４が９０°左回転したら、ステップＳ２８で回転扉４に
その回転を阻止するロックを作動させる。同時に、ステップＳ２９で部屋１を出た人の「
部屋内フラグ」を解除する。
【００２５】
(4)　異常検出動作（図８）
ステップＳ３１でカードリーダ６は、扉センサ２６Ａ～２６Ｎの信号を入力して、サーバ
ラック２の扉が開いているかを監視し、開いていればステップＳ３２へ進み、カードリー
ダ５からの信号を入力して、該当するテナントの「部屋内フラグ」が一人以上立っている
かを判定する。一人以上立っていれば、ステップＳ３３へ進み、キー保管箱７からの入力
により、キー保管箱７の該当するキー収納部１３にキーが収納されているかを判定する。
キーが収納されていなければ、正常時と判定してステップＳ３１へ戻る。
【００２６】
次に、ステップＳ３２で一人の「部屋内フラグ」も立っていないと判定されるか、又はス
テップＳ３３でキーが収納されていると判定されると、ステップＳ３４へ進んで、出力イ
ンターフェース２７から警報信号２７ａを出力して、監視室の警報器（図示しない）を鳴
動させる。
ここで、ステップＳ３２は不在検出手段を、ステップＳ３１、Ｓ３２、Ｓ３４及びステッ
プＳ３１、Ｓ３３、Ｓ３４は異常警報手段を構成している。
【００２７】
このようにして、ラック２に対応するテナントが部屋１内に不在のとき、ラック２の扉が
開くか、又は開いていると、異常とみなして異常警報を出力する。また、キー保管箱７に
キーが保管されているとき、ラック２の扉が開くと異常と見なして異常警報を出力するよ
うにしたため、侵入者の発生を検出することができ、警備性を向上することが可能となる
。
【００２８】
実施の形態２．
この発明の第３発明の一実施の形態を示す。なお、図１～図４は実施の形態２にも共用す
る。（以下の実施の形態も同じ。）
この実施の形態は、ラック２に対応するテナントが部屋１内に不在のときに、キー保管箱
７にこのテナントのキーが収納されていないとき、又はそのラック２の扉が開いていると
、異常と見なして異常警報を出力させるものである。
これにより、侵入者の発生を検出することができ、警備性を向上することが可能となる。
【００２９】
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同様



実施の形態３．
この発明の第４及び第６発明の一実施の形態を示す。
この実施の形態は、ラック２の扉が開いているときに、テナントがラック２用のキーをキ
ー保管箱７のキー収納部１３に収納する操作をしたり、カードリーダ６のリーダヘッド１
１にカードを操作したりすると、換言すればテナントが部屋１内に不在となるような操作
をすると、それらの操作を不感とするか、又は警報を出力するようにしたものである。こ
れらの動作は不在操作検出手段及び注意警告手段（いずれも図示しない）を設けることに
より実施できる。
【００３０】
これらの操作は、ラック２の扉を閉め忘れて退室しようとしていると判断し、キー保管箱
７の場合は、その操作を不感としてキー収納部１３のふたのロックを解除せず、キーの収
納を不能にするか警報を出力する。また、カードリーダ６の場合は、その操作を不感とし
て回転扉４のロックを解除せず、回転扉４の回転を阻止するか警報を出力する。
これにより、ラック２の扉の閉め忘れを警告することが可能となる。
【００３１】
実施の形態４．
この発明の第５及び第６発明の一実施の形態を示す。
この実施の形態は、キー保管箱７のキー収納部１３にキーが収納されていないときに、こ
のキーの所持者であるテナントが部屋１内に不在となるような操作（実施の形態３参照）
をすると、その操作を不感とするか又は警報を出力するようにしたものである。
これにより、キーをキー収納部１３に収納せず、部屋１外に持ち出すことを防止でき、キ
ーの複製及びその悪用を未然に防止することが可能となる。
【００３３】
他の実施の形態．
次のように実施することも可能である。
(1)　部屋１の中にラック２を設置するものとしたが、部屋の中の所定のスペースを借り
て、テナント側で仕切りを設ける場合もある。この場合は、カードリーダ等で個人判別を
して、結果がＯＫのときだけ仕切り内に入れるようにする。そして、仕切りに設けられた
扉が開いているのに、部屋１内の該当テナントが部屋に不在となる操作をしたとき警報を
出力する。
【００３４】
(2)　部屋１への出入口を開閉する扉は回転扉４に限定されるものではない。鉄道用の出
改札ゲートのように１回の入退室を一人に制限するものであればよい。
(3)　上記 (2)の他の例として、２枚の扉内に人を閉じ込め、その内部の大きさを１人しか
入れないようにするか、又は体重を測定して１人であることを検出するような装置を用い
る。
(4)　カードリーダは、磁気、光、ＩＣ、非接触等の個人判別カードが使用できるもので
あればよい。また、テンキーやバイオメトリクスを利用した個人判別も可能である。また
、それらを併用する。
【００３５】
(5)　キー保管箱７は部屋１の外に設置する。
(6)　ラック２にカードリーダ等の個人判別装置を設置し、判別結果がＯＫのときラック
２の扉を開くようにする。
【００３６】
【発明の効果】
以上説明したとおりこの発明では、部屋の中にテナントに対応する複数の小室を設置し、
第１発明では、この小室に対応するテナントが部屋内に不在であることが検出され、かつ
このテナントに対応する小室の開扉状態が検出されると、また第２発明では、キー保管箱
に小室の扉を開閉するキーが収納されているとき、このキーに対応する小室の扉が開くと
、また第３発明では、小室に対応するテナントが不在であることが検出されたとき、キー
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保管箱にテナントに対応するキーが収納されていないか、又はテナントに対応する小室の
扉が開いていると、それぞれ異常警報を出力するようにしたので、侵入者の発生が検出さ
れ、警備性を向上することができる。
【００３７】
また第４発明では、部屋の中にテナントに対応する複数の小室を設置し、この小室の扉が
開いているとき、テナントが部屋内に不在となる操作をしたことが検出されると、この不
在操作を不感とするか、又は警報を出力するようにしたので、テナントに小室の扉の閉め
忘れを警告することができる。
【００３８】
また第５発明では、キー保管箱にキーが収納されていないときに、小室に対応するテナン
トが部屋内に不在となる操作をしたことが検出されると、この不在操作を不感とするか、
又は警報を出力するようにしたので、キーを部屋外に持ち出すことを防止し、キーの複製
及びその悪用を未然に防止することができる。
【００３９】
　また第６発明 では、テナントが部屋内に不在となる操作を、テナントが

部屋内に不在
となることを事前に検出でき、キーの持ち出しを防止することができる。
【図面の簡単な説明】
【図１】　この発明の実施の形態１を示すデータセンタの部屋の平面図。
【図２】　図１のカードリーダの斜視図。
【図３】　図１のキー保管箱の斜視図。
【図４】　この発明の実施の形態１を示すブロック線図。
【図５】　この発明の実施の形態１を示す入室動作フローチャート。
【図６】　この発明の実施の形態１を示すキー及び判別カードの取り出し／収納動作フロ
ーチャート。
【図７】　この発明の実施の形態１を示す退室動作フローチャート。
【図８】　この発明の実施の形態１を示す異常検出動作フローチャート。
【符号の説明】
１　データセンタの部屋、　　２　小室（サーバラック）、　　４　回転扉、５，６　個
人判別装置（カードリーダ）、　　７　キー保管箱、　　１１　リーダヘッド、　　１３
　キー収納部、　　１４　リーダヘッド、　　２６Ａ～２６Ｎ　小室（サーバラック）の
扉センサ。
Ｓ３１、Ｓ３２、Ｓ３４　異常警報手段、　　Ｓ３１、Ｓ３３、Ｓ３４　異常警報手段、
　　Ｓ３２　不在検出手段。

10

20

30

(7) JP 3916863 B2 2007.5.23

及び第７発明 入
退室者を判断して正規の入退室者の入退室を許可する装置により部屋内から部屋外への通
行許可を要求する操作、又はキー保管箱にキーを収納する操作としたので、



【 図 １ 】 【 図 ２ 】

【 図 ３ 】

【 図 ４ 】 【 図 ５ 】
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【 図 ６ 】 【 図 ７ 】

【 図 ８ 】
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