Office de la Propriete Canadian CA 2926769 A1 2015/04/30

Intellectuelle Intellectual Property
du Canada Office (21) 2 926 769
(Lj’,[‘ng[%?rfi“esgaena i mjgtf;‘éyaﬁ; i 12y DEMANDE DE BREVET CANADIEN
CANADIAN PATENT APPLICATION
(13) A1
(86) Date de depot PCT/PCT Filing Date: 2014/10/23 (51) ClL.Int./Int.Cl. B66B 1/34 (2006.01),

B66B 5/00 (2006.01)

(71) Demandeur/Applicant:
THYSSENKRUPP ELEVATOR AG, D

(72) Inventeurs/Inventors:

(87) Date publication PCT/PCT Publication Date: 2015/04/30
(85) Entree phase nationale/National Entry: 2016/04/07
(86) N° demande PCT/PCT Application No.: IB 2014/002553

(87) N° publication PCT/PCT Publication No.: 2015/059565 "AYLOR, CHRISTOPHER, US:
(30) Priorités/Priorities: 2013/10/25 (US61/895,477); THURMOND, CHARLIE, US;
2014/03/19 (US14/219,494) SPEGGIORIN, FABIO, US

(74) Agent: KIRBY EADES GALE BAKER

(54) Titre : TECHNOLOGIE DE COMMUNICATION EN SERIE LIEE A LA SECURITE POUR ASCENSEUR
(54) Title: SAFETY RELATED ELEVATOR SERIAL COMMUNICATION TECHNOLOGY

(57) Abrege/Abstract:

Safety related information for an elevator installation can be transmitted via a serial connection using serialization and
deserialization modules. These serialization and deserialization modules can comprise redundant components, such as
processors and interfaces, and can be configured to cross check various data inputs and outputs to identify data corruption,
component failures, or inconsistencies in data.

B

.

'

e
ok [ [ f
RO . e s
. M "c'-'-.n:‘-:{\: .«me . m s
.
.

A7 /7]
o~

C an a dg http:vopic.ge.ca - Ottawa-Hull K1A 0C9 - atp.//cipo.ge.ca OPIC

OPIC - CIPO 191




WO 2015/059:565 A1 |[HJ 10RO R0 0 RSO, R

(43) International Publication Date

(19) World Intellectual Property

CA 029267769 2016-04-07

Organization
International Bureau

WIPOIPCT

30 April 2015 (30.04.2015)

(12) INTERNATIONAL APPLICATION PUBLISHED UNDER THE PATENT COOPERATION TREATY (PCT)

(10) International Publication Number

WO 2015/059565 Al

(1)

(21)

(22)

(25)

(26)
(30)

(71)

(72)

(81)

International Patent Classification:
B66B 1/34 (2006.01) B66B 5/00(2006.01)

International Application Number:
PCT/IB2014/002553

International Filing Date:
23 October 2014 (23.10.2014)

Filing Language: English
Publication Language: English
Priority Data:

61/895,477 25 October 2013 (25.10.2013) US
14/219,494 19 March 2014 (19.03.2014) US
Applicant: THYSSENKRUPP ELEVATOR AG

[DE/DE]; ThyssenKrupp Allee 1, 45143 Essen (DE).

Inventors: TAYLOR, Christopher; 6174 Choctaw Trails,
Olive Branch, MS 38654 (US). THURMOND, Charlie;
5245 Mosters Drive S., Olive Branch, MS 38654 (US).
SPEGGIERIN, Fabio; 4875 Fox Springs Drive, Colli-
erville, TN 38017 (US).

Designated States (unless otherwise indicated, for every
kind of national protection available). AE, AG, AL, AM,
AO, AT, AU, AZ, BA, BB, BG, BH, BN, BR, BW, BY,

BZ, CA, CH, CL, CN, CO, CR, CU, CZ, DE, DK, DM,
DO, DZ, EC, EE, EG, ES, FI, GB, GD, GE, GH, GM, GT,
HN, HR, HU, ID, IL, IN, IR, IS, JP, KE, KG, KN, KP, KR,
KZ, LA, LC, LK, LR, LS, LU, LY, MA, MD, ME, MG,
MK, MN, MW, MX, MY, MZ, NA, NG, NI, NO, NZ, OM,
PA, PE, PG, PH, PL, PT, QA, RO, RS, RU, RW, SA, SC,
SD, SE, SG, SK, SL, SM, ST, SV, SY, TH, TJ, TM, TN,
IR, TT, TZ, UA, UG, US, UZ, VC, VN, ZA, ZM, ZW.

(84) Designated States (unless otherwise indicated, for every

kind of regional protection available). ARIPO (BW, GH,
GM, KE, LR, LS, MW, MZ, NA, RW, SD, SL, ST, SZ,
TZ, UG, ZM, ZW), Eurasian (AM, AZ, BY, KG, KZ, RU,
TJ, TM), European (AL, AT, BE, BG, CH, CY, CZ, DE,
DK, EE, ES, FI, FR, GB, GR, HR, HU, IE, IS, IT, LT, LU,
LV, MC, MK, MT, NL, NO, PL, PT, RO, RS, SE, SI, SK,
SM, TR), OAPI (BF, BJ, CF, CG, CI, CM, GA, GN, GQ,
GW, KM, ML, MR, NE, SN, TD, TG).

Published:

with international search report (Art. 21(3))

before the expiration of the time [imit for amending the

claims and to be republished in the event of receipt of
amendments (Rule 48.2(h))

(54) Title: SAFETY RELATED ELEVATOR SERIAL COMMUNICATION TECHNOLOGY

(57) Abstract: Safety related mformation for an elevator installation can be transmitted via a serial connection using serialization
and deserialization modules. These serialization and deserialization modules can comprise redundant components, such as pro -
cessors and interfaces, and can be configured to cross check various data mputs and outputs to identily data corruption, component
failures, or inconsistencies 1 data.



CA 029267769 2016-04-07

WO 2015/059565 PCT/IB2014/0023553

SAFETY RELATED ELEVATOR SERIAL COMMUNICATION TECHNOLOGY

[0001]

[10002]

[0003]

FIELD

The disclosed technology pertains to transmitting safety related information in an

elevator installation.
BACKGROUND

The capacity to operate safely 1s critical for any elevator installation. As a result,
modern elevator installations are designed to allow for the capture of a
substantial amount of information related to the cars they contain, and for the use
of that information to ensure that the elevator cars operate in a safe manner.
While this capture and use of safety related information 1s beneficial in
maintaining the safety of elevator cars, 1t has drawbacks as well. For example,
when safety related information 1s captured and processed at different
components, that information has historically been communicated from the
capturing component(s) to the processing component(s) with discrete wires for
each piece of captured information. This generally results in the use of 10-15
discrete wires for the communication of safety related information, which
increases the cost of the elevator installation, both 1n terms of the material cost of

the wires, and the labor cost for installing them.

SUMMARY

The technology disclosed herein can be used to implement a safety information
communication system comprising an input device and an output device. In such
a communication system, the input device can comprise a communication
module and a first plurality of microcontrollers, while the output device can
comprise a plurality of serial peripheral interfaces and a second plurality of

microcontrollers. Where they are present, a first plurality of microcontrollers



CA 029267769 2016-04-07

WO 2015/059565 PCT/IB2014/0023553

[0004]

[0005]

from an 1nput device can be comprised of microcontrollers which are each
configured to periodically receive a plurality of items of safety related data for an
elevator car, build a first data package, and send the first data package to the
communication module. The communication module, in turn, can be configured
to transmit the first data package to the output device in a serial format. A
second plurality of microcontrollers in an output device can also comprise
microcontrollers which are each configured to perform a set of tasks. For
example, a set of tasks that the microcontrollers from the second plurality of
microcontrollers could be configured to pertorm could comprise receiving the
first data package, checking for errors in the first data package, building a second
data package, and sending the second data package to an elevator controller via

the plurality of serial peripheral interfaces.

In a system such as described above, the input device can be configured to cross
check the safety related data among the microcontrollers from the first plurality
of microcontrollers comprised by the input device. Additionally, in such a
system, a first data package built by the microcontrollers comprised by the input
device could comprise the plurality of items of satety related data for the elevator
car and a code for errors detected by the input device. The second data package
built by the microcontrollers comprised by the output device could comprise the
plurality of items of safety data for the elevator car, the code for errors detected

by the first input device, and a code for errors detected by the output device.

It should be understood that other approaches to implementing the inventors’
technology, including 1in novel machines, methods, or articles of manufacture, or
in systems which may not correspond to the example system described above,
are also possible, and will be immediately apparent to those of ordinary skill in
the art in light of the disclosure set forth herein. Accordingly, this summary
should be understood as being exemplary only of how the inventors’ technology
could be implemented, and should not be treated as limiting on the protection

accorded by this document, or by any related document.
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[0009]

[0010]

[0011]

[0012]

BRIEF DESCRIPTION OF THE DRAWINGS

The drawings and detailed description which follow are intended to be merely
illustrative and are not intended to limit the scope of the invention as

contemplated by the inventors.

Figure 1 depicts a high level overview of a system which could be used to
capture elevator safety related information and transmit 1t over a serial

connection.

Figure 2 1illustrates an exemplary set of components which could be used to

implement a serialization module such as shown in figure 1.

Figure 3 1llustrates and exemplary format which could be used for the

transmission of data between serialization and deserialization modules 1n a

system such as shown 1n figure 1.

Figure 4 illustrates an exemplary set of components which could be used to

implement a deserialization module such as shown 1n figure 1.

Figure 5 illustrates an exemplary format which could be used for data packages

communicated between a deserialization module and a controller.

DETAILED DESCRIPTION

The inventors have conceived of novel technology which, for the purpose of
illustration, 1s disclosed herein as applied in the context of communicating safety
related information in an elevator installation using a serial connection. While
the disclosed applications of the inventors’ technology satisty a long felt but
unmet need 1n the art of communicating safety related information in an elevator

installation, 1t should be understood that the inventors” technology 1s not limited
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[0014]

to being implemented in the precise manners set forth herein, and that other
implementations will be immediately apparent to, and could be implemented
without undue experimentation by, those of ordinary skill in the art in light of
this disclosure. Accordingly, the examples set forth herein should be understood

as being 1llustrative only, and should not be treated as limiting.

Turning now to the figures, figure 1 depicts a high level overview of a system
which could be used to capture elevator satety related information and transmit it
over a serial connection. In the system of figure 1, safety related information 1s
captured from switches [101][102][116] representing elevator doors, stop
switches, 1nspection switches and various other safety based switches. For
example, a typical set of switches could be Car Door Contact Front (CDCF), Car
Door Contact Rear (CDCR), Final Limit (FTSD), Safety Gear Switch (SAFGR),
In-car stop switch (CST), Cartop inspection transfer switch (INCTM), Cartop
inspection up (INCTU), Cartop inspection down (INCTD), Cartop Inspection
Enable (INCTE), Hoistway Enable switch (INHAM), and 7 other switches wired
in series to 1 input (SAFCAR) including Emergency Exit switch, Comp Chain
Pull-out switch, Pendant Station Stop switch, Car Movement Lock, Cartop stop
switch, Rear Cartop stop switch, and fireman stop switch. Other switches or
combinations of switches are also possible, and the particular switches used can
vary from installation to installation (e.g., based on local safety codes).
Similarly, in some cases, the inventors’ technology might be configured to read
information from a larger number of switches than are actually present, in which

case the absent switch(es) could be replaced by wire jumper(s).

A system such as shown 1n figure 1 can also capture safety related information
from other types of devices, such as one or more sensors [117] used to detect the
position, velocity and/or speed of an elevator car. This capture can be achieved
through use of a serialization module [118], which could be configured to read
the safety related information from the switches [101][102][116] and/or various

sensors [117], and to send it 1in serial form over a traveling cable [119] to a
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[0016]

deserialization module [120]. The deserialization module [120] could be
configured to, once it had received the safety related information, deserialize the
information and communicate it to an elevator controller [121]. Of course, it 15
possible that other types of safety related information could be captured and sent
to the deserialization module [120] as well. For example, in some embodiments
following the diagram of figure 1, external sensors [117] such as shown in that
figure could be absolute position sensors which could be configured to detect
faults as part of their position and velocity calculations. In such embodiments,
any faults detected by an external sensor [117] could be sent to the serialization
module [118] from which they could be communicated to, and handled by, a
controller [121] via the deseriaillzation module [120] 1n a manner similar to that

described herein for other types of errors.

Preferably, the serialization module [118] will be configured to send the safety
related information via transmissions taking place every Sms over a single
twisted pair cable up to 1500 meters long using a non-return to zero code.
However, 1t should be understood that variations on that preferred approach,
such as the use of other transmission frequencies, other types of physical media
for the traveling cable [119] (e.g., redundant transmission wires), or other types
of encoding schemes (e.g., Hamming codes, return to zero codes, etc) known to
those of ordinary skill in the art could also be used to implement a system shown

in figure 1.

Preferably, 1in a system such as shown in figure 1, the serialization module [118]
and deserialization module [120] will both be implemented as two separate PCB
plug 1n boards. Such PCB plug in boards may be encased in housings, though it
should be understood that, where the serialization module [118] and/or the
deserialization module [120] 1s implemented as a PCB plug in board, it 1s not
necessary for such a board to be encased in a housing for it to be used in a

system such as shown 1n figure 1.
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[0018]

Turning now to figure 2, that figure illustrates an exemplary set of components
which could be used to implement a serialization module [118] such as shown in
figure 1. To illustrate how those components could interact with each other and
operate 1n a serialization module [118], the components of figure 2 are described
in the context of performing four main functions: reading safety related switches
[101][102][116], reading information from an external sensor [117], building a
data package for transmission to the deserialization module [120], and
transmitting the safety related information to the deserialization module [120]. It
should be understood that, while the material included 1n this description
represents a preferred approach to implementing a serialization module [118],
other approaches to i1mplementing a serialization module [118], such as
approaches 1n which the module reads different information, reads the
information from different devices or numbers of devices, or uses different
components and/or levels of redundancy are also possible, and will be
immediately apparent to those of ordinary skill in the art in light of this
disclosure. Accordingly, figure 2, and the disclosure corresponding to that
figure, should be understood as being illustrative only, and should not be treated

as limiting.

Turning now to how the components depicted in figure 2 could be used to
pertorm the functions described above, the functions of reading the safety related
switches [101][102][116] and reading the information from the external sensor
[117] can be pertormed using two microcontrollers [201][202] and two network
interfaces (depicted as CAN interfaces [204][205]). These microcontrollers
[201][202] would preferably be configured (e.g., through appropriately
programmed software or firmware) to compare the read signals on the switch
input terminals [203] (shown as 16 input terminals in figure 2, though different
numbers (e.g., more terminals 1n a serialization module [118] which intended to
capture mnput from more than 16 switches) could also be used). Similarly, the

microcontrollers [201][202] would also preferably each be configured to receive
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[10020]

and cross check information from multiple external sensors [117] via the
corresponding CAN i1nterfaces [204][205]. These comparisons and cross checks
could be used to detect data corruption, short circuits or stuck-at-tfailures, thereby

increasing the overall safety of the system.

This same approach to increasing safety through redundant processing can also
be used in building a data package with the safety related information for
transmission to the deserialization module [120]. In particular, in a preferred
embodiment, each microcontroller [201][202] will independently build the data
package. This allows the integrity of the microcontrollers [201][202] to be
checked through comparison of the independently built data packages. For
example, i1t 1s possible that one of the microcontrollers [201] could operate as a
master microcontroller [which would transmit a data package to the
communiation module [206], while the other microcontroller [202] could operate
as a slave microcontroller which would not transmit a data package, but would
instead monitor the communication module [206] for data packages transmitted
by the master microcontroller [201]. In such an implementation, when a slave
microcontroller detects a transmission from the master microcontroller i1t will
compare the data package in that communication with i1ts own independently
build data package and disable the inbound transmission to the communication
module if the packages are inconsistent. Of course, other approaches to ensuring
the consistency of the data packets, such as using a separate comparison
component of the serialization module [118] (not shown 1n figure 1), or through
use of microcontrollers in the deserialization module [120] are also possible, and
will be 1immediately apparent to, and could be implemented without undue

experimentation by, those of ordinary skill in the art in light of this disclosure.

Not only does the disclosed technology improve safety by allowing data
packages to be independently built and checked for consistency, the information
in a data package can also support increased reliability, and therefore safety, for

the system. For example, the microcontrollers [201][202] and/or a separate
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communications module [206] can be configured to create the data package to
include, 1n addition to safety related information captured from sensors or
switches, failure codes or status information determined by the serialization
module [118] itself. For example, in some embodiments, microprocessors
[201][202] 1n a serialization module could be configured to detect and generate
error codes for internal errors, such as failures of components or failures to
communicate with external sensors [107]. Similarly, such microprocessors
[201][202] could be configured to detect errors in the operation of an external
sensor [107], such as by checking, for example, the sequence number, time
expectation, or CRC from a frame used 1n communicating data from an external
sensor [107], to verity that that data is valid. Similarly, in implementations using
a dual channel absolute position sensors as an external sensor [107], a
microprocessor [201][202] from a serialization module could be configured to
cross check information from those channels (e.g., by comparing the positions of
the two channels and, if they do not match an expected fixed position offset,
logging a communication error). Various types of administrative data could also
be added to a data package, such as a sequence counter and a cyclic redundancy
check/checksum value over the whole data carrier which could potentially be

used by the deserialization module [120] to find corrupted data.

An exemplary format which could be used for a data package to be transmitted
between the serialization module [118] (referred to as S3I) and the
deserialization module [120] (referred to as S30) 1s 1llustrated in figure 3. In a
data package following the format of figure 3, the first byte of the package [301]
will include the sequence counter added by the microcontrollers [201][202]. The
next ten bytes of the package [302] will include position and speed information
retrieved from external sensors (referred to in figure 3 as data from the APS, an
acronym for Absolute Position Sensor). The following two bytes of the package
[303] include information on the status of the safety related switches, with the

values of the individual bits (e.g., zero or one) indicating the status of the
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individual switches. The two bytes after that [304] include information on the
status of the serialization module [118]. This status information can include
information such as the manufacturer of the external sensors, whether the
external sensors are properly aligned or need alignment for some reason (e.g.,
reading too close, reading too far, reading too left, reading too right), and
whether the elevator car associated with the serialization module 1s ok, 1s
recommended for service, 1s operating 1in a warning state (e.g., that it should go
to 1ts target floor then cease operation), and whether it 1s (or should be) stopped.
The next one byte field in the package [305] would include codes providing
information on errors. These error codes could indicate error types such as that
there 1s an error 1n the position or velocity found by an external sensor, that an
internal error was detected 1n the serialization module, that there 1s a fault 1in a
switch, that there are alignment errors, communication faults or internal errors in
a sensor, or other types of error information. Finally, the last two bytes [306] of
a package sent using the format of figure 3 will include a cyclic redundancy
check value which, as described previously, can be used to i1dentify corrupted

data in the package.

Preferably, when a package containing error codes indicating that an error has
been detected 1s received, the elevator associated with the serialization module
[118] which sent the package with the error codes will be immediately stopped
so that the problem associated with the error codes can be addressed and the
elevator can resume safe operation. Similarly, if a package 1s expected to be
received and 1t 1s not (e.g., 1f packages are expected to be sent every five
milliseconds, if a package does not arrive within a certain arrival window
centered around its expected time), then the elevator associated with the
serialization module [118] whose package was not received will preferably be
stopped so that the problem which caused the loss of communication can be

identified and addressed, thereby allowing the elevator to resume safe operation.
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[0025]

Turning now to figure 4, that figure illustrates an exemplary set of components
which could be used to implement a deserialization module [120] such as shown
in figure 1. As with the discussion of figure 2, the discussion of figure 4 focuses
on three main functions those components could perform — reading data
packages received from the serialization module [118], building new data
packages for transmission to the controller [121], and actually transmitting the
new data packages to the controller [121] — to 1llustrate how those components
could operate and interact with each other. As was the case with the discussion
corresponding to figure 2, the following discussion of the components depicted
in figure 4 should be understood as being illustrative only, and should not be
treated as implying limitations on the protection accorded by this document or

any related document.

Turning now to how the components depicted in figure 4 could be used to
pertorm the functions described above, components such as shown in figure 4
will preferably be i1mplemented in a manner which uses redundancy of
components and data processing to increase reliability and safety. Accordingly,
as was the case with the exemplary serialization module [118] depicted in figure
2, the exemplary deserialization module [120] depicted i1n figure 4 includes
parallel microcontrollers [401][402]. These microcontrollers [401][402] can be
configured to retrieve the data packages sent from the serialization module [118]
and check those packages for consistency with each other, as well as for internal
data corruption (e.g., using sequence numbers and cyclic redundancy check
values, as described previously). The microcontrollers [401][402] can also be
configured to, once the data packages have been retrieved and checked, use the
information from those data packages to build new data packages which will be

sent to the elevator controller [121].

As with a serialization module [118] such as discussed in the context of figure 2,
a deserialization module [120] such as discussed 1n the context of figure 4 could

be implemented 1n a variety of manners, including using a master/slave design

10



CA 029267769 2016-04-07

WO 2015/059565 PCT/IB2014/0023553

[10026]

similar to that discussed in the context of figure 2. For example, 1n a
deserialization module [120] using such a master/slave design, a master
microprocessor [401] would receive data packages from the serialization module
[118] and build a new data package which could be transmitted to the elevator
controller [121]. The slave microprocessor [402] would receive the same data
package from the serialization module [118] and independently build a new data
package. The slave microprocessor [402] would monitor for transmissions from
the master microprocessor [401] and would compare the two independently
created new data packages. It the slave microprocessor [402] detected any
inconsistencies across the two independently created new data packages 1t would
prevent the elevator controller [121] from receiving the new data package sent by

the master microcontroller [401].

An exemplary format which could be used for new data packages created by a
deserialization module [120] 1s shown 1n figure 5. As shown 1n the labels 1in that
figure, most of the data from the new data package 1s actually taken directly from
the data packages received from the serialization module [118]. However, a new
data package following the format of figure 5 will differ from the data package
received from the serialization module [118] 1n that the first [SO1] and last [502]
bytes of the new package include new sequence counter and cyclic redundancy
check values determined by the deserialization module [120], rather than simply
repeating the values from the original data package. Similarly, the second byte
[503] of a new data package following the format of figure 5 will include new
error codes, which error codes could indicate information such as whether there
was a communication error 1 (or loss of) communication between the
serialization and deserialization modules and whether there 1s an error in trying
to communicate data from the deserialization module to the controller (or some
other type of internal error in the deserialization module). As was the case with
error handling as discussed 1n the context of figure 3, in the event that the error

code information 1n a new data package indicates that an error has been detected,

11
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or an expected communication from the deserialization module 1s not received,
the elevator or elevators whose information would be handled by that
deserialization module would preferably be stopped so that the 1ssue underlying
the error or loss of communication could be resolved, and safe operation of the

elevator or elevators could resume.

As with the data packages transmitted from the serialization module [118], these
new data packages will preferably be independently created and cross checked
against each other. Once they have been cross checked, the data packages will
be communicated to the elevator controller [121] via a set (shown as a set of
three interfaces in figure 4, though other numbers of interfaces could be used) of
redundant serial to parallel (SPI) interfaces [403]. As with the switch input
terminals [203] from figure 2, these redundant SPI interfaces [403] will
pretferably be cross checked against each other (e.g., by a separate comparison
component [not shown], by one or more of the microcontrollers [401][402] from
the deserialization module [120], and/or by the controller [121]) to 1dentify 1f any
of the interfaces [403] 1s corrupted.

The inclusion of particular examples, details, explanations and features in the
above disclosure should not be treated as implying that this document or any
document related to this document does not include within its scope variations on
the above disclosure such as will be immediately apparent to, and could be
implemented without undue experimentation by, one of ordinary skill in the art
in light of the explicit disclosure set forth herein. For example, in the above
disclosure, figure 2 illustrated the example serialization module [118] as having
16 switch input terminals [203], and figures 3 and S illustrated exemplary data
package formats as having two bytes (16 bits) of space reserved for storing
information on the status of safety related switches. While this configuration
represents a preferred approach to implementing the inventors’ technology, it
should be understood that other numbers of switch input terminals [203] (or even

no switch input terminals, in the event that all satety information 1s collected

12
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from other types of sensors, such as absolute position sensors) could be used in
systems implementing the disclosed technology, and that, in the event of changes
in the numbers of switch input terminals, corresponding changes in the number
of bits used to represent the status of the switches would also be made. Similar
changes could be made 1n the numbers of other components (e.g., serialization
and/or deserialization modules could be implemented to use more than redundant
microcontrollers), in other aspects of data organization (e.g., data could be
communicated using a different bit ordering than shown 1n figures 3 and 35), or in
other aspects of the operation of the system (e.g., data communication could take
place with a different frequency than the Sms frequency identified in the above
disclosure). Accordingly, the disclosure set forth herein should be understood as

being 1llustrative only, and should not be treated as limiting.

In light of the above, the protection for the inventors’ technology accorded by
this document or any related document should not be limited to the material
explicitly set forth herein. Instead, the protection accorded by this document, or
any related document, should be understood as being defined by the claims in
such document, when the terms 1n those claims which are listed under an
“Explicit Definitions” heading are given the explicit definitions provided, and
the remaining terms are given their broadest reasonable interpretation as shown
by a general purpose dictionary. To the extent that the interpretation which
would be given to the claims based on this document 1s 1n any way narrower than
the interpretation which would be given based on the “Explicit Definitions™ and
the broadest reasonable interpretation as provided by a general purpose
dictionary, the interpretation provided by the “Explicit Definitions™ and broadest
reasonable interpretation as provided by a general purpose dictionary shall
control, and the inconsistent usage of terms in the specification of this or any

related document shall have no ettect.

Explicit Definitions
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[0031]

[0032]

[0033]

[0034]

[0035]

When used in the claim a statement that something 1s “based on” something else
should be understood to mean that something 1s determined at least in part by the

?

thing that it 1s indicated as being “based on.” When something 1s completely

determined by a thing, 1t will be described as being “based EXCLUSIVELY on”
the thing.

When used 1n the claims, “cardinality” should be understood to refer to the

number of elements 1n a set.

When used 1n the claims, “computer executable instructions”™ should be
understood to refer to data which can be used to specity physical or logical

operations which can be performed by a computer.

When used 1n the claims, “computer readable medium™ should be understood to
refer to any object, substance, or combination of objects or substances, capable
of storing data or instructions 1n a form in which they can be retrieved and/or
processed by a device. A computer readable medium should not be limited to
any particular type or organization, and should be understood to include
distributed and decentralized systems however they are physically or logically
disposed, as well as storage objects of systems which are located in a defined
and/or circumscribed physical and/or logical space. Computer memory such as
hard discs, read only memory, random access memory, solid state memory
elements, optical discs and registers 1s an example of a “computer readable

medium.”

When used 1n the claims, “configured” should be understood to mean that the
thing “configured™ 1s adapted, designed or modified for a specific purpose. An
example of “configuring” in the context of computers i1s to provide a computer
with specific data (which may include instructions) which can be used in
performing the specific acts the computer 1s being “configured” to do. For
example, installing Microsoft WORD on a computer “configures” that computer

to function as a word processor, which 1t does by using the instructions for

14
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[0036]

[0037]

[0038]

[0039]

[0040]

[0041]

Microsoft WORD 1n combination with other inputs, such as an operating system,

and various peripherals (e.g., a keyboard, monitor, etc).

When used in the claims, the term “data object” should be understood to refer to
an 1dentifiable and distinct entity expressed in a form (e.g., data stored in a

computer readable medium) which can be manipulated by a computer.

When used 1n the claims, “database” should be understood be to a collection of
data stored on a computer readable medium in a manner such that the data can be
retrieved by a computer. The term “database™ can also be used to refer to the

computer readable medium itself (e.g., a physical object which stores the data).

When used 1n the claims, an “element” of a “‘set” (defined infra) should be

understood to refer to one of the things in the “set.”

When used 1n the claims, “means for reading, building a deserializer data
package based on, and transmitting information comprising at least a portion of,
the serializer data package™ should be understood as being an element set forth in
means + function form as permitted by 35 U.S.C. § 102(f), where the
corresponding structure described in the specification 1s a deserialization module
[120] such as 1llustrated in figures 1 and 4 and described in the corresponding

text.

When used 1n the claims, “means for reading, building a serializer data package
based on, and serially transmitting information comprising, safety related data
for an elevator car” should be understood as being an element set forth in means
+ function form as permitted by 35 U.S.C. § 112(f), where the corresponding
structure described 1n the specification 1s a serialization module [118] such as

illustrated in figures 1 and 2 and described in the corresponding text.

When used 1n the claims, “remote” should be understood to refer to the
relationship between entities which are physically distant from one another, such

as between entities that communicate over a network.
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[0042]

[0043]

10044 ]

When used 1n the claims, the term ‘“‘set” should be understood to refer to a

number, group, or combination of zero or more things of similar nature, design,

or function.

When used 1n the claims, the term “‘storing” used in the context of a memory or
computer readable medium should be understood to mean that the thing *‘stored”
1s reflected in one or more physical properties (e.g., magnetic moment, electric

potential, optical reflectivity, etc) of the thing doing the ““storing™ for a period of

time, however brief.

Accordingly, we claim:
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1. A method for allowing safety data regarding an elevator installation to be communicated
using a serial communication channel, the method comprising a set of transmission and

receipt steps comprising:

a. at a serialization module:
1. receiving a plurality of items of safety data for an elevator car;
11. building a serializer data package comprising the plurality of items of

safety data for the elevator car; and
111. sending the serializer data package comprising the plurality of items of
safety data for the elevator car to a deserialization module;
b. at the deserialization module:
1. receiving the serializer data package comprising the plurality of items of
safety data for the elevator car;
11. building a deserializer data package comprising the plurality of items of
safety data for the elevator car; and
111. sending the deserializer data package comprising the plurality of items of
safety data to a controller;
C. at the controller, determining, based on information from the deserialization
module, whether the elevator car should be prevented from operating as a result of

a safety problem.

2. The method of claim 1, wherein;
a. the serialization module and deserialization module each comprise a plurality of
microcontrollers:
b. receiving the plurality of items of safety data for the elevator car at the

serialization module comprises receiving the plurality of items of safety data for
the elevator car independently at two or more microcontrollers from the
serialization module’s plurality of microcontrollers;

C. building the serializer data package comprising the plurality of items of safety

related data for the elevator car comprises building the serializer data package
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independently at two or more microcontrollers from the serialization module’s

plurality of microcontrollers;

d. receiving the serializer data package comprising the plurality of items of safety
data for the elevator car comprises receiving the serializer data package
independently at two or more microcontrollers from the deserialization module’s
plurality of microcontrollers; and

€. building the deserializer data package comprising the plurality of items of safety
data for the elevator car comprises building the deserializer data package
independently at two or more microcontrollers from the deserialization module’s
plurality of microcontrollers;

f. the set of transmission and receipt steps further comprises:

1. checking the plurality of items of safety data received at the serialization
module by performing acts comprising comparing data from the plurality
of 1items of safety data as received at one of the serialization module’s
plurality of microcontrollers against data from the plurality of items of
safety data received at another of the serialization module’s plurality of
microcontrollers:

11 checking the independently built serializer data packages by performing
acts comprising comparing the serializer data package as built by one of
the serialization module’s plurality of microcontrollers with the serializer
data package as built by another of the serialization module’s plurality of
microcontrollers: and

111. checking the independently built deserializer data packages by performing
acts comprising comparing the deserializer data package as built by one of
the deserialization module’s plurality of microcontrollers with the
deserializer data package as built by another of the deserialization

module’s plurality of microcontrollers;
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3. The method of claim 2, wherein:

a. sending the deserializer data package to the controller comprises communicating
the deserializer data package to the controller independently through a plurality of
serial peripheral interfaces comprised by the deserialization module;

b. sending the serializer data package to the deserialization module comprises
sending the serializer data package 1n serial form over a cable using a non-return
to zero code; and

C. the set of transmission and receipt steps comprises determining whether any of the
deserialization module’s serial peripheral interfaces 1s corrupted by checking the

deserialization module’s serial peripheral interfaces against each other.

4. The method of claim 1, wherein:
a. the serializer data package comprises the satety data for the elevator car
surrounded by supplemental data added by the serialization module, wherein the

supplemental data added by the serialization module comprises:

1. a sequence counter for the serializer data package;
11. a corruption check value for the serializer data package;
111. status information; and
1V. error information;

b. the deserializer data package comprises:
1. the safety data for the elevator car;
11. the status information from the serializer data package;
111. the error information from the serializer data package;
1V. additional error information;
V. a sequence counter tor the deserializer data package; and
V1. a corruption check value for the deserializer data package.
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The method of claim 4 wherein:

d.

the safety data for the elevator car comprises:

1. on/oft status information for a plurality of switches;
11. speed of the elevator car; and
111. position for the elevator car;

the corruption check value 1s either:
1. a cyclic redundancy check value calculated for the data package; or
11. a checksum value calculated for the data package;

the status information comprises:

1. alignment data for speed and position sensors for the elevator car; and
11. whether the elevator car 1s recommended for service or 1s 1n a warning
state;

the error information comprises one or more codes indicating error types

comprising:

1. internal errors 1n the serialization module;

11. faults 1n one or more switches from the plurality of switches; and

111. errors 1n sensors used to detect speed and position of the elevator car;

the additional error information comprises one or more codes indicating error

types comprising:

1. errors 1n communication between the serialization module and the
deserialization module:; and

11. internal errors i1n the deserialization module.

The method of claim 4, wherein determining, based on information from the

deserialization module, whether the elevator car should be prevented from operating as a

result of a safety problem comprises performing one or more acts from the set consisting

of:

d.

determining whether an error 1s indicated by the error information from the

serializer data package or the additional error information;
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b. determining whether an error 1s indicated by the additional error information;

C. determining, based on the sequence counter for the deserializer data package,
whether a data package has been lost, inserted, repeated, or 1s out of sequence;

d. determining, based on elapsed time since data package receipt, whether a data
package has been lost; and

€. determining, whether data communicated from the deserialization module to the

controller has been corrupted.

The method of claim 1, wherein the method comprises repeatedly performing the set of

transmission and receipt steps at Sms intervals.

A system for allowing safety data regarding an elevator installation to be communicated
using a serial communication channel, the system comprising:
a. a serialization module configured to pertorm a set of serialization steps
comprising:
1. receiving a plurality of items of safety data for an elevator car;
11. building a serializer data package comprising the plurality of items of
safety data for the elevator car; and
111. sending the serializer data package comprising the plurality of items of
safety data for the elevator car to a deserialization module;
b. the deserialization module, the deserialization module configured to perform a set
of deserialization steps comprising:
1. receiving the serializer data package comprising the plurality of items of
safety data for the elevator car;
11. building a deserializer data package comprising the plurality of items of
safety data for the elevator car; and
111. sending the deserializer data package comprising the plurality of items of

safety data to a controller;
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C. a controller configured to determine, based on information from the

deserialization module, whether the elevator car should be prevented from

operating as a result of a safety problem.

The system of claim 8, wherein;

a. the serialization module comprises a plurality of microcontrollers and 1s

configured to, 1n performing the set of serialization steps:

1.

11.

111.

receive the plurality of items of safety data for the elevator car
independently at two or more microcontrollers from the serialization
module’s plurality of microcontrollers;

check the received plurality of items of safety related data by performing
acts comprising comparing data from the plurality of items of safety
related data as received at one of the microcontrollers from the
serialization module’s plurality of microcontrollers against data from the
plurality of items of safety related data received at a different
microcontroller from the serialization module’s plurality of
microcontrollers; and

build the serializer data package independently at multiple
microcontrollers from the serialization module’s plurality of

microcontrollers; and

b. the deserialization module comprises a plurality of microcontrollers and 1s

configured to, in performing the set of deserialization steps:

1.

11.

receive the serializer data package independently at two or more
microcontrollers from the deserialization module’s plurality of
microcontrollers:

build the deserializer data package comprising the plurality of items of
safety data for the elevator car independently at multiple microcontrollers

from the deserialization module’s plurality of microcontrollers;

C. the system 1s configured to perform acts comprising:
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checking the plurality of items of safety data received at the serialization
module by performing acts comprising comparing data from the plurality
of 1items of safety data as received at one of the serialization module’s
plurality of microcontrollers against data from the plurality of items of
safety data received at another of the serialization module’s plurality of
microcontrollers;

checking the independently built serializer data packages by performing
acts comprising comparing the serializer data package as built by one of
the serialization module’s plurality of microcontrollers with the serializer
data package as built by another of the serialization module’s plurality of
microcontrollers; and

checking the independently built deserializer data packages by performing
acts comprising comparing the deserializer data package as built by one of
the deserialization module’s plurality of microcontrollers with the
deserializer data package as built by another of the deserialization

module’s plurality of microcontrollers;

10. The system of claim 9, wherein:

d.

the deserialization module comprises a plurality of serial peripheral interfaces,

and sending the deserializer data package to the controller comprises

communicating the deserializer data package to the controller independently

through the deserialization module’s plurality of serial peripheral intertaces;

sending the serializer data package to the deserialization module comprises

sending the serializer data package 1n serial form over a cable using a non-return

to zero code; and

the system 1s further configured to determine whether any of the deserialization

module’s serial peripheral interfaces 1s corrupted by checking the deserialization

module’s serial peripheral interfaces against each other.
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11. The system of claim 8, wherein:
a. the serializer data package comprises the satety data for the elevator car
surrounded by supplemental data added by the serialization module, wherein the

supplemental data added by the serialization module comprises:

1. a sequence counter for the serializer data package;
11. a corruption check value for the serializer data package;
111. status information; and
1V. error information;

b. the deserializer data package comprises:
1. the safety data for the elevator car;
11. the status information from the serializer data package;
111. the error information from the serializer data package;
1V. additional error information;
V. a sequence counter for the deserializer data package; and
V1. a corruption check value for the deserializer data package.

12. The system of claim 11 wherein:

a. the safety data for the elevator car comprises:
1. on/oft status information for a plurality of switches;
11. speed of the elevator car; and
111. position for the elevator car;

b. the corruption check value 1s either:
1. a cyclic redundancy check value calculated for the data package; or
11. a checksum value calculated for the data package;

C. the status information comprises:
1. alignment data for speed and position sensors for the elevator car; and
11. whether the elevator car 1s recommended for service or 1s 1n a warning

state;
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d. the error information comprises one or more codes indicating error types
comprising:
1. internal errors 1n the serialization module;
11. faults 1n one or more switches from the plurality of switches; and
111. errors 1n sensors used to detect speed and position of the elevator car;
€. the additional error information comprises one or more codes indicating error
types comprising:
1. errors 1n communication between the serialization module and the
deserialization module:; and

11. internal errors 1n the deserialization module.

The system of claim 11, wherein determining, based on information from the

deserialization module, whether the elevator car should be prevented from operating as a

result of a safety problem comprises performing one or more acts from the set consisting

of:

a. determining whether an error 1s indicated by the error information from the
serializer data package or the additional error information;

b. determining whether an error 1s indicated by the additional error information;

C. determining, based on the sequence counter for the deserializer data package,
whether a data package has been lost, inserted, repeated, or 1s out of sequence;

d. determining, based on elapsed time since data package receipt, whether a data
package has been lost; and

€. determining, whether data communicated from the deserialization module to the

controller has been corrupted.
The system of claim 8, wherein the system 1s configured to:

a. pertorm the set of serialization steps;

b. pertorm the set of deserialization steps;
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C. determine, based on information from the deserialization module, whether the

elevator car should be prevented from operating as a result of a safety problem:;

repeatedly at Sms intervals.

15. A machine comprising:

a. means for reading, building a serializer data package based on, and serially

transmitting information comprising, safety related data for an elevator car;

b. means for reading, building a deserializer data package based on, and transmitting

information comprising at least a portion of, the serializer data package; and

C. a controller, wherein the controller 1s:

1.

11.

communicatively connected to the means for reading, building the
deserializer data package based on, and transmitting information
comprising at least a portion of, the serializer data package; and
configured to determine whether the elevator car should be prevented from

operating as a result of a safety problem.

16. The machine of claim 15, wherein:

a. the machine further comprises a cable connecting:

1.

11.

and

the means for reading, building the serializer data package based on, and
serially transmitting information comprising, safety related data for the
elevator car; with

the means for reading, building the deserializer data package based on,
and transmitting information comprising at least the portion of, the

serializer data package;

b. transmitting information comprising safety related data for the elevator car

comprises transmitting the serializer data package over the cable using a non-

return to zero code.
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