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SYSTEMS AND METHODS FOR INTERACTION AMONG TERMINAL DEVICES
AND SERVERS

CROSS REFERENCE TO RELATED APPLICATION
[001] The present application claims the benefits of priority to Chinese Application No. 201410553465. X, filed October 17, 2014, the entire contents of which are incorporated herein by reference.

TECHNICAL FIELD
[002] The present application relates to the field of data communications, and more particularly, to systems and methods for interaction between terminal devices and between a terminal device and a server.

BACKGROUND
[003] A user may visit websites or use applications (e.g., software applications installed on a desktop/laptop computer or on a mobile device) as daily routines. Usually, if the user has an account with a website or an application, the user may log in to the website or application with the account and corresponding password. Based on the login information, the user may be authenticated by the website or application, and the user may then access data in accordance with appropriate access levels.

[004] In some cases, the user may wish to login to the website or application on two or more terminal devices with the same account. For example, the user may wish to login to an account from a computer (e.g., desktop or laptop computer) after logging in to the same account on a website or an application on a mobile phone. On the other hand, the user may wish to log in to an account from a mobile phone after logging in to the same account on a computer.
Currently, after logging in to one terminal device (e.g., a desktop/laptop computer or a mobile device), the user still needs to re-enter the account and password information in order to be authenticated again when logging in to another terminal device. This operation is duplicative and time consuming, and fails to meet the growing demand for easy and convenient operations.

**SUMMARY**

[006] One aspect of the present disclosure is directed to a method, implemented by a first terminal device, for providing authentication on a second terminal device. The method may includes receiving, by a processor device of the first terminal device, first location information and receiving, by the processor device, a first predetermined signal. The method may also include transmitting status information and the first location information to a server upon receiving the first predetermined signal to allow the server to compare the first location information with second location information received from the second terminal device and to allow the server to transmit the status information to the second terminal device. The status information may indicate that the first terminal device is authenticated and the first location information indicates a current location of the first terminal device.

[007] Another aspect of the present disclosure is directed to a method, implemented by a processor device of a server, for providing authentication. The method may includes receiving, from a first terminal device, status information and first location information. The status information may indicate that the first terminal device is authenticated and the first location information may indicate a current location of the first terminal device. The method may also include receiving, from a second terminal device, second location information indicating a current location of the second terminal device. The method may further include comparing the first and
second location information to determine whether the current locations of the first and second terminal devices are substantially the same. When it is determined that the current locations of the first and second terminal devices are substantially the same, the method may include transmitting the status information to the second terminal device to authenticate the second terminal device.

[008] Another aspect of the present disclosure is directed to a terminal device. The terminal device may include a transceiver device that transmits or receives information from a server. The transceiver device may also include a processor device. The processor device may receive first location information and may receive a first predetermined signal. The processor device may also control the transceiver to transmit status information and the first location information to the server upon receiving the first predetermined signal to allow the server to compare the first location information with second location information received from a second terminal device and to allow the server to transmit the status information to the second terminal device. The status information may indicate that the first terminal device is authenticated and the first location information may indicate a current location of the first terminal device.

[009] Another aspect of the present disclosure is directed to a server. The server may include a transceiver device that transmits or receives information from first and second terminal devices. The server may also include a processor device. The processor device may receive, from a first terminal device, status information and first location information. The status information may indicate that the first terminal device is authenticated and the first location information may indicate a current location of the first terminal device. The processor device may also receive, from a second terminal device, second location information indicating a current
location of the second terminal device. The processor device may further compare
the first and second location information to determine whether the current locations
of the first and second terminal devices are substantially the same. When it is
determined that the current locations of the first and second terminal devices are
substantially the same, the processor device may control the transceiver to transmit
the status information to the second terminal device to authenticate the second
terminal device.

[010] Additional objects and advantages of the present disclosure will be set
forth in part in the following detailed description, and in part will be obvious from the
description, or may be learned by practice of the present disclosure. The objects
and advantages of the present disclosure will be realized and attained by means of
the elements and combinations particularly pointed out in the appended claims.

[011] It is to be understood that the foregoing general description and the
following detailed description are exemplary and explanatory only, and are not
restrictive of the invention, as claimed.

BRIEF DESCRIPTION OF THE DRAWINGS

[012] The accompanying drawings, which constitute a part of this
specification, illustrate several embodiments and, together with the description, serve
to explain the disclosed principles.

[013] Fig. 1 is a schematic flow diagram of an exemplary terminal device
interaction method, according to an embodiment of the present application;

[014] Fig. 2 is a flow diagram of an exemplary terminal device interaction
method, according to an embodiment of the present application;

[015] Fig. 3 is a flow diagram of another exemplary terminal device
interaction method, according to an embodiment of the present application.
[016] Fig. 4 is a functional block diagram of an exemplary terminal device interaction system, according to an embodiment of the present application;

[017] Fig. 5 is a flow diagram of an exemplary terminal device interaction method, according to an embodiment of the present application;

[018] Fig. 6 is a flow diagram of another exemplary terminal device interaction method, according to an embodiment of the present application;

[019] Fig. 7 is a functional block diagram of an exemplary terminal device, according to an embodiment of the present application;

[020] Fig. 8 is a flow diagram of an exemplary terminal device interaction method, according to an embodiment of the present application;

[021] Fig. 9 is a flow diagram of an exemplary terminal device interaction method, according to an embodiment of the present application;

[022] Fig. 10 is a functional block diagram of an exemplary terminal device, according to an embodiment of the present application;

[023] Fig. 11 is a flow diagram of an exemplary terminal device interaction method, according to an embodiment of the present application;

[024] Fig. 12 is a flow diagram of an exemplary terminal device interaction method, according to an embodiment of the present application;

[025] Fig. 13 is a functional block diagram of an exemplary server, according to an embodiment of the present application.

**DETAILED DESCRIPTION**

[026] Reference will now be made in detail to exemplary embodiments of the invention, examples of which are illustrated in the accompanying drawings. The following description refers to the accompanying drawings in which the same numbers in different drawings represent the same or similar elements unless
otherwise represented. The implementations set forth in the following description of exemplary embodiments consistent with the present invention do not represent all implementations consistent with the invention. Instead, they are merely examples of systems and methods consistent with aspects related to the invention as recited in the appended claims.

[027] Fig. 1 shows a flow diagram of an exemplary method 1 for a terminal device interaction method provided by an embodiment of the application. Method 1 may comprise a series of steps. Some steps may be optional.

[028] In step S11, a first terminal device may receive status information indicating that the first terminal device is authenticated.

[029] The first terminal device may include smart phones, smart bracelets, smart watches, smart glasses, tablet computers, laptops, or desktop computers. The first terminal device may also include other smart devices capable of running software.

[030] In one example, when visiting websites, or running software or applications, the first terminal device can be authenticated based on account and password information. After authentication, a server may transmit the status information indicating that the first terminal device is authenticated to the first terminal device.

[031] In some embodiments, the status information may be used for indicating the status that the first terminal device is authenticated. For example, the status information may comprise a character string formed in accordance with a predetermined rule. The status information may also comprise account and/or password information. Specifically, for example, the status information can be a
session identifier, e.g., Session ID, established between the server and the first terminal device.

[032] In step S12, the first terminal device may receive a first predetermined signal. The first terminal device may then transmit first predetermined information, the status information, and/or first location information indicating a current location of the first terminal device to a server. Similarly, a second terminal device may receive a second predetermined signal, and may transmit second predetermined information with second location information indicating a current location of the second terminal device to the server.

[033] In one embodiment, the first predetermined signal may include a character string arranged in accordance with a predetermined rule. In another embodiment, the first predetermined signal may include a voltage input received by a predetermined port of the first terminal device.

[034] There may be many ways of inputting the first predetermined signal to the first terminal device. For example: inputting the first predetermined signal to the first terminal device through a keyboard; inputting the first predetermined signal to the first terminal device through a virtual key of a touch screen; detecting whether a direction of motion of the first terminal device suddenly changes through an arrangement of a motion detection device, such as inputting the first predetermined signal to the first terminal device if a user shakes the first terminal device.

[035] In some embodiments, when the first terminal device receives the input first predetermined signal, which may indicate a situation in which the first terminal device's authentication is potentially to be synchronized to another terminal device, the first terminal device may transmit the first predetermined information to the
server, so that the status of the first terminal device (e.g., being authenticated) may be synchronized to another terminal device through the server.

[036] The first location information may indicate the current location of the first terminal device. The first location information can be generated by satellite positioning. For example, the first terminal device may be provided with a Global Positioning System (GPS) module. The first location information can also be generated by base station positioning. For example, the first terminal device may be provided with a Global System for Mobile Communication (GSM) chip or a Code Division Multiple Access (CDMA) chip, etc. The first location information can also be generated by network IP positioning.

[037] There may be many ways of arranging the first predetermined information, the status information, and the first location information. For example, the status information and the first location information may be used as part of the content of the first predetermined information. The status information may be separated from the first location information by a separator. In another example, one of the status information and the first location information may be used as part of the content of the first predetermined information. The other may be used as an attachment to the first predetermined information. In yet another example, a predetermined character string may be used as the content of the first predetermined information. Both the status information and the first location information may be used as attachment to the first predetermined information.

[038] The second terminal device may include smart phones, smart bracelets, smart watches, smart glasses, tablet computers, laptops or desktop computers. The second terminal device may also be other smart devices capable of running software.
In one embodiment, the second predetermined signal may include a character string arranged in accordance with a predetermined rule. In another embodiment, the second predetermined signal may also include a voltage input received by a predetermined port of the second terminal device.

There may be many ways of inputting the second predetermined signal to the second terminal device. For example: inputting the second predetermined signal to the second terminal device through a keyboard; inputting the second predetermined signal to the second terminal device through a virtual key of a touch screen; detecting whether a direction of motion of the second terminal device suddenly changes through an arrangement of a motion detection device, such as inputting the second predetermined signal to the second terminal device if a user shakes the second terminal device.

In some embodiments, receiving the input second predetermined signal by the second terminal device may indicate that the status information of another authenticated terminal device needs to be obtained by the second terminal device so that authentication of the second terminal device can be completed according to the status information.

The second location information may indicate the current location of the second terminal device. The second location information can be generated by satellite positioning. For example, the second terminal device may be provided with a GPS module. The second location information can also be generated by base station positioning. For example, the second terminal device may be provided with a GSM chip or CDMA chip, etc. The second location information can also be generated by network IP positioning.
[043] There may be many ways of arranging the second predetermined information and the second location information. For example, the second location information may be used as part of the second predetermined information content. In another example, a predetermined character string may be used as the second predetermined information content, and the second location information may be used as an attachment to the second predetermined information.

[044] In step S13, the server may determine whether the first location information and the second location information indicate substantially the same location. If it is determined that the first location information and the second location information indicate substantially the same location, the server may transmit the status information received from the first terminal device to the second terminal device.

[045] In some embodiments, the server may compare the locations indicated by the first and second location information. The server may communicate with a plurality of terminal devices, all of which can transmit location information to the server, but do not necessarily have to synchronize login status information to the same account. Therefore, the server may determine whether the terminal devices are at the same location based on the received location information.

[046] In some embodiments, if it is determined that the first and second location information indicate substantially the same location, the server may confirm that the first and second terminal devices are co-located and both transmit the predetermined information, indicating that the status information of the first terminal device is to be transmitted to the second terminal device for authenticating the second terminal device. The server may then transmit the status information received from the first terminal device to the second terminal device.
In step S14, the second terminal device may receive the status information from the server. The second terminal device may then be authenticated using the received status information.

In some embodiments, after the second terminal device receives the status information, authentication and other tasks can be completed based on the received status information, without requiring a user to re-enter the account and password information to the second terminal device, thereby improving convenience to the user. The status information may include the Session ID assigned by the server to the first terminal device. The Session ID may be added to all subsequent communications with the server after the second terminal device receives the Session ID. The first terminal device, the second terminal device, and the server may be in the same session. Furthermore, the status information may include account and/or password information, so the second terminal device can further access data corresponding to the access level of the account. Moreover, a corresponding relationship may exist between the Session ID and the account, and the second terminal device may also access data corresponding to the access level of the account based on the Session ID.

According to the above described method, a first terminal device may be authenticated first. The first terminal device and a second terminal device to be authenticated may transmit predetermined information to a server. The server may then transmit status information of the authenticated terminal device to the second terminal device to be authenticated. Authentication of the second terminal device may be completed according to the status information. This method may avoid re-entering the account and password and improve convenience to the user.
[050] The first terminal device may comprise a motion detection device for generating a first predetermined signal when the direction of motion of the first terminal device suddenly changes. The second terminal device may comprise a keyboard for generating a second predetermined signal when a predetermined key of the keyboard is pressed. The first and second predetermined signals may be generated at substantially the same time when, for example, a user uses the first terminal device to press or click the predetermined key of the second terminal device.

[051] When the predetermined key of the keyboard of the second terminal device is pressed by the first terminal device, the direction of motion of the first terminal device may suddenly change during the pressing process, and the motion detection device can generate the first predetermined signal based on the change in the direction of motion. Therefore, the operation of inputting the first predetermined signal to the first terminal device can be achieved. Similarly, when the predetermined key of the second terminal device is pressed by the first terminal device, the predetermined key may generate the second predetermined signal, e.g., the operation of inputting the second predetermined signal to the second terminal device can be achieved.

[052] Fig. 2 shows an exemplary method of authenticating a terminal device, which may comprise the following steps:

[053] Step S15: The server may compare the first and second location information to determine whether they indicate substantially the same location. When the first location information and the second location information indicate substantially the same location, the server may generate an identification code which
can uniquely identify the second terminal device and to indicate the identity of the
terminal device, and transmit the identification code to the second terminal device.

[054] In some embodiments, the server may communicate with a plurality of second terminal devices, the plurality of second terminal devices and the first
terminal device may be co-located in the same of substantially the same location,
and the user may wish to authenticate one of the plurality of second terminal devices
by transmitting the status information of the first terminal device to that second
terminal device. Moreover, the second terminal devices may all transmit the
predetermined information to the server. So the server may need to distinguish at
which second terminal device in particular the user wishes to obtain the status
information. To prevent the server from transmitting the status information to second
terminal devices that should not receive the status information, the server may
assign an identification code to each of the plurality of second terminal device, so
that the second terminal devices can be distinguished by the identification codes.

[055] In some embodiments, the identification codes can be generated by
the server according to a predetermined algorithm. For example, the predetermined
algorithm can include a random function, a hash algorithm, etc.

[056] Step S17: The second terminal device may display the identification
code.

[057] In some embodiments, the second terminal device may display the
identification code, so that the user can select, confirm, and/or designate the second
terminal device to obtain the status information according to the identification code
displayed by the second terminal device. When there are a plurality of second
terminal devices, the identification code corresponding to each of the plurality of
second terminal devices can be displayed.
Step S19: When receiving the selected identification code, the first terminal device and/or the second terminal device may transmit the selected identification code to the server.

In some embodiments, after the corresponding identification code is displayed by the second terminal device, the user can enter the corresponding identification code of the second terminal device that needs to obtain the status information to the first terminal device, so that the first terminal device can feed the identification code back to the server and the server can identify the second terminal device that needs to receive the status information. The user can also enter the corresponding identification code of the second terminal device that needs to obtain the status information to the second terminal device, and the second terminal device transmits the identification code to the server, so that the server can identify the second terminal device that needs to receive the status information. Moreover, the user can also enter the corresponding identification code of the second terminal device that needs to obtain the status information to both the first and second terminal devices, and the first and second terminal devices each feed the identification code back to the server.

In some embodiments, after receiving the identification code, the first terminal device or the second terminal device may transmit the identification code to the server for further processing.

Step S21: after receiving the identification code, the server may transmit the status information to the second terminal device identified by the identification code.

In some embodiments, after receiving the identification code transmitted by the first terminal device, the server can identify the second terminal
device that needs to receive the status information based on the identification code, and transmit the status information to the second terminal device.

[063] Fig. 3 shows another exemplary terminal device interaction method, which may also comprise the following steps.

[064] Step S23: the server may transmit the identification code to the first terminal device.

[065] In some embodiments, the server may transmit the identification code to the first terminal device after generating the identification code.

[066] Step S25: the first terminal device may display the identification code.

[067] In some embodiments, the first terminal device may display the identification code, so that the user can distinguish among different second terminal devices according to the identification codes displayed on the first terminal device. When there are a plurality of second terminal devices, the first terminal device can display an identification code list, and each second terminal device may display the corresponding identification code, so the user can see the identification code displayed on a certain second terminal device, and correspondingly look up the same identification code from the list displayed by the first terminal device.

[068] Step S27: when a click event occurs to select an identification code displayed by the first terminal device, the first terminal device may transmit the identification code to the server.

[069] In some embodiments, the user can identify the second terminal device that needs to obtain the status information by clicking on the corresponding identification code displayed by the first terminal device to select that second terminal device.
In some embodiments, the first terminal device can monitor whether a click event occurs to the displayed identification code. For example, the first terminal device may be provided with a touch screen, and the user can click on a position on the touch screen corresponding to the identification code, or click on the identification code using a mouse device.

Fig. 4 shows an exemplary implementation of a terminal device interaction system 100, which may comprise a first terminal device 110, a second terminal device 120 and a server 130.

The first terminal device 110 may comprise a first status information receiving module 11 and a first transceiver module 13. As used herein, a module may be implemented by a processor device of a terminal device or a server. For example, the processor device may execute software instructions stored on a memory device to perform the functions prescribed by the module.

In some embodiments, the first terminal device may include smart phones, smart bracelets, smart watches, smart glasses, tablet computers, laptops, or desktop computers. The first terminal device may also include other smart devices capable of running software.

The first status information receiving module 11 may be used for receiving status information indicating that the first terminal device is authenticated.

In one example, when visiting websites, or running software or applications, the first terminal device 110 can be authenticated based on account and password information. After authentication, the server may transmit the status information indicating that the first terminal device 110 is authenticated to the first terminal device 110, and the first status information receiving module 11 may be used for receiving the status information.
In some embodiments, the status information may be used for indicating that the first terminal device 110 is authenticated. For example, the status information may comprise a character string formed in accordance with a predetermined rule. The status information may also comprise account and/or password information. Specifically, for example, the status information may be a session identifier, e.g., Session ID, established between the server and the first terminal device 110.

The first transceiver module 13 may receive a first predetermined signal, and may be used for transmitting first predetermined information with the status information and first location information indicating a current location to the server 130.

In some embodiments, the first predetermined signal may include a character string arranged in accordance with a predetermined rule. In another embodiment, the first predetermined signal may include a voltage input received by a predetermined port of the first terminal device 110.

There may be many ways of inputting the first predetermined signal to the first transceiver module 13. For example: inputting the first predetermined signal through a keyboard; inputting the first predetermined signal through a virtual key of a touch screen; detecting whether a direction of motion of the first terminal device 110 suddenly changes through an arrangement of a motion detection device, such as inputting the first predetermined signal when a user shakes the first terminal device 110.

In some embodiments, if the first transceiver module 13 receives the input first predetermined signal, which may indicate a situation in which the first terminal device's authentication is potentially to be synchronized to another terminal
device, the first transceiver module 13 may transmit the first predetermined information to the server 130, so that the status information of the first terminal device 110 may be synchronized to another terminal device (e.g., second terminal device 120) through the server 130.

[081] The first location information may indicate the current location of the first terminal device 110. The first location information can be generated by satellite positioning. For example, the first terminal device 110 may be provided with a GPS module. The first location information can also be generated by base station positioning. For example, the first terminal device 110 may be provided with a GSM chip or CDMA chip, etc. The first location information can also be generated by network IP positioning.

[082] There may be many ways of arranging the first predetermined information, the status information, and the first location information. For example: the status information and the first location information may be used as part of the content of the first predetermined information. The status information may be separated from the first location information by a separator. In another example, one of the status information and the first location information may be used as part of the content of the first predetermined information. The other may be used as an attachment to the first predetermined information. In yet another example, a predetermined character string may be used as the content of the first predetermined information. Both the status information and the first location information may be used as attachment to the first predetermined information.

[083] The second terminal device 120 may comprise a second transceiver module 15 and a status information receiving module 17.
In some embodiments, the second terminal device 120 may include smart phones, smart bracelets, smart watches, smart glasses, tablet computers, laptops or desktop computers. The second terminal device may also include other smart devices capable of running software.

The second transceiver module 15 may receive a second predetermined signal, and may be used for transmitting second predetermined information with second location information indicating a current location of the second terminal device to the server 130.

In one embodiment, the second predetermined signal may include a character string arranged in accordance with a predetermined rule. In another embodiment, the second predetermined signal may include a voltage input received by a predetermined port of the second terminal device.

There may be many ways of inputting the second predetermined signal to the second transceiver module 15. For example: inputting the second predetermined signal through a keyboard; inputting the second predetermined signal through a virtual key of a touch screen; detecting whether the motion direction of the second terminal device 120 suddenly changes through the arrangement of a motion detection device, such as inputting the second predetermined signal when a user shakes the second terminal device 120.

In some embodiments, receiving the input second predetermined signal by the second terminal device 120 may indicate that the status information of another authenticated terminal device needs to be obtained by the second terminal device so that authentication of the second terminal device 120 can be achieved according to the status information.
[089] The second location information may indicate the current location of the second terminal device 120. The second location information can be generated by satellite positioning. For example, the second terminal device 120 may be provided with a GPS module. The second location information can also be generated by base station positioning. For example, the second terminal device 120 may be provided with a GSM chip or CDMA chip, etc. The second location information can also be generated by network IP positioning.

[090] There may be many ways of arranging the second predetermined information and the second location information. For example, the second location information may be used as part or all of the second predetermined information content. In another example, a predetermined character string may be used as the second predetermined information content, and the second location information may be used as an attachment to the second predetermined information.

[091] The status information receiving module 17 may be used for receiving the status information.

[092] In some embodiments, after the status information receiving module 17 receives the status information, authentication of the second terminal device 120 and other tasks can be completed based on the received status information, without requiring a user to re-enter the account and password information to the second terminal device, thereby improving convenience to the user. The status information may include a Session ID assigned by server 130 to the first terminal device. The Session ID may be added to all subsequent communications with server 130 after the second terminal device 120 receives the Session ID. The first terminal device 110, the second terminal device 120, and the server 130 can be in the same session. Furthermore, the status information may include account and/or password
information, so the second terminal device 120 can further access data corresponding to the access level of the corresponding account. Moreover, a corresponding relationship may exist between the Session ID and the account, and the second terminal device 120 may also access data corresponding to the access level of account based on the Session ID.

[093] The server 130 may comprise an information receiving module 19 and an information transmitting module 21.

[094] The information receiving module 19 may be used for receiving the first and second predetermined information.

[095] In some embodiments, the information receiving module 19 may include essential data communication hardware and/or essential software drivers for the hardware.

[096] The information transmitting module 21 may be used for transmitting the status information to the second terminal device 120 when the first and second location information indicates the same location.

[097] In some embodiments, the server 130 may compare the locations indicated by the first and second location information. The server 130 may communicate with a plurality of terminal devices, all of which can transmit location information to the server 130, but do not necessarily have to synchronize the login information to the same account. Therefore, the server 130 may determine whether the terminal devices are in the same location based on the received location information.

[098] In some embodiments, when determining that the first and second location information indicate substantially the same location, the server 130 may confirm that the first terminal device 110 and the second terminal device 120 are co-
located and both transmit the predetermined information, indicating that the status information of the first terminal device 110 is to be transmitted to the second terminal device 120 for authenticating the second terminal device 120. The server 130 may then transmit the status information received from the first terminal device to the second terminal device 120.

[099] Fig. 5 shows an exemplary terminal device interaction method implemented by first terminal device 110, which may comprise the following steps.

[0100] Step S29: status information indicating that a terminal device is authenticated is received.

[0101] In one example, when visiting websites, or running software or applications, the terminal device can be authenticated based on account and password information. After authentication, the server may receive the account and password information and may transmit the status information indicating that the terminal device is authenticated to the terminal device.

[0102] In some embodiments, the status information may be used for indicating that the terminal device is authenticated. For example, the status information may comprise a character string formed in accordance with a predetermined rule. The status information may also comprise account and/or password information. Specifically, for example, the status information can be a session identifier, e.g., Session ID, established between the server and the terminal device.

[0103] Step S31: the terminal device may receive a first predetermined signal, the terminal device may then transmit first predetermined information with the status information and first location information indicating a current location of the terminal device to a server.
In one embodiment, the first predetermined signal may include a character string arranged in accordance with a predetermined rule. In another embodiment, the first predetermined signal may include a voltage input received by a predetermined port of the terminal device.

There may be many ways of inputting the first predetermined signal to the terminal device. For example: inputting the first predetermined signal to the terminal device through a keyboard; inputting the first predetermined signal to the terminal device through a virtual key of a touch screen; detecting whether a direction of motion of the terminal device suddenly changes through an arrangement of a motion detection device, such as inputting the first predetermined signal if a user shakes the terminal device.

In some embodiments, if the terminal device receives the input first predetermined signal, which may indicate a situation in which the terminal device’s authentication is potentially to be synchronized to another terminal device, the terminal device may transmit the first predetermined information to the server, so that the status information of the terminal device may be synchronized to another terminal device through the server.

The first location information may indicate the current location of the terminal device. The first location information can be generated by satellite positioning. For example, the terminal device may be provided with a GPS module. The first location information can also be generated by base station positioning. For example, the terminal device may be provided with a GSM chip or CDMA chip, etc. The first location information can also be generated by network IP positioning.

There may be many ways of arranging the first predetermined information, the status information, and the first location information. For example:
the status information and the first location information may be used as part of the content of the first predetermined information. The status information may be separated from the first location information by a separator. In another example, one of the status information and the first location information may be used as part of the content of the first predetermined information. The other may be used as an attachment to the first predetermined information. In yet another example, a predetermined character string may be used as the content of the first predetermined information. Both the status information and the first location information may be used as attachment to the first predetermined information.

[0109] In one embodiment of the application, receiving the first predetermined signal may comprise: generating the first predetermined signal when detecting a sudden change in the direction of motion.

[0110] In some embodiments, the terminal device may comprise a motion detection device for generating a first predetermined signal when the direction of motion of the terminal device suddenly changes, thereby inputting the first predetermined signal to the terminal device. For example, the motion detection device may be a gyroscope.

[0111] In one embodiment of the application, receiving the first predetermined signal may comprise: generating the first predetermined signal by pressing a predetermined key.

[0112] In some embodiments, the terminal device may comprise a keyboard or a virtual keyboard with touch screen technologies. The first predetermined signal may be an electric signal generated by pressing the predetermined key, for example, the space key, of the keyboard or virtual keyboard.
[01.13] Fig. 6 shows another exemplary terminal device interaction method, which may comprise the followings steps.

[01.14] Step S33: an identification code transmitted by the server may be received, and the identification code can uniquely identify one terminal device.

[01.15] In some embodiments, the server may communicate with a plurality of terminal devices, one of which has been authenticated, and the user may wish to authenticate another one of the plurality of terminal devices by transmitting the status information of the authenticated terminal device to the other terminal device. Moreover, the terminal devices may all transmit the predetermined information to the server. So the server may need to distinguish at which terminal device in particular the user wishes to obtain the status information. To prevent the server from transmitting the status information to the terminal device that should not receive the status information, the server may assign an identification code to each of the plurality of terminal device, so the terminal devices can be distinguished by the identification codes.

[01.16] Step S35: the identification codes may be displayed.

[01.17] In some embodiments, the terminal devices may display the identification codes, so that the user can distinguish among different terminal devices according to the identification codes displayed by the terminal devices. When there is a plurality of terminal devices, the authenticated terminal device can display an identification code list, and each unauthenticated terminal device displays the corresponding identification code, so the user can see the identification code displayed on a certain terminal device, and correspondingly look up the same identification code from the list displayed by the authenticated terminal device.
Step S37: when a click event occurs to select an identification code or an entered identification code is received, the identification code may be transmitted to the server.

In some embodiments, the user may click on the displayed identification code on the authenticated terminal device or enter the identification code, so as to confirm the terminal device to obtain the status information based on the corresponding relationship between the identification code and the terminal device.

In some embodiments, the terminal device can monitor whether the click event occurs on the displayed identification code. For example, the terminal device may be provided with a touch screen, and the user can click on the position on the touch screen corresponding identification code, or click on the identification code using a mouse device. When the terminal device provides a keyboard, the user may enter the identification code.

In some embodiments, the terminal device may transmit the identification code to the server, so that the server can transmit the status information to the terminal device corresponding to the identification code.

Fig. 7 shows an exemplary implementation of terminal device 110, which may comprise a first status information receiving module 11 and a first transceiver module 13.

In some embodiments, the terminal device may include smart phones, smart bracelets, smart watches, smart glasses, tablet computers, laptops or desktop computers. The terminal device may also include other smart devices capable of running software.
[0124] The first status information receiving module 11 may be used for receiving status information indicating that the terminal device is authenticated.

[0125] In one example, when visiting websites, or running software or applications, the terminal device 110 can be authenticated based on account and password information. After authentication, the server may transmit the status information indicating that the terminal device 110 is authenticated to the terminal device 110. The first status information receiving module 11 may be used for receiving the status information.

[0126] In some embodiments, the status information may be used for indicating that the terminal device 110 is authenticated. For example, the status information may comprise a character string formed in accordance with a predetermined rule. The status information may also comprise account and/or password information. Specifically, for example, the status information can be a session identifier, e.g., Session ID, established between the server and the terminal device 110.

[0127] The first transceiver module 13 may receive a first predetermined signal, and the first transceiver module 13 may then be used for transmitting first predetermined information with the status information and first location information indicating a current location to the server.

[0128] In one embodiment, the first predetermined signal may include a character string arranged in accordance with a predetermined rule. In another embodiment, the first predetermined signal may include a voltage input received by a predetermined port of the terminal device 110.

[0129] There may be many ways of inputting the first predetermined signal to the first transceiver module 13. For example: inputting the first predetermined signal
through a keyboard; inputting the first predetermined signal through a virtual key of a touch screen; detecting whether a direction of motion of the terminal device 110 suddenly changes through an arrangement of a motion detection device, such as inputting the first predetermined signal if a user shakes the terminal device 110.

[0130] In some embodiments, receiving the input first predetermined signal by the first transceiver module 13 may indicate that the status information of the first terminal device need to be transmitted to another terminal device, so that the authentication of the other terminal device can be completed according to the status information. The first transceiver module 13 may transmit the first predetermined information to the server, so that the server may transmit the status information of the first terminal device to another terminal device.

[0131] The first location information may indicate the current location of the terminal device 110. The first location information can be generated by satellite positioning. For example, the terminal device 110 may be provided with a GPS module. The first location information can also be generated by base station positioning. For example, the terminal device 110 may be provided with a GSM chip or CDMA chip, etc. The first location information can also be generated by network IP positioning.

[0132] There may be many ways of arranging the first predetermined information, the status information, and the first location information. For example: the status information and the first location information may be used as part of the content of the first predetermined information. The status information may be separated from the first location information by a separator. In another example, one of the status information and the first location information may be used as part of the content of the first predetermined information. The other may be used as an
attachment to the first predetermined information. In yet another example, a predetermined character string may be used as the content of the first predetermined information. Both the status information and the first location information may be used as attachment to the first predetermined information.

[0133] Fig. 8 shows an exemplary terminal device interaction method implemented by second terminal device 120, which may comprise the following steps.

[0134] Step S39: when a second predetermined signal is received, second predetermined information with second location information indicating a current location may be transmitted to a server.

[0135] In one embodiment, the second predetermined signal may include a character string arranged in accordance with a predetermined rule. In another embodiment, the second predetermined signal may include a voltage input received by a predetermined port of a terminal device.

[0136] There may be many ways of inputting the second predetermined signal to the terminal device. For example: inputting the second predetermined signal to the terminal device through a keyboard; inputting the second predetermined signal to the terminal device through a virtual key of a touch screen; detecting whether a direction of motion of the terminal device suddenly changes through an arrangement of a motion detection device, such as inputting the second predetermined signal to the terminal device if a user shakes the terminal device.

[0137] In some embodiments, receiving the input second predetermined signal by the second terminal device may indicate that the status information of another authenticated terminal device needs to be obtained by the second terminal device.
device so that authentication of the second terminal device can be completed according to the status information.

[0138] The second location information may indicate the current location of the terminal device. The second location information can be generated by satellite positioning. For example, the terminal device may be provided with a GPS module. The second location information can also be generated by base station positioning. For example, the terminal device may be provided with a GSM chip or CDMA chip, etc. The second location information can also be generated by network IP positioning.

[0139] There may be many ways of arranging the second predetermined information and the second location information. For example, the second location information may be used as part or all of the second predetermined information content. In another example, a predetermined character string may be used as the second predetermined information content, and the second location information may be used as an attachment to the second predetermined information.

[0140] Step S41: the status information indicating that the terminal device is authenticated may be received.

[0141] In some embodiments, the status information may be used for indicating the status that a terminal device is authenticated. For example, the status information can comprise a character string formed in accordance with a predetermined rule. The status information may also comprise account and/or password information. Specifically, for example, the status information can be a session identifier, e.g., Session ID, established between the server and the terminal device.
In some embodiments, after the terminal device receives the status information, the authentication can be completed based on the received status information, without requiring a user to re-enter the account and password information to the terminal device, thereby improving convenience to the user. The status information may include the Session ID assigned by the server to the authenticated terminal device. The Session ID may be added to all subsequent communications with the server after the current terminal device receives the Session ID. The terminal device transmitting the status information, the current terminal device, and the server may be in the same session. Furthermore, the status information may include account and/or password information, so the terminal device can further access data corresponding to the access level of corresponding account. Moreover, a corresponding relationship may exist between the Session ID and the account, and the terminal device may also access data corresponding to the access level of the account based on the Session ID.

In one embodiment of the application, receiving the second predetermined signal may comprise: generating the second predetermined signal when detecting a sudden change in the direction of motion.

In some embodiments, the terminal device may comprise a motion detection device for generating a second predetermined signal when the direction of motion of the terminal device suddenly changes, thereby inputting the second predetermined signal to the terminal device. For example, the motion detection device may be a gyroscope.

In one embodiment of the application, receiving the input second predetermined signal may comprise: generating the second predetermined signal by clicking a predetermined key.
In some embodiments, the terminal device may comprise a keyboard or a virtual keyboard with touch screen technologies. The second predetermined signal may be an electric signal generated by pressing the predetermined key, for example, the space key, of the keyboard or virtual keyboard.

Fig. 9 shows another exemplary terminal device interaction method, which may comprise the following steps.

Step S43: an identification code transmitted by the server may be received, and the identification code can uniquely identify the second terminal device.

The server may communicate with a plurality of terminal devices in the same location, one of which is authenticated, and the user may wish to authenticate one of the plurality of terminal devices by transmitting the status information of the authenticated terminal device to the other terminal device. Moreover, the terminal devices may all transmit the predetermined information to the server. So the server may need to distinguish at which terminal device in particular the user wishes to obtain the status information. To prevent the server from transmitting the status information to terminal devices that should not receive the status information, the server may assign an identification code to each of the plurality of terminal device, so that the terminal devices can be distinguished by the identification codes.

Step S45: the identification codes may be displayed.

In some embodiments, the terminal device may display the identification code, so that the user can select, confirm, and/or designate the terminal device to obtain the status information according to the identification code displayed by the terminal device. When there is a plurality of terminal devices, the
identification code corresponding to each of the plurality of terminal devices can be displayed.

[0152] Fig. 10 shows an exemplary implementation of terminal device 120, which may comprise a second transceiver module 15 and a status information receiving module 17.

[0153] In some embodiments, the terminal device 120 may include smart phones, smart bracelets, smart watches, smart glasses, tablet computers, laptops or desktop computers. The terminal device may also include other smart devices capable of running software.

[0154] The second transceiver module 15 may be used for transmitting second predetermined information to the server when receiving a second predetermined signal with second location information indicating a current location.

[0155] In one embodiment, the second predetermined signal may include a character string arranged in accordance with a predetermined rule. In another embodiment, the second predetermined signal may include a voltage input received by a predetermined port of the terminal device.

[0156] There may be many ways of inputting the second predetermined signal to the second transceiver module 15. For example: inputting the second predetermined signal through a keyboard; inputting the second predetermined signal through a virtual key of a touch screen; detecting whether a direction of motion of the terminal device 120 suddenly changes through an arrangement of a motion detection device, such as inputting the second predetermined signal if the user shakes the terminal device.

[0157] In some embodiments, receiving the input second predetermined signal by the second terminal device 120 may indicate that the status information of
another authenticated terminal device needs to be obtained by the second terminal device so that authentication of the second terminal device 120 can be completed according to the status information.

[0158] The second location information may indicate the current location of the terminal device 120. The second location information can be generated by satellite positioning. For example, the terminal device 120 may be provided with a GPS module. The second location information can also be generated by base station positioning. For example, the terminal device 120 may be provided with a GSM chip or CDMA chip, etc. The second location information can also be generated by network IP positioning.

[0159] There may be many ways of arranging the second predetermined information and the second location information. For example, the second location information may be used as part or all of the second predetermined information content. In another example, a predetermined character string may be used as the second predetermined information content, and the second location information may be used as an attachment to the second predetermined information.

[0160] The status information receiving module 17 may be used for receiving the status information.

[0161] In some embodiments, the status information may be used for indicating the status that a terminal device is authenticated. For example, the status information may comprise a character string formed in accordance with a predetermined rule. The status information may also comprise account and/or password information. Specifically, for example, the status information can be a session identifier, e.g., Session ID, established between the server and the terminal device.
In some embodiments, after the status information receiving module 17 receives the status information, authentication of the terminal device 120 can be completed based on the received status information, without requiring a user to re-enter the account and password information, thereby improving convenience to the user. The status information may include the Session ID assigned by the server to the authenticated terminal device. The Session ID may be added to all the subsequent communications with the server after the current terminal device 120 receives the Session ID. The terminal device transmitting the status information, the current terminal device 120, and the server can be in the same session. Furthermore, the status information may include account and/or password information, so the terminal device 120 can further access data corresponding to the access level of the account. Moreover, a corresponding relationship may exist between the Session ID and the account, and the second terminal device 120 may also access data corresponding to the access level of the account based on the Session ID.

Fig. 11 shows another exemplary terminal device interaction method, which may comprise the following steps.

Step S47: first predetermined information with status information indicating that a first terminal device is authenticated and first location information indicating a current location of the first terminal device may be received; second predetermined information with second location information indicating a current location of a second terminal device may be received.

In some embodiments, the status information may be used for indicating that the first terminal device is authenticated. For example, the status information may comprise a character string formed in accordance with a
predetermined rule. The status information may also comprise account and/or password information. Specifically, for example, the status information can be a session identifier, e.g., Session ID, established between the server and the first terminal device.

[0166] In some embodiments, receiving the first predetermined information by the server may indicate that the status information of the first terminal device needs to be obtained by the second terminal device, so that authentication of the second terminal device is completed according to the status information. There may be many ways of arranging the status information and the first location information. For example, the status information and the first location information may be used as part of content of the first predetermined information. The status information may be separated from the first location information by a separator. In another example, one of the status information and the first location information may be used as part of the content of the first predetermined information. The other may be used as an attachment to the first predetermined information. In yet another example, both the status information and the first location information may be used as attachments to the first predetermined information. In yet another example, a predetermined character string may be used as the content of the first predetermined information.

[0167] The first location information may indicate the location of the first terminal device. The first location information can be generated by satellite positioning. For example, the first terminal device may be provided with a GPS module. The first location information can also be generated by base station positioning. For example, the first terminal device may be provided with a GSM chip or CDMA chip, etc. The first location information can also be generated by network IP positioning.
In some embodiments, receiving the second predetermined information by the server may indicate that the status information of the first terminal device needs to be obtained by the second terminal device. There may be many ways of arranging the second predetermined information and the second location information. For example, the second location information may be used as the content of the second predetermined information. In another example, the second location information may be used as an attachment to the second predetermined information. In yet another example, a predetermined character string may be used as the content of the second predetermined information.

The second location information may indicate the current location of the second terminal device. The second location information can be generated by satellite positioning. For example, the second terminal device may be provided with a GPS module. The second location information can also be generated by base station positioning. For example, the second terminal device may be provided with a GSM chip or CDMA chip, etc. The second location information can also be generated by network IP positioning.

Step S49: when the first location information and the second location information indicate the same location, the status information may be transmitted to the second terminal device.

In some embodiments, the server may compare the locations indicated by the first and second location information. The server may communicate with a plurality of terminal devices, all of which can transmit location information to the server, but do not necessarily have to obtain the status information of the same terminal device. Therefore, the server may determine whether the terminal devices are in the same location according to the received location information.
In some embodiments, if it is determined that the first and second location information indicate substantially the same location, the server may confirm that the first and second terminal devices are co-located and both transmit predetermined information, indicating that the status information of the first terminal device is to be transmitted to the second terminal device for authenticating the second terminal device. The server may then transmit the status information received from the first terminal device to the second terminal device.

In one embodiment of the application, the first predetermined information may be provided with a first time stamp. The second predetermined information may be provided with a second time stamp. In the step S49, when the first and second location information indicates the same location and the difference between the first and second time stamps is within a predetermined range, the server may transmit the status information to the second terminal device.

In one example, the first time stamp of the first predetermined information may be the time for the first terminal device to start transmitting the first predetermined information. In another example, the first time stamp of the first predetermined information may be the time when the first terminal device finishes transmitting the first predetermined information. In yet another example, the first time stamp of the first predetermined information may be the time for the server to start receiving the first predetermined information. In yet another example, the first time stamp of the first predetermined information may be the time when the server finishes receiving the first predetermined information.

In one example, the second time stamp of the second predetermined information may be the time for the second terminal device to start transmitting the second predetermined information. In another example, the second time stamp of
the second predetermined information may be the time when the second terminal device finishes transmitting the second predetermined information. In yet another example, the second time stamp of the second predetermined information may be the time for the server to start receiving the second predetermined information. In yet another example, the second time stamp of the second predetermined information may be the completion time when the server finishes receiving the second predetermined information.

[0176] In some embodiments, the server may identify the second terminal device that needs to obtain the status information based on whether the first and second location information are in the same location and whether the difference between the first and second time stamps is within a predetermined range. In some cases, there may be a plurality of second terminal devices. The second terminal devices and the first terminal device may be in the same location. The server may more accurately identify the second terminal device that needs to obtain the status information based on whether the difference between the time of receiving the first predetermined information and the time of receiving the second predetermined information is within a predetermined range.

[0177] In some embodiments, the predetermined range may be set in the server in advance. For example, the predetermined range may be 0 to 50 microseconds.

[0178] Fig. 12 shows an exemplary implementation of step S49 of transmitting the status information to the second terminal device, which may comprise the following steps.
[0179] Step S51: an identification code may be assigned to the second
terminal device, and the identification code can uniquely identify one second terminal
device.

[0180] In some embodiments, the server may communicate with a plurality of
second terminal devices, the plurality of second terminal devices and the first
terminal device may be in the same location, and the user may wish to authenticate
one of the plurality of second terminal devices by transmitting the status information
of the first terminal device to that second terminal device. Moreover, the second
terminal devices may all transmit the predetermined information to the server. So
the server may need to distinguish at which second terminal device in particular the
user wishes to obtain the status information. To prevent the server from transmitting
the status information to the second terminal device that should not receive the
status information, the server may assign an identification code to each of the
plurality of second terminal devices, so the second terminal devices can be
distinguished by the identification codes.

[0181] In some embodiments, the identification codes may be generated by
the server based on a predetermined algorithm. For example, the predetermined
algorithm may include a random function or a hash algorithm.

[0182] Step S53: the identification codes may be transmitted to the identified
second terminal devices.

[0183] In some embodiments, the second terminal device may display the
identification code, so that the user can select, confirm, and/or designate the terminal
device to obtain the status information according to the identification code displayed
by the terminal device.
[0184] Step 55: the identification codes may be transmitted to the first terminal device.

[0185] In some embodiments, the first terminal device may display the identification code, so that the user can distinguish between different second terminal devices according to the identification code displayed by the first and/or the second terminal devices. When there is a plurality of second terminal devices, the first terminal device can display an identification code list, and each second terminal device displays the corresponding identification code, so the user can see the identification code displayed on a certain second terminal device, and correspondingly look up the same identification code from the list displayed by the first terminal device. The user can select, confirm, and/or designate the second terminal device to obtain the status information by clicking from the identification code list displayed by the first terminal device. The first terminal device can monitor whether the click event occurs on the displayed identification code. For example, the first terminal device may be provided with a touch screen, and the user can click on a position on the touch screen corresponding to the identification code, or click on the identification code using a mouse device.

[0186] Step 57: the identification codes transmitted by the first terminal device and/or the second terminal device may be received.

[0187] In some embodiments, after the corresponding identification code is displayed by the second terminal device, the user can enter the corresponding identification code of the second terminal device needing to obtain the status information to the first terminal device, so the first terminal device can feed the identification code back to the server so that the server confirms the second terminal device needing to receive the status information. The user can also enter the
corresponding identification code of the second terminal device needing to obtain the status information to the second terminal device, and the second terminal device transmits the identification code to the server, so that the server confirms the second terminal device that needs to receive the status information. Moreover, the user can also enter the corresponding identification code of the second terminal device that needs to obtain the status information to the first and second terminal device, and the first and second terminal device respectively feed the identification code back to the server.

[0188] Step S59: the status information may be transmitted to the second terminal device identified by the received identification code.

[0189] In some embodiments, the first terminal device may receive the identification code transmitted by the server, the first terminal may then transmit one of the received identification codes to the server according to an operation of the user. Accordingly, the second terminal device that needs to obtain the status information may be specified.

[0190] In some embodiments, there may be a plurality of second terminal devices. The second terminal devices may display the identification codes after receiving the identification codes. The user may input the identification code to the first terminal device, and thereby confirming the terminal device that needs to receive the status information based on the identification code. When the user selects one of the plurality of second terminal devices to receive the status information, the identification code displayed by the second terminal device may be transmitted to the first terminal device. The first terminal device may then transmit the identification code to the server. After the server receives the identification code, the server may transmit the status information to the second terminal device corresponding to the
identification code based on the corresponding relationship between the identification code and the second terminal device.

[0191] Fig. 13 shows an exemplary implementation of server 130, which may comprise an information receiving module 19 and an information transmitting module 21.

[0192] The information receiving module 19 may be used for receiving first predetermined information with status information indicating that the first terminal device completes login and first location information indicating a current location of the first terminal device, and receiving second predetermined information with second location information indicating a current location of the second terminal device.

[0193] In some embodiments, the status information may be used for indicating the status that the first terminal device is authenticated. For example, the status information may comprise a character string formed in accordance with a predetermined rule. The status information may also comprise account and/or password information. Specifically, for example, the status information can be a session identifier, e.g., Session ID, established between the server and the first terminal device.

[0194] In some embodiments, receiving the first predetermined information by the information receiving module 19 may indicate that the status information of the first terminal device needs to be obtained by the second terminal device, so that the authentication of the second terminal device can be completed according to the status information. There are many ways of arranging the status information and the first location information. For example: the status information and the first location information may be used as the content of the first predetermined information. The
status information may be separated from the first location information. In another example, one of the status information and the first location information may be used as the content of the first predetermined information. The other may be used as an attachment to the first predetermined information. In yet another example, a predetermined character string may be used as the content of the first predetermined information. In yet another example, both the status information and the first location information may be used as attachments to the first predetermined information.

[0195] The first location information may indicate the current location of the first terminal device. The first location information can be generated by satellite positioning. For example, the first terminal device may be provided with a GPS module. The first location information can also be generated by base station positioning. For example, the first terminal device may be provided with a GSM chip or CDMA chip, etc. The first location information may also by generated by network IP positioning.

[0196] In some embodiments, receiving the second predetermined information by the information receiving module 19 may indicate that the status information of the first terminal device needs to be obtained by the second terminal device. There are many ways of arranging the second predetermined information and the second location information. For example: the second location information may be used as the content of the second predetermined information. In another example, the second location information may be used as an attachment of the second predetermined information. In yet another example, a predetermined character string may be used as the content of the second predetermined information.
The second location information may indicate the location of the second terminal device. The second location information may be generated by satellite positioning. For example, the second terminal device may be provided with a GPS module. The second location information can also be generated by base station positioning. For example, the second terminal device may be provided with a GSM chip or CDMA chip, etc. The second location information may also be generated by network IP positioning.

The information transmitting module 21 may be used for transmitting the status information to the second terminal device when the first location information and the second location information indicate the same location.

In some embodiments, the server 130 may compare the locations indicated by the first and second location information. The server 130 may communicate with a plurality of terminal devices, all of which can transmit location information to the server 130, but do not necessarily have to synchronize the login information to the same account. Therefore, the server 130 may determine whether the terminal devices are in the same location based on the received location information.

In some embodiments, if it is determined that the first location information and the second location information indicate substantially the same location, the server 130 may confirm that the first terminal device and the second terminal device are co-located and both transmit the predetermined information, indicating that the status information of the first terminal device is to be transmitted to the second terminal device for authenticating the second terminal device. The information transmitting module 21 may then transmit the status information received from the first terminal device to the second terminal device at this time.
[0201] From the technical scheme provided by the embodiment of the application, it can be seen that after a terminal device is authenticated, this terminal device and another terminal device that needs to be authenticated transmit predetermined information to a server. The server transmits the status information of the authenticated terminal device to the terminal device that needs to be authenticated, so that the authentication can be completed based on the status information, and the user can avoid re-entering account and password information and enjoy the convenience.

[0202] The specification has described systems and methods for interaction among terminal devices and servers. The illustrated steps are set out to explain the exemplary embodiments shown, and it should be anticipated that ongoing technological development will change the manner in which particular functions are performed. Thus, these examples are presented herein for purposes of illustration, and not limitation. For example, steps or processes disclosed herein are not limited to being performed in the order described, but may be performed in any order, and some steps may be omitted, consistent with disclosed embodiments. Further, the boundaries of the functional building blocks have been arbitrarily defined herein for the convenience of the description. Alternative boundaries can be defined so long as the specified functions and relationships thereof are appropriately performed. Alternatives (including equivalents, extensions, variations, deviations, etc., of those described herein) will be apparent to persons skilled in the relevant art(s) based on the teachings contained herein. Such alternatives fall within the scope and spirit of the disclosed embodiments.

[0203] While examples and features of disclosed principles are described herein, modifications, adaptations, and other implementations are possible without
departing from the spirit and scope of the disclosed embodiments. Also, the words "comprising," "having," "containing," and "including," and other similar forms are intended to be equivalent in meaning and be open ended in that an item or items following any one of these words is not meant to be an exhaustive listing of such item or items, or meant to be limited to only the listed item or items. It must also be noted that as used herein and in the appended claims, the singular forms "a," "an," and "the" include plural references unless the context clearly dictates otherwise.

[0204] Furthermore, one or more computer-readable storage media may be utilized in implementing embodiments consistent with the present disclosure. A computer-readable storage medium refers to any type of physical memory on which information or data readable by a processor may be stored. Thus, a computer-readable storage medium may store instructions for execution by one or more processors, including instructions for causing the processor(s) to perform steps or stages consistent with the embodiments described herein. The term "computer-readable medium" should be understood to include tangible items and exclude carrier waves and transient signals, i.e., be non-transitory. Examples include RAM, ROM, volatile memory, nonvolatile memory, hard drives, CD ROMs, DVDs, flash drives, disks, and any other known physical storage media.

[0205] It will be appreciated that the present invention is not limited to the exact construction that has been described above and illustrated in the accompanying drawings, and that various modifications and changes can be made without departing from the scope thereof. It is intended that the scope of the invention should only be limited by the appended claims.
WHAT IS CLAIMED IS:

1. A method, implemented by a first terminal device, for providing authentication on a second terminal device, the method comprising:

   receiving, by a processor device of the first terminal device, first location information;
   receiving, by the processor device, a first predetermined signal; and
   transmitting status information and the first location information to a server upon receiving the first predetermined signal to allow the server to compare the first location information with second location information received from the second terminal device and to allow the server to transmit the status information to the second terminal device, wherein the status information indicates that the first terminal device is authenticated and the first location information indicates a current location of the first terminal device.

2. The method of claim 1, comprising:

   detecting, by a motion detection device of the first device, a sudden change of a direction of motion of the first terminal device; and
   generating, by the motion detection device, the first predetermined signal based on the detected sudden change.

3. The method of claim 1, comprising:

   detecting a pressing of a predetermined key of the first terminal device; and
   generating the first predetermined signal based on the detected pressing of the predetermined key.

4. The method of claim 1, comprising:
receiving, from the server, an identification code indicating an identity of the
second terminal device; and
displaying the identification code on a display device of the first terminal
device.

5. The method of claim 4, comprising:
receiving an input indicating a selection of the identification code; and
transmitting the selected identification code to the server.

6. A method, implemented by a processor device of a server, for
providing authentication, the method comprising:
receiving, from a first terminal device, status information and first location
information, wherein the status information indicates that the first terminal device is
authenticated and the first location information indicates a current location of the first
terminal device;
receiving, from a second terminal device, second location information
indicating a current location of the second terminal device;
comparing the first and second location information to determine whether the
current locations of the first and second terminal devices are substantially the same;
and
when it is determined that the current locations of the first and second
terminal devices are substantially the same, transmitting the status information to the
second terminal device to authenticate the second terminal device.

7. The method of claim 6, comprising:
generating an identification code indicating an identity of the second terminal device; and
transmitting the identification code to at least one of the first or second terminal device.

8. The method of claim 7, comprising:
receiving, from at least one of the first or second terminal device, the identification code; and
transmitting the status information to the second terminal device indicated by the received identification code.

9. The method of claim 6, comprising:
receiving a first time stamp from the first terminal device;
receiving a second time stamp from the second terminal device;
comparing the first and second time stamps to determine a difference between the first and second time stamps; and
transmitting the status information to the second terminal device when the difference between the first and second time stamps is within a predetermined range.

10. A terminal device, comprising:
a transceiver device that transmits or receives information from a server; and
a processor device that:
    receives first location information;
    receives a first predetermined signal; and
controls the transceiver to transmit status information and the first location information to the server upon receiving the first predetermined signal to allow the server to compare the first location information with second location information received from a second terminal device and to allow the server to transmit the status information to the second terminal device, wherein the status information indicates that the first terminal device is authenticated and the first location information indicates a current location of the first terminal device.

11. The terminal device of claim 10, comprising:
    a motion detection device that:
        detects a sudden change of a direction of motion of the first terminal device; and
        generates the first predetermined signal based on the detected sudden change.

12. The terminal device of claim 10, comprising:
    a keyboard controller that:
        detects a pressing of a predetermined key of the first terminal device; and
        generates the first predetermined signal based on the detected pressing of the predetermined key.

13. The terminal device of claim 10, comprising a display device and wherein the processor device:
controls the transceiver to receive, from the server, an identification code indicating an identity of the second terminal device; and
controls the display device to display the identification code on a display device of the first terminal device.

14. The terminal device of claim 13, wherein the processor device: receives an input indicating a selection of the identification code; and controls the transceiver to transmit the selected identification code to the server.

15. A server, comprising:
a transceiver device that transmits or receives information from first and second terminal devices; and
a processor device that:
   receives, from a first terminal device, status information and first location information, wherein the status information indicates that the first terminal device is authenticated and the first location information indicates a current location of the first terminal device;
   receives, from a second terminal device, second location information indicating a current location of the second terminal device;
   compares the first and second location information to determine whether the current locations of the first and second terminal devices are substantially the same; and
   when it is determined that the current locations of the first and second terminal devices are substantially the same, control the transceiver to transmit
the status information to the second terminal device to authenticate the
second terminal device.

16. The server of claim 15, wherein the processor device:
   generates an identification code indicating an identity of the second terminal
device; and
   controls the transceiver device to transmit the identification code to at least
one of the first or second terminal device.

17. The server of claim 16, wherein the processor device:
   controls the transceiver to receive, from at least one of the first or second
terminal device, the identification code; and
   controls the transceiver to transmit the status information to the second
terminal device indicated by the received identification code.

18. The server of claim 15, wherein the processor device:
   controls the transceiver to receive a first time stamp from the first terminal
device;
   controls the transceiver to receive a second time stamp from the second
terminal device;
   compares the first and second time stamps to determine a difference between
the first and second time stamps; and
   controls the transceiver to transmit the status information to the second
terminal device when the difference between the first and second time stamps is
within a predetermined range.
When the first and second location information indicates substantially the same location, the server may generate an identification code which can uniquely identify the second terminal device, and transmit the identification code to the second terminal device.

The second terminal device may display the identification code.

The first terminal device and/or the second terminal device may transmit the identification code to the server when receiving the selected identification code.

After receiving the identification code, the server may transmit the status information to the second terminal device identified by the identification code.
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The server may transmit an identification code to a first terminal device

The first terminal device may display the identification code

When a click event occurs on select an identification code displayed by the first terminal device, the first terminal device may transmit the identification code to the server.
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Receive the status information indicating that the terminal device is authenticated
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When receiving a first predetermined signal, transmit the first predetermined information with the status information and first location information indicating a current location to the server
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Receive the identification code, which can uniquely identify a terminal device, transmitted by the server

Display the identification code

When a click event occurs on the selected identification code, or the input identification code is received, the identification code is transmitted to the server

Figure 6
When a second predetermined signal is received, transmit second predetermined information with second location information indicating a current location to the server.

Receive the status information indicating that a terminal device is authenticated.
Receive an identification code which can uniquely identify the second terminal device

Display the identification code
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Receive the first predetermined information with the status information indicating that the first terminal device is authenticated and the first location information indicating the current location of the first terminal device; receive the second predetermined information with the second location information indicating the current location of the second terminal device.

When the first and second location information indicates the same location, transmit the status information to the second terminal device.
Assign an identification code which can uniquely identify the second terminal device to the second terminal device

Transmit the identification code to the identified second terminal device

Transmit the identification code to the first terminal device

Receive the identification code transmitted by the first terminal device and/or the second terminal device

Transmit the status information to the second terminal device identified by the identification code
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