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AN INTERROGATOR AND INTERROGATION SYSTEM
EMPLOYING THE SAME

TECHNICAL FIELD OF THE INVENTION
The present invention is directed, in general, to communication systems and, more specifically, to an
interrogator, method of discerning metal and radio frequency identification (RFID) objects, and an interrogation

system employing the same.

BACKGROUND OF THE INVENTION

Asset tracking for the purposes of inventory control or the like is employed in a multitude of industry
sectors such as in the food industry, apparel markets and any number of manufacturing sectors, to name a few. In
many instances, a bar coded tag or radio frequency i1dentification (RFID) tag is affixed to the asset and a reader
Interrogates the item to read the tag and ultimately to account for the asset being tracked. Although not readily
adopted, an analogous system may be employed in a medical environment to track equipment such as an
Elektrokardiogramm (EKG) machine or other modular patient monitoring equipment.

Of particular note is a surgical environment in which for preparation of surgery a previously sterilized
instrument kit of surgical instruments and disposable items (collectively referred to as surgical items) is brought into
a surgical suite. The instrument kit contains an assortment of surgical items including hemostats, clamps, forceps,
scissors, sponges, and the like, based on the type of surgery to be performed. Typically, a scrub nurse removes the
surgical items from the kit and arranges them on a back table located behind the operating table. The surgical items
are organized in rows on rolled toweling for ease of access and handling by a surgeon and supporting team. During
the course of a surgical procedure, the surgical items are often positioned on a “Mayo” stand proximate the
operating table, while the unused surgical items remain on the back table. During the course of and at the
conclusion of the surgery, all of the surgical items must be carefully counted to, among other things, avoid leaving
any surgical items in a patient.

In view of the consequences, surgical items are typically counted at least three times during the course of a
surgical procedure. The first count is performed prior to the start of the procedure; the second count is performed
prior to a closure of the patient; the third count is performed at the conclusion of the procedure. In many instances
such as when more than one surgical team is assigned to a procedure, many more counts of the surgical items, often
involving different personnel (e.g., a circulating nurse and a scrub nurse), are performed. As a matter of fact, the
Association of PeriOperative Registered Nurses (AORN) advocates four counts of the surgical items as part of its
recommended practices for surgical procedures. Additionally, to keep track of the counts of the surgical items,
rudimentary systems such as visual records scribbled on whiteboards or other more progressive computer tallying
systems to designate the count of the surgical items are often employed.

In common practice, access to and from an operating room in the surgical suite is restricted during the
counting process thereby resulting in a detention of valuable professional personnel. A discrepancy in the count
must be resolved by additional counts, physical examination of the patieﬁt or X-ray examination, if necessary.
Although it is unusual for a discrepancy in the count to result from a surgical item remaining in the patient, counting
and recounting occurs in every surgical procedure and the repercussions associated with the loss of a surgical item is
of grave concern to a medical facility and the professionals.

Thus, the multiple manual counting of surgical items is time consuming, ties up key professional personnel,

contributes to surgical suite down time, distracts personnel from the surgical procedure, lengthens the time the
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patient is exposed to anesthesia leading to an increase in mortality and morbidity risk, is generally distasteful to all
involved, and still results in errors wherein materials are left in the patient. It should be quite understandable that

the average cost overruns of such delays associated with the personnel, capital equipment and the surgical suite itself
can run into the tens of thousands of dollars per procedure. On an annual basis, the loss of productivity associated
with the surgical suite is quite sizeable and should be addressed to bolster the bottom line of a medical facility.

Even with the degree of caution cited above, the problem associated with the loss of surgical items,
especially surgical items retained within patients, is a serious one and has a significant influence on the costs of
malpractice insurance. As a matter of fact, retained foreign bodies within a patient is one of the most prevalent
categories of malpractice claims and the most common retained foreign body is a sponge. In accordance therewith,
there is a diagnosis known as “gossypiboma” (wherein gossypium is Latin for cotton and boma is Swahili for place
of concealment) for the retention of sponge-like foreign body in a patient. The medical literature is scattered with
reports of presentations of retained sponges found days, months, or even years after a surgical procedure.

The sponge 1s typically made of gauze-like material with dimensions often covering a four-inch square or a
two-inch by four-inch rectangle. At one time sponges were commonly made of cotton, but now a number of
filament materials are used. Occasionally, a filament of radiopaque material [e.g., barium sulfate (BaSO,)] is woven
into the surgical sponge. The filament is provided to produce a distinct signature on an x-ray machine for the
purpose of determining if a sponge is present in the patient. While this is generally effective, even these filaments
are not 100% effective in aiding the location of the sponges. Different researchers report that x-ray methods to
supplement manual counting are fallible.

Moreover, in cases when a sponge remains in the body for a long time, the radiopaque filament can become
difficult to locate and may even conform to internal structures. Some have suggested that a computerized
tomography (CT) scan can be more effective than an x-ray examination because the CT scans and ultrasonography
may detect the reduced density of a sponge and its characteristic pattern of air bubbles trapped within the sponge.
Many radiologists have published a number of papers over the years on the problem of finding lost sponges and
these are generally known in the field of medicine. :

As mentioned above, there is a widespread practice in other fields for counting, tracking and accounting for
items and two of the more prevalent and lowest cost approaches involve various types of bar coding and RFID
techniques. As with bar coding, the RFID techniques are primarily used for automatic data capture and, to date, the
technologies are generally not compatible with counting of surgical items. A reason for the incompatibility in the
medical environment for the bar coding and RFID techniques is a prerequisite to identify items covered in fluids or
waste, and the exigencies associated with the sterilizing of surgical items including a readable tag,

Outside of the surgical suite, the medical community is not unfamiliar with various forms of automatic
identification, counting, and accounting systems and methods. For example, U.S. Patent No. 4,164,320, entitled
“Patient and Specimen Identification Means and System Employing Same,” to Irazoqui, et al., describes a magnetic
encoding technique for positive identification of patients and specimens associated with a particular patient. For the
most part, Irazoqui, ef al. and other references primarily use machine-readable technologies such as bar coding and
magnetic stripes. The medical community in general recognizes that automatic identification, counting, and
accounting systems may reduce errors, improve inventory control and automate record keeping.

For surgical suites and for the purposes of counting surgical items, the medical community has rejected
first generation inventory devices, such as bar coding and RFID techniques, because of a perception that the

solutions have not been adapted to meet the stringent requirements of the surgical environment. Contrary to popular

.
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understanding, however, the RFID tags including tags employing surface acoustical wave technologies may not
suffer from many of the perceived limitations. Moreover, the problems which hinder the use of bar coding in the
surgical environment do not have the same implications for RFID tags.

As previously mentioned, familiar applications for RFID techniques include “smart labels” in airline
baggage tracking and in many stores for inventory control and for theft deterrence. In some cases, the smart labels
may combine both RFID and bar coding techniques. The tags may include batteries and typically only function as
read only devices or as read/write devices. Less familiar applications for RFID techniques include the inclusion of
RFID tags i automobile key fobs as anti-theft devices, identification badges for employees, and RFID tags
incorporated into a wrist band as an accurate and secure method of identifying and tracking prison inmates and
patrons at entertainment and recreation facilities. Within the medical field, RFID tags have been proposed for
tracking patients and patient files, employee identification badges, identification of blood bags, and process
management within the factories of manufacturers making products for medical practice.

Typically, RFID tags without batteries (i.e., passive devices) are smaller, lighter and less expensive than
those that are active devices. The passive RFID tags are typically maintenance free and can last for long periods of
time. The passive RFID tags are relatively inexpensive, generally as small as an inch in length, and about an eighth
of an inch in diameter when encapsulated in hermetic glass cylinders. Recent developments indicate that they will
soon be even smaller. The RFID tags can be encoded with 64 or more bits of data that represent a large number of
unique identification (ID) numbers (e.g., about 18,446,744,073,709,551,616 unique ID numbers). Obviously, this

number of encoded data provides more than enough unique codes to identify every item used in a surgical procedure

or in other environments that may benefit from asset tracking.

An important attribute of RFID interrogation systems is that a number of tags can be interrogated

simultaneously stemming from the signal processing associated with the techniques of impressing the identification
information on the carrier signal. A related and desirable attribute is that there is not typically a minimum
separation required between the tags. Using an anti-collision algorithm, multiple tags may be readily identifiable
and, even at an extreme reading range, only minimal separation (e.g., five centimeters or less) to prevent mutual de-
tuning is generally necessary. Most other identification systems, such as systems employing bar codes, usually
impose that each device be interrogated separately. The ability to interrogate a plurality of closely spaced tags
simultaneously is desirable for applications requiring rapid interrogation of a large number of items.

In addition to tracking and accounting for surgical items, a significant requirement for the management of
surgical items 1nvolves sterilization procedures and processes. One presently employed sterilization process
includes the use of ethylene oxide gas in combination with other gasses at up to three atmospheres of pressure in a
special shatterproot sterilization chamber. To achieve effective asepsis levels, this process demands an exposure of
the materials to the gas for one or more hours followed by a twelve hour aeration period. The initial gas exposure
time is relatively long because the sterilization is effected by an alkylation of amino groups in the proteinaceous
structure of any microorganism. Thus, the aforementioned sterilization procedure involves extended exposure of the
item to be sterilized to a reactive atmosphere.

A number of other approaches for performing sterilization have also been employed. One such process is
high-pressure steam autoclaving. This process exposes the item to be sterilized to high temperatures and is not
suitable for materials which are affected by either moisture or high temperature such as corrodible and sharp-edged
metals, plastic-made devices or other devices that may be employed in the medical environment. Other sterilization

techniques employ x-ray or radioactive sources. While the x-ray procedure is difficult and expensive, the use of a
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radioactive source requires expensive waste disposal procedures, as well as radiation safety precautions. The
radiation techniques also present problems because of radiation-induced molecular changes of some materials
which, for example, may render flexible materials such as catheters or bar coded labels brittle.

Other sterilization approaches have been proposed including surface treatment achieved by exposing the
medical devices and materials to a highly reducing gas plasma like that generated by gas discharging molecular
hydrogen, or to a highly oxidizing gas plasma such as one containing oxygen. Depending on the specific
sterilization requirements, a mildly oxidizing environment, somewhere between the environment offered by oxygen
and that offered by hydrogen, is presented by gas discharging molecular nitrogen, either in pure state, or in multi-
component mixtures with hydrogen or oxygen, supplemented by an inert gas. In such a manner, plasma discharge
chemical-physical parameters can be adjusted to fit almost any practical application of sterilization and surface
treatment.

While there are a number of other approaches for performing sterilization, the aforementioned discussion
demonstrates that a wide range of thermal, chemical, radioactive and other methods are being employed and further
investigated. Very few identification techniques, labeling techniques or marking techniques are compatible with
such a wide range of demanding conditions. While a stainless steel instrument may be engraved with a form of a
readable tag, such techniques are probably not compatible with disposable items such as sponges.

As alluded to above, RFID tags have been compatible with a number of arduous environments. In the
pharmaceutical industry, for instance, RFID tags have survived manufacturing processes that require products to be
sterilized for a period of time over 120 degrees Celsius. Products are autoclaved while mounted on steel racks
tagged with a RFID tag such that a rack ID number and time/date stamp can be automatically collected at the
beginning and end of the process as the rack travels through the autoclave on a conveyor. The RFID tags can be

specified to withstand more than 1000 hours at temperatures above 120 degrees Celsius. This is just one example of

how RFID tags can withstand the arduous environment including the high temperatures associated with the
autoclave procedure, whereas a bar code label is unlikely to survive such treatment.

Returning to the medical environment, on April 4, 2002, Applied Digital Solutions, Inc. announced that it
received written guidance that the U.S. Food and Drug Administration (FDA) does not consider its RFID product,
VeriChip, to be a regulated medical device. The device has been described in the context of a solution for
identifying implanted devices such as pacemakers. Other examples of RFID tags withstanding demanding
environments can be seen in the use of such devices for veterinary and animal husbandry purposes. The RFID tags
are used to identify millions of livestock animals and pets around the world. The systems track meat and dairy
animals, valuable breeding stock and laboratory animals. The tags are typically hermetically sealed and operate
over the life of the animal. Body fluids, temperature, mechanical shock, normal electromagnetic interference and
radiation such as x-rays do not affect the programmed code within the tag. The tags will not only survive, but will
operate reliably in such environments.

While identification tags or labels may be able to survive the difficult conditions associated with medical
applications, there is yet another challenge directed to attaching an identification element to a surgical item. The
RFID tags are frequently attached to devices by employing mechanical techniques or may be affixed with sewing
techniques. A more common form of attachment of a RFID tag to a device is by bonding techniques including
encapsulation or adhesion.

While medical device manufacturers have multiple options for bonding, critical disparities between

materials may exist in areas such as biocompatibility, bond strength, curing characteristics, flexibility and gap-filling

-
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capabilities. A number of bonding materials are used in the assembly and fabrication of both disposable and
reusable medical devices, many of which are certified to United States Pharmacopeia Class VI requirements. These
products include epoxies, silicones, ultraviolet curables, cyanoacrylates, and special acrylic polymer formulations.

In many instances, the toughness and versatile properties of biocompatible epoxies make them an attractive
alternative. Epoxies form strong and durable bonds, fill gaps effectively and adhere well to most types of substrates.
Common uses for medical epoxies include a number of applications which require sterilization compatibility such as
bonding lenses in endoscopes, attaching plastic tips to tubing in disposable catheters, coating implantable prosthetic
devices, bonding balloons to catheters for balloon angioplasty, and bonding diamond scalpel blades for coronary
bypass surgery, to name a few. A wide range of such materials are available and some provide high strength bonds
which are tough, water resistant, low in outgassing, and dimensionally stable over a temperature range of up to 600
degrees Fahrenheit. Some epoxies can withstand repeated sterilization such as autoclaving, radiation, ethylene
oxide and cold (e.g., chemical) sterilization methods.

Regarding the counting of surgical items, a variety of holders are presently available for surgical
mstruments and disposables items. In many cases, the methods for holding the medical items in a manner that is
desirable for transport or for sterilization are combined with configurations for displaying the surgical items in such
a way that visual counting can be performed. For imstance, U.S. Patent No. 3,802,555, entitled “Surgical Instrument
Package and Handling Procedure,” to Grasty, ef al., discloses a surgical instrument package and handlihg procedure
including a set of trays having recessed compartments for surgical instruments. Grasty, e al. and many other
references teach that counting procedures are performed visually and there is little flexibility in tailoring the type
and number of instruments for different procedures.

Recently, computerized devices have been employed to automatically count the instruments. The
computerized devices, however, are relatively complex and expensive such as the surgical count stand described in
U.S. Patent No. 4,943,939, entitled “Surgical Instrument Accounting Apparatus and Method,” to Hoover. To date,
these computerized devices require that the surgical instruments and disposable items be placed in a certain location
so that a sensor or vision system can detect the presence or, in some case, the removal of the instrument. These
systems suffer from a number of common shortcomings. For instance, the currently available systems do not
disclose an apparatus that automatically counts all types of surgical items, and the systems do not eliminate the time,
financial costs, and risk associated with counting and recounting the surgical items to verify the specific identity and
location of a missing item.

Accordingly, what is needed in the art is an interrogator, interrogation system and related method to
identify and account for all types of items such as surgical items in a medical environment that overcomes the

deficiencies of the prior art.
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SUMMARY OF THE INVENTION

To address the above-discussed deficiencies of the prior art, the present invention provides an interrogator
for use in discerning metal and radio frequency identification (RFID) objects. In one embodiment, the interrogator
includes a metal sensing subsystem configured to provide a first signal having a metal signature representing a
presence of a metal object such as a metal instrument, and a RFID sensing subsystem configured to provide a second
signal having a RFID signature representing a presence of a RFID object such as an object having an RFID
information tag. The interrogator also includes a control and processing subsystem configured to discern a presence
of at least one of the metal and RFID objects from one of the first and second signals. In a related aspect, the
present mvention provides a corresponding method of discerning a presence of at least one of metal and RFID
objects.

In another embodiment, the present invention provides an interrogator that includes a sensing subsystem
configured to provide a signal having at least one of a metal signature representing a presence of a metal object and
a RFID signature representing a presence of a RFID object. The interrogator also includes a control and processing
subsystem employing an adaptive integrating filter and configured to coordinate a processing of the signal in
conjunction with one of an observable and data to discern a presence of at least one of the metal and RFID objects.
The data may be located in a database employable by the control and processing subsystem and the interrogator may
include a position sensor configured to provide an interrogator location observable. In a related aspect, the present
invention provides a corresponding method of discerning a presence of at least one of metal and RFID objects.

In another embodiment, the present invention provides an interrogator that includes a sensing subsystem
configured to provide a plurality of signals having at least one of a metal signature representing a presence of a
metal object and a RFID signature representing a presence of a RFID object. The interrogator also includes a
control and processing subsystem configured to coordinate a processing of the plurality of signals to discern a
presence of at least one of the metal and RFID objects. The sensing subsystem may provide the plurality of signals
in conjunction with multiple scans and the control and processing subsystem may employ multiscan, coherent signal
processing. In a related aspect, the present invention provides a corresponding method of discerning a presence of at
least one of metal and RFID objects.

In another aspect, the present invention provides an interrogation system that may be employable, without
limitation, with a medical facility. The interrogation system includes a computer system and a transceiver that
transmits and receives signals associated with the computer system. The interrogation system also includes an
interrogator having a metal sensing subsystem that provides a first signal with a metal signature representing a
presence of a metal object, and a RFID sensing subsystem that provides a second signal with a RFID signature
representing a presence of a RFID object. The interrogator also includes a control and processing subsystem that
discerns a presence of at least one of the metal and RFID objects from one of the first and second signals, and a
communications subsystem that communicates with the transceiver.

The foregoing has outlined, rather broadly, preferred and alternative features of the present invention so
that those skilled in the art may better understand the detailed description of the invention that follows. Additional
features of the invention will be described hereinafter that form the subject of the claims of the invention. Those
skilled in the art should appreciate that they can readily use the disclosed conception and specific embodiment as a
basis for designing or modifying other structures for carrying out the same purposes of the present invention. Those
skilled in the art should also realize that such equivalent constructions do not depart from the spirit and scope of the

invention in its broadest form.
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BRIEF DESCRIPTION OF THE DRAWINGS

For a more complete understanding of the present invention, reference is now made to the following
descriptions taken in conjunction with the accompanying drawings, in which:

FIGURE 1 illustrates a diagram of an embodiment of a communication system employable in a medical
environment constructed in accordance with the principles of the present invention;

FIGURE 2 illustrates a floor plan of an embodiment of a primary medical facility that provides an
exemplary environment for the application of the principles of the present invention;

FIGURE 3A illustrates a floor plan of an embodiment of a surgical suite that provides an exemplary
environment for the application of the principles of the present invention;

FIGURE 3B illustrates a floor plan of the operating room suite of the surgical suite of FIGURE 3 A that
provides an exemplary environment for the application of the principles of the present invention;

FIGURE 4 illustrates a pictorial diagram of an embodiment of an interrogation system employable within
an operating room of a medical facility and constructed in accordance with the principles of the present invention;

FIGURESs 5A and 5B illustrate relationship diagrams showing embodiments of attributes that may be
associated with autonomous and integrated modes of operation of an interrogator, constructed in accordance with
the principles of the present invention;

FIGURE 6A illustrates a pictorial diagram of an embodiment of an interrogation system employable within
an operating room of a medical facility and constructed in accordance with the principles of the present invention;

FIGURE 6B illustrates a pictorial diagram of an alternative embodiment of an interrogation system
employable within an operating room of a medical facility and constructed in accordance with the principles of the
present invention;

FIGURE 7 illustrates a pictorial diagrams of an embodiment of an interrogator constructed in accordance
with the principles of the present invention,;

FIGURESs 8A, 8B and 8C illustrate pictorial diagrams of alternative embodiments of interrogators
constructed in accordance with the principles of the present invention;

FIGURE 9 illustrates a system diagram of an embodiment of an interrogator constructed in accordance
with the principles of the present invention;

FIGURE 10 illustrates a block diagram of another embodiment of an interrogator constructed in accordance
with the principles of the present invention;

FIGURE 11 illustrates a system diagram of an alternative embodiment of an interrogator constructed in
accordance with the principles of the present invention;

FIGURE 12 illustrates a block diagram of another embodiment of an interrogator constructed in accordance
with the principles of the present invention; and

FIGURE 13 illustrates a block diagram of an embodiment of a control and processing subsystem

constructed in accordance with the principles of the present invention.
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DETAILED DESCRIPTION

Referring initially to FIGURE 1, illustrated is a diagram of an embodiment of a communication system,
generally designated 100, employable in a medical environment constructed in accordance with the principles of the
present invention. The communication system 100 is configured to distribute, collect and process information |
across a communications network 105 that may include a Local Area Network (LAN), a Wide Area Network
(WAN), an Intranet, an Extranet, the Internet, the World Wide Web, the Public Switched Telephone Network
(PSTN), future extensions of these (e.g., the Internet 2), or a combination thereof. For purposes of the present
invention, the World Wide Web is defined as all the resources and users on the Internet that are generally using the
Hypertext Transfer Protocol (HTTP). In one embodiment of the present invention, the communication system 100
communicates to each device connected thereto using Transmission Control Protocol/Internet Protocol (TCP/IP).

TCP/IP is a two-layered protocol. The higher layer, Transmission Control Protocol (TCP), manages the
assembling of a message or file into smaller packets that are transmitted over the communications network 105 and
received by a TCP layer that reassembles the packets into the original message. The lower layer, Internet Protocol
(IP), handles the address part of each packet so that it gets to the right destination. Each gateway computer on the
communication system 100 checks the address to determine where to forward the message. Even though some
packets from the same message are routed differently than others, the packets will be reassembled at the destination.

TCP/IP uses the client/server model of communication in which a computer user (a client) requests and is

provided a service (such as sending a Web page) by another computer (a server) in the communication system 100.

TCP/IP communication is primarily point-to-point, meaning each communication is from one point (or host
computer) in the communication system 100 to another point or host computer. TCP/IP and the higher-level
applications that employ TCP/IP are collectively said to be “stateless” because each client’s request is considered a
new request unrelated to any previous one (unlike ordinary phone conversations that require a dedicated connection
for the call duration). Being stateless frees the network paths so that everyone can use the paths continuously. It
should be understood that the TCP layer itself is not considered stateless as far as any one message is concerned, the
connection remains in place until all packets in a message have been received.

Internet users are familiar with the even higher layer application protocols that use TCP/IP to get to the
Internet. The higher level application protocols include the World Wide Web’s Hypertext Transfer Protocol
(HTTP), the File Transfer Protocol (FTP), Telnet (a command and protocol that allows users to logon to remote
computers), and the Simple Mail Transfer Protocol (SMTP). These and other protocols are often packaged together
with TCP/IP.

Personal computer users usually access the Internet through the Serial Line Internet Protocol (SLIP) or the
Point-to-Point Protocol (PPP). These protocols encapsulate the IP packets such that the packets can be sent over a
dial-up phone connection to an access provider’s connection device such as a conventional modem.

Protocols related to TCP/IP include the User Datagram Protocol (UDP), the Internet Control Message
Protocol (ICMP), the Interior Gateway Protocol (IGP), the Exterior Gateway Protocol (EGP) and the Border

Gateway Protocol (BGP). Depending on the circumstance, the UDP may be used instead of TCP for special
network communication purposes. The aforementioned protocols, namely, ICMP, IGP, EGP and BGP, are often
used by network host computers for exchanging router information.

Besides the Internet, TCP/IP may also be employed as the communication protocol in the private networks
called Intranets and Extranets. An Intranet is a private network that is contained within an enterprise (such as a

organization’s office building). The Intranet may consist of many interlinked LANs and use leased lines in a WAN.
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Typically, an Intranet includes connections through one or more gateway computers (not shown) to the outside
Internet. The main purpose of an Iniranet is to share organizational information and computing resources among,
employees. An Intranet can also be used to facilitate working in groups and for teleconferences.

An Intranet typically uses TCP/IP, HTTP and other Internet protocols and in general looks like a private
version of the Internet. With tunneling, organizations can send private messages through the public network, using
the public network with special encryption/decryption and other security safeguards to connect one part of the
Intranet to another.

An Extranet is a private network that uses the Internet protocols and may use the public network to securely
share part of an organization’s information or operations with suppliers, vendors, partners, customers, or other
medical organizations. An Extranet can be viewed as part of an organization’s Intranet that is extended to users
outside the organization. Just like the Internet, an Extranet also uses HTML, HTTP, SMTP and other Internet
protocols.

An Extranet also requires security and privacy provided by the use of firewalls. Firewalls are typically
servers that have the ability to screen messages in both directions so that security is maintained. Firewall servers use
digital certificates or similar means of user authentication, encryption of messages, and the use of virtual private
networks (VPNs) that tunnel through the public network.

A medical organization can use an Extranet to exchange large volumes of data using Electronic Data
Interchange (EDI) and share information between facilities associated therewith. The Extranet can also be
employed to allow an organization to collaborate with other organizations on joint development efforts and jontly
develop and jointly use training programs. Via the Extranet, an organization can also provide or access services
provided by one organization to a group of other organizations, such as a medical record management application
managed by one organization on behalf of the medical organization, and share information of common interest
exclusively with partner organizations.

Within the medical environment of the communication system 100 is a server 110 located at a primary
medical facility 120 that includes systems that allow the server 110 to receive requests, perform specific tasks,
retrieve and update information in at least one database and respond to requests sent over the communication system
100 to the server 110. In other embodiments, the communication system 100 may include multiple servers, each
performing specific tasks, performing the same tasks, acting as redundant systems or acting as database sites.

In another embodiment of the present invention, the server 110 may be an application server. An
application server is a computer in a distributed network containing specialized programs that provide the business
logic for at least one application program located somewhere within the communication system 100. The
application server is frequently viewed as part of a three-tier application, consisting of a graphical user interface
(GUI) server, an application (business logic) server, and a database and a transaction server. The first-tier of the
application, also called “front-end,” is usually located in a client computer such as a personal computer (PC) ora
workstation and may include a Web browser-based graphical user interface. The second-tier is the business logic
application or set of applications and can be located on a LAN or an Intranet server.

The third-tier of the application, also called “back-end,” is the database and transaction server and may be
located on a mainframe or a large server. Older, legacy databases and transaction management applications are part
of the back-end or third-tier. The application server is the middleman between the browser-based front-ends and the

back-end databases and legacy systems.
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In many instances, the application server is combined with or works with a Web server and is called a
“Web application server.” The Web browser supports an easy-to-create HTML-based front-end for the user. The
Web server provides several different ways to forward a request to an application server and to send a modified or
new Web page to the user. These approaches include the Common Gateway Interface (CGI), FastCGI, Microsoft’s
Active Server Page (ASP) and the Java Server Page (JSP). In some cases, the Web application servers also support
request “brokering” interfaces such as CORBA'’s Internet Inter-ORB Protocol (IIOP).

The communication system 100 also includes conventional personal computers (PCs) 125, workstations
130, office computer systems 140 and laptop computers 150. In other embodiments, the communication system 100
may include any number of PCs 125, workstations 130, office computer systems 140 and laptop computers 150. In
one embodiment of the present invention, the PCs 125, the workstation 130, the office computer system 140 and the
laptop computers 150 are client computer systems. A client computer system includes a user interface that allows
the user o access information, issue requests and perform functions related to the server 110. In another
embodiment, the office computer system 140 may be configured as a second-tier type computer system. For
illustrative purposes only, the PCs 125, the workstation 130, the office computer system 140 and the laptop
computers 150 are located in ones of the primary medical facility 120, auxiliary medical facility 155 and doctor’s
office 160 as shown.

In the illustrated embodiment, the communication system 100 also includes a handheld device 170 such as
a personal digital assistant (PDA) or a tablet PC. A PDA 1s a term used for any small mobile hand-held device that
provides, in part, computing, information storage and retrieval capabilities. PDAs are often used for keeping
schedules, calendars, address book information and medical information (examples of PDAs include Hewlett-
Packard’s Palmtop™ and 3Com’s PalmPilot™). A tablet PC is a compact device similar to a laptop computer but
with a handwriting recognition capability (examples of tablet PCs include Compact TC1000 and ViewSonic
V1100).

Most PDAs have a small keyboard and some PDAs have an electronically sensitive pad on which

handwriting can be received and recognized. Apple’s Newton™, which has been withdrawn from the market, was

the first widely-sold PDA that accepted handwriting. Many applications have been written for PDAs including
network programs and Internet access programs. PDAs are increasingly combined with telephones and paging
systems for wireless communications. Some PDAs offer a variation of the Microsoft Windows™ operating system
called Windows CE™. Other PDA products use a proprietary operating system, such as PalmOS™ or third party
operating systems.

An individually addressable vehicle (IAV) 180 such as an ambulance is also located within the
communication system 100. The IAV 180 can include any type of vehicle capable of having a computer with a
wireless network receiver and/or transmitter that is individually addressable. For example, an ambulance containing
an Internet terminal is an IAV or a computer with a wireless receiver/transmitter and sensors that transmits patient
information falls within the class of [AVs.

In the illustrated embodiment, the IAV 180 can send requests to the server 110 within the communication
system 100 to request information or perform specific functions, such as retrieving information related to the
location of the vehicle or general patient information. The IAV 180 may include a display (not shown) and an input

device (not shown) such as push buttons, a touch screen or a combination of the two to facilitate user interface

therewith.
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A mobile telephone 190 may also be included in the communication system 100. The mobile telephone
190 includes a display capable of showing information retrievable from the communication system 100. The mobile
telephone 190 can send and retrieve information from the server 110 and perform specialized tasks associated with
the capabilities of 2 mobile telephone with network capabilities. In one embodiment, the mobile telephone 190 is
capable of accessing Web pages, traversing the Internet and displaying information associated with Web pages on
its display.

One skilled in the pertinent art should know that the principles of the present mvention are not limited for
use with the types of devices described above. In other embodiments, the communication system 100 may include
individually accessible electronic devices (IAEDS). IAEDs are electronic devices having a network interface that
are individually addressable on a network. For example, medical equipment in a medical facility connected to a
network having a unique network address is representative of an IAED.

One skilled in the pertinent art should also know that the principles of the present invention may be
employed via conventional hardwired or wireless communications networks. For instance, a PDA 170 within the
primary medical facility 120 may communicate patient information to the workstation 130 via a wireless link
compatible with a Bluetooth communications environment as defined in the Bluetooth Specification, Version 1.1, or
an IEEE 802.11 communications environment as defined in the Institute of Electronic and Electrical Engineers
Specification, Section 802.11, both of which are herein incorporated by reference in their entirety. Of course, other
existing or future wireless specifications including those employing a proprietary system may also be used. The
workstation 130 may then download the information to the server 110 via a hardwired connection. Of course, the
networks within the medical facilities and the communications network 1035 itself may inciude hardwired and
wireless segments. It should also be clear that the principles of the present invention are not limited to a
communication system in a medical environment.

For a better understanding of communication systems and networks in general, see “Wireless
Communications, Principles and Practice,” by Theodore S. Rappaport, Prentice Hall PTR, 1996, “Microwave
Mobile Communications,” edited by William C. Jakes, IEEE Communications Society, 1993, and “Digital
Communications,” 3™ Edition, by John C. Proakis, McGraw-Hill, Inc., 1995, all of which are herein incorporated by
reference in their entirety.

Turning now to FIGURE 2, illustrated is a floor plan of an embodiment of a primary medical facility,
generally designated 200, that provides an exemplary environment for the application of the principles of the present
invention. The primary med<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>