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PRIVATE KEY RECOVERY

The present invention relates to key recovery and particularly, but not exclusively, to a method for the recovery of cryptographic keys in secure computer systems.

In business applications, one of the biggest risks when using cryptographic computer systems is that if a legitimate user loses their private "key" then they may be unable to gain access to the cryptographic system. The loss of the key may be as a result of the user forgetting a password or because a member of staff within an organisation has left the organisation taking the key with them.

In order to address this problem many cryptographic systems employ a facility known as "key recovery". This is a process whereby the user can store their key in a safe place such that if at some later stage the key is lost it may be recovered by a third party (such as an officer of the organisation). Existing key recovery methods are generally complex involving a large number of steps both on the part of the user and the recovery officer and necessitates the maintenance of an excessive number of storage facilities such as databases.

The present invention aims to provide an improved method for recovering cryptographic keys.

Accordingly, the present invention provides a method of cryptographic key generation comprising generating a private key and a public key, wherein said public key contains information about said private key therein.

Preferably, the public key contains all of the information required for recovery or regeneration of the private key.

The present invention will now be described, by way of example only, with reference to the
accompanying drawings in which;

Figure 1 is a schematic block diagram of a typical key cryptographic computer system including key generation and recovery architecture according to the prior art;

Figure 2 is a block diagram illustrating a method of generating a cryptographic key in the system of figure 1;

Figure 3 is a schematic block diagram of a preferred form of computer system incorporating key generation and recovery architecture according to the invention;

Figure 4 illustrates a preferred method of key generation according to the invention;

Figure 5 illustrates a preferred method of key recovery according to the invention;

Figure 6 illustrates a relationship between the methods of figures 4 and 5; and

Figure 7 is a table of preferred algorithms for use in the methods shown in figures 4 to 6.

In public key cryptographic systems (also known as asymmetric cryptographic systems) a user generates a pair of cryptographic keys, one of which is made available to all other users (known as the public key) and the other of which is kept secret (known as the private key). The public key is used for public functions such as encrypting a message to send to the user or for verifying a digital signature which was supposedly made by that user. The private key, on the other hand, is used for private functions such as decrypting a received message or applying a digital signature. The public key will usually be authorised by a body known as a Certification Authority (CA) which stores the public key in a database and distributes it to any other person who may want it. The private key will usually be kept in a safe place and will only be known to the user.
If the user's private key is lost for any reason, the user may be unable to access many applications of the cryptographic system. Consequently, most cryptographic systems feature key recovery mechanisms for recovering lost keys and avoiding data loss. Existing key recovery mechanisms conventionally require a pro-active approach in which extra data must be generated and stored by the user over and above that which is made public.

Referring to Figure 1, a typical cryptographic system architecture involving key generation and recovery facilities is shown in schematic block form generally at 10. In the key generation stage a random number generator 12 generates a number which is supplied to a main key generator block 14 which applies one or more predetermined algorithms to the random number in order to generate a public key 16 and a private key 18. The public key 16 is passed to a certification generator 20 which generates a digital certificate 22 of the key and the certificate is then stored in a public database 24.

The user stores a copy of the private key 18 in a local storage device such as hard disc 26. In addition, the private key 18 and a further public key 28 which is held by a third party responsible for key recovery (hereafter "key recovery agent") are applied to an encryption system 30 which generates an encrypted "key archival object" 32 which is then stored in a private key recovery database 34.

If, at a later date, the user needs to recover his private key, the key recovery agent extracts the key archival object 32 from the private key recovery database 34 and applies it, together with the recovery agent's private key 36 to a decryption system 38. The decryption system 38 uses the key archival object 32 and the recovery agent's private key 36 to recover the private key 18.

Figure 2 illustrates a standard key generation process for the system of Figure 1. The random number generator 12 feeds into two prime number finders 40, 41 each of which is also supplied with a public exponent E. The outputs P, Q of the prime number finders 40, 41 are applied, together with the public exponent E, into a private key generator 42, forming part
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of the main key generator block 14. The private key generator 42 generates an output D.

The outputs P, Q of the prime number finders 40, 41 are also fed into a public key generator 44 which generates an output N. The outputs P, Q and D therefore represent the private key 18 and the components E and N represent the public key 16.

The above described system achieves the requirement for key recovery but has a number of disadvantages. For example, the method involves a large number of steps both on the part of the user and the key recovery agent and also requires the maintenance of two databases, one for the digital certificates and one for the key recovery objects. In addition, the user is required explicitly to add their private key to the key recovery database 34.

Referring to Figure 3, a preferred form of cryptographic system having key generation and recovery facilities is shown generally at 100. The invention allows the secure key archival to be coupled closely with the key generation and certification process.

In Figure 3, a random number generator 112 generates a random number which is applied, together with the public key of the recovery agent 128 to a main key generator 114. The main key generator generates a public key 116 and a private key 118. As previously, the public key 116 is passed to a certification generator 120 which makes a digital certificate 122 of the public key 116 which is then stored in a public database 124. In addition, the user stores a copy of the private key 118 on a local storage device or hard disc 126. No further action is required on the part of the user since all of the information necessary for key recovery is embedded in the public key 116.

At a later date, if the user needs to recover the private key, a copy of the public key 116 is extracted from the digital certificate 122 stored in the database 124. The copy is passed to a key recovery system 138 together with the recovery agent’s private key 136. The key recovery system 138 produces a recovered private key which should be identical to the original private key 118.
It should be noted that if the key generation process is trusted, then the recovery agent’s public and private keys can be identical and a symmetrical version of the key generation process and key recovery process can be used.

Referring to Figure 4, a key generation mechanism according to the invention is shown in schematic form. In this mechanism, the random number generator 112 generates two random values A and B. The value A is sent to a functional unit designated H along with the recovery agent’s public key 128. The output of the unit H is a value U. The value A and the recovery agent’s public key 128 are also applied to a second functional unit G which generates a value C. The values B and C are combined in a joiner unit 148 in such a way that the data of the value C represents the output N’ of the joiner unit 148 while the data of value B represent the less significant bit of N’. The values U, N’ are then applied to a factorisation unit 150 together with the public exponent E in the following manner:

N’ and U are assumed to represent respectively the product and the sum of data P’ and Q’ and the values of these are computed using basic mathematical relationships. The factorisation unit 150 then searches for the value P which is the smallest prime number greater than or equal to P’ which is suitable for use in a cryptographic key. The factorisation unit 150 then searches for a value Q which is the largest prime number less than or equal to Q’ which is also suitable for use in a key.

Once the factorisation unit 150 has output the values P and Q, they are processed by a public key generator 144, which forms part of the main key generator block 114, to produce the public value N. The values P and Q are also applied with the public exponent E to the private key generator 142, also forming part of the main key generator block 114, to generate the value D. These processes are similar to those of Figure 2.

A check is then made that the more significant bits of N are the same as the more significant bits of N’. If this is not the case, then the process is restarted. The final public key is represented by the components E and N while the private key 118 is represented by the
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components P, Q and D as in the case of Figure 2.

Referring to Figure 5, a key recovery process according to the invention is shown in schematic form. In this process, the value N is taken from the public key 116 and split by a splitter unit 152 into two parts, a part containing the more significant bits and a part containing the less significant bits. It should be noted that this is the reverse process of the joiner unit 148 illustrated in Figure 4. The less significant bits are discarded. The more significant bits, designated M, are fed into a third functional unit F along with the recovery agent's private key 136 to produce a value U. The values U and N are passed to another factorisation unit 150a which produces values P and Q. The values P and Q are applied, together with the value E extracted from the public key 116, into the private key generation unit 142 to produce the value D. This is similar to the process involved in key generation. The components P, Q and D represent the recovered private key.

Referring to Figure 6, the relationship between the functional units F, G and H is shown in schematic form. The three functional units satisfy the following criteria. Functional units H and G are applied with an input and the public key of the recovery agent 128. Functional unit F is presented with the recovery agent's private key 136 and the output of unit G. Unit F must produce the same output value as unit H when both units G and H have the same input. The functional units F, G and H in the key generation and recovery processes can take a number of forms. These forms are shown in the table of Figure 7. Many variants could be used here, for example, the function sets for RSA or DH could be replaced with versions of these algorithms based on elliptic curve encryption. Furthermore, various different HMAC or symmetric encryption mechanisms could be used in place of the ones shown in Figure 7.

In a preferred form of the invention, the following algorithm is used to generate or recover a key. The key generation algorithm provides built in key recovery and knowledge of the details of the key generation process together with a generated public key is not sufficient to derive the private key. This is very important for preventing unauthorised parties from establishing the private key and gaining access to the system.
Prior to generating the key, three functions are selected. The function $F(x, K_s)$ makes use of the key recovery agent's private key while the functions $G(x, K_p)$ and $H(x, K_p)$ make use of the agent's public key. The three functions together satisfy the relationship:

$$F(G(x, K_p), K_s) = H(x, K_p)$$

and the function $G(\cdot)$ must be a "one-way" function i.e. given the output of the function, it is difficult or impossible to compute the input, but given the input it is easy to compute the output.

The steps for generating a key are as follows:

1. Select a random value $x$ and compute $G(x, K_p)$ and $H(x, K_p)$;

2. Concatenate a one bit, $G(x, K_p)$ and a random value $s$ to generate $N'$ such that: $msbits(N') = G(x, K_p)$, where $msbits(N')$ is a function which takes a number and returns the most significant $3m/8$ of the bits in the binary representation of that number excluding the most significant and where $m$ is the number of bits in the key;

3. Let $U = \#(H(x, K_p))$ where $\#(\cdot)$ is a hash function;

4. Check that $2N' < U < (2N'/r) + (r/2)$ where $r = 2^{(m/2)}$ and if not, return to step two;

5. Assume that $U = (P+Q)$ so compute that $V = (P-Q) = (u^2 - 4N')^{1/2}$;

6. Starting at $P = (U + V)/2$ to search upwards until $P$ is prime;

7. Starting at $Q = (U - V)/2$, search downwards until $Q$ is prime;

8. Ensure that $msbits(PQ) = msbits(N')$; if not start again;
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9. Use P and Q to generate the private key using the standard method.

For recovery of the key, the method involves the following steps;

1. Let \( U = \#(F(msbits(N), Ks)) \);

2. Assume that \( U = (P + Q) \), therefore compute \( V = (P - Q) (U^2 - 4N^2) ^ {1/2} \);

3. Starting at \( P = (U + V)/2 \) search upwards P is prime;

4. Calculate \( Q = N/P \) and generate the private key in the standard manner.

Referring to Figure 7, this is a table illustrating some possible functions for use with the above algorithm. This algorithm allows for the secure generation of public and private keys with the property that, by the use of some additional information independent of the key, the private key can be recovered from the public key. The algorithm does not require the key generator to have any knowledge of the recovery parameter but instead uses a public key system to separate the generation and the recovery parameters.

This could be used for a variety of key recovery applications. In most systems, the public key will be more widely known than the private key and therefore much less likely to be lost. The implicit nature of this key recovery system removes the need for action by the user to explicitly store their private key, for example, in a separate database.

It can be seen that the present invention provides a method of recovering a cryptographic key which is greatly simplified compared to existing methods and a cryptographic computer system employing such a method. Several steps are removed from the previous method and the user is no longer required to archive their private key. The invention also removes the need for a separate key recovery database. The new key generation process is designed such
that the keys produced are functionally identical to the output of the standard key generation process. Thus, the method of the present invention can be incorporated into existing applications which make use of public key cryptography with little or no change to the application.
CLAIMS

1. A method of cryptographic key generation comprising generating a private key and a public key, wherein said public key contains information about said private key therein.

2. A method of cryptographic key generation according to Claim 1 wherein said public key contains all of the information required for recovery or regeneration of said private key.

3. A method of cryptographic key generation according to claim 1 or 2 comprising:

   generating at least one random number;

   applying a first algorithm to said random number together with a first predetermined key thereby to generate said public and private keys; and

   storing said public key.

4. A method of cryptographic key generation as claimed in claim 3 further comprising:

   retrieving said public key; and

   applying a second algorithm to said public key together with a second predetermined key, thereby to recover or regenerate said private key.

5. A method of cryptographic key generation according to claim 3 or claim 4 wherein said first and second predetermined keys are known only to an authorised third party.

6. A method of cryptographic key generation according to claims 3, 4 or 5 wherein said first and second algorithms are symmetrical.
7. A system for generating cryptographic keys comprising:

means for generating a private key and a public key in which there is contained information about said private key;

means for storing said public key; and

means for recovering said private key using said information contained in said public key.

8. A system for generating cryptographic keys according to claim 7 wherein said generating means comprises means for generating first and second random numbers;

a first function unit for applying a first predetermined function to said first random number and a first predetermined key thereby to generate a first output value representative of the sum of a first and a second data value;

a second functional unit for applying a second predetermined function to said first random number and said first predetermined key thereby to generate a second output value;

means for combining said second output value and said second random number thereby to generate a third output value representative of the product of said data values;

means for calculating said first and second data values and generating fourth and fifth output values in dependence thereon;
means for processing said fourth and fifth output values together with a predetermined exponent thereby to generate said private key; and

means for processing said fourth and fifth output values only thereby to generate said public key.

9. A system for generating cryptographic keys according to claim 7 or claim 8 wherein said recovering means comprises means for splitting said public key into first and second parts;

a third functional unit for applying a third predetermined function to said first part together with a second predetermined key thereby to generate said first output value;

means for calculating said first and second data values from said first output value and said public key; and

means for processing said first and second variables together with said first predetermined exponents thereby to recover or regenerate said private key.
<table>
<thead>
<tr>
<th>Type</th>
<th>F(x, Ks)</th>
<th>G(x, Kp)</th>
<th>H(x, Kp)</th>
<th>Key relation</th>
</tr>
</thead>
<tbody>
<tr>
<td>RSA</td>
<td>x^ks mod n</td>
<td>x^p mod n</td>
<td>x</td>
<td>Ks, Kp = 1 mod φ(n)</td>
</tr>
<tr>
<td>DH</td>
<td>x^ks mod n</td>
<td>g^x mod p</td>
<td>hash(x(Ks))</td>
<td>Kp = g^ks mod p</td>
</tr>
<tr>
<td>HMAC</td>
<td>x^ks mod n</td>
<td>x</td>
<td>DES(Kp)</td>
<td>Ks = Kp</td>
</tr>
<tr>
<td>DES</td>
<td>hash(x(Ks))</td>
<td>x</td>
<td>DES_kp(x)</td>
<td>Kp = Ks.p</td>
</tr>
<tr>
<td>EC-DH</td>
<td>DES_kp(x)</td>
<td>x.p</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
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