The invention is concerned with providing positive notifications of message receipt in a network comprising at least a sending device 1 (e.g. a sending MUA), a sending device 3 (e.g. a mail server or MTA of a sending device), a receiving exchange 5 (e.g. a mail server or MTA of a receiving device) and a receiving device 7. The server of the receiving device sends a notification of delivery of the message. Preferably, this notification includes a signed hash of the received email to provide a degree of non-repudiation. The signing may be carried out remotely from the receiving server. In some embodiments the sending and receiving devices must authenticate themselves to their respective exchanges using a sign-on procedure. The server 8 provides a DNS function, as is standard in the art. The method may also include certifying the exchanges and entering them into an exchange database 8, and the sending exchange and/or receiving exchange querying the exchange database to determine whether to communicate the message.
1

Reliable and rapid communication of messages

Background

This invention relates to the communication of electronic messages through electronic message exchanges, in which the sending device receives a notification of delivery of the electronic message to a receiving device.

Traditional message delivery systems, i.e. postal systems, are slow, sometimes unreliable and require expensive physical handling and transport of messages.

On the other hand, present electronic message communication systems, for example the widely used email system, are known to be unreliable, low in confidence and to be ‘polluted’ by large volumes of unsolicited messages. Very important in some industries is that the sender cannot force the recipient to confirm receipt of the message. Although the accepted standards for email do include this ‘proof of delivery’ capability, it is easily circumvented by recipients. Also, it is possible for the sender to record and timestamp the transmission of a message to another computer as evidence of delivery, but there are many steps that may be carried out in between the sender and receive which may prevent the message getting through – for example checking for electronic malware by an agent. The sender may not therefore have legally valid proof that the recipient received the message.

However, email has an advantage that a wide range of tools, for example ‘email clients’ or Mail User Agents (MUAs), are available to send and receive messages, and it is easy for organisations to develop software to automatically create, send, receive and process email-formatted messages for their particular needs. Email also has an advantage that it is easily expanded – the sender’s server can locate the recipient’s server using the Domain Name System, and the recipient’s server can then identify the recipient from the delivery address. The sender’s server does not have to know the recipient for the message transmission to be successful, allowing user numbers to grow easily over time without the burden of synchronising the user identities across the entire system.

There are emerging into the marketplace a number of secure document exchange systems which solve some of the above problems. However, they introduce new problems: they require specialist software and training, they are not convenient to use, and are not easily expanded because all recipients must be known to the sending server for the communication to be successful.

It is therefore an object of the present invention to provide a method of communicating electronic messages that allows the sender to prove the receipt of a message by a recipient, while using existing software and while allowing for an easily expandable communication network.

Statement of Invention

A first aspect of the invention is a communication method according to Claim 1, which is hereby included by reference.

Preferred and optional features of the invention are set out in the dependent Claims, which are hereby included by reference.
A second aspect of the invention includes computer program code implementing the invention according to the first aspect.

A third aspect of the invention includes computer hardware utilising computer program code according to the second aspect.

**Description of Preferred Embodiments**

The example embodiment of the invention will now be described with reference to the following Figures:

Figure 1, showing a communication system according to the invention.

Figure 1 shows a first personal computer (PC) (1) running any one of a number of different Mail User Agent (MUA) programs (together acting as the sending device) and communicating over an internet TCP/IP connection (2) to a first computer server (3) running some software adapted to perform parts of the method of this invention (together acting as the sending server). The first computer server communicates over an internet TCP/IP connection (4) to a second computer server (5) running some software adapted to perform parts of the method of this invention (together acting as the receiving server), which in turn communicates over an internet TCP/IP connection (6) with a second PC (7) running any one of a number of different MUA programs (together acting as the receiving device). Each computer server includes databases (not shown), and is able to communicate with a third computer server (8) providing a Domain Name System (DNS) function for one internet domain and a store of cryptographic keys (acting as the server database) and a cryptographic signing function via internet TCP/IP connections (9,10).

In use, the first and second computer servers are first tested to ensure that they comply with a specification describing their operation (which is to be described below). Testing includes examining the computer software code and observing the operation of the computer servers in a test environment. If the servers pass the tests, the identity of each server is stored on the third computer server (8). For example a certified server may have its TCP/IP address added to the DNS database and associated with a subdomain (for example s1.privatenetwork.net and s2.privatenetwork.net) and/or a public key, corresponding to a private cryptographic key known only to the certified server, is stored in the third computer server.

Usernames and passwords (acting as the credentials) are posted by letter to the owners of the first and second PCs, who configure the PCs with the credentials. The usernames and passwords are also stored in the first and second servers respectively, as are public and private key pairs for each owner.

To transmit a message, the first PC contacts the first server using an encrypted variant of, for example, the common SMTP protocol, and authenticates with the username and password it was provided with. The first server checks the username and password are stored in its database and accepts a message containing a recipient address from the first PC if they are. The message may comprise attachments such as documents and images. The first server then sets the sender header of the message to the username (acting as the individual portion) followed by “@” (acting as the exotic character) and followed by “s1.privatenetwork.net” (acting as the server portion):

Smith.LLP@s1.privatedomain.net

It then communicates the part of the recipient address coming after an “@” (acting as the server portion) in a ‘DNS lookup’ to some DNS server (e.g. the third server) to obtain the TCP/IP address of the second server. (If the server portion of the recipient header cannot be found, the first server places
a failure message into a delivery queue for the first PC.) The first server now computes an SHA-2 hash (acting as the cryptographic hash) of the message to concatenate with the first message to form a second message, signing the hash with the private key associated with the sender. The first server then obtains from the third server the public key corresponding to the second server and initiates an encrypted conversation with the second server using, for example, the common SMTP protocol.

The second server verifies the certification of the first server by performing a ‘Reverse DNS lookup’ of the first server’s TCP/IP address on for example the third server, and/or by checking the first server’s knowledge of its own private key, the corresponding public key of which is communicated to the second server by the third server. The second message is then transmitted to the second server, and the first server deletes the first and second messages.

The second server examines the part of the recipient address coming before the “@” (acting as the individual portion) and determines whether the recipient is known to the second server. If it is not known, the second server communicates a failure notification to the first PC (now acting as the notification receiving device) by transmitting it to the first server. If the recipient is known, the second server holds the message in a queue for the second PC. After some time, for example after 24 hours or 48 hours or longer when there is a holiday or weekend, the second server will transmit a notification message for the first PC to the first server to inform the owner of the first PC that the message was not delivered.

However, at some time after receiving the second message, the second PC contacts the second server using an encrypted variant of, for example, the common POP or IMAP protocols, supplies a username and password which the second server checks against its records, and receives the message (acting as the third message) from the second server. On completing the transmission, the second server creates a notification message comprising the message received from the first server, a delivery notice describing the date and/or time it delivered the message, and a cryptographic hash of the other parts of the message. The delivery notice may include the IP address or some other identifying information about the first PC, second PC, first server or second server, and dates or times associated with the communication of any preceding messages. The second server transmits the hash to the third server or another server which cryptographically signs the hash using a private key and returns it to the second server. The second server then sends the notification message to the first PC using the reverse of the method just described – the first PC again acts as the notification receiving device. The second server also deletes the second and third messages and the notification message.

The first PC then checks the authenticity of the cryptographic hash included in the notification message and informs its owner or user that the notification message has been received and that the hash is valid. It may then also tag the original message or link it to the notification message to indicate that the message was delivered.

**Advantageous Features**

Several optional features could be included in the communication system just described.

The first PC could provide personal and organisational parts of the individual portion of the recipient address, or for its own sender address. For example, the recipient address could be:

\[\text{Lloyd\_Smith}\text{Smith.LLP@s1.privatedomain.net}\]

The second server could provide the message to a second PC that supplies credentials matching only the organisational and server portions of the address (in this case Smith.LLP@s1.privatedomain.net). The second PC could then pass the third message to a final recipient, for example a third PC known to
it by examining and interpreting the personal part \({\{\text{Lloyd\_Smith}\}}\), which has been delineated by the “{“ and “}” characters, acting as exotic characters. The personal part might also include a code recognised by the sender or recipient or both:

636225/2241A\{\text{Lloyd\_Smith}\}Smith.LLP@s1.privatedomain.net

It may be possible that the server portion is not a valid internet domain, for example it might be a private domain such as “s1.r4s”.

636225/2241A\{\text{Lloyd\_Smith}\}Smith.LLP@s1.r4s

It is also possible that the first PC has received the message it transmitted to the first server from another PC, and it may modify the sender address by adding codes, names etc. to the message.
Claims

1. A method of communication in which a sending exchange is contacted by and receives a first electronic message comprising a recipient address from a sending device, the sending exchange then communicates a second electronic message to a receiving exchange associated with the recipient address, and the receiving exchange communicates a third electronic message to a receiving device associated with the recipient address, characterised in that the receiving exchange afterward communicates a notification message to a notification receiving device, notifying the notification receiving device of the successful communication of the third message to the receiving device.

2. The method of any preceding Claim wherein the second, third and notification messages comprise at least some of the content of one of the first, second or third messages.

3. The method of any preceding Claim wherein the notification message includes the date or time of the successful communication of the third message to the receiving device.

4. The method of any preceding Claim wherein the exchanges delete any messages they communicated after successful communication.

5. The method of any preceding Claim further including the step of forming a cryptographic hash of one of the first, second or third messages, creating a signed cryptographic hash by signing the cryptographic hash with a private key, and attaching the signed cryptographic hash to any of the messages.

6. The method of Claim 5 further including the steps of one of the exchanges communicating the cryptographic hash to a remote signing exchange for signing, and communicating the signed cryptographic hash back to the exchange that communicated the cryptographic hash, and including the signed cryptographic hash into a later message communicated by the exchange.

7. The method of any preceding Claim wherein each communication step utilises an encrypted communication channel.

8. The method of any preceding Claim wherein at least the second and third messages comprise a sender address associated with the sending device.

9. The method of Claim 8 wherein the sending exchange sets the sender address of the second message to match an entry in the sender database corresponding to the credentials supplied by the sending device.

10. The method of any preceding Claim wherein the sender address or recipient address comprises an individual portion and a exchange portion.

11. The method of any preceding Claim wherein the sending exchange comprises a sender database and the method includes the step of refusing the first message when the sending device does not supply credentials matching an entry in the sender database.

12. The method of any preceding Claim wherein the receiving exchange comprises a recipient database and communicates messages only to receiving devices that supply credentials matching an entry in the recipient database.
13. The method of any preceding Claim wherein the receiving exchange comprises a recipient database and the method includes the step of refusing the second message when the recipient address doesn’t match an entry in the recipient database.

14. The method of any preceding Claim further including the step of performing a certifying test wherein the operation of an exchange is tested against a specification, and entering the exchange into an exchange database if it achieves the specification.

15. The method of Claim 14 wherein the certifying step comprises inspecting the operating code of the exchange.

16. The method of any of Claims 14 to 15 wherein the certifying step comprises a process of automated communication with the exchange and automated analysis of the observable behaviour of the exchange.

17. The method of any of Claims 14 to 16 wherein the certifying step is repeated regularly.

18. The method of any of Claims 14 to 17 wherein the exchange is removed from the exchange database if it does not achieve the specification.

19. The method of any of Claims 14 to 18 wherein the sending exchange checks the exchange portion of the recipient address matches an entry in the exchange database and refuses the first message if it does not.

20. The method of any of Claims 14 to 19 wherein the receiving exchange checks that the sending exchange is in the exchange database and refuses the message if it is not.

21. The method of Claim 20 further including the step of identifying the sending exchange from the exchange portion of the sender address or the IP address of the sending exchange or a cryptographic certificate communicated by the sending exchange.

22. The method of any of Claims 14 to 21 wherein the exchange database comprises a Domain Name System (DNS) server and wherein a plurality of sending exchanges or receiving exchanges are recorded as subdomains of one internet domain.

23. The method of any of Claims 14 to 22 wherein the exchange database comprises a database of cryptographic keys for identifying sending exchanges and receiving exchanges.

24. The method of any preceding Claim wherein the second message comprises a cryptographic hash of the first message signed with a key associated with the sending device.

25. The method of any preceding Claim wherein the individual portion of an address itself comprises a personal portion and an organisational portion, and the step of matching the individual portion against the recipient database includes the step of ignoring the personal portion.

26. The method of any of Claims 10 to 25 wherein portions of an address are delineated by at least one exotic character.

27. The method of any preceding Claim further including the step of communicating a further message to the notification receiving device if the communication of the second or third messages does not occur within a certain defined time of any of the previous communication steps.
28. The method of any preceding Claim further comprising the step of the receiving device contacting the receiving exchange before the communication of the third message to the receiving device.

29. The method of any preceding Claim where any of the sending or receiving exchanges or sending or receiving devices communicate using a standard internet protocol.

30. The method of any preceding Claim wherein the receiving device is a widely available Mail User Agent, and the messages are email messages.

31. The method of any preceding Claim wherein the receiving device notifies the receiving exchange when the third message has been read, and the receiving exchange notifies the notification receiving device.

32. The method of Claims 11 to 30 wherein the step of refusing the message includes the step of sending a notification message to the notification receiving device.

33. The method of Claims 11 to 32 wherein the step of refusing the message includes the step of refusing the communication of at least part of the message.

34. The method of any preceding Claim further including the step of the sending exchange recording that a payment is due from the operator of the sending device.

35. The method of any preceding Claim further including the step of the receiving exchange recording that a payment is due from the operator of the sending exchange.

36. The method of any preceding Claim further including the step of the receiving exchange recording that a payment is due to the operator of the receiving device.

37. The method of any preceding Claim further including the step of checking the identity of the operator of the sending device or the receiving device, prior to entering the credentials required of the sending device or the receiving device into the sender database or the receiver database respectively.

38. The method of any preceding Claim wherein the step of checking the identity of a device owner includes sending a postal letter to the device owner, the postal letter comprising at least part of the credentials.

39. The method of any preceding Claim wherein the functions of the sending exchange and the receiving exchange are performed within one physical device.

40. The method of any preceding Claim wherein the functions of the sending device and the notification receiving device are performed within one physical device.
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