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57 ABSTRACT 
A method of scanning intrusion detection which is ca 
pable of monitoring a large volume of either interior or 
exterior space from a single relatively inexpensive unit. 
This method of intrusion detection comprises the steps 
of scanning a beam of infrared radiation about a field of 
view and receiving the radiation of the beam reflected 
from the field of view, generating a signal indicative of 
the distance from the device at which the beam has been 
reflected for each of a plurality of azimuthal sectors of 
the field of view, storing a plurality of reference signals 
which are indicative of the distance of reflection of the 
beam from each azimuthal sector of the field of view 
during a reference time period, comparing the signals 
from a selected time period with the reference signals, 
and generating an output signal if one of the signals is 
different from the respective reference signal. 

12 Claims, 4 Drawing Sheets 
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1. 

METHOD OF NTRUSION DETECTION OVERA 
WIDE AREA 

CROSS-REFERENCE TO RELATED 5 
APPLICATIONS 

The present application is related to our co-pending 
applications entitled AN INTRUSION DETECTION 
DEVICE, Ser. No. 195,746; METHOD OF INTRU 
SION DETECTION, Ser. No. 195,747; and ASCAN 
NING INTRUSION DETECTION DEVICE, Ser. 
No. 195,741, all filed on even data herewith. 

BACKGROUND OF THE INVENTION 

1. Field of the Invention 
The present invention relates to a method of intrusion 

detection for detecting the presence and location of . 
objects in space and, more particularly, to a method 
utilizing an active infrared system for actively locating 
objects in space by emitting a beam of infrared radiation 20 
into a field of view and measuring the distance from the 
device at which the beam is reflected by the field of 
view during a selected time period. The present method 
is capable of monitoring a large volume of space with a 
single unit which is relatively inexpensive and fool 
proof. The field of view is scanned with an infrared 
emitter and a reflection receiving means. A signal is 
generated indicative of the distance of reflection of the 
beam from each azimuthal sector of the field of view. 
The distance of the reflection is then compared to a 
reference distance, with an output signal being gener 
ated if the detected distance differs from the reference 
distance in a preselected manner. 

2. Background Art 
In recent years many forms of intrusion detection 

devices, or surveillance systems, have been developed 
to monitor an area or space, to protect against the entry 
of unauthorized personnel into that area or space, and to 
provide an alarm signal when such entry occurs. A 
variety of technologies have been applied to such intru 
sion detection systems in an attempt to obtain a satisfac 
tory device that provides to requisite sensitivity to in 
trusion into the protected space without generating 
distracting, time-consuming, and costly false alarms. 
Such false alarms can result from changing environmen 
tal conditions, wind-blown debris, or the intrusion into 
the protected space of birds or other small animals. 
Among the technologies employed for intrusion detec 
tion systems of the prior art are those based on sonic or 
unltrasonic/acoustical detectors, photoelectric break 
beam devices, passive infrared detectors, video systems, 
and radar or microwave-based systems. 
The sonic, ultrasonic or acoustical devices are illus 

trated in U.S. Pat. Nos. 4,499,564, 4,382,291, 4,229,811 
and 4,639,902. In the devices disclosed in these patents 
the intrusion detection systems utilize an acoustical 
signal, either sonic or ultrasonic, which is transmitted 
into the space to be protected. The acoustical signal is 
reflected off of objects in the space or the walls forming 
the perimeter of the space and is collected by an acousti 
cal receiver. The return signal represents the total re 
flected energy pattern for that space. A change in the 
signal received indicates some change in the space pro 
tected; however, these systems do not provide any 
means of identifying where, either directionally or dis 
tance-wise, in the protected space that the change has 
occurred. Thus, the only information derivable from 
such systems is whether or not such a change has oc 
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2 
curred which then requires some form of follow-up by 
the security force. An additional limitation of systems of 
this type is that they are generally unacceptable in any 
thing but a closed environment since they are subject to 
false alarms from naturally occurring sound changes 
such as generated by wind, thunder, or other naturally 
occurring sounds in an open environment. 
The photoelectric break-beam devices are illustrated 

in U.S. Pat. Nos. 3,875,403, 4,239,961, 4,310,756, 
4,384,280 and 4,514,625. In the devices disclosed, the 
intrusion detection system uses an active photo-beam 
projected into the area under surveillance. A detector 
sees the continuous beam at the opposite end of the 
detection zone. If the photo-beam is broken by an in 
truder, then an alarm is sounded. This type of system 
does not give any information above the distance of the 
intruder from the detector device. This system also 
requires two head units with the protection zone be 
tween them. This leads to a more complex installation 
than if only one unit is required. 

Passive infrared detection technology is illustrated in 
U.S. Pat. Nos. 3,476,946, 3,476,947, 3,476,948 and 
3,475,608. With systems such has these, changes in the 
infrared content of the light received by the device 
from the area under control is monitored and an alarm 
signal is generated if the infrared content changes. This 
is based on the presumption that the infrared content of 
the light will be affected by intruders, particularly indi 
viduals, entering into the controlled space. However, it 
has been found that such infrared detectors are falsely 
triggered by normal changes in the infrared content of 
the light in a space due to ordinary changes in the sun as 
well as the effects of clouds passing over the sun. Still 
further, such systems do not provide distance or direc 
tion information and thus require follow-up by security 
staff to determine the true nature of the cause that trig 
gered the alarm. 
The video based intrusion detecting systems utilize a 

video camera to view an area under protection and are 
illustrated in U.S. Pat. Nos. 3,823,261; 3,932,703 and 
4,408,224. Typically, the video signal is digitized and 
stored in a memory. Thereafter, the video signal is com 
pared with a reference signal stored in the memory and, 
when a difference is detected, an alarm is sounded. 
These systems use changes in scene illumination to de 
termine an alarm condition rather than changes in ob 
ject distances and therefore, unless the space to be ob 
served and protected is carefully controlled and isolated 
from changes in environmental illumination, such 
changes will result in false alarms. As a result, such a 
system is less than satisfactory for exterior spaces. Fur 
thermore, the amount of data that is necessarily stored 
to obtain reasonable resolution of the image of the space 
being protected requires a significant quantity of expen 
sive computer memory. 

Systems employing radar or other microwave tech 
nology are illustrated in U.S. Pat. No. 4,197,537. In this 
particular system a single microwave signal source is 
used to bathe the space with microwave energy. A 
receiver detects the return signal reflected from the 
space being protected which can be compared with a 
reference signal to detect an intrusion thereinto. This 
particular system is unable to identify the precise loca 
tion of the intruder. While other radar/microwave 
based systems can provide such information, their cost 
is at least an order of magnitude greater than the cost of 
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the other systems described above as well as that of the 
present invention. 
Thus, an intrusion detection method which can moni 

tor a relatively large volume of interior or exterior 
space and provide protection to a wide area and provide 
location information about an intruder, is reasonably 
priced, sufficiently sensitive and yet relatively immune 
to false alarms would be very attractive to the security 
industry. 

SUMMARY OF THE INVENTION 

Accordingly, the present invention provides a 
method of intrusion detection which comprises the 
steps of projecting a beam of radiation toward a field of 
view receiving the radiation of the beam reflected from 
the field of view, scanning the field of view with the 
emitter and the reflection receiving means, generating a 
signal indicative of the distance from the device at 
which the beam has been reflected for each of a plural 
ity of azimuthal sectors of the field of view, storing a 
plurality of reference signals which are indicative of the 
distance of reflection of the beam from each azimuthal 
sector of the field of view during a reference time per 
iod, comparing the signals with the reference signals, 
and generating an output signal if one of the signals is 
different from the respective reference signal. 

Moreover, the present invention provides a method 
of intrusion detection utilizing an infrared laser and a 
detector means sensitive to infrared radiation which 
includes a plurality of detector means and a reflected 
beam deflecting means which deflects the reflected 
beam onto a specific detector determined by the dis 
tance from the device at which the beam has been re 
flected by the field of view. 

Various means for practicing the invention and other 
features and advantages thereof will be apparent from 
the following detailed description of illustrative pre 
ferred embodiments of the invention, reference being 
made to the accompanying drawings. 
BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 is an elevation view of an apparatus for per 
forming the method of the preferred embodiment of the 
present invention; 
FIG. 2 is a sectional plan view of the intrusion detec 

tion device taken along line 2-2 of FIG. 1; 
FIG. 3 is a schematic illustration of a preferred em 

bodiment of one portion of a device for practicing the 
method of the present invention; 
FIG. 4 is a schematic diagram of an electrical circuit 

embodiment of the apparatus illustrated in FIG. 3; 
FIG. 5 is a schematic plan view of the field of view 

protected by the method of the present invention; and 
FIG. 6 is a more detailed description of a portion of 

the fields of view scanned by a preferred embodiment of 
the present invention. 

DETAILED DESCRIPTION OF THE 
PREFERRED EMBODIMENTS 

An elevation view of an intrusion detection device 
adapted to practice the method according to the present 
invention is illustrated in FIG. 1, and comprises a hori 
zontally rotating head member 10 mounted on a station 
ary base member 12. The rotating head member carries 
a plurality of radially extending arms 14 arranged in 
pairs on opposite sides of the axis of rotation 16. In the 
embodiment illustrated, the head member is provided 
with four arm members disposed at 90 degrees with 

5 

10 

15 

20 

25 

30 

35 

45 

50 

55 

60 

65 

4. 
each other. A plurality of radiation emitters 70 and a 
plurality of radiation receiving means 78 are mounted 
on the radial arms 14 as cooperating pairs with the 
emitter mounted on one of a pair of arms and the re 
ceiver mounted on the other of the pair, with the emit 
ter and receiving means of each pair being arranged to 
face the same direction. Each of the emitters and its 
cooperating receiving means are mounted at a predeter 
mined fixed spacing from each other to scan a common 
field of view synchronously. Thus, emitter 701 and re 
ceiver 781 are arranged as a cooperating pair facing the 
same direction from opposite ends of radially opposed 
arms 14. Similarly, emitter 702 and detector 782, 
mounted on the same pair of radial arms, face the oppo 
site direction from the first pair and are spaced a closer 
distance apart. The same is true of emitter-receiver pairs 
703-783 and 704-784. In accordance with well known 
triangulation concepts, the more widely spaced pairs, 
701-781, are intended for scanning the more distant field 
of view and the closest spaced pairs, 704-784, are aimed 
at the nearest field of view as illustrated in FIGS. 5-7, 
which will be described in more detail hereinbelow. 
The intrusion detection device 8 is provided with a 

scanning motor 22, shown schematically in FIG. 4, 
mounted in the base member 12 for rotating the head 
member 10. A motor control/encoder 24, of a type well 
known in the art, is provided to accurately drive the 
scanning motor 22 and to provide accurate location 
information of the precise rotational position of the 
head member to the microprocessor 100 of the process 
ing electronics, which will be described more thor 
oughly herein below. 
A schematic illustration of one portion of an intrusion 

detection device 8 according to the present invention is 
illustrated in FIG. 3. In this illustration, one emitter 
receiving means pair is shown along with its field of 
view. As illustrated, a beam of light is projected into the 
area or space to be protected, the field of view of the 
device, and, preferably a field of view bounded by a 
periphery, such as a wall or floor. A spot of light is 
illuminated by the beam and an image sensor detects the 
location of the spot in the image of the field of view to 
determine the distance to the spot. Means for projecting 
a beam of light, such as a light emitting diode (LED) 70 
is provided with an associated lens 72 for projecting a 
beam of light into the field of view of the device. Prefer 
ably, the diode 70 emits an infrared beam; more particu 
larly, the diode is an infrared laser diode (LD) which 
produces an intense, coherent beam of infrared radia 
tion. (If the beam is generated by a collimated or highly 
directional source, lens 72 may not be necessary). The 
beam is projected along a path 74 to illuminate a spot 01 
on a bounding peripheral wall 75. The scene is imaged 
by a second lens 76 onto a light detector means such as 
an array of photosensors 78 which, in the preferred 
embodiment, are responsive to infrared radiation. The 
lens 76, or a comparable light diverting means such as a 
mirror or holographic element, diverts the reflected 
beam onto a specific photosensor determined by the 
distance from the device at which the beam has been 
reflected. The signals produced by the photosensors are 
analyzed by processing electronics 80 to determine the 
distance from the device that the beam has been re 
flected by the field of view. The processing electronics 
then produce a signal representing the distance from the 
device to the object. As illustrated by example in FIG. 
1, the apparent position of the illuminated spot in the 
field of view is a function of the distance along light 
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path 74 to the object. For an object O1 located at a 
distance D1 from the intrusion detection device, the 
image of the illuminated spot will fall on the sensor 
array at location S1. For an object O2 at a closer dis 
tance D2, the image of the spot will fall on the sensor 
array at location S2. By examining the output of the 
sensor array, the processing electronics 80 determines, 
for example, by comparing the outputs of the elements 
to determine which output is at a maximum, the loca 
tion of the illuminated spot in the field of view and 
thereby the distance from the intrusion detection device 
to the object. The distance signal generated is then 
transferred to a comparator (which may be incorpo 
rated in the processing electronics 80) which compares 
a selected (current) distance signal with a reference 
signal which has been previously stored in a memory. If 
the comparator determines that the selected signal dif 
fers from the reference signal in a predetermined man 
ner, then an output or alarm signal is generated. 

Referring now to FIG. 4, the processing electronics 
80 of the intrusion detection device is illustrated in a 
more detailed manner. The overall control of the intru 
sion detection device is provided by a programmed 
microprocessor 100. The microprocessor 100 is sup 
plied with a master clock timing signal from a clock 
circuit 104 and with power via a main power switch 106 
from a source, such as battery 108. The microprocessor 
is also provided with head positional information from 
the encoder 24. The image sensing portion of the intru 
sion detection device includes a serially scanned linear 
image sensor 78 of the type having an array of photo 
sensors 110 and means for serially addressing the photo 
sensors such as a CCD shift register 111. Such serially 
scanned linear image sensors are readily available com 
mercially and generally require a transfer signal T1 to 
actuate a transfer gate 112 to transfer photosignals gen 
erated in the photosensors in parallel to the shift register 
111, and a multiphase (e.g. 4-phase) clock signal db1-4 to 
cause the CCD shift register to deliver the photosignals 
serially to an output diode 113. The 4-phase clock sig 
nals d1-4 and the transfer signal T are supplied to the 
linear sensor array 109 from sequencer/driver 102 to 
produce output signals from the CCD shift register 111. 
The signals from the CCD shift register are sampled by 
sample and hold circuit 114 and are supplied to peak 
detector circuit 115 that produces a pulse each time a 
photosignal larger than any previous photosignal is 
received from image sensor 109. The output of the peak 
detector circuit is supplied to a latch circuit 116. Latch 
circuit 116 is connected to the outputs of the digital 
counter 118. Counter 118 receives a reset signal dbR and 
a timing signal bT having a frequency related to the 
4-phase clock signals d1-4. The output of the latch cir 
cuit 116 is supplied to an input port of microprocessor 
100. The sequencer/driver circuit 102 also powers an 
LED 70 in the beam forming portion of the intrusion 
detection device. The microprocessor 100 is also con 
nected to a RAM memory device 120 and to an output 
buffer/alarm device 122. Much of the rangefinding 
portion of the present invention is taught in U.S. Pat. 
Nos. 4,521,106; 4,527,891; 4,490,036 and 4,490,037, all of 
which are incorporated herein by reference. The fore 
going description has, of course, been for a single emit 
ter-receiver pair. In the embodiment illustrated, four 
such pairs are employed, all under the overall control of 
the one microprocessor 100. 
The operation of the intrusion detection device of the 

preferred embodiment illustrated in FIG. 1 will now be 

10 

15 

20 

25 

30 

35 

45 

50 

55 

60 

65 

6 
described with reference to the other illustrations. As 
illustrated in FIGS. 5 and 6, the intrusion detection 
device 8 can be mounted to the ceiling of a structure, 
and when, as illustrated, is mounted at a height of 50 
feet above the ground level, an area of over 70,000 
square feet and having a radius of 150 feet can be moni 
tored. Utilizing the embodiment illustrated in FIGS. 1 
and 2, the cooperating pairs will monitor substantially 
the entire area within the 150 foot radius beneath the 
scanning device. Thus cooperating pairs 701-781 can be 
aimed to include a conic section having an inner radius 
of 71 feet and an outer radius of 150 feet. The cooperat 
ing pair 702-782 can be aimed to include a conic section 
having an inner radius of 62 feet and an outer radius of 
120 feet. The cooperating pair 703-783 can be aimed to 
include a conic section having an inner radius of 41 feet 
and an outer radius of 90 feet. The cooperating pair 
704-784, covers the innermost region with a conic sec 
tion having an inner radius of 6 feet and an outer radius 
of 60 feet. A graphic illustration of this coverage is 
shown in FIG. 7 which illustrates the overlapping na 
ture of the conic sections covered by the different coop 
erating pairs of the emitter-receiver means. It is noted 
that the sectors are not covered simultaneously due to 
the arrangement of the pairs on different faces of differ 
ent arms, but during the scan of the detector head an 
entire 360 degree circle will be scanned so that the 
coverage is effectively as illustrated. In FIG. 7, the 
emitter-receiver pair 701-781 covers the conic section 
between the arcs marked 1 and 1 in the illustration. 
Similarly, the arcs 2 and 2, arcs 3 and 3, and arcs 4 and 
4 represent the respective areas covered by the cooper 
ating pairs 2, 3 and 4. Although not illustrated, it is 
contemplated that the respective cooperating pairs may 
be individually aimed by adjustments in the arms 14 of 
the device to thereby permit the operator to select the 
field of view which is to be protected. 
The device is activated by closing power switch 106, 

starting the scanning motor 22 along with the motor 
control/encoder 24 and the microprocessor 100. The 
head is rotated at a speed of 1 rpm and the encoder, in 
the preferred embodiment, is arranged to divide the full 
scan into 1024 separate sectors for each 360 degrees of 
rotation. A specific example of a preferred embodiment 
of a single cooperating pair of emitter and receiver 
utilizes an infrared laser diode having a power of 30 
milliwatts and an effective pulse width of 250 microsec 
onds. The laser diode (LD) output has a spectral peak at 
approximately 830 nanometers. The emitter lens 72 has 
a focal length of 36 millimeters, a transmittance of 0.92, 
and an f-number equal to 1.0. The receiver lens is identi 
cal to the emitter lens. The received signal is projected 
by lens 76 onto an array of photodiodes 78 having 28 
elements. The receiver lens may be provided with a 
narrow band filter to limit the light received to gener 
ally the same band as projected by the emitter. An 
image sensor particularly adapted for use in a range 
finder, including means for removing the background 
signal from the photosignals produced by the photosen 
sors, leaving only photosignals due to the illuminated 
spot, is disclosed in U.S. Pat. No. 4,490,037, the disclo 
sure of which is incorporated herein by reference. The 
CCD shift register 111 is preferably provided with two 
CCD pixels for each photosensor. One of the pixels is 
arranged to store the charge developed during an ambi 
ent only measurement, while the other pixel stores the 
charge developed by the ambient plus the LD signal 
measurement performed during the activation of the 
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LD. The sample and hold circuit 114 is arranged to 
subtract the ambient charge from the signal plus ambi 
ent charge to generate an output signal representing the 
infrared generated by the laser diode only. This in 
creases the signal to noise ratio of the device over the 
possible should both ambient and LD generated signal 
charge be handled together. Only the infrared signal 
alone is sent to the peak detector 115 for generating the 
distance signal. 
Each laser diode 70, and its associated lens 72 project 

a beam of infrared radiation into its respective field of 
view. A spot of light is illuminated where the beam 
intersects the ground or perimeter which is then imaged 
by the lens 76 associated with the array of sensors 78. 
The signals produced by the photosensors are then 
analyzed by the microprocessors 100 and, during an 
initial referenced time period, are fed as distance signal 
s into the RAM 120 as a reference distance for each 
separate azimuthal sector as identified by the encoder 
24. Thereafter, as the intrusion detection scanner device 
is operated, the sequencer/driver 102 generates a signal 
activating the laser diode 70, under the control of the 
encoder 24 and the microprocessor 100, for each sepa 
rate azimuthal sector of the scan. The laser diode 70 
produces a pulse of radiation for each azimuthal sector 
of the scan. The pulse is projected into the field of view 
of that particular cooperating pair and illuminates each 
individual sector. The cooperating receiver 78 images 
the illuminated spot onto its array of sensors 110. The 
sample and hold circuit 114 removes the ambient from 
the ambient plus the LD signal and transfer the LD only 
signal to the peak detector circuit 115 which in conjunc 
tion with counter 118 determines the zone distance for 
that sector. Latch 116 latches the zone information and 
transfers it to the microprocessor 100. Each distance 
signal for an individual sector is compared with the 
reference signal for the same sector stored in the RAM 
120. If the selected (current) distance signal is deter 
mined by the comparator to differ from the reference 
distance signal stored in the RAM in a predetermined 
manner, a signal is transferred to the output buffer/a- 
larm 122 which indicates that something has changed 
the distance signal received by the intrusion detection 
device. 
The versatility and sophistication of the intrusion 

detection system provided by the present invention is 
limited only by the application requirements, and by the 
capacity of the RAM and the microprocessor. For ex 
ample, it is contemplated that the microprocessor will 
not only compare signals from the same azimuthal sec 
tor with the reference signal for that sector, but will also 
compare signals between adjacent sectors as well as 
between adjacent scanning zone fields of view. Thus, it 
will be possible to actually generate a record of an intru 
sion path as an intruder moves from sector to sector and 
zone to zone during its incursion into the protected 
alta, 

The fields of view illustrated for the device of the 
present invention illustrated in FIG. 6 is intended only 
to give an idea of the number of sectors possible. In this 
illustration, only 29 sectors are shown instead of the 
1024 contemplated for the preferred example. More 
over, only 17 annular zones are illustrated, while the 
preferred device will have at least 62 separate and dis 
tinct zones (with many being duplicated by overlapping 
annular zones of coverage) resulting in a total of at least 
63,000 separate sectors, each of which may be individu 
ally monitored. Accordingly, to protect an area having 

10 

15 

20 

25 

30 

35 

45 

50 

55 

65 

8 
a radius of 150 feet, each sector will have an average 
area of just over one square foot. 

ALTERNATIVE EMBODIMENTS 

According to an alternative embodiment, each coop 
erating pair of emitter-receiving means is arranged to 
view a field of view other than a field of view scanned 
by another of the cooperating pairs. In a further alterna 
tive embodiment, each cooperating pair views a field 
which partially overlaps the field of view scanned by 
another cooperating pair. 
According to another embodiment of the present 

invention, the unit could appear without a plurality of 
radially extending arms 14, but could have a plurality of 
radiation emitters and a plurality of radiation receiving 
means located within the horizontal rotating head mem 
ber. 
According to another embodiment of the present 

invention, the comparator portion of the microproces 
sor 100 is arranged to compare signals from the same 
cooperating pair and from a cooperating pair scanning 
an adjacent field of view. 
According to still another embodiment of the present 

invention, the comparator portion of the microproces 
sor 100 is arranged to compare signals from the same 
cooperating pair and from adjacent azimuthal sectors. 

Still further, another embodiment of the present in 
vention contemplates the comparison of a signal with a 
reference signal from the same cooperating pair and 
from a cooperating pair scanning an adjacent field of 
view from both the same and adjacent azimuthal sec 
tors. Other combinations and permutations will be 
readily apparent. 

In another alternative embodiment, the reference 
signal stored in the RAM 120 is a signal selected from a 
previous time period in the operation of the device. In 
some instances it may be desirable to select the previous 
time period from the next preceding time period so that 
the reference signal is continuously updated and an 
alarm signal is only generated if several sequential time 
periods each contain a different distance signal for that 
cooperating pair. Still further, the reference signals may 
be the result of multiple reference scans. 
The present invention thus provides a method of 

intrusion detection which not only senses an intruder 
entering a large protected space, but provides the addi 
tional information of the location with respect to the 
detector at which the intrusion has occurred. More 
over, the present invention provides a method which 
may be successfully utilized to protect either interior or 
exterior space. Furthermore, the present device pro 
vides the desired sensitivity without the undesirable 
false alarms often attributable to prior art intrusion de 
tection devices. Moreover, the present invention pro 
vides a system comparable in its capabilities to a radar 
based system at a fraction of the cost of such radar 
systems. Still further, the present invention provides an 
intrusion detection device that can be used in the uncon 
trolled environment of the out-of-doors without the 
disadvantages often attributable to intrusion detection 
devices of the prior art. 
The invention has been described in detail with par 

ticular reference to a presently preferred embodiment, 
but it will be understood that variations and modifica 
tions can be effected within the spirit and scope of the 
invention. 
What is claimed is: 
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1. A method of intrusion detection utilizing a detec 

tion device which includes a plurality of infrared radia 
tion emitters and a plurality of reflection-receiving 
means arranged in cooperating pairs, each of said reflec 
tion-receiving means having a deflecting means and a 
plurality of detector means, comprising the steps of 
projecting a beam of infrared radiation toward a field of 
view from each emitter whereby at least a portion of 
each said beam is reflected by the field of view, receiv 
ing the reflected radiation of each said beam reflected 
from said field of view with the cooperating reflection 
receiving means and deflecting said received beam onto 
a specific detector means as determined by the distance 
from said device at which said beam has been reflected 
by said field of view, scanning a portion of said field of 
view with each of said cooperating pairs that is different 
from the portion of said field of view scanned by the 
other cooperating pairs, determining by triangulation 
the distance from said device at which each said beam 
has been reflected for each of a plurality of azimuthal 
sectors of said portion of said scanned field of view, 
generating a plurality of signals indicative of said dis 
tances, storing a plurality of reference signals indicative 
of the distance from said device at which said beam has 
been reflected by said portion of said field of view in 
each azimuthal sector during a reference time period, 
comparing said signals with said reference signals, and 
generating an output signal if one of said signals is dif 
ferent from the respective reference signal. 

2. The method of intrusion detection according to 
claim 1 including the step of comparing a signal with a 
reference signal from the same azimuthal sector. 

3. The method of intrusion detection according to 
claim 1 including the step of comparing a signal with a 
reference signal from an adjacent azimuthal sector. 

4. The method of intrusion detection according to 
claim 1 including the step of comparing a signal with a 
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reference signal from both the same and adjacent azi 
muthal sectors. 

5. The method of intrusion detection according to 
claim 1 including the step of scanning a unique field of 
view with each cooperating pair. 

6. The method of intrusion detection according to 
claim 1 including the step of scanning a field of view 
with at least one cooperating pair which partially over 
laps the field of view scanned by another cooperating 
pair. 

7. The method of intrusion detection according to 
claim 1 including the step of comparing a signal with a 
reference signal from the same cooperating pair and 
from the same azimuthal sector. 

8. The method of intrusion detection according to 
claim 1 including the step of comparing a signal with a 
reference signal from the same cooperating pair and 
from adjacent azimuthal sectors. 

9. The method of intrusion detection according to 
claim 1 including the step of comparing a signal with a 
reference signal from the same cooperating pair and 
from both the same and adjacent azimuthal sectors. 

10. The method of intrusion detection according to 
claim 1 including the step of comparing a signal with a 
reference signal from the same cooperating pair and 
from a cooperating pair scanning an adjacent field of 
view and from the same azimuthal sector. 

11. The method of intrusion detection according to 
claim 1 including the step of comparing a signal with a 
reference signal from the same cooperating pair and 
from a cooperating pair scanning an adjacent field of 
view and from adjacent azimuthal sectors. 

12. The method of intrusion detection according to 
claim 1 including the step of comparing a signal with a 
reference signal from the same cooperating pair and 
from a cooperating pair scanning an adjacent field of 
view from both the same and adjacent azimuthal sec 
tOS. 
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