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1. Bank custorst {consumer) inliates secure or-ling seesion with bank {Bank Web Server) through a%i@;{v
browser, and requests and receives account history pags which includes customer fransactions.

2. Bark Web Server retiens transactions with DOM injection soript included In HTML; olisnt browser renders
account histery page with such cusiomer transachons.

3, After rendering the web page, the client browser executes DUM injection loader,

4, The DOM injection loader requests the DOM injection seript via an asynchrwious call to the Bank Web
Seyver.

5. The Bark Web Server recagnizes tha asynchronous oall iz intended for OFS (vig a proxy oF other
mechanism) and redirects call 1o the bank’s OPFS.

8 DS sends DOM injection soript 1 the bank's web server.

7. The Bank Wab Servar returns the DOM injection soript in response 1o the asynchronous request {step 4) from
the clisnt browser,

E. The olient browser axecutes the DOM injection soript which identifies the sustomers aocount along with the
fransactons previously rendered on the client browser

8. The DON injection soript sends an aconunt identifier and transactions 1o the Bank Web Server via an
asynchranous cail

10, The Bank Web Server recogrizes the asynchronous call iy intended for ORS {via & proxy or uther
roechanim) and redirects the call to the banks OPS.

11. OPS identifies the offers o display on the client's browser based on the acoount identifier and the rendersd
Fansactions,

12. OFS sends the offers fo the Bank Web Server.

13. The Bank Web Server returns the offers in response o the ssynchronous request {step ) rom the client
browsey.

14, Afler receiving the responss fo the asynechronous call, the client browser continues execution of the Injection
seript and inearls the recelved offers into the previously rendered web page in predetermined mannst per saript

FiG. 198 SEQUENCE DIAGRAM ~ DOM INJECTION OF TMO(S)



(17 160d NOLLNLLLSN TYIDNYNID HIWNSNOD! AYTHSI0 NOLLOYSNYHLL HIWNSNDD OF ‘-4

US 2017/0337582 Al

Nov. 23,2017 Sheet 16 of 24

5565 SRy SRR 35 IR 7 T N
|
0O008S s ety aEnbs [RnOs WiLs
P B00T
ZETLS A-g-Bg SHOH 20/5/5 /
SpEss asnoyABg SO0 MBI SSpRIR $ 500 sojsis Y
26°5ES Sugy ey 8O/2) ]
g K8
THOZ Amumung uopesuRy
20751/ | 4L BO/L/9 | WO
sjeyag uopoesuRy |-
45002
(U SO0 - JBGLunnN JUNoIsY
2007

Patent Application Publication



US 2017/0337582 Al

Nov. 23,2017 Sheet 17 of 24

Patent Application Publication

(v 1H0d NOUNILLSNE TYIDNYNIZ SZRNSNOD) (SIOWL HIM AV TdSIO NOLLDYSNYRL S HIWNSNOD L& TEh-4

ey o
i ok wogononzs 0 DOBS spsewpmdy sienby jeoio] 20/219

ol Y ey 1 Mgy L
apoh way BESRRURIA PETTS arpy-g-ang S008 a0/ o BODZ
s 61§ s 1

oy iRy Th “Bparsen w vl S EsS
g sy Bufed o Boes

g i s ok pr g AKaes
gy puemBands
st peangess Mgy sangiy
e ~ RSSOy QIS RS
y

o1t
51T

AIBWINInG UDEOBSURY

sofst/e | O

20/1/ | Mol
Sliziaq uopoesugy

PELT A ¥y~ ABLUINR] JUNoIoY

S SRIRBOIRTS AR | ADMIIR BIROYRY




US 2017/0337582 Al

Nov. 23,2017 Sheet 18 of 24

Patent Application Publication

{SINOISNIWIQ NO JISVE DNIHOLYW AUV IdNEXS 27 "))

BV AT
sepyoswd AuR 40 5%

) 558
aseuymnd Aue 4o 0L

3 5

578 UncENY DUl

Oy

Bupg eBT4 e JUBLOER |

¢ Rasfieimes pisom 7
DIEREN Lgozz
£
oy
BRUQMETY THOREOCT Ty
LB
£z
{9ng ex2g)
wASLEATZAGY
&..,@
0677



Patent Application Publication

2300
: TN
> ()
2301 o ‘

MONITOR FOR DE-IDENTIFIED
-3 CONBUMER TRANBACTION DATA
5 FROM FINANGIAL INSTITUTION

2303\ . !ﬁ.,\

................ NO 7 pata
... RECEIVED? -~
2305 % YES

STORE REQCEIWED DATAWITHIN
CE-DENTIFIED CONBUMER
TRANSACTION TABLE INOPS
DATABASE

2307

ACCESS MATCHED OFFER
TABLE WITHIN ORS DATABASE
(SEE BIO. 18}

2308
| ¥

RUN PREDETERMINED
ALGORITHM TO DETERMINE IF
ANY OFFERS HAVE BEEN
REDEEMEDR

-
-

7 oFFER WUES

“\._ REDEEMED? .~

. -

\:./' NQ

Nov. 23, 2017

Sheet 19 of 24  US 2017/0337582 Al

4313

%

CONVERT REDEMPTION VALUE
INTO APPROPRIATE REWARDS
TYPE BASED ON THE REWARDS
TYPE LIBTED FOR THE AQCQUNT
GUID WITH WHICH THE RQP I8
ASSOUIATED

cE315

k:

RECORD RERDEMPTION(S)
YWTHIMN GFFER REDEMPTION
TABLE N OPS DATABARE
{SEE Fi5. 25)

{""23? 7

REPORT REDEMPTION OF
CFFER{S) TO APPROPRIATE
FINANCIAL INBTITUTION

2319

%

TRANSMIT REIMBURSEMENT TO
FINANCIAL INSTITUTION FOR
OFFER REDEMPTION
FAYMENT(S) MADE TO
CONSUMERS

FIG, 23 REDEVPTION PROCESS



US 2017/0337582 Al

Nov. 23,2017 Sheet 20 of 24

Patent Application Publication

FIEYL SLINST NOIYAWYD 87 "L

SUSUUE - U . .2

S ;1214 4
58665

G

REEED)

OGP, : ¥ A,
GOUT- 2007 LOQE-

A1V NOLLGWEGEY »3440 Gé "4

R 4 0= <02 S BN 4724 S RO v
Y S e R

A5 OO B L

T Wd 56 BELS

6067 ET s I 2 B e A R R

1062 5062 £092- 1062

AL NOIBSE AW 13440 e "=y

LS AR A

Lo BoRE b EESRE L FEEOT

N

ST WAITEL | Soms L IEeEL 66665

B0 ETn B OIS TN [(REEE)
{ 4 n./. 4
L0%8- BOVZ £0vE- LOYZ—



{TYLH0d NOLLOULILSNE WIONYNED M3NNSNOD)
MNOULYOIULON NOLLAWEGEM HLIM AV TSI NOUOVENYHL HalNBNOD 7 "E3f-f

POt ooo,

US 2017/0337582 Al

Nov. 23,2017 Sheet 21 of 24

428 P S 008 0 PO OIS
T 5 ORI T Ay
w108 snmg e nod oyas

g peadsgnns Asax
¥4 goan s Bupasn s el
H0op w Bnked 0F B 5PN

“wany v pals nod nes Aaas
s oo

e iy gk oy
g AR SR

9
kg

@Ew@

§§§ BaRrir mgw@w

Sn-g-ieg 5004

Sy W gg&ﬁén&ﬁb&gg@ﬂw
- Aupy ezng

~GLi m@mmwmm
BO/5fs

80/5/9

ofzfs
4G

BO/1/5 | wiodd

i

e YN

SR uopoesuRy

- IBTAUNRN JUNOIY

sprsprss A | Ausgeny wanooy

Patent Application Publication

S



A9V BOHYMIY TWIHDC NOLLNLULEN THONYNI MAWNSNOD 87 "E3f-4

US 2017/0337582 Al

Nov. 23,2017 Sheet 22 of 24

7 ooozs
627 )
< o0p1s
L0058

andezng  BO/SU/S | T

FHpRILd PBR-OD 90/8/9 088

SN0 YSH § ULy 80/E/9

1087 Amunung spiemay

80/51/9 | 0L

a0/179 1 W0

SpzyR] spIEAATY

PLLY OO0 30000 0K ~ JBGUEnN JUncody

VG
BEIRADY SIUBIBRENS Al 1 Aumnay Junoony

Patent Application Publication



US 2017/0337582 Al

Nov. 23,2017 Sheet 23 of 24

Patent Application Publication

1%:¥4
HOLYH SO
HZLEAE

i0E
{8d0}
WALEAS
RLEE LT
d3440

il
HAnYEAOY

HelYMOHYH SWO AU 1WA §2 £

mEEEEEE&E&EEBEE&E&SEEEEE
: 6062 ~e08T |
f ;
—— | |
TN | FOYAUILNI |
el e A B - {gapy w
AL AP AN R NOLLYDINAWINOD | | | R0SSE00Nd |
eei::mu%.z}..w m % w
m LELBZ | M |
; m
P S | 3119 f
N i
oo, OO f % ) PR
¥ T INHALNG | w 1087 m
- S . !
RN b |
R : . w
M | e WO AMOWEN NIV |
F T T w D e
% o1 338) po T 4062 -go6z | !
NOWANTD G e e o o e . o . . e o . J oy
ONLLIMHYIN G3LIOUYL
- J.A,, ,,M.
: |
{iiE B08%
fErog
SSIBAY
G



FYYAOUYH SdO AUV IdWAXE OF "S)f

SEANEY BAM
MOLLILILEM
TN

US 2017/0337582 Al

b R SV VUSOVURVOVRTOURURRUR
[\ & e s S ot o o o, S, o
f .
© H GO0 - RO0E
< : :
Lo O T i .,K
g TN o BN ‘

PO % o TR * S 3 ; 5 5 g
7 MW ) 1100 NOLdoimes | | (SIHOSE300Nd
~ g ’ %
= £108 i
Q ]
d /
- | % ¥
2 m
(= H

" e

{ v

{ ..@zmm»zﬂ s
/.\\n..nr! . \, e - -?.c.s.(a“. i m
H W ¥ x
AsvEvIYG WK AHORIN NP *,
U &0 n

wE

s i i onnnn oo _Annn wwee NN NN OBR. Neeein eener e oeenn | Seneel ameeei v S
3 -~
e LK s
o - -+
H FaR ;
moror adn GRRR MARAR AR | RARRRARRR  aaser RURRA AR AT AMAA  WAAY AR VAR AR CAARAR RGN

O e’ L1008 GO0E
(X i |
W3LBAB Ve o rres i s s s s’ oo e vy s annss s s s e ,.m %
LNINAOYNTI

EERE o B

Patent Application Publication



US 2017/0337582 Al

SYSTEM AND METHODS FOR DELIVERING
TARGETED MARKETING OFFERS TO
CONSUMERS VIA AN ONLINE PORTAL

CROSS REFERENCE TO RELATED
APPLICATION

[0001] This application is a continuation application of
U.S. patent application Ser. No. 13/964,536, filed Aug. 12,
2013, entitled “SYSTEM AND METHODS FOR DELIV-
ERING TARGETED MARKETING OFFERS TO CON-
SUMERS VIA AN ONLINE PORTAL,” which is a con-
tinuation application of U.S. patent application Ser. No.
12/486,131, filed Jun. 17, 2009, entitled “SYSTEM AND
METHODS FOR DELIVERING TARGETED MARKET-
ING OFFERS TO CONSUMERS VIA AN ONLINE POR-
TAL,” now U.S. Pat. No. 8,515,810, which claims benefit
under 35 U.S.C. §119(e) of U.S. Provisional Patent Appli-
cation No. 61/108,332, filed Oct. 24, 2008, and entitled
“System and Methods for Providing Targeted Marketing
Offers to Consumers Via an Online Banking Portal”, the
abovementioned applications are incorporated herein by
reference as if set forth herein in their entireties.

TECHNICAL FIELD

[0002] The present systems and methods relate generally
to electronic, computer-based targeted marketing systems,
and more particularly to systems and methods for providing
targeting marketing offers to consumers using financial
services type online systems such as online banking portals.

BACKGROUND

[0003] Online financial services provided by financial
institutions such as banks, credit unions, savings & loans,
and brokerage institutions are becoming increasingly popu-
lar among consumers as a way to effectively manage their
finances. Many people use such services to monitor their
bank accounts and cash holdings, securities accounts, sav-
ings accounts, and so forth, and utilize financial-institution-
provided online bill payment or check writing services.
Generally, these online financial services are Internet-acces-
sible via financial institution websites or web pages, includ-
ing as viewed via mobile devices. As referred to herein, such
online financial services type online systems will be referred
to as “financial institution portals” or “banking portals,”
although other terms may apply to such services by different
types of institutions.

[0004] In atraditional financial institution portal, users are
typically provided with a listing of their accounts, and a
further sub-listing of their recent transactions associated
with those accounts. Each transaction will often include the
date of the purchase or transaction, the amount of the
transaction, the form in which the transaction occurred (i.e.,
check, credit card, etc.), and the retailer, service provider, or
other establishment with which the transaction occurred.
Based on the details available with each transaction, as well
as the ease of use of most online banking portals, many
consumers rely heavily on these portals to manage their
finances and investments, stay on top of budgets, pay bills,
and track their purchases. Additionally, with the advent and
increased use of mobile devices (e.g., cell phones, smart
phones, PDAs, etc.), consumers have constant access to their
online services and accounts.
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[0005] In order to provide detailed and up-to-date infor-
mation regarding transactions, purchases, and accounts to
portal users, banks and other financial service providers
must keep thorough records of those transactions, and
employ highly-sophisticated operational systems to main-
tain and organize such information. Accordingly, banking
systems can provide a rich intelligence about the purchasing
habits and propensities of consumers. It would be highly
beneficial to most advertisers to have access to such detailed
purchase information; however, due to strict privacy laws
and regulations that limit how financial institutions can share
consumer data, advertisers have never been able to access
this valuable information.

[0006] Certain types of targeted marketing systems are
known to be in use. The term “targeted marketing” generally
refers to systems that enable the identification of particular
classes or segments of consumers and the delivery by
advertisers of specialized targeted marketing information
and/or offers to such consumers. Consumers are often seg-
mented into classes and subclasses based on age, gender,
geography, socio-economic status, types of purchases, and
other indicia. The specialized targeted marketing informa-
tion provided to these identified classes of consumers can
include special discounts on product purchases, coupons,
rewards program points, or other similar incentives as
regards specific products or services provided by advertis-
ers. Generally, the more information known by an advertiser,
the more targeted, specialized and valuable advertisements
become.

[0007] Traditionally, marketers relied on general informa-
tion such as their own historical sales data or common
geographic data in order to target advertisements (in the
form of mailers, television advertisements, etc.) to custom-
ers. While this type of targeted marketing does provide some
benefit over undirected, mass marketing, it is not as special-
ized or precise as most advertisers would prefer. Even with
the advent and widespread use of the Internet (and Internet
advertisements), targeting marketing still does not reach the
level of detail that would optimize the effectiveness of that
marketing.

[0008] The ability to target advertisements to individual
consumers based on each consumer’s actual purchases
would provide a highly-effective way to present products
and/or services to consumers. For example, each consumer
could be presented with advertisements for goods and/or
services he or she regularly buys in the hopes of increasing
the consumer’s purchase of those goods and/or services. Or,
the consumer could receive advertisements or offers for
goods and/or service that are related to the consumer’s past
purchases (e.g., if a consumer recently purchased a lawn
mower, then ads for related goods, such as lawn fertilizer or
a hedge trimmer, could be provided). Additionally, adver-
tisements could be presented based not on the specific goods
and/or services purchased, but on peripheral information
related to those purchases, such as the consumer’s typical
purchase amounts (e.g., consumer buys luxury items or is
more cost-conscious), the geographic location of the con-
sumer’s transactions, the types of merchants at which the
consumer often (or rarely) shops, etc. However, because
merchants and advertisers do not have access to individual
consumer purchase histories (such as the types of products
purchased, dates purchased, amounts spent, specific mer-
chants from which items were purchased, etc.), such targeted
marketing has traditionally been unavailable.
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[0009] Further, many types of offers or redemptions asso-
ciated with targeted marketing campaigns are difficult for
consumers to use and problematic for advertisers to track.
For example, many consumers are unlikely to use coupons
that require printing from a computer or clipping from a
newspaper in order to be used. Accordingly, many consum-
ers ignore such coupons and their associated advertisements.

[0010] Another issue related to traditional targeted mar-
keting systems is that advertisers generally only have
records as to their own sales data, and they do not have
access to information regarding how much consumers spend
or how often consumers shop at competitors of the adver-
tisers, or even at unrelated advertisers. Such transaction data,
if available, could prove invaluable for marketing and prof-
itability purposes. As an example, one class of consumers
could be that of purchasers of home-delivered pizzas. An
advertiser (e.g., hypothetical advertiser “Pizza Pub”) that
delivers pizzas to the homes of customers may rely on past
purchases or demographic information within a community
to target mailers or television advertisements to those con-
sumers. However, if that advertiser had access to informa-
tion relating to existing customers of a competitor (e.g.,
hypothetical merchant “Pizza King”), then the advertiser
could target advertisements to the competitor’s customers in
the hopes of drawing them away from the competitor.
Further, the advertiser could then analyze information about
the competitor’s customers to determine what made the
customers choose the competitor’s product initially. Natu-
rally, however, it is difficult for advertisers in most markets
to obtain marketing intelligence about consumers of their
competitors.

[0011] Additionally, financial institutions are always look-
ing for ways to boost their revenue streams and increase
customer loyalty. Presentation of valuable marketing offers
(such as rebates or savings on goods and/or services) to
consumers that use particular financial institution accounts is
one way to increase loyalty and entice consumers to use
payment mechanisms associated with those accounts (i.e.,
credit cards, bank cards, etc.). However, most banks lack the
internal infrastructure necessary to effectively integrate
advertisements from third parties into their existing financial
institution portals. If an advertiser could work with a bank
to extend offers to its customers based on the bank’s
knowledge of what its customers purchase, while preventing
the advertiser from accessing sensitive or consumer-identi-
fying data, then that information could be used to provide
valuable and targeted marketing offers to consumers that are
easy for the consumers to redeem, which would in turn lead
to greater profits and increased customer loyalty for all
parties involved.

[0012] Therefore, there is a long-felt but unresolved need
for a system or method that interacts seamlessly with
sophisticated banking systems and online banking portals, or
other transaction-centric information portals or data reposi-
tories, to provide targeted marketing offers and advertise-
ments to users of those portals, wherein such targeted
marketing is related to each user’s transactions and pur-
chases displayed at the portal, as well as the user’s purchase
histories and/or spending habits. There is a further need for
a system or method that enables simple and straightforward
redemption of targeted marketing offers while still allowing
merchants and advertisers to track the effectiveness of their
targeted marketing campaigns. There is yet a further need for
a system or method that provides such targeted marketing to
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financial institution customers without violating privacy
laws and obtaining confidential customer information.

BRIEF SUMMARY OF THE DISCLOSURE

[0013] Briefly described, and according to one embodi-
ment, aspects of the present disclosure generally relate to
systems and methods for providing targeted marketing offers
to consumers via online (Internet web-based) portals, par-
ticularly online financial institution portals associated with
banks and other financial institutions. A targeted marketing
system (TMS), as described herein, enables advertisers to
construct highly-relevant advertisements and marketing
offers that are displayed to consumers as those consumers
access and view their online financial institution account
portals. The offers are generally targeted to specific types of
consumers based on prior transactions or purchases made by
the consumers, as well as patterns in those transactions,
overall consumer spending habits, and other offer-triggering
events. Generally, the TMS matches specific targeted mar-
keting offers to consumers based upon offer criteria and
associated offer-triggering events defined by advertisers,
provides matched offers to identified consumers via the
consumers’ online portals, tracks redemptions and other data
associated with the offers, facilitates payment of rewards and
redemptions to consumers based on redeemed offers, and
enables a variety of other processes and functions as
described in greater detail herein.

[0014] According to one aspect, the TMS includes an offer
management system (OMS) and one or more offer place-
ment systems (OPS’s), wherein each OPS operates in asso-
ciation or cooperation with a financial institution’s online
services system. Generally, the OMS enables creation of
targeted marketing campaigns including one or more tar-
geted marketing offers for eventual delivery to consumers
based on information received by advertisers, transmission
of campaign data to the OPS’s, reporting of marketing data
and campaign results to advertisers after offers have been
displayed to consumers, collecting redemption funds from
advertisers based on redeemed offers and distributing those
funds to financial institutions, and other processes described
in greater detail herein. Generally, operations of an OPS
include matching received campaign data from the OMS
with de-identified consumer transaction data received from
financial institutions, injecting or merging targeted market-
ing offers into financial institution portals, sending targeted
marketing campaign performance data to the OMS, orga-
nizing and transmitting redemption data to financial insti-
tutions based on offer redemptions paid to consumers, and
other processes described in greater detail herein.

[0015] These and other aspects, features, and benefits of
the claimed invention(s) will become apparent from the
following detailed written description of the preferred
embodiments and aspects taken in conjunction with the
following drawings, although variations and modifications
thereto may be effected without departing from the spirit and
scope of the novel concepts of the disclosure.

BRIEF DESCRIPTION OF THE DRAWINGS

[0016] The accompanying drawings illustrate one or more
embodiments and/or aspects of the disclosure and, together
with the written description, serve to explain the principles
of the disclosure. Wherever possible, the same reference
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numbers are used throughout the drawings to refer to the
same or like elements of an embodiment, and wherein:
[0017] FIG. 1 illustrates a high-level lifecycle of an exem-
plary consumer transaction, associated marketing offer, and
redemption of that offer according to one embodiment of a
targeted marketing system (TMS) constructed in accordance
with the present disclosure and certain aspects of the inven-
tions.

[0018] FIG. 2 illustrates a high-level overview of one
embodiment of a targeted marketing system (TMS) and its
associated environment, according to one aspect of the
disclosure.

[0019] FIG. 3 shows one embodiment of a system archi-
tecture for a targeted marketing system (TMS) according to
an aspect of the disclosure.

[0020] FIG. 4 is a flowchart illustrating the overall pro-
cesses and functions performed by the offer management
system (OMS) according to one embodiment of the present
targeted marketing system (ITMS).

[0021] FIG. 5 is a flowchart illustrating one embodiment
of a merchant identification process.

[0022] FIG. 6 is an exemplary merchant identification
table illustrating data utilized to categorize and identify
merchant names within an embodiment of the targeted
marketing system (TMS).

[0023] FIG. 7 is an exemplary validated merchant table
illustrating data associated with merchant names deemed
validly identified and thus available for reference in match-
ing consumer transactions to campaign data according to
one embodiment of the targeted marketing system (TMS).
[0024] FIG. 8 is a flowchart illustrating the campaign
generation process from the perspective of an advertiser
according to an embodiment of the present targeted market-
ing system (TMS).

[0025] FIG. 9 is an exemplary screen shot of a graphical
user interface (GUI) associated with an embodiment of the
offer management system (OMS) advertiser portal.

[0026] FIG. 10 is a flowchart is illustrating one embodi-
ment of the campaign generation process from the perspec-
tive of the targeted marketing system (TMS).

[0027] FIG. 11 is an exemplary campaign table illustrating
advertiser-entered, campaign-related data received during
campaign generation.

[0028] FIG. 12 is an exemplary segment table illustrating
advertiser-entered, segment-related data received during
campaign generation.

[0029] FIG. 13 is an exemplary offer table illustrating
advertiser-entered, offer-related data received during cam-
paign generation.

[0030] FIG. 14 is a flowchart illustrating the overall pro-
cesses and functions performed by the offer placement
system (OPS) according to one embodiment of the present
targeted marketing system (ITMS).

[0031] FIG. 15 is a flowchart illustrating one embodiment
of the matching process for matching targeted marketing
offers (TMOs) to consumer offer-qualifying purchases
(OQPs).

[0032] FIG. 16 is an exemplary consumer transaction table
illustrating consumer transactions recorded by a financial
institution and stored within a financial institution database.
[0033] FIG. 17 is an exemplary de-identified consumer
transaction table illustrating de-identified consumer transac-
tions recorded by a financial institution.
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[0034] FIG. 18 is an exemplary matched offer table illus-
trating identifiers associated with matched transactions and
offers as a result of the matching process shown in FIG. 15.

[0035] FIG. 19, consisting of FIGS. 19A and 19B, illus-
trates a process for injecting or merging matched offers into
a display from an online portal, where FIG. 19A is a
flowchart illustrating an embodiment of a generalized pro-
cess for injecting or merging matched offers, and FIG. 19B
is a sequence diagram illustrating the sequence of steps
associated with injecting matched offers into consumer
financial institution portals via a document object model
(DOM) injection process according to one embodiment of
the targeted marketing system (TMS).

[0036] FIG. 20 illustrates an exemplary screen shot of a
graphical user interface (GUI) associated with a typical
exemplary consumer financial institution portal prior to
injection of one or more targeted marketing offers (TMOs)
into the portal.

[0037] FIG. 21 illustrates an exemplary screen shot of a
graphical user interface (GUI) associated with a consumer
financial institution portal or display with exemplary tar-
geted marketing offers (TMOs) displayed therein according
to an embodiment of the present targeted marketing system
(TMS).

[0038] FIG. 22 shows a block diagram illustrating the
potential matching of three exemplary offers to consumers
associated with three unique targeted consumer segments
(TCS’s) based on predefined dimensions associated with the
segments.

[0039] FIG. 23 is a flowchart illustrating an embodiment
of the redemption process for determining whether one or
more targeted marketing offers (TMOs) have been redeemed
by a consumer, and reporting such redemption to the respec-
tive financial institution.

[0040] FIG. 24 is an exemplary offer impression table
illustrating recorded offers that have been viewed by con-
sumers based on consumer log-ins to financial institution
portals.

[0041] FIG. 25 is an exemplary offer redemption table
illustrating offers that have been redeemed by consumers
based on redemption-qualifying purchases (RQPs).

[0042] FIG. 26 is an exemplary campaign results table
illustrating aggregated offer performance data (i.e., offer
impressions and redemptions).

[0043] FIG. 27 illustrates an exemplary screen shot of a
GUI associated with a consumer financial institution portal
with a targeted marketing offer (TMO), redemption-quali-
fying purchase (RQP), and a RQP icon displayed therein
according to an embodiment of the present targeted market-
ing system (TMS).

[0044] FIG. 28 illustrates an exemplary screen shot of a
GUI associated with a consumer financial institution portal
displaying a representative rewards page according to an
embodiment of the present targeted marketing system
(TMS).

[0045] FIG. 29 illustrates an exemplary offer management
system (OMS) hardware architecture upon which an
embodiment of the OMS may be implemented as herein
described.

[0046] FIG. 30 illustrates an exemplary offer placement
system (OPS) hardware architecture upon which an embodi-
ment of the OPS may be implemented as herein described.
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DETAILED DESCRIPTION

[0047] Prior to a detailed description of the disclosure, the
following definitions are provided as an aid to understanding
the subject matter and terminology of aspects of the present
systems and methods, are exemplary, and not necessarily
limiting of the aspects of the systems and methods, which
are expressed in the claims. Whether or not a term is
capitalized is not considered definitive or limiting of the
meaning of a term. As used in this document, a capitalized
term shall have the same meaning as an uncapitalized term,
unless the context of the usage specifically indicates that a
more restrictive meaning for the capitalized term is intended.
However, the capitalization or lack thereof within the
remainder of this document is not intended to be necessarily
limiting unless the context clearly indicates that such limi-
tation is intended.

Definitions/Glossary

[0048] Advertiser: an entity that provides or sells goods
and/or services to consumers, and creates targeted marketing
campaigns associated with those goods and/or services as
described herein.

[0049] Aggregated Consumer Transaction Data: subset of
de-identified consumer transaction data derived from all
stored de-identified consumer transaction data in each offer
placement system (OPS) representative of consumers that
satisfy a given targeted consumer segment (TCS). Generally
collected and transmitted to the offer management system
(OMS) in response to an advertiser-initiated query during
generation of a targeted marketing campaign (TMC). Gen-
erally synonymous with aggregated transaction data, aggre-
gated consumer transactions, aggregated consumer transac-
tion information, and aggregated population totals.

[0050] Campaign: see targeted marketing campaign
(TMC).
[0051] Campaign Data: information associated with a tar-

geted marketing campaign (TMC), as well as its associated
targeted consumer segments (TCS’s) and targeted marketing
offers (TMOs). Generally includes data and/or information
stored in the campaign table, segment table, and offer table.
[0052] Campaign Delimiting Information: information
associated with a targeted marketing campaign (TMC) that
limits or defines the campaign, including but not limited to:
a campaign name, a campaign theme, a campaign start date,
a campaign end date, etc.

[0053] Generally synonymous with campaign criteria.
[0054] Campaign Performance Data: information associ-
ated with consumer interaction (i.e., results or performance)
of a targeted marketing campaign (TMC). Generally
includes data and/or information stored in the offer redemp-
tion table, offer impression table, and campaign results table.
Generally synonymous with campaign results data and per-
formance data.

[0055] Campaign Results Table: a data table or file in the
targeted marketing system (TMS) associating information
relating to the performance (results) of one or more targeted
marketing campaigns (TMCs) and associated offers, includ-
ing but not limited to: an offer identifier (ID), aggregated
offer impressions, aggregated offer redemptions, etc.
[0056] Campaign Table: a data table or file in the targeted
marketing system (TMS) associating information relating to
one or more targeted marketing campaigns (TMCs) con-
ducted by a particular advertiser (or merchant), including but
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not limited to: a campaign identifier (ID), merchant or
advertiser identifier (ID), an author identifier (ID), a cam-
paign start date, a campaign end date, etc.

[0057] Competitor: an entity that provides or sells com-
peting or related goods and/or services to those of a mer-
chant. Generally synonymous with merchant and advertiser
competitor.

[0058] Consumer: an entity (individual, business, etc.) that
holds at least one account with one or more financial
institutions, and completes transactions and purchases with
advertisers and merchants. According to aspects of the
invention(s), based on completed transactions or other offer-
triggering events (OTEs), a consumer becomes eligible to
receive one or more targeted marketing offers (TMOs) via
the consumer’s online financial institution portal.

[0059] Consumer Transaction Table: a data table or file
stored and retained within a financial institution’s transac-
tion system/processor associating information relating to
particular consumer transactions, including but not limited
to: a consumer name, a consumer identifier (ID), a consumer
account identifier (ID), a transaction identifier (ID), a loca-
tion identifier (ID) (e.g., zip or postal code, city, state, etc.),
a merchant identifier (ID), an amount, a rewards type, etc.
[0060] De-Identified Consumer Transaction Table: a data
table or file in the targeted marketing system (TMS), and
specifically retained in one or more offer placement systems
(OPS’s), associating de-identified information relating to
particular transactions within a financial institution’s online
banking system that may be eligible to be matched with a
targeted marketing offer (TMO), including but not limited
to: an account global unique identifier (GUID) that relates
back to a particular consumer or customer of the financial
institution, a transaction identifier (ID), a location identifier
(ID) (e.g., zip or postal code, city, state, etc.), a merchant
identifier (ID), an amount, a rewards type, etc.

[0061] De-Identified Transaction: a consumer transaction
or purchase that has been processed according to an internal
financial institution procedure to remove specific consumer-
or account-identifying information. Generally synonymous
with de-identified consumer transaction.

[0062] Demilitarized Zone (DMZ): a firewall configura-
tion for selecting or demarcating local area networks
(LANs). Computers residing behind the DMZ initiate secure
outbound requests via the DMZ; computers within the DMZ
in turn respond, forward, or re-issue requests out to the
Internet or other public networks. Generally used in asso-
ciation with financial institution security protocols.

[0063] Dimension: a delineating category or information
associated with a targeted consumer segment (TCS) that
serves to narrow the population of consumers that may
receive a targeted marketing offer (TMO) based on criteria
associated with specific consumer transactions or other
offer-triggering events (OTEs), including but not limited to:
a merchant or advertiser category (e.g., retail, entertainment,
dining, etc.), a merchant or advertiser name or identifier, a
transaction location (e.g., zip or postal code, city, etc.), a
spend amount, a total spend amount for a given time period,
an average spend amount for a given time period, a total
number of transactions in a given time period, etc. Generally
synonymous with segment delimiting information or seg-
ment criteria.

[0064] Dynamic Resegmentation: process of automati-
cally delivering follow-up targeted marketing offers (TMOs)
to consumers who redeem original or initial TMOs.
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[0065] Financial Institution: an entity that provides bank-
ing or other financial-related services to consumers (cus-
tomers) and, in connection with the disclosed invention(s),
offers online banking capabilities to its customers, such
entities including but not limited to: banks, credit unions,
credit card companies, brokerage institutions, lending insti-
tutions, savings & loans, etc. In order to utilize aspects of the
claimed invention(s), a financial institution will generally
include and/or operate or control a financial institution
computer system that enables the various functions of the
financial institution, wherein the financial institution com-
puter system includes, among other system components, a
financial institution portal, a financial institution transaction
processor, and a financial institution web server. Generally
synonymous with bank.

[0066] Financial Institution Portal: a secure and individu-
ally-accessible online portal (i.e., having a graphical user
interface and/or other controls for use by consumers) that
displays information related one or more accounts held by a
consumer with a respective financial institution. Generally,
a financial institution portal is Internet-accessible via a
financial institution webpage, and displays prior financial
transactions associated with the consumer’s account(s), as
well as targeted marketing offers (TMOs) and subsequent
redemptions of those offers. Information associated with
financial institution portals (e.g., transactions, TMOs, etc.) is
also generally accessible via consumer mobile devices (i.e.,
through wireless Internet connections, mobile banking
applications, SMS alerts, etc.), email notifications, and other
similar mechanisms. Generally synonymous with banking
portal.

[0067] Financial Institution Transaction Processor: server
or processor within a financial institution that receives and
stores consumer transaction data from merchants, and, in
accordance with aspects of the claimed invention(s), de-
identifies such transaction data to remove consumer- and/or
account-specific information, transmits de-identified con-
sumer transaction data to the offer placement system (OPS)
for offer matching purposes, issues redemptions/rewards to
consumers, and performs other similar functions as
described herein. Generally synonymous with financial
institution transaction system.

[0068] Financial Institution Web Server: a computer
server within a financial institution for serving financial
institution content, such as web pages, transaction data,
targeted marketing offers (TMOs), redemptions/rewards,
and other similar content to consumers via a financial
institution portal. Generally enables communication and
data sharing between internal components of the financial
institution (e.g., financial institution transaction processor)
and components of the targeted marketing system (TMS). In
accordance with aspects of the invention, a financial insti-
tution web server provides and operates a corresponding and
associated financial institution portal.

[0069] Identity Assurance Rating: a percentage-based
measure of the likelihood that a given unidentified merchant
name extracted from consumer transaction data is associated
with or represents a known or validated merchant within the
targeted marketing system (TMS) as a result of a merchant
identification process. Generally synonymous with identity
assurance score.

[0070] Impression: an occurrence or instance of a con-
sumer logging in to his or her financial institution portal,
whereby a particular targeted marketing offer (TMO) is
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displayed to (and/or viewed by) the consumer. Generally
synonymous with offer impression.

[0071] Matched Offer Table: a data table or file in the
targeted marketing system (TMS) associating information
relating to particular targeted marketing offers (TMOs) that
have been matched to specific consumer transactions or
specific offer-triggering events (OTEs) and may be delivered
to the consumers that completed the specific transactions or
OTEs, including but not limited to: a transaction identifier
(ID), an offer-triggering event identifier (ID), an offer iden-
tifier (ID), an account global unique identifier (GUID) of the
consumer account, etc.

[0072] Merchant: an entity that provides or sells goods
and/or services to consumers. As used herein, generally
comprises an entity that provides or sells competing or
related goods and/or services to those of an advertiser.
Generally synonymous with competitor and advertiser com-
petitor.

[0073] Merchant Category: a predetermined grouping of
merchants based on the specific nature of the merchants’
business(s) and/or service(s). Generally, each merchant
associated with the targeted marketing system (TMS)
belongs to one or more merchant categories. Merchant
categories generally serve as optional dimensions used by
advertisers to define targeted consumer segments (TCS’s)
during generation of targeted marketing campaigns (TMCs).
[0074] Merchant Identification Table: a data table or file in
the targeted marketing system (TMS) associating informa-
tion relating to unidentified merchant names which have
been analyzed via the merchant identification process and
associated with known or validated merchants recognized by
the TMS, including but not limited to: an unidentified
merchant key, an unidentified merchant name, a validated
merchant key, a validated merchant name, a merchant cat-
egory, an identity assurance rating, etc.

[0075] Offer: see targeted marketing offer (TMO).

[0076] Offer Defining Information: information associated
with a targeted marketing offer (TMO) that limits or defines
the offer, including but not limited to: an offer identifier (ID),
an offer amount, an offer start date, an offer end date, offer
text, an offer image (e.g., a logo or trademark), a minimum
qualifying spend amount, etc. Generally synonymous with
offer specifics, offer terms or terms of offer.

[0077] Offer Display Information: information associated
with a targeted marketing offer (TMO) that is displayed to
a consumer via the consumer’s financial institution portal.
[0078] Offer Impression Table: a data table or file in the
targeted marketing system (TMS) associating information
indicating that a particular targeted marketing offer (TMO)
was actually delivered to (and/or viewed by) a particular
consumer, including but not limited to: an offer identifier
(ID), an account global unique identifier (GUID), a date of
impression, a time of impression, etc.

[0079] Offer Management System (OMS): component of
the targeted marketing system (TMS) that enables creation
of targeted marketing campaigns (TMCs), targeted con-
sumer segments (TCS’s), and targeted marketing offers
(TMOs), reporting of marketing data and campaign results
to advertisers, transmission of data to and receipt of data
from one or more offer placement systems (OPS’s), and
other similar processes as described herein. Generally
includes one or more databases, memories, servers, com-
puter readable media, processors, algorithms, portals, and
other similar components.



US 2017/0337582 Al

[0080] Offer Placement System (OPS): component of the
targeted marketing system (TMS) that enables matching of
received campaign data from the offer management system
(OMS) with de-identified consumer transaction data from
financial institutions, injecting or merging targeted market-
ing offers into financial institution portals, organizing and
transmitting redemption data to financial institutions for
reimbursements to consumers, transmission of data to and
receipt of data from the OMS, and other similar processes as
described herein. Generally includes one or more databases,
memories, servers, computer readable media, processors,
algorithms, and other similar components.

[0081] Offer-Qualifying Purchase (OQP): a transaction or
purchase by a consumer that may be eligible (qualify) to
receive a targeted marketing offer (TMO), once processed
by a system constructed as described herein. Generally
synonymous with offer-qualifying transaction.

[0082] Offer Redemption Payment (ORP): a value pro-
vided to a consumer or credited to a consumer’s account
based on the consumer’s redemption of a particular targeted
marketing offer (TMO), including but not limited to: finan-
cial payment, cash back, account credit, account points,
airline miles, hotel points, restaurant points, and other simi-
lar incentives. As used herein, an ORP is not necessarily a
“payment” in the sense of money or funds, and should thus
be understood as generally synonymous with reward.
[0083] Offer Redemption Table: a data table or file in the
targeted marketing system (TMS) associating information
indicating that a particular targeted marketing offer (TMO)
delivered to a particular consumer was acted upon (i.e.,
redeemed), including but not limited to: an offer identifier
(ID), an account global unique identifier (GUID), a date of
redemption, a time of redemption, etc.

[0084] Offer Table: a data table or file in the targeted
marketing system (TMS) associating information relating to
the content of particular targeted marketing offers (TMOs)
for delivery to selected consumers, including but not limited
to: an offer identifier (ID), a campaign identifier (ID), a
segment identifier (ID), an offer amount, an offer start date,
an offer end date, offer text, an offer image (e.g., a logo or
trademark), a minimum qualifying spend amount, etc.
[0085] Offer-Triggering Event (OTE): an event or series of
events that, if satisfied, dictate that an offer or advertisement
should be provided to a consumer, including but not limited
to: an offer-qualifying purchase (OQP), satisfaction of a
targeted consumer segment (TCS) or some other merchant-
defined criteria, conduction of an online financial institution
portal session by a consumer, etc. Generally, an offer-
triggering event comprises satisfaction of a predefined cat-
egory or set of criteria identifying how a consumer spends
(or does not spend) money, typically based on each con-
sumer’s transaction history (e.g., types of merchants at
which a consumer typically shops, types of merchants at
which a consumer rarely shops, average number of trans-
actions completed by a consumer for a given month, average
spend amount (dollar value) of a consumer’s transactions,
geographic locations in which a consumer typically shops,
etc.).

[0086] OMS Advertiser Portal: an online, secure, indi-
vidually-accessible portal (i.e., graphical user interface)
used by advertisers, advertising agencies, and other similar
entities to create targeted marketing campaigns (TMCs),
targeted consumer segments (TCS’s), and targeted market-
ing offers (TMOs), review previously-created campaigns,
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segments, and offers, review and analyze reports and statis-
tics related to performance of particular campaigns, conduct
billing operations, and carry out other similar tasks.

[0087] Redemption: realization of a targeted marketing
offer (TMO) by a consumer via a redemption-qualifying
purchase (RQP).

[0088] Redemption-Qualifying Purchase (RQP): a trans-
action or purchase by a consumer that satisfies the associated
criteria of at least one targeted marketing offer (TMO), and
thereby qualifies the consumer for a reward. Generally, but
not always, associated with the same account with which the
offer-qualifying purchase (OQP) or offer-triggering event
(OTE) occurred. Generally synonymous with redemption-
qualifying transaction.

[0089] Reverse Proxy: a security component, often used
by financial institution computer systems, that provides a
layer of security to each financial institution’s local area
network (LAN) in addition to the financial institution’s
firewall(s). Generally includes computers and/or processors
acting as proxy servers to intercept, inspect, and (if neces-
sary) redirect inbound and outbound communications
between components on either side of the reverse proxy.
Generally used in association with financial institution secu-
rity protocols, for example, to handle Secure Sockets Layer
(SSL) encryption often used between a consumer’s com-
puter and a financial institution web server, caching of
content, load balancing, performance acceleration, and for
other reasons understood by those skilled in the art.

[0090] Segment: see targeted consumer segment (TCS).
[0091] Segment Delimiting Information: see dimension.
[0092] Segment Table: a data table or file in the targeted

marking system (TMS) associating information used to
identify a particular segment of consumers based on trans-
actions completed by those consumers, including but not
limited to: a segment identifier (ID), a campaign identifier
(ID), a merchant or advertiser category (e.g., retail, enter-
tainment, dining, etc.), a merchant or advertiser name or
identifier (ID), a transaction location (e.g., zip or postal
code, city, etc.), a spend amount, etc.

[0093] Targeted Consumer Segment (TCS): a group of
consumers to which at least one targeted marketing offer
(TMO) applies based on the specifics of the offer(s) and one
or more offer-qualifying transactions or offer-triggering
events (OTEs) completed by each consumer. Generally a
subset of the entire population of available consumers.
Generally synonymous with segment and market segment.
[0094] Targeted Marketing Campaign (TMC): a market-
ing campaign constructed by an advertiser, advertising
agency, or other entity designed to generate and place
advertisements in the form of targeted marketing offers
(TMOs) and display such TMOs to consumers via the
consumers’ online financial institution portals. Generally
includes one or more targeted consumer segments (TCS’s)
and one or more TMOs. Generally synonymous with cam-
paign.

[0095] Targeted Marketing Offer (TMO): an offer to
deliver a particular reward, refund, financial payment, offer
redemption payment, or other incentive to a consumer via a
system constructed as described herein, in response to the
consumer satisfying certain requirements of the offer, e.g.,
purchase of goods or services in accordance with the offer,
provision of requested information, or other required action
or condition satisfaction. Generally, each TMO is associated
with a corresponding targeted consumer segment (TCS). As
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described herein, TMOs are presented to consumers during
the consumers’ online banking sessions via each consumer’s
financial institution portal. Generally synonymous with offer
or advertisement.

[0096] Targeted Marketing System (TMS): overall system
as described herein for creating targeted marketing cam-
paigns, delivering those campaigns to consumers via finan-
cial institution portals, tracking consumer redemption of
marketing offers, reporting campaign results, maintaining
privacy and security amongst financial institution clients
(i.e., consumers), and performing a host of other tasks and
processes as described in detail herein. Generally includes
an offer management system (OMS), one or more offer
placement systems (OPS), and other additional components
as described herein.

[0097] Transaction Table: see consumer transaction table
and de-identified consumer transaction table.

[0098] Unidentified Merchant Key: a unique identifier
assigned to each unidentified merchant name within the
targeted marketing system (ITMS).

[0099] Unidentified Merchant Name: a merchant name
extracted from consumer transaction data and transmitted to
the offer management system (OMS) for identification and
association with a recognized or validated merchant within
the targeted marketing system (TMS).

[0100] Validated Merchant Key: a unique identifier
assigned to each validated merchant name that has been
associated with a recognized merchant within the targeted
marketing system (TMS) based on completion of the mer-
chant identification process.

[0101] Validated Merchant Name: an accepted or recog-
nized name (and all validated variations thereof) associated
with a given merchant within the targeted marketing system
(TMS). Generally, unidentified merchant names are associ-
ated with validated merchant names upon completion of the
merchant identification process and the attainment of an
identity assurance rating above a predefined threshold rat-
ing. Generally synonymous with cleansed merchant name.
[0102] Validated Merchant Table: a data table or file in the
targeted marketing system (TMS) associating information
relating to merchant names that have been validated via the
merchant identification process based on a calculated iden-
tity assurance rating above a predefined threshold rating,
including but not limited to: an unidentified merchant key,
an unidentified merchant name, a validated merchant key, a
validated merchant name, a merchant category, an identity
assurance rating, etc.

Overview

[0103] For the purpose of promoting an understanding of
the principles of the present disclosure, reference will now
be made to the embodiments illustrated in the drawings and
specific language will be used to describe the same. It will,
nevertheless, be understood that no limitation of the scope of
the disclosure is thereby intended; any alterations and fur-
ther modifications of the described or illustrated embodi-
ments, and any further applications of the principles of the
disclosure as illustrated therein are contemplated as would
normally occur to one skilled in the art to which the
disclosure relates. All limitations of scope should be deter-
mined in accordance with and as expressed in the claims.

[0104] Aspects of the present disclosure generally relate to
systems and methods for providing targeted marketing offers
to consumers via online portals, especially applicable but
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not limited to financial institution portals. Although the
description which follows is primarily directed to applica-
tion of the claimed invention(s) to financial institution
portals, it should be understood that the invention(s) have
broader applicability to any systems with portals that allow
consumer viewing of predetermined information maintained
by third parties on behalf of such consumers, especially
those that relate to financial transactions, purchases, sales, or
other commercial transactions that can be analyzed for
purposes of generated targeted marketing offers based on
such predetermined information.

[0105] A targeted marketing system (TMS), as described
here in context of a financial institution portal, enables
advertisers to construct highly-relevant advertisements and
marketing offers that are displayed to consumers as those
consumers access and view their online financial institution
account portals. The offers are generally targeted to specific
consumers based on prior transactions or purchases made by
the consumers, as well as patterns in those transactions and
overall consumer spending habits. However, based on
aspects of embodiments of the TMS described in detail
herein, advertisers have no knowledge of specific consumers
nor any information relating to particular consumer trans-
actions. Thus, embodiments of the TMS allow targeted
advertising on a banking portal in a manner that protects all
consumer data and privacy, and is compliant with the
highly-complex banking and financial institution regulatory
environment.

[0106] Additionally, embodiments of the TMS, via coop-
eration with one or more financial institutions, further enable
accurate and automatic redemption or realization of offers
when consumers make redemption-qualifying purchases.
Further aspects of the present systems and methods facilitate
reporting and analytics to advertisers regarding consumer
interaction with and redemption of marketing offers, aggre-
gation of de-identified financial transaction data for adver-
tiser use in targeted marketing campaign creation, and a host
of other functions and processes as are described in detail
herein.

[0107] According to one embodiment, a TMS includes an
offer management system (OMS) and one or more offer
placement systems (OPS’s), wherein each OPS operates in
association or cooperation with a financial institution’s
online services system (i.e., online environment), including
a financial institution transaction processor and financial
institution web server, thereby providing a financial institu-
tion portal. Generally, the OMS enables creation of targeted
marketing campaigns by advertisers, reporting of marketing
data and campaign results to advertisers, collecting redemp-
tion funds from advertisers and distributing those funds to
financial institutions, and other processes described in
greater detail below. Generally, operations of an OPS
include matching received campaign data from the OMS
with de-identified consumer transaction data received from
financial institutions, injecting or merging targeted market-
ing offers into financial institution portals, sending targeted
marketing campaign performance data to the OMS, orga-
nizing and transmitting redemption data to financial insti-
tutions for reimbursements to consumers, and other pro-
cesses described in greater detail below.

[0108] In one embodiment, “de-identified” transaction
data (i.e., transaction data void of any consumer- or account-
specific identifying information) is sent to an OPS by a
respective financial institution. Typically, at least one OPS is
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in operative association with each participating financial
institution to allow direct communication between each OPS
and its respective financial institution. Generally, the trans-
action data is de-identified by each financial institution
according to the institution’s own internal protocols and
procedure for removing account information and other con-
sumer-identitying information. Each OPS stores this infor-
mation for subsequent offer matching. Additionally, each
OPS aggregates the de-identified consumer transaction
information and makes such information available to the
OMS for use in campaign creation. When needed, the OMS
requests and accesses this aggregated transaction data and
utilizes it during campaign creation to estimate potential
populations of consumers that will receive targeted market-
ing offers associated with campaigns, and other similar uses.
During campaign creation, advertisers that wish to provide
targeted marketing offers (TMOs) interact with an OMS
advertiser portal that displays campaign specifics, enables
creation of targeted marketing segments and offers, allows
advertisers to define dimensions and specific criteria asso-
ciated with each segment and offer, etc.

[0109] Once a campaign (and its associated offers) has
been created, the OMS transmits the campaign data to each
OPS for merging with transaction data and delivery to
consumers. According to one embodiment, each OPS; via a
predetermined matching algorithm, matches specific con-
sumer financial transactions with offers that satisfy the
segment dimensions associated with the offers. According to
another embodiment, rather than being matched to specific
transactions, offers are matched to consumers’ offer-trigger-
ing events, such as a pattern or series of transactions that
meet a certain set of segment dimensions. After each offer-
qualifying transaction or other offer-triggering event has
been matched with a respective offer or offers, the offers are
displayed to consumers via each consumer’s online financial
institution portal. Thus, when a consumer logs in to his or
her portal, he or she is presented with offers that are targeted
to prior transactions or purchases made by the consumer. For
example, the offers may be directed at transactions involving
competitors of the advertiser that created the respective
marketing campaign (although this is not always the case).

[0110] In one embodiment, a consumer redeems a targeted
marketing offer by making a redemption-qualifying pur-
chase (RQP) using a payment mechanism (e.g., a debit card
or credit card) associated with the respective financial insti-
tution account to which the offer was originally related. The
RQP is subsequently recorded by the financial institution
and is transmitted to the OPS associated with that institution.
The OPS then examines each received de-identified trans-
action to determine if it qualifies as an RQP associated with
a targeted marketing offer previously presented to and
received by the consumer. Once verified as an RQP, the OPS
records and stores the instance of the RQP (e.g., within its
respective offer redemption table, discussed below) for
subsequent processing. For example, the OPS determines
the associated reward to be paid to the consumer by con-
verting the reward value of the offer from dollars (as it is
typically originally entered by an advertiser within an OMS
portal when the offer is created, discussed below) to the
appropriate rewards type (e.g., points, miles, etc.) associated
with the consumer account that completed the RQP. Subse-
quently, the OPS provides a visual indication to the con-
sumer in the financial institution portal that the purchase
qualified for a redemption based on the previous offer.

Nov. 23,2017

[0111] At predetermined time intervals (e.g., daily,
weekly, monthly) or continuously or on request, each OPS
provides notification to its associated financial institution as
to the sum of all offer redemption payments (ORPs) to be
credited to each consumer’s account. The sum of the ORPs
associated with each particular targeted marketing offer
(TMO) or campaign is determined by each OPS and trans-
mitted to the OMS for storage (e.g., within its campaign
results table, discussed below) and subsequent processing.
At predetermined time intervals or continuously or on
request, advertisers issue payments to financial institutions
(e.g., by depositing or transferring funds to the OMS for
transmission to each OPS for payment to financial institu-
tions) for reimbursement of the ORPs yielded from their
respective TMOs based on rewards issued to consumers.
After the completion of a targeted marketing campaign (or
during its operation), advertisers are able to view results and
performance data associated with the campaign via an OMS
portal.

Description of Targeted Marketing System,
Components, and Processes

[0112] For purposes of example and explanation of the
fundamental processes and components of the disclosed
systems and methods, reference is made to FIG. 1, which
depicts a high-level lifecycle 100 of an exemplary transac-
tion, an associated targeting marketing offer, and redemption
of that offer according to one embodiment of a targeted
marketing system (TMS) constructed and operated in accor-
dance with various aspects of the claimed invention(s). As
will be understood and appreciated, the example lifecycle
shown in FIG. 1 represents merely one approach or embodi-
ment of the present system, and other aspects (e.g., delivery
and/or redemption of offers based not on singular transac-
tions, but on a series or pattern of transactions) are used
according to various embodiments of the present system.
[0113] As shown in the lifecycle 100, a process for tar-
geted marketing offer delivery commences with a purchase
from or financial transaction with a merchant 101 (e.g.,
hypothetical advertiser competitor Pizza King) by a con-
sumer 103. As defined elsewhere herein, an “advertiser”
describes an entity that creates a targeted marketing cam-
paign associated with its goods and/or services, whereas a
“merchant” or “advertiser competitor” is an entity that sells
competing and/or related goods and/or services to those of
the advertiser. The terms “advertiser”, “merchant”, and
“advertiser competitor” are used herein for purposes of
discussion and explanation only, and, as will be understood
and appreciated, are not intended to define or limit a
particular class of entities. For example, an advertiser may
fulfill roles as both an advertiser and a merchant, wherein the
advertiser creates marketing campaigns targeted to consum-
ers, and is also the subject of its competitors’ marketing
campaigns (and vice versa). Thus, for practical purposes,
advertisers and merchants are interchangeable. For purposes
of discussion and ease of reference, however, advertisers are
referred to herein as those that create marketing campaigns,
and merchants (or advertiser competitors) are those that
provide competing or related goods and/or services to those
of advertisers.

[0114] In the example shown in FIG. 1, at some point in
time, an advertiser (in this example Pizza Pub, not the
merchant Pizza King 101) generates a targeted marketing
campaign (TMC) associated with its goods and/or services
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(block 105). In one embodiment, the campaign is created via
an OMS advertiser portal within the targeted marketing
system (ITMS), as described elsewhere herein. Generally,
advertisers define campaign specifics, such as the start and
end date of a campaign, segments of consumers that the
campaign will target (based on physical location of con-
sumer purchases, spend amounts, etc.), specific offer
amounts, texts, logos associated with campaign offers, and
various other predetermined campaign criteria (discussed in
greater detail below).

[0115] As shown in block 105, the exemplary campaign
has been generated by an advertiser (e.g., “Pizza Pub”), and
is scheduled to run between Jun. 1, 2008 and Jun. 30, 2008.
Thus, any consumer transactions occurring within those
dates may be subject to this specific campaign. The exem-
plary campaign also defines a particular consumer transac-
tion segment (i.e., transactions occurring in California at
advertiser competitor “Pizza King” locations, wherein the
transaction is for an amount greater than $25). The repre-
sentative campaign shown in block 105 also includes an
offer to be presented to consumers, wherein a consumer is
offered $10 off the price of any purchase of $25 or more at
a Pizza Pub in June, and includes the advertiser-defined text:
“Pizza Pub voted country’s best breadsticks!”. As will be
understood and appreciated, the campaign criteria shown in
block 105 are presented for illustrative purposes only, and
are in no way intended to limit the scope of campaign
specifics and dimensions available to advertisers for cam-
paign creation.

[0116] According to one embodiment, the TMS gathers all
advertiser offers centrally, and then displays those offers
with corresponding consumer transactions via a consumer’s
financial institution portal. In one aspect, if a transaction,
group of transactions, or other offer-triggering event (OTE)
meets the criteria of one of the targeted marketing offers
defined in a campaign, then that offer is associated with the
transaction, group of transactions, or OTE, and is displayed
to a consumer via the consumer’s banking portal (assuming
there are no competing offers that could also apply to the
transaction(s) or OTE, in which case a ranking algorithm
may be utilized to determine which offer(s) are displayed).
Generally, each campaign includes one or more targeted
marketing offers of which each is presented to one or more
targeted consumer segments as defined by the advertiser. As
will be understood and appreciated, each campaign may
include a plurality of segments and offers, depending on the
given advertiser’s preferences. Further, each offer and seg-
ment may include a variety of criteria or dimensions that
define the scope of each.

[0117] As shown in block 107, a consumer 103 purchases
a pizza (or pizza-related items) from a merchant 101 (e.g.,
Pizza King) of an advertiser (e.g., Pizza Pub). The purchase
is represented in block 107, which is a representation of the
transaction as shown in the consumer’s conventional finan-
cial institution portal (i.e., with no offer displayed). The
purchase shown in block 107 is a representative offer-
qualifying purchase (OQP) 115 (discussed in greater detail
below). Generally, the consumer 103 is able to view a
plurality of recent, prior transactions or purchases associated
with one or more of the consumer’s accounts via an inter-
active and scrollable webpage associated with an online
financial institution portal. As shown, the exemplary pur-
chase occurred on Jun. 2, 2008, at Pizza King, and was for
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the amount of $35.98. This representative and exemplary
transaction is referenced throughout this disclosure for dis-
cussion purposes.

[0118] As will be understood by one of ordinary skill in
the art, when a purchase is made by a consumer via some
mechanism associated with a consumer account (e.g., credit
card, debit card, paper check, etc.), that transaction is
recorded by the respective financial institution and made
available for online viewing within the consumer’s financial
institution portal. The portal typically displays a plurality of
financial transactions, each transaction including transac-
tion-specific information such as the transaction date, pur-
chase amount, merchant, etc. Thus, while only one transac-
tion is shown in block 107, it will be understood that many
transactions are typically displayed in consumer banking
portals. Additionally, according to various embodiments of
the present system, if a transaction qualifies for receipt of an
offer, then the offer will be displayed in relative juxtaposi-
tion with the transaction in the consumer’s banking portal
(as discussed below in association with block 109). Thus, the
conventional portal display represented by block 107 is
presented for illustrative purposes only.

[0119] Still referring to FIG. 1, block 109 is a represen-
tation of the consumer’s financial institution portal with the
targeted marketing offer (TMO) 113 displayed in perceptible
association or juxtaposition with the consumer transaction
that, in this example, triggered the presentation of the offer,
e.g. the offer-qualifying purchase (OQP) 115. In one
embodiment of the TMS, transactions are matched with
TMOs by a matching algorithm within each offer placement
system (OPS) in a manner such that advertisers have no
knowledge of specific consumers or their accounts that
receive the TMOs (described in greater detail below). As
shown in block 109, because the consumer’s transaction
satisfied the criteria (i.e., the “terms of offer” or “offer
terms”) defined in the campaign for the specific TMO 113
(i.e., purchase within the start and end date of the campaign,
at Pizza King, for an amount greater than $25, etc.), the
consumer 103 was presented with the respective TMO. As
shown, the TMO 113 indicates that if the consumer 103
makes any purchases (via a payment mechanism associated
with the particular financial institution account) at a Pizza
Pub (i.e., advertiser) of greater than $25 in the month of
June, the consumer will receive $10 off of that purchase.
[0120] In an alternate embodiment, rather than displaying
a TMO in juxtaposition with a specific transaction, the TMO
is displayed as a banner advertisement or pop-up advertise-
ment, or on a separate offer(s) page, or via some other
similar display mechanism (see, e.g., FIG. 21). Further,
some TMOs are triggered not by a single, specific transac-
tion, but rather by an offer-triggering event (OTE), such as
an accumulation of a consumer’s transactions over time that
satisfy a predefined segment based on average spend
amounts at a given merchant or merchant type, or something
similar. Accordingly, these TMOs are generally related to a
consumer’s purchase history or spending habits, and not to
particular transactions, and are thus generally displayed in a
consumer’s financial institution portal.

[0121] As will be apparent, the specific and exemplary
TMO 113 shown in FIG. 1 is an attempt by the advertiser
(i.e., Pizza Pub) to attract consumers from one of its com-
petitors 101 (i.e., Pizza King). Because the consumer 103
made a purchase at a Pizza King previously, the advertiser
can infer that the consumer has a propensity to buy pizzas or
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pizza-related items. Thus, according to one aspect, offers
within embodiments of the TMS are highly targeted because
they are provided to consumers that already have an interest
in the particular type or category of goods and/or services
provided by the advertiser, or might be interested in related
goods or services to those of a advertiser. As will be
understood, however, offers do not have to be targeted to
advertiser competitors, but instead could be targeted to
consumers who already shop with a given advertiser for
purposes of increasing business volume. For example, the
advertiser could reward consumers and generate loyalty by
offering frequent customers additional incentives to shop
with the advertiser. Offers may also be targeted to related
product areas that often go hand-in-hand with the advertis-
er’s products or services (e.g., a golf sporting goods store
targeting offers to consumers who made purchases at a golf
course). Or, offers may be targeted to broad categories, such
as consumers who shop at luxury stores, or consumers who
rarely buy fast food items, etc. In general, regardless of the
form of the offers, they are typically highly relevant because
they are targeted based on how a consumer already spends
money.

[0122] As will be understood and appreciated, a virtually
unlimited number of financial institutions may utilize
aspects of the present systems and methods. Accordingly, in
one embodiment, offer presentation and display is custom-
ized to match the overall look and feel of each institution’s
online banking environment. As shown in block 109, the
TMO 113 is presented in perceptible association or operative
juxtaposition with the prior transaction to which the TMO
was matched (i.e., the offer is presented in relative proximity
to its associated transaction). As will be understood, the offer
may be displayed according to a variety of presentation
forms, such as immediately under the prior transaction (as
shown in block 109), indented under the transaction, in a
contrasting type, font, or color as compared to the transac-
tion, etc. If the offer is matched not to a single transaction,
but to an offer-triggering event (OTE), then the offer may be
displayed in a more general display manner (e.g., via a
pop-up or banner advertisement), although not necessarily.
Regardless, when a consumer 103 logs into his or her portal,
he or she will see an offer associated with each transaction
or OTE that has criteria matching a potential offer (assuming
at least one of the consumer’s transactions can be matched
to an offer).

[0123] In some circumstances, the consumer 103 may be
presented with multiple offers corresponding to multiple
transactions. In other circumstances, no offers will be pre-
sented because the consumer 103 made no recent purchases
or satisfied any OTEs that match offer criteria of any
potential offers. Additionally, in one embodiment, the pre-
sentation of offers complies with guidelines established by
each financial institution (e.g., number of offers allowed per
display page, format of offers, location of offers, etc.). As
will be understood, while the TMO 113 is shown listed in
block 109 immediately underneath the corresponding trans-
action, offers may be presented in any number of ways, such
as by pop-up advertisements, listing of offers in a separate
section of the financial institution portal display, and via
other similar display formats (provided that consumers are
able to perceive and subsequently redeem the offers).

[0124] Still referring to FIG. 1, according to one embodi-
ment, if a consumer 103 decides to redeem (i.e., accept or
respond to) an offer as shown in 109, the consumer is merely
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required to satisfy the offer criteria, and the TMS instructs
the financial institution to credit the offer redemption value
(i.e., reward) to the consumer’s account or provide the
reward to the consumer via some other appropriate reward
mechanism. As shown in block 111 of the example lifecycle
100, the consumer made a redemption-qualifying purchase
(RQP) 117 at an advertiser location (i.e., Pizza Pub) on Jun.
15, 2008 for $28.93. Because this purchase fell within the
advertiser-defined offer criteria (i.e., in June, at a Pizza Pub,
greater than $25, etc.), the TMS automatically detected the
transaction as an RQP 117, and thus instructed the financial
institution to credit the consumer’s account accordingly
(discussed in greater detail below). Next to the transaction is
an RQP icon 119 (shown and discussed in greater detail in
conjunction with FIG. 27) indicating to the consumer 103
that he or she redeemed a previously-presented TMO 113,
and thus received a reward for the subject purchase.

[0125] In one embodiment, when the consumer 103 clicks
on the icon 119 via a cursor (i.e., “mouse”), or simply hovers
the cursor over the icon (i.e., “mouse over”), or interacts
with the icon in some other understood manner, the financial
institution portal displays information relating to the reward
received by the consumer. As will be understood and appre-
ciated, the reward may be indicated to the consumer 103 in
a variety of ways, such as via a separate line item in the
financial institution portal, an email notification, etc. There-
fore, embodiments of the present TMS are in no way limited
to use of an RQP icon 119 to indicate redemption payments
or rewards.

[0126] As will be appreciated, all participatory parties
benefit from use of embodiments of the targeted marketing
system. Advertisers are given access to new, online market-
ing channels with large consumer populations. Embodi-
ments of the targeted marketing system enable advertisers to
provide highly-targeted advertisements and offers to con-
sumers based on how those consumers already spend money.
Advertisers are also provided with data and reports related
to the effectiveness of their offers and advertising campaigns
via continually-collected and recorded offer impression and
redemption data. Additionally, banks and other financial
institutions benefit by being able to offer their customers an
additional outlet to accumulate rewards currency in the form
in which their account(s) are currently enrolled. Such reward
currencies drive customer loyalty and use of specific
accounts, increase consumer transactions, and reduce attri-
tion. For example, as consumers redeem offers, they build
their rewards (e.g., airline miles, hotel points, cash back,
etc.), and thus the consumers are more likely to continue
using payment mechanisms (i.e., credit cards, debit cards,
etc.) associated with the specific financial institution
account. Finally, consumers benefit from embodiments of
the present systems and methods because they receive cash
and rewards merely by purchasing items they typically
already purchase.

[0127] Referring now to FIG. 2, a high-level overview 200
is shown of one embodiment of the targeted marketing
system (TMS) 215 and its associated environment. As
shown, the TMS 215 includes an offer management system
(OMS) 211 remotely connected (although the connection
does not necessarily have to be remote) to one or more offer
placement systems (OPS) 207 via the Internet 209. Gener-
ally, the OMS 211 enables creation of targeted marketing
campaigns, segments, and offers by advertisers, reporting of
marketing data and campaign results to advertisers, trans-
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mission of data to and from one or more OPS’s 207, and
other similar processes described herein. Generally, the OPS
207 enables matching of received campaign data from the
OMS 211 with de-identified consumer transaction data
received from financial institutions, injecting or merging
targeted marketing offers into financial institution portals,
organizing and transmitting redemption data to financial
institutions for reimbursements to consumers, transmission
of data to and from the OMS, and other similar processes
described herein. Although the OMS 211 and OPS 207 are
represented in FIG. 2 as conceptual boxes, in one embodi-
ment, both the OMS and each OPS comprise system com-
ponents including one or more databases, memories, servers,
computer readable media, processors, algorithms, portals,
and other similar components (see FIGS. 29-30 for further
description of OMS and OPS hardware).

[0128] In the embodiment shown in FIG. 2, in addition to
being remotely connected to the OMS 211, the OPS 207 is
directly connected to a financial institution system 205 to
enable direct and secure communication of information back
and forth between the OPS and financial institution, as the
OPS is protected behind the financial institution’s existing
firewall(s). As will be understood and appreciated, the
financial institution may be a bank, credit card company,
lending institution, savings & loan, prepaid debit company,
or other similar financial institution. Additionally, although
the embodiment of the TMS 215 shown in FIG. 2 includes
only one OPS 207 and one financial institution system 205,
other embodiments of the TMS include many OPS’s con-
nected to many different financial institutions. Generally,
one OMS is capable of servicing a plurality of OPS’s at a
plurality of financial institutions. Further, according to one
aspect, more than one OPS 207 is connected to each
financial institution 205. For example, an embodiment of the
present system may be constructed such that a different OPS
services each different aspect of a financial institution’s
services (e.g., credit card account, bank account, money
market account, stock brokerage needs, web services, trans-
action processes, etc.), or synchronized OPS’s may reside in
multiple data centers that serve customers to improve scal-
ability and reliability. For ease of reference, however, the
figures and discussion of the present disclosure are primarily
directed to an exemplary system comprising only one finan-
cial institution 205 and one OPS 207.

[0129] Generally, most financial institutions employ a
distributed architecture in which different entities within
each financial institution may be located at different physical
or virtual locations, and perform different services and
functions for the overall financial institution system. Thus,
the exemplary financial institution 205 shown in FIG. 1
illustrates two components—a financial institution web
server 219 and a financial institution transaction processor
220. The functions of the web server 219 generally include,
among other things, serving the financial institution portal
(and its associated web pages, data, and other content) to
consumers 103. The functions of the financial institution
transaction processor 220 include, among other things,
tracking and storing consumer transactions data for subse-
quent use. The functions of each of these illustrated com-
ponents 219 and 220 and their interaction with various OPS
components is described in greater detail throughout this
disclosure. Additionally, although most financial institutions
include at least these two discrete components 219, 220,
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financial institution systems 205 are referred to generally in
various parts of this disclosure for ease of reference.

[0130] According to the embodiment shown, all informa-
tion or data passing between the OMS 211 and the OPS 207
is processed via a reverse proxy 217, typically in conjunc-
tion with (but sometimes alternatively to) a demilitarized
zone (DMZ), before the data is allowed to proceed (de-
scribed in greater detail below). In one embodiment, the
OPS 207 is directly connected to the financial institution
system 205 in a manner such that various components of the
OPS operate behind the financial institution firewall(s) and
other security protections. Accordingly, in order to preserve
the security of the overall system, ensure secure communi-
cations (e.g. via SSL), prevent system corruption, and retain
consumer privacy, all data and information passing into or
out of the OPS is processed within a reverse proxy located
on the financial institution’s web server 219 or similar
equally secure means. Generally, embodiments of the
reverse proxy 217 used within aspects of the present system
comprise computers and/or processors acting as proxy serv-
ers to intercept and inspect all inbound and outbound
communications between components on either side of the
reverse proxy. When the reverse proxy identifies information
being sent to or from the OMS 211 to the OPS 207, the
reverse proxy directs the information via the web server 219
to the OPS over the financial institution’s internal network.
Typically, the reverse proxy 117 (and/or DMZ) checks file
types and formats, verifies that certain information or types
of information is or is not present in the transmitted data, and
performs other operations as described in greater detail
below. Generally, each financial institution 205 defines the
specifics and protocols associated with its respective reverse
proxy 117 and/or DMZ, and thus data transmitted between
each OPS 207 and the OMS 211 should comply with these
protocols.

[0131] As shown in FIG. 2, an advertiser 213 (i.e., Pizza
Pub) generates a targeted marketing campaign (TMC)
within the OMS 211 via an OMS advertiser portal 900 (see
FIG. 9 and its associated discussion for further details
regarding the OMS advertiser portal). Before a campaign is
created, de-identified consumer transaction data is transmit-
ted from the financial institution’s transaction processor 220
to the OPS 207, which stores the data for subsequent use.
This data is aggregated by the OPS and accessed by the
OMS as needed for campaign generation. The financial or
consumer transaction data is de-identified of any consumer-
or account-identifying information via an internal financial
institution de-identifying process and stored in a de-identi-
fied consumer transaction table (see FIG. 17 and its associ-
ated discussion). Each financial institution 205 that is con-
nected to and utilizes aspects of the TMS 215 employs its
own protocol for removing identifying information from
consumer financial transactions. Such identifying informa-
tion is removed to protect consumer privacy, maintain
security, etc. Thus, the transactions data received by each
OPS includes a plurality of financial transactions indicating
merchants involved in the transactions, merchant types,
spend amounts, dates, payment mechanism types, and other
similar information. However, the information does not
include specific consumer names, account numbers, or other
identifying information.

[0132] The de-identified financial transaction data is
aggregated in the OPS 211, and accessed by the OMS for use
in generation of TMCs and associated TMOs 113. Generally,



US 2017/0337582 Al

a TMC is an advertising campaign constructed by an adver-
tiser 213, advertising agency, or other entity designed to
generate and place advertisements in the form of TMOs and
display such TMOs to consumers 103 via the consumers’
online financial institution portals. Each TMC typically
includes one or more TMOs 113 related to the overall theme
of the TMC. As an advertiser 213 creates a campaign and
groups consumers into targeted consumer segments
(TCS’s), the aggregated transaction data provides an accu-
rate estimate as to the number of consumers each TMO will
reach based on the most recent de-identified consumer
transaction data available across all OPS’s in the TMS 215.
Thus, the advertiser 213 is able to modify the specifics of
each TMO based on the size of the projected consumer
segment associated with each offer (discussed in greater
detail below).

[0133] Typically, the TMOs presented to consumers 103
within embodiments of the present TMS 215 are targeted
based on purchases made by each consumer and related
information associated with those purchase. When an adver-
tiser 213 creates an offer, the advertiser typically defines a
segment of consumers that will receive the offer based on
one or more transactions completed by the consumers. For
example, an advertiser 213 may target an offer to consumers
who spent a certain amount of money at a particular retailer
during a given time period in a defined zip code. Advertisers
can identity, based on aggregated consumer transaction data,
approximately how many consumers the offer will reach.
The advertisers, however, are unaware of any specific con-
sumers that actually receive or redeem the presented offers,
as the advertisers are never given any specific consumer-
identifying information.

[0134] Once a campaign, and its associated offers, is
finalized by the advertiser 213, the offers are stored in the
OMS 211, transmitted to each OPS 207 via each correspond-
ing reverse proxy 217 (and/or DMZ), and then matched with
actual consumer transactions or OTEs that satisfy the offer
criteria. The resulting matched offers are stored in the
corresponding OPS for potential delivery to consumers. As
each consumer 103 logs in to his or her specific account(s)
via the respective online financial institution portal, the
matched offers corresponding to transactions or OTEs are
injected or merged into the graphical display of the con-
sumer’s financial institution portal, thus transforming the
conventional financial institution portal display into one that
includes one or more TMOs (described in greater detail
below).

[0135] In the example overview 200 shown in FIG. 2, a
consumer 103 engages in a transaction with a merchant 101
(i.e., advertiser competitor Pizza King). For ease of refer-
ence, this transaction corresponds to the exemplary trans-
action discussed in association with FIG. 1 and in other parts
of this disclosure. Because this transaction satisfies one or
more offers generated by an advertiser 213 via the OMS 211
(discussed in greater detail below), the transaction qualifies
as an offer-qualifying purchase (OQP) 115. As will be
understood and appreciated, this transaction may have taken
place either before or after the offer to which it will be
matched was created. A record of the OQP 115 is transmitted
from the merchant 101 to the financial institution (typically,
via a payment mechanism processor, such as a credit card
reader), and identified and recorded within the financial
institution 205 (particularly, within the financial institution
transaction processor system 220) in a financial institution
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database along with numerous other transactions of the
respective consumer 103, as well as other consumers and
clients of the financial institution. As will be understood and
appreciated, in order for the financial institution to identify
and record the transaction, the OQP is completed via a
payment mechanism associated with one of the consumer’s
accounts held at the financial institution, such as a credit
card, debit card, prepaid card, gift card, paper check, wire
transfer, or other similar payment vehicle, and is thus
viewable via the consumer’s online banking portal.

[0136] After the OQP 115 been recorded within the finan-
cial institution database, all consumer-identifying informa-
tion is removed from the OQP (i.e., it is de-identified), it is
then transmitted to the OPS 207 for storage in an OPS
database and potential matching with TMOs 113. As will be
understood by one of ordinary skill in the art, the de-
identified transactions may be transmitted to the OPS on a
continual basis, or batch processed and transmitted once
daily, or transmitted via some other similar recurring trans-
mission method. According to one embodiment, upon
receiving the de-identified transactions, the OPS transmits
all un-identified “raw” merchant names (i.e., those that
cannot be recognized within the OPS’s current database) to
the OMS 211 in order to be “cleansed,” categorized, and
validated via a merchant identification process (see FIG. 5
and its associated discussion). Those merchant names that
are successfully associated with an existing validated mer-
chant are returned to the respective OPS and subsequently
stored within the OPS (e.g., in a validated merchant table, as
discussed in association with FIG. 7).

[0137] The OPS 207 then performs a matching process
between received TMOs and received de-identified transac-
tions to match TMOs to transactions that satisfy the criteria
of the TMOs (see FIG. 15 and its associated discussion).
After an offer is matched to a particular transaction (or a
particular consumer’s account), identifiers associated with
both the offer and transaction (or account) are then stored in
a matched offer table (see FIG. 18 and its associated
discussion). According to one aspect, TMOs are matched to
OTEs, such as groupings of transactions by a consumer, and
such matches are stored in an OPS database. As will be
appreciated, some consumer transactions will not satisfy any
TMOs, and thus no offer is matched to or displayed with
these transactions in the consumer’s financial institution
portal.

[0138] Still referring to the exemplary embodiment of the
TMS 215 shown in FIG. 2 and in accordance with aspects
of the present systems and methods, when a consumer 103
logs into his or her financial institution portal after the OQP
115 has been matched to an offer, the offer 113 is displayed
to the consumer in perceptible association with the OQP. In
one embodiment, the TMS 215 utilizes a JavaScript docu-
ment object model (DOM) injection to inject matched offers
into the graphical user interface (GUI) associated with the
financial institution portal when the interface is displayed to
the consumer (discussed in greater detail below). Using this
method, a relatively minimal amount of software code
(typically, only a few lines of JavaScript code) are input into
the financial institution’s online environment (i.e., webpage-
rendering software code at web server 219) that operates the
financial institution’s online portal. When executed, this
JavaScript code calls a separate algorithm stored within an
OPS 207 that merges the matched offers with their corre-
sponding transactions or OTEs in the rendered financial
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institution webpage. Although a preferred embodiment of
the present system 215 utilizes a DOM injection to perform
this merging process, other embodiments are not limited to
this particular method, and other similar methods may be
used.

[0139] It is understood that banks and other financial
institutions are typically wary of modifying their systems to
add functionality provided by a third party. This wariness
stems from concerns about compromising the security of the
bank and the effort required to make even minor changes to
these complex systems. Thus, by utilizing a DOM injection
at the point of display of the portal to the consumer 103, only
a minimal amount of code is input into the financial insti-
tution’s internal code, and advertisers 213 and other system
operators of the TMS 215 have no access to the financial
institution’s code itself (or its data). Further, based on this
minimally invasive insertion of a small amount of code into
the financial institution’s software, aspects of the TMS and
financial institution system are able to operate independently
of each other. Thus, if a problem occurs within the TMS,
then the financial institution is able to operate in its con-
ventional manner until the problem is rectified, and vice
versa. Additionally, aspects of the TMS 215 may be updated
or modified over time without requiring modification of the
financial institution’s software, as the TMS code that is
written into the financial institution’s software is merely a
call to a larger code base stored within each OPS 207.

[0140] Still referring to FIG. 2, after a consumer 103
views a TMO 113 associated with the consumer’s OQP 115,
the consumer may elect to redeem the TMO according to the
TMO specifics. As shown, the consumer 103 redeems the
TMO 113 with the advertiser via a redemption qualifying
purchase (RQP) 117. The RQP, in this example, is a payment
0f $28.93 at an advertiser (i.e., Pizza Pub) location. For ease
of reference, this RQP 117 corresponds to the exemplary
RQP shown and discussed previously in conjunction with
FIG. 1, and in other parts of this disclosure. A record of the
RQP is transmitted to the financial institution 205 in much
the same manner as the record of the OQP 115. Again, the
financial institution records the OQP and transmits it to the
OPS 207. In one embodiment, the OPS 207 then performs a
redemption process to determine if the transaction com-
pleted by the consumer 103 satisfies any of the redemption
criteria of the TMO(s) previously presented to the consumer
(i.e., whether the transaction is in fact an OQP) (see FIG. 23
and its associated discussion for further details on this
process).

[0141] If the consumer’s transaction qualifies as a RQP
117 as stipulated by the TMO, then the OPS records the
instance of that RQP within its respective offer redemption
table and simultaneously calculates the type and amount of
reward (i.e., ORP 225) earned by the consumer. In the
presented example, the account to which the consumer’s
RQP was charged had been associated with a “cash back”
rewards program (as shown subsequently in this disclosure),
and thus no further conversion is needed (as the advertiser
had entered the reward value of TMO(s) in dollars). In the
event an ORP requires conversion from cash into another
type of reward (e.g., airline miles, points, etc.), the conver-
sion is performed within the OPS based on each financial
institution’s specific conversion rate(s) for the account asso-
ciated with the RQP. According to one embodiment, several
transactions or a series of transactions must be completed by
a consumer in order to qualify as an RQP (e.g., if an offer
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dictates three purchases at a particular advertiser must be
made in a given time period). Or, in some embodiments, the
reward is paid out over an extended time period (e.g., several
months) if a consumer continues to make a particular type of
purchase or stay enrolled in a particular club or program
(e.g., a movie rental membership). In one embodiment, the
consumer 103 is notified of the ORP via an icon 119,
message, or some other indicator evidencing that an offer
has been successfully redeemed (see FIG. 27 and its asso-
ciated discussions for further details).

[0142] According to one aspect of the TMS 215, financial
institutions 205 are reimbursed directly by advertisers via
the TMS for the value of all rewards paid to consumers 103.
For example, advertiser may have pre-funded accounts
within the TMS that are used to reimburse financial insti-
tutions for ORPs 225. Or, in some embodiments, the TMS
includes a general fund that is used to pay financial institu-
tions, which is in turn compensated by advertisers 213 after
the payments to consumers have been made. Additionally, in
one embodiment, advertisers pay the operator or operating
entity of the TMS for the ability to create and deliver TMCs
and subsequent TMOs to consumers (i.e., not just for
reimbursement of reward value, but for privilege to use TMS
functionality).

[0143] As will be understood and appreciated, advertiser
creation of campaigns, segments, and offers, consumer
redemption of those offers, transmission of data between the
OMS 211, each OPS 207, and each financial institution 205,
and other processes of embodiments of the TMS 215 shown
and described in conjunction with FIG. 2, occur on a
continual and ongoing basis. Further, over time, offer
redemptions and/or impressions are tracked and recorded by
each OPS 207, and this data is transmitted (preferably, in
aggregation) to the OMS 211 for reporting to advertisers
213. In this way, advertisers are able to determine the
relative effectiveness of their campaigns, manage their
return on investments (ROI), and adjust future campaigns
and advertisements based on performance of previous cam-
paigns and offers.

[0144] Additionally, in one embodiment, a system opera-
tor or manager has access to all TMS 215 components, and
controls and manages overall TMS operations. The system
manager accesses the system via a management portal 2915
(see FIG. 29) to perform maintenance on the system, update
or make changes to the system, and complete other man-
agement tasks.

[0145] Referring now to FIG. 3, the system architecture
300 for one embodiment of the disclosed targeted marketing
system (TMS) 215 is shown. As shown, the architecture 300
includes the OMS 211, at least one OPS 207, databases 305,
307, a plurality of firewalls 330, at least one reverse proxy
217 and the Internet 209. Additionally, the overall system
architecture 300 includes connections to one or more finan-
cial institutions 205 (including the institution’s internal
transaction processor(s) 220 and web server(s) 219) and
each institution’s associated database(s) 309. As will be
understood, although only one OPS 207 and one financial
institution 205 are shown in the embodiment of FIG. 3, other
embodiments include a plurality of OPS’s 207 and a plu-
rality of financial institutions 205. Further, as will be appre-
ciated, although only one database is shown each for the
OMS, OPS, and the financial institution, embodiments of the
present TMS 215 utilize many databases to store system
information as needed. In one embodiment, more than one
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OMS 211 is utilized to perform the campaign creation and
management functions of the system. Aspects of the internal
hardware components associated with each OMS and OPS
are shown and discussed in conjunction with FIGS. 29-30.
[0146] According to a preferred embodiment, the OMS
211, OPS 207, and financial institution 205, and their
respective components, communicate with each other via a
conventional service-oriented architecture (SOA). Gener-
ally, a service-oriented architecture is an information tech-
nology infrastructure that allows different applications to
exchange data with one another. Typically, a SOA separates
functions into distinct units or services, which are made
accessible over a network (such as the Internet), such that
users of the system can combine and reuse them as desired.
As will be understood, the communication protocol between
the system components shown in FIG. 3 may vary depend-
ing upon each financial institution’s preferred communica-
tion technique, and other similar file transfer mechanisms
may be used according to embodiments of the present
system.

[0147] In the embodiment shown in FIG. 3, the internal
components (i.e., processor(s), memory(ies), etc.) of the
OMS and OPS are represented by blocks 211 and 207,
respectively (see FIGS. 29-30 for more detailed representa-
tions). Also included as part of the OMS and OPS are OMS
database 305 and OPS database 307, respectively. The OMS
database 305 stores data and other information used in the
generation of targeted marketing campaigns (TMCs), analy-
sis of campaign performance, and other similar OMS pro-
cesses. In one embodiment, the OMS database 305 includes
a campaign table 1100, segment table 1200, and offer table
1300 (described in greater detail below) for storing cam-
paign- and advertising-related data (collectively referred to
as “campaign data” 315). Preferably, the OMS database also
includes a local instance of campaign results data 301
(discussed below), such as that shown in a campaign results
table 2600. In one embodiment, the OMS database also
includes a merchant identification table 600 for storing data
and information used in the cleansing and categorization of
merchant names.

[0148] The OPS database 307 stores data and other infor-
mation used in matching TMOs to transactions or offer-
triggering events (OTEs), displaying such TMOs to con-
sumers, recording redemptions of TMOs, and other similar
OPS processes. In one embodiment, the OPS database 307
includes a de-identified consumer transaction table 1700,
matched offer table 1800, and campaign results data 301
(represented by the offer impression table 2400 and offer
redemption table 2500 (described in greater detail below))
for storing data relating to matched transactions and offers,
redeemed offers, etc. According to one embodiment, the
OPS database also includes a validated merchant table 700
which effectively serves as a repository for data required to
match “raw” merchant names originating from a payment
mechanism processor (e.g., credit card reader) to validated
(i.e., “normalized”) merchant names suitable for matching
offers and redemptions (discussed in greater detail below).
[0149] Additionally, within the financial institution 205 is
at least one financial institution database 309 for storing
consumer transaction information. In one embodiment, the
financial institution database 309 includes a master con-
sumer transactions table 1600 for storing all consumer
transactions recorded within the financial institution. Addi-
tionally, in one embodiment, the financial institution data-
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base stores an instance of de-identified consumer transaction
table 1700 (not shown) for subsequent transmission to the
OPS. As will be understood and appreciated by one of
ordinary skill in the art, consumer transactions that have not
been de-identified (i.e., those in transactions table 1600)
remain within the financial institution database, and are
unavailable to components of the TMS. As will be further
understood, embodiments of the present TMS 215 are not
limited to the specific tables mentioned in association with
the databases 305, 307, 309, as other tables and data
necessary for successful operation of the TMS as will occur
to one of ordinary skill in the art are included as well.

[0150] As will be understood and appreciated, the various
components of aspects of the TMS (i.e., the OMS 211 and
each OPS 207) and each financial institution 205 must share
data in order to carry out their respective functions. How-
ever, different protocols exist for sharing data depending on
the data type. Importantly, even though it is stripped of
consumer-identifying information, de-identified consumer
transaction data never leaves the OPS (for purposes of
regulatory compliance and consumer privacy concerns).
Thus, when the OMS requires consumer transaction data for
campaign generation, the OMS makes a query into the OPS,
and the OPS returns an aggregated total of consumers and/or
transactions associated with the particular request. For
example, as an advertiser creates a particular segment, the
OMS requests from the OPS the total number of consumers
or transactions that satisfy the segment, and the OPS returns
such an aggregated total (and, in one embodiment, the
aggregated purchase histories of the consumers at a mer-
chant or merchant group associated with the segment).
However, no specific de-identified transactions ever leave
the OPS. For other, less sensitive types of data, similar
access calls are made between system components. Or,
according to another embodiment, although data tables may
be generated and stored within one system component (e.g.,
campaign data 315 is typically generated within the OMS),
instances of the data tables are transmitted to other system
components as needed and cached locally for subsequent use
(i.e., “master” v. “local” tables). Again, however, de-iden-
tified consumer transaction data is retained within the OPS
behind the financial institution’s security components.

[0151] As shown in FIG. 3, communications between the
OMS 211 and OPS 207 pass through one or more firewalls
330, as well as reverse proxy 217. Generally, each firewall
is an integrated collection of security measures designed to
prevent unauthorized electronic access to its associated,
networked computer system. Depending on the particular
financial institution 205, each firewall is a dedicated appli-
ance or software that inspects network traffic passing
through it and denies or permits access to network compo-
nents based on a set of predefined rules. Often, based on
heightened security measures typically associated with
financial institutions 205, each institution has multiple fire-
walls, and various distributed components within the insti-
tution are located behind varying levels of security (dis-
cussed below). In one embodiment, the OMS 211 also
includes a firewall 330a to inspect data and information
passed to and from it over the Internet 209. As will be
understood, each firewall is configured according to finan-
cial institution or system administrator protocols.

[0152] According to the embodiment shown, both the
financial institution 205 and the OPS 207 utilize distributed
architectures with disparate components residing behind
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varying firewalls 3305-c (i.e., security levels) for performing
functions that require varying levels of security. As shown,
an initial firewall 3305 separates the Internet 209 (and, thus,
external components, such as the OMS 211) from the
financial institution web server 219, the OPS application
components 207, and the reverse proxy 217. The area
including these components is generally referred to as a
demilitarized zone (DMZ) (also referred to as a “demarca-
tion zone” or “perimeter network™), which is defined else-
where herein. Some embodiments of the present system
utilize a DMZ in addition to or in lieu of a reverse proxy to
provide additional or alternate security measures. The finan-
cial institution web server 219 and OPS sever 207 that reside
in the DMZ generally perform the functions of serving web
page content to consumers 103, injecting offers into the
served web pages, and other similar functions. Behind a
second firewall 330c¢ with enhanced security measures reside
the financial institution transaction processor 220, financial
institution database 309, and OPS database 307. Generally,
these components are included behind an additional security
layer because they store sensitive consumer information and
conduct secure processes, such as matching offers to con-
sumer transaction data, etc. As will be understood, the
architecture shown in FIG. 3 is exemplary only, and various
financial institutions 205 employ varying architectures and
security measures depending on the institution’s prefer-
ences.

[0153] According to a preferred embodiment, in addition
to one or more firewalls, a reverse proxy 217 is utilized to
provide an extra layer of security to each financial institu-
tion’s local area network (LAN). In one embodiment, the
reverse proxy 217 comprises computers and/or processors
acting as proxy servers to intercept and inspect all inbound
and outbound communications between components on
either side of the reverse proxy (in this case, the OPS 207 (in
conjunction with the financial institution 205) and the OMS
211). In the embodiment shown, the OPS 207 operates
behind both the reverse proxy and the financial institution
firewall(s), such that the financial institution and the OPS
have a direct communication link (ad described above). In
this manner, any information or data passing into or out of
the OPS (specifically, from the OMS) is subject to the same
layers of protection and security as required by the financial
institution. Because of these security components present
between the OPS 207 and the OMS 211 (and Internet 209,
etc.), embodiments of the TMS 215 are able to operate in
compliance with financial institution regulatory guidelines.

Offer Management System (OMS)

[0154] As described previously, embodiments of the offer
management system (OMS) 211 enable advertiser creation
of targeted marketing campaigns (TMCs), targeted con-
sumer segments (TCS’s), and targeted marketing offers
(TMOs), cleansing, categorization, and validation of uniden-
tified merchant names, reporting of marketing data and
campaign results to advertisers, transmission of data to and
from one or more offer placement systems (OPS’s), and
other similar processes. Because TMCs are created via the
OMS and then transmitted to individual OPS’s installed at
separate financial institutions, advertisers are able to create
TMCs that are presented across a plurality of financial
institutions. Further, because each OPS matches the TMCs
to consumer transactions within each financial institution,
advertisers are able to market and advertise to consumers
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based on actual consumer purchase behavior without com-
promising the privacy or security of the consumer’s trans-
action data. Details and specific functionality associated
with the OMS and its processes will now be further
described.

[0155] FIG. 4 is a flowchart 400 illustrating the overall
processes and functions performed by the OMS 211 accord-
ing to one embodiment of the present TMS 215. As will be
understood and appreciated, the steps of the process 400
shown in FIG. 4 are not necessarily completed in the order
shown, and the processes of the OMS operate concurrently
and continuously. Accordingly, the steps shown in FIG. 4 are
generally asynchronous and independent, computer-imple-
mented, tied to a particular machine (the OMS 211 of a TMS
215), and not necessarily performed in the order shown. As
shown, one of the OMS processes includes the campaign
generation process 1000 to generate targeted marketing
campaigns, whereby campaigns are created based on adver-
tiser-entered campaign specifics (described in greater detail
below in conjunction with FIGS. 8 and 10). During the
process 1000, in response to advertiser creation of targeted
consumer segments, the OMS requests segment population
totals (i.e., the number of consumers associated with a
particular advertiser-defined segment based on de-identified
consumer transactions) from each OPS 207 to assist adver-
tisers in campaign creation (step 401). Once received by the
OMS, the population totals are aggregated to provide a sum
of all consumers (and their associated transactions) eligible
to receive a TMO associated with a segment or segments to
help advertisers determine the scope of their campaigns
(step 403).

[0156] Although the segment population request step 401
and segment population receipt step 403 are shown in FIG.
4 as associated with the OMS process 400, such steps may
also be viewed as being a part of the campaign generation
process 1000, but are shown and described in FIG. 4 in
connection with the operations of the OMS for ease of
understanding and clarity.

[0157] Other processes associated with generation of cam-
paigns is described in greater detail below. After a campaign
has been created, the campaign data 315 (including cam-
paign, segment, and offer information) is transmitted to each
OPS 207 via one or more reverse proxies 217 for further
processing and display to consumers 103 (step 405).
[0158] After a TMC’s completion (or during its opera-
tion), an advertiser may desire to view and analyze results of
the campaign (e.g., number of consumers that have viewed
offers associated with the TMC, number of offers redeemed,
specific competitor locations of redeemed offers, etc.). Thus,
in response to an advertiser query, the OMS requests cam-
paign results data from each OPS (step 407). Upon receiving
the request, embodiments of each OPS 207 will collect and
transmit aggregated campaign results data 301 to the OMS
211 for advertiser review (step 409). In one embodiment, the
campaign results data is displayed to advertisers via an OMS
advertiser portal 900 in the form of statistics, graphs, charts,
percentages, or other similar conventional reporting formats
(discussed in greater detail below).

[0159] Also included in the overall OMS processes 400 is
the merchant identification process 500, in which unidenti-
fied merchant names are analyzed and identified (if possible)
for subsequent use (described in greater detail below in
conjunction with FIG. 5). Based on local card processing
systems, naming conventions, and other factors, merchant
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names associated with consumer transactions are often sent
from merchants to a given financial institution (and subse-
quently to an associated OPS) in several different formats,
even though each represents (and is associated with) the
same merchant. For example, prior to being “cleansed”
within the OMS 211, hypothetical merchant 101 Pizza King
may be represented as “PK #29483”, “Pizza K”, “P. King
Inc”, and/or numerous other variations within the transac-
tion data received by the financial institution 205 (and
eventually sent to its OPS(’s) 207). Accordingly, in order for
the present system to recognize name variations as corre-
sponding to a single merchant entity for purposes of match-
ing consumer transactions to offers, initiating payment of
redemptions based on RQPs, and other processes as
described herein, each name should preferably be identified
and categorized according to an existing, validated merchant
name.

[0160] FIG. 5 is a flowchart of an embodiment of a
computer-implemented merchant identification process 500
carried out by a particular machine (e.g. OMS 211) for
identifying and “cleansing” (i.e., normalizing) unidentified
merchant names received from an OPS 207. As mentioned,
because merchant names in transaction data may comprise a
variety of formats, even though the names all represent or
are associated with a single merchant 101, the names should
be identified and linked to that merchant for a variety of
purposes (described above). For many merchant names
associated with consumer transactions, an OPS is able to
clearly identify the merchant associated with a given name
(e.g., because the particular name format corresponds to a
previously-identified name from previous transactions), and
thus the name is never transferred to the OMS for identifi-
cation. For others, however, the merchant name must be
identified before further transaction processing, matching,
etc., can occur.

[0161] Starting at step 501, a request for unidentified
merchant names is transmitted from the OMS 211 to one or
more OPS’s 207. At step 503, the OMS verifies whether any
unidentified merchant data was received from an OPS. If
unidentified merchant data was received, then such data is
stored within the OMS database 305 or in an OMS local
memory, and a predetermined merchant identification algo-
rithm is performed utilizing the received data to identify
corresponding merchant names (described below) (step
505). If no merchant data (i.e., names) is received, then the
OMS again requests data from the OPS (step 501). As will
be understood, steps 501 and 503 are performed on a looping
basis to continually request or check for incoming merchant
name data. In alternative embodiments, the OMS requests
data from the OPS periodically (e.g., hourly, daily, etc.), or
at the specific request of a system operator, or via some other
protocol as will occur to one of ordinary skill in the art. In
a further embodiment, rather than a request for unidentified
merchant names being transmitted from the OMS to an OPS,
the OPS automatically transmits unidentified merchant
names to the OMS as discovered within transaction data.

[0162] Once the requested unidentified merchant names
are received, a predetermined merchant identification algo-
rithm interprets data fields (i.e., cleanses or “scrubs” the
data) within the names in order to effectively identify the
merchant associated with each merchant name (step 505).
According to one embodiment, the predetermined algorithm
first removes all non-alphabetic data from the unidentified
merchant name before then comparing the result against a
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stored list of previously-validated merchant names. Accord-
ing to various embodiments, the stored list comprises pre-
defined names entered by a system operator as correspond-
ing to particular merchants, names that were previously
validated via the merchant identification process 500, com-
mon variants or patterns in name formats recognized across
all unidentified merchant names, and/or other names as will
occur to one having ordinary skill in the art. Based on the
comparison to the stored list, each unidentified merchant
name is assigned an identity assurance score or rating
relative to a valid merchant name to which it is most likely
associated. Generally, the identity assurance rating com-
prises a percentage-based measure of the likelihood that a
given unidentified merchant name is associated with an
existing valid merchant name. As will be understood, the
identity assurance rating for a given unidentified merchant
name can be calculated according to a number of factors,
such as the percentage of alphabetic characters that match a
name on the stored list of names, or based on particular word
matches or ordering of characters, etc. After an identity
assurance score is calculated for each unidentified merchant
name, each name is stored in a merchant identification table
600 for further processing (discussed in greater detail below
in conjunction with FIGS. 6 and 7).

[0163] Once an unidentified merchant name receives an
identity assurance score, the name is classified as either
“validated” (i.e., identified or recognized) or “un-validated”
based on the assurance score. According to one embodiment,
a system operator defines a threshold assurance score (e.g.,
80%, 90%, 100%, etc.) that must be met in order to classify
a merchant name as “validated.” At step 507, the process 500
determines whether a given merchant name was identified
(i.e., validated) or not. Generally, unidentified merchant
names receiving an identity assurance score above the
predefined threshold are deemed to have an association with
an existing valid merchant name, and thus require no further
identification efforts (i.e., they are deemed “validated”). If
an unidentified merchant name receives an identity assur-
ance score below the predefined threshold, an optional
manual identification process is typically initiated (step
509). In some embodiments, however, rather than manually
identifying merchant names, the unidentified names are
simply discarded, and the transactions associated with those
names are made unavailable for offer matching and other
functions.

[0164] Still referring to FIG. 5, one embodiment of the
manual identification process comprises manual review by a
system operator of each unidentified merchant name,
whereby the operator makes a “best guess™ to either classify
the name according to a known (i.e., validated) merchant
name, or label it as “un-validated.” In another embodiment,
the manual identification process comprises an electronic
search according to a predetermined algorithm of existing
and readily available resources (e.g., online databases or
Internet search) in an attempt to effectively identify the
merchant name. If, through the manual identification pro-
cess, an unidentified merchant name is successfully identi-
fied, the merchant name is given “validated” status. If a
name cannot be identified via the manual process, then the
name is discarded, and the transactions associated with the
name are made unavailable for matching and other func-
tions.

[0165] Upon completion of both the predetermined and
manual identification processes (steps 505 and 509), the now
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validated merchant names are stored within a validated
merchant table 700 in the OMS database (step 511) (dis-
cussed in greater detail below in conjunction with FIG. 7).
According to one embodiment, only validated merchant
names stored within the validated merchant table 700 are
transmitted to each OPS for subsequent processing (step
513).

[0166] FIG. 6 is an exemplary merchant identification
table 600 illustrating data associated with unidentified mer-
chant names utilized or generated during the merchant
identification process 500. FIG. 7 is an exemplary validated
merchant table 700 illustrating data associated with vali-
dated merchant names. In the embodiment shown, tables
600 and 700 include identical data categories or fields,
except that table 700 includes only merchant names that
were officially validated via the merchant identification
process 500 (e.g., because their identity assurance score
exceeded a predetermined threshold). As will be understood
by one having ordinary skill in the art, tables 600, 700 are
presented for illustrative purposes only, and embodiments of
the present system 215 are not limited to use of the specific
data tables shown.

[0167] As shown, the tables 600, 700 each include six data
categories or fields: unidentified merchant key 601, uniden-
tified merchant name 603, validated merchant key 605,
validated merchant name 607, merchant category 609, and
identity assurance rating 611. As will be understood, how-
ever, the data categories or fields are not limited to the fields
shown, and other embodiments include additional fields as
will occur to one of ordinary skill in the art. As will also be
understood, although only five data entries are shown in
table 600 (i.e., entries corresponding to unidentified mer-
chant keys 349, 103, 184, etc.), and three data fields are
shown in table 700 (i.e., entries corresponding to unidenti-
fied merchant keys 349, 785, 293), actual data tables con-
structed in accordance with aspects of the present system
may include a virtually unlimited number of entries corre-
sponding to a plurality of merchant names processed by
embodiments of the present TMS 215.

[0168] As shown, the unidentified merchant key field 601
indicates a unique identifier generated by an embodiment of
the TMS 215 and assigned to each unidentified merchant
name received from an OPS (i.e., previously extracted from
consumer transaction data). Although the unidentified mer-
chant keys are illustrated as 3-digit numbers, it will be
appreciated that these unique identifiers may comprise many
formats, including number strings of longer length, hexa-
decimal identifiers, binary identifiers, and the like. The
unidentified merchant name field 603 indicates the specific
merchant name extracted from a given consumer transac-
tion. The validated merchant key field 605 indicates an
identifier that corresponds to a validated merchant name
(shown in field 607) to which the unidentified merchant
name is likely associated (based on the identification process
500). For example, exemplary unidentified merchant keys
103 and 184 correspond to unidentified merchant names
“SKATE ESCP” and “S ESCAPE HOUSTON”, respec-
tively. Based on the merchant identification process, the
system has determined that both of these entries likely
represent merchant “SKATE ESCAPE”, which has validated
merchant key 23. Similarly to the unidentified merchant
keys, the validated merchant keys may comprise many
formats, and are not limited to the specific 2-digit format
shown.
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[0169] Still referring to FIGS. 6 and 7, the merchant
category field 609 indicates the category or categories
assigned to each validated merchant name. As described
herein, merchant category information is used primarily for
purposes of defining targeted consumer segments, although
other uses are possible. According to one embodiment, each
validated merchant name is associated with only one mer-
chant category. In alternate embodiments, however, mer-
chants are associated with a plurality of categories as apply
to their particular businesses. Generally, merchants are cat-
egorized according to conventional industry codes as
defined by a selected external source (e.g., a merchant
category code (MCC), Hoovers™, the North American
Industry Classification System (NAICS), etc.). However, in
one embodiment, merchant categories are assigned based on
system operator preferences, or some other similar catego-
rization process.

[0170] The identity assurance rating field 611 indicates the
identity assurance score calculated for each unidentified
merchant name (as described previously in conjunction with
FIG. 5). As shown, the entries corresponding to unidentified
merchant keys 103 and 184 are not included in table 700,
indicating that their respective identity assurance ratings
(90% and 70%, respectively) were below the predefined
threshold for the shown embodiment. Thus, the transactions
associated with those unidentified merchant names will be
unavailable for subsequent OPS processes. Representative
merchant name entry 613 corresponds to the Pizza Pub/
Pizza King example referenced in other parts of this disclo-
sure.

[0171] Referring now to FIG. 8, a flowchart is shown
illustrating a campaign generation process 800 from the
perspective of an advertiser 213 according to an embodi-
ment of the present targeted marketing system 215. Such
steps are generally computer-implemented, and tied to the
operations of a particular machine (OMS 211), but are herein
described from the perspective of the advertiser to enable a
person skilled in the art of computer programming to
construct a suitable computer-implemented user interface.
Generally, a campaign comprises one or more targeted
marketing offers which can be delivered to one or more
targeted consumer segments. In one embodiment, however,
rather than creating an overarching campaign, an advertiser
simply creates a singular offer for delivery to consumers
(discussed in greater detail below). Additionally, the process
800 shown in FIG. 8 merely represents one path to creating
and/or editing campaigns, segments, and offers, and other
paths are possible within embodiments of the present system
(e.g., defining offer specifics before or simultaneously with
campaign specifics).

[0172] As shown in FIG. 8, at step 801, an advertiser 213
logs into the OMS advertiser portal 900 to begin creation of
a campaign. FIG. 9 illustrates an exemplary OMS advertiser
portal 900 that is displayed to an advertiser during the
operations of the campaign generation process 800 in accor-
dance with aspects of the claimed invention(s). As will be
understood and appreciated, the person that physically cre-
ates the campaign may be an employee of the advertiser
(e.g., a member of the marketing team), or a member of an
advertisement agency, or some other third party with autho-
rization to create campaigns on behalf of the advertiser. At
step 803, the advertiser 213 decides whether he or she is
creating a new campaign, or accessing and editing a preex-
isting (prestored) campaign. If it is a new campaign, the
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advertiser defines the campaign specifics (e.g., the name of
the campaign, the start and end date of the campaign, etc.)
(step 807). If, however, the advertiser is accessing a preex-
isting (prestored) campaign, then the advertiser selects the
particular campaign from a list of the advertiser’s stored
campaigns via the OMS advertiser portal 900 (step 805).
Once selected, the advertiser 213 either confirms the preex-
isting campaign specifics, or edits the specifics and saves
(stores) the changes to the campaign (step 807). Exemplary
campaign data is illustrated in table 1100 shown in FIG. 11.

[0173] After a campaign has been created or accessed, the
advertiser 213 decides whether he or she wishes to create a
new consumer segment, or access a preexisting (prestored)
segment associated with the campaign (step 809). Generally,
a segment defines a particular group of consumers 103 that
will receive offers based on the transactions completed by
the consumers. Regardless of whether an advertiser 213
creates a new segment, or accesses a preexisting segment
from a list of stored segments (step 811), the advertiser
defines the segment by a dimension (again, via the OMS
advertiser portal 900) (step 813). If it is a preexisting
segment, the advertiser may simply confirm the dimension
or dimensions associated with the segment.

[0174] As defined previously herein, a “dimension” refers
to a delineating category that serves to narrow the popula-
tion of consumers that may receive an offer associated with
the segment based on criteria associated with specific con-
sumer transactions. Examples of dimensions include the
location of the transaction (e.g., zip code(s), city(ies), etc.),
the merchant (e.g., Pizza King) or merchant type (e.g.,
restaurants) with which the transaction was completed, the
amount spent, the specific category of items purchased, the
payment mechanism associated with the transaction, etc.
According to one embodiment, segments (and their associ-
ated dimensions) are used to identify and target consumers
based not on specific consumer transactions, but on patterns
and trends associated with transactions over time (e.g.,
consumers with high volumes of transactions at health food
stores). After the advertiser has defined the segment by at
least one dimension, the advertiser is queried as to whether
he or she wishes to further define the segment (step 815). If
s0, steps 813 and 815 are repeated until the segment has been
completely defined to the advertiser’s satisfaction. If not, the
segment is saved (stored), and the advertiser 213 moves
forward in the campaign generation process 800. Exemplary
segment data is illustrated in table 1200 shown in FIG. 12.

[0175] Still referring to FIG. 8, once at least one segment
has been defined or accessed by an advertiser 213, the
advertiser either creates a new offer associated with the
segment, or accesses a preexisting (prestored) offer from a
list of stored offers (step 817) and assigns it to a respective
segment. Typically, a TMO 113 defines an offer for a reward
if the consumer 103 completes some subsequent, redemp-
tion-qualifying purchase (RQP) 117 or series of purchases
with the advertiser 213. For example, an offer may dictate
that the consumer will receive $10 off any purchase over $25
made at an advertiser location in the month of June. Often,
the offer may include an advertiser logo or advertising
statement, such as “Pizza Pub voted country’s best bread-
sticks!”. In one embodiment, however, rather than an offer
in which consumers are offered a reward for completing a
RQP 117, the offer is purely an advertisement for the
advertiser 213 (i.e., the “offer” does not necessarily have to
include an associated consumer reward). For example, the
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offer may simply comprise the statement: “Pizza Pub voted
country’s best breadsticks!”, with no corresponding reward
offer. As will be understood and appreciated, a plurality of
offer specifics (i.e., offer defining information) may be
defined by advertisers 213 according to embodiments of the
present TMS 215.

[0176] Regardless of the offer specifics, these specifics are
defined at step 821. If a preexisting offer was selected (step
819), the advertiser 213 either confirms or edits preexisting
specifics, or defines new specifics. After at least one offer
specific has been defined, the advertiser is queried as to
whether he or she wishes to further define the offer 113 (step
823). If so, steps 821 and 823 are repeated until the offer has
been completely defined to the advertiser’s satisfaction. If
not, the offer is saved (stored), and the advertiser moves
forward in the campaign creation process 800. Exemplary
offer data is illustrated in table 1300 shown in FIG. 13.

[0177] At step 825, the advertiser 213 decides whether he
or she wishes to “publish” the campaign. If not, the cam-
paign creation process 800 is ended, and the generated
campaign is stored for subsequent use. If, however, the
advertiser does choose to publish the campaign, then the
publish process is initiated 827. Generally, the publication
process is initiated once the advertiser is completely satisfied
with the campaign and its associated offer(s), and is ready to
deliver the offers to consumers 103. In one embodiment, the
publish process comprises transmitting the finalized cam-
paign, segment, and offer data to each OPS 207, wherein the
data is analyzed and verified by each financial institution
205 and/or a system operator according to each institution’s
protocols. Essentially, the offers are screened to ensure that
they comply with the financial institution’s specifications
(e.g., the formatting is compliant, they do not contain
explicit or offending material, etc.), as well as advertising
regulations and practices. Once the financial institution is
satisfied with the content and format of the campaign, the
associated offers are matched to qualifying transactions and
delivered to consumers (described in greater detail below).
According to one aspect, an advertiser 213 may elect to
create and store several offers associated with a campaign,
and then publish the campaign (and its associated offers) all
at once. In another aspect, offers are published individually.
[0178] Another aspect of embodiments of the campaign
generation process 800 is the “dynamic resegmentation”
process (not shown). As used herein, “dynamic resegmen-
tation” refers to the process of automatically delivering
follow-up TMOs to consumers that redeem original or initial
TMOs. In one embodiment, during the campaign generation
process 800, after offers have been defined, advertisers have
the option to define a follow-up offer that is automatically
presented to a consumer that redeems an initial offer. The
typical goal, from the advertiser’s perspective, is to entice
the consumer to purchase the advertiser’s goods and/or
services more than once in the hopes of obtaining the
consumer as a repeat and loyal customer.

[0179] As mentioned previously, in one embodiment,
campaigns, segments, and offers are created within the OMS
211 via an OMS advertiser portal 900. FIG. 9 illustrates an
exemplary screen shot of a graphical user interface (GUI)
associated with an embodiment of the OMS advertiser portal
900. Through this portal, advertisers 213 perform the func-
tions of campaign, segment, and offer creation, campaign
management, campaign reporting and analysis, billing, and
other similar OMS processes. As will be understood and
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appreciated, the GUI shown in FIG. 9 is presented for
illustrative purposes only, and other formats and displays of
GUIs are used in other embodiments of the present TMS
215.

[0180] The portal display 900 shown in FIG. 9 is a
representative display for and on behalf of hypothetical
advertiser, Pizza Pub, a user of the TMS 215. As shown, the
portal display includes a “Campaign Menu” section or
display region 903, a “My Campaigns” section 905, a
“Manage Segments” section 907, a “Manage Offers” section
921, and an estimated population display section 901. As
will be understood and appreciated, other sections and fields
in addition to those specifically listed and shown in FIG. 9
are possible according to other embodiments of the present
system.

[0181] As shown, the “Campaign Menu” section 903 is a
conventional GUI menu that enables management of TMCs
and basic campaign-related functions, such as creating new
TMCs, editing existing TMCs, saving and discarding TMCs,
and retrieving help or support information. The “My Cam-
paigns” section 905 illustrates folders including the adver-
tiser’s stored campaigns from each month. As will be
understood, campaigns may be listed according to date,
merchant or competitor name, merchant or advertiser cat-
egory, etc., and are not limited to display according to the
month or months to which the campaigns pertain (as shown
in FIG. 9). In the embodiment shown, the “My Campaigns”
section 905 comprises a conventional hierarchical display,
wherein a representative campaign (i.e., “Pizza King”) is
shown as selected. As will be appreciated, TMCs are named
according to each advertiser’s preferences, typically based
on the overall theme of the campaign. For example, the
illustrative campaign is targeted to customers of advertiser
competitor 101 Pizza King, and thus the campaign has been
named “Pizza King”. Because this particular campaign has
been selected from the advertiser’s library of campaigns, the
TCS’s and TMOs illustrated in the “Manage Segments” and
“Manage Offers” sections 907, 921, respectively, coincide
with the selected “Pizza King” campaign.

[0182] Although not shown, each campaign generally
includes a start date and end date. In one embodiment,
campaign delimiting information such as a campaign name,
start date, end date, etc., are defined via conventional data
entry fields within the OMS advertiser portal (not shown).
The start and end date associated with a campaign typically
defines when a campaign runs (i.e., when transactions are
monitored to determine satisfaction of segment and offer
specifics, discussed below), but other significance may be
assigned to the start and end dates, as will occur to one
having ordinary skill in the art.

[0183] Inthe embodiment shown, the “Manage Segments”
section 907 is the interface in the portal display 900 through
which TCS’s are created and/or edited. As will be under-
stood, the representative dimensions 911, 913, 915 are
presented merely for illustrative purposes, and embodiments
of the TMS 215 are not limited to the specific dimensions
shown. In “Segment Name” field 909, an advertiser defines
a name for a new segment, or accesses the system to retrieve
a previously-created segment from a drop down menu
associated with field 909. For example, the name of the
selected segment shown in FIG. 9 is “Pizza King (CA)”,
likely indicating a segment targeted to consumers of Pizza
King stores in California. In the “Location(s)” field 911, the
advertiser defines the location of consumers (and specifi-
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cally, consumer transactions) to which TMOs will be tar-
geted. In one embodiment, the “Location(s)” field 911
defines the physical location in which consumer transactions
occurred. In another embodiment, however, the “Location
(s)” field defines the location of the billing address associ-
ated with a consumer account held at a financial institution
205. As will be understood, the “Location(s)”” dimension, as
well as all other dimensions, may be defined according to
advertiser and/or system operator preferences. Additionally,
in various embodiments, locations are represented by zip or
postal codes, cities, states, and other similar geographical
indicia.

[0184] Still referring to FIG. 9, in the “Merchant(s)” field
913, the advertiser identifies the merchant or advertiser
competitor(s) 101 with which transactions or purchases were
(or will be) completed. In one embodiment, specific mer-
chants are identified via a pre-populated list in the “Mer-
chant(s)” field 913. In other embodiments, however, general
business categories are defined (e.g., retail, home repair,
entertainment, sporting goods stores, etc.). In the “Spend
Amount” field 915, a minimum amount is defined that a
consumer 103 must have spent in order to qualify for and
receive a TMO associated with the defined segment. Accord-
ing to one embodiment, the spend amount applies only to a
single consumer transaction. In another embodiment, how-
ever, the spend amount is an aggregated total of a particular
consumer’s transactions over a given time period that satisfy
the other, defined dimensions associated with the segment.

[0185] As mentioned, the specific dimensions shown (911,
913, 915) are presented for illustrative purposes only, and
other similar dimensions, such as specific items purchased,
overall number of transactions completed by each consumer,
average number of transactions completed by each con-
sumer in a given time period, payment mechanism used,
types of merchants (e.g., luxury, discount, health and beauty,
etc.) either shopped or not shopped during a given time
period, etc., are utilized according to various embodiments
of the present TMS 215. Additionally, according to one
aspect, segments are defined that include as few as one
dimension. For example, an advertiser 213 may elect to
deliver TMOs to all consumers 103 that engage in transac-
tions with a particular merchant 101, regardless of the
location of the transaction, the spend amount, etc. Further,
some segments may be directed to the advertiser’s current
customers (as opposed to consumers of competitors) in order
to reinforce consumer loyalty.

[0186] Still referring to the “Manage Segments” section
907, the time period fields 912 define time periods in which
the respective dimensions are applied. According to various
embodiments, the time period may be absolute (e.g., pur-
chases made in August 2008) or relative to a present date of
the campaign (and its associated segments and offers). For
example, if an advertiser is working to create a campaign on
June 1 in a given year, and the time period 912 for a
particular dimension dictates transactions in the last 30 days,
then any consumers performing transactions occurring
within 30 days prior to June 1 (i.e., May 2-May 31) are
subject to the respective dimension, and thus will be
reflected in the “Est. Segment Population™ field 919 (dis-
cussed below). As will be understood, the time periods 912
may indicate any time period defined by an advertiser or
system operator as will occur to one of ordinary skill in the
art.
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[0187] According to one embodiment, the time period
fields 912 dictate time periods in which consumer transac-
tions are monitored or aggregated to analyze consumer
spending habits. For example, an advertiser 213 may wish to
create an offer-triggering event (OTE) associated with a
segment of consumers that complete more than 5 transac-
tions with a given merchant 101 over a predefined time
period. Or, an advertiser may define a segment of consumers
to receive offers that had a total spend amount above a
predetermined threshold over a given time period. Accord-
ingly, the advertiser is able to associate OTEs with segments
of consumers based not on individual transactions, but on
patterns of transactions over time.

[0188] As dimensions are defined by an advertiser 213 for
a given segment, the “HEst. Segment Population™ field 919
displays an estimated total number of consumers 103 that
will receive offers associated with the given segment. Gen-
erally, the “Est. Segment Population” field 919 refreshes to
display an updated number of potential consumers each time
a new dimension is defined by the advertiser, or each time
a time period field 912 is adjusted. Accordingly, the adver-
tiser is able to narrow or enlarge the scope of the consumer
segment by adding, narrowing, or removing dimension
specifics in order to achieve a desired number of consumers
to receive offers. According to one embodiment, each time
a segment dimension is defined, or a time period field
adjusted, the OMS 211 queries each OPS 207 for aggregated
consumer transaction information, and the OPS returns an
aggregated population of consumers that satisfy the segment
(based on the consumers’ de-identified transactions stored in
each OPS database 307). In the exemplary portal display 900
shown in FIG. 9, approximately 3,245 consumers are esti-
mated to be eligible to receive an offer associated with the
given segment based on the dimensions as defined.

[0189] As mentioned, the estimated number of consumers
shown in field 919 is determined based on the aggregated
de-identified consumer transaction data received/accessed
from each OPS 207. If the advertiser 213 feels that the
estimated number of consumers 103 is too high, but the
advertiser does not want to vary the segment dimensions, a
“Target Ratio” can be defined in “target ratio” field 917. For
example, an advertiser is able to elect to deliver offers to a
random percentage of consumers within a given segment
(e.g., only 30% of consumers in a segment will receive a
TMO). Additionally, according to one embodiment, the
system is preconfigured to reject or block segments that
carve out an exceedingly narrow scope of consumers. For
example, if an estimated consumer population associated
with a given segment falls below 300 consumers, then the
system indicates to the advertiser that it must broaden the
segment in order to proceed. The purpose of a preconfigured
minimum segment population is to enhance consumer pri-
vacy and prevent segments from becoming too narrow (i.e.,
enabling an advertiser to identify actual consumers based on
overly specific segments). As will be understood, the pre-
configured minimum segment population may be set at any
number that a system operator desires.

[0190] As segments are defined, estimated population
display field 901 provides a graphical display of consumers
in a given segment. As shown, customer universe icon 937
represents the entire population of consumers available for
targeting as a function of the particular financial institution
(s) 205 connected to the TMS 215. In one embodiment, this
total number of consumers is displayed when the advertiser
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213 interacts with the icon 937 by hovering a cursor over the
icon (i.e., “mouse over”), or clicking on the icon, etc.
Segment display field 939 identifies the currently selected
segment (i.e., “Pizza King (CA)”), and lists the estimated
number of consumers in the segment (which corresponds to
the “Est. Segment Population” field 919). Segment display
field 941 identifies the number of consumers in the available
consumer population that are not subject to the selected
segment. In the example shown in FIG. 9, field 941 indicates
that an estimated 58,349,204 consumers will not be eligible
to receive a TMO because they have not (or likely will not)
engage in transactions that satisty the selected segment
dimension criteria.

[0191] As will be understood, in various embodiments of
the present system, multiple segments may be created and/or
edited simultaneously. In these instances, display field 901
displays icons and segment information for each selected
segment. Further, according to some embodiments, the
number of consumers 103 indicated in display field 901 is
merely an estimate of the total number of consumers that
will receive offers associated with a selected segment. In
these embodiments, an estimated number is provided (as
opposed to an actual number), because, depending on the
particular campaign or segment, the campaign may apply
only to future transactions, and so a specific, accurate total
cannot be determined. Again, as mentioned, only aggregated
consumer transaction data is transmitted to the OMS, so no
consumer-identifying information or specific account num-
bers are ever transmitted, and thus advertisers remain
unaware of specific consumers that receive (or may receive)
TMOs.

[0192] Still referring to FIG. 9, in the embodiment shown,
the “Manage Offers” section 921 is the interface in the portal
display 900 through which TMOs are created and/or edited.
As will be understood, the representative offer specifics
(e.g., “Reward Amount”, “Image”, etc.) are presented
merely for illustrative purposes, and embodiments of the
TMS 215 are not limited to the particular specifics shown.
In the “Offer Name” field 923, an advertiser 213 defines a
name for a new offer, or retrieves a previously-created offer
from a drop down menu associated with field 923. For
example, the name of the selected offer is “Pizza King
(June)”, likely indicating an offer that is (or will be) targeted
to consumers of Pizza King stores in June of the selected
year.

[0193] As shown, “Start date” and “End date” fields 925,
927 define the start and end dates between which TMOs 113
will be presented to consumers 103. In one embodiment, the
start and end dates defined in fields 925 and 927 map directly
to the campaign start and end dates. In other embodiments,
however, the offer start and end dates are independent of the
campaign start and end dates, and define the time period in
which offers will be displayed to (i.e., viewable by) con-
sumers via their financial institution portals. In one embodi-
ment, both campaign and offer start and end dates corre-
spond to monthly time periods (i.e., the first and last days of
a month) to coincide with traditional financial institution
billing cycles. As will be understood, time periods for
campaigns, segments, and offers are defined to correspond to
varying criteria as desired by a system operator or advertiser.
[0194] Still referring to the “Manage Offers™ section 921,
in the “Reward Amount” field 929 (i.e., incentive or offer
amount), the advertiser 213 defines an amount or value for
the selected TMO. Generally, this amount is a value the



US 2017/0337582 Al

consumer 103 will receive off of his or her purchase or as a
credit to his or her financial institution account if he or she
“redeems” the offer (i.e., engages in a RQP 117). In general,
the amount defined in the “Reward Amount” field 929 is
entered by the advertiser as a dollar value or percentage of
purchase and, if necessary, converted to each consumer’s
appropriate rewards type as determined by the rewards type
associated with each consumer’s account. In one embodi-
ment, this conversion process is carried out within each OPS
before requesting an offer redemption payment be issued to
the consumer by the financial institution (described in
greater detail below in conjunction with FIG. 23). In another
embodiment, the reward amount value is converted to
rewards currency before the offer is ever displayed to the
consumer. In the “Image” and “Text” fields 931, 933,
respectively, advertisers have the capability to include an
image (such as an advertiser logo) or text in the TMO.
[0195] As will be understood, the offer defining informa-
tion shown (925, 927, 929, 931, 933) is presented for
illustrative purposes only, and other similar specifics, such
as redemption methods, minimum RQP 117 spend amounts
for redemptions to apply, particular advertiser locations at
which redemption occurs, etc., are utilized according to
various embodiments of the present TMS 215. Additionally,
according to one embodiment, offers do not necessarily
require (or make available) redemption. Some offers, for
example, are simply advertisements indicating an advertiser
logo or text.

[0196] Once an advertiser 213 is satisfied with the seg-
ment and offer as defined, the advertiser may elect to save
the segment and offer via Save button 935. Once saved, the
segment and offer are stored in the OMS database 305 in
their respective campaign file. Further, if the advertiser
wishes to publish the campaign (or in other embodiments,
individual offers), then the advertiser selects Publish Cam-
paign button 943. Once published, the campaign (and its
associated segments and offers) are subject to the publish
process, described previously in conjunction with FIG. 8.
[0197] Also shown in the exemplary OMS advertiser
portal 900 are Billing and Reporting tabs 945, 947, respec-
tively. When an advertiser 213 selects Billing tab 945, a
billing screen is displayed (not shown), in which the adver-
tiser is able to make deposits into a TMS account to cover
consumer redemptions and/or manage payments directly to
an identified system operator (or third party payment entity),
track payouts to consumers, and perform other billing func-
tions. When an advertiser selects Reporting tab 947, a
reporting screen is displayed (not shown), in which the
advertiser is able to review statistics and analytics associated
with the advertiser’s campaign(s). Such performance data is
recorded by each OPS 207 and transmitted to the OMS 211
for advertiser review. Generally, the OMS provides infor-
mative displays (such as charts, graphs, tables, etc.) and
other data indicating the performance (i.e., success) of the
advertiser’s campaign(s), both historically and in virtually
real-time. Such information includes total number of offers
redeemed, total number of offer impressions (i.e., views of
an offer by consumers), total amount spent at advertiser
locations in conjunction with offer redemption, amounts
spent at advertiser locations as compared to competitor
locations, and other similar reporting information.

[0198] As will be understood and appreciated by one of
ordinary skill in the art, the fields and sections shown in the
exemplary OMS advertiser portal 900 shown in FIG. 9
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generally comprise conventional data entry fields, such as
drop down menus, free-form text entry fields, selectable
buttons, etc.

[0199] Referring now to FIG. 10, a flowchart is shown
illustrating one embodiment of a computer-implemented
campaign generation process 1000 from the perspective of
the operational steps carried out by the TMS 215. The
process 1000 illustrated in FIG. 10 coincides closely with
the campaign generation process 800 shown in FIG. 8,
except that FIG. 8 tracks the campaign generation process
from the advertiser perspective, whereas FIG. 10 describes
computer-implemented steps of the campaign generation
process from the system perspective (in response to adver-
tiser-entered data). At step 1001, the system 215 displays a
GUI associated with the OMS advertiser portal 900 to an
advertiser 213. Generally, the advertiser either selects a
preexisting campaign or chooses to generate a new cam-
paign. Accordingly, the system receives the advertiser’s
selection (step 1003). If a new campaign is selected (step
1005), the system awaits and subsequently receives cam-
paign data entered by the advertiser (step 1009). If a
preexisting campaign is selected (i.e., a campaign previously
created by the advertiser), the system accesses the preexist-
ing campaign (step 1007), and then receives advertiser-
entered campaign data (if any). Once all campaign-related
data has been received, the data is stored in the OMS
database 305 (step 1011) (see FIG. 11 for exemplary cam-
paign table that reflects and represents stores campaign-
related data).

[0200] After a campaign has been selected and stored, an
associated segment is typically created or selected for edit-
ing. If a new segment is selected for creation (step 1013), the
system awaits and subsequently receives segment data
entered by the advertiser (step 1017). If a preexisting seg-
ment is selected (i.e., a segment previously created by the
advertiser), the system accesses the preexisting segment
(step 1015), and then receives advertiser-entered segment
data (if any). Once all segment data has been received, the
data is stored in the OMS database 305 (step 1019) (see FIG.
12 for exemplary segment data table).

[0201] After a segment has been selected and stored, an
associated offer is typically created or selected for editing. If
a new offer is selected for creation (step 1021), the system
awaits and subsequently receives offer data entered by the
advertiser (step 1025). If a preexisting offer is selected (i.e.,
an offer previously created by the advertiser), the system
accesses the preexisting offer (step 1023), and then receives
advertiser-entered offer data (if any). Once all offer data has
been received, the data is stored in the OMS database 305
(step 1027) (see FIG. 13 for exemplary offer data table). At
step 1029, the system queries the advertiser 213 as to
whether the advertiser would like to publish the campaign.
If the advertiser does not wish to publish the campaign, then
the campaign generation process 1000 is ended. If, however,
the advertiser does wish to publish the campaign, then the
campaign data is transmitted to each OPS 207 and the
publication process is initiated (discussed previously).

[0202] FIGS. 11, 12, and 13 are exemplary data tables or
structures illustrating representative data that was received
and stored during the campaign generation process 1000. As
mentioned previously, the collection of data contained in
these tables (i.e., tables 1100, 1200, 1300) is generally
referred to herein as “campaign data” 315. As will be
understood, tables 1100, 1200, 1300 are presented for illus-
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trative purposes only, and embodiments of the present
system 215 are not limited to use of the specific data tables
shown. In one embodiment, the three disparate tables are
merged into one large data file within the OMS database
305. In another embodiment, a relational data table or index
(not shown) stores and associates each campaign 1D with its
corresponding segment ID(s) and offer ID(s) such that
offers, segments, and campaigns may be queried and tracked
in relation to one another.

[0203] FIG. 11 is an exemplary campaign table 1100
illustrating  advertiser-entered, campaign-related data
received during campaign generation, as reflected by a
plurality of entries in the table, each entry having a plurality
of predetermined data fields. As shown, the table 1100
includes five data categories or fields: campaign identifier
(ID) 1101, advertiser identifier (ID) 1103, author identifier
(ID) 1105, campaign start date 1107, and campaign end date
1109. As will be understood, however, the data categories or
files are not limited to the fields shown, and other embodi-
ments include additional fields, including those mentioned
previously herein, as well as those not mentioned that will
occur to one of ordinary skill in the art. As will also be
understood, although only five data entries are shown in the
table (i.e., entries corresponding to exemplary and illustra-
tive campaign IDs 10000-10004), actual data tables con-
structed in accordance with embodiments of the present
system may include a virtually unlimited number of entries
corresponding to a plurality of campaigns created by adver-
tisers 213 utilizing aspects of the present system.

[0204] As shown, the campaign ID field 1101 indicates a
unique campaign identifier associated with each campaign.
Each campaign identifier is generated by an embodiment of
the TMS 215 and associated with a respective campaign as
each campaign is generated by an advertiser 213. Although
the campaign IDs are illustrated as 5-digit numbers, it will
be appreciated that these unique identifiers may comprise
many formats, including number strings of longer length,
hexadecimal identifiers, binary identifiers, and the like. The
advertiser ID field 1103 indicates the particular advertiser
associated with each campaign. The author ID field 1105
indicates the individual system user that actually created
each campaign. Further, the campaign start and end date
fields 1107, 1109 indicate the beginning and end dates for
each campaign. As mentioned previously and according to
various embodiments, these dates may or may not corre-
spond to offer start and end dates, may or may not coincide
with financial institution account billing cycles, etc. Repre-
sentative campaign 1111 corresponds to the Pizza Pub/Pizza
King example referenced in other parts of this disclosure.

[0205] FIG. 12 is an exemplary segment table 1200 illus-
trating advertiser-entered, segment-related data received
during campaign generation, as reflected by a plurality of
entries in the table, each entry having a plurality of prede-
termined data fields. As shown, the table 1200 includes five
data categories or fields: campaign identifier (ID) 1101,
segment identifier (ID) 1201, location 1203, merchant cat-
egory/merchant 1205, and spend amount 1207. In particular,
it will be appreciated that the campaign ID 1101 provides a
link or connection of a particular segment to a particular
campaign, so that a particular segment represented by an
entry in a segment table is associated with a particular
campaign. For example, in the entry 1209, the segment ID
55555 is a segment associated with campaign ID 10000.
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[0206] It should be understood that the data categories or
files are not limited to the fields shown in FIG. 12, and other
embodiments include additional fields, including those men-
tioned previously herein, as well as those not mentioned that
will occur to one of ordinary skill in the art. As will also be
understood, although only five data entries are shown in the
table (i.e., entries corresponding to segment IDs 55555-
55559), actual data tables constructed in accordance with
embodiments of the present system may include a virtually
unlimited number of entries corresponding to a plurality of
segments created by advertisers 213 utilizing aspects of the
present system.

[0207] As shown, the segment ID field 1201 indicates a
unique segment identifier associated with each segment.
Each segment identifier is generated by an embodiment of
the TMS 215 and associated with a respective segment as
each segment is generated by an advertiser 213. Just as with
the campaign identifiers, the segment identifiers comprise
various formats within various embodiments of the present
TMS 215, and are not limited by the 5-digit number format
shown. Additionally, as each segment identifier is generated,
it is associated with a respective campaign identifier (shown
in campaign 1D field 1101 in the segment table 1200) within
the OMS database 305 to create a link between the segment
and its corresponding campaign. The link between the
segments and campaigns enables information in both tables
to be accessed when either a specific segment or campaign
is queried or accessed. The location field 1203 indicates, in
one embodiment, one or more locations in which consumer
transactions that are part of each respective segment may
occur. In another embodiment, the location field 1203 indi-
cates the location of consumer billing addresses. In further
embodiments, the location field 1203 represents another
location as will occur to one of ordinary skill in the art.

[0208] Still referring to FIG. 12, merchant category/mer-
chant field 1205 indicates a particular merchant 101 (FIG.
1), merchants, or category of merchant with which consumer
transactions that are part of the respective segment are
carried out. Generally, the spend amount field 1207 indicates
a minimum amount that each consumer must have spent,
either via a single transaction or cumulatively across many
transactions over the specified campaign time period, in
order to qualify as part of a given segment. As shown,
representative segment 1209 corresponds to the Pizza Pub/
Pizza King example referenced in other parts of this disclo-
sure.

[0209] FIG. 13 is an exemplary offer table 1300 illustrat-
ing advertiser-entered, offer-related data received during
campaign generation, as reflected by a plurality of entries in
the table, each entry having a plurality of predetermined data
fields. As shown, the table 1300 includes eight data catego-
ries or fields: campaign identifier (ID) 1101, segment iden-
tifier (ID) 1201, offer identifier (ID) 1301, offer amount
1303, offer start date 1305, offer end date 1307, offer text
1309, and offer image 1311. As will be understood, however,
the data categories or fields are not limited to the fields
shown, and other embodiments include additional fields,
including those mentioned previously herein, as well as
those not mentioned that will occur to one of ordinary skill
in the art. As will also be understood, although only five data
entries are shown in the table (i.e., entries corresponding to
offer IDs 99999-99995), actual data tables constructed in
accordance with embodiments of the present system may
include a virtually unlimited number of entries correspond-
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ing to a plurality of offers created by advertisers 213
utilizing aspects of the present system.

[0210] As shown, the offer ID field 1301 indicates a
unique offer identifier associated with each offer. Each offer
identifier is generated by an embodiment of the TMS 215
and associated with a respective offer as each offer is
generated by an advertiser 213. Just as with the campaign
and segment identifiers, the offer identifiers comprise vari-
ous formats within various embodiments of the present TMS
215, and are not limited by the 5-digit number format shown.
Additionally, as each offer identifier is generated, it is
associated with a respective segment identifier and cam-
paign identifier (shown in campaign ID field 1101 and
segment ID field 1201 in the offer table 1300) within the
OMS database 305 to create a link between the offer and its
corresponding segment and campaign. The link between the
offers, segments, and campaigns enables information in any
of'tables 1100, 1200, or 1300 to be accessed when a specific
offer, segment, or campaign is queried or accessed.

[0211] Generally, the offer amount field 1303 indicates a
reward amount or value a consumer 103 will receive if he or
she completes a RQP 117 associated with the offer. The offer
amount is generally entered by an advertiser within the OMS
advertiser portal 900 as either a dollar amount or a percent-
age of a subsequent RQP, although other advertiser-entered
offer amounts are possible within embodiments of the pres-
ent system as will occur to one of ordinary skill in the art.
In one embodiment, the offer amount is converted to an
equivalent value of financial institution rewards currency
(e.g., points, miles, etc.) before the offer is displayed and/or
paid to the consumer (described in greater detail below in
conjunction with FIG. 23). Typically, if the offer amount is
converted to rewards currency, it is so converted by each
OPS 207 based on predetermined conversion ratios set by
each financial institution 205. In one embodiment, each
consumer account associated with a particular rewards cur-
rency at a financial institution is grouped into a portfolio for
that particular rewards currency to enable efficient conver-
sion of offer amounts. In an alternate embodiment, the offer
amount is predefined by an advertiser in a rewards currency
or currencies, and thus offers are only displayed to consum-
ers that have accounts that utilize the specific defined
rewards currency(ies). As mentioned, according to the pre-
ferred embodiment, the offer amount is automatically
issued/paid to each consumer’s account by the respective
OPS 207 and financial institution 205 once (if) a RQP has
occurred.

[0212] Although not shown, in one embodiment of the
present system 215, an offer-qualifying amount is defined as
an item of offer defining information, indicating a minimum
amount a consumer 103 must spend via the RQP 117 in order
to receive the reward (i.e., offer amount). For example, an
advertiser may dictate that, after a consumer has received an
offer, the consumer must spend more than $25 in a follow-up
purchase or purchases in order for the purchase(s) to qualify
as an RQP. In the offer start and end date fields 1305, 1307,
beginning and end dates are indicated for offer presentment
to consumers. According to one embodiment, advertisers
213 may elect to “abandon” an offer (or entire campaign)
prior to the end date if, for example, the consumer response
rate to the campaign or offer was higher than expected.
Generally, however, if an offer or campaign is abandoned,
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consumers that have already received the abandoned offer
will remain eligible to redeem it according to its stipulated
offer specifics.

[0213] Still referring to FIG. 13, the offer text field 1309
indicates a message, advertisement, or text presented to each
consumer 103 with each respective TMO. Further, the offer
image field 1311 indicates an image or picture uploaded and
defined by an advertiser 213 to be included with the offer.
Generally, the image comprises a advertiser logo, but vir-
tually any image may be included. As shown, representative
offer 1313 corresponds to the Pizza Pub/Pizza King example
referenced in other parts of this disclosure.

Offer Placement System (OPS)

[0214] As described previously, embodiments of the offer
placement system (OPS) 207 enable matching of received
campaign data from the offer management system (OMS)
211 with de-identified consumer transaction data received
from financial institutions 205, injecting or merging targeted
marketing offers (TMOs) into financial institution portals for
review by consumers 103, transmission of unidentified
merchant names to the OMS for validation, organizing and
transmitting offer redemption data to financial institutions
for reimbursements to consumers, transmitting of results
(i.e., performance) data to the OMS, and other similar
processes as described herein. Generally, at least one OPS
207 is in operative association with each financial institution
location, preferably located behind the institution’s firewall
(s) and reverse proxy 217, thus enabling direct communi-
cation with each financial institution while maintaining
financial institution-level security with outside components
(such as the OMS) (see FIG. 3 and its associated discussion
for further details of OPS and financial institution architec-
ture). Details and specific functionality associated with the
OPS and its processes will now be further described.
[0215] FIG. 14 is a flowchart illustrating the overall com-
puter-implemented processes and functions performed by
the OPS 207 according to one embodiment of the present
TMS 215. As will be understood and appreciated, the steps
shown in FIG. 14 are not necessarily completed in the order
shown, as the OPS operates on a continual and recurring
basis, and the steps shown in FIG. 14 are associated with
disparate functions of the OPS. Accordingly, the steps
shown in FIG. 14 are generally asynchronous and indepen-
dent, computer-implemented, tied to a particular machine
(OPS 207), and not necessarily performed in the order
shown. As shown, starting at step 1401, the OPS 207
monitors for incoming de-identified consumer transaction
data from the financial institution 205. If data is received,
then such data is stored within the OPS database 307 in a
de-identified consumer transaction table 1700 (described in
greater detail below) for further processing (steps 1403,
1405). If no data is received, then the OPS again monitors
for receipt of data (step 1401). As will be understood, steps
1401 and 1403 are performed on a looping basis to continu-
ally check for incoming consumer transaction data. In one
embodiment, data is transmitted from the financial institu-
tion periodically (e.g., hourly, daily, etc.), and thus the OPS
only monitors for incoming data once per period.

[0216] Once received, the consumer transaction data is
stored in the OPS database 307 (step 1405). The stored data
comprises an instance or subset of the representative data
shown in de-identified consumer transaction table 1700,
which comprises de-identified transactions completed by
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various consumers. The consumer transaction data is uti-
lized for matching consumer transactions to campaigns and
offers (discussed in greater detail below in conjunction with
FIG. 15). Upon receiving and storing the de-identified
transaction data, the OPS determines whether any of the
merchant names in the data are unidentifiable, and then
extracts and transmits all unidentified names to the OMS to
be identified and categorized via the merchant identification
process 500 (described previously) (step 1407). After
executing the merchant identification process, the OMS
returns all validated merchant names to the OPS (step 1409),
which then stores the received, validated merchant names
within a validated merchant table 700 in the OPS database
307 for subsequent use in matching transactions to offer
data.

[0217] As described previously, during campaign genera-
tion, the OMS 211 transmits requests to the OPS 207 for
aggregated consumer transaction data that satisfies various
segments created by advertisers. Thus, at step 1413, the OPS
receives such a request for segment population totals. Upon
receiving such request, the OPS determines which de-
identified consumer transactions satisfy the segment request,
aggregates the determined transaction data, and transmits
the data to the OMS for use in campaign creation (step
1415). According to one embodiment, a predetermined
searching algorithm is used to determine which transactions
satisfy the segment dimensions associated with the request
(similarly to the matching algorithm used in the matching
process 1500, described below in association with FIG. 15).

[0218] At step 1417, the OPS 207 monitors for incoming
campaign data 315 from the OMS 211. If data is received,
then the OPS activates the matching process 1500 (described
below), whereby the received campaign data is utilized in
conjunction with de-identified consumer transaction data for
matching consumer transactions to specific offers (steps
1419 and 1500). If no campaign data is received, then the
OPS again monitors for receipt of data (step 1417). Gener-
ally, the campaign data includes campaign, segment, and
offer data such as that shown in FIGS. 11-13. As will be
understood, steps 1417 and 1419 are performed on a recur-
ring basis to continually check for incoming campaign data
or updates to previously-received data. If updated data is
received, then previously-matched offers are modified
accordingly. In one embodiment, data is transmitted from
the OMS periodically (e.g., hourly, daily, etc.), and thus the
OPS only monitors for incoming data once per period. As
mentioned previously, incoming data may be transmitted in
the form of instances of local data tables or structures, or
may comprise access calls to master data stores in other
TMS components. As also mentioned previously, any
incoming data to an OPS from the OMS passes through
financial institution firewall(s) 330 and a reverse proxy 217.
Thus, all data must comply with each financial institution’s
guidelines and protocols. If it does not, the communication
is blocked and an error message is transmitted to the
respective advertiser and/or OMS operator.

[0219] Still referring to FIG. 14, once de-identified con-
sumer transaction data and campaign data has been received
by the OPS, a matching process 1500 is initiated to identify
which consumers will receive specific TMOs 113 based on
specific consumer transactions (i.e., offer-qualifying pur-
chases (OQPs) 115 or offer-triggering events). The details
associated with the matching process are described in con-
junction with FIG. 15. After offers and transactions have
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been matched, the matched offers are stored in a matched
offer table (see FIG. 18 and associated discussion) in the
OPS database 307 where they await injection into financial
institution consumer portals (or are sent to a consumer via
another mechanism, such as via mobile devices, email, SMS
or MMS messages, etc.). As a consumer 103 logs into his or
her financial institution portal to view his or her account(s),
an injection process 1900 is performed, in which the
matched offers are merged into the respective financial
institution portal for display in association with respective
consumer transactions (see FIG. 19 and associated discus-
sion for details). Over time, as consumers 103 view the
TMOs 113 and redeem them via RQPs 117, the redemption
process 2300 tracks and records viewed and redeemed
offers, and instructs financial institutions 205 to issue offer
redemption payments (ORPs) 225 to consumer accounts
(see FIG. 23 and associated discussion). As data associated
with viewed and redeemed offers, etc., is collected and
stored, the OPS 207 aggregates and transmits such campaign
results data 301 to the OMS 211 in response to a request
from the OMS for such data for processing and display to
advertisers 213.

[0220] Referring now to FIG. 15, a flowchart is shown
illustrating one embodiment of a computer-implemented
matching process 1500 for matching TMOs 113 to consumer
OQPs 115 or OTEs within an OPS 207. As will be under-
stood, the matching process 1500 generally occurs at pre-
determined time intervals which can be adjusted as new
campaign and transaction data is received within an OPS. At
step 1501, stored de-identified consumer transaction data for
each consumer is retrieved from the de-identified consumer
transaction table 1700 (based on account GUIDs) within the
OPS database 307. At step 1503, campaign data 315 is
received from the OMS. As will be understood, steps 1501
and 1503 may occur simultaneously, or in reverse order than
that shown. Generally, the data is newly-received data that
has not yet been matched (i.e., transactions have not yet been
matched to offers). However, in one embodiment, even
previously-matched transactions and offers are re-processed
periodically to determine if a more appropriate or specific
match exists, based on a ranking algorithm (discussed
below).

[0221] Once the de-identified transactions data has been
retrieved and the campaign data has been received, a pre-
determined matching process is performed on the data to
determine which TMOs each specific consumer should
receive (step 1505). Preferably, the matching algorithm
utilizes a conventional, hierarchical matching process that
compares segment data (such as that shown in FIG. 12) to
de-identified consumer transaction data (such as that shown
in FIG. 17) to determine which transactions satisfy which
segments (i.e., the system compares each transaction in a list
of transactions to elements of campaign data). For example,
an amount 1611 of a given transaction or purchase may be
compared to the spend amount 1207 for each available
segment. If the transaction satisfies the spend amount for one
or more segments, then the next dimension of the identified
segment(s) are processed, and so on. As will be appreciated,
if a given transaction fails to satisty any segments, then no
offer is matched to the transaction.

[0222] Once the OPS 207 confirms that a specific con-
sumer’s transaction(s) match the dimensions for a respective
segment, then the TMO associated with the segment is
retrieved (based on related offer and segment IDs) and stored
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as an identified match with the transaction(s) for subsequent
processing and display to consumers (as explained below in
conjunction with FIG. 19). According to one embodiment,
each TMO specifies where it should be placed (i.e., dis-
played) in a consumer’s financial institution portal. For
example, offers may be placed underneath a transaction,
adjacent to a transaction, in a side bar, in a pop-up adver-
tisement, etc., within the financial institution portal. Further,
when an offer is placed underneath a transaction, the adver-
tiser can define, via the OMS advertiser portal 900, whether
the offer is placed beneath a transaction from a specific
merchant, beneath a transaction from merchants or adver-
tisers of similar type to the advertiser, or beneath any
transaction. Based on predetermined rules defined by a
financial institution or system operator, the OPS determines
precisely where to display the offer when it is presented to
a consumet.

[0223] It will be appreciated by one having ordinary skill
in the art that, under some circumstances, more than one
offer will apply to a given transaction. In these circum-
stances, and according to one embodiment, once all offers
have been matched to a transaction, a predetermined ranking
algorithm is utilized to determine which offer will be dis-
played with the particular transaction. In one embodiment,
the ranking algorithm is customized to a system operator’s
or financial institution’s specifications. For example, in one
embodiment, advertisers 213 pay additional fees to the TMS
operator to give their offers higher priority. In other embodi-
ments, offers are ranked based on the overall perceived value
of the offer (e.g., offer amount 1303), and the offer with the
highest value to the consumer is selected as the matched
offer.

[0224] Other variables for ranking are considered in other
embodiments, such as the consumer’s predicted responsive-
ness to each offer (e.g., based on the number of the con-
sumer’s transactions in a given merchant category), whether
other offers from the particular advertiser have been previ-
ously presented to the particular consumer (determined
based on the account GUID, discussed below), etc. Accord-
ing to still further embodiments, rather than ranking poten-
tial offers, if a given transaction satisfies more than one
segment, all matched offers associated with the satisfied
segments are subsequently displayed to the consumer.
[0225] After each OQP 115 or OTE is matched to a
respective TMO 113, the match (i.e., the identifiers associ-
ated with matched offer and transaction(s)) is stored in a
matched offer table 1800 (discussed below) until the
matched offer is called for display to its respective consumer
103 (step 1507). Generally, each OPS database 307 and the
data tables stored therein are formatted to correspond to data
structures of their respective financial institutions 205.
Because of variations in the manner in which financial
institutions process and record data, some level of customi-
zation is generally required when an OPS is formatted for a
given financial institution. However, once installed and
formatted, the OPS, financial institution, and OMS integrate
seamlessly to transmit data and perform their respective
functions.

[0226] FIG. 16 is an exemplary consumer transaction table
1600 illustrating consumer transactions recorded by a finan-
cial institution 205 and stored within a financial institution
database 309. As will be understood, table 1600 is presented
for illustrative purposes only, and embodiments of the
present system 215 are not limited to use of the specific data
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table shown. As mentioned previously, the data included in
consumer transaction table 1600 is stored at all times within
the financial institution, and is de-identified before being
sent to the OPS (described below). The consumer transac-
tion table 1600 comprises consumer transaction data, as
reflected by a plurality of entries in the table, each entry
corresponding to an individual transaction, and each entry
having a plurality of predetermined data fields.

[0227] As shown, the table 1600 includes seven data
categories or fields: account number 1601, account global
unique identifier (GUID) 1603, transaction identifier (ID)
1605, zip identifier (ID) 1607, merchant name (or identifier
(ID)) 1609, amount 1611, and rewards type 1613. As will be
understood, however, the data categories or fields are not
limited to the fields shown, and other embodiments include
additional fields as will occur to one of ordinary skill in the
art. As will also be understood, although only five data
entries are shown in the table (i.e., entries corresponding to
account numbers 2930928402, 1029478293, etc.), actual
data tables constructed in accordance with embodiments of
the present system may include a virtually unlimited number
of entries corresponding to a plurality of consumer transac-
tions recorded by embodiments of the financial institutions
205.

[0228] As shown, the account number field 1601 indicates
the specific account number associated with a consumer’s
account. The account GUID field 1603 indicates a unique
global account identifier (i.e., a secure identifier) associated
with each consumer’s account. Prior to transmitting data to
the OPS 207, each financial institution replaces actual con-
sumer names and/or account numbers with GUIDs, which
are a conventional type of identifier used when dealing with
secure or sensitive data. Generally, each financial institution
205 incorporates its own internal process to convert actual
accounts to GUIDs. Although the account GUIDs are illus-
trated as 5-digit numbers, it will be appreciated that these
unique identifiers may comprise many formats, including
number strings of longer length, hexadecimal identifiers,
binary identifiers, and the like. Conventional GUIDs com-
prise 32 hexadecimal digits as will be known to those skilled
in the art, such as, for example: 3F2504E0-4F89-11D3-
9A0C-0305E82C3301.

[0229] As will be understood, use of GUIDs in place of
actual consumer accounts or consumer identifiers prevents
unauthorized access to confidential consumer information
by components outside of the financial institution 205 (e.g.,
OMS, Internet, etc.). If, however, some sensitive data were
accidentally transmitted to an OPS 207, no further breach of
this data would occur, as the OPS is in operative association
with the financial institution behind the financial institu-
tion’s firewall(s) 330 and reverse proxy 217. Further, the
distributed architecture of the financial institution and each
OPS (as shown previously in FIG. 3) creates additional
layers of security for each component. Accordingly, all
private and sensitive consumer information is retained
within the financial institution’s security mechanisms, thus
allowing placement of TMOs without disclosure of sensitive
and confidential consumer data.

[0230] Still referring to FIG. 16, transaction ID field 1605
indicates a unique transaction identifier associated with each
transaction. Generally, these transaction IDs are generated
and associated by financial institutions 205 with transactions
in much the same manner as account GUIDs. In one
embodiment, the transaction IDs are represented by add-on
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characters to the account GUIDs, as typically more than one
transaction is associated with each account.

[0231] In one embodiment, the zip ID field 1607 indicates
the zip code (i.e., location) in which the specific transaction
occurred. In other embodiments, the zip ID field 1607
indicates the zip code of the billing address of the consumer
associated with the specific account, or some other infor-
mational location. As will be understood, the zip ID field is
essentially a location identifier, and thus other location
indicia may be included (e.g., city, state, etc.).

[0232] As shown, the merchant name field 1609 indicates
the specific business entity with which the transaction
occurred. As will be understood, the business entity shown
in field 1609 may be a merchant, advertiser, advertiser
competitor, etc. The amount field 1611 indicates the amount
of the transaction. Further, the rewards type field 1613
indicates the particular rewards type (if any) tied to the
respective account. For accounts with only one rewards
type, the financial institution indicates which type of
rewards program is associated with the account in which the
transaction occurred. For accounts with multiple rewards
programs, either a single program is selected by the financial
institution, or multiple programs are indicated in association
with the given transaction in rewards type field 1613.
Further, in some embodiments, rather than indicating a
rewards type in a consumer transaction table, the rewards
type(s) associated with each account is stored in a separate
file (e.g., portfolio of accounts associated with a given
rewards type) in the financial institution database 309.
Again, transaction data as referred to herein is not limited by
the specific fields shown in FIG. 16, and other data items are
contemplated, such as merchant categories, amount spent in
an overall merchant category, transaction type, specific
goods and/or services purchased, and other similar data
fields. Additionally, as shown, representative transaction
1615 corresponds to the Pizza Pub/Pizza King example
referenced in other parts of this disclosure.

[0233] FIG. 17 is an exemplary de-identified consumer
transaction table 1700 illustrating de-identified consumer
transactions data recorded by a financial institution 205 and
transmitted to its respective OPS 207. The de-identified
consumer transaction table 1700 comprises de-identified
consumer transaction data, as reflected by a plurality of
entries in the table, each entry corresponding to an indi-
vidual transaction, and each entry having a plurality of
predetermined data fields.

[0234] As explained and defined previously herein, de-
identified transactions are those in which consumer- and/or
account-identifying information has been removed (and
typically replaced with a GUID). As will be understood,
table 1700 is presented for illustrative purposes only, and
embodiments of the present system 215 are not limited to
use of the specific data table shown. As shown, table 1700
is identical to consumer transaction table 1600, except that
the actual account number associated with each transaction
has been removed. Accordingly, table 1700 includes six data
categories or fields: account global unique identifier (GUID)
1603, transaction identifier (ID) 1605, zip identifier (ID)
1607, merchant name (or identifier (ID)) 1609, amount
1611, and rewards type 1613. As will be understood, how-
ever, the data categories or files are not limited to the fields
shown, and other embodiments include additional fields as
will occur to one of ordinary skill in the art. As will also be
understood, although only five data entries are shown in the
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table (i.e., entries corresponding to GUIDs 12932, 23049,
etc.), actual data tables constructed in accordance with
embodiments of the present system may include a virtually
unlimited number of entries corresponding to a plurality of
consumer transactions recorded by embodiments of the
present TMS 215.

[0235] FIG. 18 is an exemplary matched offer table 1800
illustrating identifiers associated with matched transactions
(OQPs 115), offers (TMOs 113), and accounts as a result of
the matching process 1500. The matched offer table 1800
comprises matched offer data, as reflected by a plurality of
entries in the table, each entry corresponding to the matching
of an individual transaction with a specific offer applicable
to that transaction, and each entry having a plurality of
predetermined data fields.

[0236] As will be understood, table 1800 is presented for
illustrative purposes only, and embodiments of the present
system 215 are not limited to use of the specific data table
shown. As shown, the table 1800 includes four data catego-
ries or fields: transaction identifier (ID) 1605, offer identifier
(ID) 1303, account global unique identifier (ID) 1603, and
rank 1801. As will be understood, however, the data cat-
egories or fields are not limited to the fields shown, and other
embodiments include additional fields as will occur to one of
ordinary skill in the art, including offer-triggering event
(OTE) identifier (ID), etc. As will also be understood,
although only five data entries are shown in the table (i.e.,
entries corresponding to transaction IDs 55550, 37953, etc.),
actual data tables constructed in accordance with embodi-
ments of the present system may include a virtually unlim-
ited number of entries corresponding to a plurality of
matched consumer transactions and offers.

[0237] As shown, the transaction ID field 1605, offer ID
field 1303, and account GUID field 1603 correspond to the
similarly-identified fields shown and discussed previously in
conjunction with FIGS. 13, 16, and 17. In one embodiment,
when offers and transactions are matched, the respective
data entries are pulled or replicated from the respective data
tables or files and stored in matched offer table 1800. For
offer-triggering events (OTEs) in which offers are not nec-
essarily matched to a single transaction, the account GUID
field 1603 indicates to which consumer account a matched
OTE corresponds. Rank field 1801 identifies the ranking of
the particular matched offer as compared to other matched
offers for the given transaction or OTE (as mentioned
previously). Additionally, as shown, representative transac-
tion 1803 corresponds to the Pizza Pub/Pizza King example
referenced in other parts of this disclosure.

[0238] As will be described below, when a consumer logs
into his or her financial institution portal and views his or her
transactions, the associated offer(s) are retrieved from
matched offer table 1800 (or an equivalent data store) for
display to the consumer based on the consumer’s matched
transactions or OTEs. As will be understood, however,
simply because a transaction has been matched with an offer
or OTE does not necessarily mean the consumer 103 will
actually receive the offer. For example, if a given consumer
infrequently views his or her online banking portal, then he
or she may never receive a particular offer or offers. Or, if
an offer or OTE has been assigned a low rank, then that offer
may not be displayed to the given consumer because other,
higher-ranked offers apply to the given transaction or OTE.
For this reason (and others), offer views (i.e., “impres-
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sions™), in addition to offer redemptions, are recorded by
each OPS 207 for purposes of reporting to advertisers 213,
etc.

Targeted Marketing Offer Injection or Merging into
Display of Online Portal

[0239] FIG. 19, consisting of FIGS. 19A and 19B, illus-
trates a computer-implemented process for injecting or
merging a selected targeted marketing offer (TMO) into the
display of an online portal provided by a financial institu-
tion, in accordance with aspects of the claimed invention(s).
As will by now be understood, once the disclosed targeted
marketing system (TMS) 215, via the operations of the OMS
211 and OPS 207 as described herein, has carried out prior
processes of processing transaction data to provide a basis
for identifying market segments, creating a campaign from
such processed transaction data by determining appropriate
market segments for receiving offers, establishing the terms
and conditions for a targeted marketing offer within such
segments, and determining that predetermined TMO display
conditions have been satisfied by a consumer’s action (e.g.,
a predetermined transaction or other offer-triggering event),
the TMS 215 displays information corresponding to the
TMO to the consumer via the online portal. In one particular
aspect, the TMO information is displayed in close juxtapo-
sition, proximity, or other discernible association with the
consumer’s prior transaction information as the consumer
views the same via their online banking portal.

[0240] FIG. 19Ais a flowchart illustrating an embodiment
of an injection process 1900 for injecting or merging
matched offers into an online financial institution portal in
association with consumer transaction displays when a con-
sumer logs in and views his or her financial institution
portal. FIG. 19A is a more generalized offer injection
process 1900, whereas FIG. 19B (discussed in greater detail
below) illustrates a specific implementation of one embodi-
ment of a document object model (DOM) injection process
19004 for injecting offers into consumer financial institution
portals.

[0241] In general, embodiments of the claimed invention
(s) utilize a form of “cross-site scripting” in order to effect
the merger or injection of TMOs into the financial institution
portal, or other similar technique which does not require
significant computing resources, programming, or modifi-
cation of the financial institution web server code that
generates the portal on behalf of a consumer. As known to
those skilled in the art, many modern web browser programs
that run on consumers’ computers or other web-accessing
devices (such as smart phones) include embedded program
code execution engines. Such modern browsers include well
known programs such as Microsoft’s Internet Explorer,
Mozilla Firefox, Apple Safari, Google Chrome, and others.
Embedded program code execution engines include those
identified as Javascript, Flash, XML, PHP, CSS (Cascading
Style Sheets), ASP, and others.

[0242] Generally speaking, such embedded program code
is computer-executable program code that is downloaded at
run time from a web site and executed within the browser
environment at a local (client) computer, instead of code that
is executed at a server computer that provides the HTML or
similar code commonly associated with a “web page.”
Further generally speaking, a cross-site scripting method
typically involves the downloading of computer program
code from a primary web server that generates the display of
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a web site (such as HTML that generates the financial
institution portal), which embeds a minimal script or call to
download and run computer program code from another
server (e.g. a script server or another process in the primary
web server) that effects the functionality of the TMO injec-
tion or merger into the portal display.

[0243] According to one aspect of the claimed invention
(s), and according to one embodiment, a cross-site scripting
method utilizes the Javascript code execution capability of
modern web browsers to run a script that merges or injects
information corresponding to a targeted marketing offer into
the financial institution portal display of a consumer’s
account history comprising a plurality of transactions of the
viewing consumer. The web page comprising the portal
display, typically an account history page comprising a list
of'the consumer’s prior transactions, is dynamically adjusted
to incorporate (merge, inject) the TMO information into the
display of transactions of the financial institution portal, in
an unobtrusive and aesthetically acceptable manner and
format. Advantageously, the financial institution portal is
independent of and systemically uncoupled from the TMO
injection, such that (a) the TMO information is seamlessly
and unobtrusively presented to the consumer in accordance
with predetermined advertisement placement information
(such as display the TMO adjacent to a selected transaction,
display the TMO in a predetermined position on the portal
display screen, etc.) and (b) any issues with operation or
security of the injection process will not affect the operation
of the financial institution portal, which will continue to
operate and serve the consumer’s needs whether or not any
TMOs are presented.

[0244] Although the disclosed embodiments and aspects
are described in connection with use of Javascript code
embedded into the HTML of the financial institution portal,
it should be understood that other techniques for merging or
injecting the TMO information into the portal can be
employed, such as by certain forms of redirection to another
site, use of browser frames, and the like, but other tech-
niques may present technical or business issues that are
more complex than a simple merger or injection operation.
For example, the known security policy of “same origin” for
a script and a document or code that contains a script is
satisfied in disclosed aspects of the claimed inventions by
use of a proxy at the financial institution web server that
redirects a call for script to the OPS residing within the
financial institution’s firewall within its DMZ.

[0245] Prior to discussing the specific methodology of
TMO merger or injection by use of a scripting technique, a
more generalized discussion of the preferred merger or
injection process will be provided by reference to FIG. 19A.
[0246] Starting at step 1901 in FIG. 19A, an OPS 207
monitors for a call from its respective financial institution’s
web server 219 for previously-matched offers. In accordance
with one aspect of the disclosed system, each time a con-
sumer 103 logs in to his or her financial institution web
portal, a call is automatically transmitted from the financial
institution web server to the OPS to retrieve the matched
offers (if any) associated with the particular consumer’s
account transactions (based on the consumer’s GUID). In
accordance with one disclosed aspect of the claimed inven-
tion(s), for this call to occur, a relatively minimal amount of
JavaScript code (or some other similar programming lan-
guage) is inserted into the financial institution’s banking
portal code at a previous time when an OPS is initially
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connected to the financial institution 205. When a consum-
er’s browser loads the financial institution portal display
(and especially an account history page comprising a list of
prior transactions of the consumer), this JavaScript code
(i.e., “script call code”) calls a larger segment of code
contained within the OPS that performs the functions of
retrieving matched offers and injecting those offers into the
financial institution’s web portal display to the consumer.

[0247] The preferred process of utilizing a small amount
of software code inserted into a previously-existing code
base to call a disparate and more extensive algorithm
enables connection of the TMS (and specifically, the OPS)
to the financial institution with minimal initial or on-going
effort on the part of the financial institution. Preferably, a
JavaScript DOM injection is used to access and execute
code stored within the OPS to modify the financial institu-
tion’s online portal each time a consumer logs in and views
his or her account display. Accordingly, there is no server
involvement from the financial institution’s 205 perspective
with the TMO injection, as all processes occur within the
OPS 207, except at the point of web display to the consumer.
This functionality is made possible based on the system
architecture 300 of embodiments of the TMS 215, wherein
each OPS is directly connected to each financial institution
within the financial institution’s security infrastructure.

[0248] Further, because minimal intrusion into the finan-
cial institution’s preexisting software code is required, both
the financial institution 205 and any associated OPS 207 are
free to update and revise their code bases as needed without
changing or updating the interaction between these two
systems. Additionally, based on the discrete nature of the
system architecture 300, if problems occur with either the
TMS or financial institution systems individually, these
problems can be confined within each respective component
or domain without affecting or infecting the other compo-
nents. As will be known to those of ordinary skill in the art,
while a JavaScript DOM injection is utilized according to
one embodiment, other embodiments utilize other scripting,
cross-site scripting, or other similar mechanisms for retriev-
ing and rendering updated financial institution web displays
with matched offers.

[0249] Still referring to FIG. 19A, if a call is received from
the financial institution 205 (indicating a consumer 103 has
logged in to the financial institution portal to view his or her
account and transactions, e.g. via an account history page),
then the stored, matched offers associated with the particular
consumer’s transactions are retrieved from the matched offer
table 1800 maintained by the OPS in the OPS database 307
(step 1905). If a call is not received, then the OPS 207 again
monitors for a call from the financial institution online
system (step 1901) via a continuous monitoring loop. In one
embodiment, if a call is received, then the OPS searches its
matched offer table according to the GUID associated with
the received call from the financial institution (step 1905).
Once the TMOs (if any) associated with a given consumer’s
transactions are retrieved, information corresponding to the
selected TMO’s is transmitted to the consumer’s browser,
and the injection process updates the previously rendered
web page associated with the financial institution portal with
such retrieved TMO information, thereby displaying the
retrieved offer(s) to the consumer (steps 1907, 1909) (see
FIG. 21). Stated in other words, and according to one aspect
of the claimed invention(s), the consumer views his or her
account history page initially as originally intended and as
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originally programmed by the financial institution web por-
tal, and that account history page is updated by the consum-
er’s browser, which receives the TMO information asyn-
chronously to the account history web page display, by
locally executing the injection script which dynamically and
independently modifies the prior account history display to
provide an updated account history display that incorporates
the TMO information merged therein.

[0250] In one embodiment, the updated consumer finan-
cial institution web page is displayed via a hypertext markup
language (HTML) web service, or other similar service. As
will be understood and appreciated, according to one
embodiment, calls to retrieve matched offers may occur with
relatively high frequency (possibly hundreds or thousands
per minute), and thus the process 1900 shown in FIG. 19A
(and particularly steps 1901 and 1903) is repeated on a
continual and rapidly-recurring basis.

[0251] Each time the updated financial institution web
page is rendered and displayed to a consumer 103 (steps
1907, 1909), the OPS 207 records the offer impression for
each displayed offer in the offer impression table 2400 (see
FIG. 24 and its associated discussion) (step 1911) in the OPS
database 307. As defined previously herein, an “offer
impression” represents an instance of a consumer logging in
to his or her financial institution portal 2100 and viewing the
displayed offers associated with displayed transactions. It is
inferred that when an offer is injected into the consumer’s
financial institution portal, the consumer sees the offer.
According to one embodiment, a consumer transaction
cannot qualify as a RQP for a particular TMO until the OPS
recognizes that at least one offer impression of the TMO has
occurred for the consumer. Furthermore, offer impressions
assist advertisers 213 in tracking and assessing the perfor-
mance of their campaigns and associated advertisements, as
analytics are determined regarding the number of times a
consumer viewed an offer before redeeming it, how many
times, generally, offers are viewed per month, etc. The
details associated with offer impressions and the offer
impression table are discussed below.

[0252] In accordance with aspects of the claimed inven-
tion(s), a DOM injection process is utilized to effect the
dynamic updating of a consumer’s display to include TMOs
in the display, as described next in connection with FIG.
19B. In this embodiment, the script that effects the injection
or merger of the TMO information is provided from a server
associated with the OPS (identified as OPS local server 207
in FIG. 19A, also called a “script server™), as a result of calls
provided to it from a bank web server 219.

[0253] FIG. 19B is a sequence diagram illustrating one
embodiment of the steps associated with injecting matched
offers into consumer financial institution portals via a DOM
injection process 1900a. As shown, the embodiment of the
DOM injection process generally comprises three system
components—a client browser (i.e., consumer 103 accessing
a financial institution portal), a bank web server (i.e., finan-
cial institution web server) 219, and a local server associated
with the OPS 207 (i.e., a server residing behind financial
institution firewalls and operatively coupled to OPS data-
base 307).

[0254] At step 1 in FIG. 19B, the consumer 103 initiates
a secure, on-line session with the financial institution 205 via
the consumer’s web browser for purposes of reviewing his
or her transactions, managing his or her accounts, etc.
Typically, the consumer will be requesting a display of an
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account history page comprising a list of prior transactions
maintained by the consumer’s financial institution. At step 2,
the client browser requests, receives from the financial
institution web server 219, and renders the consumer’s
transaction display 2000 (discussed below), including the
consumer’s recent transactions associated with a specific
account. At step 3, after the consumer’s transactions display
web page has been rendered, the client browser requests and
executes a DOM Injection Loader (i.e., a minimal amount of
code inserted into bank’s web services code, discussed
previously, whose primary purpose is to invoke the opera-
tion of an embedded code engine associated with the
browser, such as Javascript).

[0255] At step 4, the DOM Injection Loader then requests
a DOM Injection Script (i.e., more extensive executable
code or script stored within the OPS 207 that executes offer
insertion or injection functionality, discussed previously) via
an asynchronous call to the financial institution web server
219. The call for the injection script typically includes an
identifier of the consumer and a network return pathname
(URL) for returning the script and other information (such as
the TMO information) from the OPS to the client machine.

[0256] At step 5, the financial institution web server 219
recognizes that the asynchronous call is intended for the
OPS (via a reverse proxy 217 or other similar mechanism)
as a script server, and redirects the call to the OPS local
server.

[0257] At steps 6 and 7, upon receipt of the asynchronous
call, the OPS 207 acting as a script server transmits a DOM
Injection Script back to the bank’s web server 219, which
then returns the DOM Injection Script to the client browser
(in response to the browser’s asynchronous request) via the
network return pathname. At step 8, the client browser
executes the DOM Injection Script for purposes of identi-
fying the particular consumer account being accessed along
with the consumer transactions previously rendered to the
consumer 103 via the transactions (account history) display.

[0258] At step 9, after the consumer’s account and trans-
actions information have been identified, the DOM Injection
Script transmits this information to the financial institution
web server 219 via another asynchronous call, and the web
server again redirects the call to the OPS local server (step
10). Stated in other words, the information in the account
history display, which either has been or will be displayed to
the consumer by the bank web server, is transmitted to the
OPS local server so that this information can be used to
access the matched offer table 1800 (FIG. 18) and determine
if any targeted marketing offers are available for provision
to the consumer.

[0259] At step 11, and still referring to FIG. 19B, once the
OPS 207 receives the asynchronous call redirected from the
bank web server, the OPS identifies and determines which
offers should be displayed to the consumer 103 via the
financial institution portal based on the particular consumer
account and the rendered transactions. In order to determine
which offers to transmit back to the bank’s web server (and
thence to the consumer’s browser) for display to a consumer,
the OPS searches the matched offer table 1800 in the OPS
database 307 and retrieves offers associated with the con-
sumer’s account. Also, based on the rendered transactions,
the OPS makes a determination as to where offers should
eventually be displayed (i.e., “placed”) on the consumer’s
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transactions display pursuant to offer placement criteria
(typically defined by advertisers 213 during campaign gen-
eration).

[0260] At steps 12, 13, once retrieved, the OPS 207 sends
the offers to the financial institution web server 219, which
in turn transmits the offers to the consumer’s browser via the
previously supplied network return pathname. At step 14,
upon receipt of the offers, the client browser continues
execution of the DOM Injection Script and inserts (injects or
merges) the offers into their appropriate display locations on
the consumer’s financial institution portal web page in
accordance with predetermined placement information
(thereby rendering a display similar to that shown in FIG.
21).

[0261] As will be understood by those skilled in the art,
the specific steps shown in FIG. 19B are presented for
illustrative purposes only, and other methods for injecting
and displaying offers to consumers are possible according to
various embodiments. For example, rather than using a
DOM injection process, other cross-site scripting mecha-
nisms may be used. Or, in an alternate embodiment, rather
than the client browser making the call for offers, the bank
web server 219 makes the call to the local OPS server before
the consumer’s transactions display web page is ever ren-
dered. While this server-side approach performs generally
the same functions as a DOM injection approach, many
financial institutions prefer the DOM injection because it
enables minimal intrusiveness and restructuring of a finan-
cial institution’s internal architecture and software. Further,
although the preferred embodiment is described in terms of
interaction between a client browser (i.e., consumer), a
financial institution web server, and an OPS server, it should
be understood that various system architectures, script call
codes, and other system components may be utilized accord-
ing to various embodiments. For example, the computer
code used for cross-site scripting could be stored and
executed on a server external to the OPS (assuming that
appropriate security mechanisms were employed), or all
processes could take place within the financial institution
computer system, etc. It will thus be appreciated that virtu-
ally any mechanism for injecting offers into financial insti-
tution transactions displays may be used in association with
embodiments of the present system, assuming those mecha-
nisms comply with financial institution security protocols as
outlined herein.

[0262] FIG. 20 illustrates an exemplary screen shot of a
graphical user interface (GUI) associated with a typical
exemplary consumer financial institution portal 2000 prior
to injection of one or more TMOs into the portal. Through
this portal, consumers 103 are able to view and manage their
financial institution accounts, review prior transactions and
purchases 2009, and carry out other banking-related func-
tions. As will be understood and appreciated, the GUI shown
in FIG. 20 is presented for illustrative purposes only, and the
actual format and display of each GUI varies depending on
the particular financial institution 205.

[0263] As shown, the exemplary portal display 2000
includes account management tabs 2001, an account number
display 2003, a transactions details section 2005, and a
transactions summary section 2007 for displaying previous
transactions 2009 completed during a given time period. The
foregoing display is an example of an account history page,
discussed above. The representative consumer portal display
2000 also includes the representative offer-qualifying pur-
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chase (OQP) 115 made at Pizza King (discussed for exem-
plary purposes in other parts of this disclosure). Because the
display 2000 shown in FIG. 20 is representative of a
conventional and unmodified display from a financial insti-
tution 205, it does not include any TMOs.

[0264] FIG. 21 illustrates an exemplary screen shot of a
GUI associated with a consumer financial institution portal
or display 2100 with multiple exemplary targeted marketing
offers (TMOs) 113 displayed therein according to an
embodiment of the various inventions described herein. As
shown, the portal display 2100 mirrors the display shown in
FIG. 20, but with an associated offer 113a displayed in
perceptible association with (i.e. close proximity to) its
corresponding OQP 115. In the display shown, the repre-
sentative Pizza Pub offer 113a is displayed immediately
under the Pizza King OQP 115. Also shown in the portal
display 2100 are several other TMOs 11354 listed in a
side-bar section of the display. According to one embodi-
ment, these TMOs 1135 are associated with an offer-trig-
gering event (OTE) other than a specific transaction, and are
displayed based on some criteria associated with the con-
sumer’s spending habits. Alternatively, the offers 1135 may
comprise TMOs specifically linked to specific, individual
transactions of the consumer, but are merely displayed
generally in the portal as opposed to in relative juxtaposition
to the transactions themselves. As will be understood, how-
ever, embodiments of the present system 215 may display
offers and advertisements according to various methods,
such as directly under listed transactions, in banner adver-
tisements, pop-up advertisements, etc., and such embodi-
ments are not limited to the type of offer display shown in
FIG. 21. As will also be understood, the offers shown in FIG.
21 are a result of the injection process 1900 described
previously, in which matched offers are retrieved from the
matched offer table 1800 and merged into existing financial
institution portal displays to transform the portal displays.

[0265] As mentioned previously, the displayed TMOs 113
remain available for viewing as long as the consumer’s OQP
115 is available for review, or as long as the OTE applies, or
as long as dictated by the advertiser 213 when the offer or
campaign was created. As will be appreciated, consumers
may receive multiple offers within display 2100 if many of
the consumer’s transactions satisfy one or more TCS’s
within the system 215. Further, as will be understood, there
are circumstances in which a given consumer fails to qualify
to receive any offers because none of his or her transactions
satisfy any offer segment dimensions. In these circum-
stances, the consumer’s financial institution portal remains
unchanged, such as that shown in FIG. 20. Additionally, as
will be understood and appreciated, offers are displayed to
consumers 103 via any viewable portal display, such as
those on a mobile device (e.g., cell phone), laptop computer,
desktop computer, or any other similar display.

[0266] According to another aspect of the disclosed sys-
tem, targeted marketing offers (TMOs) may be determined
in accordance with different dimensions of segmentation,
and/or successive and dependent segmentation, with differ-
ent conditions and rewards provided for different but related
segments. In this regard, turn now to FIG. 22 for explanation
of an exemplary successive segmentation example.

[0267] FIG. 22 is a block diagram illustrating the potential
matching of three exemplary offers to consumers 103 asso-
ciated with three unique targeted consumer segments
(TCS’s) based on predefined dimensions associated with the
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segments. As will be understood, FIG. 22 is presented for
illustrative purposes only, and the specific segments, offers,
and segmentation strategy shown are not intended to limit
the scope of the present disclosure in any way. As shown, the
exemplary advertiser 213 (i.e., Pizza Pub) has defined three
distinct dimensions 2201, 2203, 2205 that, when processed
according to advertiser specifications, define three distinct
segments (and thus correspond to three separate potential
offers 2207, 2209, 2211). In the location dimension 2201,
the advertiser has indicated that in order to qualify for an
offer associated with the given segment, the transaction must
have occurred in California (or, depending on the embodi-
ment, the consumer must live in California, etc.). In the
merchant category/merchant name dimension 2203, the
advertiser has indicated that a purchase must have been
made with “Pizza King” in order to qualify to receive an
offer. In the spend amount dimension 2205, the advertiser
has specified a minimum spend amount of $25.

[0268] As shown, the advertiser 213 has constructed the
campaign in such a way that, rather than requiring that all
segment dimensions be satisfied, if a consumer 103 satisfies
one of the defined dimensions 2201-2205, but not the others,
then the consumer still receives a TMO associated with the
particular dimension. For example, if a consumer makes a
purchase in California, but the purchase is totally unrelated
to Pizza King and was for less than $25, the consumer will
still receive an offer 2207. As shown in this specific
example, however, the offer 2207 is less lucrative than the
other offers 2209, 2211 because the segment associated with
the offer is less targeted. However, other offers created by
other advertisers may have higher value if less targeted. As
will be understood, the offer value is set by an advertiser as
desired, and is in no way specifically tied to targeting.
Additionally, in the example shown, if another consumer
satisfies two dimensions, but not a third, then the consumer
will also receive an offer 2209 (albeit a different offer from
the first consumer), and so on.

[0269] As shown, if all three dimensions are satisfied
(based on the Boolean construct “AND”), then the consumer
will receive the most lucrative offer 2211. As will be
understood and appreciated, advertisers 213 are free to
organize and create campaigns, segments, and offers as they
desire. For example, as opposed to the hierarchically seg-
mented campaign represented in FIG. 22, an advertiser may
define its segments in such a way that all segment dimen-
sions must be satisfied by a consumer transaction before an
offer is presented to the consumer. Generally, embodiments
of the present system enable advertisers to construct cam-
paigns according to various Boolean operators (i.e., AND,
OR, If/Then, etc.), hierarchical dependencies, and other
strategies as will occur to one of ordinary skill in the art.

[0270] As shown, in one embodiment, offers are different
and generally become more lucrative as the segment nar-
rows (i.e., as more segment dimensions are satisfied by a
consumer transaction), as it is typically more valuable to
obtain the business of consumers that have higher propen-
sities to buy advertiser-related items (e.g., pizzas), especially
if those consumers are customers of an advertiser competitor
101. For example, if a given consumer rarely or never buys
pizzas (based on prior spending habits), then providing
offers to these customers generally has little value to an
advertiser 213 that sells pizzas. Further, another reason why
offers generally become more valuable as the segment
narrows is that providing valuable offers to large segments
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of consumers can become cost prohibitive to advertisers.
However, as will be understood, advertisers are free to
organize offers and segments as they see fit, and offers do not
have to become more lucrative as a segment narrows. In fact,
some advertisers may choose to deliver high value offers to
large segments of consumers in the hopes of engendering a
large volume of business.

Offer Realization/Redemption

[0271] FIG. 23 is a flowchart illustrating an embodiment
of'a computer-implemented redemption process 2300 within
the OPS 207 for determining whether one or more offers
have been redeemed by a consumer, according to one aspect
of disclosure. The embodiment of the redemption process
shown in FIG. 23 also includes the functions of crediting
redemptions to each respective financial institution’s con-
sumers and providing reporting and billing functions related
to redemptions for advertisers. The redemption process 2300
is typically carried out in a particular machine, in this case
an OPS 207 associated with a particular financial institution
that employs aspects of the disclosed system.

[0272] Starting at step 2301, an OPS 207 monitors for
incoming de-identified consumer transaction data from its
respective associated financial institution. If no data is
received, then the process 2300 loops to step 2301, and the
OPS again monitors for incoming data (step 2303). Just as
with other recurring processes discussed herein, steps 2301,
2303 are repeated either continuously or on a recurring,
periodic basis.

[0273] If de-identified consumer transaction data is
received, then the data is stored within the de-identified
consumer transaction table 1700 within the OPS database
307 (step 2305). If any of the merchant names in the
de-identified consumer transaction data cannot be identified,
the names are transmitted to the OMS for merchant identi-
fication (see FIG. 5 and associated discussion) before any
redemptions are determined for the specific transactions.
Next, the OPS accesses the matched offer table 1800 from
within the OPS database 307, compares the de-identified
consumer transaction data (using the validated merchant
name(s)) to the data in the matched offer table, and deter-
mines whether one or more previously-placed TMOs have
been redeemed by one or more consumers (steps 2307,
2309). In one embodiment, step 2309 is performed by a
predetermined algorithm that compares each transaction
received from the financial institution (for example, a list of
transactions such as those shown in table 1700) for a
particular consumer with that consumer’s previously-placed
offer(s) in the matched offer table 1800 to determine if any
of the offer criteria of the offers displayed to the consumer
have been satisfied. As described elsewhere herein, each
offer generally defines one or more offer criteria necessary
to redeem the offer, such as “$10 off any purchases of $25
or more made at a Pizza Pub in June”. Thus, if one of the
transactions received from the financial institution meets the
defined criteria of an offer associated with the given con-
sumer’s account, then the offer is defined as redeemed. In
one embodiment, each consumer’s matched offers are stored
in a separate matched offer table or file 1800 to simplify the
comparison process of step 2309 (as well as the previously-
discussed injection process 1900).

[0274] Ifno offers are determined redeemed (based on the
results of step 2309), then the redemption process 2300 for
the particular set of de-identified consumer transaction data
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is ended (step 2311). If, however, an offer is determined
redeemed, then OPS utilizes a pre-determined conversion
algorithm to automatically convert the redemption value, as
stipulated by the originally-presented TMO 113, into the
appropriate rewards type (if different from cash) for the
account associated with the RQP 117 in which the offer was
redeemed (step 2313). For example, a financial institution
205 may dictate that $1.00 in offer value is equivalent to 3
airline miles. Thus, if an offer value of $10.00 was
redeemed, the consumer account will receive 30 airline
miles. Once the reward value has been converted (if neces-
sary), the redemption is recorded by the OPS 207 in an offer
redemption table 2500 (see FIG. 25 and its associated
discussion) (step 2315) in the OPS database 307. Depending
on the particular embodiment, details associated with the
RQP are recorded, such as the time and/or date of the RQP,
the specific advertiser location at which the RQP occurred,
and other similar data (see exemplary data structure 2500).
In one embodiment, the OPS will provide its associated
financial institution(s) with a report or notification of all
RQPs having occurred within a defined period of time,
which the financial institution will in turn utilize to issue
offer redemption payment(s) to the appropriate consumer
account(s) (step 2317).

[0275] In general, the financial institution 205 is directly
reimbursed for the value of each reward paid to a consumer
by the TMS, which in turn receives payment from adver-
tisers for all redeemed offers. Additionally, in one embodi-
ment, an operator of the TMS charges advertisers a fee to
create and execute targeted marketing campaigns. When a
consumer 103 subsequently logs in to his or her financial
institution portal 2100 to view his or her account activity, the
OPS 207 performs a process similar to the injection process
1900 shown in FIG. 19, although rather than merging
matched offers into the portal display, the OPS injects a
notice or icon 119 indicating that the consumer has received
an ORP 225 (see FIG. 27 and associated discussion).
[0276] As will be understood and appreciated by one
having ordinary skill in the art, in order to redeem offers
according to discussed embodiments of the present system
215, a consumer 103 is not required to cut out and use any
coupons, print out any advertisements, enter in any promo-
tion codes, etc. (although, an advertiser can mandate such
coupon usage, if desired). Generally, all that is required is
for a consumer to make a RQP 117 using a payment
mechanism associated with the account in which the original
OQP 115 was made. Once a consumer makes such a RQP,
the associated redemption payment is automatically issued
to the consumer’s account, as described herein.

[0277] FIG. 24 is an exemplary offer impression table
2400 illustrating recorded offers that have been viewed by
consumers 103 based on consumer log-ins to financial
institution portals. FIG. 25 is an exemplary offer redemption
table 2500 illustrating offers that have been redeemed by
consumers based on redemption-qualifying purchases 117.
As will be understood, tables 2400, 2500 are presented for
illustrative purposes only, and embodiments of the present
system 215 are not limited to use of the specific data tables
shown. Each of the tables 2400, 2500 comprises a plurality
of entries representing offer impressions and offer redemp-
tions, respectively, each entry comprising a plurality of data
categories or fields.

[0278] As shown, the each entry in the tables 2400, 2500
includes four data categories or fields: offer identifier (ID)
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2401, 2501, account global unique identifier (GUID) 2403,
2503, date (either of impression or redemption) 2405, 2505,
and time (either of impression or redemption) 2407, 2507.
As will be understood, however, the data categories or files
are not limited to the fields shown, and other embodiments
include additional fields as will occur to one of ordinary skill
in the art. Additionally, in one embodiment, not all data
shown in tables 2400, 2500 is recorded (e.g., time of
impression or redemption is not necessarily recorded). As
will also be understood, although only five data entries are
shown in table 2400 (i.e., entries corresponding to GUIDs
12932, 49830, etc.), and three data entries are shown in table
2500 (i.e., entries corresponding to GUIDs 12932, 80204,
etc.), actual data tables constructed in accordance with
aspects of the present system may include a virtually unlim-
ited number of entries corresponding to a plurality of
impressions and/or redemptions recorded by embodiments
of the present TMS 215.

[0279] As shown, the offer ID fields 2401, 2501 and
account GUID fields 2403, 2503 correspond to similar fields
and data entries shown and discussed previously in conjunc-
tion with FIGS. 13, 16-18, etc. These fields identify the
particular TMOs that are either viewed or redeemed by
consumers, as well as the corresponding consumer accounts
associated with the offers. The date fields 2405, 2505 and
time fields 2407, 2507 indicate the specific dates and times
that offers are viewed and/or redeemed, respectively. Again,
the data fields referred to herein are not limited by the
specific fields shown in FIGS. 24 and 25, and other data
items are contemplated, such as the number of times each
offer is viewed (i.e., number of impressions), specific adver-
tiser location at which an offer is redeemed, the spend
amount associated with each redemption, and other similar
data fields. Generally, the data shown in tables 2400, 2500
is utilized for purposes of issuing redemptions to consumers.
Further, according to one embodiment, the data shown in
tables 2400, 2500 is aggregated (i.e., see campaign results
table 2600), and used for reporting campaign performance to
advertisers. Additionally, as shown, the representative
impression and redemption 2409, 2509 correspond to the
Pizza Pub/Pizza King example referenced in other parts of
this disclosure.

[0280] FIG. 26 is an exemplary campaign results table
2600 illustrating aggregated offer performance data (i.e.,
offer impressions and redemptions). The aggregated offer
performance data comprises a plurality of individual entries
of results for a targeted marketing offer, each entry including
a plurality of data fields. As shown, each entry in the table
2600 includes three data categories or fields: offer identifier
(ID) 2601, offer impressions 2603, and offer redemptions
2605. These fields thus relate specific results of offer impres-
sions and offer redemptions with a particular identified
targeted marketing offer, within a campaign as delimited by
means not shown, such as a particular reporting period, or
for a particular advertiser, etc. As will be understood,
however, the data categories or files are not limited to the
fields shown, and other embodiments include additional
fields as will occur to one of ordinary skill in the art. As will
also be understood, although only three data entries are
shown in table 2600 (i.e., entries corresponding to offer IDs
99999, 40568, etc.), actual data tables constructed in accor-
dance with aspects of the present system may include a
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virtually unlimited number of entries corresponding to cam-
paign results data 301 recorded by embodiments of the
present TMS 215.

[0281] As shown, offer impressions field 2603 illustrates
exemplary, aggregated offer impressions associated with
specific offers. Offer redemptions field 2605 illustrates
exemplary, aggregated offer redemptions associated with
specific offers. According to one embodiment, this data is
aggregated within each OPS 207 and transmitted to the
OMS 211 for reporting to advertisers 213. As will be
understood, various other types of data is included in the
campaign results table 2600 according to various embodi-
ments, including the number of times an offer is “clicked”
(i.e., accessed with a mouse or cursor) for additional infor-
mation by a consumer within a financial institution portal,
information entered by a consumer into a data entry field
associated with an offer, etc. Additionally, as shown, the
representative results entry 2607 corresponds to the Pizza
Pub/Pizza King example referenced in other parts of this
disclosure.

[0282] FIG. 27 illustrates an exemplary screen shot of a
GUI associated with a consumer financial institution portal
2700 with targeted marketing offers (TMOs) 113, a redemp-
tion-qualifying purchase (RQP) 117, and a RQP icon 119
displayed therein according to an embodiment of the present
TMS 215. As shown, the portal display 2700 mirrors the
display shown in FIG. 21, but with the associated RQP and
RQP icon indicated accordingly. The exemplary RQP 117
satisfies the criteria defined in the original exemplary TMO
1134 (i.e., purchase made at a Pizza Pub, in June, for more
than $25), and thus the representative consumer account
shown is credited the $10 dictated in the offer (see FIG. 28
for exemplary rewards page) as constituting an offer
redemption payment (ORP) 225.

[0283] As mentioned previously, because the RQP is car-
ried out using a payment mechanism associated with the
account with which the original OQP was made (as evi-
denced by the fact that the RQP is listed on the same account
summary web page as the OQP), the OPS 207 automatically
recognizes the RQP and instructs the financial institution
205 to pay an associated redemption payment or reward to
the consumer 103. According to one embodiment of the
present system 215, rewards (i.e., ORPs 225) are indicated
on a separate rewards page (e.g., FIG. 28). In other embodi-
ments, however, ORPs are indicated in the amount column
2701 of a transaction summary 1707 (e.g., the amount for
the representative RQP 117 would read $18.93 instead of
$28.93), or listed underneath the RQP itself, or indicated via
some other similar display mechanism.

[0284] As shown in FIG. 27, a RQP icon 119 is provided
in relative juxtaposition with the RQP 117, thus indicating
that the given transaction is in fact a RQP, and that an
associated ORP 225 has been or will be issued to the
particular consumer’s account. The exemplary RQP icon is
shown in FIG. 27 as a circle with a dollar sign contained
therein, but other types of icons and icon images are
contemplated according to various embodiments of the
present system, and can be configured uniquely for each
financial institution. Accordingly, aspects of the present
system are not limited by the specific example icon or
display format shown. Further, in the embodiment shown,
when a consumer 103 hovers a cursor over the RQP icon
119, or clicks or otherwise interacts with the icon via the
financial institution portal 2700, a pop-up redemption mes-
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sage 2703 is displayed to the consumer thanking the con-
sumer for the purchase 117 and describing the savings or
reward that was issued to the consumer. As will be under-
stood and appreciated, the icon 119 and redemption message
2703 are presented for illustrative purposes only, and the
formats and overall use of these elements may vary accord-
ing to various embodiments of the present system. Further,
some embodiments do not use a RQP icon 119 or a redemp-
tion message 2703, and merely issue automatic redemptions
or rewards to consumers’ accounts. Additionally, for TMOs
that do not present possible redemptions, and are merely
advertisements for a particular advertiser, no ORP is issued
and no RQP icon is shown, as there is no potential redemp-
tion available with the TMO.

[0285] FIG. 28 illustrates an exemplary screen shot of a
GUI associated with a consumer financial institution portal
displaying a representative rewards page 2800 according to
an embodiment of the present TMS 215. As will be under-
stood and appreciated, the rewards page 2800 may be
incorporated into a financial institution’s existing, conven-
tional account rewards page, or may comprise a separate
page only displaying rewards associated with embodiments
of the TMS 215. As will also be understood, regardless of
the format of the rewards page, or any other exemplary
screen shot or web page discussed herein, each page inte-
grates seamlessly and adapts to the particular online format
of each respective financial institution 205.

[0286] As shown, rewards tab 2001 is selected, indicating
a rewards display page 2800 within the consumer financial
institution portal. The rewards page 2800 includes a rewards
summary section 2801 listing recent ORPs 225 issued to the
particular consumer 103. Exemplary reward 2803 indicates
the $10 cash back received in association with the Pizza Pub
transaction (shown and discussed previously). Although the
redeemed rewards 225 are shown in FIG. 28 as credits or
cash back, other aspects of the present system incorporate
other forms of rewards, such as airline miles, points, etc.
(discussed previously). In one embodiment, the consumer
103 has the option of redeeming the displayed rewards (i.e.,
receiving a paper check or a credit to one of the consumer’s
accounts). In another embodiment, the rewards are auto-
matically issued to the consumer’s account in the form of a
credit or otherwise. Typically, the rewards associated with
TMOs according to embodiments of the present TMS 215
are handled in a similar manner as conventional rewards
programs run by financial institutions, and, generally, each
financial institution has discretion as to how rewards are
issued.

[0287] Similar to the rewards page 2800 shown in FIG. 28,
some embodiments of the present system 215 incorporate an
offer(s) detail page (not shown) that lists or displays all
pending and/or past offers presented to a given consumer
103, as well as the status of those offers (i.e., available,
redeemed, expired, etc.). In the offer(s) detail page, a con-
sumer has the ability to view his or her TMOs 113 collec-
tively in a centralized location and across many accounts
rather than separately under each account page and OQP
115. An offer(s) detail page is especially useful in circum-
stances in which a consumer has many transactions associ-
ated with a given account, or has many accounts with one
financial institution 205. By collecting the offers on one
page, the consumer is able to conveniently and quickly
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review all available offers associated with his or her financial
institution accounts, as well as keep track of prior redemp-
tions.

[0288] As mentioned previously, as consumers 103 view
and/or redeem offers, these offer impressions and/or
redemptions are recorded by each OPS 207, aggregated, and
subsequently transmitted to the OMS 211 for reporting and
billing purposes. Advertisers 213 are able to view such
campaign results data 301 and assess the overall success
(i.e., performance) of their advertising campaigns. Through
this data, advertisers are able to determine which aspects of
campaigns and offers generate high response rates and
consumer interaction, and which do not. This information is
utilized to shape future campaigns and offers in highly
targeted ways to produce maximum consumer response.
Again, this highly valuable form of marketing is based on
consumer spending habits, yet also accomplished without
disclosure of confidential or private consumer information to
any outside parties.

[0289] FIG. 29 illustrates an exemplary OMS hardware
architecture 2900 upon which an embodiment of the OMS
may be implemented as herein described. FIG. 30 illustrates
an exemplary OPS hardware architecture 3000 upon which
an embodiment of the OPS may be implemented as herein
described. As shown in FIGS. 29-30 and described previ-
ously herein, the hardware components of the OMS 211 and
OPS 207 are specifically designed to carry out the particular
functions and processes of the TMS 215 (i.e., they are
particular machines). As will be understood and appreciated,
the hardware representations 2900, 3000 are shown for
illustrative purposes only, and other hardware variations will
occur to those of ordinary skill in the art. Further, the
hardware implementations shown in FIGS. 29-30 do not
necessarily include representations of detailed hardware
connections via firewall(s) 330, reverse proxies 217, and
other system architecture components shown and described
previously herein.

[0290] As shown, both the OMS and OPS include a bus
2901, 3001 or other communication mechanism for com-
municating information, and one or more processors 2903,
3003 coupled with the bus for processing information. The
OMS and OPS each also include a main memory 2905,
3005, such as a random access memory (RAM) or other
similar dynamic storage device, coupled to the bus 2901,
3001 for storing instructions and information to be executed
by the processor(s) 2903, 3003. In addition, main memory
2905, 3005 may be used for storing temporary variables or
other intermediate information during execution of instruc-
tions to be executed by the processor(s). As shown, the OMS
and OPS both include a read only memory (ROM) 2907,
3007 or other similar static storage device coupled to the bus
for storing static information and instructions for the pro-
cessor(s). Also included within the OMS and OPS are OMS
database 305 and OPS database 307, respectively, which are
coupled to their respective buses and used for storage and
retrieval of various types of system data as previously
described. In one embodiment, as shown previously in FIG.
3, the OPS database 307 (and database server) reside sepa-
rate and apart from an OPS web server, such that the OPS
database resides behind one or more additional financial
institution firewalls 330.

[0291] The OMS and OPS hardware systems 2900, 3000,
respectively, both include a communication interface 2909,
3009, coupled to the communication bus 2901, 3001, which
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provide two-way data communication coupling to a network
link 2911, 3011 that is connected to a local area network
(LAN) 2913, 3013. The communication interface 2909,
3009 generally comprises an Ethernet or similar network
interface card, a digital subscriber line (DSL), or other
similar interface. The network link 2911, 3011 may com-
prise a wireless link, hard-wired link, or other similar link.
Additionally, for ease of reference, firewall(s), reverse prox-
ies 217, DMZ(s), and other ancillary components are not
shown in FIGS. 29-30, but it will be understood that these
components comprise a part of the overall hardware archi-
tecture of embodiments of the present system.

[0292] For the embodiment of the OMS 211 shown in FIG.
29, the network link provides data communication through
the LAN 2913 to the OMS advertiser portal 900 and each
OPS 207 (via the Internet 209), and the system operator
management portal 2915. Thus, all information transmitted
to and from the OPS, or advertisers via the OMS advertiser
portal, or system operators, is transmitted via the commu-
nication link 2911. The system operator management portal
2915 provides access by a system operator or manager to the
overall targeted marketing system (TMS) 215. According to
various embodiments and as will be understood, the system
operator manages system performance, predefines system
parameters, updates system software, and provides a host of
other system management functions. For the embodiment of
the OPS 207 shown in FIG. 30, the network link 3011
provides data communication through the LAN 3013 to the
OMS 211 (via the Internet 209) and a respective financial
institution web server 219 (and further to a financial insti-
tution transaction processor 220, not shown). Again, the
hardware components and connections illustrated in FIGS.
29-30 are presented for illustrative purposes only, and other
system configurations are possible according to various
embodiments of the present inventions.

[0293] The foregoing description of the exemplary
embodiments has been presented only for the purposes of
illustration and description and is not intended to be exhaus-
tive or to limit the inventions to the precise forms disclosed.
Many modifications and variations are possible in light of
the above teaching.

[0294] The embodiments were chosen and described in
order to explain the principles of the inventions and their
practical application so as to enable others skilled in the art
to utilize the inventions and various embodiments and with
various modifications as are suited to the particular use
contemplated. Alternative embodiments will become appar-
ent to those skilled in the art to which the present inventions
pertain without departing from their spirit and scope.
Accordingly, the scope of the present inventions is defined
by the appended claims rather than the foregoing description
and the exemplary embodiments described therein.

What is claimed is:

1. A targeted marketing system operative to deliver a
targeted marketing offer from an advertiser to a consumer of
a financial institution in the form of a targeted marketing
offer display on an electronic display of a client machine
operated by the consumer, the electronic display generated
by an online portal provided by a financial institution
computer system, the online portal operative to provide an
electronic display of the targeted marketing offer to the
consumer in association with the display of information
corresponding to a predetermined financial transaction of the
consumer an online session, comprising:
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an offer placement computer system coupled for secure
communications with the financial institution computer
system, receiving de-identified transaction data pro-
vided by the financial institution computer system that
was derived from financial transaction data of the
financial institution including a plurality of financial
transactions of the consumer, and storing the de-iden-
tified transaction data in a database associated with the
offer placement system;

an offer management computer system providing a cam-
paign generation process for the advertiser, the cam-
paign generation process receiving input from an
advertiser corresponding to at least one campaign, at
least one segment associated with the at least one
campaign, and the terms of a targeted marketing offer
to be provided to the consumer, the targeted marketing
offer associated with the at least one segment, the
campaign generation process further providing cam-
paign data for delivery to the offer placement computer
system, the campaign data comprising at least one
targeted marketing offer for delivery to consumers who
are identified at the offer placement computer system as
belonging to the at least one segment as indicated by
the predetermined financial transaction;

in response to receipt of the campaign data from the offer
management computer system, the offer placement
system conducting a matching process to determine a
set of matches comprising at least one identified pre-
determined transaction of the consumer in the at least
one segment as reflected in the de-identified transaction
data, and storing the at least one identified predeter-
mined transaction in a matched offer table in associa-
tion with at least one targeted marketing offer at the
database associated with the offer placement system;

in response to the consumer’s access to the online portal
of financial institution computer system, the financial
institution computer system providing a display of one
or more financial transactions of the consumer via the
online portal, the display including the identified pre-
determined financial transaction, and providing infor-
mation corresponding to the displayed financial trans-
actions to the offer placement computer system;

at the offer placement computer system, receiving infor-
mation from the financial institution computer system
corresponding to financial transactions of the consumer
displayed on the electronic display within the online
portal including the identified predetermined financial
transaction;

in response to receiving the identified predetermined
financial transaction, retrieving a selected targeted mar-
keting offer from the matched offer table at the offer
placement computer system, and providing the selected
targeted marketing offer to the financial institution
computer system; and

in response to receiving the targeted marketing offer, the
financial institution computer system modifies the elec-
tronic display by inserting the targeted marketing offer
into the display of the financial transactions within the
online portal.

2. The system of claim 1, wherein the offer placement
computer system determines that the identified predeter-
mined financial transaction is being displayed by identifying
an offer triggering event corresponding to an offer qualifying



US 2017/0337582 Al

transaction conducted by the consumer, as reflected in
transaction data maintained by the financial institution com-
puter system.

3. The system of claim 2, wherein the campaign data
includes information corresponding to an offer qualifying
transaction, and wherein the offer placement computer sys-
tem compares the offer qualifying transaction information in
the campaign data to transaction data of the financial insti-
tution corresponding to transactions conducted by the con-
sumer to identify a particular offer qualifying transaction
conducted by the consumer.

4. The system of claim 3, wherein the offer placement
computer system provides information to the financial insti-
tution computer system that enables displaying selected
targeted marketing offer information to the consumer in
association with the display of information corresponding to
the particular offer qualifying transaction provided by the
online portal.

5. The system of claim 2, wherein the offer triggering
event is an online session by the consumer for viewing the
consumer’s financial transactions including the identified
predetermined financial transaction via the online portal.

6. The system of claim 5, wherein the offer placement
computer system selects predetermined targeted marketing
offer information for a particular consumer, and provides
offer placement information to the financial institution com-
puter system that enables display of the predetermined
targeted marketing offer information to the consumer in a
predetermined placement in the online portal.

7. The system of claim 1, wherein the offer management
computer system comprises:

a database for storing targeted marketing campaign data,
the targeted marketing campaign data comprising
advertiser campaign data associated with a particular
advertiser, segment data corresponding to at least one
market segment defining properties of transactions that
qualify for receiving a targeted marketing offer of the
advertiser, and offer data corresponding to at least one
targeted marketing offer;

a component for providing a marketing campaign inter-
face for the advertiser, the marketing campaign inter-
face allowing the advertiser to define campaign data
corresponding to a predetermined marketing campaign
by (a) display of information indicating potential mar-
ket segments definable by the advertiser, (b) advertiser
entry of information for defining a predetermined mar-
ket segment, and (c) advertiser entry of information for
defining a predetermined targeted marketing offer for
delivery to the predetermined market segment; and

a component for outputting the campaign data to the offer
placement computer system to enable delivery of the
predetermined targeted marketing offer to consumers of
the financial institution within the predetermined mar-
ket segment,

whereby consumers in the predetermined market segment
are provided with a display of the predetermined tar-
geted marketing offer during an online session com-
prising a display of transactions of consumers via the
online portal of the financial institution.

8. The system of claim 7, wherein the marketing cam-
paign interface is hosted on a web-accessible server, and
comprises a web-based user interface accessible by a plu-
rality of advertisers that define and manage a plurality of
marketing campaigns.
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9. The system of claim 1, wherein the offer management
computer system is remotely located from the financial
institution computer system.

10. The system of claim 1, wherein the offer management
computer system is remotely located from the offer place-
ment computer system.

11. The system of claim 1, wherein the offer management
computer system comprises:

a processor;

an interface connected for secure communications with
the offer placement computer system;

a web interface for online user interaction with advertis-
ers, operative for displaying information to advertisers
for use in creating targeted marketing campaigns and
receiving information from advertisers for use in cre-
ating targeted marketing campaigns; and

a database for storing campaign data corresponding to
targeted marketing campaigns created by advertisers.

12. The system of claim 1, wherein the offer placement
computer system comprises:

a database for storing targeted marketing campaign data
and transaction data records, the targeted marketing
campaign data including one or more targeted market-
ing offers;

a component for receiving campaign data associated with
an advertiser and storing the campaign data in the
database;

a component for receiving transaction data from the
financial institution corresponding to financial transac-
tions conducted by the consumer and storing the trans-
action data in the database;

a component for matching the transaction data in the
database with the campaign data to identify an offer
triggering event of a particular consumer and for stor-
ing information associated with the offer triggering
event as matched offer data, the matched offer data
including an identifier of a predetermined targeted
marketing offer;

a component for delivering the targeted marketing offer to
the financial institution computer system for delivery
via the online banking portal to the particular consumer
in response to access by the particular consumer of
information corresponding to the consumer’s financial
transactions, via the display of a targeted marketing
offer via the online banking portal.

13. The system of claim 1, wherein the offer placement
computer system is physically co-located with the financial
institution computer system associated with the financial
institution and utilizes network security protections of the
financial institution, and receives de-identified transaction
data from a transaction system associated with the financial
institution computer system.

14. The system of claim 13, wherein the offer manage-
ment computer system is in a different physical location than
the offer placement computer system and the financial
institution computer system and is operatively connected to
the offer placement computer system and the financial
institution computer system via a reverse proxy.

15. The system of claim 1, wherein the offer placement
computer system comprises:
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a processor;
an interface connected for secure communications with
the financial institution computer system, to receive
data corresponding to transactions conducted by con-
sumers;

an interface connected for secure communications with

the offer management computer system;

a database for storing campaign data received from the

offer management computer system;

a database for storing targeted marketing offer informa-

tion;

a database for storing offer triggering event information;

and

a program component operative to access said databases

to carry out the functions of the offer placement com-
puter system in response to receipt of information from
the financial institution computer system.

16. A computer-implemented method for delivering a
targeted marketing offer from an advertiser to a consumer of
a financial institution in the form of an targeted marketing
offer display on an electronic display of a client machine
operated by the consumer, the electronic display generated
by an online portal provided by a financial institution
computer system, the online portal operative to provide an
electronic display of the targeted marketing offer to the
consumer in association with the display of information
corresponding to a predetermined financial transaction of the
consumer during an online viewing session, comprising the
steps of:

at an offer placement computer system coupled for secure

communications with the financial institution computer
system, receiving de-identified transaction data pro-
vided by the financial institution computer system that
was derived from financial transaction data of the
financial institution including a plurality of financial
transactions of the consumer, and storing the de-iden-
tified transaction data in a database associated with the
offer placement system;

at an offer management computer system, providing a

campaign generation process for the advertiser, the
campaign generation process receiving input from an
advertiser corresponding to at least one campaign, at
least one segment associated with the at least one
campaign, and the terms of a targeted marketing offer
to be provided to the consumer, the targeted marketing
offer associated with the at least one segment, the
campaign generation process further providing cam-
paign data for delivery to the offer placement computer
system, the campaign data comprising at least one
targeted marketing offer for delivery to consumers who
are identified at the offer placement computer system as
belonging to the at least one segment as indicated by
the predetermined financial transaction;

at the offer placement system, in response to receipt of the

campaign data from the offer management computer
system, conducting a matching process to determine a
set of matches comprising at least one identified pre-
determined transaction of the consumer in the at least
one segment as reflected in the de-identified transaction
data, and storing the at least one identified predeter-
mined transaction in a matched offer table in associa-
tion with at least one targeted marketing offer;

in response to receipt of the campaign data from the offer

management computer system, the offer placement
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system conducting a matching process to determine a
set of matches comprising at least one identified pre-
determined transaction of the consumer in the at least
one segment as reflected in the de-identified transaction
data, and storing the at least one identified predeter-
mined transaction in a matched offer table in associa-
tion with at least one targeted marketing offer at the
database associated with the offer placement system;
in response to the consumer’s access to the online portal
of financial institution computer system, the financial
institution computer system providing a display of one
or more financial transactions of the consumer via the
online portal, the display including the identified pre-
determined financial transaction, and providing infor-
mation corresponding to the displayed financial trans-
actions to the offer placement computer system;

at the offer placement computer system, receiving infor-

mation from the financial institution computer system
corresponding to financial transactions of the consumer
displayed on the electronic display within the online
portal including the identified predetermined financial
transaction;

in response to receiving the identified predetermined

financial transaction, retrieving a selected targeted mar-
keting offer from the matched offer table at the offer
placement computer system, and providing the selected
targeted marketing offer to the financial institution
computer system; and

in response to receiving the targeted marketing offer, the

financial institution computer system modifies the elec-
tronic display by inserting the targeted marketing offer
into the display of the financial transactions within the
online portal.

17. The method of claim 16, wherein the determining that
the identified predetermined financial transaction is being
displayed comprises identifying an offer triggering event
corresponding to an offer qualifying transaction conducted
by the consumer, as reflected in transaction data maintained
by the financial institution.

18. The method of claim 17, wherein the campaign data
includes information corresponding to an offer qualifying
transaction, and further comprising the step of comparing
the offer qualifying transaction information in the campaign
data to transaction data of the financial institution corre-
sponding to transactions conducted by the consumer to
identify a particular offer qualifying transaction conducted
by the consumer.

19. The method of claim 18, wherein the offer placement
computer system provides information to the financial insti-
tution computer system that enables displaying the selected
targeted marketing offer information to the consumer in
association with the display of information corresponding to
the particular offer qualifying transaction provided by the
online portal.

20. The method of claim 17, wherein the offer triggering
event is an online session by the consumer for viewing the
consumer’s financial transactions including the identified
predetermined financial transaction via the online portal.

21. The method of claim 20, further comprising the steps
of selecting predetermined targeted marketing offer infor-
mation for a particular consumer, and

providing offer placement information to the financial

institution computer system that enables displaying the
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predetermined targeted marketing offer information to
the particular consumer in a predetermined placement
in the online portal.

22. The method of claim 21, wherein the offer manage-
ment computer system comprises:

a processor;

a web interface for online user interaction with advertis-
ers, operative for displaying information to advertisers
for use in creating targeted marketing campaigns and
receiving information from advertisers for use in cre-
ating targeted marketing campaigns; and

a database for storing campaign data corresponding to
targeted marketing campaigns created by advertisers.

23. The method of claim 22, wherein the offer manage-
ment computer system comprises a database for storing
campaign data, the campaign data comprising advertiser
campaign data associated with a particular advertiser, seg-
ment data corresponding to at least one market segment
defining properties of transactions that qualify for receiving
a targeted marketing offer of the advertiser, and offer data
corresponding to at least one targeted marketing offer, and
further comprising the steps of:

receiving aggregated consumer transaction data from the
financial institution;

providing a marketing campaign interface for an adver-
tiser, the marketing campaign interface allowing the
advertiser to define campaign data corresponding to a
predetermined marketing campaign by (a) display of
information derived from the aggregated consumer
transaction data indicating potential market segments
definable by the advertiser, (b) advertiser entry of
information for defining a predetermined market seg-
ment, and (c) advertiser entry of information for defin-
ing a predetermined targeted marketing offer for deliv-
ery to the predetermined market segment; and

outputting the campaign data to the offer placement
computer system to enable delivery of the predeter-
mined targeted marketing offer to consumers of the
financial institution within the predetermined market
segment,

whereby consumers in the predetermined market segment
are provided with a display of the predetermined tar-
geted marketing offer during an online session com-
prising a display of transactions of consumers via the
online portal of the financial institution.

24. The method of claim 23, wherein the marketing
campaign interface is hosted on a web-accessible server, and
comprises a web-based user interface accessible by a plu-
rality of advertisers that define and manage a plurality of
marketing campaigns.

25. The method of claim 21, wherein the offer manage-
ment computer system is remotely located from the financial
institution computer system that provides the online portal.

26. The method of claim 16, wherein the step of deliv-
ering information corresponding to the targeted marketing
offer is carried out by an offer placement computer system,
wherein the step comprises providing the targeted marketing
offer information for insertion by the online portal into a
display of the consumer’s financial transactions.
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27. The method of claim 26, wherein the offer placement
computer system is physically co-located with a financial
institution computer system associated with the financial
institution and utilizes network security protections of the
financial institution, and receives de-identified transaction
data from a transaction system associated with the financial
institution computer system.
28. The method of claim 27, wherein the offer manage-
ment computer system is in a different physical location than
the offer placement computer system and the financial
institution computer system and is operatively connected to
the offer placement computer system and the financial
institution computer system via a reverse proxy.
29. The method of claim 26, wherein the offer placement
computer system comprises:
a processor;
an interface connected for secure communications with a
financial institution computer system, to receive data
corresponding to transactions conducted by consumers;

an interface connected for secure communications with an
offer management computer system that provides cam-
paign data;

a database for storing campaign data received from the

offer management computer system;

a database for storing targeted marketing offer informa-

tion;

a database for storing offer triggering event information;

and

a program component operative to access said databases

to carry out the functions of the offer placement com-
puter system in response to receipt of information from
the financial institution computer system.

30. The method of claim 26, wherein the offer placement
computer system comprises a database for storing campaign
data and transaction data records, the campaign data includ-
ing one or more targeted marketing offers, and further
comprising the steps of:

receiving campaign data associated with an advertiser and

storing the campaign data in the database;

receiving transaction data from the financial institution

corresponding to financial transactions conducted by
the consumer;

storing the transaction data in the database;

matching the transaction data in the database with the

campaign data to identify an offer triggering event of a
particular consumer;

storing information associated with the offer triggering

event as matched offer data, the matched offer data
including an identifier of a predetermined targeted
marketing offer; and

delivering the targeted marketing offer to the financial

institution computer system for delivery via the online
portal associated with the financial institution to the
particular consumer in response to access by the par-
ticular consumer of information corresponding to the
consumer’s financial transactions, via the display of a
targeted marketing offer via the online portal.

#* #* #* #* #*



