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METHOD FOR PROVIDING INFORMATION AND RECOMMENDATIONS BASED ON USER ACTIVITY

[0001] This is a continuation of pending patent application Ser. No. 10/611,097 filed on Jun. 30, 2003 entitled A METHOD FOR PROVIDING INFORMATION AND RECOMMENDATIONS BASED ON USER ACTIVITY, which is a divisional of issued U.S. Pat. No. 6,611,881, issued on Aug. 26, 2003, entitled METHOD AND SYSTEM OF PROVIDING CREDIT CARD USER WITH BARCODE PURCHASE DATA AND RECOMMENDATION AUTOMATICALLY ON THEIR PERSONAL COMPUTER.

BACKGROUND

[0002] 1. Field of the Invention
[0003] The invention relates to a method for customizing searches of the internet. More specifically, the invention relates to a method for searching the internet and providing customized recommendations responsive to a user's real world activities.

[0004] 2. Background
[0005] The internet is ubiquitous in popular culture. As more and more people go on-line and begin experiencing what the internet has to offer, more and more people are becoming frustrated with the huge amount of data available for consumption via the enormous number of web sites existing in cyberspace. This includes users at home or at work using the internet to pursue hobbies, do homework, do research for school or work projects, etc.

[0006] After a user establishes a connection with the internet, the user typically wants to find information of some sort. A common method of finding information on the internet is by using one of the plethora of internet web search engines, e.g., ALTAVISTA.COM, GO.COM, and GOTO.COM. After entering key words describing a concept, thing or event, a multitude of web sites are provided to the user. However, because of the enormous number of web sites that exist in cyberspace, all but the most specialized requests return at least hundreds, typically thousands, and often tens of thousands of web sites. The order in which the web sites are presented is determined by rules at the search engine or randomly. One such rule is based on fees paid by web sites to be listed with the search engine such that the entities paying the larger sums have their web sites displayed on the top of the list provided to the user, e.g., GOTO.COM.

[0007] To assist users in beginning to manage the enormous amount of data available on the internet, many web sites provide a rudimentary customization of information for the user. These rudimentary customizations are, however, limited to selection and organization of the information available on the particular web sites and not over the entire internet. For example, shopping web sites allow users to select favorite product areas, choose favorite designers and manufacturers, specify user information such as sizes and colors, etc. (e.g., BLUEFLY.COM). Other examples include news sites which display categories of news based on user specified interest areas and user information such as geographical location. (e.g., MYPAGE.GO.COM).

[0008] Internet activity of users is monitored by various companies that track usage patterns of internet web surfers. Web site operators use this information to direct adds to users based on typical web surfing patterns. These advertisements are, thus, responsive to users’ interests as reflected in web site visitations. However, consumers and businesses do not have access to this information.

[0009] In the real world, the activities of persons and businesses are also tracked to a limited extent. For example, when a consumer makes purchases at a grocery or drug store, consumers often swipe a personal identification card to obtain discounted prices. Similarly, when purchases are made by consumers and businesses at membership only stores, a membership identification card is presented. In this way, retailers track information about and monitor the buying habits of their customers. However, consumers and businesses do not have access to this information.

[0010] The real world of bricks and mortar stores and cyberspace are beginning to overlap. Companies are now producing internet connected cash registers which have instant access to inventory and the company’s web site, including web placed orders. To authorize a credit card transaction, cash register computers connected to the internet obtain automatic authorization of credit card purchases via the internet. In addition, to give users confidence in the security of transactions over the internet and to ease making purchases on the internet, credit card companies have developed credit cards which can be inserted into card readers attached to a user’s personal computers which authorize and ease on-line purchases.

[0011] Although the internet promises to be pervasive in our society, credit cards already are. Consumers routinely use credit cards to pay for any kind of transaction imaginable, from purchasing groceries, to paying for a dental exam, to buying movie tickets. Businesses also use credit cards for purchasing employee travel, office supplies, office equipment, etc. When credit card transactions are transmitted to the credit card issuer, limited information such as the total amount of the transaction and the name of the entity to be credited are maintained. In this way, general buying habits are monitored and maintained by credit card companies and are offered for sale. However, consumers and businesses do not have access to this information.

[0012] Consumers and groups of consumers have not benefited from and do not have access to the plethora of information maintained about them by retailers, credit card companies, internet tracking companies, and others. Similarly, businesses have not benefited from and do not have access to the plethora of information maintained about them and their employees by retailers, credit card companies, internet tracking companies, and others.

BRIEF SUMMARY OF THE INVENTION

[0013] A method for providing recommendations to a user based on user activity. A plurality of activity data tracking a plurality of activities of a user is obtained. The activity data may be obtained over a wide area network such as the internet or downloaded from a data card which stores activity data whenever the user participates in an activity. The activity data is either stored on the data card or transmitted over the network whenever the user uses a card when participating in any activity such as when making a purchase of goods, paying for services, watching television, etc. The activity data is processed to identify a plurality of user patterns. The user patterns are used to form a user profile and may include user habit data. Recommendations specific to the user based on the user patterns are then created for and provided to the user. The recommendations are provided to a user when the user logs
onto a computer network such as the internet. The recommenda-
dations may also be provided by electronic mail, electronic
pager or other methods. The recommendations are provided by
various data analysis techniques including rule based
inference engines and other forms of artificial intelligence.

BRIEF DESCRIPTION OF THE DRAWINGS

[0014] FIG. 1A illustrates the activities performed by a
profiler system user.
[0015] FIG. 1B illustrates an example of the information
and recommendations provided to a profiler system user after
logging on to the profiler system.
[0016] FIG. 1C illustrates another example of the informa-
tion and recommendations provided to a profiler system user
after logging on to the profiler system.
[0017] FIG. 2A illustrates the activities performed by a
profiler system user in which financial transaction informa-
tion and activity data are communicated via the internet.
[0018] FIG. 2B illustrates the activities performed by a
profiler system user and group manager in which financial
transaction information and activity data are communicated
via the internet.
[0019] FIG. 3A illustrates the activities performed by a
profiler system user in which financial transaction informa-
tion and activity data are stored on a data card.
[0020] FIG. 3B illustrates the activities performed by a
profiler system user and group manager in which financial
transaction information and activity data are stored on a data
card.
[0021] FIG. 4 illustrates various devices connected to the
internet and other devices with which the profiler system is
used.
[0022] FIG. 5 illustrates the point of sale activities of a
profiler system provider.
[0023] FIG. 6A illustrates the activities of a profiler system
profiler server when initializing a profiler system user.
[0024] FIG. 6B illustrates the activities of a profiler system
profiler server when initializing a profiler system group.
[0025] FIG. 6C illustrates the activities of a profile system
profiler server when used by a single user.
[0026] FIG. 6D illustrates the activities of a profiler system
profiler server when used by a group and a group manager.

DETAILED DESCRIPTION

[0027] As credit card use is pervasive and as the internet is
becoming more and more popular, various embodiments of
this invention combine certain elements of both to increase
the user’s enjoyment of the internet by making the internet
more useful. To achieve this, the user of the internet is pro-
vided a data card. The data card is a transportable recordable
medium (TRM) known to those skilled in the art. In one
embodiment, the TRM may include a magnetic strip contain-
ing data and a writeable memory device. In another embodi-
ment, the TRM may be comprised of a writeable memory
device. In either of these embodiments, the TRM may also
include transmitting and receiving means for sending and
receiving the data stored on the memory device portion of the
TRM. Generally, whenever the user participates in any ac-
ctivity, the user presents the data card, and information about
the activity is either stored on the card or transferred over the
internet to a profiler server. The profiler system then provides
customized data and web site references to the user. The
profiler may also be used to assist groups such as groups of
neighbors or relatives, or a business. In such embodiments,
the profiler can search and locate bulk discounts and auto-
matically request bids for goods and services regularly pur-
chased based on group members’ real world activities.

A. Using a Profiler System to Retain Activity Data and Pro-
vide Customized Recommendations

[0028] FIG. 1 illustrates the activities performed by a
profiler system user. In one embodiment, every provider of any
and all goods, services, entertainment, etc. maintains a cash
register or computer coupled with or including a device to read,
and in some embodiments, write, to the data card. Devices for reading from and writing to the data card are
denoted p-boxes, short for profiler boxes. The p-boxes allow
for reading from and or writing to, and in some embodiments
transmitting data to and receiving data from, the data card. In
one embodiment, whenever a user makes a purchase at a retail
establishment, pays for services rendered, etc., the user pre-
jects the data card, swipes the card at a p-box, that is, slides it
through a data card reader, as shown in block 10. After swip-
ing the card, the user then authorizes access to the data card
and its features. In one embodiment, this is achieved by the
user entering a personal identification number (PIN), such as
by typing onto a key pad, as shown in block 12. The PIN is
then compared to an encoded, previously stored PIN on the
data card or stored on the profiler server. In another embodi-
ment, a number print of the user is scanned and compared with
data stored either on the data card or on the profiler server to
authenticate use of the data card. In addition, in other embodi-
ments, authorization may be achieved by any method known
to those skilled in the art, including but not limited to retinal
scan and voice print recognition.

[0029] In one embodiment, the data card is swiped in addi-
tion to making payment by any traditional method. That is,
the data card is swiped in addition to swiping a credit card or
debit card or paying with cash or bank check. In such an
embodiment, activity data reflecting the activity is transferred
to a profiler server via a wide area network (WAN) such as the
internet, as shown in block 14. In one embodiment, this trans-
fer of activity data is transparent to the user. In various
embodiments, transmission of activity data over the internet
may be done securely by any encryption method known to
those skilled in the art. In this way, the user’s activity data
remains private.

[0030] Activity data provides details about the activity
entered into by the user. In one embodiment, activity data may
include retail transaction data such as what items were pur-
chased in what quantity and at what price. For example, when
grocery shopping, each item purchased, the quantity of the
items, and the price for the items is included as activity data.
Another example of activity data is service provider data such
as what service was provided and at what price. Examples of
services are numerous and include car wash, hair cut, garden-
ing, maid service, plumbing repair, roof repair, and so on. If
when making a purchase the user wants to keep the activity
private or hidden from the profiler system, all the user need do
is not swipe the data card.

[0031] After participating in some activities, the user then
goes home and, in one embodiment, inserts the data card at a
p-box attached to the user’s personal computer, as shown in
block 16. The user’s computer may be any computing device
such as a cellular telephone, portable computer, electronic
personal organizer, desktop computer, dedicated internet
device, etc. with access to a WAN such as the internet.
addition, the location of the personal computing device is not limited to the home, but may be any location convenient to the user, including, but not limited to, home, car, office, shopping mall, park, beach, etc. In this embodiment, to access the activity data transmitted when making payment for a transaction, a user’s computer includes a p-box. The p-box may be included in or attached to the user’s computing device. The user then authorizes access to the data card and the profiler system. In one embodiment, the user achieves this authorization by entering a PIN and logging on to the profiler server via the internet, as shown in block 18. Immediately upon connecting to the profiler server, the user is automatically provided web sites, recommendations and other relevant information as shown in block 20. The web sites and recommendations provided by the profiler servers are customized to the user and are based on user patterns such as buying habits, eating habits, entertainment habits, and others culled from examining and processing the user’s activity data.

In another embodiment, the data card is not just read but is written to when the user pays for goods or services, or pays for entertainment or participates in any activity. In this embodiment, the p-boxes are data card readers/writers. Whenever a user makes a purchase at a retail establishment, pays for services rendered, etc., the user presents the data card by inserting it into a provider p-box, as shown in block 22. After inserting the data card, the user then authorizes access to the data card and its features. In one embodiment, this is achieved by entering a PIN, as shown in block 24. In this embodiment, the data card is used in addition to making payment by any traditional method. In such an embodiment, activity data reflecting the activity is transferred to the user’s data card, as shown in block 26. That is, activity data providing details about the activity is written onto the data card according to any method known to those skilled in the art. In various embodiments, activity data is stored securely on the data card by any encryption method known to those skilled in the art. In this way, the user’s activity data is protected from dissemination in the event the card is lost or stolen. As above, if when making a purchase the user wants to keep the activity hidden, all the user need do is not insert the data card.

The data card of the profiler system may also be used when participating in activities for which no payment is made. One example of this involves watching television and using a home television monitor. In one embodiment, when watching television, a data card is placed in the television and activity data is either stored on the card or transmitted to the profiler server. In this embodiment, activity data includes the program watched, the channel watched, the time of day the program aired, and the length of time the television was turned on. In a related embodiment, when using a television connected to a video tape player, video disc player, cable box or satellite dish, the user places the data card in a data card enabled video tape player, video disc player, cable box or satellite box such that activity data regarding the programs watched is recorded onto the data card. In another embodiment, the activity data is transmitted to the profiler server over the internet via any connection to the internet known to those skilled in the art, including, but not limited to a television cable, a satellite connection, a digital subscriber line (DSL), T1 lines, etc.

Another example of activities not involving payment for which the data card is used is using the data card when in a motor vehicle such as a car or truck. In this embodiment, information about the vehicle’s systems and use of the vehicle is stored on the data card. In this embodiment, the activity data may include, but is not limited to, at what time of day the vehicle is driven, for what period of time the vehicle is in operation, and for what distance the vehicle is driven. In a related embodiment, the data card is used as an access device such that the car cannot be started unless the card data is inserted into a data card receiver located in the vehicle. In such an embodiment, a PIN or other form of authorization may also be required in conjunction with the data card to allow for starting the motor vehicle.

Yet another example of activities not involving payment for which the data card is used is using the data card when making telephone calls, both with cellular telephones and with traditional telephones connected to fixed lines. In such embodiments, the telephone includes a data card receiver that records activity data about the phone calls made. Such phone activity data may include, but is not limited to, the phone numbers called, the length of the call, and the telephone carrier used. In a related embodiment, the data card is used as an access device such that the telephone cannot be used unless the data card is inserted into a data card receiver located in the phone. In such an embodiment, a PIN or other form of authorization may also be required in conjunction with the data card to allow for using the telephone.

After participating in some activities, the user then goes home and inserts the data card at a p-box attached to the user’s personal computer, as shown in block 30. The user then authorizes use of the profiler system by entering a PIN or performing another form of authorization when logging on to the profiler application program on the user’s computer, as shown in block 32. In one embodiment, upon connecting to the profiler application program, the activity data is uploaded from the data card to the user’s computer, as shown in block 34. In one embodiment, the uploading is automatic and may be hidden from the user. In another embodiment, the profiler application program asks the user if the user would like to transfer activity data from the data card to the user’s computer. After logging onto the internet, as shown in block 35, the new activity data is then uploaded from the user’s computer to the profiler server, as shown in block 36. In one embodiment, the uploading is automatic and may be hidden from the user. In another embodiment, the profiler application program asks the user if the user would like to transfer activity data from the user’s computer to the profiler server.

Upon connecting to the profiler server, and after uploading new activity data, the user is automatically provided web site recommendations and other relevant information tailored to the user, as shown in block 20. The customized web site recommendations and other data are reflective of the user’s lifestyle and are based on the user profile which is culled from the activity data, and derived, inferred and extrapolated from user patterns and habits. In one embodiment, user profile data provided by the user may also be used in determining the recommendations and data.

In one embodiment, the web sites are arranged on the user’s screen grouped in categories and may be placed in multi-layered folders, or arranged in other ways known to those skilled in the art. In another embodiment, the user may customize how and in what format or organization the recommendations and information are displayed. In one embodiment, the arrangement is based on examination and evaluation of user patterns culled from the activity data. In another embodiment, the arrangement is designated by the user in a user profile and determined by the profiler server.
conjunction with the user’s interests based on examination and evaluation of user patterns culled from the activity data. The user then proceeds to investigate the various web sites listed and view the recommendations and relevant data, as shown in block 20.

[0039] Examples of web site recommendations and relevant data which the user receives are numerous. In one embodiment, text and graphical icons are displayed representing categories or groupings of recommendations and data, and the user selects a category or grouping by clicking on the text or an icon according to methods known to those skilled in the art. For example, in one embodiment when the user clicks on the entertainment category, the user receives a list of recommended newly released compact discs, upcoming concerts, upcoming television and cable shows of interest, as well as information about favorite entertainers. In one embodiment, this information may be displayed immediately, or in another embodiment, a grouping of icons representing sub-categories may appear from which the user chooses by clicking on to obtain the information listed in the prior sentence. In yet another embodiment, textual information of interest will be displayed adjacent to links to related web sites. The recommendations and information provided are reflective of the user’s habits and interests as they are derived from the user’s activity data, user patterns, habit data and/or the user profile.

[0040] FIG. 1B illustrates an example of the information and recommendations provided to a profiler system user after logging on to the profiler system. In this example, a portion of the user’s display contains a list of categories or groupings including, but not limited to, shopping, entertainment, health, business, news, computers, food, events and friends, as shown in block 1. In another embodiment, the list may not be a list, but may be a grouping of icons. After selecting “shopping” by clicking on the text or an icon representation, the user then sees a new list of sub-categories, this one comprising recent purchases, suggestions, coupons, sales, and history, as shown in block 2. If the user selects “recent”, a list of stores at which the user recently shopped is displayed, as shown in block 3. If the user clicks on “Vons”, an even list of sub-sub-categories is displayed showing receipt, compare, suggestions, coupons, and shopping list, as shown in block 4. If the user selects “compare”, in one embodiment, the profiler system takes the most recent Vons purchases, obtains prices for the same items from other local grocery stores, as well as one on-line merchant, and provides the results to the user, as shown in block 5. In this embodiment, the distance from the particular stores is also displayed, and with regard to the on-line store, the user only needs to click on the total (or other associated region of the on-line merchant area of the display) to initiate purchasing the same items that were recently purchased at Vons.

[0041] FIG. 1C illustrates another example of the information and recommendations provided to a profiler system user after logging on to the profiler system. In this example, the user selects “health” by clicking on the text or a health icon from a list or grouping of icons representing categories, as shown in block 6. The user is then presented with a list or grouping of sub-categories and selects “WARNINGS”, as shown in block 5. The profiler system then provides a window or display area that lists health warnings, as shown in block 8. In this example, the profiler system determined from the activity data that the user was prescribed and/or had purchased the drug Nizrol. The profiler system then processed this information, issued internet queries and/or consulted its own database, and provided a drug warning concerning the side effects of the drug. In addition, the profiler system also cross-referenced certain data it received about the drug with the user’s recent activity data, which included an ice cream purchase, and prepared a warning about when the medication should be taken. That is, because retrieved drug data stated that the medication should not be taken with milk products, the profiler system issued a warning to the user not to take the drug when eating recently purchased ice cream.

[0042] In another embodiment, upon logging on to the profiler system, the user is also provided email messages providing recommendations and relevant information based on user patterns and habit data derived and extrapolated from the activity data. Such email may be sent to the user at any time, and the user receives such email when checking email by any method known to those skilled in the art, such as for example, via cellular telephone or other portable computing device. In yet another embodiment, the user may receive electronic pages or other transmissions from the profiler system via any method known in the art, including email, that provide pertinent information and recommendations. In either or both of the prior embodiments, the information and recommendations may be, for example, airline flight time data, an alert not to eat certain purchased food based on health data, or product recall notice information regarding recently purchased products. In yet another embodiment, the user’s email may be sorted into categories by the profiler system, directed into themed groupings and presented with and under the categories of information and recommendations provided when logging on. In a related embodiment, the user’s email may be sorted and stored by the profiler system as themed mail boxes or stored under themed icons in the mailer program.

[0043] In addition, when logged on to the internet, in one embodiment, the user can choose from various personal analysis programs to evaluate the user’s buying and other habits. In one embodiment, the personal analysis programs are provided as plug-ins to the profiler application program such that additional plug-ins can be either purchased or downloaded by the user. In another embodiment, the personal analysis programs are provided by the profiler server as special purpose mini-application programs, such as JAVA applets, that are downloaded when the user requests a particular personal analysis program. In one embodiment, the personal analysis programs evaluate data stored on the user’s personal computer. In another embodiment, the personal analysis programs evaluate data stored on or uploaded to the profiler server.

[0044] An example of a personal analysis program is a personal accounting profiler. Upon obtaining and running the personal accounting profiler, in one embodiment, the user invokes the personal accounting profiler from a pull-down menu and/or by clicking on a graphically displayed icon. When the personal accounting profiler opens on the user’s screen, the user may request it to perform any one of a number of typical and helpful accounting tasks. In one embodiment, the user requests the personal accounting profiler to examine activity data to determine the amount of money spent in one of a plurality of categories, including, but not limited to, dining out, gasoline, entertainment, video rentals, etc. over a specified period of time, such as the last week, last month, last year, or a defined period with a start and end date. The user interface may be any interface known to those skilled in the art including, but not limited to, pull-down menus, text tags adjacent to buttons, pull-down bars, sliders, etc. In addition,
other analysis options may be provided, such as to provide all potential tax deductions as derived from the activity data. In one embodiment, the personal accounting profiler runs while the user is connected to the internet, and the activity data is obtained from a profiler server. In another embodiment, the user need not be connected to the internet when running the personal accounting profiler, and activity data is accessed from the user’s personal computer.

Another example of a personal analysis program is a personal shopping profiler. Upon obtaining and running the personal shopping profiler, in one embodiment, the user invokes the personal shopping profiler from a pull-down menu and/or by clicking on a graphically displayed icon. When the personal shopping profiler opens on the user’s screen, the user may request it to perform any one of a number of helpful analysis tasks. In one embodiment, the user requests the personal shopping profiler to examine activity data to determine the amount of money spent on one of a plurality of categories or kinds of clothing, including, but not limited to, shirts, blouses, pants, suits, underwear, panties, ties, shoes, dress shoes, athletic wear, athletic shoes, dress shoes, etc. over a specified period of time, such as the last month, last year, or a defined period with a start and end date. The personal shopping profiler may also allow for analysis of brands purchased, or provide a list of all items purchased manufactured by a specified company or from a specified retailer. More detailed analysis may also be provided such as providing a list of all clothing purchased made from cotton, from where it was purchased, and when, or providing a list of what foods containing milk were purchased, from what store, and when. In one embodiment, the personal shopping profiler runs while the user is connected to the internet, and the activity data is obtained from a profiler server. In another embodiment, the user need not be connected to the internet when running the personal shopping profiler, and activity data is accessed from the user’s personal computer.

Referring again to FIG. 1A, with regard to any of these embodiments, the user requests analysis from the profiler system, either the profiler server or the profiler application program, as shown in block 40. After providing any additional information required by the personal analysis program, the personal analysis program runs, and the user then reviews the data provided, as shown in block 42.

Further, when the user is logged on to the internet, in one embodiment, the user may request a web search from the profiler server, as shown in block 44. After initiating a web search, the profiler filters and evaluates the multitude of web pages responsive to the search and only provides the most pertinent web sites to the user based on the user patterns culled from the activity data. The user then reviews the web sites provided by the profiler server, as shown in block 46.

Furthermore, in one embodiment, after entering basic user data into a user profile upon initially using the profiler system, or, in another embodiment, after the profiler server has created a user profile for the user, the user has the opportunity to update the user profile data whenever the user chooses, as shown in block 48. A user may choose to update the user profile for any number of reasons, such as to change a work or home address, to change color or brand preferences, to change weight or size information, etc. The user profile is discussed in more detail below with regard to the profiler server.

B. Using the Profiler System to Retain Activity Data, Make Payments and Provide Customized Recommendations that may Include Offers from Suppliers of Goods and Services

FIG. 2A illustrates the activities performed by a profiler system user in which financial transaction information and activity data are communicated via the internet. In this embodiment, the data card is used to make a payment similar to a traditional transaction involving a credit card or a debit card. In this embodiment, when making any payment, the user presents the data card and swipes the card at a p-box, as shown in block 50. After swiping the card, in one embodiment the user then authorizes access to the data card and its features by entering a PIN or performing another form of authorization, as shown in block 52. The user then is provided with a list of accounts from which to choose. Payment for the transaction will then be taken from or debited to the selected account. The list of accounts, in one embodiment, is obtained from the profiler server over the internet. The accounts are any accounts the user has previously selected to be accessible via the data card when setting up or editing a user profile. The accounts may be credit card accounts, bank checking accounts, bank savings accounts, money market or any other accounts from any number of financial institutions or entities. The user then selects an account to be used for payment of the transaction, as shown in block 54. The user then approves the transaction, as shown in block 56, by, in one embodiment, responding to a question displayed on a screen asking the user to confirm that a specified total amount of the transaction will be drawn from the specified account.

In one embodiment, after the user approves the transaction, information about the financial transaction is transmitted to the financial institution over the internet, as shown in block 58. In addition, activity data is transferred to a profiler server via the internet, as shown in block 60. The transmission to the financial institution and the profiler server may both be hidden from the user.

After participating in some activities, the user then goes home and inserts the data card at a p-box attached to the user’s personal computer, as shown in block 62. The user then authorizes access to the profiler system by entering a PIN or performing another form of authorization when logging on to the profiler server via the internet, as shown in blocks 64 and 66. In one embodiment, upon connecting to the profiler server, activity data that has been collected by the profiler server when the user was participating in activities is automatically downloaded to the user’s computer, as shown in block 68. In this embodiment, activity data is only temporarily stored on the profiler server so that only the user maintains a full set of activity data such that only the user has access to and control of the personal activity data. In such an embodiment, the profiler server maintains only user habit data, user patterns, and/or the user profile. This provides added privacy to the system so that a user does not worry about what continued use the profiler server is making of the activity data. In addition, in another embodiment, the user may select and delete activity data items on the user’s personal computer. In this way sensitive, personal activity data of any kind can be removed so that no one has access to it. Upon logging on to the profiler system, the user is then automatically provided web sites, recommendations and other information tailored to the user, as shown in block 70.

To address privacy and security concerns of profiler system users, in other embodiments, the user may choose what kind of access should be allowed to the data card during
the current transaction or activity. In one embodiment, for example, the user may want to opt out of the payment function of the data card. In such an embodiment, before account information is displayed, the user chooses whether payment will be made via the data card or will be made external to the data card, that is by a traditional method such as credit card, debit card, cash or bank check. In another related embodiment, the password entered by the user automatically designates the level of use of the data card. In such an embodiment, when initializing the card, the user may set passwords which, when entered, automatically block access to financial accounts while allowing access to basic personal information and causing activity data to be stored on the data card and/or transferred. In other embodiments, there may be multiple levels of access to the card based on a plurality of passwords. For example, one password may allow access to health and medical information stored on the data card; another may allow access to health and medical information as well as financial data; yet another may only allow for activity data to be transferred over the internet to the user’s account on a profiler server or onto the data card; and yet another may allow for financial data to be accessed and for activity data to be transferred.

[0053] FIG. 2B illustrates the activities performed by a profiler system user and group manager in which financial transaction information and activity data are communicated via the internet. In this embodiment, the profiler system user is a member of a group. In one embodiment, a group may be a business entity such that the group members are employees and staff. In another embodiment, a group may be a collection of neighbors from a neighborhood. In yet another embodiment, the group may be a collection of relatives. In still another embodiment, the group may be a collection of businesses such that there are sub-groups of businesses. In any of these embodiments, a data card is used to make a payment similar to a traditional transaction involving a credit card or a debit card. In this embodiment, when making any payment, the user presents the data card and swipes the card at a p-box, as shown in block 51. After swiping the card, in one embodiment the user then authorizes access to the data card and its features by entering a PIN or performing another form of authorization, as shown in block 51A. The user then is provided with a list of accounts from which to choose. Payment for the transaction will then be taken from or debited to the selected account. The list of accounts, in one embodiment, is obtained from the profiler server over the internet. The accounts are any accounts the user has previously selected to be accessible via the data card when setting up or editing a user profile. The accounts may be credit card accounts, bank checking accounts, or any other accounts from any number of financial institutions or entities. In one embodiment, the user is only provided the accounts to which the user has been granted access. In another embodiment, if there is only one account, this step may be skipped. In addition, in the neighborhood group and relative group embodiments, only the particular user’s accounts may be provided to the particular user such that privacy is maintained by the group members. In the business group context, the particular user is only provided a list of accounts to which the particular user has been given access. In other embodiments, both business and personal accounts may be listed.

[0054] The user then selects an account to be used for payment of the transaction, as shown in block 55. The user then approves the transaction, as shown in block 57. In one embodiment, responding to a question displayed on a screen asking the user to confirm that a specified total amount of the transaction will be drawn from the specified account.

[0055] In one embodiment, after the user approves the transaction, information about the financial transaction is transmitted to the financial institution over the internet, as shown in block 59. In addition, activity data is transferred to a profiler server via the internet, as shown in block 61. The transmission to the financial institution and the profiler server may both be hidden from the user.

[0056] After participating in some activities, the user then goes home or to work (or any other location) and inserts the data card at a p-box attached to the user’s computer, as shown in block 63A. The user then authorizes access to the profiler system by entering a PIN or performing another form of authorization when logging on to the profiler server via the internet, as shown in blocks 65A and 67A. Upon logging on to the profiler system, the user is then automatically provided web sites, recommendations and other information tailored to the user, as shown in block 71A.

[0057] To address privacy and security concerns of profiler system users, particularly in the neighborhood group and relative group embodiments, and in other embodiments, the user may choose what kind of access should be allowed to the data card and activity data during the current transaction or activity. In one embodiment, the password entered by the user automatically designates the level of use of the data card. In such an embodiment, when initializing the card, the user may set passwords which, when entered, automatically block access to financial accounts while allowing access to basic personal information and causing activity data to be stored on the data card and/or transferred. In other embodiments, there may be multiple levels of access to the card based on a plurality of passwords. For example, one password may allow access to health and medical information stored on the data card; another may allow access to health and medical information as well as financial data; yet another may only allow for activity data to be transferred over the internet to the user’s account on a profiler server or onto the data card; and yet another may allow for financial data to be accessed and for activity data to be transferred. Moreover, in yet other embodiments, other passwords will automatically block transfer of activity data from the group account on the profiler system but allow transfer of the activity data to the user’s personal account on the profiler system.

[0058] When a group such as a business or non-business group is established on the profiler system, in one embodiment, a group manager or multiple group managers are designated. In such an embodiment, the group manager is given access to the group activity data and recommendations and other information provided by the profiler system. Just as with regular profiler system users, the group manager accesses the profiler system when at home or at work (or any other location) by first inserting the data card at a p-box attached to the group manager’s computer, as shown in block 63B. The group manager then authorizes access to the profiler system by entering a PIN or performing another form of authorization when logging on to the profiler server via the internet, as shown in blocks 65B and 67B. In one embodiment, upon connecting to the profiler server, group’s activity data that has been collected by the profiler server when the group members were participating in activities is automatically downloaded to the group manager’s computer, as shown in block 69B. In this embodiment, group activity data is only
temporarily stored on the profiler server so that only the group manager maintains a full set of activity data such that only the group manager has access to and control of the group activity data. In such an embodiment, the profiler server maintains only group habit data, group patterns, and/or the group profile. This provides added privacy to the system so that a group manager does not worry about what continued use the profiler server is making of the group activity data. In addition, in another embodiment, the group manager may select and delete activity data items on the group manager’s computer. In this way sensitive activity data of any kind can be removed so that no one has access to it. In addition, this provides for removing of aberrant and unordinary group member activity data within the group activity data. Upon logging on to the profiler system, the group manager is then automatically provided web sites, recommendations and other information tailored to the group, as shown in block 71B.

FIG. 3A illustrates the activities performed by a profiler system user in which financial transaction information and activity data are stored on a data card. In this embodiment, the data card is used to make a payment similar to a traditional transaction involving a credit card or a debit card. In this embodiment, when making any payment, the user inserts the data card at a p-box, as shown in block 72. After inserting the card, the user then authorizes access to the data card and its features by entering a PIN or performing another form of authorization, as shown in block 74. The user then is provided with a list of accounts from which to choose. Payment for the transaction will then be taken from or debited to the selected account. The list of accounts, in this embodiment, is obtained from financial data secured on the data card. The accounts are any accounts the user has previously selected to be accessible via the data card when setting up or editing a user profile. The accounts may be credit card accounts, bank checking accounts, bank savings accounts, money market or other accounts from any number of financial institutions or entities. The user then selects an account to be used for payment of the transaction, as shown in block 76. The user then approves the transaction, as shown in block 78. By, in one embodiment, responding to a question displayed on a screen asking the user to confirm that a specified total amount of the transaction will be drawn from the specified account.

In one embodiment, after the user approves the transaction, financial account data on the data card is updated such that information about the financial transaction is written to the data card, as shown in block 80. In addition, activity data is transferred to the data card, as shown in block 82. Updating financial account data and transferring activity data may both be hidden from the user.

In one embodiment, upon connecting to the profiler server two things occur, both of which may be hidden from the user: (1) transaction information regarding all recent financial transactions is stored on the user’s computer, transferred to the user’s financial institutions via the internet, as shown in block 90; and (2) activity data is automatically uploaded from the data card and stored on the user’s computer, erased from the data card, and transferred to the profiler server, as shown in block 92. In another embodiment, the user logs on to the profiler application program without connecting to the internet, and both transaction data and activity data are automatically uploaded from the data card, stored on the user’s computer, and erased from the data card. In such an embodiment, at a later time, when the user logs on to the internet, the transaction data and the activity data will then be transferred to the profiler server. A benefit to erasing the activity data from the data card during uploading is added privacy and security. That is, when a user regularly transfers activity data from the data card to the user’s personal computer and/or the profiler server, the activity data on the card is erased such that at any given time, there will only be a limited amount of activity data stored on the data card. This increases privacy and security such that, in the event the card is lost or stolen, only a small amount of activity data will be present on the card, namely the activity data stored since the last time the user uploaded the activity data from data card. In practice, this will typically be, at most, one day’s worth of data. The user is then automatically provided web sites, recommendations and other relevant data tailored to the user, as shown in block 94.

The profiler system may also be used with groups of users. In this embodiment, the profiler system user is a member of a group. In one embodiment, a group may be a business entity such that the group members are employees and staff. In another embodiment, a group may be a collection of neighbors from a neighborhood. In yet another embodiment, the group may be a collection of relatives. In still another embodiment, the group may be a collection of businesses such that there are sub-groups of businesses. In this embodiment, the data card is used to make a payment similar to a traditional transaction involving a credit card or a debit card. In this embodiment, the group member is a user, and the processing that occurs is that same as with regard to FIG. 3A. When the user of the profiler system is a member of a group, the user may choose from one of multiple accounts, as shown in block 76. However, in one embodiment, the user first selects between personal and group accounts. In one embodiment, the choice may be between personal accounts and business or work accounts.

In one embodiment, upon connecting to the profiler server two things occur, both of which may be hidden from the user: (1) transaction information regarding all recent financial transactions is stored on the user’s computer and transferred to the user’s and/or group’s financial institutions via the internet, as shown in block 91; and (2) activity data is automatically uploaded from the data card and stored on the user’s computer, erased from the data card, and transferred to the profiler server, as shown in block 93. In this embodiment, the user’s activity data is directed either or both to the user’s profiler system account and/or the group’s profiler system account. Such routing of the activity data may be determined by which passwords were used by the user when using the data card or in other embodiments, based on the account selected for payment of the transaction, or any other method. In this way, the data card can be used for personal and group purposes. In other embodiments, the data card may be restricted to home or group uses.

In another embodiment, the user logs on to the profiler application program without connecting to the internet, and both transaction data and activity data are automatically uploaded from the data card, stored on the user’s computer,
and erased from the data card. In such an embodiment, at a later time, when the user logs on to the internet, the transaction data and the activity data will then be transferred to the profiler server. A benefit to erasing the activity data from the data card during uploading is added privacy and security. That is, when a user regularly transfers activity data from the data card to the user’s personal computer and/or the profiler server, the activity data on the card is erased such that at any given time, there will only be a limited amount of activity data stored on the data card. This increases privacy and security such that, in the event the card is lost or stolen, only a small amount of activity data will be present on the card, namely the activity data stored since the last time the user uploaded the activity data from data card. In practice, this will typically be, at most, one day’s worth of data. The user is then automatically provided web sites, recommendations and other relevant data tailored to the user, as shown in block 94.

[0065] FIG. 31 illustrates the activities performed by a profiler system user and group manager in which financial transaction information and activity data are stored on a data card. In this embodiment, the profiler system user is a member of a group. When a group such as a business or non-business group is established on the profiler system, in one embodiment, a group manager or multiple group managers are designated. In such an embodiment, the group manager is given access to the group activity data, offers from suppliers to provide goods and services, recommendations and other information provided by the profiler system. Just as with regular profiler system users, the group manager, when at home or at work (or any other location) inserts the data card at a P-box attached to the group manager’s computer, as shown in block 97. The group manager then authorizes access to the profiler system by entering a PIN or performing another form of authorization when logging on to the profiler server via the internet, as shown in blocks 99 and 101. In one embodiment, upon connecting to the profiler server, group activity data that has been collected by the profiler server when the group members were participating in activities is automatically downloaded to the group manager’s computer, as shown in block 103. In one embodiment, group activity data is only temporarily stored on the profiler server so that only the group manager maintains a full set of activity data such that only the group manager has access to and control of the group activity data. In such an embodiment, the profiler server maintains only group habit data, group patterns, and/or the group profile. This provides added privacy to the system so that the group members and group manager do not concern themselves with what use the profiler server is making of the group activity data. In addition, in another embodiment, the group manager may select and delete activity data items on the group manager’s computer. In this way, sensitive, group activity data of any kind can be removed so that no one has access to it. In addition, this provides for removing of aberrant and un-ordinary group member activity data within the group activity data. Upon logging on to the profiler system, the group manager is then automatically provided offers by providers of goods and services, recommendations and other information tailored to the group and based on the group’s activity data, as shown in block 105.

C. Configuration of a Profiler System

[0066] FIG. 4 illustrates various devices connected to the internet and other devices with which the profiler system is used. To achieve the functionality of the profiler system described above and further described below, various devices, including p-boxes, are connected to the internet or other wide area network. In one embodiment, a data card reader/writer 110 is attached to a retailer’s computer or cash register 112 which is connected to the internet 100. Similarly, a data card reader/writer 114 is attached to a service provider’s computer or cash register 116 which is connected to the internet 100. A data card reader/writer 124 is attached to a user’s computer which is connected to the internet. In some embodiments, a data card reader/writer 125 is attached to a group manager’s computer which is connected to the internet. The profiler server 130 is likewise connected to the internet. Although only one retailer computer, one service provider computer, one user computer, one group manager computer, and one profiler server are depicted, multiple retailer computers, multiple service provider computers, multiple user computers, multiple group manager computers and multiple profiler server computers are contemplated in various embodiments. In addition, various financial institution computers 132 and web sites 134 are also connected to the internet, although only one of each are depicted.

[0067] Further, in some embodiments, the user’s television apparatus 122 includes or is coupled to a data card reader/writer. The television apparatus 122 includes, but is not limited to, televisions, video disc players, video tape players, cable television boxes, satellite television boxes, etc. which are connected to the internet. In another embodiment, the user’s computer 126 may connect to the profiler server 130 over dial up connection 128. In another embodiment, the group manager’s computer 127 may connect to the profiler server 130 over one of various connections depicted as connection 129, including, but not limited to a local area network (LAN), WAN, or dial up connection. Although not shown, in other embodiments, each of the retailer computer 112, service provider computer 116, and financial institution computer 132 may have direct leased line or dial-up connections to the profiler server 130 or one another in addition to or in place of the internet connection depicted. Moreover, the connections to the internet may be by any method known to those skilled in the art including fiber optic cable, twisted pair, infra-red, radio frequency bands, cellular phone frequency bands, or other method. Although the internet 100 is depicted, any WAN may be used.

[0068] In yet another embodiment, a data card reader/writer 140 is attached to a user’s automobile 142 which may or may not be connected to the internet 100. When the user’s automobile 140 does not have a connection to the internet 100 by radio transmission or other methods of transmission and communication known to those skilled in the art, various data about the user’s use of the automobile is stored on the data card via data card reader/writer 140. In various embodiments, the data card reader/writer 140 may be attached to or manufactured as part of a user’s automobile 142 or any other system contained in the user’s automobile. In a further embodiment, a data card reader/writer 144 is attached to a user’s telephone 146 which may or may not be connected to the internet 100. When the user’s telephone 146 does not have a connection to the internet 100 by any method known to those skilled in the art, various data about the user’s use of the user’s telephone 146 is stored on the data card via data card reader/writer 144. In various embodiments, the data card reader/writer 144 may be attached to or manufactured as part
of a user’s telephone 146. The telephone and automobile embodiments are described in more detail hereinabove.

D. How Providers Participate in a Profiler System

[0069] FIG. 5 illustrates the point of sale activities of a profiler system provider. As discussed above, in one embodiment, a user of the profiler system presents a card to a provider when involved with any kind of monetary transaction. The provider may be a provider of goods or services. The provider maintains a provider system comprised of a computer or cash register including or coupled to a p-box such that the computer or cash register is connected to the internet, or other WAN. After the provider receives the data card, as shown in block 150, the provider prompts the user to authenticate use of the card and access to the profiler system such as by entering a PIN on a key pad or by any other method of authorization, as shown in block 152. In one embodiment, after reading a PIN typed by the user, as shown in block 154, authentication is achieved by comparing the PIN with an encoded number stored on the data card or on the profiler server. In another embodiment, to authenticate use of the data card, a fingerprint scanning device (not shown) is also coupled to the computer of the provider to scan the user’s fingerprint and compare it with data stored either on the data card or on the profiler server. In addition, authentication may be achieved in other embodiments by any method known to those skilled in the art, including but not limited to retinal scan and voice print identification.

[0070] After authentication is completed, the provider system, in one embodiment, obtains a list of the user’s financial accounts from the data card, as shown in block 156. In another embodiment, the provider system reads certain financial data from the data card and obtains a list of the user’s financial accounts over the internet by communicating with the profiler server, as shown in block 158. The provider system then displays the list of financial accounts to the user and prompts the user to choose which financial account will be accessed to pay for the current transaction, as shown in block 160. The provider system receives an account choice from the user, as shown in block 162, and then asks the user to accept the financial transaction involving the account choice, as shown in block 164. More specifically, the user is asked to confirm that a certain sum representing the current transaction will be drawn from or debited from the particular account. Optionally, in one embodiment, the provider system then obtains authorization for the financial transaction from the financial institution serving or providing the financial account chosen by the user, as shown in block 166. In one embodiment, the authorization causes information concerning the transaction to be stored on the financial institution computer such that the user’s account information is updated on the financial institution computer. In yet another embodiment, after a financial institution authorizes the transaction, the user’s account information may also be updated at the profiler server and/or on the data card.

[0071] Then, in one embodiment, the provider system updates financial account information on the data card, and stores activity data on the data card, as shown in blocks 168 and 170. In another embodiment, the provider system stores activity data on the profiler server, as shown in block 172. In another embodiment, the provider system asks the user whether activity data should be transferred to the profiler server and/or stored on the data card. In such an embodiment, only if the user answers affirmatively does the provider system store activity data on the profiler server and/or the data card, as shown in blocks 170 and 172. In such an embodiment, the provider system may also give the user the option to choose whether activity data should be transferred to the profiler server, the data card, or to neither.

[0072] In yet another embodiment, the data card is used only to store activity data on the data card or to cause activity data to be stored on a profiler server. In this embodiment, the data card is not used to make a payment and is swiped in addition to making payment by any traditional method. In such embodiments, the provider system receives the data card, as shown in block 150. In such an embodiment, the data card would typically be swiped by the user through a p-box coupled to the provider’s computer or cash register. The provider system then prompts the user to authenticate use of the card such as by entering a PIN on a key pad or other method of authentication, as shown in block 154. In one embodiment, after reading a PIN typed by the user, as shown in block 154, authentication is achieved by comparing the PIN with an encoded number stored on the data card or on the profiler server. Optionally, in one embodiment, the provider system then obtains further authorization for use of the data card by communicating with the profiler server by any method known to those skilled in the art, including, but not limited to, internet and telephone communication. In such embodiments, the profiler server checks, for example, whether the data card is stolen or has expired, etc. The provider system then stores activity data on the data card or on the profiler server, as shown in blocks 170 and 172. In such an embodiment, all blocks after 154 and before 170 are skipped.

E. A Profiler Server

[0073] FIG. 6A illustrates the activities of a profiler system profiler server when initializing a profiler system user. In one embodiment, before a user of the profiler system uses the data card when making purchases, receiving services, or participating in activities, the user may first initialize the data card and the profiler server with user profile data. In this embodiment, the initial profile data may include, but is not limited to, name, home address, work address, basic health information, personal data, favorites, and financial data. The basic health information may include, but is not limited to, maladies and allergies regularly suffered (e.g., diabetes and sinusitis), height, weight, and physical restrictions such as a bad knee, flat feet, eyeglasses, etc. Personal data may include, but is not limited to, shoe size, pant size, shoe size, insurance information, etc. Favorites may include, but are not limited to, favorite brands, restaurants, flavors, colors, kinds of food, kinds of restaurants, kinds of music, musical groups, avocations, interests and hobbies. Financial data may include, but are not limited to, bank accounts and related information, credit card accounts and related information, investment accounts and related information, etc.

[0074] Referring to FIG. 6A, upon accepting an initial connection from a user, as shown in block 200, the user’s data card is present in the p-box attached to or part of the user’s personal computer. In this embodiment, when a user logs on for the first time, the profiler server prompts the user for data to create an initial user profile, as shown in block 202. In one embodiment, the prompting for user profile data is achieved via a sequence of internet web pages. The user supplies the requested information, the profiler server receives the user profile data, as shown in block 204, and then creates an initial internal user profile, as shown in block 206.
In another embodiment, the user profile information is requested the first time a user starts the profiler application program on a user’s personal computer. In this embodiment, after the profiler application program prompts the user for the initial user profile data, the profiler application program creates an internal user profile. The profiler application program then establishes a connection with the profiler server over the internet, and provides internal user profile information to the profiler server. In yet another embodiment, requests for user profile information are staggered and presented to the user over time so as to reduce the burden and inconvenience of entering a large quantity of data when first using the profiler system. Such requests for user profile information may be made, in various embodiments, by the profiler server and/or the profiler application program. To avoid encumbering the user with the burden of entering the user profile data as described in the prior paragraphs, in another embodiment, the profiler system does not require any initial profile data to be entered by the user, and the profiler server skips steps 200 through 206.

FIG. 6B illustrates the activities of a profiler system profiler server when initializing a profiler system group. In one embodiment, the user of the profiler system may be a member of a group. If so, the group manager may initialize or create the group on the profiler server. Upon accepting an initial connection from a group manager, as shown in block 201, the group manager’s data card is present in the p-box attached to or part of the group manager’s computer. In this embodiment, when a group manager logs on for the first time, the profiler server prompts the group manager for data to create an initial group profile, as shown in block 203. In one embodiment, the initial group profile consists of, at a minimum, a designation of all members in a group, either by name, data card number, employee number, or any other unique identifier or combination of unique identifiers. During the creation of the initial group profile, in some embodiments, it is required that the group manager enter each data card of group members into the p-box and concurrently initialize the data cards when initializing the group profile. In one embodiment, the prompting for group profile data is achieved via a sequence of internet web pages. The group manager supplies the requested information, the profiler server receives the group profile data, as shown in block 205, and then the profiler server creates an initial internal group profile, as shown in block 207.

FIG. 6C illustrates the activities of a profiler system profiler server when used by a single user. When a user participates in activities using the data card, the profiler server begins receiving activity data for the user from providers over the internet, as shown in block 208. In various embodiments, when activity data is received, it is first decrypted according to methods known to those skilled in the art. In this embodiment, the profiler server begins to automatically process the activity data to create a user profile, as shown in block 210. The profiler server continuously updates the user profile responsive to activity data received, as shown in blocks 208 and 210. That is, basic factual information is retrieved and processed by the profiler server and added to the user profile data. Such information may include, for example, maladies found at a recent doctor’s visit, and brand favorites derived from recently observed buying habits as determined by evaluation of user patterns seen through the activity data. In one embodiment, information may be obtained from the activity data by inference or the execution of an inference engine. In such an embodiment, user patterns comprised of various habit data are collected and used to build a user profile. For example, if a user always purchases one brand of orange juice, that brand is entered into the user profile. Another example is, if a user always buys a particular item of clothing in one size, that size information is stored in the user profile. Examples are numerous. Various forms of artificial intelligence, including inference engines and neural nets may be used to analyze the activity data to create the user profile, user patterns and user habit data.

The profiler server then searches the web in response to receiving the activity data and based on information contained in the user profile as shown in block 212. This automated search of the internet may be referred to as a reverse search as it is initiated by the profiler system and not by a direct request of the user. That is, the real world activities of a user are used to create user patterns which the profiler system uses to automatically issue and process searches of the internet on behalf of the user. This is the reverse of a typical web search in which a user makes a request to a computer, as here, a computer issues web requests.

More specifically, user patterns are regularly evaluated to create user habits unique to and reflective of the particular user based on the activity data. These user habits include, but are not limited to buying habits, web habits, eating habits, user health data, entertainment habits, driving habits, telephone calling habits. Based on these user habits, web queries are sent by the profiler server. The web queries may be sent to specific web sites for specific information or may be general queries sent to existing search engines. For example, certain known health-related web sites may be queried for specific health information pertinent to the user, while general queries may be sent to a search engine for new news or any information concerning a particular health topic gleaned from the activity data and/or the user profile. The processing and evaluation of activity data is ongoing. The profiler system provides rules that the profiler server uses in evaluating the activity data to create user patterns and habit data.

In addition, in one embodiment, additional intelligence is included in the profiler system to provide recommendations and information based on the user activity data, user patterns, habit data and/or user profile data. In such an embodiment, the profiler system may also provide cross-referencing of the activity data and deduced and inferred user patterns and habit data, as well as the user profile. This processing and cross-referencing may take the form of multi-processing or simultaneously executing rule engines, inference engines, or an automated agent, all of which will collectively be referred to as “bots”. One such example involves a “price checking bot.” In one embodiment, the “price checking bot” checks the activity data to see which products are either regularly or most often purchased, and provides suggestions to the user upon log in as to where the items can be purchased for less. A certain amount of intelligence is used so that geographically desirable stores and web stores are directed to the user. However, the stores will vary from user to user based on buying habits and the user profile. For example, the “price checking bot” may provide a local discount store to one user and an on-line store to another for the same product if the first user prefers bricks and mortar stores over internet stores. In this example, the opposite applies to the second user. In this example, the user’s preferences may have been set by the user in the user profile or
deduced from buying habits observed by the profiler system when analyzing the user's activity data.

Another example is a “medi-watch bot” that compares the user’s health data with the user's diet. In one embodiment, the “medi-watch bot” issues warnings to the user when foods that conflict with medications or that may exacerbate a medical condition are either purchased or ordered at a restaurant.

In one embodiment, when the activity data arrives, it may be in a standard form such as a universal product code (UPC) or another code set created specially for this purpose. Various “bots” then extract, organize, and extrapolate the activity data to create user patterns and habit data, as well as to provide recommendations to the user. For example, in one embodiment, an “entertainment bot” receives an activity data specifying that the user watched a particular movie. The “entertainment bot” then looks up the movie code in a database, either on the profiler server or on the internet, and records the stars of the movie and various data about the type of movie. In one embodiment, the data for a movie that is considered important to the “entertainment bot” is what year the movie was made, whether it was a love story, a western, a comedy, was violent, etc.

An example of the profiler system providing cross-referencing of the activity data and deducing and inferring user patterns and habit data, as well as the user profile, involves the “entertainment bot” described in the prior paragraph. The “entertainment bot” creates data that is then used by the “night out bot”. Such data is used by the “night out bot” to provide recommendations about upcoming movies, plays and shows responsive to the data created by the “entertainment bot”. An “eating habits bot” in conjunction with a “grocery bot” and a “restaurant bot” also provide cross-referencing, inference and deduction of and from activity data, habit data, user patterns and/or the user profile. The “eating habits bot” extracts primary ingredients from restaurant selections and grocery store purchases to determine what foods the user prefers. For example whether the user buys cheese pizza, vegetarian pizza, or pepperoni pizza (at a grocery store or restaurant) will be evaluated to determine whether the user is a vegetarian, likes plain or spicy food, likes meats, etc. In one embodiment, a “grocery bot” and a “restaurant bot” then use this information to recommend grocery store sale items and make restaurant recommendations, respectively. The number and kinds of “bots” is numerous and evolving.

After issuing web queries, the profiler server then receives, reviews, and filters the responses to the various queries and creates web site and other recommendations for the user responsive to the search results, as shown in block 214. In this way, customized web site and other recommendations are prepared for the user. Then, after authenticating the user’s access to the data card and the profiler server, the profiler server accepts the user log on over the internet, as shown in block 216. Whenever a user logs into the profiler server, users are automatically provided with customized web site and other recommendations as well as other relevant information, as shown in block 218. The user then visits the recommended web sites, reads the recommendations, and reads the relevant data. In one embodiment, the profiler server keeps track of which recommendations and data are viewed and accessed by the user, and stores this as additional activity data. In another embodiment, the amount of time a user spends at various web sites, both by category or type of web site as well as by specific web site are stored as activity data and processed to create additional user patterns and web habit data which result in further recommendations.

In another embodiment, the profiler server provides the user email messages providing recommendations and relevant information based on user patterns and habit data derived and extrapolated from the user’s activity data. In this embodiment, in addition to the recommendations received displayed on the user’s monitor when the user logs on, the profiler server sends such email to the user at any time, and the user receives such email when checking email by any method known to those skilled in the art, such as for example, via cellular telephone or other portable computing device. In yet another embodiment, the profiler server sends by electronic page or transmission via any method known in the art, including email, a message that provides pertinent information and recommendations to the user. Such information and recommendations may include, for example, airline flight time data, an alert not to eat certain purchased food based on health data, or product recall notice information regarding items recently purchased.

In another embodiment, upon the user logging on, the profiler server retrieves activity data from the user's data card which is inserted in the user's computer, or a p-box coupled to the user's computer, as shown in block 220. In such embodiments, activity data stored on the data card is transferred to the profiler server and evaluated, as shown in block 210. In various embodiments, the activity data is received by the profiler server over the internet, or by direct connection of any kind known in the art, from the user's p-box or user's computer. In various embodiments, when activity data is received, it is first decrypted according to methods known to those skilled in the art. This encryption make take place on both the user's computer and on the profiler server. In one embodiment, the activity data is transferred from the data card and decrypted on the user's computer, stored on the user's computer, and then encrypted and transferred to the profiler server which then decrypts the activity data for processing. In yet another embodiment, when activity data is stored on the user's computer, it remains in encrypted form to prevent access to it by others than the intended user. In such an embodiment, the profiler application program or other components of the profiler system decrypt activity data only when being accessed by a profiler application program after a user has entered a data card and authorized use of the data card and the profiler system.

In one embodiment, the profiler server retrieves and services user web requests, as shown in block 222. Upon receiving a web request, the profiler server combines the request with pertinent stored information such as the user profile and user patterns including user habits to send better directed, more focused and more effective web queries. In addition, the profiler server filters the web responses and provides only the most relevant and pertinent search results to the user based on evaluating the responses against the user's web request, the user profile data, and user patterns including user habits. Just as other activity data is transmitted to the profiler server, in one embodiment, the user's web activities are stored by the profiler server as activity data, as shown in block 224. Web activity may include user web requests made by the user as well as all web sites visited by the user; the amount of time spent visiting particular web sites, etc.

To allow for additional privacy, in one embodiment, the user is provided the opportunity to turn off the automatic monitoring of web viewing and creation of activity data
resulting from web viewing. This feature may be implemented according to any methods known to those skilled in the art, including, but not limited to, an on-screen button or pull-down menu item. In addition in any such embodiments, whether automated monitoring of web viewing is on or off is reflected graphically on the screen according to methods known to those skilled in the art. For example, in one embodiment, a small graphic commonly referred to as an icon may change color or change image depending on whether automatic web activity monitoring is selected by the user to be on or off.

[0090] In another embodiment, the profiler server provides various personal analysis programs that a user can execute to evaluate the user’s buying and other habits, as well as financial and other data. In one embodiment, the personal analysis programs are run on the profiler server and evaluate data stored on the profiler server. In another embodiment, the personal analysis programs are special purpose mini-application programs, such as JAVA applets, that are provided by the profiler server and downloaded when the user requests a particular personal analysis program. In this embodiment, the personal analysis programs may access either or both data stored on the user’s computer or on the profiler server. With regard to any of these embodiments, the profiler server retrieves and services the user’s data analysis requests, as shown in block 226. As with any other activities engaged in by the user, the requests for data analysis create activity data that is stored by the profiler server, as shown in block 228.

[0091] The profiler system also allows the user to update the user profile data at any time after providing initial user profile data or after profile data is created by the profiler server. In one embodiment, when the user is logged onto the profiler server, the user pulls down a menu and chooses “update user profile.” In another embodiment, the user clicks on an “update user profile” button provided on the screen. In response to receiving the request to update user profile data, in one such embodiment, the profiler server provides user profile update screens to the user, as shown in block 230. After providing the user profile update screen to the user, the profiler server retrieves updated user profile data provided by the user, as shown in block 232. In another embodiment, the profiler application program services the user’s request to update user profile data and updates the profiler application program’s internal user profile data. In this embodiment, the profiler application program then transmits updated user profile data to the profiler server.

[0092] FIG. 6D illustrates the activities of a profiler system profiler server when used by a group and a group manager. When a group member participates in activities using the data card, the profiler server begins receiving activity data for the user from providers over the internet, as shown in block 251. The activity data is then routed to the appropriate group and/or user accounts depending on whether the data is group activity data, user activity data, or both. Group activity data may be an aggregation of user activity data. As the processing that occurs when a single user uses the profiler system is already described with regard to FIG. 6C, the following discussion focuses only where group processing and group features of the profiler server may differ, even though group processing may be simultaneous with single user processing in some embodiments.

[0093] In one embodiment, the profiler server begins to automatically process the activity data to create a group profile, as shown in block 253. The profiler server continuously updates the group profile responsive to activity data received, as shown in blocks 251 and 253. That is, basic factual information is retrieved and processed by the profiler server and added to the group profile data. When used for non-business group purposes, such information may include, for example, brand and item trends, and favorite retailers and providers derived from recently observed buying habits as determined by evaluation of user patterns seen through the activity data. When used for business purposes, such information may include, for example, recent employee travel data and recent employee purchase data, including derivation of brand, retailer and provider favorites gleaned from the group member patterns culled from group activity data. In one embodiment, information may be obtained from the activity data by inference or the execution of an inference engine. Various forms of artificial intelligence, including inference engines and neural nets may be used to analyze the activity data to create and grow the group profile, group patterns and group habit data.

[0094] In one embodiment, user patterns comprised of various group habit data are collected and used to build a group profile. For example, if a group regularly always purchases one brand of copy paper or toilet paper, that brand is entered into the group profile. Another example is, if a group always buys a particular item in one size, that size information is stored in the group profile entry for that item. Examples are numerous.

[0095] In another embodiment in which the group is a group of businesses, group patterns comprised of various habit data are collected and used to build a group profile. For example, if a group regularly always purchases one brand or kind of a particular item, such as a stapler or copy machine paper, that brand and/or kind of item is entered into the group profile. Another example is, if a group always buys a particular item at particular time intervals or at a particular time of year or time of the month, such buying trends are learned and stored as group patterns, group habit data and/or in the group profile. Other examples are numerous.

[0096] The profiler server then searches the web in response to receiving the group activity data and based on information contained in the group profile as shown in block 255. More specifically, group patterns are regularly evaluated to create group habits unique to and reflective of the particular group based on the group activity data. Group habits may include, but are not limited to buying habits, web habits, restaurant habits, entertainment habits, driving habits, telephone calling habits. Based on these group habits, web queries are sent by the profiler server. The web queries may be sent to specific web sites for specific information or may be general queries sent to existing search engines. For example, certain known travel web sites may be queried for specific travel information pertinent to the group, such as derived from regular flight to San Jose airport the first Tuesday of every month. General queries may be sent to a search engine for new news or any information concerning a particular topic gleaned from the group activity data and/or the group profile. Such information may be, for example, tax related news stories for a group which happens to be an accounting firm which the profiler system to have an accounting interest based on analysis of group activity data such as group member web research activity data, or explicit statement of the group’s business or purpose in the group profile. The processing and evaluation of activity data is ongoing. The profiler system
provides rules that the profiler server uses in evaluating the group activity data to create group patterns and group habit data.

[0097] In addition, in one embodiment, additional intelligence is included in the profiler system to provide recommendations and information based on the group activity data, group patterns, group habit data and group profile data. In such an embodiment, the profiler system may also provide cross-referencing of the group activity data and deduced and inferred group patterns and group habit data, as well as the group profile. This processing and cross-referencing may take the form of multi-processing or simultaneously executing rule engines, inference engines, or an automated agent, all of which will collectively be referred to as “bots”. One such example involves a “price checking bot” that works hand in hand with a “goods purchased bot.” In one embodiment, the “goods purchased bot” examines group activity data to learn which products are either regularly or most often purchased by the group. Based on information provided by the “goods purchased bot,” the “price checking bot” sends web queries to learn the prices of the goods at various provider’s web sites. The “price checking bot” then receives and processes responses to the queries, and provides suggestions to the group manager upon log in as to where the items can be purchased for less or for a group or bulk discount. A certain amount of intelligence is used so that geographically desirable stores as well as web stores may be reported to the group manager. However, the stores will vary from group to group based on buying habits and the group profile. For example, the “price checking bot” may provide a local discount store to one group and an on-line store to another for the same product if the first group prefers bricks and mortar stores over internet stores. In this example, the group’s preferences may have been set by the group in the group profile or deduced from buying habits observed by the profiler system when analyzing the group activity data.

[0098] Various “bots” then extract, organize, and extrapolate the group activity data to create group patterns and group habit data, as well as to provide recommendations to the group. For example, in one embodiment, a “travel bot” may determine flying habits such as regular trips or preferred airlines.

[0099] In yet another embodiment, the profiler system also issues automatic requests for bids based on past group activity data, group patterns and the group profile. That is, using the example discussed above, if the “travel bot” determines that one or more members of a group regularly flies to San Jose airport on the first Tuesday of every month, a “request for bid” bot may take this information and send to known travel agent or airline web sites requesting a bid for a group of flights in an attempt to achieve a multiple purchase discount.

[0100] Similarly, the “request for bid bot” goes beyond what the “price checking bot” does. Based on the group activity data, group patterns and the group profile, and information provided by the “goods purchased bot”, a “request for bid bot” may organize office supplies regularly purchased into a group and automatically send a request for bid for monthly or quarterly delivery of the group’s office supplies to internet and local office supply stores. In this way, a buying cooperative comprised of businesses or groups of persons may achieve bulk and/or regular purchase discounts. In this way, the “request for bid bot” serves as an automated business to business reverse bidding mechanism. In one embodiment, such automatic request for bids may be turned off or specified to run as to only certain goods or services by the group manager. The number and kinds of “bots” is numerous and evolving.

[0101] In another embodiment, in the business to business context, selling activity and inventory are stored as activity data. In such an embodiment, a “selling activity bot” keeps track of goods sold by one company, and an “inventory watch bot” provides recommendations to the company responsive to information obtained from the company’s activity data and the “selling activity bot.” For example, in one embodiment, when the “inventory watch bot” learns that there is an oversupply of a particular good, the “inventory watch bot” may query the “selling activity bot” and prepare a recommendation to the group manager to offer a particular quantity of the overstocked item to a regular purchaser at a discount. In another embodiment, the “inventory watch bot” may automatically send offers to regular purchasers informing them of a sale on the item when the “inventory watch bot” deduces that there is an overstocked item. In such an embodiment, the group manager may also be informed by the profiler system that the offers have been sent.

[0102] In a related embodiment, the “inventory watch bot” may determine that stock on an item is too low to meet anticipated demand as determined by automatic analysis of prior selling activity data. In such a situation, the “inventory watch bot” may recommend to the group manager to increase production of the particular item to meet anticipated demand of the item. In another embodiment, the “inventory watch bot” may automatically send mail to the company’s factory requesting an increase in production of the particular item while concurrently informing the group manager that such a request has been sent. In these embodiments, inventory activity data may be acquired by an employee scanning bar coded, boxes, crates, pallets or containers of goods while a data card is inserted in a scanner or inserted in a computing device to which the scanner transmits. In another embodiment, inventory data may be obtained directly from a manufacturing facility in a similar manner. In these embodiments, selling activity data may be obtained using a data card while an employee processes orders such that each order entered by a particular employee is stored by the profiler as selling activity data. In an alternative embodiment, such selling activity data may be obtained from a database of filled invoices, purchase orders or the like.

[0103] After issuing web queries, including requests for bids, the profiler server then receives, reviews, and filters the responses to the various queries and requests, and creates recommendations for the group manager responsive to the results, as shown in block 257. In this way, customized recommendations are prepared for the group manager. Then, after authenticating the group manager’s access to the data card and the profiler server, the profiler server accepts the group manager log on over the internet, as shown in block 259. Whenever a group manager logs into the profiler server, group manager’s are automatically provided with customized recommendations as well as other relevant information, as shown in block 261. The group manager then visits recommended web sites, reads the recommendations, and reads other the relevant data. In one embodiment, the profiler server keeps track of which recommendations and data are viewed and accessed by the group manager, and stores this as additional activity data. In another embodiment, the amount of time group members spend at various web sites, both by category or type of web site as well as by specific web site are
stored as group activity data and processed to create additional group patterns and group web habit data which result in further recommendations.

In another embodiment, upon the group manager logging on, the profiler server transfers group activity data from the profiler server to the group manager’s computer, as shown in block 263. In various embodiments, the group activity data is transferred by the profiler server over the internet, or by direct connection of any kind known in the art, to the group manager’s computer. In various embodiments, when activity data is received, it is first decrypted according to methods known to those skilled in the art. This encryption may take place on both the user’s computer and on the profiler server. In yet another embodiment, when group activity data is stored on the group manager’s computer, it remains in encrypted form to prevent access to it by others than the group manager. In such an embodiment, the profiler application program or other components of the profiler system decrypt group activity data only when being accessed by a profiler application program after a group manager has entered a data card and authorized use of the data card and the profiler system.

In another embodiment, the profiler server provides various group analysis programs that a program manager can execute to evaluate the group’s buying and other habits. In one embodiment, the group analysis programs are run on the profiler server and evaluated data stored on the profiler server. In another embodiment, the group analysis programs are special-purpose mini-application programs, such as JAVA applets, that are provided by the profiler server and downloaded when the group manager requests a particular personal analysis program. In this embodiment, the personal analysis programs may access either or both data stored on the group manager’s computer or on the profiler server. With regard to any of these embodiments, the profiler server retrieves and services the user’s data analysis requests, as shown in block 265.

The profiler system also allows the group manager to update the group profile data at any time after providing initial group profile data. In one embodiment, when the group manager logs onto the profiler server, the group manager pulls down a menu and chooses “update group profile.” In another embodiment, the group manager clicks on an “update group profile” button provided on the screen. In response to receiving the request to update group profile data, in one such embodiment, the profiler server provides group profile update screens to the group manager, as shown in block 267. After providing the user profile update screen to the user, the profiler server retrieves updated group profile data provided by the group manager, as shown in block 269. In another embodiment, the profiler application program services the group manager’s request to update group profile data and updates the profiler application program’s internal group profile data. In this embodiment, the profiler application program then transmits updated group profile data to the profiler server.

In the foregoing specification, the invention has been described with reference to specific embodiments thereof. It will, however, be evident that various modifications and changes can be made thereto without departing from the broader spirit and scope of the invention as set forth in the appended claims. The specification and drawings are, accordingly, to be regarded in an illustrative rather than a restrictive sense. Therefore, the scope of the invention should be limited only by the appended claims.

1. A computer-implemented method comprising:
   collecting activity data for a user to update a user profile for the user, the activity data including purchase history data for the user, the user being part of a group;
   generating a suggestion for the group by a computer system based on the user profile, the suggestion including a coupon for the group; and
   sending the suggestion to the user.

2. The computer-implemented method of claim 1, further comprising:
   sending a request to bid to a business by a group manager,
   the request to form the suggestion for the group.

3. The computer-implemented method of claim 1, wherein
   the suggestion for the group is a group discount.

4. The computer-implemented method of claim 1, wherein
   the suggestion for the group is a bulk discount.

5. The computer-implemented method of claim 1, wherein
   the group forms a buying cooperative.

6. The computer-implemented method of claim 1, further comprising:
   generating a web page for the group manager to obtain
   pricing information, the web page to form the suggestion for the group.

7. The computer-implemented method of claim 1, further comprising:
   maintaining a group profile based on activity data from
   each user in the group.

8. The computer-implemented method of claim 1, wherein
   sending the suggestion to the user comprises:
   sending an email to the user containing the suggestion.

9. The computer-implemented method of claim 1, wherein
   sending the suggestion to the user comprises:
   providing a web page to a user to be viewed by the user, the
   web page containing the suggestion.

10. The computer-implemented method of claim 1, wherein
    the business for the request to bid is selected based on
    the user profile or a group profile including activity data.

11. A non-transitory computer-readable medium having
    instructions stored therein, which when executed by a computer,
    cause the computer to perform a set of operations comprising:
    collecting activity data for a user to update a user profile for
    the user, the activity data including purchase history data
    for the user, the user being part of a group;
    generating a suggestion for the group by a computer system
    based on the user profile, the suggestion including a
    coupon for the group; and
    sending the suggestion to the user.

12. The non-transitory computer-readable medium of claim 1, having instructions stored therein, which when executed by a computer, cause the computer to perform a set of operations further comprising:
    sending a request to bid to a business by a group manager,
    the request to form the suggestion for the group.

13. The non-transitory computer-readable medium of claim 1, wherein
    the suggestion for the group is a group discount.

14. The non-transitory computer-readable medium of claim 1, wherein
    the suggestion for the group is a bulk discount.

15. The non-transitory computer-readable medium of claim 1, wherein
    the group forms a buying cooperative.
16. The non-transitory computer-readable medium of claim 1, having instructions stored therein, which when executed by a computer, cause the computer to perform a set of operations further comprising:
   generating a web query for the group manager to obtain pricing information, the web query to form the suggestion for the group.
17. The non-transitory computer-readable medium of claim 1, further comprising:
   maintaining a group profile based on activity data from each user in the group.
18. The non-transitory computer-readable medium of claim 1, wherein sending the suggestion to the user comprises:
   sending an email to the user containing the suggestion.
19. The non-transitory computer-readable medium of claim 1, wherein sending the suggestion to the user comprises:
   providing a web page to a user to be viewed by the user, the web page containing the suggestion.
20. The non-transitory computer-readable medium of claim 1, wherein the business for the request to bid is selected based on the user profile or a group profile including activity data.

* * * * *