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PRIORITY
[0001] This application claims the benefit of U.S. Provisional Application No. 61/156,431, entitled "Mobile Reception of DVB-T Services," filed February 27, 2009, and U.S. Provisional Application No. 61/156,828, entitled "Mobile Reception of DVB-T Services," filed March 2, 2009, both of which are assigned to the assignee hereof and are hereby expressly incorporated by reference herein for all purposes.

CROSS-REFERENCES TO RELATED APPLICATIONS
[0002] The following references are included here and are incorporated by reference for all purposes:


BACKGROUND
[0005] Transmission of files and streams between a sender and a recipient over a communications channel has been the subject of much literature. Preferably, a recipient desires to receive an exact copy of data transmitted over a channel by a sender with some level of certainty. Where the channel does not have perfect fidelity, which characterizes most physically realizable systems, one concern is how to deal with data that is lost or corrupted in transmission. Lost data (erasures) are often easier to deal with than corrupted data (errors) because the recipient cannot always recognize when the transmitted data has been corrupted.

[0006] Many error-correcting codes have been developed to correct erasures and/or errors. Typically, the particular code used is chosen based on some information about the infidelities of the channel through which the data is being transmitted, and the nature of the data being transmitted. For example, where the channel is known to have long
periods of infidelity, a burst error code might be best suited for that application. Where
only short, infrequent errors are expected, a simple parity code might be best.

[0007] "Communication," as used herein, refers to data transmission, through space
and/or time, such as data transmitted from one location to another or data stored at one
time and used at another. The channel is that which separates the sender and receiver.
Channels in space can be wires, networks, fibers, wireless media, etc. between a sender
and receiver. Channels in time can be data storage devices. In realizable channels,
there is often a nonzero chance that the data sent or stored by the sender is different
when it is received or read by the recipient and those differences might be due to errors
introduced in the channel.

[0008] Data transmission is straightforward when a transmitter and a receiver have all
of the computing power and electrical power needed for communications, and the
channel between the transmitter and receiver is reliable enough to allow for relatively
error-free communications. Data transmission becomes more difficult when the channel
is in an adverse environment, or the transmitter and/or receiver has limited capability.
In certain applications, uninterrupted error-free communication is required over long
periods of time. For example, in digital television systems it is expected that
transmissions will be received error-free for periods of many hours at a time. In these
cases, the problem of data transmission is difficult even in conditions of relatively low
levels of errors.

[0009] Another scenario in which data communication is difficult is where a single
transmission is directed to multiple receivers that may experience widely different data
loss conditions. Furthermore, the conditions experienced by one given receiver may
vary widely or may be relatively constant over time.

[0010] One solution to dealing with data loss (errors and/or erasures) is the use of
forward error correcting (FEC) techniques, wherein data is coded at the transmitter in
such a way that a receiver can correct transmission erasures and errors. Where feasible,
a reverse channel from the receiver to the transmitter enables the receiver to relay
information about these errors to the transmitter, which can then adjust its transmission
process accordingly. Often, however, a reverse channel is not available or feasible, or is
available only with limited capacity. For example, in cases in which the transmitter is
transmitting to a large number of receivers, the transmitter might not be able to maintain reverse channels from all the receivers. In another example, the communication channel may be a storage medium.

[0011] For example, data may be transmitted chronologically forward through time, and causality precludes a reverse channel that can fix errors before they happen. As a result, communication protocols often need to be designed without a reverse channel or with a limited capacity reverse channel and, as such, the transmitter may have to deal with widely varying channel conditions without prior knowledge of those channel conditions. One example is a broadcast or multicast channel, where reverse communication is not provided, or if provided is very limited or expensive. Another example where such a situation is relevant is a storage application, where the data is stored encoded using FEC, and then at a later point of time, the data is recovered, possibly using FEC decoding.

[0012] In the case of a packet protocol used for data transport over a channel that can lose packets, a file, stream, or other block of data to be transmitted over a packet network is partitioned into source symbols (that may all be of equal size or that may vary in size depending on the block size or on other factors). Encoding symbols are generated from the source symbols using an FEC code, and the encoding symbols are placed and sent in packets. The "size" of a symbol can be measured in bits, whether or not the symbol is actually broken into a bit stream, where a symbol has a size of \( M \) bits when the symbol is selected from an alphabet of \( 2^M \) symbols. In such a packet-based communication system, a packet-oriented erasure FEC coding scheme might be suitable.

[0013] A file transmission is called reliable if it enables the intended recipient to recover an exact copy of the original file despite erasures and/or other corruption of the data transmitted over a network. A stream transmission is called reliable if it enables the intended recipient to recover an exact copy of each part of the stream in a timely manner despite erasures and/or corruption within the network. Both file transmission and stream transmission can instead be not entirely reliable, but somewhat reliable, in the sense that some parts of the file or stream are not recoverable or, for streaming, some parts of the stream might be recoverable but not in a timely fashion. It is often a goal to provide as high reliability as possible depending on some constraining
conditions, where examples of constraints might be timely delivery for streaming applications, or the type of network conditions over which a solution is expected to operate.

[0014] Packet loss often occurs because sporadic congestion causes the buffering mechanism in a router to reach its capacity, forcing it to drop incoming packets. Other causes of packet loss include weak signal, intermittent signal, and noise interference wherein corrupted packets are discarded. Protection against erasures during transport has been the subject of much study.

[0015] In a system in which a single transmission is directed to more than one receiver, and in which different receivers experience widely different conditions, transmissions are often configured for some set of conditions between the transmitter and any receiver, and any receivers that are in worse conditions may not receive the transmission reliably.

[0016] Erasure codes are known which provide excellent recovery of lost packets in such scenarios. For example, Reed-Solomon codes are well known and can be adapted to this purpose. However, a known disadvantage of Reed-Solomon codes is their relatively high computational complexity. Chain reaction codes, including LT™ chain reaction codes and Raptor™ multi-stage chain reaction (“MSCR”) codes, provide excellent recovery of lost packets, and are highly adaptable to varying channel conditions. For example, Shokrollahi describes aspects of multi-stage chain reaction codes. Herein, the term "chain reaction code" should be understood to include chain reaction codes or multi-stage chain reaction codes, unless otherwise indicated.

[0017] In some cases, it may be necessary or desirable to increase the reliability of a communications system after deployment. However, while an improvement in network reliability may be needed, it is typically not feasible to replace or upgrade all receiving devices in the network at once or at all. For example, it might turn out that actual network packet loss is higher than initially planned, due to degradations in network reliability, increased traffic load, expansions and/or changes in the network, etc., or the quality of service requirements may need to increase to match competitive services, but it might be impractical to get new receivers out to all nodes of the communications
system at once or to distribute them over time and have some receiving stations out of commission until the new receivers arrive.

[0018] In order to deliver the best possible service at the lowest cost, communications systems must simultaneously balance conflicting resource constraints. Network bandwidth is a critical resource constraint. Transmitting and receiving devices need to enable efficient use of network bandwidth in supporting a reliable service. The available CPU processing on receiving devices is typically a severe limitation, meaning that any transport reliability enhancement method must require only a modest amount of computing effort. In addition, it is also often necessary, particularly with streaming media, to limit the incremental latency associated with reliable transport methods so that the end-user does not perceive a reduction in system responsiveness.

SUMMARY

[0019] An exemplary method of protecting data with application layer forward error correction in a communication system, wherein the communication system includes first devices with legacy receivers and second devices with FEC-enabled receivers, and operation of the legacy receivers is not affected by the application layer forward error correction, according to the disclosure includes: determining a duration period; assembling packets of source data into source blocks corresponding to the duration period, each source block including a number of packets of source data; encoding the source blocks to generate encoded blocks, each encoded block including a number of packets of repair data; and transmitting the packets of repair data.

[0020] Embodiments of such a method may include one or more of the following features. The data includes Digital Video Broadcasting - Terrestrial data. The method further includes separating or partitioning the packets of source data from a data stream. The number of packets of repair data of an encoded block is greater than the number of packets of source data of a source block. The method further includes determining which packets of source data from a data stream to assemble into source blocks, wherein at least some of the packets of source data from the data stream are not assembled into source blocks. The method further includes determining a protection amount for the source blocks, wherein the source blocks are encoded based on the protection amount.
[0021] An exemplary method of receiving data protected with application layer forward error correction in a communication system, wherein the communication system includes first devices with legacy receivers and second devices with FEC-enabled receivers, and operation of the legacy receivers is not affected by the application layer forward error correction, includes: receiving packets of repair data; assembling the received packets of repair data into encoded blocks, each encoded block including a number of packets of repair data; decoding the encoded blocks to generate source blocks, each source block corresponding to a predetermined duration period and including a number of packets of source data; and assembling the packets of source data to reproduce a transmitted data stream.

[0022] Embodiments of such a method may include one or more of the following features. The transmitted data stream includes Digital Video Broadcasting - Terrestrial data. The method further includes separating or partitioning the packets of repair data from a received data stream. The encoded blocks are decoded based on a predetermined protection amount.

[0023] An apparatus configured to protect data with application layer forward error correction in a communication system, wherein the communication system includes first devices with legacy receivers and second devices with FEC-enabled receivers, and operation of the legacy receivers is not affected by the application layer forward error correction, includes: a processor configured to determine a duration period, and assemble packets of source data into source blocks corresponding to the duration period, each source block including a number of packets of source data; an encoder communicatively coupled to the processor and configured to encode the source blocks to generate encoded blocks, each encoded block including a number of packets of repair data; and a transmitter communicatively coupled to the encoder and configured to transmit the packets of repair data.

[0024] Embodiments of such an apparatus may include one or more of the following features. The data includes Digital Video Broadcasting - Terrestrial data. The processor is further configured to separate or partition the packets of source data from a data stream. The number of packets of repair data of an encoded block is greater than the number of packets of source data of a source block. The processor is further configured to determine which packets of source data from a data stream to assemble
into source blocks, wherein at least some of the packets of source data from the data stream are not assembled into source blocks. The processor is further configured to determine a protection amount for the source blocks; and the encoder is configured to encode the source blocks based on the protection amount.

[0025] An apparatus configured to receive data protected with application layer forward error correction in a communication system, wherein the communication system includes first devices with legacy receivers and second devices with FEC-enabled receivers, and operation of the legacy receivers is not affected by the application layer forward error correction, includes: a receiver configured to receive packets of repair data; an assembly module communicatively coupled to the receiver and configured to assemble the received packets of repair data into encoded blocks, each encoded block including a number of packets of repair data; and a decoder communicatively coupled to the assembly module and configured to decode the encoded blocks to generate source blocks, each source block corresponding to a predetermined duration period and including a number of packets of source data, wherein the assembly module is further configured to assemble the packets of source data to reproduce a transmitted data stream.

[0026] Embodiments of such an apparatus may include one or more of the following features. The apparatus further includes a processor communicatively coupled to the receiver and configured to determine that an identifier associated with the repair data corresponds with a desired service. The receiver is configured to receive the packets of repair data as part of a received data stream including the packets of repair data, packets of source data of the desired service, and packets of data of other services; and the apparatus further includes a de-multiplexer communicatively coupled to the receiver and configured to de-multiplex the packets of repair data and the packets of source data of the desired service from the received data stream. The transmitted data stream includes Digital Video Broadcasting - Terrestrial data. The decoder is configured to decode the encoded blocks based on a predetermined protection amount.

[0027] An apparatus configured to receive data protected with application layer forward error correction in a communication system includes: a receiver configured to receive packets of source data of a desired service and packets of repair data for the desired service, wherein the repair data is for correcting errors in the source data of the
desired service; a processor communicatively coupled to the receiver and configured to
determine that a first identifier associated with the source data corresponds with the
desired service, determine that a second identifier associated with the repair data does
not correspond with the desired service, and discard the packets of repair data; and an
assembly module communicatively coupled to the processor and configured to assemble
the packets of source data to reproduce a transmitted data stream of the desired service.

[0028] Embodiments of such an apparatus may include the feature wherein the
transmitted data stream includes Digital Video Broadcasting - Terrestrial data.

[0029] A computer program product for protecting data with application layer
forward error correction in a communication system, wherein the communication
system includes first devices with legacy receivers and second devices with
FEC-enabled receivers, and operation of the legacy receivers is not affected by the
application layer forward error correction, includes a processor-readable medium
storing processor-readable instructions configured to cause a processor to: determine a
duration period; assemble packets of source data into source blocks corresponding to the
duration period, each source block including a number of packets of source data; encode
the source blocks to generate encoded blocks, each encoded block including a number
of packets of repair data; and transmit the packets of repair data.

[0030] Embodiments of such a product may include one or more of the following
features. The data includes Digital Video Broadcasting - Terrestrial data. The
processor-readable medium is further configured to cause the processor to separate or
partition the packets of source data from a data stream. The number of packets of repair
data of an encoded block is greater than the number of packets of source data of a
source block. The processor-readable medium is further configured to cause the
processor to determine which packets of source data from a data stream to assemble into
source blocks, wherein at least some of the packets of source data from the data stream
are not assembled into source blocks. The processor-readable medium is further
configured to cause the processor to determine a protection amount for the source
blocks, wherein the source blocks are encoded based on the protection amount.

[0031] A computer program product for receiving data protected with application
layer forward error correction in a communication system, wherein the communication
system includes first devices with legacy receivers and second devices with
FEC-enabled receivers, and operation of the legacy receivers is not affected by the
application layer forward error correction, includes a processor-readable medium
storing processor-readable instructions configured to cause a processor to: receive
packets of repair data; assemble the received packets of repair data into encoded blocks,
each encoded block including a number of packets of repair data; decode the encoded
blocks to generate source blocks, each source block corresponding to a predetermined
duration period and including a number of packets of source data; and assemble the
packets of source data to reproduce a transmitted data stream.

[0032] Embodiments of such a product may include one or more of the following
features. The transmitted data stream includes Digital Video Broadcasting - Terrestrial
data. The processor-readable medium is further configured to cause the processor to
separate or partition the packets of repair data from a received data stream. The
encoded blocks are decoded based on a predetermined protection amount.

[0033] A system configured to protect data with application layer forward error
correction in a communication system, wherein the communication system includes first
devices with legacy receivers and second devices with FEC-enabled receivers, and
operation of the legacy receivers is not affected by the application layer forward error
correction, includes: means for determining a duration period; means for assembling
packets of source data into source blocks corresponding to the duration period, each
source block including a number of packets of source data; means for encoding the
source blocks to generate encoded blocks, each encoded block including a number of
packets of repair data; and means for transmitting the packets of repair data.

[0034] Embodiments of such a system may include one or more of the following
features. The data includes Digital Video Broadcasting - Terrestrial data. The system
further includes means for separating or partitioning the packets of source data from a
data stream. The number of packets of repair data of an encoded block is greater than
the number of packets of source data of a source block. The system further includes
means for determining which packets of source data from a data stream to assemble into
source blocks, wherein at least some of the packets of source data from the data stream
are not assembled into source blocks. The system further includes means for
determining a protection amount for the source blocks, wherein the source blocks are encoded based on the protection amount.

[0035] A system configured to receive data protected with application layer forward error correction in a communication system, wherein the communication system includes first devices with legacy receivers and second devices with FEC-enabled receivers, and operation of the legacy receivers is not affected by the application layer forward error correction, includes: means for receiving packets of repair data; means for assembling the received packets of repair data into encoded blocks, each encoded block including a number of packets of repair data; means for decoding the encoded blocks to generate source blocks, each source block corresponding to a predetermined duration period and including a number of packets of source data; and means for assembling the packets of source data to reproduce a transmitted data stream.

[0036] Embodiments of such a system may include one or more of the following features. The transmitted data stream includes Digital Video Broadcasting - Terrestrial data. The system further includes means for separating or partitioning the packets of repair data from a received data stream. The encoded blocks are decoded based on a predetermined protection amount.

[0037] Items and/or techniques described herein may provide one or more of the following capabilities. Application Layer Forward Error Correction (AL-FEC) protection in a Digital Video Broadcasting - Terrestrial (DVB-T) network increases the robustness of the transmitted information and provides reception in mobile channels. The described mechanisms allow the transmission of additional parity needed for error correction in a fully backwards-compatible way, i.e., in such a way that legacy DVB-T receivers are not impacted by the additional FEC. Providing AL-FEC protection for DVB-T services using raptor codes, which are efficient and lightweight in terms of decoding complexity, allows the FEC decoding to be done in generic software processors even on low-complexity devices. Thus, hardware upgrades can be eliminated or reduced. AL-FEC can be used in existing networks and services to extend the mobile reception of DVB-T services to provide partial coverage of the service area. AL-FEC protection can be used in conjunction with other technical solutions (e.g., antenna diversity techniques and hierarchical modulation) to further enhance the mobile reception of DVB-T services in existing networks. While item/technique-effect pairs
have been described, it may be possible for a noted effect to be achieved by means other than those noted, and a noted item/technique may not necessarily yield the noted effect.

BRIEF DESCRIPTION OF THE DRAWINGS

[0038] FIG. 1 is a block diagram of a communication system that supports DVB-T services in both legacy and FEC-enabled receivers.

[0039] FIG. 2 is an illustration of the impact of protection periods on error correction capabilities of example FEC mechanisms.

[0040] FIG. 3 is an illustration of the protection periods for AL-FEC in DVB-T and for Multi Protocol Encapsulation - Forward Error Correction (MPE-FEC) in Digital Video Broadcasting - Transmission System for Handheld Terminals (DVB-H).

[0041] FIG. 4 is an illustration of an FEC transmitter assembling source packets and encapsulating repair packets into a transport stream.

[0042] FIG. 5 is an illustration of an FEC receiver separating the source packets and the repair packets from the received transport stream and multiplexing decoded source packets.

[0043] FIG. 6 is a block flow diagram of a process of protecting data with AL-FEC.

[0044] FIG. 7 is a block flow diagram of a process of receiving data with AL-FEC.

[0045] FIG. 8 is a plot of mobile performance of simulated DVB-T services with AL-FEC in a TU6 channel.

[0046] FIG. 9 is a plot of mobile performance of simulated DVB-T services with AL-FEC in a TU6 channel configured with 10 Hz of Doppler.

[0047] FIG. 10 is a plot of mobile performance of simulated DVB-T services with AL-FEC in a TU6 channel configured with 80 Hz of Doppler.

[0048] In the figures, components with similar relevant characteristics and/or features may have the same reference label.

DETAILED DESCRIPTION

[0049] Techniques described herein provide mechanisms for protecting data with AL-FEC in a communication system. The communication system includes first devices
with legacy receivers and second devices with FEC-enabled receivers, where operation
of the legacy receivers is not affected by the application layer forward error correction. A duration period can be determined, and packets of source data are assembled into source blocks corresponding to the duration period. The source blocks are then encoded to generate encoded blocks, which each include a number of packets of repair data. The packets of repair data are transmitted. Mechanisms for receiving data protected with AL-FEC in a communication system are also provided. Packets of repair data are received and assembled into encoded blocks. The encoded blocks are decoded to generate source blocks, which each correspond to a predetermined duration period and include a number of packets of source data. The packets of source data are assembled to reproduce a transmitted data stream. The protected data can include DVB-T data. A protection amount for the source blocks can be determined, where the encoding and decoding is based on the protection amount. Other embodiments are within the scope of the disclosure and claims.

[0050] Although the focus in this disclosure is on DVB-T, the described techniques are not limited to application in DVB-T. The described techniques can apply, for example, to Digital Video Broadcasting (DVB-S) and Digital Video Broadcasting - Cable (DVB-C) as well as other wireless or fixed network distribution systems, such as Advanced Television Systems Committee (ATSC) or Integrated Services Digital Broadcasting - Terrestrial (ISDB-T).

**Digital Video Broadcasting - Terrestrial (DVB-T)**

[0051] Digital Terrestrial Television (DTT) networks are being deployed worldwide, and it is planned that DTT services completely replace analog TV in many European countries by 2012 at the latest. DVB-T is the European standard of DTT and has been adopted by many countries all over the world to provide DTT services. DVB-T was designed for fixed and portable reception, but DVB-T does not generally provide enough robustness in mobile environments. Mobile reception, as described in more detail below, is characterized by fluctuations of the received signal caused by fast fading and shadowing. These fluctuations cause the loss of portions of information over time and challenge the reception of DVB-T services in mobile environments. A main reason for this is the short time interleaving, up to approximately 1 ms, performed in the physical layer.
[0052] Digital Video Broadcasting - Transmission System for Handheld Terminals (DVB-H), a European digital mobile TV standard, is a technological evolution of DVB-T and was developed specifically for the provision of mobile TV services. DVB-H reutilizes the physical layer of DVB-T and introduces a set of enhancements in the link layer in order to adapt the transmission to mobile reception. These enhancements are aimed to reduce the terminal power consumption and to counteract the fast fading. A link layer protection mechanism called Multi Protocol Encapsulation - Forward Error Correction (MPE-FEC) increases the robustness in mobile environments, whereas a bursty transmission technique referred to as time slicing reduces the power consumption in receivers by up to 90%. Simulations for DVB-H have shown that by means of MPE-FEC, it is possible to obtain gains between 4 and 9 dB for mobile users when compared to DVB-T. Furthermore, the maximum Doppler tolerance increases by about 50% for mobile channels while reutilizing the physical layer of DVB-T.

[0053] AL-FEC has been standardized in DVB-H for file delivery services. An advantage of AL-FEC is that it can spread the protection over large portions of information. AL-FEC takes advantage of the spatial diversity derived from user mobility by the use of extensive time interleaving (e.g., up to minutes or even hours) and increases the robustness of the transmitted information in the presence of shadowing. AL-FEC has also been proposed for DVB-H streaming services in the form of multi-burst protection. Despite excellent performance, the main drawback of this approach is an increase in the channel switching times, which is considered a critical parameter in mobile TV usability.

[0054] Despite the fact that the physical layer of DVB-H is compatible with DVB-T, DVB-H encapsulates all the audio-visual information in IP (Internet Protocol) datagrams and generally simulcasts the services with lower quality than the MPEG-2 Transport Stream (MPEG-2 TS) signal in DVB-T. Therefore, DVB-H requires the allocation of specific bandwidth for the transmission of the mobile TV content. On the other hand, in some studies as well as even deployments, mobile reception of DVB-T has been verified. In order to enable mobile reception of current DVB-T services, antenna diversity techniques have been proposed. It is claimed that the reception by means of two antennas and Maximum Ratio Combining (MRC) results in a link margin
gain from 3 to 9 dB depending on the reception conditions. However, for handset-based reception, multiple receive antennas are generally impractical as the correlation distance of the antennas is far beyond the dimensions of typical handsets.

**Mobile Reception of DVB-T**

[0055] Mobile channels are characterized by rapid variations of the received signal over time referred to as fast fading. Fast fading is caused by the Doppler shift of multiple propagation paths, which originates from the movement of the receiver with respect to the transmitter. Fast fading results in corruption of small portions of the data stream in a bursty manner. Higher velocities involve higher values of Doppler shift and thus, a greater degradation of the received information. If the user velocity is too high, the Doppler shift may increase above the values supported by the physical layer, corrupting great portions of the received information. The Carrier to Noise (C/N) sensitivity required for the proper reception of DVB-T tends to increase proportionally with the Doppler shift due to inter-carrier interference (ICI) up to a maximum Doppler value, from which reception is no longer possible. The protection applied by the physical layer of DVB-T extends only to the duration of one Orthogonal Frequency Division Multiplexing (OFDM) symbol (i.e., approximately 1 ms), and it is not able to cope with the error bursts resulting from fast fading.

[0056] DVB-H reutilizes the physical layer of DVB-T, but integrated MPE-FEC at the link layer to repair the errors caused by mobile reception. MPE-FEC is an infra burst mechanism for which the protection is performed on a per burst basis. MPE-FEC protection spreads over the duration of one burst, of length 0.1 to 0.4 s, and it is capable of counteracting the effects of fast fading. By means of MPE-FEC, it is possible to achieve a performance that is almost independent of the Doppler and in addition, the maximum Doppler supported by the system can be increased.

[0057] In order to cope with mobile reception impairments in DVB-T systems, antenna diversity techniques have been proposed. It has been claimed that, by means of two antennas, it is possible to improve the reception of DVB-T services in the presence of fast fading by up to 9 dB and to increase the maximum Doppler by more than a factor of three. Although antenna diversity can be implemented in vehicles, it is not suited for the handheld reception of DVB-T services. In antenna diversity scenarios, the
separation between antennas is proportional to the frequency of operation, and the separation required in the ultra high frequency (UHF) band generally exceeds the size of handheld terminals.

[0058] The received signal in mobile channels is also characterized by slow variations known as shadowing. Shadowing results from the presence of large obstacles, such as buildings or hills that may block the line-of-sight between the receiver and the transmitter. Shadowing can be modeled as a log-normal distributed variation of the received signal over the area of coverage. When a user is moving in the presence of shadowing, the received signal may experience outages that corrupt longer periods of the data stream.

[0059] However, mobile users can take advantage of the spatial diversity resulting from shadowing in order to increase the temporal diversity of the received signal. Signal outages can be corrected if the protection of the physical or upper layers is spread over time. This can be achieved by encoding a large amount of information jointly. Such link layer protection has been standardized for use in DVB systems.

**System Architecture for AL-FEC Protection of DVB-T Services**

[0060] Referring to FIG. 1, a block diagram of a communication system 100 that supports DVB-T services in both legacy and FEC-enabled receivers is shown. FIG. 1 shows an example of a seamless upgrade path for the communication system 100 for supporting AL-FEC protection of DVB-T services.

[0061] Packetized elementary streams (PESs) of a program to be protected are processed by an FEC transmitter 110. In one example, a television program can include a video PES and an audio PES. The FEC transmitter 110 generates an FEC elementary stream that is multiplexed by the multiplexer 120 with the video PES, the audio PES, and other elementary streams (e.g., captioning, Teletext or data information) into a Moving Picture Experts Group-2 Transport Stream (MPEG-2 TS), which is distributed over the DVB-T network. In DVB-T services, several television programs, each composed of several elementary streams, can be multiplexed in the same MPEG-2 TS. Preferably, the FEC elementary stream is sent with as low overhead as possible, as bit rate is generally scarce and expensive in digital terrestrial systems.
[0062] The FEC elementary stream is multiplexed in a fully backwards-compatible way such that legacy receivers discard the FEC elementary stream without affecting their operations. That is, although the MPEG-2 TS will be transmitted with a new FEC elementary stream not used in existing DVB-T services, existing legacy receivers will not need any changes to be able to extract a desired service from the received MPEG-2 TS with the multiplexed FEC elementary stream. A legacy receiver 130, e.g., a receiver of an existing high definition television, includes a DVB-T receiver 132 and a de-multiplexer 134. The DVB-T receiver 132 receives the MPEG-2 TS. The de-multiplexer 134 de-multiplexes the received MPEG-2 TS into separate elementary streams, including the FEC elementary stream, and drops the FEC elementary stream while retaining the video PES, the audio PES, control, and the other streams needed to display the desired service.

[0063] An FEC-enabled receiver 140, e.g., a receiver of a new DVB-T capable mobile device, includes a DVB-T receiver 142, a de-multiplexer 144, and an FEC receiver 146. The DVB-T receiver 142 receives the MPEG-2 TS, and the de-multiplexer 144 de-multiplexes the received MPEG-2 TS into separate elementary streams. The video PES, the audio PES, and the FEC elementary stream are processed by the FEC receiver 146 to reconstruct lost audio and video data of the audio PES and the video PES, respectively, such that the original program can be reconstructed. Preferably, the FEC-enabled receivers are able to reconstruct as much data as possible using the FEC elementary stream.

[0064] The FEC stream generated by the FEC encoder consumes part of the bit rate capacity at the physical layer and thus, the number of services carried per MPEG-2 TS may have to be reduced in order to accommodate the FEC data. Unlike DVB-H, AL-FEC protection of DVB-T services allows the same multimedia content transmitted to fixed receivers to be protected for its use by mobile users. Therefore, no additional content is needed for transmission of mobile services, and only the capacity required for carrying the FEC data need be taken into account to support mobile reception.

**MPEG-2 TS Protocol of DVB-T Services**

[0065] In DVB-T, all the content is multiplexed in a MPEG-2 TS and transmitted as a sequence of TS packets. Each TS packet carries a header of 4 bytes and a payload of
184 bytes. The MPEG-2 TS contains all the data from the services multiplexed in the MPEG-2 TS along with signaling information, which is carried in the form of Program Specific Information/Service Information (PSI/SI) tables. Generally, several services (e.g., television programs, radio programs, and data channels) are multiplexed in the one MPEG-2 TS as elementary streams. The header of each TS packet contains a 13-bit Packet IDentifier (PID) that uniquely identifies the elementary stream that is carried inside the TS packet. The header of the TS packets also contains a Transport Error Indicator (TEI) bit and a Continuity Counter (CC) field that can be used for the detection of erroneous and missing packets.

[0066] Each elementary stream is assigned a unique PID value inside the MPEG-2 TS. The associations between elementary streams and PID values are transmitted in the PSI/SI tables. The DVB-T receivers 132, 142 parse the PSI/SI tables in order to identify the PID values of the elementary streams that correspond to the desired service. The MPEG-2 TS packets carrying the video, audio, or data information of the desired service are de-multiplexed by reading the PID value of every MPEG-2 TS packet.

**Forward Error Correction**

[0067] FEC mechanisms are designed to cope with the loss of information by transmitting additional repair data. Erasure codes are often used in FEC mechanisms as they can regenerate lost portions of information transmitted over an erasure channel. The information to be protected is partitioned into source blocks, each of them including \( k \) different source symbols. An erasure encoder is used in the transmitter to encode the source blocks and generate a total amount of \( \frac{n \cdot k}{n} \) symbols per source block where \( n > k \). If a systematic code is used, the original \( k \) source symbols are among the total \( n \) symbols generated by the encoding algorithm. The \( k \) original source symbols are transmitted along with \( n-k \) repair symbols. Assuming an erasure channel, some of the \( n \) transmitted symbols are erased and are not available at the receiver. An erasure decoder is capable of recovering the erased symbols if a sufficient number of source and repair symbols is received. An ideal erasure code is capable of recovering the \( k \) original source symbols if at least any \( k \) symbols among the \( n \) transmitted symbols are received. A practical low-complexity erasure code generally requires a small additional number of symbols in order to recover all original transmitted source symbols.
The level of protection provided by FEC mechanisms depends on the code rate and the protection period. The code rate is the proportion of source data with respect to the total amount of information transmitted, accounting for both source and repair data. The protection period is the duration of the information encoded in a source block. Long protection periods take advantage of temporal diversity derived from user mobility and achieve better protection in the presence of shadowing. FIG. 2 is an illustration of the impact of protection periods on error correction capabilities of example FEC mechanisms. A same error pattern is represented for three configurations with a same amount of repair data but with different protection periods. Assuming that each protection period corresponds to one source block, the information has been encoded in three source blocks in the first case, encoded in two source blocks in the second case, and encoded in one source block in the third case. In the first case, only the source block containing the shortest error burst can be decoded, which corresponds to 33% error correction. In the second case, one source block can be decoded, which corresponds to 50% error correction. In the third case, the protection period extends to the entire transmission, and the service will be recovered without any losses, which corresponds to 100% error correction. An increase in the protection period, however, only improves the reception if the amount of repair data is enough to correct the lost information. Otherwise, an increase in the protection period may even degrade the overall symbol loss rate.

The protection period affects not only the level of protection provided by the FEC mechanism but also network latency and, more importantly, receiver latency or channel switching time. The network latency is the amount of time that passes from the instant the information enters the transmitter until the instant it is delivered to media decoders in the receiver. The channel switching time is the amount of time between the instant when a user switches to a new channel and the instant when the new content is displayed to the user. Although network latency is not critical for the majority of services, the channel switching time is considered a critical criterion in mobile television user experience and should not increase beyond certain values. A tradeoff exists between the level of protection that can be offered in mobile reception and the channel switching time that the user experiences as disturbing. Increasing the protection period also affects the memory needed in the receiver, as at least the size of...
the source data contained in one protection period needs to be stored in order to perform the decoding. However, the use of computationally efficient decoding techniques can reduce the memory problems, and fast channel switching techniques may decrease the channel switching time perceived by the user when long protection periods are used.

**AL-FEC Protection of DVB-T Services**

[0070] The addition of AL-FEC to DVB-T services incorporates FEC protection by making use of erasure codes in a fully backwards-compatible way. In order to achieve this, the video and audio elementary streams should not be altered to allow legacy receivers to continue to extract the video and audio elementary streams of desired services from the received MPEG-2 TS without the need for changes in the legacy receivers. Apart from the repair symbols, some additional information, such as a Source FEC Payload Identifier (ID), is necessary for the decoding process and needs to be passed to the receiver. For associating the source and repair data, a hash sequence of the source data is sent along with the repair data to provide this Source FEC Payload Identifier, such that the source data is unmodified without adding sequence numbering, while FEC-enabled receivers (e.g., the FEC-enabled receiver 140 of FIG. 1) can still associate the source and repair data by producing the same hash sequence. This process is further detailed in Chen. Due to limitations in available hash mechanisms, mainly related to the number of symbols per protection period, each source symbol may need to be encapsulated into several TS packets. The FEC data, including both the repair data and the hash sequences, need to be encapsulated in a manner that ensures that legacy receivers (e.g., the legacy receiver 130 of FIG. 1) drop the TS packets carrying the FEC data without altering the legacy receivers' proper operation.

[0071] The MPEG-2 TS specification allows AL-FEC to be incorporated into the protocol stack of DVB-T in a transparent manner above the TS layer. As discussed above, the repair packets can be multiplexed into the MPEG-2 TS as another elementary stream associated with the particular program, and will be discarded by the receivers that do not incorporate AL-FEC. As an example technique to accomplish this, a specific new PID can be assigned to the FEC elementary stream, where the specific new PID is not recognized by legacy receivers. Thus, the new PID assigned to the FEC elementary stream is not recognized by legacy receivers as being associated with an elementary stream of any desired service. As a result, the legacy receivers would
discard the FEC elementary stream as if it was a PES of an undesired service. By means of the TEI bit and the CC fields in the TS packet header, it is possible to determine and discard erroneous MPEG-2 TS packets. As the source and repair packets are encapsulated in the MPEG-2 TS packets, the erasure of MPEG-2 TS packets results in a symbol erasure channel. A source or repair symbol is considered erased if at least one of the TS packets carrying information of that particular source or repair symbol is lost. Longer source and repair packets are generally fragmented and encapsulated into multiple TS packets. As one erroneous or lost TS packet is sufficient to erase the entire source or repair packet, this tends to achieve a lower performance, especially in the presence of uncorrelated MPEG-2 TS packet errors.

In this disclosure, systematic raptor codes are considered for AL-FEC in DVB-T services. Raptor codes, described in Shokrollahi, have been previously standardized in DVB systems for the provision of link layer FEC protection. Raptor codes are a computationally efficient implementation of fountain codes that achieve very close to ideal performance (i.e., no additional repair data is required to decode the lost symbols). Fountain codes are a class of erasure codes that can generate a very large amount of parity data from a given source block and thus, are considered rate less (i.e., any amount of FEC overhead can be delivered for any source block size or protection period). Raptor decoding can be implemented in complexity and memory constrained receivers, such as handset receivers, without the need for dedicated hardware due to the code's low computational complexity and efficient memory management.

Alternatively, other block-based FEC codes, such as Reed-Solomon or low-density parity-check (LDPC) codes, can be used for protecting the PES packets of the programs being transmitted in a MPEG-2 TS.

Referring to FIG. 3, an illustration 300 comparing the protection periods for AL-FEC in DVB-T and for MPE-FEC in DVB-H is shown. Because of the time slicing performed in DVB-H, the protection period achieved by MPE-FEC is limited to the burst duration of around 0.1 to 0.4 second. In DVB-H, when a new channel is selected by a user, the receiver needs to wait until the reception of the first burst of the new channel service. Depending on the precise instant of channel switching, the channel switching time can be as high as one cycle time (i.e., the time between bursts) in the worst-case scenario. On the other hand, DVB-T does not perform time slicing, and the
services are transmitted continuously over time. The protection period in AL-FEC can be configured up to 10 seconds or more, and is only limited by memory and channel switching time constraints. Although DVB-T does not perform time slicing and thus, the power saving of DVB-H is not possible with DVB-T, the development of more durable batteries has reduced the power consumption issues in handheld terminals. Furthermore, for a significant portion of mobile TV receivers such as netbooks or in-car receivers, battery lifetime is of less relevance.

Another limitation of MPE-FEC that can be overcome by AL-FEC is the dependency between the code rate and the protection period. Due to the nature of Reed Solomon encoding, in order to achieve different code rates other than the mother code rate (e.g., 3/4), it is necessary to perform a padding/puncturing mechanism that shortens the burst duration. This is especially important for code rates of 2/3 and 1/2, for which the burst duration is, respectively, 25% and 50% shorter than in the case of a code rate of 3/4. On the contrary, the flexibility of raptor codes allows the proposed AL-FEC implementation to deliver virtually any code rate for a given protection period.

**FEC Transmitter**

Referring to FIG. 4, an illustration 400 is shown of an FEC transmitter, which assembles source packets and encapsulates repair packets into the MPEG-2 TS. The encoding of the source data can be performed by a transmitter 410, which generates and transmits source identification data for source data, as described in Chen. The FEC transmitter of FIG. 4 differs from the FEC transmitter 110 of FIG. 1 in that the FEC transmitter of FIG. 4 is positioned after the multiplexer 120.

The TS packets carrying the source data, e.g., video and audio information of a particular program, are de-multiplexed from an incoming MPEG-2 TS by the FEC transmitter and assembled into source packets in the same order as the order in which the source data were originally multiplexed. The FEC transmitter sends the source packets to the transmitter 410 and retrieves the source and repair packets. In some implementations, the source packet size is set to 1316 bytes, which corresponds exactly to seven TS packets, each of 188 bytes. Both the header and the payload of the TS packets are FEC protected. To signal a beginning of a source packet to the FEC receiver, a transport priority bit in the MPEG-2 TS packet header can be used. The
function of the transport priority bit is to signal the TS packets that need to be processed in the receiver with higher priority. However, as this bit is generally not used in DVB-T transmissions, the bit can be used to signal the beginning of the source packets. For example, an MPEG-2 TS packet can have the transport priority bit set to 1 for each MPEG-2 TS packet that carries the start of a source packet as delivered to the transmitter 410.

[0077] In some implementations, the repair packets generated by the transmitter 410 have a variable size ranging from 1320 bytes to 1472 bytes, optimized for operation in Ethernet networks, which corresponds to the payload of 8 TS packets. When the size of the repair packets is not fixed, the size needs to be signaled to the receiver. Two bytes can be inserted at the beginning of the repair packets before encapsulating them into the MPEG-2 TS to signal the repair packet size. If the last MPEG-2 TS packet carrying information of a repair packet is not completely filled with repair data, the rest of the TS packet can be filled with padding.

[0078] The FEC transmitter stores the repair packets generated by the transmitter 410 in a circular FIFO during a protection period. The repair packets are then multiplexed in a generally uniform manner over the protection period. The FEC transmitter automatically computes the rate at which the repair packets are encapsulated based on the original service bit-rate and the FEC overhead.

[0079] To signal that a null MPEG-2 TS packet is carrying information from a repair packet, the transport priority bit in the MPEG-2 TS packet header can be set to 1. A payload unit start indicator bit in the MPEG-2 TS packet header can be used to signal a beginning of a repair packet to the FEC receiver. Thus, a TS null packet containing repair data would have the payload unit start indicator bit set to 1 if it is the first TS null packet of a repair packet generated by the transmitter 410. The transport priority bit and the payload unit start indicator bit are used by the FEC receiver to assemble the source and repair packets as they were originally assembled in the FEC transmitter. Although the transport priority bit and payload unit start indicator bit are described above for signaling source and repair packets to the FEC receiver, other bit fields in the MPEG-2 TS packet header or other techniques for signaling source or repair packets in MPEG-2 TS packets can also be used.
[0080] Alternatively, the FEC transmitter can use a dedicated PID value to signal the transport of repair packets. In this case, the packets carrying the beginning of a repair packet would have their transport priority bit set to 1, as in the case of the source packets. The dedicated PID needs to be set to a value not used in the MPEG-2 TS for carrying an elementary stream or a PSI/SI table, such that legacy receivers would not recognize the dedicated PID and would thus discard the MPEG-2 TS packets that carry repair data. The CC field of the TS packets carrying repair data is increased by 1 with respect to the previous MPEG-2 TS packet carrying repair data. This allows the FEC receiver to identify missing packets that were lost during the transmission of the MPEG-2 TS. The combination of the TEI bit and the CC field can provide reliable detection of lost source and repair packets.

[0081] A different option to transport the FEC parity (i.e., repair) data is the generation of a separate FEC MPEG-2 TS stream that could include the FEC data of all programs. Alternatively, the FEC parity data could be distributed over other means, such as another point-to-point network, e.g., Long Term Evolution (LTE) or High Speed Packet Access (HSPA), or another broadcast network, e.g., DVB-H, Digital Video Broadcasting - Satellite services to Handhelds (DVB-SH), MediaFLO, or Multimedia Broadcast and Multicast Services (MBMS).

**FEC Receiver**

[0082] Referring to FIG. 5, an illustration 500 is shown of an FEC receiver, which separates the source packets and the repair packets from the received MPEG-2 TS and multiplexes decoded source packets into an outgoing MPEG-2 TS. The decoding of the repair data can be performed by a receiver 510, which receives source identification data and associates the source identification data with source data, as described in Chen. The FEC receiver of FIG. 5 differs from the FEC receiver 146 of FIG. 1 in that the FEC receiver of FIG. 5 is positioned before the de-multiplexer 144 of the FEC-enabled receiver 140.

[0083] The source and repair packets are assembled from the received MPEG-2 TS in the same order as they are received. The transport priority bit indicates to the FEC receiver the beginning of a new source or repair packet. The TEI bit and the CC field in the header of the TS packets are used to identify erroneous or missing packets. One
missing or erroneous MPEG-2 TS packet invalidates the source or repair packet to which the TS packet belongs. Erroneous, and possibly incomplete, source or repair packets can be automatically discarded and not passed to a receiver 510. The FEC receiver overwrites the erroneously received TS packets as null TS packets to free bandwidth for the decoded packets that will be multiplexed.

[0084] The FEC receiver sends the correctly received source and repair packets to the receiver 510 and retrieves the decoded source packets. The decoded source packets retrieved from the receiver 510 are stored in a circular FIFO during the protection period before being multiplexed into the outgoing MPEG-2 TS. The decoded packets are multiplexed into the outgoing MPEG-2 TS in the locations that are occupied by null TS packets in the received stream.

[0085] The instantaneous bit rate of the decoded service needs to be maintained to achieve the strict timing model of MPEG-2 TS. The correctly received TS packets pertaining to the FEC-enabled service can be used to synchronize the multiplexing of the decoded packets. The decoded packets are multiplexed by filling gaps between correctly received TS packets, which maintains the original bit rate at which the packets were originally multiplexed. As only the erroneously received TS packets are erased, there is no loss in the service quality when the source blocks cannot be decoded.

**Configuration of Protection Amount and Protection Period**

[0086] In AL-FEC, the protection amount (i.e., the FEC overhead) is the percentage of repair data transmitted relative to the original data. The protection period (i.e., the duration period) applied by AL-FEC is determined by the duration of the information contained in one source block. The channel switching time and memory constraints directly depend on the size of the protection period, as all the information of one source block needs to be stored before being decoded. For AL-FEC protection of DVB-T Services, both the protection amount and the protection period are configurable.

[0087] As the FEC repair data generated from encoding is transmitted in the same MPEG-2 TS as the video and audio information, the efficiency of the FEC protection (low overhead) is of very important. Preferably, the lowest overhead FEC codes that achieve the desired performance are used. The bandwidth to deliver this additional FEC data within an MPEG-2 TS can be obtained, for example, by protecting the perceptually
most important data or the most important programs only, using non-occupied capacity in DVB-T, replacement of null packets in the MPEG-2 TS with FEC data, reducing the video and/or audio bit rate by improved video encoding schemes, or increasing the coding rate and bandwidth efficiency on the physical layer and, therefore, changing the available bit rate.

[0088] The information to be protected can be selected on an elementary stream basis or on a per service basis, such that the configuration can be adapted to the characteristics and constraints of each transmitted service. Information such as Teletext, captioning, or supplementary data can be left without protection to maximize the efficiency of the FEC protection for the more important data. For a protected service, not all the PESs corresponding to that service need be protected by FEC. In one example, to improve the efficiency of FEC protection of a television program, only the most important information, e.g. the video information and only one audio track, can be encoded.

[0089] As another example, consider a video stream encoded according to the MPEG standard, with three types of frames: Intra (I) frames or key-frames, which do not reference any other frames; Predictive (P) frames, which can reference I- and P-frames presented in the past; and Bidirectional (B) frames, which can reference the I- and P-frames presented both in the past and in the future. FEC protection can be limited to the I- and P-frames, but not the B-frames, to maximize the use of available bandwidth for the highest priority data elements.

[0090] In addition to protection amount, i.e., FEC overhead, the protection period is also configurable with AL-FEC protection of DVB-T services. Unlike MPE-FEC, the protection period of AL-FEC in DVB-T is only constrained by memory, delay, and channel switching time considerations. Therefore, AL-FEC can be applied to cope with shadowing as well as fast fading. Moreover, the continuous transmission and the higher bit rate of DVB-T services compared to DVB-H allow AL-FEC to achieve an effectively longer protection period than MPE-FEC for the same channel switching time.

[0091] In DVB-H, due to the time slicing, a user needs to wait until the reception of the next burst when switching to a new channel. Assuming no other delays, the channel
switching time in DVB-H is equal to half a cycle time (i.e., the time between bursts) on average, and equal to one cycle time in the worst-case scenario. On the other hand, the continuous transmission of DVB-T enables almost instantaneous channel switching. If AL-FEC is used in DVB-T, the channel switching time is equal to the protection period. As an example, if the cycle time is 2 seconds in DVB-H and the protection period of AL-FEC is configured to 1 second in DVB-T, the average channel switching time is similar in both systems, whereas the protection period in the case of DVB-T is several times longer (i.e., 1 s for DVB-T versus 100-200 ms for DVB-H). As described above in reference to FIG. 2, the protection provided by an FEC code depends on the protection period.

**Process of Protecting Data with AL-FEC**

[0092] Referring to FIG. 6, with further reference to FIGS. 1 and 4, a process 600 of protecting data with AL-FEC in a communication system includes the stages shown. The communication system includes first devices with legacy receivers and second devices with FEC-enabled receivers. Operation of the legacy receivers is not affected by the AL-FEC. The process 600 is, however, exemplary only and not limiting. The process 600 can be altered, e.g., by having stages added, removed, or rearranged.

[0093] At stage 602, a processor (e.g., a processor on a source transmitter side of a communication link) determines a duration period. For example, the duration period can be determined to simultaneously achieve a desired level of protection for mobile reception and reduce the channel switching time experienced by a user.

[0094] At stage 604, the processor separates or partitions packets of source data from a data stream. For example, a processor of the FEC transmitter 110 of FIG. 1 can partition packets of video data from the video PES. In another example, a processor of the FEC transmitter of FIG. 4 can separate packets of source data from an incoming MPEG-2 TS that includes data multiplexed from multiple services. The data stream can include DVB-T data.

[0095] At stage 606, the processor assembles the packets of source data into source blocks corresponding to the duration period, where each source block includes a number of packets of source data. In one example, each source block is a source packet that includes seven MPEG-2 TS packets of source data.
At stage 608, an encoder (e.g., an encoder on the source transmitter side of the communication link) encodes the source blocks to generate encoded blocks, where each encoded block includes a number of packets of repair data. The encoder can be part of the transmitter 410 of FIG. 4, which generates and transmits source identification data for source data, as described in Chen. In one example, each encoded block is a repair packet that can be divided into eight MPEG-2 TS packets of repair data. In some implementations, the number of packets of repair data of an encoded block is greater than the number of packets of source data of a source block.

At stage 610, a transmitter transmits the packets of repair data. For example, the packets of repair data can be encapsulated in an FEC elementary stream and multiplexed with other elementary streams by the multiplexer 120 of FIG. 1 before transmitting over the DVB-T network. In another example, the FEC transmitter of FIG. 4 can multiplex the packets of repair data with packets of data from other elementary streams in an outgoing MPEG-2 TS.

In some implementations, which packets of source data from the data stream to assemble into source blocks is determined, where at least some of the packets of source data from the data stream are not assembled into source blocks. For example, a processor can determine that only the most important packets of source data are to be assembled into source blocks for encoding. In some implementations, the processor determines a protection amount for the source blocks, where the encoding of source blocks is based on the protection amount. For example, the protection amount can be determined to simultaneously achieve a desired level of protection for mobile reception and reduce the bandwidth needed to transmit the repair data.

**Process of Receiving Data Protected with AL-FEC**

Referring to FIG. 7, with further reference to FIGS. 1 and 5, a process 700 of receiving data protected with AL-FEC in a communication system includes the stages shown. The communication system includes first devices with legacy receivers and second devices with FEC-enabled receivers. Operation of the legacy receivers is not affected by the AL-FEC. The process 700 is, however, exemplary only and not limiting. The process 700 can be altered, e.g., by having stages added, removed, or rearranged.
At stage 702, a receiver receives packets of repair data. For example, the DVB-T receiver 142 of the FEC-enabled receiver 140 of FIG. 1 can receive the packets of repair data. In another example, the FEC receiver of FIG. 5 can receive the packets of repair data.

At stage 704, a processor (e.g., a processor on a receiver side of a communication link) separates or partitions the packets of repair data from a received data stream. For example, the packets of repair data can be de-multiplexed from a received MPEG-2 TS by the de-multiplexer 144 of the FEC-enabled receiver 140 of FIG. 1 and encapsulated in an FEC elementary stream. The packets of repair data can then be partitioned from the FEC elementary stream. In another example, a processor of the FEC receiver of FIG. 5 can separate the packets of repair data from an incoming MPEG-2 TS, which includes received packets of data from multiple services. The received data stream can include DVB-T data.

At stage 706, the processor assembles the received packets of repair data into encoded blocks, where each encoded block includes a number of packets of repair data. In one example, each encoded block is a repair packet assembled from eight received MPEG-2 TS packets of repair data.

At stage 708, a decoder (e.g., a decoder on the receiver side of the communication link) decodes the encoded blocks to generate source blocks, where each source block corresponds to a predetermined duration period and includes a number of packets of source data. The decoder can be part of the receiver 510 of FIG. 5, which receives source identification data and associates the source identification data with source data, as described in Chen. In one example, each source block generated by the decoder is a corrected source packet that can be divided into seven MPEG-2 TS packets of corrected source data. In some implementations, the number of packets of repair data of an encoded block is greater than the number of packets of source data of a source block. In some implementations, the encoded blocks are decoded based on a predetermined protection amount.

At stage 710, the processor assembles the packets of source data to reproduce a transmitted data stream. For example, a processor of the FEC receiver 146 of FIG. 1 can assemble the packets of corrected source data to reproduce the transmitted video
PES. In another example, a processor of the FEC receiver of FIG. 4 can assemble the packets of corrected source data with received data from multiple services into an outgoing MPEG-2 TS that reproduces the transmitted MPEG-2 TS of FIG. 4.

**Performance Evaluation of AL-FEC Protection of DVB-T Services**

[0105] Simulations were performed assuming a DVB-T physical layer configuration of fast Fourier transform (FFT) equal to 8K, a guard interval equal to 1/4, 16 quadrature amplitude modulation (QAM), and a coding rate equal to 1/2. The transmission mode employed gives a total bit rate of approximately 9.95 Mbps. For the evaluation of AL-FEC in DVB-T services, a service of 2.5 Mbps is protected by an ideal FEC implementation. The size of the source and repair symbol is configured to 184 bytes, which corresponds to the payload of one TS packet, and therefore, each symbol was directly mapped to one MPEG-2 TS packet. For simplicity, it was assumed that no signaling overhead (e.g., hash sequences) is needed to perform the decoding, i.e., all the FEC overhead was dedicated to transmission of repair data. These assumptions correspond to an upper limit on the performance, but the expected deviation from real implementations was marginal. An ideal erasure code was also assumed for encoding/decoding, i.e., the source blocks could be decoded successfully without any additional FEC symbol overhead.

[0106] The mobile performance was evaluated by means of TU6 laboratory measurements. The laboratory measurement setup consisted of a DVB-T modulator, a signal generator for emulating the TU6 channel model, and a DVB-T measurement system capable of recording the error data at the TS layer. By recording the error data at the TS layer, it was possible to emulate the performance of upper layers by means of link layer simulations. The measurements were obtained for a transmission mode configured as above in a range of carrier-to-noise ratio (CNR) values from 0 to 30 dB and for Doppler values of 10 Hz and 80 Hz.

[0107] Packet Error Ratio (PER) was used as the metric to measure the performance of AL-FEC. The PER is the percentage of packets in which there is at least one error. In the case of AL-FEC simulated, a packet corresponded to a source packet. A PER value of 1% was the quality of service criterion.
Referring to FIG. 8, a plot of the mobile performance of the simulated DVB-T services with AL-FEC in the TU6 channel is shown. The AL-FEC was configured to a protection period of 1 second. The AL-FEC is configured with protection amounts (i.e., FEC overhead) of 0%, 15%, 20%, 33%, 50%, and 100%.

FIG. 8 illustrates that when AL-FEC is enabled, the performance of DVB-T increases considerably, achieving important gains in terms of CNR threshold. The gain obtained by AL-FEC is up to 5 dB in the lower range of Doppler and up to 6 dB in the higher range. The AL-FEC is configured with a protection period of 1 second that is independent of the FEC overhead. The errors caused by low Doppler shifts tend to be grouped in longer error bursts. Longer protection periods can cope with this kind of error distribution more effectively than protection periods of shorter duration. The loss between 10 Hz and 80 Hz is about 2 dB for all the FEC overheads evaluated.

Referring to FIGS. 9 and 10, plots 900 and 1000 of the mobile performance of the simulated DVB-T services with AL-FEC in the TU6 channel configured with 10 Hz and 80 Hz of Doppler, respectively, are shown. FIGS. 9 and 10 illustrate the effects of FEC repair overhead (i.e., the protection amount) and protection period for an ideal implementation of AL-FEC.

In FIG. 10, 0.2 seconds of protection period are enough to repair the errors caused by fast fading at the high Doppler value of 80 Hz. In this case, the difference between a protection period of 0.2 and 10 seconds is only slightly above 1 dB. In the case of the low Doppler value of FIG. 9, a protection period of 1 second can improve the reception by 1 dB with respect to a protection period of 0.2 seconds. Protection periods higher than 2 seconds bring little to no advantage to combat fast fading.

Network planning

[0113] Network planning issues arise with the addition of AL-FEC protection of DVB-T services. While fixed reception is generally performed with high gain antennas located on the roof of buildings, mobile reception is characterized by reception at ground level and use of low gain antennas. The degradation in performance due to the height loss and the use of mobile antennas can affect the link budget of DVB-T systems, especially in urban scenarios. For DVB-T networks planned for fixed reception, the AL-FEC protection of DVB-T services or the use of antenna diversity techniques can generally provide mobile reception in areas with the best coverage conditions but cannot provide mobile reception with coverage levels comparable to those of fixed DTT services. On the other hand, DVB-T networks planned for portable reception take into account the penalization due to height loss and lower gain antennas. The combined gain of AL-FEC and antenna diversity techniques (for use at the transmitter and/or the receiver) can be used in DVB-T networks deployed for portable reception to provide mobile DVB-T services with similar coverage area to that of fixed DVB-T services.

[0114] One possibility to partially counteract the more demanding reception of mobile services in terrestrial networks is by means of hierarchical modulation and the new scalable video coding (SVC) video codec. The combined use of hierarchical modes and SVC of H.264/Advanced Video Coding (AVC) presents a high potential for the simultaneous provision of fixed and mobile DVB-T services. The use of the new SVC extension can enhance mobile services by transmitting a base layer and an enhancement layer through two hierarchical streams. Fixed terminals would need to receive both the base and the enhancement layer in order to retrieve the high quality service, whereas mobile terminals only need to receive the base layer. The base layer would not only be transmitted through the more robust stream but also be protected by AL-FEC to ensure its reception by mobile users.

Considerations Regarding the Description

[0115] The various illustrative logical blocks, modules, and circuits described in connection with the disclosure herein may be implemented or performed with a general-purpose processor, a digital signal processor (DSP), an application specific integrated circuit (ASIC), a field programmable gate array (FPGA) or other
programmable logic device, discrete gate or transistor logic, discrete hardware components, or any combination thereof designed to perform the functions described herein. A general-purpose processor may be a microprocessor, but in the alternative, the processor may be any conventional processor, controller, microcontroller, or state machine. A processor may also be implemented as a combination of computing devices, e.g., a combination of a DSP and a microprocessor, multiple microprocessors, one or more microprocessors in conjunction with a DSP core, or any other such configuration.

[0116] The blocks of a method or algorithm described in connection with the disclosure herein may be embodied directly in hardware, in a software module executed by a processor, or in a combination of the two. A software module may reside in RAM memory, flash memory, ROM memory, EPROM memory, EEPROM memory, registers, hard disk, a removable disk, a CD-ROM, or any other form of storage medium known in the art. An exemplary storage medium is coupled to the processor such that the processor can read information from, and write information to, the storage medium. In the alternative, the storage medium may be integral to the processor. The processor and the storage medium may reside in an ASIC. The ASIC may reside in a user terminal. In the alternative, the processor and the storage medium may reside as discrete components in a user terminal.

[0117] In one or more exemplary designs, the functions described may be implemented in hardware, software executed by a processor, firmware, or any combination thereof. If implemented in software executed by a processor, the functions may be stored on or transmitted over as one or more instructions or code on a computer-readable medium. Computer-readable media includes both computer storage media and communication media including any medium that facilitates transfer of a computer program from one place to another. A storage medium may be any available medium that can be accessed by a general purpose or special purpose computer. By way of example, and not limitation, computer-readable media can comprise RAM, ROM, EEPROM, CD-ROM or other optical disk storage, magnetic disk storage or other magnetic storage devices, or any other medium that can be used to carry or store desired program code means in the form of instructions or data structures and that can be accessed by a general-purpose or special-purpose computer, or a general-purpose or
special-purpose processor. Also, any connection is properly termed a computer-readable medium. For example, if the software is transmitted from a website, server, or other remote source using a coaxial cable, fiber optic cable, twisted pair, digital subscriber line (DSL), or wireless technologies such as infrared, radio, and microwave, then the coaxial cable, fiber optic cable, twisted pair, DSL, or wireless technologies such as infrared, radio, and microwave are included in the definition of medium. Disk and disc, as used herein, includes compact disc (CD), laser disc, optical disc, digital versatile disc (DVD), floppy disk, and blu-ray disc where *disks* usually reproduce data magnetically, while *discs* reproduce data optically with lasers. Combinations of the above are also included within the scope of computer-readable media.

[0118] The previous description is provided to enable any person skilled in the art to make and/or use the apparatus, systems, and methods described. Various modifications to the disclosure will be readily apparent to those skilled in the art, and the generic principles defined herein may be applied to other variations without departing from the spirit or scope of the disclosure. Thus, the disclosure is not to be limited to the examples and designs described herein but is to be accorded the widest scope consistent with the principles and novel features disclosed herein.
WHAT IS CLAIMED IS:

1. A method of protecting data with application layer forward error correction in a communication system, the communication system including first devices with legacy receivers and second devices with FEC-enabled receivers, wherein operation of the legacy receivers is not affected by the application layer forward error correction, the method comprising:
   - determining a duration period;
   - assembling packets of source data into source blocks corresponding to the duration period, each source block comprising a number of packets of source data;
   - encoding the source blocks to generate encoded blocks, each encoded block comprising a number of packets of repair data; and
   - transmitting the packets of repair data.

2. The method of claim 1, wherein the data comprises Digital Video Broadcasting - Terrestrial data.

3. The method of claim 1, further comprising separating or partitioning the packets of source data from a data stream.

4. The method of claim 1, wherein the number of packets of repair data of an encoded block is greater than the number of packets of source data of a source block.

5. The method of claim 1, further comprising determining which packets of source data from a data stream to assemble into source blocks, wherein at least some of the packets of source data from the data stream are not assembled into source blocks.

6. The method of claim 1, further comprising determining a protection amount for the source blocks, wherein the source blocks are encoded based on the protection amount.

7. A method of receiving data protected with application layer forward error correction in a communication system, the communication system including first devices with legacy receivers and second devices with FEC-enabled receivers, wherein operation of the legacy receivers is not affected by the application layer forward error correction, the method comprising:
   - receiving packets of repair data;
assembling the received packets of repair data into encoded blocks, each encoded block comprising a number of packets of repair data;

decoding the encoded blocks to generate source blocks, each source block corresponding to a predetermined duration period and comprising a number of packets of source data; and

assembling the packets of source data to reproduce a transmitted data stream.

8. The method of claim 7, wherein the transmitted data stream comprises Digital Video Broadcasting - Terrestrial data.

9. The method of claim 7, further comprising separating or partitioning the packets of repair data from a received data stream.

10. The method of claim 7, wherein the encoded blocks are decoded based on a predetermined protection amount.

11. An apparatus configured to protect data with application layer forward error correction in a communication system, the communication system including first devices with legacy receivers and second devices with FEC-enabled receivers, wherein operation of the legacy receivers is not affected by the application layer forward error correction, the apparatus comprising:

   a processor configured to determine a duration period, and assemble packets of source data into source blocks corresponding to the duration period, each source block comprising a number of packets of source data;

   an encoder communicatively coupled to the processor and configured to encode the source blocks to generate encoded blocks, each encoded block comprising a number of packets of repair data; and

   a transmitter communicatively coupled to the encoder and configured to transmit the packets of repair data.

12. The apparatus of claim 11, wherein the data comprises Digital Video Broadcasting - Terrestrial data.

13. The apparatus of claim 11, wherein the processor is further configured to separate or partition the packets of source data from a data stream.
14. The apparatus of claim 11, wherein the number of packets of repair data of an encoded block is greater than the number of packets of source data of a source block.

15. The apparatus of claim 11, wherein the processor is further configured to determine which packets of source data from a data stream to assemble into source blocks, wherein at least some of the packets of source data from the data stream are not assembled into source blocks.

16. The apparatus of claim 11, wherein the processor is further configured to determine a protection amount for the source blocks; and the encoder is configured to encode the source blocks based on the protection amount.

17. An apparatus configured to receive data protected with application layer forward error correction in a communication system, the communication system including devices with legacy receivers, wherein operation of the legacy receivers is not affected by the application layer forward error correction, the apparatus comprising: a receiver configured to receive packets of repair data; an assembly module communicatively coupled to the receiver and configured to assemble the received packets of repair data into encoded blocks, each encoded block comprising a number of packets of repair data; and a decoder communicatively coupled to the assembly module and configured to decode the encoded blocks to generate source blocks, each source block corresponding to a predetermined duration period and comprising a number of packets of source data, wherein the assembly module is further configured to assemble the packets of source data to reproduce a transmitted data stream.

18. The apparatus of claim 17, further comprising a processor communicatively coupled to the receiver and configured to determine that an identifier associated with the repair data corresponds with a desired service.

19. The apparatus of claim 18, wherein
the receiver is configured to receive the packets of repair data as part of a received data stream comprising the packets of repair data, packets of source data of the desired service, and packets of data of other services; and

the apparatus further comprises a de-multiplexer communicatively coupled to the receiver and configured to de-multiplex the packets of repair data and the packets of source data of the desired service from the received data stream.

20. The apparatus of claim 17, wherein the transmitted data stream comprises Digital Video Broadcasting - Terrestrial data.

21. The apparatus of claim 17, wherein the decoder is configured to decode the encoded blocks based on a predetermined protection amount.

22. An apparatus configured to receive data protected with application layer forward error correction in a communication system, the apparatus comprising:

   a receiver configured to receive packets of source data of a desired service and packets of repair data for the desired service, wherein the repair data is for correcting errors in the source data of the desired service;

   a processor communicatively coupled to the receiver and configured to determine that a first identifier associated with the source data corresponds with the desired service, determine that a second identifier associated with the repair data does not correspond with the desired service, and discard the packets of repair data; and

   an assembly module communicatively coupled to the processor and configured to assemble the packets of source data to reproduce a transmitted data stream of the desired service.

23. The apparatus of claim 22, wherein the transmitted data stream comprises Digital Video Broadcasting - Terrestrial data.

24. A computer program product for protecting data with application layer forward error correction in a communication system, the communication system including first devices with legacy receivers and second devices with FEC-enabled receivers, wherein operation of the legacy receivers is not affected by the application layer forward error correction, the product comprising:
a processor-readable medium storing processor-readable instructions
configured to cause a processor to:

determine a duration period;
assemble packets of source data into source blocks corresponding to
the duration period, each source block comprising a number of packets of source data;
encode the source blocks to generate encoded blocks, each encoded
block comprising a number of packets of source data;
transmit the packets of repair data.

25. The product of claim 24, wherein the data comprises Digital Video
Broadcasting - Terrestrial data.

26. The product of claim 24, wherein the processor-readable medium is
further configured to cause the processor to separate or partition the packets of source data
from a data stream.

27. The product of claim 24, wherein the number of packets of repair data
of an encoded block is greater than the number of packets of source data of a source block.

28. The product of claim 24, wherein the processor-readable medium is
further configured to cause the processor to determine which packets of source data from a
data stream to assemble into source blocks, wherein at least some of the packets of source
data from the data stream are not assembled into source blocks.

29. The product of claim 24, wherein the processor-readable medium is
further configured to cause the processor to determine a protection amount for the source
blocks, wherein the source blocks are encoded based on the protection amount.

30. A computer program product for receiving data protected with
application layer forward error correction in a communication system, the communication
system including first devices with legacy receivers and second devices with FEC-enabled
receivers, wherein operation of the legacy receivers is not affected by the application layer
forward error correction, the product comprising:

a processor-readable medium storing processor-readable instructions
configured to cause a processor to:

receive packets of repair data;
assemble the received packets of repair data into encoded blocks, each encoded block comprising a number of packets of repair data; decode the encoded blocks to generate source blocks, each source block corresponding to a predetermined duration period and comprising a number of packets of source data; and assemble the packets of source data to reproduce a transmitted data stream.

31. The product of claim 30, wherein the transmitted data stream comprises Digital Video Broadcasting - Terrestrial data.

32. The product of claim 30, wherein the processor-readable medium is further configured to cause the processor to separate or partition the packets of repair data from a received data stream.

33. The product of claim 30, wherein the encoded blocks are decoded based on a predetermined protection amount.

34. A system configured to protect data with application layer forward error correction in a communication system, the communication system including first devices with legacy receivers and second devices with FEC-enabled receivers, wherein operation of the legacy receivers is not affected by the application layer forward error correction, the system comprising:
   means for determining a duration period;
   means for assembling packets of source data into source blocks corresponding to the duration period, each source block comprising a number of packets of source data;
   means for encoding the source blocks to generate encoded blocks, each encoded block comprising a number of packets of repair data; and
   means for transmitting the packets of repair data.

35. The system of claim 34, wherein the data comprises Digital Video Broadcasting - Terrestrial data.

36. The system of claim 34, further comprising means for separating or partitioning the packets of source data from a data stream.
37. The system of claim 34, wherein the number of packets of repair data of an encoded block is greater than the number of packets of source data of a source block.

38. The system of claim 34, further comprising means for determining which packets of source data from a data stream to assemble into source blocks, wherein at least some of the packets of source data from the data stream are not assembled into source blocks.

39. The system of claim 34, further comprising means for determining a protection amount for the source blocks, wherein the source blocks are encoded based on the protection amount.

40. A system configured to receive data protected with application layer forward error correction in a communication system, the communication system including first devices with legacy receivers and second devices with FEC-enabled receivers, wherein operation of the legacy receivers is not affected by the application layer forward error correction, the system comprising:
   - means for receiving packets of repair data;
   - means for assembling the received packets of repair data into encoded blocks, each encoded block comprising a number of packets of repair data;
   - means for decoding the encoded blocks to generate source blocks, each source block corresponding to a predetermined duration period and comprising a number of packets of source data; and
   - means for assembling the packets of source data to reproduce a transmitted data stream.

41. The system of claim 40, wherein the transmitted data stream comprises Digital Video Broadcasting - Terrestrial data.

42. The system of claim 40, further comprising means for separating or partitioning the packets of repair data from a received data stream.

43. The system of claim 40, wherein the encoded blocks are decoded based on a predetermined protection amount.
FIG. 2

Protection Period $x_1$

Protection Period $x_2$

Protection Period $x_3$

FIG. 3

Protection Period = 1s

DVB-T AL-FEC
Protection Arrangement

DVB-H MPE-FEC
Protection Arrangement

Protection Period = 0.1s – 0.4s

Cycle Time = 1s
602
Determine a duration period

604
Separate or partition packets of source data from a data stream

606
Assemble the packets of source data into source blocks corresponding to the duration period

608
Encode the source blocks to generate encoded blocks, each encoded block including a number of packets of repair data

610
Transmit the packets of repair data

FIG. 6
702 Receive packets of repair data

704 Separate or partition packets of repair data from a received data stream

706 Assemble the packets of repair data into encoded blocks

708 Decode the encoded blocks to generate source blocks, each source block including a number of packets of source data

710 Assemble the packets of source data to reproduce a transmitted data stream

FIG. 7
FIG. 8
INTERNATIONAL SEARCH REPORT

A. CLASSIFICATION OF SUBJECT MATTER

INV. H03M13/37
ADD.

According to International Patent Classification (IPC) or to both national classification and IPC

B. FIELDS SEARCHED

Minimum documentation searched (classification system followed by classification symbols)
H03M H04L

Documentation searched other than minimum documentation to the extent that such documents are included in the fields searched

Electronic database consulted during the international search (name of data base and, where practical, search terms used)
EPO-Internal, COMPENDEX, INSPEC, WPI Data

C. DOCUMENTS CONSIDERED TO BE RELEVANT

<table>
<thead>
<tr>
<th>Category</th>
<th>Citation of document, with indication of the relevant passages</th>
<th>Relevant to claim No</th>
</tr>
</thead>
</table>

Further documents are listed in the continuation of Box C

See patent family annex

Date of the actual completion of the international search: 20 May 2010

Date of mailing of the international search report: 18/06/2010

Name and mailing address of the ISA:
Burkert, Frank

European Patent Office, P B 5818 Patentlaan 2
NL - 2280 HV Rijswijk
Tel (+31-70) 340-2040
Fax (+31-70) 340-3016

Form PCT/ISA/210 (second sheet) (April 2005)
<table>
<thead>
<tr>
<th>Category</th>
<th>Citation of document, with indication, where appropriate, of the relevant passages</th>
<th>Relevant to claim No</th>
</tr>
</thead>
<tbody>
<tr>
<td>X</td>
<td>&quot;Digital Video Broadcasting (DVB); Guideline for the implementation of DVB-IP Phase 1 specifications ; ETSI TS 102 542&quot; ETSI STANDARDS, LIS, SOPHIA ANTIPOLIS CEDEX, FRANCE, vol. BC, no. VI .2.1., 1 April I 2008 (2008-04-01 ), XP014041619 ISSN: 0000-0001</td>
<td>1-6, 24-29, 34-39</td>
</tr>
<tr>
<td>A</td>
<td>page 43, page 66, pages 70,71, figure A.7.1</td>
<td>7-23, 30-33, 40-43</td>
</tr>
<tr>
<td>A</td>
<td>page 96, left-hand col umn - page 99, left-hand col umn figures 2,4</td>
<td>7-23, 30-33, 40-43</td>
</tr>
</tbody>
</table>

Form PCT/SA/210 (continuation of second sheet) (April 2005)
<table>
<thead>
<tr>
<th>Category</th>
<th>Citation of document, with indication, where appropriate, of the relevant passages</th>
<th>Relevant to claim No</th>
</tr>
</thead>
</table>