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Tiivistelma - Sammandrag
Access-verkossa, joka tukee Mobile IP -protokoliaa, hyvin
pafjon likkuva matkaviestin voi suoritta useita handove-
reita pitkan istunnon aikana, mika saattaa aiheuttaa te-
hottoman Mobile IP -reitityksen. Esilla olevassa keksin-
nbssa access-solmu, joka on handoverin kohteena IP-
istunnon aikana, on jérjestetty tarkistamaan optimaalinen
reititys myds Mobile IP:n kannalta. Tata tarkoitusta varten
access-solmu tuntee edullisimman liikkuvuusagentin,
normaalisti lahimman, jota tulisi kéyttdd. Handover-
tilanteessa jarjestelma, edullisesti access-solmu, tarkistaa
(31, >32) onko olemassa parempana pidettdva Mobile IP-
likkuvuusagentti, jonka tulisi korvata IP-istunnon nykyinen
liikkuvuusagentti. Jos talle access-soimulle ei ole olemas-
sa ensisijaista liikkuvuusagenttia tai ensisijainen liikku-
vuusagentti ilmenee samaksi kuin IP-istunnon nykyinen
likkuvuusagentti, nykyinen liikkuvuusagentti silytetdan
(35). Kuitenkin jos talle access-solmulle on olemassa en-
sisijainen liikkuvuusagentti ja tamé ensisijainen likku-
vuusagentti ei ole sama kuin nykyinen liikkuvuusagentti,
yhteys nykyiseen liikkuvuusagenttiin suljetaan (33) ja uusi

yhteys vastaavan access-solmun ensisijaiseen likkuvuus-
agenttiin avataan (34). Uuden yhteyden ansiosta, jonka
access-solmu on muodostanut ensisijaiseen liikkuvuus-
agenttiin, uuden likkuvuusagentin lahettamat agenttimai-
nossanomat voidaan vastaanottaa liikkuvassa solmussa
ja talla tavoin liikkuva solmu kykenee ilmaisemaan kiinni-
tyspisteen (ts. liikkuvuusagentin) vaihtumisen ja kaynnis-
taméasn standardin Mobile IP -rekisterdinnin.

35
—
Poista PDP-konteksti Paivita PDP-konteksti
vanhassa GGSNIFA:ssa vanhassa GGSN/FA:ssa
34
//
Luo POP-konteksli
ensisjaisessa GGSN/FA'ssa
]




| ett accessnét, vilket stéder Mobile IP -protokollet, kan en
mycket rérlig mobiltelefon utféra flere handover-opera-
tioner under en kontakthallning, vilket kan férorsaka en
ineffektiv Mobile IP -ruttgivning. | féreliggande uppfinning
har en accessnod, som utgdér objekt fér en handover-
operation under sagda IP-kontakthalining, arrangerats att
underséka en optimal ruttgivning &ven ur sagda Mobile
IP:s synpunkt. For detta andamal kinner sagda access-
nod den férdelaktigaste mobilitetsagenten, normalt den
narmaste, som borde anvéndas. | en handover-situation
understker (31, 32) fordelaktigt sagda accessnod, huru-
vida en sadan Mobile IP -mobilitetsagent férekommer,
vilken kan anses vara béttre och vilket borde ersitta den
nuvarande IP-kontakthallningens mobilitetsagent. Om for
sagda accessnod inte fSrekommer nagon primar mobili-
tetsagent, eller en eventuell primar mobilitetsagent visar
sig vara densamma, som den sagda nuvarande IP-kon-
takthallningens mobilitetsagent, bibehalles (35) den nu-
varande mobilitetsagenten. Om dock fér sagda accessnod
forekommer en primér mobilitetsagent och denna primara
mobilitetsagent inte & densamma som den sagda nu-
varande mobilitetsagenten, stdnges (33) forbindelsen fill
den sagda nuvarande mobilitetsagenten och en ny for-
bindelse &ppnas (34) till den motsvarande accessnodens
primédra mobilitetsagent. Tack vare den nya férbindelsen,
vilken bildats av sagda accessnod i sagda primé&ra mobili-
tetsagent, kan agentreklambudskap sénda av den mobili-
tetsagenten mottagas i den rérliga noden och pa detta stt
kan den roériga noden indikera, att en fastpunkt (det vill
siga en mobilitetsagent) har dndrats och starta en stan-
dardmaéssig Mobile IP -registrering.

108832
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IP-reitityksen optimointi accessverkossa

Keksinnon alue

Keksinto liittyy mekanismiin, jolla optimoidaan makrotasoisen lii-
kenteen, kuten Internet-tyyppisen protokollan mukaisen liikenteen, reititys ac-
cessverkossa, kuten radioaccessverkossa.

Keksinnon tausta

Matkaviestinjarjestelma viittaa yleisesti mihin tahansa tietoliikkenne-
jarjestelmaan, joka kayttaa langatonta liikenndéintid, kun kayttajat likkuvat jar-
jestelman palvelualueen sisalla. Tyypillinen matkaviestinjarjestelméa on yleinen
maanpaallinen matkaviestinverkko (PLMN, Public Land Mobile Network). Mat-
kaviestinverkko on usein liityntaverkko (accessverkko), joka tarjoaa kayttajalle
langattoman liitynnan ulkopuolisiin verkkoihin, isantiin, tai palveluihin, joita eri-
tyiset palvelujen tuottajat tarjoavat.

Yleinen pakettiradiopalvelu GPRS on uusi palvelu GSM-jarjestel-
massa (Global System for Mobile Communication). Aliverkko kasittda joukon
pakettidatapalvelusolmuja SN, joita tdssd hakemuksessa kutsutaan palvele-
viksi GPRS-tukisolmuiksi SGSN. Jokainen SGSN on kytketty GSM-matka-
viestinverkkoon (tyypillisesti tukiasemaohjaimeen BSC tai tukiasemaan BTS
tukiasemajarjestelmassa) niin ettd SGSN voi tuottaa pakettipalvelun liikkuville
datapaatelaitteille useiden tukiasemien, ts. solujen, kautta. Vélissa oleva mat-
kaviestinverkko tuottaa radioliitynnén ja pakettikytketyn datasiirron SGSN:n ja
likkuvien datapaatelaitteiden valilla. Eri aliverkot puolestaan ovat kytketyt ul-
kopuoliseen dataverkkoon, esim. yleiseen kytkettyyn dataverkkoon PSPDN,
GPRS-yhdyskaytavatukisolmujen GGSN kautta. Ndin GPRS-palvelu mahdol-
listaa pakettidatasiirron liikkuvien datapaéatelaitteiden ja ulkopuolisten data-
verkkojen valilld, kun GSM-verkko toimii radioaccessverkkona RAN.

Kolmannen sukupolven matkaviestinjarjestelmia, kuten Universal
Mobile Communications System (UMTS) ja Future Public Land Mobile Tele-
communications system (FPLMTS), jolle myéhemmin on annettu uusi nimi
IMT-2000 (International Mobile Telecommunications 2000), ollaan kehittdmas-
sd. UMTS-arkkitehtuurissa maanpaallinen UMTS-radioaccessverkko, UTRAN,
koostuu joukosta radioaccessverkkoja RAN (joita myds kutsutaan radioverkon
alijarjestelmiksi RNS), jotka on kytketty ydinverkkoon (CN). Kukin RAN on
vastuussa sen oman soluryhman resursseista. Kullekin yhteydelle, joka on
matkaviestimen MS ja UTRANin valilla, yksi RAN on palveleva RAN. RAN
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muodostuu radioverkko-ohjaimesta RNC ja monista tukiasemista BS. Yksi
ydinverkko, joka kayttad UMTS-radioaccessverkkoa, on GPRS.

Yksi paatavoitteista matkaviestinverkon kehittdmisessa on tuottaa
IP (Internet Protocol) -palvelu, jossa on standardin mukainen [P-runko ja joka
kayttaisi matkaviestinverkkojen likkuvuuden hallinnan ja Mobile IP:n yhdistel-
maa. IP-peruskonsepti ei tue kayttajan liikkuvuutta: [P-osoitteet annetaan
verkkoliitannoille niiden fyysisestad sijainnista riippuen. Itse asiassa IP-
osoitteen ensimmainen kenttd (NETID) on yhteinen kaikille liitanndille, jotka
linkittyvat samaan Internet-aliverkkoon. Tama periaate estdd kayttajaa
(likkuvaa isantaa) sailyttamastd osoitettaan liikkuessaan eri Internet-
aliverkoissa, ts. vaihtaessaan fyysista liitantaa.

Lilkkkuvuuden parantamiseksi Internetissa on Internet Engineering
Task Force (IETF) esittanyt standardissa RFC2002 Mobile IP-protokollan IP-
versiolle 4. Mobile IP mahdollistaa IP-datagrammien reitittdmisen liikkuville
isénnille rippumatta liittymispisteesta aliverkossa. Mobile IP-protokolla tuo
seuraavat uudet toiminnalliset ja arkkitehtuuriset yksikot.

‘Liikkuva solmu MN’ (Mobile Node; kutsutaan myés liikkuvaksi isan-
naksi MH, Mobile Host) viittaa isdntdén, joka muuttaa kiinnityspistettdan yh-
desté verkosta tai aliverkosta toiseen. Liikkuva solmu voi muuttaa sijaintiaan
muuttamatta IP-osoitettaan; se voi jatkaa kommunikointia muiden Internet-
solmujen kanssa missd tahansa sijaintipaikassa kayttaen (vakiota) IP-
osoitettaan. ‘Matkaviestin MS’ (Mobile station) on liikkkuva solmu, jolla on radio-
rajapinta verkkoon. ‘Tunneli’ on reitti, jota datagrammi seuraa, kun se on kap-
seloitu. Malli on sellainen, ettd kun datagrammi on kapseloitu, se reititetdan
tunnetulle kapseloinnin purkavalle agentille, joka purkaa datagrammin kapse-
loinnin ja sitten valittda sen oikein sen lopulliseen kohteeseen. Kunkin liikkuva
solmu on kytketty kotiagenttiin uniikin tunnelin kautta, joka identifioidaan tun-
nelitunnisteella, joka on uniikki tietylle vierasagentti (Foreign Agent)/kotiagentti
(Home Agent) parille.

‘Kotiverkko’ (Home Network) on IP-verkko, johon kayttaja loogisesti
kuuluu. Fyysisesti se voi olla esimerkiksi paikallisverkko (LAN), joka on kyt-
ketty reitittimen kautta Internetiin. ‘Kotiosoite’ on osoite, joka on annettu liikku-
valle solmulle pidemmaksi aikajaksoksi. Se voi sailyd muuttumattomana riip-
pumatta siitd, missd MN on kiinnittynyt Internetiin. Vaihtoehtoisesti se voitaisiin
antaa osoitepoolista.
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‘Liikkkuvuusagentti’ (Mobility Agent) on joko kotiagentti tai vie-
rasagentti. ‘Kotiagentti HA’ on reitittéva yksikké liikkuvan solmun kotiverkossa,
joka tunneloi paketit liikkuvalle solmulle valittdmista varten, kun se on poissa
kotoa, ja yllapitaa sijainti-informaatiota liikkuvaa solmua varten. Se tunneloi
datagrammit liikkuvalle solmulle valittdmista varten ja, optionaalisesti, purkaa
likkuvalta solmulta tulevien datagrammien tunneloinnin, kun liikkuva solmu on
poissa kotoa. ‘Vierasagentti FA’ viittaa liikkuvan solmun vierailevassa verkossa
olevaan reitittdvaan yksikkéén, joka tuottaa reitityspalvelut liikkuvalle solmulle,
kun se on rekisterdityneend, ja néin sallii likkuvan solmun kayttda kotiverkko-
osoitettaan. Vierasagentti purkaa tunneloinnin paketeista, jotka liikkuvan sol-
mun kotiagentti on tunneloinut, ja valittdad paketit liikkuvalle solmulle. Liikku-
van solmun lahettamille datagrammeille vierasagentti voi toimia oletusarvoise-
na (default) reitittimena rekisterdityneiden liilkkuvien solmujen tapauksessa.

RFC2002 maarittad COA-osoitteen (Care-of Address) liikkuvalle
solmulle menevan tunnelin paatepisteena niille datagrammeille, jotka on vali-
tetty eteenpain liikkkuvalle solmulle kun se on poissa kotoa. Protokolla voi
kayttaa kahdentyyppisia COA-osoitteita: vierasagentin COA (foreign agent ca-
re-of address), joka on osoite, jonka kuuluttaa vierasagentti, johon liikkuva
solmu on rekisterditynyt, seka sijaintipaikan COA (co-located care-of address),
joka on ulkopuolelta saatu paikallinen osoite, jonka liikkuva solmu on pyytéanyt
verkolta. MN:lla voi olla useita COA-osoitteita samanaikaisesti. Liikkkuvan sol-
mun MN osoite COA rekisteréidaan sen kotiagentille HA. COA-lista paivite-
taan, kun likkuva solmu vastaanottaa mainokset (advertisement) vierasagen-
teilta. Jos advertisement kuluu loppuun, sen antama arvo tai arvot tulee pois-
taa listalta. Yksi vierasagentti voi antaa useamman kuin yhden COA-osoitteen
mainoksissaan. ‘Liikkuvuussidos’ (Mobility Binding) on kotiosoitteen ja COA-
osoitteen valinen assosiaatio yhdessa tdman assosiaation jaljella olevan elin-
ian kanssa. MN rekisterdi COA-osoitteensa kotiagentilleen HA lahettamalla re-
kisteréintipyynnén (Registration Request). HA vastaa rekisterdintivastauksella
(Registration Reply) ja sailyttda sidoksen kyseiselle liikkuvalle solmulle MN.

Yksi geneerinen liikkuvuudenhallintamekanismi, joka mahdollistaa
vaelluksen kaikentyyppisten accessverkkojen valilla, mahdollistaisi kayttajan
vaivattoman liikkumisen kiinteiden ja matkaviestinverkkojen valilla, yleisten ja
yksityisten verkkojen valilla sekd erilaisia access-teknologioita kayttavien
PLMN-verkkojen valilla. Taman vuoksi ollaan kehittdmassa mekanismeja, jot-
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ka tukevat Mobile IP-toiminnallisuutta myds matkaviestinjarjestelmissa, kuten
UMTS ja GPRS.

On toivottavaa, ettd Mobile IP tullaan toteuttamaan UMTS/GPRS-
verkon paalla (overlay) samalla kun séailytetdan yhteensopivuus taaksepéain
nykyisiin jarjestelmiin, niin ettd oletetaan minimaaliset muutokset GPRS-
standardeissa ja verkoissa, joiden operaattorit eivat halua tukea MIP:ia. Kuvio
1 havainnollistaa minimikonfiguraatiota GPRS-operaattorille, joka haluaa tar-
jota Mobile IP-palvelun. Nykyinen GPRS-rakenne séilytetddn ja se huolehtii
likkuvuudesta PLMN-verkon sisélld, kun taas MIP mahdollistaa kayttajan
vaeltaa muiden jarjestelmien, kuten LANit, ja UMTS:in valillda menettamatta
meneillaén olevaa istuntoa. Kuviossa 1 vierasagentit FA ovat sijoitetut GGSN-
solmuihin. Kaikilla GGSN-solmuilla ei saata olla vierasagentteja FA. SGSN ja
GGSN voivat myoés olla sijoitettu samaan paikkaan. Yksi FA PLMN-verkossa
on riittdva tarjoamaan MIP-palvelun, mutta kapasiteetti- ja tehokkuussyista
saatetaan haluta useampia kuin yksi. Téma tarkoittaa, ettd MS:n taytyy pyytaa
PDP-kontekstin pystyttdmistda GGSN-solmuun, joka tarjoaa FA-toiminnalli-
suuden. Kun PDP-kontekstia pystytetadn, matkaviestimelle MS informoidaan
vierasagentin FA verkkoparametrit, esim. COA.

Matkaviestimella MS voi olla sama COA-osoite istunnon aikana, ts.
niin kauan kuin PDP-konteksti on aktivoituneena. Hyvin paljon liikkuva MS voi
suorittaa useita SGSN-solmujen valisia handovereita HO pitkan istunnon aika-
na, mika voi aiheuttaa tehottoman reitityksen. Ensimmaisena parannuksena
voitaisiin tuoda virtaviivaistava proseduuri, jossa on valiaikainen ankkuripiste
GGSN-solmussa: Jos MN ei ole siirtdmassa dataa, tai jos se ei mahdollisesti
edes ole aktiivisessa tilassa, kun se liikkuu yhdestda SGSN-solmusta toiseen,
uusi PDP-konteksti voitaisiin pystyttdd uuden SGSN-solmun ja siihen liittyvan
GGSN-solmun vélille handoverissa. MN saa uuden COA-osoitteen. Jos MN on
siitdméassa dataa, esim. mukana TCP-istunnossa, MN siirtyisi vanhalta
SGSN-solmulta uudelle sailyttden samalla PDP-kontekstin vanhassa (ankkuri-)
GGSN-solmussa datasiirron kestoajan. Kun datasiito on paattynyt, PDP-
konteksti voidaan siirtdd uuteen SGSN-solmuun liittyvéalle GGSN-solmulle ja
saada uusi COA-osoite.

Ongelma on kuinka havaita like ja 16ytaa uusi vierasagentti FA,
edullisesti 1ahin FA, kun MN liikkuu yhdeltd SGSN-solmulta toiselle. GPRS-
paatelaite (MS) on luonnollisesti tietoinen SGSN-solmun vaihtumisesta GPRS-
protokollatasolle, kuten ylla selitettiin, mutta tama muutos on nakymatén paalla
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olevalle MIP-protokollalle ja likkuvalle solmulle MN, joka on assosioituneena
GPRS-paatelaitteeseen MS.

Samanlaisia ongelmia voidaan kohdata missa tahansa liikkkuvuu-
denhallinnassa ja reitityksessa jarjestelmatasolla, joka on accessverkon liikku-
vuudenhallinnan paalld. Naita erilaisia paallesijoittuvia (overlaying) likkuvuu-
denhallintoja kutsutaan yleisesti makroliikkuvuudenhallinnaksi.

Keksinnén yhteenveto

Esilla olevan keksinnén tavoitteen on poistaa tai lievittaa ylla esi-
tettyja ongelmia.

Tama tavoite saavutetaan menetelmalld, jarjestelmalla ja access-
solmulla, jolle on tunnusomaista se, mitd on esitetty oheisissa itsenéisissa
patenttivaatimuksissa. Keksinndn ensisijaiset suoritusmuodot on esitetty ohei-
sissa epaitsendisissa patenttivaatimuksissa.

Esilla olevassa keksinndssa tukisolmu, tai yleisemmin mika tahansa
access-solmu, joka on handoverin kohteena istunnon aikana, on jarjestetty
tarkistamaan optimaalinen reititys myds makroliikkuvuudenhallinnan kannalta.
Tata tarkoitusta varten access-solmu on tietoinen edullisimpana pidetysta liik-
kuvuusyksikdsta, normaalisti lahimmasta, jota tulisi kayttaa. Liikkkuvuusyksikkd
voi olla mika tahansa yksikkd, joka tuottaa kiinnityspisteen makroliikkuvuusta-
solla, kuten liikkuvuusagentti Mobile IP-tyyppisessa liikkuvuudenhallinnassa.
Handovertilanteessa jarjestelma, edullisesti access-solmu, tarkistaa onko ole-
massa parempana pidetty liikkuvuusyksikkd, jonka tulisi korvata istunnon ny-
kyinen liikkuvuusyksikkd. Jos tatd access-solmua varten ei ole olemassa ensi-
sijaista liikkkuvuusyksikk6a, tai ensisijainen liikkkuvuusyksikké osoittautuu sa-
maksi kuin istunnon nykyinen liikkuvuusyksikkd, nykyinen liikkuvuusyksikk®
sailytetadn. Kuitenkin, jos access-solmulla on olemassa parempana pidetty
liikkuvuusyksikkd ja tdma parempana pidetty liikkuvuusyksikkd ei ole sama
kuin nykyinen lilkkuvuusyksikkd, yhteys (esim. PDP-konteksti) nykyiseen liik-
kuvuusyksikkdon edullisesti suljetaan (vapautetaan) ja avataan uusi yhteys
(esim. PDP-konteksti) vastaava access-solmu mainittuun ensisijaiseen liikku-
vuusyksikkédn. Sitten voidaan suorittaa rekisterdinti kyseisen makroliikku-
vuushallinnan periaatteen mukaisesti.

Keksinndn ensisijaisessa suoritusmuodossa makroliikkuvuushallinta
on Mobile IP -tyyppinen liikkuvuuden hallinta. Mobile IP:ss& liikkuvuusagentin
tyypillinen piirre on, etté se lahettad agenttimainossanomia liikkuville solmuille
mainostaakseen palveluitaan. Liikkuvat solmut kayttavat naita mainoksia maa-
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rittdessdan nykyisen kiinnityspisteensa Internetiin. Uuden yhteyden ansiosta,
jonka access-solmu on muodostanut ensisijaiseen liikkuvuusagenttiin, uuden
liikkuvuusagentin lahettdméat agenttimainossanomat voidaan vastaanottaa liik-
kuvassa solmussa ja nain likkuva solmu kykenee havaitsemaan kiinnityspis-
teen (ts. likkuvuusagentin) vaihtumisen ja kdynnistdman standardin Mobile IP
-rekisterdinnin.

Taten keksinndn etu on, etté keksinndllinen uusi toiminnallisuus ac-
cess-solmussa mahdollistaa liikkuvan solmun liikkeen havaitsemisen myos
makroliikkuvuustasossa, kuten Mobile IP -tasolla, ja valita ja vaihtaa optimaali-
sin liikkuvuusyksikkd kussakin verkon osassa, ilman ettad tarvitaan mitaan ei-
standardin mukaista signalointia tai proseduuria accessverkon muissa ele-
menteissa tai makroliikkuvuushallintatasolla.

Pakettiaccessverkossa matkaviestimelld, johon liikkkuva solmu on
assosioitunut, voi olla kaksi tai useampia pakettiprotokollakonteksteja (PDP)
avoimena samanaikaisesti. Ylla kuvattu uusi yhteys tulisi tehda jokaiselle mak-
roliikkuvuuteen liittyvalle PDP-kontekstille, joka matkaviestimelld saattaa olla.
Kaikki PDP-kontekstit eivat kuitenkaan valttamatta liity makroliikkuvuuden hal-
lintaan eikd niiden tdman vuoksi tulisi liittyd liikkuvuusyksikén vaihtumiseen.
Taten access-solmun saattaa olla tarvetta pystya erottamaan makroliikkuvuu-
denhallintaan dedikoidut PDP-kontekstit matkaviestimen muista aktiivisista
PDP-konteksteista. Keksinnén erdassa suoritusmuodossa informaatio, joka
siirretddn vanhasta access-solmusta access-solmuun, varustetaan informaa-
tiokentalla, joka indikoi PDP-kontekstien eri tyypit tai ainakin makroliikkuvuu-
denhallintaan liittyvdt PDP-kontekstit. Tam& mahdollistaa PDP-konteksti-
tyyppien erottamisen ja taten myds makroliikkkuvuudenhallintaan liittyva PDP-
konteksti voidaan tunnistaa ja likkuvuusyksikdn vaihto suorittaa tunnistetuille
PDP-konteksteille access-solmun toimesta.

Reitinoptimointi sdastdd pakettiradiojarjestelman transmission re-
sursseja ja mahdollisesti myos tekee yhteyden nopeammaksi, koska yhteys-
osuus access-solmun ja liikkuvuusyksikén valilla on lyhyempi.

Piirrosten lyhyt selostus

Seuraavassa keksintd tullaan kuvaamaan yksityiskohtaisemmin en-
sisijaisten suoritusmuotojen avulla viitaten oheisiin piirroksiin, joissa

kuvio 1 havainnollistaa GPRS-verkkoarkkitehtuuria,

kuvio 2 on signalointikaavio, joka havainnollistaa keksinnén mu-
kaista menetelmaa,
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kuvio 3 on vuokaavio, joka havainnollistaa tukisolmun toimintaa,
kuvio 4 on signalointikaavio, joka havainnollistaa keksinnén mu-
kaista menetelmaa.

Keksinnon ensisijaiset suoritusmuodot

Esilla olevaa keksintdéa voidaan soveltaa mihin tahansa liikenndin-
tiin, joka tarvitsee makroliikkuvuushallinnan, joka on accessverkon liikkuvuu-
denhallinnan paalla. Keksintd soveltuu erityisen hyvin tukemaan Mobile IP-
tyyppistéd liikkkuvuudenhallintaa accessverkossa. Accessverkko voi olla mika
tahansa accessverkko, kuten radioaccessverkko. Keksintéa voidaan erityisen
edullisesti kayttaa tuottamaan yleinen pakettiradiopalvelu GPRS yleiseuroop-
palaisessa digitaalisessa matkaviestinjarjestelmassad GSM (Global System for
Mobile Communication) tai vastaavissa matkaviestinjarjestelmissa, kuten
DCS1800 ja PCS (Personal Communication System), tai kolmannen sukupol-
ven (3G) matkaviestinjarjestelmissa, kuten UMTS, jotka toteuttavat GPRS-
tyyppisen pakettiradion. Seuraavassa keksinndn ensisijaiset suoritusmuodot
tullaan kuvaamaan GPRS-pakettiradioverkon avulla, jonka muodostaa GPRS-
palvelu ja 3G- tai GSM-jarjestelma, ilman etta rajoitetaan keksintéa tédhan tiet-
tyyn accessjarjestelmaan.

GPRS-arkkitehtuuri, joka kayttdd 3G-radioaccessia (kuten UMTS)
tai 2G-radioaccessia (kuten GSM) on havainnollistettu kuviossa 1. GPRS-
infrastruktuuri  k&sittdad tukisolmut, kuten GPRS-yhdyskaytavatukisolmu
(GGSN) ja palveleva GPRS-tukisolmu (SGSN). GGSN-solmujen paatoiminnat
sisaltavat vuorovaikutuksen ulkopuolisen dataverkon kanssa. GGSN paivittda
sijaintitiedoston kayttaen reititysinformaatiota, jonka SGSN-solmut tuottavat
matkaviestimen MS reitistd ja reitittdd ulkopuolisen dataverkon protokoliapa-

- ketin kapseloituna GPRS-runkoverkon yli SGSN-solmulle, joka silla hetkella

palvelee matkaviestintda MS. Se myds purkaa kapseloinnin ja valittda ulkoisen
dataverkon paketit asianomaiseen dataverkkoon ja hoitaa dataliikenteen las-
kutuksen.

SGSN-solmun  pé&atoiminnot ovat havaita uudet GPRS-
matkaviestimet palvelualueellaan, hoitaa uusien matkaviestinten MS rekiste-
rdintiprosessi yhdessa GPRS-rekistereiden kanssa, léhettda datapaketteja
GPRS-matkaviestimelle MS tai vastaanottaa niité siltd, seka pitda tiedostoa
matkaviestinten MS sijainnista sen palvelualueen sisdpuolella. Tilaajasuh-
deinformaatio tallennetaan GPRS-rekisterissa (HLR), jossa tallennetaan tieto
matkaviestimen identiteetin (kuten MS-ISDN tai IMSI) ja PSPDN-osoitteen va-
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lisesta yhteydesta. GPRS-rekisteri toimii tietokantana, josta SGSN-solmut voi-
vat kysyd onko niiden alueella olevan uuden matkaviestimen MS lupa liittya
GPRS-verkkoon.

GPRS-yhdyskaytavatukisolmut GGSN kytkevét operaattorin GPRS-
verkon ulkopuolisiin jarjestelmiin, kuten muiden operaattoreiden GPRS-
jarjestelmiin, dataverkkoihin 11, kuten IP-verkkoon (Internet) tai X.25-verk-
koon, ja palvelukeskuksiin. Kiintedt isdnnat 14 voivat olla kytkettyja dataverk-
koon 11 esimerkiksi paikallisverkon LAN ja reititimen 15 kautta. Rajayhdys-
kaytava PG (border gateway) muodostaa padsyn operaattoreiden valiseen
GPRS-runkoverkkoon 12. GGSN voi olla my6s kytketty suoraan yksityiseen
yritysverkkoon tai isédntain. GGSN sisaltad GPRS-tilaajien PDP-osoitteet ja
reititysinformaation, ts. SGSN-osoitteet. Reititysinformaatiota kaytetdan tun-
neloimaan protokolladatayksikét PDU, jotka tulevat dataverkosta 11, matka-
viestimen MS nykyiseen kytkentapisteeseen, ts. palvelevaan SGSN-solmuun.
SGSN- ja GGSN-solmujen toiminnallisuudet voidaan yhdistad samaan fyysi-
seen solmuun (SGSN+GGSN).

GSM-verkon kotisijaintirekisteri HLR sisaltdd GPRS-tilaajatiedot ja
reititysinformaation ja sen yhdistaa tilaajan IMSIn yhteen tai useampaan PDP-
tyypin ja PDP-osoitteen pariin. HLR myés mapittaa kunkin PDP-tyypin ja PDP-
osoitteen parin GGSN-solmuun. SGSN-solmulla on Gr-rajapinta kotirekisterin
HLR (suora signalointiyhteys tai siséisen runkoverkon 13 kautta). Vaeltavan
matkaviestimen MS kotirekisteri ja sitd palveleva SGSN voivat olla eri matka-
viestinverkoissa.

Operaattoreiden valinen runkoverkko 13, joka yhdistda operaattorin
SGSN- ja GGSN-laitteistot, voi olla toteutettu esimerkiksi paikallisverkon, ku-
ten IP-verkon, avulla. Pitaisi huomata, ettd operaattorin GPRS-verkko voidaan
myds toteuttaa ilman operaattorin siséistd runkoverkkoa, esimerkiksi tuotta-
malla kaikki piirteet yhdessé tietokoneessa.

Verkkoonpéasy kasittaa valineet, joilla kayttaja on kytketty tietolii-
kenneverkkoon taméan verkon palveluiden ja/tai laitteiden kayttamista varten.
Paasyprotokolla (access protocol) on maaritelty joukko proseduureja, joka
mahdollistaa kayttajan hyédyntéa verkon palveluita ja/tai laitteita. SGSN, joka
on samalla hierarkkisella tasolla kuin matkaviestinkeskus MSC, seuraa yksit-
taisen matkaviestimen MS sijaintia ja suorittaa turvatoiminnot ja paasyn kont-
rolloinnin. GPRS-turvatoiminnallisuus on samanlainen olemassa olevan GSM-
turvallisuuden kanssa. SGSN suorittaa autentikointi- ja salausproseduurit pe-
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rustuen samoihin algoritmeihin, avaimiin ja kriteereihin kuin olemassa olevas-
sa GSM:ssd. GPRS kayttaa salausalgoritmia, joka on optimoitu pakettidatan
siirtoa varten.

Paastakseen GPRS-palveluihin matkaviestimen MS taytyy ensin
tehdé lasnéolonsa tunnetuksi verkolle suorittamalla GPRS attach -operaatio.
Tama operaatio muodostaa loogisen linkin matkaviestimen MS ja SGSN-
solmun vélille ja saa aikaan sen, ettd GPRS:n yli tuleva SMS, SGSN-solmun
kautta tuleva haku seka ilmoitus tulevasta GPRS-datasta voi saavuttaa mat-
kaviestimen MS. Tarkemmin sanottuna, kun MS liittyy GPRS-verkkoon, ts.
GPRS attach -proseduurissa, SGSN luo liikkuvuudenhallintakontekstin (MM-
konteksti) ja matkaviestimen MS ja SGSN-solmun valille muodostetaan loogi-
nen linkki LLC (Logical Link Control) protokollakerroksessa. MM-konteksti tal-
lennetaan SGSN-solmussa ja matkaviestimessa MS. SGSN-solmun MM-
konteksti voi siséltaa tilaajatietoja, kuten tilaajan IMSI, TLLI seka sijainti- ja rei-
titysinformaatiota, jne.

Lahettddkseen ja vastaanottaakseen GPRS-dataa matkaviestimen
MS taytyy aktivoida pakettidataosoite, jota se haluaa kayttaa, pyytamalla PDP-
aktivointiproseduuria. Téamé operaatio tekee matkaviestimen MS tunnetuksi
vastaavassa GGSN-solmussa ja yhteistoiminta ulkopuolisten dataverkkojen
kanssa voi alkaa. Tarkemmin sanottuna yksi tai useampi PDP-konteksti luo-
daan matkaviestimessd MS sekd GGSN- ja SGSN-solmuissa ja tallennetaan
palvelevassa SGSN-solmussa yhdessd MM-kontekstin kanssa. PDP-konteksti
maarittaa erilaisia datansiirtoparametreja, kuten PDP-tyyppi (esimerkiksi X.25
tai IP), PDP-osoite (esimerkiksi |IP-osoite), palvelun laatu QoS (quality of servi-
ce) ja NSAPI (Network Service Access Point Identifier). MS aktivoi PDU-
kontekstin erityiselld sanomalla, Activate PDP Context Request, jossa se an-
taa informaationa TLLIl:n, PDP-tyypin, PDP-osoitteen, pyydetyn QoS:in ja
NSAPI:n, ja optionaalisesti accesspisteen nimen APN (access point name).
SGSN lahettaa create PDP context -sanoman GGSN-solmulle, joka luo PDP-
kontekstin ja ldhettdd sen SGSN-solmulle. SGSN ldhettdd PDP-kontekstin
matkaviestimella MS activate PDP context response -sanomassa ja matka-
viestimen MS ja GGSN-solmun valille muodostetaan virtuaalinen yhteys tai
linkki. Téméan tuloksena SGSN valittda eteenpain kaikki datapaketit matka-
viestimeltd MS solmulle GGSN, ja GGSN valittaa SGSN-solmulle kaikki data-
paketit, jotka vastaanotetaan ulkopuolisesta verkosta ja jotka on osoitettu mat-
kaviestimelle MS. PDP-konteksti tallennetaan matkaviestimessd MS, SGSN-
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solmussa ja GGSN-solmussa. Kun MS vaeltaa uuden SGSN-solmun alueelle,
uusi SGSN pyytaa MM- ja PDP-kontekstit vanhalta SGSN-solmulta.

Kuvio 1 havainnollistaa mobile IP:n toteutusta GPRS/3G-ympaéris-
tossa.

MS voi olla laptop-tietokone PC, joka on kytketty pakettiradiotoi-
mintaan kykenevaan solukkopuhelimeen. Vaihtoehtoisesti MS voi olla pienen
tietokoneen ja pakettiradiopuhelimen integroitu yhdistelma, ulkoasultaan sa-
manlainen kuin Nokia Communicator 9000 -sarja. Matkaviestimen MS viela
muita suoritusmuotoja ovat erilaiset hakulaitteet, kauko-ohjaus, valvonta ja/tai
datankerayslaitteet, jne. Matkaviestimen MS kayttdja on tilaajana erityiselle
Mobile IP -palveluille. Tilaajasuhdeinformaatio tallennetaan kotirekisterissa
HLR yhdessa kayttdjan koti-IP-osoitteen kanssa.

Kuviossa 1 vierasagentit FA on sijoitettu (integroitu) GGSN-
solmuihin. Vaihtoehto on, ettd SGSN ja GGSN on sijoitettu samaan paikkaan
ja etté FA:t on sijoitettu SGSN+GGSN-solmuihin. Pitéisi huomata, ettd yhdes-
sé verkossa voi olla useampia kuin yksi SGSN ja GGSN. Kaikilla GGSN-
solmuilla ei ehk& ole vierasagenttia FA. Jokaisella vierasagentilla FA on IP-
osoite Internetissd ja operaattorin omassa yksityisessa GPRS/3G-
runkoverkossa. Tarkemmin sanottuna vierasagentin FA IP-osoite on sellainen,
ettd tdhdn osoitteeseen kohdistetut IP-paketit reititetdan Internetissé GGSN-
solmuun, joka liittyy tdhén vierasagenttiin FA. Kun MN jattda kotialiverkkonsa
ja rekisterdityy uuteen vierasagenttiin FA, sitd ei voida enaa tavoittaa pelkés-
tdan sen koti-IP-osoitteen perusteella vaan sille taytyy antaa osoite, joka kuu-
luu vierailtuun verkkoon, jota osoitetta kutsutaan COA-osoitteeksi (care-off-
address). COA-osoite selkeasti identifioi matkaviestinpaatelaitteen hetkellisen
sijainnin ja se voi olla: 1) vierailtuun verkkoon kuuluvan vierasagentin FA IP-
osoite tai 2) IP-osoite, jonka matkaviestinpaatelaite on suoraan pyytanyt au-
tokonfiguraatiomekanismin avulla paikallisesta IP-osoiteavaruudesta, missa
tapauksessa kaytetdan termia co-located COA- Kun MN rekisterdityy uuteen
vierasagenttiin FA ja saa COA-osoitteen, se rekisterdityy sitten kotiagenttiin
HA kotiverkossaan informoiden viimeksi mainittua COA-osoitteestaan. Kuvios-
sa 1 kotiagentti HA sijaitsee dataverkossa 11, joka on matkaviestimeen asso-
sioituneen liikkkuvan solmun MN kotiverkko. Toinen isénta 14, joka haluaa
kommunikoida liikkuvan solmun MN kanssa, ei tarvitse tietda etta MN on liik-
kunut: se yksinkertaisesti lahettda |P-paketit osoitettuna liikkkuvan solmun MN
koti-IP-osoitteeseen. Nama paketit reititetddn normaalin IP-reitiryksen kautta
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likkuvan solmun MN kotiverkkoon, jossa HA sieppaa ne. HA kapseloi kunkin
tallaisen paketin toiseen [P-pakettiin, joka sisdltaa likkuvan solmun MN COA-
osoitteen, koska ndma paketit valitetdén néin vierasagentille FA (prosessi, jota
kutsutaan tunneloinniksi). FA valittda IP-paketit eteenpdin GGSN-solmulle.
GGSN valittad 1P-paketin (joka voi olla kapseloitu GPRS-runkoverkon ylila-
hettamista varten) eteenpéin palvelevalle SGSN-solmulle, joka edelleen vilit-
tda IP-paketin eteenpdin MS/MN:lle. Paketteja liikkuvalta solmulta MN toiselle
isdnnalle 14 ei valttamatta tarvitse tunneloida: MN voi yksinkertaisesti lahettaa
ne GGSN-solmulle, joka vélittdd paketit suoraan eteenpdin toiselle isannalle
14, ilman vierasagentin FA tai kotiagentin HA valiintuloa.

Kuten ylla todettiin, esilla olevan keksinnén mukaisesti SGSN maa-
rittdd onko edullista vaihtaa IP-istunnon liikkkuvuusagentti vai ei. Keksinnén en-
sisijainen suoritusmuoto tullaan nyt selittdmaan viitaten kuvioihin 1, 2, 3 ja 4.

Nyt viitataan kuvioon 1. Matkaviestimen MS kotiverkko on
GPRS/3G-verkko 1. Matkaviestimen MS kayttajalla on tilaajasuhde erityiseen
Mobile IP -palveluun, ja IP-sovellus matkaviestimessa MS tai erillisessa data-
paatelaitteessa on liikkuva solmu MN Mobile IP -likennéinnissa. Oletetaan,
ettd MS/MN on kiinnittynyt kotiverkkoon 1 ja radioaccessverkkoon RAN1 (BS1
ja BSC/RNC1). Palveleva tukisolmu kotiverkossa on SGSN1. MM- ja PDP-
kontekstit on luotu Mobile IP -palvelua varten, kuten ylla kuvattiin, ja virtuaali-
nen yhteys on muodostettu vélille MS/MN ja SGSN1 samoinkuin valille
SGSN1 ja yhdyskaytavasolmu GGSN1, joka liittyy vierasagenttiin FA1. Taten
IP-paketit, jotka on osoitettu liikkuvalle solmulle MS, voidaan vélittaa eteenpain
likkuvalle solmulle MN kotiverkon 1 ja RANin 1 kautta. Liikkuvan solmun MN
COA-osoite on rekisterdity kotiagenttiin HA liikkkuvan solmun MN kotiverkossa
11, niin ettd Mobile IP -tunnelointi on aikaansaatu kotiagentita HA
GGSN/FA1:lle.

Oletetaan nyt, ettd MS/MN liikkkuu toisen GPRS/3G-verkon 2 palve-
lualueelle, jota palvelee tukisolmu SGSN2. Kun MS/MN saapuu uudelle alu-
eelle RAN2, MS-osa kuuntelee radioyleislahetyssanomia, jotka sisaltavat in-
formaatiota radioparametreista, verkosta ja solutunnisteen, jne., samoinkuin
esimerkiksi informaatiota kaytettdvissa olevasta ydinverkosta, palveluiden
tuottajista, palvelun mahdollisuuksista, jne. Taméan yleisldhetyksen perusteella
MS maarittaa, ettd verkko ja/tai reititysalue on vaihtunut. Havaittuaan reititys-
alueen vaihtumisen MS/MN lahettaa reititysalueen paivityspyynnon (routing
area update request) uudelle SGSN-solmulle, eli SGSN2-solmulle, kuten kuvi-
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ossa 2 on esitetty. Uusi SGSN2 lahettdd SGSN context request -sanoman
vanhalle SGSN1-solmulle (vaiheessa 2) saadakseen MM- ja PDP-konteksit
MS/MN:&a varten. Vanha SGSN1 vastaa SGSN context response -sanomalla,
joka siséltdad MM- ja PDP-kontekstit (vaihe 3). Keksinnén ensisijaisen suori-
tusmuodon mukaisesti, keksinnén eraéssa suoritusmuodossa, informaatio, jo-
ka siirretddn vanhasta access-solmusta uuteen access-solmuun, voi olla va-
rustettu informaatiokentalld, joka indikoi PDP-kontekstien eri tyypit, tai ainakin
Mobile IP:hen liittyva PDP-konteksti. Tama mahdollistaa SGSN erottaa Mobile
IP -dedikoidut PDP-kontekstit muista matkaviestimen aktiivisista PDP-
konteksteista, joiden ei pitaisi olla mukana liikkuvuusagentin vaihtumisessa.
On olemassa erilaisia tapoja toteuttaa PDP-kontekstityyppi-informaatio. Esi-
merkiksi PDP Context Information Element, jota kuljetetaan SGSN Context
Response -sanomassa GPRS:ssa (ja forward SNRC relocation -sanomassa
UMTSissa), voi olla varustettu kentélld, joka indikoi PDP-kontekstille kaytetyn
palvelutyypin. Tama tyyppikentta voi siséltdd accesspisteen nimen (access
Point Name), joka on arvo, joka indikoi Mobile IP PDP -kontekstin. Vapaita
bitteja PDP Context Information -elementissa voidaan kayttaa tata uutta kent-
taa varten, tai vaihtoehtoisesti tdma uusi kentta voi olla laajennus nykyisessa
PDP Context Information Element -formaatissa. Pitaisi kuitenkin huomata, etta
tarkka toteutus ei ole relevanttia keksinndlle. Tassa erityisessa suoritusmuo-
dossa on relevanttia vain, ettd vanhalta SGSN-solmulta vastaanotettu infor-
maatio mahdollistaa uuden SGSN-solmun maarittdd mikad (mitka) PDP-
konteksteista on (ovat) dedikoitu (-dut) Mobile IP:lle.

Vaiheessa 4 uusi SGSN2 voi, tietyissa tilanteissa, suorittaa auten-
tikointi/turvatoiminnot, joihin voi liittyd kysely MS/MN:n kotirekisterin HLR. Jos
kayttajalla on ainakin yksi aktivoitu PDP-konteksti, niin uusi SGSN2 lahettaa
SGSN context acknowledge -sanoman vanhalle SGSN1-solmulle. Vanha
SGSN1 voi nyt aloittaa aktivoituun PDP-kontekstiin kuuluvien puskuroitujen
datapakettien, jos sellaisia on, valittdmisen eteenpain uudelle SGSN2-
solmulle. Uusi SGSN2 voi nyt suorittaa vierasagentin tarkistusproseduurin
esillda olevan keksinndn mukaisesti, vaihe 6, jos on olemassa ainakin yksi
PDP-konteksti Mobile IP:td varten. Keksinndn ensisijaisen suoritusmuodon
mukainen FA-tarkistusproseduuri on havainnollistettu kuviossa 3. Vaiheessa
31 uusi SGSN2 tarkistaa onko sille maaritelty ensisijainen FA. Esimerkiksi
SGSN2 voi tarkistaa onko SGSN2-solmuun tallennettuna ensisijaisen FA2:n
osoite. Tassa tapauksessa |6ydetddn GGSN/FA2 :n osoite ja proseduuri ete-
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nee vaiheeseen 32. Vaiheessa 32 uusi SGSN2 tarkistaa onko vanhan FA1:n
osoite, joka saatiin PDP-kontekstissa vanhalta SGSN1-solmulta, sama kuin
ensisijaisen FA2:n tallennettu osoite. Tassd esimerkissa vanha FA1 on
GGSN1-solmussa ja SGSN2-solmun ensisijainen vierasagentti FA2 on
GGSN2-solmussa eivatka osoitteet tdsmaa. Proseduuri etenee vaiheeseen
33, jos uusi SGSN2 poistaa PDP-kontekstin vanhassa GGSN/FA1:ssé lahet-
tdmalla delete DP context request -sanoman vanhalle GGSN/FA1:lle, kuten
kuviossa 2 on esitetty. Téaman tuloksena kaikki aktiiviset PDP-kontekstit
GGSN/FA1:ssa deaktivoidaan ja GGSN/FA1 kuittaa lahettamalla delete PDP
context response -sanoman uudelle SGSN2-solmulle (vaihe 8 kuviossa 2).
Viitaten jalleen kuvioon 3, prosessi etenee vaiheeseen 34, jossa uusi SGSN2
luo PDP-kontekstin ensisijaisessa GGSN/FA2:ssa lahettamalla create PDP
context request -sanoman uudelle GGSN/FA2:.lle (vaihe 9 kuviossa 2).
GGSN/FA2 luo PDP-kontekstin MS/MN:aa varten ja palauttaa create PDP
context response -sanoman uudelle SGSN2-solmulle (vaihe 10 kuviossa 2).
Uusi SGSN2 muodostaa MM- ja PDP-kontekstin MS/MM:lle ja vastaa
MS/MN:lle routing area update access -sanomalla (vaihe 11). MS/MN kuittaa
routing area update complete -sanomalla (vaihe 12). Virtuaalinen yhteys on
nain muodostettu valille MS/MN ja GGSN/FA2.

Kaikki edelliset proseduurit on suoritettu pelkastdan GPRS/3G-
kerroksessa. Ylla oleva Mobile IP -kerros ja tdten MS/MN:n MN-osa eivéat ole
tietoisia vierasagentin FA vaihtumisesta. Kuitenkin GGSN/FA2:een juuri muo-
dostetun yhteyden vuoksi MN kykenee kuulemaan agenttimainossanomat,
joita uusi FA2 yleislahettdd Mobile IP -protokollan mukaisesti. Vastaanotettu-
aan agenttimainoksen uudelta vierasagentilta FA2 MN kykenee ilmaisemaan
lityntépisteen vaihtumisen, ts. vierasagentin FA vaihtumisen, MIP-standardin
mukaisesti. Agenttimainossanoma voi myds sisaltdad COA-osoitteen, tai MN
voi pyytda COA-osoitteen MIP-standardin mukaisesti. Sitten liikkuva solmu MN
rekister6i COA-osoitteensa kotiagenttinsa HA MIP-standardin mukaisesti
(vaihe 14 kuviossa 2). Sen liityntdmenetelmasta riippuen MN rekistersityy joko
suoraan kotiagenttiinsa HA tai uuden vierasagentin FA kautta, joka valittaa re-
kisterdinnin eteenpéin kotiagentille HA. Téaman jalkeen Mobile IP -tunnelointi
vélilla HA ja vanha GGSN/FA1 puretaan ja uusi Mobile IP -tunnelointi muo-
dostetaan valille HA ja uusi GGSN/FA2 Mobile IP -proseduurien mukaisesti
(vaihe 15 kuviossa 2).
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Taman tuloksena vierasagentin FA vaihtuminen on ilmaistu ja to-
teutettu kayttden standardeja GPRS/3G-proseduureja ja -sanomia seka stan-
dardeja Mobile IP -proseduureja ja -sanomia kaikkialla muualla paitsi SGSN2-
solmussa. My6skin SGSN2-solmussa tarvitaan ainoastaan vahaisia muutok-
sia. Ensinndkin SGSN2-solmua varten tarvitsee maarittdd ensisijainen FA.
Toiseksi FA-muutoksen tarve taytyy suorittaa. Kolmanneksi uusi SGSN on
jarjestetty automaattisesti ja itsendisesti (ilman matkaviestimen MS mukana
oloa) poistamaan PDP-konteksti vanhassa GGSN-solmussa ja luomaan uusi
PDP-konteksti uudessa GGSN-solmussa.

Viitaten jalleen kuvioon 3, jos mitdén ensisijaista vierasagenttia FA
ei ole maaritelty SGSN1-solmulle vaiheessa 31, tai vanha FA on sama kuin
ensisijainen FA (osoitteet tdsmaavat) vaiheessa 32, prosessi etenee vaihee-
seen 35. Vaiheessa 35 uusi SGSN1 paivittad PDP-kontekstin vanhassa
GGSN/FA1:ssa, kuten on esitetty vaiheessa 41 kuviossa 4. Vanha GGSN/FA1
paivittdd PDP-kontekstin sisdltdman uuden SGSN2-solmun osoitteen ja la-
hettda update PDP context response -sanoman uudelle SGSN2-solmulle vai-
heessa 42. Sitten uusi SGSN2 l|ahettdd RA update accept -sanoman
MS/MN:lle (vaihe 43) ja MS/MN vastaa RA update complete -sanomalla (vaihe
44). Nain muodostetaan virtuaalinen yhteys valille MS/MN ja vanha GGSN/FA
uuden SGSN1-solmun kautta. Koska FA ja COA ovat muuttumattomia, mitaan
rekisterdintia kotiagenttiin HA ei tarvita. Kuviossa 4 vaiheet 1-6 ovat samoja
kuin vaiheet 1-6 kuviossa 2.

Selitys ainoastaan havainnollistaa keksinnén ensisijaisia suoritus-
muotoja. Keksintd ei ole kuitenkaan rajoitettu néihin esimerkkeihin, vaan se voi
vaihdella oheisten patenttivaatimusten suojapiirissa ja hengessa.
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Patenttivaatimukset

1. Menetelmd makroliikkuvuudenhallinnan aikaansaamiseksi lilkku-
valle solmulle access-jarjesteimésséa, joka kasittdad joukon liikkkuvia solmuja
(MS/MN), ensimmaisen ja toisen access-solmun (SGSN1, SGSN2), jotka pal-
velevat mainittuja liilkkuvia solmuja access-jarjestelman ensimmaisesséa
(RAN1) ja vastaavasti toisessa (RAN2) osassa, ainakin yhden ensimmaisen
yhdyskaytavasolmun (GGSN1) access-jarjestelman mainitun ensimmaisen
osan (RANH1) liittdmiseksi ulkopuolisiin verkkoihin (11) ja ensimmaisen liikku-
vuusyksikdn (FA1), joka liittyy mainittuun ainakin yhteen ensimmaiseen yhdys-
kaytavasolmuun (GGSN1) ja joka on jarjestetty tuottamaan makroliikkuvuuden
hallinnan reitityspalvelut liikkkuville solmuille (MS/MN), kun ne ovat rekistergity-
neind access-jariestelman ensimmaiseen osaan (RAN1), mainitun menetel-
mén kasittdessa vaiheet

muodostetaan istunto yhden mainituista useista likkkuvista solmuista
(MS/MN) ja toisen osapuolen valille mainitun ensimmaisen access-solmun
(SGSN1) ja mainitun liikkuvuusyksikén (FA1) kautta,

tunnettu lisdvaiheista

tarkistetaan onko olemassa toinen liilkkuvuusyksikké (FA2), jota pi-
detdédn reitityksen kannalta parempana kuin mainittua ensimmaista liikku-
vuusyksikkéa (FA1), ja

reagoidaan mainittuun tarkistukseen

A) yllapitamalla yhteys mainittuun ensimmaiseen liikkuvuusyksik-
kéon (FA1), jos ei ole olemassa toista liikkuvuusyksikkoa, jota pidettaisiin pa-
rempana kuin mainittua ensimmaista liikkkuvuusyksikkéa, ja

B) avataan uusi yhteys mainittuun toiseen liikkuvuusyksikké6n
(FA2), jos mainittu parempana pidetty toinen liilkkuvuusyksiké on kaytettavissa,
ja aloitetaan makroliikkuvuudenhallinnan rekisterginti.

2. Patenttivaatimuksen 1 mukainen menetelma, tunnettu siita,
ettd istunto reititetddn uudelleen mainitun toisen access-solmun (SGSN2)
kautta vasteena mainitun yhden liikkuvan solmun (MS/MN) likkumiselle jar-
jestelméan mainittuun toiseen osaan (RAN2).

3. Patenttivaatimuksen 1 tai 2 mukainen menetelma, tunnettu
siitd, ettd sulietaan yhteys mainittuun ensimmaiseen liikkkuvuusyksikké6n
(FA1), kun mainittu parempana pidetty toinen liikkuvuusyksikko on kaytettévis-
sa.
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4. Patenttivaatimuksen 1, 2, 3 tai 4 mukainen menetelma, tun-
nettu siitd, ettd mainittu makroliikkuvuudenhallinta on Internet-protokolla-
tyyppinen, tai IP-tyyppinen, likkuvuudenhallinta ja ettd agenttimainossanoma
lahetetddn mainitulta toiselta likkuvuusyksikélta (FA2) mainitulle yhdelle liikku-
valle solmulle (MS/MN) mainitun uuden yhteyden yli, jolloin mainittu agentti-
mainossanoma mahdollistaa mainitun yhden likkuvan solmun (MS/MN) ha-
vaita kiinnityspisteen muuttuminen ja aloittaa Mobile IP -rekisteréinti.

5. Jonkin patenttivaatimuksista 1-4 mukainen menetelma, tun -
nettu vaiheista

tallennetaan mainitussa toisessa access-solmussa (SGSN2) mai-
nitun toisen access-solmun mainitun parempana pidetyn liikkuvuusyksikén
(FA2) identiteetti,

tarkistetaan mainitussa toisessa access-solmussa (SGSN2), vas-
teena mainitun yhden liikkuvan solmun liikkeelle mainitusta ensimmaisests ac-
cess-solmusta (SGSN1) mainittuun toiseen access-solmuun (SGSN2), tas-
maavatké mainitun ensimmaéisen liikkkuvuusyksikén (FA1) ja mainitun parem-
pana pidetyn liikkuvuusyksikén (FAZ2) tallennettu tunniste vai eivat,

sailytetadn yhteys mainittuun ensimmaiseen liikkuvuusyksikk6on
(FA1), jos tunnisteet tadsmaavat, ja

suljetaan yhteys mainittuun ensimmaiseen liikkkuvuusyksikkéon
(FA1) ja avataan uusi yhteys mainittuun parempana pidettyyn liikkuvuusyksik-
ké6n (FA2), jos mainitut identiteetit eivat tasmaa.

6. Jonkin patenttivaatimuksista 1-5 mukainen menetelma radioac-
cess-jarjestelméssa, tunnettu siitd, ettd mainitun yhteyden sulkemis- ja
avaamisvaiheet kasittavat pakettiprotokollakontekstin sulkemis- ja vastaavasti
avaamisvaiheet.

7. Patenttivaatimuksien 6 mukainen menetelmd, tunnettu vai-
heista

siirretddn matkaviestimen pakettiprotokollakontekstit, joihin liilkkuva
solmu on assosioitunut, ensimmaisesta access-solmusta toiseen access-
solmuun yhdesséa informaation kanssa, joka indikoi mikd tai mitka pakettira-
dioprotokollakonteksteista liittyy makroliikkuvuudenhallintaan,

erotetaan makroliikkkuvuudenhallintaan liittyva pakettiprotokollakon-
teksti tai -kontekstit mahdollisista muista pakettiprotokollakonteksteista maini-
tun informaation perusteella toisessa access-solmussa,
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suoritetaan mainitut avaamis- ja sulkemisvaiheet pelkastaan makro-
likkuvuudenhallintaan liittyvalle pakettiprotokollakontekstille tai -konteksteille.

8. Jonkin patenttivaatimuksista 1-7 mukainen menetelma, tun-
nettu siitd, ettd mainitun toisen access-solmun mainittu parempana pidetty
likkuvuusyksikkdé on vierasagentti (FA2), joka on assosioitunut yhdyskayta-
vasolmuun (GGSN2) access-verkon mainitussa toisessa osassa (RAN2).

9. Jonkin patenttivaatimuksista 1-8 mukainen menetelma, tun-
nettu siitd, ettd mainittu tunniste sisaltda liikkuvuusyksikén (FA1, FA2)
osoitteen.

10. Access-jarjestelma, joka kasittaa

joukon liikkkuvia solmuja (MS/MN),

ensimmaisen (SGSN1) ja toisen (SGSN2) access-solmun, joka pal-
velee mainittuja liilkkuvia solmuja access-jarjestelman ensimmaisen (RAN1) ja
vastaavasti toisen (RAN2) osan siséll3,

ainakin yhden ensimmaisen yhdyskaytavasolmun (GGSN1) access-
jarjestelman mainitun ensimmaisen osan liittdmiseksi ulkopuolisiin verkkoihin
(1),

ensimmaisen likkuvuusyksikén (FA1), joka liittyy mainittuun ainakin
yhteen ensimmaiseen yhdyskaytdavasolmuun (GGSN1) ja joka on jarjestetty
reitittdmaan yhteys mista tahansa mainituista liikkuvista solmuista, kun se on
rekisterdityneena access-jarjestelmén ensimmaiseen osaan (RAN1),

tunnettu siita, etta

jarjestelma on jarjestetty tarkistamaan onko olemassa toinen liikku-
vuusyksikké (FAZ2), jota pidetdan reitityksen kannalta parempana kuin mainit-
tua ensimmaista lilkkuvuusyksikkéa (FA1),

jarjestelma on jarjestetty avaamaan uusi yhteys mainittuun toiseen
liikkuvuusyksikkéén (FA2), jos mainittu parempana pidetty toinen liikkuvuusyk-
sikkd (FA2) on mainitun tarkistuksen mukaan kaytettavissa,

mainittu liikkuva solmu (MS/MN) on jarjestetty havaitsemaan kiinni-
tyspisteen muutos mainitun uuden yhteyden avulla ja kdynnistdmaan makro-
likkuvuudenhallinnan rekisteréinnin.

11. Patenttivaatimuksen 10 mukainen jarjestelma, tunnettu
uudelleenreititysmekanismista, jolla mainittu yhteys, joka alunperin reititettiin
mainitun ensimmaisen access-solmun (SGSN1) ja mainitun ensimmaisen liik-
kuvuusyksikdn (FA1) kautta, voidaan reitittda mainitun toisen access-solmun
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(SGSN2) kautta vasteena mainitun yhden liikkuvan solmun (MS/MN) liikkumi-
selle access-jarjestelmén mainittuun toiseen osaan (RAN2).

12. Patenttivaatimuksen 10 tai 11 mukainen jarjestelma, tun -
nettu siitd, ettd jarjestelma on jarjestetty sulkemaan yhteys mainittuun en-
simméiseen liikkuvuusyksikkéon (FA1), kun mainittu parempana pidetty toinen
likkuvuusyksikkd (FA2) on mainitun tarkistuksen mukaan kaytettavissa.

13. Patenttivaatimuksen 10, 11 tai 12 mukainen jarjestelma, tun -
nettu siits, etta

mainittu makroliikkuvuudenhallinta on Internet-protokolla-tyyppinen,
tai IP-tyyppinen, liikkuvuudenhallinta,

mainittu toinen liikkkuvuusyksikkd (FA2) on jarjestetty lahettamaan
yksikkémainossanoma mainitulle yhdelle liikkuvalle solmulle (MS/MN) mainitun
uuden yhteyden yli,

mainittu liikkkuva solmu (MS/MN) on jarjestetty ilmaisemaan kiinni-
tyspisteen muutos mainitun yksikkémainossanoman avulia ja kaynnistaméaan
Mobile [P -rekisterdinti.

14. Jonkin patenttivaatimuksista 10-13 mukainen jarjestelma,
tunnettu siitd, ett4 mainitun toisen access-solmun mainittu parempana pi-
detty liikkuvuusyksikké on vierasagentti (FA2), joka on assosioitunut yhdys-
kaytavasolmun (GGSN2) kanssa access-verkon mainitussa toisessa osassa
(RAN2).

15. Jonkin patenttivaatimuksista 10-14 mukainen jarjestelma,
tunnettu siitd, ettd mainittu toinen access-solmu (SGSN2) on jarjestetty
tekemaan mainittu tarkistus.

16. Jonkin patenttivaatimuksista 10-15 mukainen jarjestelma,
tunnettu siita, ettd mainittu toinen access-solmu (SGSN2) on jarjestetty
tallentamaan parempana pidetyn vierasagentin (FA2) tunniste, kuten osoite,
tarkistusta varten.

17. Jonkin patenttivaatimuksista 10-16 mukainen jarjestelma,
tunnettu siitd, ettd mainitut yhteyden sulkeminen ja avaaminen késittavat
pakettiprotokollakontekstin sulkemisen ensimmaisen liikkuvuusyksikén (FA1)
yhdyskaytavasolmussa (GGSN1) ja pakettiprotokollakontekstin avaaminen pa-
rempana pidetyn liikkuvuusyksikén (FA2) yhdyskaytavasolmussa (GGSN2).

18. Patenttivaatimuksen 17 mukainen jarjestelma, tunnettu
siitd, ettd yhteyden yllapitdminen kasittaa liikkkuvan solmun (MS/MN) paketti-
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protokollakontekstin paivittdmisen ensimmaisen liikkuvuusyksikdn (FA1) yh-
dyskaytavasolmussa (GGSN1).

19. Patenttivaatimuksen 17 tai 18 mukainen jarjestelma, tun-
nettu siitd, ettd matkaviestimen, johon liikkuva solmu on assosioitunut, pa-
kettiprotokollakonteksteihin liittyy informaatiota, joka indikoi mika tai mitka pa-
kettiprotokollakonteksteista liittyy tai liittyvat makroliikkkuvuudenhallintaan, ja
etta access-solmu on jarjestetty erottamaan makroliikkuvuudenhallintaan liitty-
va pakettiprotokoliakonteksti (-kontekstit) mahdollisista muista pakettiproto-
kollakonteksteista mainitun informaation perusteella ja suoritamaan mainitut
avaus- ja sulkemisvaiheet pelkastaan makrolikkuvuudenhaliintaan liittyvalle
(liittyville) pakettiprotokollakontekstille (-konteksteille).

20. Patenttivaatimuksen 19 mukainen jarjestelma, tunnettu sii-
ta, ettd mainittu informaatio annetaan sanomassa, joka siirtda pakettiprotokol-
lakontekstin (-kontekstit) mainitulta toiselta access-solmulta mainitulle access-
solmulle.

21. Access-solmu access-jarjestelmaa varten, joka kasittaa joukon
liikkuvia solmuja (MS/MN), access-solmuja (SGSN1, SGSN2), jotka palvelevat
mainittuja liikkkuvia solmuja access-jarjestelman vastaavissa osissa (RAN1,
RAN2), ainakin kaksi yhdyskaytdvasolmua (GGSN1, GGSN2) access-
jarjestelman liittamiseksi ulkopuolisiin verkkoihin (11), ja ainakin kaksi liikku-
vuusyksikkdd, jotka ovat assosioituneet eri yhdyskadytavasolmuun mainitusta
ainakin kahdesta yhdyskaytavasolmusta (GGSN1, GGSN2) ja jarjestetty tuot-
tamaan makrolikkuvuudenhallinnan reitityspalvelut liikkuville  solmuille
(MS/MN), silla aikaa kun ne ovat rekisterdityneend access-jarjestelmaan,
tunnettu siita, ettd mainittu access-solmu kasittaa

valineet, jotka tarkistavat, kun liikkuva solmu (MS/MN), jolla on yh-
teys toisen access-solmun (SGSN1) ja ensimmadisen liikkuvuusyksikén (FA1)
kautta, pyrkii jarjestelmaan mainitun access-solmun (SGSN2) kautta, onko
olemassa toista liikkuvuusyksikk®é4, joka on reitityksen kannaita parempi kuin
mainittu ensimmainen liikkuvuusyksikkd (FA1),

vélineet, jotka ovat vasteelliset mainituille tarkistusvélineille uuden
yhteyden avaamiseksi mainittuun parempana pidettyyn liikkkuvuusyksikkddn
(FA2), jos mainittu parempana pidetty muu lilkkuvuusyksikkd (FA2) on kaytet-
tavissa.

22. Patenttivaatimuksen 21 mukainen access-solmu,tunnettu
vélineistd yhteyden sulkemiseksi mainittuun ensimmaiseen liikkuvuusyksik-
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koon (FA1), kun mainittu parempi muu liikkuvuusyksikkd (FA2) on kaytettavis-
sa.

23. Patenttivaatimuksen 21 tai 22 mukainen access-solmu, tun-
nettu siita, ettd mainittu tarkistusvaline kasittaa

vilineet mainitun access-solmun (SGSN2) mainitun parempana pi-
detyn muun liikkkuvuusyksikon (FA2) tunnisteen, kuten osoitteen, tallentami-
seksi,

vélineet, jotka vasteena mainitun likkuvan solmun (MS/MN) liik-
keelle mainitusta toisesta access-solmusta (SGSN1) mainittuun access-
solmuun (SGSN2), tarkistavat tdsmaakd mainitun ensimmaisen liikkuvuusyk-
sikbn (FA1) tunniste ja mainitun parempana pidetyn liikkuvuusyksikén (FA2)
mainittu tallennettu tunniste vai ei.

24. Patenttivaatimuksen 21, 22 tai 23 mukainen access-solmu,
tunnettu siita, ettda mainitut avaamis- ja sulkemisvélineet kasittavat

vélineet yhteyden sailyttamiseksi mainittuun ensimmaiseen liikku-
vuusyksikkéon (FA1), jos tunnisteet tasméaavat, ja

valineet yhteyden sulkemiseksi mainittuun ensimmaéiseen liikku-
vuusyksikkéon (FA1) ja uuden yhteyden avaamiseksi mainittuun parempana
pidettyyn liikkuvuusyksikkédn (FA2), jos tunnisteet eivat tasmaa.

25. Jonkin patenttivaatimuksista 21-24 mukainen access-solmu,
tunnettu siita, ettd mainittu access-jarjestelma on radioaccess-jarjestelma,
ja ettd mainitut vélineet yhteyden sulkemiseksi ja avaamiseksi kasittavat vali-
neet pakettiprotokollakontekstin sulkemiseksi ensimmaisen liikkuvuusyksikdn
(FA1) yhdyskaytavasolmussa (GGSN1) ja pakettiprotokollakontekstin avaami-
seksi parempana pidetyn liikkkuvuusyksikon (FA2) yhdyskaytdvasolmussa
(GGSN2).

26. Patenttivaatimuksen 25 mukainen access-solmu, tunnettu
siitd, etta mainitut valineet yhteyden ylidpitamiseksi kasittavat vélineet liikku-
van solmun (MS/MN) pakettiprotokollakontekstin paivittamiseksi ensimmaisen
likkuvuusyksikon (FA1) yhdyskaytavasolmussa (GGSN1).

27. Patenttivaatimuksen 25 tai 26 mukainen access-solmu, tun -
nettu siitd, ettd matkaviestimen, jonka kanssa liikkkuva solmu on assosioitu-
nut, pakettiprotokollakonteksteihin liittyy informaatio, joka indikoi mika tai mitk&
pakettiprotokollakonteksteista liittyy makroliikkuvuudenhallintaan, ja ettd ac-
cess-solmu on jarjestetty erottamaan makroliikkuvuudenhallintaan liittyva pa-
kettiprotokollakonteksti tai -kontekstit mahdollisista muista pakettiprotokolla-
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kontekteista mainitun informaation perusteella ja suorittamaan mainitut avaa-
mis- ja sulkemisvaiheet ainoastaan makrolikkuvuudenhallintaan liittyvélle pa-
kettiprotokollakontekstille (-konteksteille).

28. Patenttivaatimuksen 27 mukainen access-solmu, tunnettu
siitd, ettd mainittu informaatio on annettu sanomassa, joka siirtaa pakettiproto-
kollakontekstin tai -kontekstit mainitulta toiselta access-solmulta mainitulle ac-
cess-solmulle.

29. Jonkin patenttivaatimuksista 21-28 mukainen access-solmu,
tunnettu siitd, ettd mainittu makroliikkuvuudenhallinta on Internet-
protokolla-tyyppinen tai IP-tyyppinen liikkuvuudenhallinta.
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Patentkrav

1. Forfarande for att astadkomma administrering av makromobilitet
for en mobil nod i ett access-system, som omfattar ett antal mobila noder
(MS/MN), en férsta och en andra access-nod (SGSN1, SGSN2), vilka betjanar
ndmnda mobila noder i en férsta (RAN1) respektive en andra (RAN2) del av
access-systemet, atminstone en férsta gateway-nod (GGSN1) fér att ansluta
nadmnda forsta del (RAN1) av access-systemet till yttre nat (12) och en férsta
mobilitetsenhet (FA1), som ar férbunden med namnda atminstone en férsta
gateway-nod (GGSN1) och som &r anordnad att fér de mobila noderna
(MS/MN) alstra dirigeringstjanster fér administrering av makromobilitetet nar
de &r registrerade i access-systemets foérsta del (RAN1), varvid namnda
férfarande omfattar féljande steg

en session bildas mellan en av namnda flera mobila noder (MS/MN)
och en andra part via namnda forsta access-nod (SGSN1) och ndmnda mobili-
tetsenhet (FA1),

kannetecknat av ytterligare steg varvid

man kontrollerar huruvida det finns en andra mobilitetsenhet (FA2),
som med avseende pa dirigering kan anses vara béattre 4n namnda forsta
mobilitetsenhet (FA1) och

man reagerar pa namnda kontroll

A) genom att uppratthalla en férbindelse till namnda férsta mobili-
tetsenhet (FA1), ifall det inte finns en andra mobilitetsenhet, som kunde anses
battre &n namnda férsta mobilitetsenhet och

B) en ny férbindelse &ppnas till nAmnda andra mobilitetsenhet
(FA2), ifall namnda andra féredragna mobilitetsenhet &r tillganglig, och
registrering av administrering av makromobilitet inleds.

2. Forfarande enligt patentkrav 1, kdnnetecknat av att
sessionen omdirigeras via namnda andra access-nod (SGSN2) i gensvar pa
ndmnda en mobil nods (MS/MN) mobilitet till ndmnda andra del (RAN2) av
systemet.

3. Forfarande enligt patentkrav 1 eller 2, kdnnetecknat av att
forbindelsen till namnda férsta mobilitetsenhet (FA1) stings, ndr namnda
andra foéredragna mobilitetsenhet ar tillganglig.

4. Forfarande enligt patentkrav 1, 2, 3 eller 4, kdnnetecknat
av att namnda administrering av makromobilitet &r administrering av mobilitet
av Internet-protokolltyp, eller IP-typ, och att ett agentreklammeddelande sinds
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fran namnda andra mobilitetsenhet (FA2) till n&mnda en mobil nod (MS/MN)
éver ndmnda nya férbindelse, varvid namnda agentreklammeddelande gér det
mojligt for namnda en mobil nod (MS/MN) att detektera den andrade fast-
punkten och inleda Mobile IP-registrering.

5. Forfarande enligt nagot av patentkraven 1-4, kannetecknat
av steg varvid

identiteten fér namnda féredragna mobilitetsenhet (FA2) i ndmnda
andra access-nod lagras i nédmnda andra access-nod (SGSN2),

i gensvar pa namnda en mobil nods mobilitet fran namnda férsta
access-nod (SGSN1) till n&mnda andra access-nod (SGSN2) kontrolleras i
namnda andra access-nod (SGSN2) huruvida den lagrade identifieringen for
namnda foérsta mobilitetsenhet (FA1) och namnda féredragna mobilitetsenhet
(FA2) dverensstammer eller ej,

en férbindelse till ndmnda foérsta mobilitetsenhet (FA1) bibehalls,
ifall identifieringarna éverensstammer och

férbindelsen till ndmnda forsta mobilitetsenhet (FA1) stangs och en
ny férbindelse ©ppnas till ndmnda féredragna mobilitetsenhet (FA2), ifall
namnda identifieringar inte éverensstammer.

6. Forfarande i ett radioaccess-system enligt nagot av patentkraven
1-5, kdnnetecknat av att stdngnings- och 6ppningsstegen fér namnda
férbindelse omfattar stdngnings- respektive &ppningssteg for en paketproto-
kollkontext.

7. Forfarande enligt patentkrav 6, kdnnetecknat av steg
varvid

en mobilstations paketprotokollkontexter, med vilka den mobila
noden ar associerad, overfors fran den forsta access-noden till den andra
access-noden tillsammans med information, som anger vilket eller vilka av
paketprotokollkontexterna som héanfor sig till administreringen av makro-
mobilitet,

paketprotokollkontexten eller -kontexterna som hanfoér sig till
administreringen av makromobilitet avskiljs i den andra access-noden fran
eventuella andra paketprotokollkontexter pa grundval av nd&mnda information,

namnda Oppnings- och stdngningssteg utférs endast fér den
paketprotokollkontext eller de -kontexter som hanfor sig till administreringen av
makromobilitet.
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8. Forfarande enligt nagot av patentkraven 1-7, kdnnetecknat
av att namnda féredragna mobilitetsenhet i namnda andra access-nod &r en
besdkaragent (FA2), som &r associerad med en gateway-nod (GGSN2) i
nadmnda andra del (RAN2) av access-natet.

9. Forfarande enligt nagot av patentkraven 1-8, kannetecknat
av att namnda identifiering innehaller adressen fér mobilitetsenheten (FA1,
FA2).

10. Access-system som omfattar

ett antal mobila noder (MS/MN),

en forsta (SGSN1) och en andra (SGSN2) access-nod, vilka
betjanar namnda mobila noder inne i en forsta (RAN1) respektive en andra
(RANZ2) del av access-systemet,

atminstone en forsta gateway-nod (GGSN1) fér att ansluta
namnda foérsta del (RAN1) av access-systemet till yttre nat (11),

en forsta mobilitetsenhet (FA1), som ar férbunden med namnda
atminstone en forsta gateway-nod (GGSN1) och som &r anordnad att dirigera
en forbindelse fran vilken som helst av namnda mobila noder, nar den &r
registrerad i access-systemets forsta del (RAN1),

kdnnetecknat avatt

systemet &r anordnat att kontrollera huruvida det finns en andra
mobilitetsenhet (FA2), som med avseende pa dirigering kan anses béttre &n
namnda foérsta mobilitetsenhet (FA1),

systemet &r anordnat att 6ppna en ny férbindelse till namnda
andra mobilitetsenhet (FA2), ifall namnda andra féredragna mobilitetsenhet
(FA2) enligt namnda kontroll ar tillganglig,

namnda mobila nod (MS/MN) &r anordnad att detektera den
andrade fastpunkten med hjalp av namnda nya férbindelse och inleda
registrering av administrering av makromobilitet.

11. System enligt patentkrav 10, kdnnetecknat av en
omdirigeringsmekanism, varmed némnda férbindelse, som ursprungligen
dirigerades via namnda férsta access-nod (SGSN1) och namnda férsta
mobilitetsenhet (FA1), kan dirigeras via namnda andra access-nod (SGSN2) i
gensvar pa namnda en mobil nods (MS/MN) mobilitet till nAmnda andra del
(RAN2) av access-systemet.

12. System enligt patentkrav 10 eller 11, kannetecknat av att
systemet &r anordnat att stdnga férbindelsen till namnda forsta mobilitetsenhet
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(FA1), nar ndmnda andra féredragna mobilitetsenhet (FA2) efter namnda
kontroll ar tillganglig.

13. System enligt patentkrav 10, 11 eller 12, kAnnetecknat av
att

ndmnda administrering av makromobilitet &r administrering av
mobilitet av Internet-protokolityp eller IP-typ,

namnda andra mobilitetsenhet (FA2) ar anordnad att sanda ett
enhetsreklammeddelande till namnda en mobil nod (MS/MN) éver namnda
nya férbindelse,

namnda mobila nod (MS/MN) &r anordnad att ange en andring av
fastpunkt med hjalp av namnda enhetsreklammeddelande och inleda Mobile
IP-registrering.

14. System enligt nagot av patentkraven 10-13, kanneteck-
nat av att namnda féredragna mobilitetsenhet i nAmnda andra access-nod ar
en besdkaragent (FA2), som &r associerad med en gateway-nod (GGSN2) i
namnda andra del (RAN2) av access-natet.

15. System enligt nagot av patentkraven 10-14, kanneteck-
nat av att ndmnda andra access-nod (SGSN2) ar anordnad att utféra
namnda kontroll.

16. System enligt nagot av patentkraven 10-15, kanneteck-
nat av att ndmnda andra access-nod (SGSN2) ar anordnad att fér kontrollen
lagra identifieringen sasom adressen for den bestkaragent (FA2) som
féredras.

17. System enligt nagot av patentkraven 10-16, kanneteck-
nat av att ndmnda 6ppnande och stidngande av férbindelsen omfattar
stangning av en paketprotokollkontext i gateway-noden (GGSN1) i den forsta
mobilitetsenheten (FA1) och 6ppnande av en paketprotokollkontext i gateway-
noden (GGSN2) i den féredragna mobilitetsenheten (FA2).

18. System enligt patentkrav 17, kdnnetecknat av att uppratt-
hallandet av férbindelsen omfattar uppdatering av en paketprotokollkontext i
den mobila noden (MS/MN) i gateway-noden (GGSN1) i den férsta mobilitets-
enheten (FA1).

19. System enligt patentkrav 17 eller 18, k@nnetecknat av att
till paketprotokollkontexterna fér en mobilstation, med vilken den mobila noden
ar associerad, hanfér sig information, som anger vilken eller vilka av paket-
protokollkontexterna som hanfér sig till administreringen av makromobilitet,
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och att access-noden &r anordnad att avskilja den (de) paketprotokollkontext
(-kontexter), som hanfér sig till administreringen av makromobilitet, fran
eventuella andra paketprotokollkontexter pa grundval av namnda information
och utféra ndmnda 6ppnings- och sténgningssteg endast fér den paketproto-
kollkontext (de -kontexter) som hanfor sig till administreringen av makromobili-
tet.

20. System enligt patentkrav 19, kdnnetecknat av att
namnda information ges i ett meddelande som 6éverfor paketprotokollkontexten
(-kontexterna) fran namnda andra access-nod till nAmnda access-nod.

21. Access-nod for ett access-system, som omfattar ett antal mobila
noder (MS/MN), access-noder (SGSN1, SGSN2), vilka betjanar namnda
mobila noder i respektive delar (RAN1, RAN2) av access-systemet,
atminstone tva gateway-noder (GGSN1, GGSN2) fér att ansluta access-
systemet till yttre nat (11) och atminstone tvd mobilitetsenheter, som &r
associerade med olika gateway-noder av ndmnda atminstone tvad gateway-
noder (GGSN1, GGSN2) och som ar anordnade att for de mobila noderna
(MS/MN) alstra dirigeringstjanster fér administrering av makromobilitet, medan
de ar registrerade i access-systemet, kannetecknad av att nAmnda
access-nod omfattar

medel som kontrollerar huruvida det finns en andra mobilitets-
enhet som med avseende pa dirigeringen ar battre &n nadmnda forsta
mobilitetsenhet (FA1), nér en mobil nod (MS/MN) med en forbindelse via en
annan access-nod (SGSN1) och en férsta mobilitetsenhet (FA1) férsoker
komma in i systemet via ndmnda access-nod (SGSN2),

medel som &r gensvariga pa namnda kontrolimedel fér éppnande
av en ny forbindelse till ndmnda féredragna mobilitetsenhet (FA2), ifall
namnda féredragna mobilitetsenhet (FA2) ar tillganglig.

22. Access-nod enligt patentkrav 21, kdnnetecknad av
medel for stdngande av forbindelsen till ndmnda férsta mobilitetsenhet (FA1)
nar namnda andra féredragna mobilitetsenhet (FA2) ar tillganglig.

23. Access-nod enligt patentkrav 21 eller 22, kAnnetecknad
av att nAmnda kontrolimedel omfattar

medel for att lagra identifieringen sdsom adressen fér namnda
andra féredragna mobilitetsenhet (FA2) i namnda access-nod (SGSN2),

medel som i gensvar pa namnda mobila nods (MS/MN) mobilitet
fran ndmnda andra access-nod (SGSN1) till namnda access-nod (SGSN2)
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kontrollerar huruvida identifieringen fér namnda forsta mobilitetsenhet (FA1)
och den lagrade identifieringen fér ndamnda féredragna mobilitetsenhet (FA2)
dverensstammer eller gj.

24. Access-nod enligt patentkrav 21, 22 eller 23, kdnneteck-
nad av att ndmnda Sppnings- och stdngningsmedel omfattar

medel for att bibehalla en férbindelse till ndmnda férsta mobilitets-
enhet (FA1), ifall identifieringarna éverensstammer och

medel for att stdnga férbindelsen till nAmnda forsta mobilitets-
enhet (FA1) och 6ppna en ny férbindelse till namnda féredragna mobilitets-
enhet (FA2), ifall identifieringarna inte 6verensstammer.

25. Access-nod enligt nagot av patentkraven 21-24, kdnne-
tecknad av att ndmnda access-system &r ett radioaccess-system och att
namnda medel for att stdnga och 6ppna en férbindelse omfattar medel for att
stanga en paketprotokollkontext i gateway-noden (GGSN1) i den forsta mobili-
tetsenheten (FA1) och Oppna en paketprotokollkontext gateway-noden
(GGSN2) i den féredragna mobilitetsenheten (FA2).

26. Access-nod enligt patentkrav 25, kannetecknad av att
namnda medel for uppratthallande av en férbindelse omfattar medel for att
uppdatera en paketprotokollkontext fér den mobila noden (MS/MN) i gateway-
noden (GGSN1) i den férsta mobilitetsenheten (FA1).

27. Access-nod enligt patentkrav 25 eller 26, kannetecknad
av att till paketprotokollkontexterna fér en mobilstation, med vilken den mobila
noden &r associerad, hanfér sig information, som anger vilken eller vilka av
paketprotokollkontexterna som hanfér sig till administrering av makromobilitet,
och att access-noden &r anordnad att avskilja den (de) paketprotokollkontext
(-kontexter), som héanfér sig till administrering av makromobilitet, fran
eventuella andra paketprotokollkontexter pa grundval av namnda information
och utféra ndmnda 6ppnings- och stidngningssteg endast for den paket-
protokollkontext (de -kontexter) som hanfér sig till administreringen av
makromobilitet.

28. Access-nod enligt patentkrav 27, kdnnetecknad av att
nadmnda information givits i ett meddelande som &verfor paketprotokoll-
kontexten eller -kontexterna fran namnda andra access-nod till ndmnda
access-nod.

29. Access-nod enligt nagot av patentkraven 21-28, kdanne -
tecknad av att ndmnda administrering av makromobilitet &r administrering
av mobilitet av Internet-protokolityp eller IP-typ.
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