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(57)【要約】
　本発明は、複数の無線ネットワークにアクセスするた
めの装置及び方法であって、アクセス対象の前記無線ネ
ットワークの個数に基づき複数のバーチャルＭＡＣアド
レスを割り当てるホストと、各自が前記ホストにより割
り当てられたバーチャルＭＡＣアドレスの１つを有し、
前記複数の無線ネットワークに同時にアクセスするため
の複数のバーチャル装置とを有し、当該装置の物理アド
レスは、前記複数の無線ネットワークに同時にアクセス
するためのフレームの送信又は受信アドレスとして設定
される装置及び方法を提供する。
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【特許請求の範囲】
【請求項１】
　複数の無線ネットワークにアクセスするための装置であって、
　アクセス対象の前記無線ネットワークの個数に基づき複数のバーチャルＭＡＣアドレス
を割り当てるホストと、
　各自が前記ホストにより割り当てられたバーチャルＭＡＣアドレスの１つを有し、前記
複数の無線ネットワークに同時にアクセスするための複数のバーチャル装置と、
を有し、
　当該装置の物理アドレスは、前記複数の無線ネットワークに同時にアクセスするための
フレームの送信又は受信アドレスとして設定される装置。
【請求項２】
　前記複数の無線ネットワークは、異なるサービスセットＩＤを有する複数のインフラス
トラクチャネットワークである、請求項１記載の装置。
【請求項３】
　前記バーチャル装置のそれぞれは、ＷＤＳ（Ｗｉｒｅｌｅｓｓ　Ｄｉｓｔｒｉｂｕｔｉ
ｏｎ　Ｓｙｓｔｅｍ）に基づき前記複数のインフラストラクチャネットワークの１つにア
クセスする、請求項２記載の装置。
【請求項４】
　各バーチャルＭＡＣアドレスは、前記無線ネットワークへのパケットの送信時にソース
アドレスとして設定され、前記無線ネットワークからのパケットの受信時にデスティネー
ションアドレスとして設定される、請求項２又は３記載の装置。
【請求項５】
　前記物理ＭＡＣアドレスを有し、前記複数のバーチャル装置と対応するインフラストラ
クチャネットワークとの間でパケットを転送するネットワークインタフェース装置をさら
に有する、請求項２又は３記載の装置。
【請求項６】
　前記物理ＭＡＣアドレスは、前記インフラストラクチャネットワークへのパケットの送
信時に送信アドレスとして設定され、前記インフラストラクチャネットワークからのパケ
ットの受信時に受信アドレスとして設定される、請求項５記載の装置。
【請求項７】
　端末装置において複数の無線ネットワークにアクセスするための方法であって、
　アクセス対象の前記無線ネットワークの個数に基づき複数のバーチャルＭＡＣアドレス
を割り当てるステップと、
　各自が前記割り当てられたバーチャルＭＡＣアドレスの１つを有し、前記複数の無線ネ
ットワークに同時にアクセスするための複数のバーチャル装置を生成するステップと、
を有し、
　前記端末装置の物理アドレスは、前記複数の無線ネットワークに同時にアクセスするた
めのフレームの送信又は受信アドレスとして設定される方法。
【請求項８】
　前記複数の無線ネットワークは、異なるサービスセットＩＤを有する複数のインフラス
トラクチャネットワークである、請求項７記載の方法。
【請求項９】
　前記バーチャル装置のそれぞれは、ＷＤＳ（Ｗｉｒｅｌｅｓｓ　Ｄｉｓｔｒｉｂｕｔｉ
ｏｎ　Ｓｙｓｔｅｍ）に基づき前記複数のインフラストラクチャネットワークの１つにア
クセスする、請求項８記載の方法。
【請求項１０】
　各バーチャルＭＡＣアドレスは、前記無線ネットワークへのパケットの送信時にソース
アドレスとして設定され、前記無線ネットワークからのパケットの受信時にデスティネー
ションアドレスとして設定される、請求項８又は９記載の方法。
【請求項１１】
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　前記端末装置において前記物理ＭＡＣアドレスを有するネットワークインタフェース装
置により前記複数のバーチャル装置と対応する無線ネットワークとの間でパケットを転送
するステップをさらに有する、請求項８又は９記載の方法。
【請求項１２】
　前記物理ＭＡＣアドレスは、前記無線ネットワークへのパケットの送信時に送信アドレ
スとして設定され、前記無線ネットワークからのパケットの受信時に受信アドレスとして
設定される、請求項１１記載の方法。
 
【発明の詳細な説明】
【技術分野】
【０００１】
　本発明は、一般に複数の無線ネットワークにアクセスするための装置及び方法に関し、
より詳細には無線通信システムにおける単一のインタフェース装置により複数の無線ネッ
トワークにアクセスするための装置及び方法に関する。
【背景技術】
【０００２】
　無線アクセス技術は、ユーザが各種情報を取得し、ネットワークから／へドキュメント
をダウンロード又はアップロードし、他人と通信するなどのため、無線ネットワークにア
クセスすることを可能にする。一般に、ユーザの端末装置は、端末装置に埋め込まれた、
又は無線ネットワークにアクセスするのに必要なネットワークインタフェースカード（Ｎ
ＩＣ）などの付加的な装置としてネットワークインタフェース装置としてのネットワーク
インタフェース装置を有する。端末装置は、無線ネットワークを介し通信可能なコンピュ
ータ、携帯電話、携帯情報端末（ＰＤＡ）などの何れかの装置でありうる。
【０００３】
　多くの無線ネットワークでは、端末装置のＮＩＣは、ネットワークにおいて当該端末装
置を識別するためのＭＡＣ（Ｍｅｄｉａ　Ａｃｃｅｓｓ　Ｃｏｎｔｒｏｌ）アドレスを有
する。ＭＡＣアドレスは、製造段階で割り当てられる一意的な物理的アドレスであり、通
信プロトコルのＤＬＣ（Ｄａｔａ　Ｌｉｎｋ　Ｃｏｎｔｒｏｌ）レイヤのサブレイヤであ
るＭＡＣレイヤにおいて用いられる。
【０００４】
　従来のＭＡＣレイヤプロトコルによると、ユーザは同時に単一の無線ＮＩＣカードによ
って無線通信システムのインフラストラクチャネットワークなどの無線ネットワークの１
つにしかアクセスすることはできず、この結果、他のインフラストラクチャネットワーク
に変更することを所望する場合、ユーザは、接続しているネットワークと切断し、その後
に他のネットワークに再び接続しなければならない。
【０００５】
　単一の無線ネットワークインタフェースカードにおいて複数の無線ネットワークにアク
セスするための手段を提供する既存の技術がある。この手段は、インフラストラクチャネ
ットワーク通信のためのＷＬＡＮ（Ｗｉｒｅｌｅｓｓ　Ｌｏｃａｌ　Ａｒｅａ　Ｎｅｔｗ
ｏｒｋ）互換性と、ポイント・ツー・ポイント通信のためのＷＰＡＮ（Ｗｉｒｅｌｅｓｓ
　Ｐｅｒｓｏｎａｌ　Ａｒｅａ　Ｎｅｔｗｏｒｋ）互換性との双方をサポートするため、
複数のネットワーク間でカードを連続的に切り替える。この手段によって、ユーザはまた
端末装置を複数のネットワークに接続されているものとして見ることができる。
【０００６】
　しかしながら、上記方法は、インフラストラクチャとアドホックネットワークの間のス
イッチングしかサポートしておらず、アクセスポイント（ＡＰ）上の２つのインフラスト
ラクチャネットワークの間のスイッチングをサポートしていない。さらに、この手段に基
づくデータトラフィックは大きな遅延を有する。これは、システムが物理ネットワークか
ら他のネットワークにスイッチするのに長時間かかるためである。さらに、８０２．１ｘ
認証により良好なパフォーマンスを達成することは困難である。
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【０００７】
　従って、同時に単一のインタフェースカードによって複数の無線ネットワークにアクセ
スするため、上記問題点を解決する装置及び方法を創作することが必要とされる。
【発明の概要】
【発明が解決しようとする課題】
【０００８】
　本発明の課題は、複数のバーチャル装置によって同時に複数の無線ネットワークにアク
セスするための装置及び方法を提供することであり、他の課題は、無線ネットワーク間の
スイッチング時間の遅延を解消するため、単一のＮＩＣを用いて同時に複数のインフラス
トラクチャネットワークにアクセスすることである。
【課題を解決するための手段】
【０００９】
　本発明の一態様によると、複数の無線ネットワークにアクセスするための装置であって
、アクセス対象の前記無線ネットワークの個数に基づき複数のバーチャルＭＡＣアドレス
を割り当てるホストと、各自が前記ホストにより割り当てられたバーチャルＭＡＣアドレ
スの１つを有し、前記複数の無線ネットワークに同時にアクセスするための複数のバーチ
ャル装置とを有し、当該装置の物理アドレスは、前記複数の無線ネットワークに同時にア
クセスするためのフレームの送信又は受信アドレスとして設定される装置が提供される。
【００１０】
　本発明の一実施例では、前記複数の無線ネットワークは、異なるサービスセットＩＤを
有する複数のインフラストラクチャネットワークである。
【００１１】
　一実施例では、前記バーチャル装置のそれぞれは、ＷＤＳ（Ｗｉｒｅｌｅｓｓ　Ｄｉｓ
ｔｒｉｂｕｔｉｏｎ　Ｓｙｓｔｅｍ）に基づきインフラストラクチャネットワークの１つ
にアクセスする。
【００１２】
　本発明の他の態様によると、端末装置において複数の無線ネットワークにアクセスする
ための方法であって、アクセス対象の前記無線ネットワークの個数に基づき複数のバーチ
ャルＭＡＣアドレスを割り当てるステップと、各自が前記割り当てられたバーチャルＭＡ
Ｃアドレスの１つを有し、前記複数の無線ネットワークに同時にアクセスするための複数
のバーチャル装置を生成するステップとを有し、前記端末装置の物理アドレスは、前記複
数の無線ネットワークに同時にアクセスするためのフレームの送信又は受信アドレスとし
て設定される方法が提供される。
【図面の簡単な説明】
【００１３】
【図１】図１は、ユーザが単一のネットワークインタフェースカードを用いてＡＰの２つ
のインフラストラクチャネットワークにおいて動作するための一例となるシナリオを示す
図である。
【図２】図２は、本発明の実施例による単一のネットワークインタフェースカードを備え
る端末装置の一例となる図である。
【図３】図３は、本発明の実施例による複数のバーチャルＭＡＣアドレスを有するバーチ
ャルＭＡＣ装置のネットワークアーキテクチャの一例となる図である。
【図４】図４は、本発明によるデータパケットを送信する処理を示すフローチャートであ
る。
【発明を実施するための形態】
【００１４】
　本発明の例示的な各種実施例による本発明の多数の効果／特徴を示すための説明が、添
付した図面を参照して与えられる。添付した図面では、同様の番号は同様の要素を示す。
【００１５】
　図１は、クライアントが単一のネットワークインタフェースカードを用いてアクセスポ
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イント（ＡＰ）１００の２つのインフラストラクチャネットワーク１０１，１０２におい
て動作するための一例となるシナリオを示す図である。図１では、１つのＡＰしか２つの
インフラストラクチャネットワークにより共有されていないが、２つのインフラストラク
チャネットワークが複数のＡＰにより構成可能であることは当業者に明らかであろう。複
数のクライアントコンピュータ１０１－１～１０１－３，１０２－１～１０２－３とクラ
イアントコンピュータ１０５とが、その内部のネットワークインタフェースカードによっ
てＡＰ１００を介し対応するインフラストラクチャネットワークにアクセスすることがで
きる。図１において、端末装置はコンピュータとして示されるが、本発明はこの実施例に
限定されるものでなく、ネットワークインタフェース回路によりネットワークにアクセス
可能な何れかの端末装置とすることが可能である。さらに、当業者は、ＡＰ１００が２つ
ののみでなく、複数のインフラストラクチャネットワークを有することも可能であること
を認識することができる。
【００１６】
　図１において、インフラストラクチャネットワーク１０１，１０２のそれぞれは、ＡＰ
１００により割り当てられる異なるサービスセットＩＤ（ＳＳＩＤ）を有し、各ネットワ
ーク端末がＡＰの認証により対応するＳＳＩＤによりインフラストラクチャネットワーク
の１つにのみ同時にはアクセスすることができないことが知られている。ＡＰは、認証期
間中にそれの一意的なＭＡＣアドレスによってネットワーク装置を特定する。ＮＩＣの物
理的なＭＡＣアドレスは、ハードウェアアドレスとして工業規格により規定され、端末を
一意的に特定するのに使用される。ＮＩＣは、例えば、ＩＥＥＥ８０２．１１やＩＥＥＥ
８０２．３などのＩＥＥＥ８０２イーサネット（登録商標）規格などの１以上の周知の規
格又はプロトコルをサポートする。
【００１７】
　従って、クライアントコンピュータ１０１－１～１０１－３は、ＡＰ１００により認証
され、その後にインフラストラクチャネットワーク１０１に接続可能である。同様に、ク
ライアントコンピュータ１０２－１～１０２－３は、ＡＰ１００により認証され、その後
にインフラストラクチャネットワーク１０２に接続可能である。クライアントコンピュー
タ１０５は、ＡＰ１００の認証によってインフラストラクチャ１０１又は１０２に接続可
能である。
【００１８】
　本発明の原理によると、端末の複数のバーチャルＭＡＣアドレスが自動的に又はユーザ
のリクエストに応じて割り当てられ、クライアントコンピュータの複数のバーチャルＭＡ
Ｃ装置に対応するという効果がある。従って、ＡＰ１００のインフラストラクチャネット
ワーク１０１，１０２の双方におけるクライアントコンピュータ１０５は、単一のネット
ワークインタフェースカード（ＮＩＣ）により同時に２つのインフラストラクチャネット
ワーク１０１，１０２にアクセス可能である。
【００１９】
　本発明の実施例では、バーチャルＭＡＣ装置のそれぞれは対応するプロトコルに基づき
インフラストラクチャネットワークの１つに接続可能であり、これにより、ＡＰ１００は
複数の異なる端末として複数のバーチャルＭＡＣ装置を識別する。このため、ユーザが同
時に複数のネットワークに接続することを所望するとき、複数のバーチャル装置が対応す
るインフラストラクチャネットワークに接続するのに利用可能であり、ネットワーク間で
スイッチする必要はない。この時点において、物理的ＭＡＣアドレスがまた送信アドレス
（ＴＡ）としてＡＰ１００に与えられ、バーチャルＭＡＣアドレスがＷＤＳ（Ｗｉｒｅｌ
ｅｓｓ　Ｄｉｓｔｒｉｂｕｔｉｏｎ　Ｓｙｓｔｅｍ）に基づきソースアドレス（ＳＡ）と
して提供される。
【００２０】
　具体的なアクセス方法とＭＡＣレイヤアーキテクチャは、以下の説明において詳細に説
明される。さらに、当業者は、上記が単なる説明であり、本発明の限定でないことを認識
することができるであろう。
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【００２１】
　図２を参照するに、本発明の実施例による単一のネットワークインタフェースカード２
０２を有する図１のクライアントコンピュータの一例となる図である。クライアントコン
ピュータ１０５は、ホスト２０１とネットワークインタフェースカード２０２とを有する
。ホスト２０１は、複数のバーチャル装置として用いられるバーチャルＭＡＣアドレス２
０４－１～２０４－ｎを割り当て、ネットワークインタフェースカード２０２とネットワ
ーク１０１，１０２などとの間の接続を制御するのに用いられる。ＮＩＣ２０２は、イン
フラストラクチャネットワークにアクセスするため、各バーチャルＭＡＣ装置からＡＰ１
００にパケットを転送し、又はＡＰ１００から各バーチャルＭＡＣ装置にパケットを転送
するのに用いられる。
【００２２】
　図３は、本発明の実施例による複数のバーチャルＭＡＣアドレスを有するバーチャルＭ
ＡＣ装置２０４のネットワークアーキテクチャの一例となる図である。ネットワークアー
キテクチャは、例えば、ＷＤＳに基づく。図示されるように、ネットワークアーキテクチ
ャは、物理レイヤ、物理ＭＡＣレイヤ、ＷＤＳアダプテーションレイヤ、バーチャルＭＡ
Ｃレイヤ、バーチャルデバイスレイヤ、アプリケーション例や及びバーチャルＭＡＣサー
ビスレイヤを含む。
【００２３】
　物理レイヤは、ネットワークとの間でデータを転送するための各種装置を有する。
【００２４】
　物理ＭＡＣレイヤは、８０２．１１フレームをカプセル化又はカプセル解除するための
ものであり、フレームを物理レイヤから受信し、又はフレームを物理レイヤに送信するた
めのものである。
【００２５】
　ＷＤＳアダプテーションレイヤは、フレームを各バーチャルＭＡＣレイヤから物理ＭＡ
Ｃレイヤに受信し、フレームに正しいＷＤＳフラグを付加するためのものであり、さらに
フレームを物理ＭＡＣレイヤから正しいバーチャルＭＡＣレイヤに送るためのものである
。本発明の実施例では、物理ＭＡＣ装置がデータを転送するための他のＡＰとしてみなさ
れることを示すため、ＷＤＳフラグのフィールド“Ｆｒｏｍ　ＤＳ”と“Ｔｏ　ＤＳ”が
“１１”に設定される。ＷＤＳフラグの４つの状況に対して、Ｔｏ　ＤＳ＝０かつＦｒｏ
ｍ　ＤＳ＝０である場合、それは、データフレームだけでなく、すべての管理制御タイプ
フレームが１つのステーション（ＳＴＡ）から同一のＩＢＳＳ内の他のＳＴＡに送信され
ることを意味する。Ｔｏ　ＤＳ＝１かつＦｒｏｍ　ＤＳ＝０である場合、それは、データ
フレームがＤＳに送信されることを意味する。Ｔｏ　ＤＳ＝０かつＦｒｏｍ　ＤＳ＝１で
ある場合、それは、データフレームがＤＳから発信されることを意味する。Ｔｏ　ＤＳ＝
１かつＦｒｏｍ　ＤＳ＝１である場合、それは、ＷＤＳフレームが１つのＡＰから他のＡ
Ｐに配信されていることを意味する。
【００２６】
　バーチャルＭＡＣレイヤは、各バーチャル装置とＡＰとの間の認証及び関連付けを管理
するためのものである。各バーチャル装置は、ネットワークにおける端末としてみなされ
、認証及び関連付けは既知であるため、ここでは詳細には説明しない。
【００２７】
　バーチャルデバイスレイヤは、オペレーションシステムの分野において一般的な生成方
法を用いることによりアクセスされるネットワークの個数に基づき複数のバーチャル装置
を生成するためのものである。各バーチャル装置はバーチャルＭＡＣアドレスに対応し、
図３に示されるようなインフラストラクチャネットワークＮｅｔ１～Ｎｅｔ４に接続可能
である。ＭＡＣアドレスは、ユーザにより入力されるか、又は自動生成することも可能で
ある。物理レイヤ、物理ＭＡＣレイヤ、ＷＤＳアダプテーションレイヤ、バーチャルＭＡ
Ｃレイヤ及びバーチャルデバイスレイヤを含む上記レイヤは、アーキテクチャのカーネル
である。アダプテーションレイヤとバーチャルＭＡＣレイヤを含むユーザレイヤが後述さ
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れる。
【００２８】
　アプリケーションレイヤは、ＴＣＰ／ＩＰなどの各種アプリケーションプログラムを含
み、端末にネットワークサービスを提供するためのものである。
【００２９】
　ＭＡＣサービスレイヤは、ユーザが複数のバーチャル装置を生成するためのＭＭＩ（Ｍ
ａｎ　Ｍａｃｈｉｎｅ　Ｉｎｔｅｒｆａｃｅ）を提供するためのものであり、ユーザは、
バーチャル装置の個数を決定し、バーチャル装置のＭＡＣアドレスを入力し、それがＭＡ
Ｃなどの自動生成を可能にするか判断することができる。
【００３０】
　複数のバーチャル装置及び複数のバーチャルアドレスの生成は、ＮＩＣのプラグイン時
、システムのリブート時又は生成リクエストの受信時に開始可能である。例えば、バーチ
ャルＭＡＣサービスは、ＮＩＣのプラグインイベントをモニタする。ＮＩＣがプラグイン
されると、バーチャル装置を生成するリクエストがユーザに送信される。その後、ユーザ
は、バーチャル装置の個数を選択し、必要な個数の対応するバーチャルアドレスによるバ
ーチャル装置を生成するため、各バーチャル装置についてバーチャルＭＡＣアドレスを入
力する。
【００３１】
　図４を参照するに、単一のＮＩＣにより複数のネットワークにアクセスする方法が後述
される。図１のクライアントコンピュータ１０５の処理が一例として説明される。図４は
、本発明によるデータパケットを送信する処理を示すフローチャートである。それは、Ｗ
ＤＳに基づき実施例である。
【００３２】
　パケットを対応するインフラストラクチャネットワークに送信する前に、ステップ４０
１において、複数のバーチャルＭＡＣアドレスがアクセスされるインフラストラクチャネ
ットワークの個数に基づき割り当てられる。インフラストラクチャネットワークの個数は
、必要に応じてユーザにより設定可能である。その後、ステップ４０２において、複数の
バーチャルＭＡＣアドレスに応じて複数のバーチャル装置が生成され、各バーチャル装置
は割り当てられたバーチャルアドレスの１つを有する。ステップ４０３において、各バー
チャル装置は、各ネットワークとの接続を確立する。例えば、バーチャル装置２０４－１
はインフラストラクチャネットワーク１０１と接続し、同時にバーチャル装置２０４－２
はインフラストラクチャネットワーク１０２と接続する。接続を確立するため、バーチャ
ル装置は対応するプロトコルに従ってＡＰ１００により認証される。この認証処理は既知
であり、ここでは省略される。
【００３３】
　各ネットワークとの接続後、バーチャル装置２０４－１，２０４－２は、ＡＰ１００を
介し各ネットワークの他の端末にパケットを送信することができる。ステップ４０４にお
いて、ＷＤＳフラグがＷＤＳレイヤにおいて設定される。例えば、バーチャル装置２０４
－１がインフラストラクチャネットワーク１０１の端末コンピュータ１０１－１にパケッ
トを送信する場合、フラグ“Ｆｒｏｍ　ＤＳ”と“Ｔｏ　ＤＳ”は“１１”に設定され、
フィールド“ＳＡ”はバーチャル装置２０４－１のバーチャルアドレスに設定され、フィ
ールド“ＴＡ”はクライアントコンピュータ１０５の物理ＭＡＣアドレスに設定され、“
ＤＡ”はコンピュータ１０１－１のＭＡＣアドレスに設定される。その後、ステップ４０
５において、パケットは、コンピュータ１０１－１に転送するためＡＰ１００に送信され
る。
【００３４】
　上述されるように、各バーチャル装置は、パケットを対応するネットワークに送信する
ことができる。同様に、クライアントコンピュータ１０５が、コンピュータとネットワー
クの接続の確立後にＡＰ１００からパケットを受信しようとするとき、受信されたＷＤＳ
フラグはＷＤＳアダプテーションレイヤにおいて抽象化される。ＷＤＳフラグでは、“Ｄ
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ｓｓ（ＲＡ）”フィールドを読みことができる。バーチャル装置２０４－１がインフラス
トラクチャネットワーク１０１において端末コンピュータ１０１－１からパケットを受信
している場合、フィールド“ＤＡ”はバーチャル装置２０４－１のバーチャルアドレスと
なり、フィールド“ＲＡ”はコンピュータ１０５の物理アドレスとなる。
【００３５】
　上述されるように、各バーチャル装置は、各インフラストラクチャネットワークからパ
ケットを送受信することができる。従って、クライアントコンピュータ１０５は、単一の
ＮＩＣにより同時に複数のインフラストラクチャネットワークにアクセス可能であり、ス
イッチングにより引き起こされるデータトラフィックの遅延を解消するため、複数のネッ
トワークの間でスイッチする必要がない。
【００３６】
　単一の無線ＮＩＣにより複数の無線ネットワークに同時にアクセスするための具体的な
装置及び方法が上述されたが、当業者は、単一の無線ＮＩＣを用いた上記実施例が単に発
明を明確に説明するためのものであり、本発明を単一の無線ＮＩＣに限定するものでない
ことを認識することが可能である。本発明の原理に基づく方法は、バーチャル装置を用い
ることにより必要に応じて複数のネットワークにアクセス可能であるが、物理ＭＡＣアド
レスを有する物理装置に限定されるものでない。
【００３７】
　上記説明は、本発明の原理を単に示すものであり、当業者が、ここに明示的には説明さ
れないが、本発明の原理を実現し、その趣旨及び範囲内に属する多数の他の構成を想到で
きることが理解されるであろう。例示された実施例に対して多数の改良が可能であり、添
付した請求項により規定されるような本発明の趣旨及び範囲から逸脱することなく他の構
成が創出できることが理解されるであろう。
 
【図１】 【図２】
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