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ABSTRACT

Systems and methods for healthcare assurance system are provided. A first set of confidential health information for an identified patient may be accessed, may be derived from a first data source, and may include first medical indicia corresponding to an indication of a first health condition and/or an indication of a first healthcare service. A second set of confidential health information may be accessed, may be derived from a second data source, and may include second medical indicia corresponding to an indication of a second health condition and/or an indication of a second healthcare service. Healthcare rules that include criteria indicating comorbidity conditions may be accessed. The first and second sets of confidential health information may be correlated to the healthcare rules. A comorbidity condition may be identified on the first medical indicia, and the correlating. A prompt regarding the comorbidity condition may be provided.
**REPORT: ANA PATIENT**

Comments:

<table>
<thead>
<tr>
<th>Personal Profile</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Name:</strong> ANA Patient</td>
</tr>
<tr>
<td><strong>Height:</strong></td>
</tr>
<tr>
<td><strong>DOB:</strong> 12/07/19XX</td>
</tr>
<tr>
<td><strong>Address:</strong> 2001 S RO APT XX FL</td>
</tr>
<tr>
<td><strong>Weight:</strong></td>
</tr>
<tr>
<td><strong>Part A Effective Date:</strong> 12/01/1991</td>
</tr>
<tr>
<td><strong>Home Phone Number:</strong> 305-NNN-1234</td>
</tr>
<tr>
<td><strong>Blood Type:</strong></td>
</tr>
<tr>
<td><strong>Part B Effective Date:</strong> 12/01/1991</td>
</tr>
<tr>
<td><strong>Email Address:</strong> bxxxxxxx@xxx site.com</td>
</tr>
<tr>
<td><strong>Gender:</strong> Female</td>
</tr>
</tbody>
</table>

**Emergency Contact:**

You have not entered information for this section.

**Self Reported Medical Conditions**

You have not entered information for this section.

**Self Reported Allergies**

You have not entered information for this section.

**Self Reported Implantable Devices**

You have not entered information for this section.

**Family Medical History**

You have not entered information for this section.

**FIG. 2A**
<table>
<thead>
<tr>
<th>Service</th>
<th>Eligibility Date</th>
</tr>
</thead>
<tbody>
<tr>
<td>DIABETES</td>
<td>12/01/1991</td>
</tr>
<tr>
<td>PAP TEST DR</td>
<td>12/01/1991</td>
</tr>
<tr>
<td>PELVIC</td>
<td>12/01/1991</td>
</tr>
<tr>
<td>PAP TEST</td>
<td>10/01/1999</td>
</tr>
<tr>
<td>CARDIOVASCULAR</td>
<td>01/01/2006</td>
</tr>
<tr>
<td>MAMMOGRAPHY</td>
<td>01/01/2006</td>
</tr>
<tr>
<td>ABDOMINAL AORTIC ANEURYSM</td>
<td>07/01/2007</td>
</tr>
<tr>
<td>ANNUAL WELLNESS VISIT</td>
<td>01/01/2011</td>
</tr>
<tr>
<td>COLORECTAL</td>
<td>02/01/2012</td>
</tr>
<tr>
<td>SMOKING CESSATION (counseling to stop smoking)</td>
<td></td>
</tr>
</tbody>
</table>

**FIG. 2B**
### Plans and Coverage

#### Medicare Health & Prescription Drug Plans

<table>
<thead>
<tr>
<th>Plan Name</th>
<th>Plan Type</th>
<th>Plan Period</th>
</tr>
</thead>
<tbody>
<tr>
<td>35620-010</td>
<td>11 - Medicare Prescription Drug Plan</td>
<td>01/01/2006 - current</td>
</tr>
</tbody>
</table>

#### Other Insurance

<table>
<thead>
<tr>
<th>Insurer Name</th>
<th>Insurer Address</th>
<th>COBA ID</th>
<th>Coverage Dates</th>
</tr>
</thead>
<tbody>
<tr>
<td>AMERICAN INSURANCE CO.</td>
<td>12345 S. 200 E. ORLANDO, FL 32801</td>
<td>30034</td>
<td>12/01/1992 - current</td>
</tr>
</tbody>
</table>

### Self Reported Immunization

You have not entered information for this section.

### Self-Report Lab Tests and Results

You have not entered information for this section.

### Self Reported Vital Statistics

You have not entered information for this section.

**FIG. 2C**
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HEALTHCARE ASSURANCE SYSTEM
CROSS-REFERENCES TO RELATED APPLICATIONS


BACKGROUND

[0002] This disclosure relates in general to health information and healthcare and, more specifically, but not by way of limitation, to healthcare assurance systems.

[0003] In general, the model for healthcare payment is not pay-for-services, not how many lab tests are performed, and not how many procedures, but to pay for appropriate care for a patient. The model is changing from pay for service to paying a bundled rate. When healthcare payers (e.g., the government) start paying that way, as opposed for there to be financial incentives to overtreatize services, there are financial incentives to undertreatize services. Healthcare payers, such as the government, recognize that more complex cases warrant greater use of resources, and, consequently, they pay more if the case is more complex.

[0004] However, the current state of medical records, generally, is fraught with inconsistencies, inaccuracies, isolations, and other difficulties. Patients often receive care from a multiplicity of healthcare providers and, as a result, have a multiplicity of medical records. All this contributes to the difficulty of ensuring that critical information, particularly information relating to complex medical conditions, is identified, reconciled, and properly addressed to ensure that patients are given appropriate treatment and that payers cover the costs appropriately.

[0005] There is a need to facilitate enforcement of appropriate utilization of healthcare services, generally. And, in particular, there is a need to facilitate enforcement of appropriate utilization of healthcare services in more complex cases. Situations where a patient is not getting appropriate care need to be identified and addressed.

BRIEF SUMMARY

[0006] Certain embodiments of the present disclosure relate generally to health information and healthcare and, more specifically, but not by way of limitation, to healthcare assurance systems.

[0007] In one aspect, a healthcare assurance system to handle health information that is under regulatory control and is from healthcare entities and patients is disclosed. One or more network interfaces may be accessible by one or more of a healthcare provider and/or a patient. One or more processors may be coupled to the one or more network interfaces and may be to execute instructions to perform any one or combination of the following. A first set of confidential health information for the identified patient may be accessed. The first set of confidential health information for the identified patient may be derived from a first data source and may include first medical indicia corresponding to one or both of: an indication of a first health condition of the identified patient; and/or an indication of a first healthcare service provided to the identified patient. A second set of confidential health information for the identified patient may be accessed. The second set of confidential health information for the identified patient may be derived from a second data source and may include second medical indicia corresponding to one or more of: an indication of a second health condition of the identified patient; and/or an indication of a second healthcare service provided to the identified patient. A set of healthcare rules that includes a set of criteria indicating comorbidity conditions may be accessed. At least part of the first set of confidential health information for the identified patient and at least part of the second set of confidential health information for the identified patient may be correlated to at least part of the set of healthcare rules. A comorbidity condition may be identified based at least in part on the first medical indicia, the second medical indicia, and the correlating. A prompt regarding the comorbidity condition may be provided.

[0008] In another aspect, a method for handling health information that is under regulatory control and is from healthcare entities and patients is disclosed. The method may include any one or combination of the following. A first set of confidential health information for an identified patient may be accessed. The first set of confidential health information for the identified patient may be derived from a first data source and may include first medical indicia corresponding to one or more of: an indication of a first health condition of the identified patient; and/or an indication of a first healthcare service provided to the identified patient. A second set of confidential health information for the identified patient may be derived from a second data source and may include second medical indicia corresponding to one or both of: an indication of a second health condition of the identified patient; and/or an indication of a second healthcare service provided to the identified patient. A set of healthcare rules that includes a set of criteria indicating comorbidity conditions may be accessed. At least part of the first set of confidential health information for the identified patient and at least part of the second set of confidential health information for the identified patient may be correlated to at least part of the set of healthcare rules. A comorbidity condition may be identified based at least in part on the first medical indicia, the second medical indicia, and the correlating. A prompt regarding the comorbidity condition may be provided.

[0009] In yet another aspect, one or more non-transitory machine-readable media are disclosed as having machine-readable instructions thereon which, when executed by one or more computers or other processing devices, cause the one or more computers or other processing devices to perform any one or combination of the following. A first set of confidential health information for an identified patient may be accessed.
The first set of confidential health information for the identified patient may be derived from a first data source and may include first medical indicia corresponding to one or both of: an indication of a first health condition of the identified patient; and/or an indication of a first healthcare service provided to the identified patient. A second set of confidential health information for the identified patient may be accessed. The second set of confidential health information for the identified patient may be derived from a second data source and may include second medical indicia corresponding to one or more of: an indication of a second health condition of the identified patient; and/or an indication of a second healthcare service provided to the identified patient. A set of healthcare rules that includes a set of criteria indicating comorbidity conditions may be accessed. At least part of the first set of confidential health information for the identified patient and at least part of the second set of confidential health information for the identified patient may be correlated to at least part of the set of healthcare rules. A comorbidity condition may be identified based at least in part on the first medical indicia, the second medical indicia, and the correlating. A prompt regarding the comorbidity condition may be provided.

In some embodiments, the set of healthcare rules may include one or more care recommendations. A healthcare gap may be identified at least partially based on a composite set of confidential health information for the identified patient and the one or more care recommendations. The composite set of confidential health information may include the first set of confidential health information for the identified patient and the second set of confidential health information for the identified patient. In some embodiments, the composite set of confidential health information may correspond to a consolidated set of confidential health information, consolidated in accordance with any one or combination of embodiments disclosed herein. The identifying the healthcare gap may include determining a lack of indicia of care for the identified patient in accordance with at least one care recommendation.

In some embodiments, responsive to identifying the healthcare gap, a notification profile for the identified patient may be accessed. A notification corresponding to the identified patient may be sent. The notification may be at least partially based on: the healthcare gap; and the notification profile for the identified patient.

In some embodiments, the notification profile may include contact information for a plurality of contacts. A first set of one or more notifications corresponding to the identified patient may be sent to a first contact of the plurality of contacts. The first set of one or more notifications may include the notification. Consequent to sending the first set of one or more notifications, it may be determined whether the healthcare gap continues for a first time period. Responsive to determining that healthcare gap continues for a first time period, a second set of one or more notifications corresponding to the identified patient may be sent to a second contact of the plurality of contacts.

In some embodiments, a first set of one or more notifications corresponding to the identified patient may be sent according to a first frequency and/or a first communication mode. The first set of one or more notifications may include the notification. Consequent to sending the first set of one or more notifications, it may be determined whether the healthcare gap continues for a first time period. Responsive to determining that healthcare gap continues for a first time period, a second set of one or more notifications corresponding to the identified patient may be sent according to a second frequency and/or a second communication mode.

In some embodiments, the at least one care recommendation of the one or more care recommendations may be identified based at least in part on the comorbidity condition.

In some embodiments, the identifying the comorbidity condition based at least in part on the first medical indicia, the second medical indicia, and the correlating may include inferring the comorbidity condition based at least in part on the indication of the first healthcare service provided to the identified patient and/or the indication of the second healthcare service provided to the identified patient. Providing the prompt regarding the comorbidity condition may include flagging the comorbidity condition as a potential comorbidity condition.

Further areas of applicability of the present disclosure will become apparent from the detailed description provided hereinafter. It should be understood that the detailed description and specific examples, while indicating various embodiments, are intended for purposes of illustration only and are not intended to necessarily limit the scope of the disclosure.

**BRIEF DESCRIPTION OF THE DRAWINGS**

The present disclosure is described in conjunction with the appended figures:

**FIG. 1** depicts a high-level block diagram of a system, in accordance with certain embodiments of the present disclosure;

**FIGS. 2A, 2B, and 2C** depict one possible non-limiting example of confidential health information that may be retained and/or available for a patient from a data source, in accordance with certain embodiments of the present disclosure;

**FIG. 3** depicts a high-level block diagram of a system, in accordance with certain embodiments of the present disclosure;

**FIG. 4** depicts a high-level block diagram of a system, in accordance with certain embodiments of the present disclosure;

**FIG. 5** depicts a high-level block diagram of a system, in accordance with certain embodiments of the present disclosure;

**FIG. 6** illustrates an example method of consolidating health information under regulatory control from healthcare entities and patients, in accordance with certain embodiments of the present disclosure;

**FIG. 7** illustrates an additional example subprocess corresponding to the method of FIG. 6, in accordance with certain embodiments of the present disclosure;

**FIG. 8** illustrates a method for anomaly spotting by identifying gaps in information, conflicting information, impossible/improbable information, and/or similar records that may be related, in accordance with certain embodiments of the present disclosure;

**FIG. 9** illustrates an additional example subprocess corresponding to the method of FIG. 8, in accordance with certain embodiments of the present disclosure;

**FIG. 10** illustrates a method for assessing/improving reliability of preventive care recommendations, in accordance with certain embodiments of the present disclosure;
FIG. 11 illustrates a method for providing a preventative care recommendation corresponding to a patient, in accordance with certain embodiments of the present disclosure;

FIG. 12 illustrates a method for generating a preventative care recommendation corresponding to a patient, in accordance with certain embodiments of the present disclosure;

FIG. 13 illustrates a method for handling changes in preventive care recommendations, in accordance with certain embodiments of the present disclosure;

FIG. 14 illustrates an example method for facilitating acquisition of patient consent, preferences, and information, in accordance with certain embodiments of the present disclosure;

FIG. 15 illustrates an example method for facilitating monitoring a patient’s healthcare information, in accordance with certain embodiments of the present disclosure;

FIG. 16 illustrates a simplified functional block diagram of analytics for a healthcare assurance system, in accordance with certain embodiments of the present disclosure;

FIG. 17 illustrates an example method, in accordance with certain embodiments of the present disclosure.

FIG. 18 illustrates a simplified functional block diagram of a notification subsystem for a healthcare assurance system, in accordance with certain embodiments of the present disclosure;

FIG. 19 depicts a block diagram of an embodiment of a computer system, in accordance with certain embodiments of the present disclosure; and

FIG. 20 depicts a block diagram of an embodiment of a special-purpose computer system, in accordance with certain embodiments of the present disclosure.

In the appended figures, similar components and/or features may have the same reference label. Further, various components of the same type may be distinguished by following the reference label by a dash and a second label that distinguishes among the similar components. If only the first reference label is used in the specification, the description is applicable to any one of the similar components having the same first reference label irrespective of the second reference label.

The ensuing description provides preferred exemplary embodiment(s) only, and is not intended to limit the scope, applicability or configuration of the disclosure. Rather, the ensuing description of the preferred exemplary embodiment(s) will provide those skilled in the art with an enabling description for implementing a preferred exemplary embodiment. It is understood that various changes may be made in the function and arrangement of elements without departing from the spirit and scope as set forth in the appended claims.

Specific details are given in the following description to provide a thorough understanding of the embodiments. However, it will be understood by one of ordinary skill in the art that the embodiments maybe practiced without these specific details. For example, circuits may be shown in block diagrams in order not to obscure the embodiments in unnecessary detail. In other instances, well-known circuits, processes, algorithms, structures, and techniques may be shown without unnecessary detail in order to avoid obscuring the embodiments.

Also, it is noted that the embodiments may be described as a process which is depicted as a flowchart, a flow diagram, a data flow diagram, a structure diagram, or a block diagram. Although a flowchart may describe the operations as a sequential process, many of the operations can be performed in parallel or concurrently. In addition, the order of the operations may be re-arranged. A process is terminated when its operations are completed, but could have additional steps not included in the figure. A process may correspond to a method, a function, a procedure, a subroutine, a subprogram, etc. When a process corresponds to a function, its termination corresponds to a return of the function to the calling function or the main function.

Moreover, as disclosed herein, the term “storage medium” (or “storage media”) may represent one or more devices for storing data, including read only memory (ROM), random access memory (RAM), magnetic RAM, core memory, magnetic disk storage mediums, optical storage mediums, flash memory devices and/or other machine readable mediums for storing information. The term “computer-readable medium” (or “computer-readable media”) includes, but is not limited to portable or fixed storage devices, optical storage devices, wireless channels and various other mediums capable of storing, containing or carrying instruction(s) and/or data.

Furthermore, embodiments may be implemented by hardware, software, firmware, middleware, microcode, hardware description languages, or any combination thereof. When implemented in software, firmware, middleware, or microcode, the program code or code segments to perform the necessary tasks may be stored in a machine readable medium such as storage medium. A processor(s) may perform the necessary tasks. A code segment may represent a procedure, a function, a program, a routine, a subroutine, a module, a software package, a class, or any combination of instructions, data structures, or program statements. A code segment may be coupled to another code segment or a hardware circuit by passing and/or receiving information, data, arguments, parameters, or memory contents. Information, arguments, parameters, data, etc. may be passed, forwarded, or transmitted via any suitable means including memory sharing, message passing, token passing, network transmission, etc.

In the current environment, healthcare spending in the United States accounts for over 17% of the GDP according to a 2009 report by the Organization for Economic Co-operation and Development (OECD), and healthcare spending has increased over the past few years. While there are many factors involved in this increase of healthcare costs, experts agree that a major factor in the rising costs is a lack of preventive care in the country. In addition to increasing costs due to a lack of preventive care, a 2007 study released by The National Commission on Prevention Priorities concluded that hundreds of thousands of deaths could be prevented each year through the use of preventive care. Other reports have reached similar conclusions regarding preventive care.

The U.S. Preventive Services Task Force (Task Force) propagates preventive care recommendations for primary care clinicians and health care systems. The recommendations are outlined according to a coding method, where a given recommendation is assigned a letter grade, such as A, B, C, etc. A particular grade assigned to a particular preventive care service may indicate the Task Force’s assessment of the service. For example, a grade of “A” may indicate a relatively
A stronger recommendation for a particular preventive care service, indicating that the service may possess a high certainty of benefit to a patient. The recommendations can be calendar-based or require some medical judgment. Grade levels A and B, for example, may entail fairly mechanical qualifications, such as an amount of time since a particular test or therapy was last performed on a particular patient. Thus, proper recommendations for preventive care for the particular patient can depend on the quality of patient records.

However, the current state of medical records, generally, is fraught with inconsistencies, inaccuracies, isolations, and other difficulties. Many medical records are handwritten or isolated on data islands maintained by a provider, a payer, or a governmental agency. Unlike some other countries, the United States has no national health care identifier; newborns and some residents do not have Social Security numbers; and patients may change away from their maiden names, use nicknames, or use other name variations when interacting in various healthcare pockets. All this contributes to inaccurate and fragmented records. As a result, patients and healthcare providers can lack awareness of preventive care options. There is a need in the health care sector to address these and other related problems.

Certain embodiments according the present disclosure utilize available health information to inform healthcare providers of preventive care benefits and may improve their ability provide patients with access to preventive care. Certain embodiments of health information and categories and/or comply with federal requirements related to the consolidation of health information. The consolidation may include removing and/or minimizing redundancy of data to form a compact set of composite information for an identified patient. In some embodiments, in conjunction with the redundancy removal/minimization, sources of the various data, though initially redundant may be recorded. The consolidated information may be stored in repository and made accessible to authorized users through a health information network. The authorized users may include one or more of the patient, the patient’s healthcare provider, and/or the patient’s healthcare payer.

In some embodiments, integrity of health information is checked. Anomalies may be spotted, for non-limiting example, identifying gaps in information, conflicting information, impossible/improbable information, and/or similar records that may be related. Naming and identification issues can be solved by linking together datasets that do not exactly match. An algorithm may take into account age, geography, address, and/or other factors that can be used to identify similar records that might be linked together. Promoted by flagging in some cases, the provider and/or, under some circumstances, the patient can correct errors and add additional information. This error correction can be provisioned in a way that obscures protected information to maintain confidentiality; and the manner of maintaining that confidentiality may vary depending on whether the user is the patient or provider. The source of the corrections and additions can be recorded for providence.

In some embodiments, a preventative care recommendation corresponding to a patient is provided. The confidential health information of the patient may be compared to a set of preventive care recommendations (e.g., those propagated by the Task Force) to determine which recommendations are applicable to the patient and which recommendations may be applicable to the patient depending on medical judgment of a healthcare provider tending to the patient and/or depending on additional information that is needed to make the determination. In some embodiments, recommendations pertinent to other types of care, such as palliative and/or curative care, corresponding to a patient may be similarly provided. The confidential health information of the patient may be compared to a set of curative/palliative/other care recommendations issued by a government, regulatory, and/or other entity make similar determinations.

Where additional information is required in certain circumstances, a workflow can be specified for a provider that could include a decision tree to gather information used in diagnosis with areas of medical judgment left to the provider. Any answered questions may be fed back into the medical record. Preventative/curative/palliative/other care guideline information may be provided along with the information needed to comply with reimbursement eligibility. Certain eligibility is calendar-based and, with reliable medical records, can be recommended to the patient without provider preapproval. The patient may be told of services to seek and any preparation or information to provide. A similar workflow and decision tree may be provided to assure the patient is qualified and that it will be reimbursed. Providers of the specified care can be recommended based upon location,
amenities, schedule, technology, etc. Recommendations could automatically include a Wiki or other explanation that explains the treatments or tests that are recommended to compile an information packet tailored to the patient or the provider. The patient could be explained why the recommendation is important and how their health may be improved with videos and other rich media explanations. The provider may be provided access to the underlying studies so that their medical judgment is enriched with the actual findings.

In some embodiments, changes in the preventive/curative/palliative/other care guidelines are handled. Providers and/or patients can be notified of those changes. Past recommendations and treatments/tests/therapies may be considered in order to correct any out-of-date information or recommendations. Text, voice, e-mail, and/or paper mail notifications could be sent only to those affected by the revisions. The e-mail could have a link back to a login to a provider/payer site and/or health information portal to get the confidential information. The patient could be sent reminders to see their primary care provider or a provider of the recommended preventive/curative/palliative/other care.

In general, the model for healthcare payment is not pay-for-services, not how many lab tests are performed, and not how many procedures are performed, but for appropriate care for a patient. The model is changing from pay-for-service to paying a bundled rate. When healthcare payers (e.g., the government) start paying that way, as opposed to there being financial incentives to overutilize services, there may be financial incentives to underutilize services.

Certain embodiments according to the present disclosure may put in place a series of measures and controls to ensure that standards of care have been met. Certain embodiments may combine and correlate one or more of healthcare payer data, patient consent, claims data, electronic medical record data, and/or other healthcare information. Certain embodiments may handle as many sources of data as the patient consents to. Certain embodiments may make claim histories available to patients through certain services. Claim histories may be made available to patients and caregivers, so that care can be coordinated.

Certain embodiments may provide multi-dimensional analysis, encompassing a multiplicity of data sources. Certain embodiments may address the situation of a patient transitioning from one healthcare payer to another. For instance, if a patient just acquired coverage by insurance company X, the insurance company X may not have the healthcare information corresponding to the patient’s previous five years, when the patient was covered by insurance company Y. Certain embodiments may solve that problem.

Certain embodiments may acquire the data from as many different sources as possible and consolidate the data reliably so that a John Smith in Denver is not confused with a John Smith in Miami in order to make decisions. For example, healthcare payers may not know if a patient received care services compliant with a minimum level of care when the patient was previously covered by another healthcare payer. A healthcare payer may be a good data source to go to, particularly if a patient has been associated with the healthcare payer for a significant period of time.

In some embodiments, the decisions may be at least partially based on gap analysis(es). In some embodiments, the decisions may be at least partially based on a combination of gap and comorbidity analyses. In one aspect, certain embodiments may provide for the acquisition of patient consent. HIPAA allows healthcare providers to share data, but does not require that healthcare providers do so. For example, if hospital A requests healthcare information from hospital B, hospital B may release it to hospital A, but does not have to. On the other hand, a patient has a right to the patient’s own information. Certain embodiments facilitate the process of asking patients to grant access to healthcare information on their behalf.

Various embodiments will now be discussed in greater detail with reference to the accompanying figures, beginning with FIG. 1.

FIG. 1 depicts a high-level block diagram of a system 100, in accordance with certain embodiments of the present disclosure. The system 100 allows transfer of information from and/or to a health information handling system 106, one or more healthcare providers 102, one or more healthcare payers 112, and/or one or more data sources 114. As depicted, the healthcare providers 102 may be communicatively coupled or coupleable to a network 104 through one or more provider interfaces 103. The healthcare payers 112 may be communicatively coupled or coupleable to the network 104 through one or more payer interfaces 113. The data sources 114 may be communicatively coupled or coupleable to the network 104 through one or more data source interfaces 115.

The network 104 may be any suitable means to facilitate data transfer in the system 100. In various embodiments, the network 104 may be implemented with, without limitation, one or more of the Internet, a wide area network (WAN), a local area network (LAN), a wireless local area network (WLAN), a metropolitan area network (MAN), a cellular network, such as through 4G, 5G, GSM, etc., another wireless network, a gateway, and/or any other appropriate architecture or system that facilitates the communication of signals, data, and/or message. The network 104 may transmit data using any suitable communication protocol. The network 104 and its various components may be implemented using hardware, software, and communications media such as wires, optical fibers, microwaves, radio waves, and other electromagnetic and/or optical carriers, and/or any combination of the foregoing.

The health information handling system 106 may be communicatively coupled or coupleable to the network 104. In various embodiments, the health information handling system 106 may include any device or set of devices configured to compute, process, organize, categorize, qualify, send, receive, retrieve, generate, convey, store, display, present, detect, handle, and/or use any form of information and/or data suitable for embodiments described herein. The health information handling system 106 could include a single computing device, a server, for example, or multiple computing devices, which may be implemented in or with a distributed computing and/or cloud computing environment with a plurality of servers and cloud-implemented resources. Thus, the health information handling system 106 may include one or more servers. The health information handling system 106 may include one or more processing resources communicatively coupled to one or more storage media, random access memory (RAM), read-only memory (ROM), and/or other types of memory. The health information handling system
may include any one or combination of various input and output (I/O) devices, network ports, and display devices.

[0064] The healthcare provider(s) 102 may include an individual, an institution, and/or another entity that provides medical, preventive, curative, palliative, promotional, rehabilitative, and/or health services to patients, and/or that furnishes, bills, and/or is paid for health care in the normal course of business. The healthcare provider 102 may include without limitation, one or more of a hospital, a physician, a physician’s office, a clinic, a clinic, a nurse practitioner, a physician’s assistant, a specialist, an ambulatory surgery center, an assisted living facility, a nursing home, etc. In various embodiments, the healthcare provider 102 could include one or more of a database, any repository of data in any suitable form, a website, and/or a server. In certain aspects, the healthcare provider 102 may be a user of the system; in certain aspects, the healthcare provider 102 may be a source of health information about patients. By way of example without limitation, a doctor, as a healthcare provider 102, may be a user that receives information whether through the network 104 or otherwise, may provide information to the health information handling system 106 about patients, and/or may have access to records, databases, and/or other repositories containing information about patients. The doctor’s information repositories may be electronically and accessibly linked to the health information handling system 106 such that the repositories may correspond to the healthcare provider 102 in some embodiments.

[0065] The healthcare provider interface(s) 103 may include for example without limitation a web interface allowing for transfer of and access to one or more of biographical information, demographic information, medical information, medical conditions, care provided, preventive/curative/palliative/other care recommendation information, preventive/curative/palliative/other care eligibility, payer coverage, regulatory information, etc. Healthcare providers may have website/ports giving access to such information. The healthcare provider interface 103 may include any suitable input/output module or other system/device operable to serve as an interface between the healthcare provider 102 and the network 104. The healthcare provider interface 103 may facilitate communication over the network 104 using any suitable transmission protocol and/or standard. In some embodiments, the health information handling system 106 may include and/or provide the healthcare provider interface 103, for example, by making available one or more of a website, a webpage, a web portal, a web application, a mobile application, enterprise software, and/or any suitable application software. In certain embodiments, healthcare provider interface 103 may include a mobile computing device that may be any portable device suitable for sending and receiving information over a network in accordance with embodiments described herein. For example without limitation, in various embodiments, the mobile computing device may include one or more devices variously referenced as a mobile phone, a cellular telephone, a smartphone, a handheld mobile device, a tablet computer, a web pad, a personal digital assistant (PDA), a notebook computer, a handheld computer, a laptop computer, or the like.

[0066] Certain embodiments allow the healthcare provider 102 to track a patient’s health information, consolidated into one place. The healthcare provider 102 may be able to see what preventive/curative/palliative/other services are recommended for a particular patient, see what preventive/curative/palliative/other services are eligible for coverage by a health care payer, and see the extent of coverage from zero cost-sharing to cost-sharing to no coverage. The healthcare provider 102 may be able to see what preventive/curative/palliative/other services may be applicable contingent upon further information to be provided by the patient 110 and/or the medical judgment of the healthcare provider 102. The healthcare provider 102 may be given explanation(s), such as a Wiki or any suitable explanation, describing preventive services, applicability of preventive services, eligibility for coverage, reimbursement guidelines that might specify what qualifying information is needed in order to determine services for which the payer will provide payment, the importance of the preventive service, any further information needed, other potentially relevant information, etc. With some embodiments, where additional information is required in certain circumstances, a workflow can be specified for the healthcare provider 102 that could include a decision tree to gather information used in diagnosis with areas of medical judgment left to the provider. The workflow may include any one or combination of a graphical decision tree, a textual decision tree, a series of prompts configured to walk the provider through a decision tree, a flowchart, an instructional narrative, a list, and/or the like. And the provider may have the option to print the workflow. The preventative care guidelines may be provided along with the information needed to comply with reimbursement eligibility. Different payers can have different preventative care guidelines along with reimbursement eligibility such that each patient might have a customized interaction with the provider. Indications of the customized information may be provided to the healthcare provider 102. Any one or combination of the foregoing may be provided to the healthcare provider 102 through a single provider interface 103. Alternatively or additionally to preventive care guidelines and services, some embodiments may provide such features with respect to curative, palliative, and/or other care.

[0067] The healthcare provider(s) 112 may include any entity/organization/institution that provides for payment related to healthcare, healthcare services, and/or claims for healthcare services, and/or that administers insurance and/or benefits. The healthcare payer 112 may include, without limitation, one or more of a government agency/program (e.g., Medicare, Medicaid, Children’s Health Insurance Program (CHIP)), an insurance company, a health care professional (HMO), preferred provider organization (PPO), an organization that may be contracted by said examples, etc. In various embodiments, the healthcare payer 112 could include one or more of a database, any repository of data in any suitable form, a website, and/or a server. In certain aspects, the healthcare payer 112 may be a user of the system; in certain aspects, the healthcare payer 112 may be a source of health information and/or payer coverage/benefit information relating to patients. By way of example without limitation, a private insurance company, as a healthcare payer 112, may be a user that receives information whether through the network 104 or otherwise, may provide information to the health information handling system 106 about patients, and/or may have access to records, databases, and/or other repositories containing information about patients. The insurer’s information repositories may be electronically and accessibly linked to the health information handling system 106 such that the repositories may correspond to the healthcare payer 112 in some embodiments.
The healthcare payer interface(s) 113 may include for example without limitation a web interface allowing for transfer of and access to one or more of biographical information, demographic information, medical information, medical conditions, care provided, preventive/curative/palliative/other care recommendation information, preventive/curative/palliative/other care eligibility, payer coverage, regulatory information, etc. Healthcare payers may have web site/portals giving access to such information. For example, Medicare may have such a portal that can be tapped to gather information on patients of Medicare. The healthcare payer interface 113 may include any suitable input/output module or other system/device operable to serve as an interface between the healthcare payer 112 and the network 104. The healthcare payer interface 113 may facilitate communication over the network 104 using any suitable transmission protocol, standard, and/or encryption. In some embodiments, the health information handling system 106 may include and/or provide the healthcare payer interface 113, for example, by making available one or more of a website, a web page, a web portal, a web application, a mobile application, enterprise software, and/or any suitable application software.

Certain embodiments involving the one or more data source 114 may include one or more personal data sources 114(a). The personal data sources 114(a) may correspond to health information maintained/facilitated by patients and stored with one or more internet-accessible databases, repositories, and/or web site/portals. By way of non-limiting example, the personal data sources 114(a) may correspond to common platforms such as Microsoft’s HealthVault™, WebMD™, and/or various health management systems that may be linked to the health information handling system 106 via the network 104 so that patient-related information retained by the personal data sources 114(a) may be accessed/borrowed to the health information handling system 106.

In various embodiments, the data sources 114 may include any number of other data sources 114(n). The data sources 114(n) may include any other suitable source whereby health information is accessible. The data sources 114(n) may provide information to the health information handling system 106 about patients, and/or may have access to records, databases, and/or other repositories containing information about patients. As a non-limiting example, some data source(s) 114(n) may correspond to one or more immunization registries. As another non-limiting example, some data source(s) 114(n) may correspond to one or more health information exchanges. As yet another non-limiting example, some data source(s) 114(n) may correspond to one or more regulatory information sources. Regulatory information may include without limitation regulations issued by a government authority, rules/guidelines for implementing regulations, and/or the like. For instance, the regulatory information may include information relating to regulations issued by the Departments of Health and Human Services, Labor, and Treasury that require insurance plans/issuers to cover certain preventive services delivered by in-network providers without any cost-sharing. And such information may include information relating to the preventive care recommendations propagated by the US Preventive Services Task Force (Task Force).

The interface(s) 115(a) . . . (n) may include for example without limitation a web interface allowing for transfer of and access to one or more of biographical information, demographic information, medical information, medical conditions, care provided, preventive/curative/palliative/other care recommendation information, preventive/curative/palliative/other care eligibility, payer coverage, regulatory information, etc. Personal data sources 114(a) and other data source(s) 114(n) may have web site/portals giving access to such information. As addressed previously, the personal data sources 114(a) may correspond to health management platforms/services that may be linked to the health information handling system 106 via the network 104 so that patient-related information retained by the personal data sources 114(a) may be accessed/borrowed to the health information handling system 106. The interface(s) 115(a) . . . (n) may include any suitable input/output module or other system/device operable to serve as an interface between the personal data sources 114(a) and other data source(s) 114(n) and the network 104. The interfaces 115(a) . . . (n) may facilitate communication over the network 104 using any suitable transmission protocol and/or standard. In some embodiments, the health information handling system 106 may include and/or provide one or more of the interfaces 115(a) . . . (n), for example, by making available one or more of a website, a web page, a web portal, a web application, a mobile application, enterprise software, and/or any suitable application software.

One or more of the healthcare provider(s) 102, the healthcare payer(s) 112, the personal data source(s) 114(a), and/or the other data source(s) 114(n) may contain confidential health information for patients. Confidential health information may include, without limitation, any information on one or more of health conditions, medical conditions, characterizations, assessments, test results, and/or various metrics for specific patients, biographical/demographical information for specific patients, prescription information for specific patients, immunization records for specific patients, care services provided to specific patients, including preventive care services provided to specific patients, and/or eligibility of specific patients for preventive care services. The confidential health information may be under regulatory control. The Health Insurance Portability and Accountability Act of 1996 (HIPAA) set forth regulatory policies, procedures, and guidelines to control confidential health information. As part of the regulatory control, HIPAA provided for maintaining privacy and security of confidential health information, contemplating various offenses relating to health care with civil and criminal penalties for violations.

With respect to preventive care services, current law requires insurance plans to cover specific preventive services. Screening services apply to specific populations: services for adults; services for women; and services for children. For example, preventive services for adults may include but not be limited to one or more of: abdominal aortic aneurism screening; alcohol misuse screening; blood pressure screening; cholesterol screening; colorectal cancer screening; depression screening; diabetes screening; HIV screening; immunizations (e.g., hepatitis A, hepatitis B, herpes zoster, human papillomavirus, influenza (flu shot), measles, mumps, rubella, meningococcal, pneumococcal, tetanus, diphtheria, pertussis, varicella, etc.); obesity screening; tobacco use screening; and/or syphilis screening. Preventive services for women, for example, may include but not be limited to one or more of: well woman visit; anemia screening; UTI screening; breast/ovarian cancer counseling for genetic testing; breast cancer mammography; breast cancer chemoprevention.
counseling; cervical cancer screening; folic acid supplements; gestational diabetes; gonorrhea screening; hepatitis B screening; HPV DNA testing; osteoporosis screening; and/or RH incompatibility screening. Preventive services for children, for example, may include but not be limited to one or more of: autism screening; blood pressure screening; cervical dysplasia screening; congenital hypothyroidism screening; depression screening; dyslipidemia screening; gonorrhea preventive medication; hearing screening; hematocrit/hemoglobin screening; sickle cell screening; HIV screening; immunization; obesity screening; oral health risk assessment; phenylketonuria screening; sexually transmitted infection screening; tuberculin testing; and/or vision screening.

The confidential health information may be in the form of an electronic medical record(s), which may include any health and/or medical record maintained in electronic form by a healthcare provider and/or healthcare payer. A HIPAA compliant electronic data format, e.g. 270/271, may be utilized for the purposes of making and receiving insurance eligibility and benefits information. However, this format is not considered limiting and other HIPAA or non-HIPAA compliant electronic data formats can be used and are considered within the scope of the present disclosure. In certain embodiments, the confidential health information may be in the form of a personal health record(s), which may include any electronic health medical record maintained by the patient that is typically stored on an internet-accessible database and/or web site.

FIGS. 2A, 2B, and 2C depict one possible non-limiting example of confidential health information that may be retained and/or available for a patient from a source. For instance, a healthcare payer 113, such as Medicare, may provide something akin to the example 200 to a patient via a web portal, responsive to the patient’s request for the information. The healthcare payer 113 may provide similar information in delimited form, an XML format, and/or any suitable form.

In the example 200 depicted, information 202 corresponds to a personal profile for a particular patient. Personal profile information could include biographical information such as name, address, contact information, gender, date of birth, etc. Personal profile information could include other information such as height, weight, and blood type, for example. Information 204 corresponds generally to patient-reported information. The patient-reported information could include information on any one or combination of emergency contact details, medical conditions, allergies, implantable devices, family medical history, drugs, providers, pharmacies, immunization, lab tests/results, and/or vital statistics. Such items of information as that depicted in the example information sections 202, 204 may be consolidated by the system 106, checked against other information from other sources, and stored in one or more information repositories, a discussed further herein.

Information 206 corresponds to preventive services for which the patient is eligible as determined by a particular payer. In some cases, eligibility for a given service may be driven by reimbursement guidelines of multiple healthcare payers. Information 208 corresponds to healthcare plans and coverage relative to the patient. In general, example 200 may be based on information from one payer, much of which information may depend on self-reporting of a patient, which may not be the most reliable source of information in some cases. Patients oftentimes move between healthcare payers, do not fully report all relevant health information, and do not have the wherewithal to deal with inconsistencies, inaccuracies, isolations, and other difficulties. Such items of information as that depicted in the example information section 206 may be checked against other information from other sources, consolidated by the system 106, and stored in one or more information repositories, as discussed further herein.

Referring again to FIG. 1, in various embodiments, the data from any one or combination of the healthcare providers 102, the healthcare payer 112, the personal data sources 114(a), and/or the other data sources 114(n) may be retrieved and/or received by the health information handling system 106 via the network 104 and/or through any other suitable means of transferring data. The data transferred to the health information handling system 106 may include any suitable data related to healthcare. The health information handling system 106 may function in part as an aggregator of health information. In so doing, the consolidation of health information from various data islands may accord a measure of reliability, consistency, comprehensiveness, thoroughness, and/or accuracy to the data gathered.

According to certain embodiments, data may be actively gathered and/or pulled from any one or combination of healthcare providers 102, the healthcare payer 112, the personal data sources 114(a), and/or the other data sources 114(n) for non-limiting example, by accessing a repository that corresponds to those entities/individuals. Data could be gathered by “crawling” the various repositories in some embodiments. In addition or in the alternative, data may be pushed from any one or combination of healthcare providers 102, the healthcare payer 112, the personal data sources 114(a), and/or the other data sources 114(n) to the health information handling system 106. Updates for repositories may be periodically found. With some embodiments, any one or combination of healthcare providers 102, the healthcare payer 112, the personal data sources 114(a), and/or the other data sources 114(n) may provide notice to the health information handling system 106 of data to be transferred, such as updated information not previously pulled/pushed to the health information handling system 106. With some embodiments, data may be updated at the health information handling system 106 after a user logs into/initiates the website, a web page, a web portal, a web application, a mobile application, enterprise software, and/or any suitable application software. With some embodiments, data may be updated after a user specifies a particular patient and is authenticated as a user. Data pulled and/or pushed may be processed by the health information handling system 106 in accordance with certain embodiments described herein. Certain embodiments may also include data being pre-loaded and/or directly transferred to the health information handling system 106 (e.g., via a storage medium) in addition to or in lieu of transferring data via the network 104.

FIG. 3 depicts a high-level block diagram of a system 300, in accordance with certain embodiments of the present disclosure. The system 300 may be the same as or substantially similar to the system 100, except that the system 300 may allow for access by one or more patients 110. The patient 110, or legal representatives thereof, may access the health information handling system 106 through one or more patient interface(s) 108. As depicted, the one or more interfaces 108 may be communicatively coupled or coupleable to the network 104. By way of example without limitation, an interface 108 may include a web portal accessible from net-
work 104, and the health information handling system 106 may include, provide, and/or facilitate an application to the patient 110. In certain embodiments, the health information handling system 106 may include and/or provide the patient interface 108, for example, by making available one or more of a website, a web page, a web portal, a mobile application, enterprise software, and/or any suitable application software.

[0081] The patient interface(s) 108 may include for example without limitation a web interface allowing for transfer of and access to one or more of biographical information, demographic information, medical information, medical conditions, care provided, preventive/curative/palliative/other care recommendation information, preventive/curative/palliative/other care eligibility, payer coverage, regulatory information, etc. Certain embodiments may provide a web-based health management service for the patient 110. With some embodiments, the patient 110 may access the patient’s aggregated health information serviced by the health information handling system 106. First time users, or legal representatives, might have to set up an account, along with authentication information. Consequently to authentication, a patient 110, or a legal representative, may have access to confidential health information for the patient 110, as discussed further herein.

[0082] Certain embodiments allow the patient 110 to track the patient’s health information, consolidated from various sources into one place, via the patient interface 108. The patient 110 may be able to see what preventive services are recommended for the patient 110, see what preventive services are eligible for coverage by a healthcare payer and see the extent of coverage from zero cost-sharing to cost-sharing to no coverage. The patient 110 may be able to see what preventive services may be applicable but contingent upon further information to be provided by the patient 110 and/or the medical judgment of the patient’s physician. The patient 110 may be given explanation(s), such as a Wiki or other explanation describing preventive services, applicability of preventive services, eligibility for coverage, what to expect with a preventive service, the importance of the preventive service, further information needed, other potentially relevant information, etc. Any one or combination of the foregoing may be provided to the patient 110 through a single patient interface 110. In some embodiments, the patient 110 could provide additional self-reported information. Having the ability to review the aggregated information pertinent to the patient 110, the patient 110 could correct certain information or otherwise indicate a need for correction. Alternatively or additionally to preventive care information and services, some embodiments may provide such features with respect to curative, palliative, and/or other care.

[0083] FIG. 4 shows a high-level block diagram of one embodiment of the health information handling system 106, in accordance with certain embodiments of the present disclosure. As depicted in FIG. 4, the health information handling system 106 may include one or more processors 110 communicatively coupled to one or more memories 112. The health information handling system 106 may be implemented in or with a distributed computing and/or cloud computing environment with a plurality of servers and cloud-implemented processing, memory, and data resources. Thus, with accretion of health information, the system may allow for scaling out with additional processing resources, server resources, data storage resources, data management resources, and the like.

[0084] The health information handling system 106 may include one or more network interfaces 116 communicatively coupled to processors 110. The network interface(s) 116 may include any suitable input/output module or other system/device operable to serve as an interface between one or more components of the health information handling system 106 and the network 104. The health information handling system 106 may use the network interfaces 116 to communicate over the network 104 using any suitable transmission protocol and/or standard.

[0085] One or more health information repositories 120 may retain any health information suitable for embodiments of this disclosure. The health information repositories 120 may include database(s), database management system(s), server(s) to facilitate management/provision/transfer of health information, and the like. The repositories 120 may retain confidential health information of particular patients. That confidential health information may include, without limitation, any information on one or more of health conditions, medical conditions, characterizations, assessments, test results, and/or various metrics for specific patients, biographical/demographical information for specific patients, prescription information for specific patients, immunization records for specific patients, care services provided to specific patients, including preventive care services provided to specific patients, and/or eligibility of specific patients for preventive care services. As discussed previously, the confidential health information may be aggregated from any one or combination of the healthcare providers 102, the healthcare payers 112, the personal data sources 114(a), and/or the other data sources 114(n).

[0086] One or more payer information repositories 122 may retain any suitable information related to healthcare payers. The payer information may include without limitation payer identification information, payer policy information, coverage/benefits guidelines/rules for services such as preventive/curative/palliative/other care service, healthcare plans, explanations of benefits, in-network/preferred provider information, and the like. The payer information may indicate qualifying information necessary for determinations of coverage eligibility regarding certain preventive/curative/palliative/other services. The payer information may include one or more of the foregoing items with respect to particular patients.

[0087] One or more provider information repositories 124 may retain any suitable information related to healthcare providers. The provider information may include without limitation provider identification information, provider location, amenities offered by providers, provider schedule information, technology offered by providers, preventive/curative/palliative/other care service offerings, in-network/preferred provider information, advertising information, provider billing information, information about providers, provider feedback, and the like. The provider information could, for example, be used to present preventive/curative/palliative/other care service offerings/advertisements to a patient using the system.

[0088] One or more recommendation information repositories 126 may retain any suitable information related to preventive care recommendations and/or recommendations related to any type of care beyond preventative care, such as
curative care and/or palliative care. The recommendation information may include without limitation: information relating to the Task Force preventive care recommendations for primary care clinicians and health care systems such as information correlating preventive care recommendations and letter grades assigned by the Task Force; information relating to other preventive care recommendations, curative recommendations, and/or palliative recommendations from any recommending entity, regulatory entity, government entity, and/or any suitable source; and/or the like. The preventive care and/or curative/palliative/recommendations may be organized for correlation to confidential health information of particular patients. The recommendation information may include patient criteria/thresholds, such as gender, age, conditions, etc., for filtering to identify pertinent preventive care services for particular patients. The recommendations may be categorized according to whether they may be calendar-based or require some medical judgment. For fairly mechanical qualifications, timing, information, such as thresholds of time for particular tests/therapies that indicate when the tests/therapies are applicable to patients, may be organized for ready correlation and identification of information required. For recommendations depending on medical judgment of a healthcare provider tending to a patient, information required/relevant may be likewise identified. In certain circumstances, previously prepared workflows may be specified for provider as guidance for preventive care service determinations. A workflow could include a decision tree to gather information used by diagnosis with areas of medical judgment left to the provider. The recommendation information may include information for Wikis or other explanations regarding preventive care services, why the recommendations are important, underlying studies, and the like. The recommendation information may include text, audio, video, and other rich media explanations. Alternatively or additionally to preventive care information and services, some embodiments may provide such features with respect to curative, palliative, and/or other care.

[00089] One or more regulation information repositories 128 may retain any suitable information related to regulation of health information and preventive/curative/palliative/other care. The regulation information may specify the regulatory rules for controlling health information from healthcare entities and patients. The regulation information may include without limitation regulations issued by a government authority, rules/guidelines for implementing regulations, and/or the like. For instance, the regulatory information may include information relating to regulations issued by the Departments of Health and Human Services, Labor, and Treasury that require insurance plans/issuers to cover certain preventive services delivered by in-network providers without any cost-sharing. The regulation information may include information relating to HIPAA regulatory policies, procedures, and guidelines for controlling and maintaining privacy/security of confidential health information.

[00090] One or more authentication information repositories 130 may retain any suitable information related to facilitate privacy and security for the system. The authentication information may include information to check credentials of a patient, a legal representative, a healthcare provider, and/or a healthcare payer that may use one of their corresponding interfaces to seek access to a patient’s confidential health information and/or other system-provided features. The authentication information may be used to restrict the access granted to a certain set of information. For example, access may be restricted to information pertaining to an identified patient; and access may be further restricted to a subset of such information, as appropriate.

[00041] Any one or combination of the health information repositories 120, the payer information repositories 122, the provider information repositories 124, the recommendation information repositories 126, the regulation information repositories 128, and/or the authentication information repositories 130 may include database(s), database management system(s), server(s) to facilitate management/provision/transfer of health information, and the like. It should be appreciated that information corresponding to the repositories may be stored elsewhere and/or in other ways, or may not be stored, depending on the implementations chosen. Likewise, while various segregations of information corresponding to the repositories are provided herein, it should be appreciated that such examples are non-limiting, and some or all the information may be handled in any suitable manner.

[00092] The health information handling system 106 may include a billing subsystem 132. The billing subsystem 132 may handle billing aspects of accounting for the costs of preventive/curative/palliative/other care services. The billing subsystem 132 may account for cost-sharing of services rendered or recommended. In some instances, multiple payers may be involved in covering a single preventive care service. The billing subsystem 132 may facilitate/coordinate the cost-sharing in such situations. Certain services are mandated by law to be covered by insurers/plans in whole or in part. The billing subsystem 132 may take such considerations into account. With payers, providers, and/or patients as users, breakdowns of coverage and cost-sharing may be provided.

[00093] Various embodiments of the health information handling system 106 may also include one or more engines 118 to implement any combination of features of embodiments described in the present disclosure. In various embodiments, the engines 118 may include one or more consolidation engine(s) 118(a), recommendation engine(s) 118(b), data integrity engine(s) 118(c), delta engine(s) 118(d), and/or information query engine(s) 118(e). While the engines 118 (a)-(e) are shown separately, it should be appreciated that in various embodiments the one or more engines 118 may be a consolidation engine, a recommendation engine, a data integrity engine, a delta engine, and/or an information query engine, collectively and/or integrally. The engines 118 may be stored in memory 112 and may include one or more software applications, executable with the one or more processors 110, for receiving and processing data requests. The engines 118 may be configured to perform any of the steps of methods described in the present disclosure.

[00044] By way of example without limitation, the consolidation engine(s) 118(a), with one or more the processors 110, may utilize one or more network interfaces 116 to access one or more of the healthcare provider(s) 102, the healthcare payer(s) 112, the personal data source(s) 114(a), and/or the other data source(s) 114(n) through the network 104. The health information handling system 106 may pull and/or push confidential health information from those entities in any suitable way. The consolidation engine 118(a) could process data pulled and/or pushed from the entity. In some instance, health information could be pre-loaded and/or directly transferred to the health information handling system 106 (e.g., via a storage medium) in addition to or in lieu of transferring data
The consolidation engine 118(a) may acquire and store authentication information in the one or more authentication repositories 130. The authentication information may be for a user that is approved for access to at least part of the composite set of confidential health information for the identified patient. For example, the user, who may be the patient, a legal representative, or a healthcare provider, may use one of the interfaces 103, 108 to seek access to the patient’s confidential health information. The user may provide a set of credentials in order to gain access. The authentication information, which may be of any suitable form and content, may be retrieved and used to check the credentials provided. Pursuant to authentication, the user may have access to some or all of the composite set of information corresponding to the identified patient. The access could be limited to any suitable confines to maintain privacy.

With certain embodiments, the recommendation engine(s) 118(b), with one or more processor(s) 110, may be configured to provide a preventative, curative, palliative, and/or other care recommendation corresponding to a patient. The recommendation engine 118(b) may identify a patient. In some embodiments, the identification of the patient may be initiated by a healthcare provider; in some embodiments, the identification of the patient may be initiated by another user such as the patient. The recommendation engine 118(b) may derive confidential health information for the identified patient from a source, for non-limiting example, by pulling and/or pushing confidential health information one or more of the healthcare providers 102, the healthcare payers 112, the personal data sources 114(a), and/or the other data sources 114(a)—or by processing pre-loaded and/or otherwise directly transferred confidential health information. The recommendation engine 118(b) may access confidential health information—for non-limiting example, confidential health information stored in one or more health information repositories 120.

The recommendation engine 118(b) may access one or more sources to identify a set of criteria indicating a preventative and/or other care service. In so doing, the recommendation engine 118(b) may access one or a combination of the health information repositories 120, the provider information repositories 122, the payer information repositories 124, the recommendation information repositories 126, the regulation information repositories 128, and/or the authentication information repositories 130. Accordingly, in various embodiments, the set of criteria may be based on various items of information.

By way example without limitation, in certain embodiments, the criteria may be based in part on that which may be stored in the payer information repositories 122. Thus, criteria could correspond to requirements for payer coverage of one or more preventive, curative, palliative, and/or other care services, and may indicate whether one or more preventive, curative, palliative, and/or other care services are eligible for payment by the payer. In certain embodiments, the criteria may be based at least partially on that which may be stored in the provider information repositories 124. Thus, criteria could be based in part on provider location, amenities offered by providers, provider schedule information, technology offered by providers, preventive care service offerings information, and/or in-network/preferred provider information, etc. In certain embodiments, the criteria may be at least partially on that which may be stored in the recommendation information repositories 126. Thus, criteria could be based in part on preventative care recommendations information (e.g., derived from the Task Force) that may include patient criteria/thresholds, such as gender, age, conditions, etc., for filtering to identify pertinent preventative care services for particular patients. Criteria could be based in part on curative, palliative, and/or other care recommendations information (e.g., derived from any suitable government entity, regulatory entity, recommendation entity, and/or the like) that may include patient criteria/thresholds, such as gender, age, conditions, etc., for filtering to identify pertinent preventative care services for particular patients. In certain embodiments, the criteria may be based at least partially on that which may be stored in the regulation information repositories 128. Thus, criteria could be based in part on regulations issued by a government authority, rules/guidelines for implementing regulations, and/or the like. In certain embodiments, the criteria may be based at least partially on that which may be stored in the authentication information repositories 130. Thus, criteria could be based in part on restrictions of access may to information pertaining.

The recommendation engine 118(b) may take into account the set of criteria, and may generate a specific recommendation corresponding to the identified patient. The recommendation may be tailored for a healthcare provider of the patient in some embodiments. In some embodiments, the recommendation may be tailored for the patient. The recommendation engine 118(b) may correlate confidential health information of the patient to the set of criteria in view of one or more preventative care recommendations. Items of confidential health information of the patient may be compared to details of the preventative care recommendations to determine which recommendations are applicable to the patient (e.g.,
calendar-based recommendations) and which recommendations may be applicable to the patient depending on medical judgment of a healthcare provider tending to the patient and/or depending on additional information that is needed to make the determination. Recommendations with A and B may entail fairly mechanical qualifications such as when the last time the particular test or therapy was performed (i.e., calendar-based recommendations). Alternatively or additionally to preventive care information and services, some embodiments may provide such features with respect to curative, palliative, and/or other care.

[0101] The payer may have reimbursement guidelines that might specify what qualifying information needed in order to determine services for which the payer will provide payment. Where additional information is required in certain circumstances, a workflow can be specified for a healthcare provider that could include a decision tree to gather information used in diagnosis with areas of medical judgment left to the provider. Any answered questions may be fed back to the recommendation engine 118(b). The preventative, curative, palliative, and/or other care guidelines may be provided along with the information needed to comply with reimbursement eligibility. Different payers can have different preventative, curative, palliative, and/or other care guidelines along with reimbursement eligibility such that each patient might have a customized interaction with the provider.

[0102] With certain embodiments, the data integrity engine (s) 118(c), with one or more processor(s) 110, may check health information to ensure quality of data underlying particular preventative, curative, palliative, and/or other care recommendations for a particular patient. The data integrity engine 118(c) may assess each piece of information underlying a recommendation and may assign a weight to the information according to a score. Any suitable scoring system may be used. Missing information, for example, could have a lower score than non-missing information; and the missing information could be scored even lower, the more important the information is to the recommendation. Information may be weighted according to the source. For example, in some instances, information gathered from a healthcare provider may be weighted higher or lower relative to information gathered from a patient; test results gathered from a healthcare provider, for example, may be considered more reliable than corresponding/conflicting information self-reported by the patient. Scoring recommendations based on the information based upon the underlying reliability of information may avoid redundant, potentially harmful and/or unnecessary preventive care. The data integrity engine 118(c) may utilize one or more network interfaces 116 to convey the results of the recommendation scoring to a user.

[0103] In certain embodiments, the data integrity engine 118(c) may examine items of information and assign scores according to how important such information is to prevent care service recommendations, generally. In certain embodiments, the data integrity engine 118(c) may adjust scoring of information in view of a specific prevent care service recommendation(s). In certain embodiments, the data integrity engine 118(c) may examine items of information in view of a specific prevent care service recommendation(s) upfront, thereby rendering subsequent readjustment unnecessary.

[0104] Based on the scoring, possible follow-up questions and/or prompting for further information and/or clarifying information may be identified, generated, and/or provided. Accordingly, recommendations can be made more reliably with the provider asking possible follow-up questions and/or prompting for an account to link to for more missing health information. The data integrity engine 118(c) may utilize the network interface(s) 116 to convey the results of the recommendation scoring to a user.

[0105] The data integrity engine 118(c) may take into account preventative care recommendation categories. Data regarding the preventative care recommendations and categories may be prepared for correlating to the confidential health information of the patient. Certain categories may be eliminated as not being applicable to the patient. For example, prevent care recommendations specific to women could be eliminated for a male patient; prevent care recommendations specific to pregnant women could be eliminated for a non-pregnant female patient, etc. Certain categories may be identified as of particular relevance to the patient, for example, based on a history of the patient retained by the system. Alternatively or additionally to preventative care information and services, some embodiments may provide the above features of the data integrity engine 118(c) with respect to curative, palliative, and/or other care.

[0106] With certain embodiments, the delta engine(s) 118(d), with one or more processor(s) 110, may be configured to handle changes in preventive care recommendations. The preventative care delta engine 118(d) may recognize changes in the preventive care guidelines (e.g., those issued by the Task Force and/or implemented by law/regulation). In some embodiments, the delta engine 118(d) may be similarly directed to curative, related, and/or other care guidelines issued by any suitable entity, such as government, regulatory, and/or recommendation entity. The health information handling system 106 may be linked to a site that provides updates on such changes, may periodical crawl for updates and changes, and/or may otherwise receive notice of changes in the guidelines. The delta engine 118(d) may process the changes to identify exactly what has changed, the scope of the changes, and the potential ramifications. The delta engine 118(d) may prepare data, regarding details, scope, extent, and/or potential ramifications of the changes, for correlating to the confidential health information of particular patients. For non-limiting example, it may be determined that the changes affect certain preventive services, certain curative/palliative/other services, certain types of patients, certain payers, etc.; it may also be determined that the changes translate to greater or lesser thresholds for preventive/curative/palliative/other care service applicability to certain patients and/or eligibility for cost-sharing by payers.

[0107] The delta engine 118(d) may identify patients potentially affected by the changes. The identification of the patient may be based on the determinations that the changes affect certain preventive services, certain curative/palliative/other services, certain types of patients, certain payers, etc., and correlating those determinations with the patient. The delta engine 118(d) may compare the data regarding the changes to confidential health information of the identified patient. Past recommendations and treatments/tests/therapies may be considered in order to correct any out-of-date information or recommendations. In so doing, the delta engine 118(d) may determine the effects of the changes in preventive care recommendations on the identified patient. Then, the delta engine 118(d) may notify providers and/or patients of those changes. The delta engine 118(d) may be a check for a preferred method of contact stored in the information handling system for the provider and/or patient. Any suitable
means of notification may be employed. For example, text, voice, e-mail, and/or paper mail notifications could be sent to those affected by the revisions. The notification could include a link or other communication reference referring back to a provider/payer site and/or health information portal provided by the health information handling system 106 to get the confidential information about the effects of the changes in the preventive/curative/palliative/other care recommendations on the identified patient. The provider and/or patient also could be sent reminders to see their primary care provider or a provider of the recommended preventive/curative/palliative/other care. The reminders could be periodically sent according to the provider and/or patient preferences stored in the health information handling system 106.

[0108] With certain embodiments, the information query engine(s) 118(e), with one or more processor(s) 110, may be configured to handle searching of one or more information repositories. Other engines 118 may include and/or utilize the information query engine 118(e) in various embodiments. The searching may be in response to information received over the network 104 from a user. The information query engine 118(e) may allow for user identification of various suitable search criteria, according to various embodiments. By way of example without limitation, the information engine 118(e) may receive a query from a provider, payer, or patient, where the query is transferred over the network 104 to the health information handling system 106. In certain embodiments, the query may have a packetized structure according to a packet protocol, and may include one or more search terms. Responsive to the query, the information query engine 118(e) may search, retrieve, modify, and/or cause transfer of particular information from one or more information repositories.

[0109] FIG. 5 is a block diagram of a system 500, in accordance with certain embodiments of the present disclosure. The system 500 may correspond to systems previously discussed but may focus on some possible interaction of the healthcare provider 102 and/or the patient 110 in some embodiments. The healthcare provider 102 or the patient 110 may log into the system 500 as a user via the provider interface 103 or patient interface 108, respectively. As noted previously, the interfaces 103, 108 may each include a mobile computing device or any other computing device. With some embodiments, one or both the interfaces 103, 108 may include a mobile application installed on a mobile computing device for the provider/patient to use. The mobile application may be available for download, for non-limiting example, from the health information handling system 106. With some embodiments, one or both the interfaces 103, 108 may include a web page, a web portal, a web application, enterprise software, and/or any suitable application software for the provider/patient to use.

[0110] In the case of the healthcare provider 102 or patient 110 having previously set up an account, the user’s credentials provided with login may be authenticated according to authentication information previously stored in the authentication information repository 130. Responsive to a login attempt, the authentication information repository 130, which could correspond to one or more servers, dedicated or shared, in some embodiments, may for example facilitate access to authentication information previously stored for the particular patient. The engine(s) 118 could facilitate authentication in conjunction with the authentication information repository 130.

[0111] Consequent to authentication, the user may have access to certain confidential health information. In the case of the healthcare provider 102, the accessible confidential health information may be relegated to a set of one or more patients previously identified as under the provider’s care, identified as part of the authentication, or subsequently identified by the provider. The healthcare provider 102 could be allowed to select a particular patient from a list of patients or input an identifier for the particular patient. In the case of the patient 110, the accessible confidential health information may be relegated to only the patient’s information.

[0112] Consequent to identification of the particular patient, the interface 103 may present the patient’s information. The patient’s information could be arranged in any suitable way. For example, the patient’s information could be arranged in the manner of a dashboard such that the provider may have a global view of the patient’s information and/or categories of patient information. The health information may have been consolidated by the engines 118 from various sources and automatically categorized into easy-to-understand categories. Items of information for selection by the provider may include without limitation biographical information, demographical information, medical information, medical conditions, care provided, preventive/curative/palliative/other care recommendation information, preventative/curative/palliative/other care eligibility, payer coverage, regulatory information, etc. Dashboard items corresponding to such information may be categorized in any appropriate manner for ease of access and efficacy of presentation. The provider could be able to select and view a report of certain health information of the patient. For instance, the user could view the patient’s medical conditions information retained in the system. Responsive to user selection, the health information repository 120, which in some embodiments could correspond to one or more dedicated or shared servers, may for example facilitate access to aggregated health information for the particular patient. The engine(s) 118 could facilitate access to the health information in conjunction with the health information repository 120.

[0113] The user may be provided an option for the to view certain payer information corresponding to the particular patient. The payer information repository 122, which could correspond to one or more servers, dedicated or shared, in some embodiments, may for example facilitate access to aggregated payer information for the particular patient. The provider may wish to view the payer provider and select that option. Responsive to user selection, the payer information repository 124, which could correspond to one or more servers, dedicated or shared, in some embodiments, may for example facilitate access to aggregated payer information for the particular patient. The engine(s) 118 may facilitate access to the health information in conjunction with the health information repository 120.

[0114] The interface 103 may provide an option for the user to view payer information. Responsive to user selection, the interface 103 may provide payer information including without limitation payer identification information, payer policy information, coverage/benefits guidelines/rules for services such as preventive care service, healthcare plans, explanations of benefits, in-network/preferred provider information, and the like, in general and/or with respect to the particular patient. The payer information may indicate qualifying information necessary for determinations of coverage eligibility regarding certain preventive services. Responsive to
user selection, the payer information repository 122, which in some embodiments could correspond to one or more dedicated or shared servers, may for example facilitate access to aggregated provider information for the particular patient. The engine(s) 118 may facilitate access to the health information in conjunction with the payer information repository 122.

[0115] The interface 103 may provide an option for the user to view certain preventive care services which are applicable to the patient and which are eligible for cost-sharing by a healthcare payer. By way of example without limitation, responsive to user selection, the interface 103 may present preventive services recommended for a particular patient; preventive services eligible for coverage by a healthcare payer; and/or the extent of coverage from zero cost-sharing to cost-sharing to no coverage. Responsive to user selections, the recommendation information repository 126, which in some embodiments could correspond to one or more dedicated or shared servers, may for example facilitate access to recommendation information for the particular patient. The engine(s) 118 may facilitate access to the recommendation information in conjunction with the recommendation information repository 126.

[0116] With the patient having already been identified and the possible preventive care recommendations and categories having been taken into account, certain categories of services may have been already eliminated as not being applicable to the patient. For example, prevent care recommendations specific to men could be eliminated for a female patient, prevent care recommendations specific to pregnant women could be eliminated for a non-pregnant female patient, etc. Hence, the healthcare provider 102 need only see which preventive care services are relevant to the particular patient. Certain categories may be identified as of particular relevance to the patient, for example, based on a patient history previously retained.

[0117] In certain embodiments, the user may only see the results of correlation of the patient’s health information to preventive care recommendations, such as those propagated by the Task Force. The interface 103 may present preventive care recommendations, indicating which recommendations are applicable to the patient (e.g., calendar-based recommendations) and recommendations which may be applicable to the patient depending on medical judgment of a healthcare provider tending to the patient and/or depending on additional information that is needed to make the determination. The interface 103 may present options for the user to identify criteria needed for applicability/eligibility, explanation(s), and/or other potentially relevant information. The interface 103 may present options for user to identify regulation information pertinent to the recommendations. The regulation information may be provided with the recommendation information repository 126, and may include, for example, regulations issued by a government authority, rules/guidelines for implementing regulations, and/or the like.

[0118] The interface 103 may provide options for explanations describing preventive services, applicability of preventive services, eligibility for coverage, reimbursement guidelines that may specify what qualifying information is needed in order to determine services for which the payer will provide payment, the importance of the preventive service, any other further information needed, other potentially relevant information, etc. The explanations may be directed to patient perspective or a provider, depending on whether the user is a patient or a provider. With some embodiments, the interface 103 may provide an option to view a workflow can be specified for the healthcare provider 102. The workflow could include a decision tree to gather information used in diagnosis with areas of medical judgment left to the provider. The workflow could include potential questions for provider’s use.

[0119] The healthcare provider 102 may provide input via the interface 103. The input may include, for example, corrections to information presented, additional information obtained from examination of the patient, determinations made in the provider’s medical judgment, etc. In some embodiments, the patient 110 may provide input via the interface 108, the input being similar but confined to appropriate content from a patient’s perspective. Pursuant to the input being received, the interface 103 may present an option to regenerate preventive care recommendations, taking the provider’s/patient’s input into account. Alternatively or additionally to preventive care information and services, some embodiments may provide such features disclosed above with system 500 with respect to curative, palliative, and/or other care.

[0120] FIG. 6 illustrates an example method 600 of consolidating health information under regulatory control from healthcare entities and patients, in accordance with certain embodiments of the present disclosure. Teachings of the present disclosure may be implemented in a variety of configurations that may correspond to the systems disclosed herein. As such, certain steps of the method 600, and the other methods disclosed herein, may be omitted, and the order of the steps may be shifted in any suitable manner and may depend on the implementation chosen. Moreover, while the following steps of the method 600, and those of the other methods disclosed herein, may be separated for the sake of description, it should be understood that certain steps may be performed simultaneously or substantially simultaneously.

[0121] According to one embodiment, the method 600 may begin at step 602. At step 602, a particular patient is identified. At step 604, a first data source is identified. The data source may correspond to one or more of a healthcare provider 102, a healthcare payer 112, a personal data source 114(a), another data source 114(b), a repository of one or more of those entities, and/or information corresponding thereto. Data may be actively gathered and/or pulled from one or more sources, for non-limiting example, by accessing a third party repository. Data could be gathered by “crawling” the various repositories in some embodiments. With some embodiments, sites of data sources may be linked with the health information handling system 106 so that updates available through the linked sites may be periodically found. In some embodiments, a web site/portal corresponding to a repository may be linked to the health information handling system 106 to facilitate notice and/or transfer of updated information. In addition or in the alternative, data may be pushed from one or more data sources to the health information handling system 106.

[0122] As indicated by step 606, a first set of confidential health information for the identified patient may be accessed. The information may have come from the first data source, and may include indications of a health condition of a particular patient and a health care service that has been provided to a particular patient. The information may have been retained in a memory and/or repository before step 604; alternatively, the information may be retained in a memory and/or repository simultaneously with or consequent to step 604.
As indicated by step 608, a second data source is identified. Again, the second data source may correspond to one or more of a healthcare provider 102, a healthcare payer 112, a personal data source 114(a), another data source 114(n), a repository of one or more of those entities, and/or the information corresponding thereto. As indicated by step 610, a second set of confidential health information for the identified patient may be accessed. The second set may be different from the first. Different sets of information could be derived from the same data source, for example, by way of one or more updates to information previously provided by a particular data source for a particular patient. The sets could include, for non-limiting example, indications of a health condition of a particular patient and a health care service that has been provided to the patient. Different sets of information could be derived from different data sources.

As indicated by step 612, the first and second sets of confidential health information for identified patient may be consolidated to form a composite set of confidential health information for the identified patient. The consolidation may include organizing, categorizing, qualifying, and/or comparing the sets of information; detecting, identifying, and/or handling errors/discrepancies; and/or otherwise processing the sets of confidential health information for the identified patient. As indicated by step 614, the composite set of confidential health information for the identified patient may be stored. For example, the composite set of information may be retained in a memory and/or repository.

FIG. 7 illustrates an additional example subprocess 612-1 corresponding to step 612 of method 600, in accordance with certain embodiments of the present disclosure. One non-limiting example of the subprocess 612-1 may begin with a transition from step 610 to step 612(a). As indicated by step 612(a), an item of the second set of confidential health information may be selected. The item of the second set of confidential health information may be characterized, as indicated by step 612(b). For non-limiting example, an item of information may be characterized/identified as one or more of belonging to a particular category of information (e.g., biographical information) and/or belonging to a particular subcategory of information (e.g., name of patient). Some embodiments may characterize the item of information further, for example, as coming from a particular source and being qualified accordingly (e.g., information may be identified as coming from a more or less reliable source), being more or less important than other items of information, and/or according to recency of information.

As indicated by step 612(c), it may be determined whether there is an item of information in the first set of confidential health information for the identified patient that corresponds to the selected and characterized item from the second set. The determination may be made based in part on the characterizations of the items. In the case of no corresponding item in the second set being identified, the item could be new information in a category for which no information had been previously received (e.g., the new information could indicate a blood type, whereas that could have been previously unknown to the health information handling system 106); and the flow may proceed to step 612(e). In the case of a corresponding item in the second set being identified, the items from the first and second may be compared, as indicated by step 612(d). As indicated by step 612(e), it may be determined if any errors are detected, in the form and/or content of the item(s) of information. In the case of no errors, the composite set of information may be formed/updated based at least partially on the comparison, as indicated by step 612(f).

As indicated by step 612(g), if any errors are detected, the errors may be flagged. In certain embodiments, an error message may be generated. The process flow may loop back to the step 612(a) for processing of other items of information, as indicated by step 612(h).

After appropriate iteration with looping back through the previous steps, the process flow may transition to step 612(i), where preventive care recommendation categories may be processed. Alternatively or additionally to preventive care recommendations, some embodiments may process curative, palliative, and/or other care categories and/or may provide the following features with respect to curative, palliative, and/or other care. As discussed above, preventive care recommendations may be outlined according to a coding method, where a given recommendation is assigned a letter grade, such as A, B, C, etc. The recommendations can be calendar-based or require some medical judgment. Grade levels A and B, for example, may entail relatively mechanical qualifications, such as an amount of time since a particular test or therapy was last performed on a particular patient. The preventive care recommendation categories may be processed in view of the composite set of confidential health information for the identified patient. The recommendation categories may be filtered with patient criteria such as gender, age, conditions, etc. to identify pertinent preventive care services for the patient. One or more thresholds for preventive, curative/palliative, or other care services may be identified, as indicated by step 612(k). As one non-limiting example, a particular patient may be eligible for particular preventive care service once a year after age 65. As indicated by step 612(l), the threshold may be compared to the composite set of health information for the patient, and it may be determined at step 612(m) whether the threshold has been met. For non-limiting example, it may be determined if the patient is now due for an annual preventive care service which is eligible for coverage by the patient’s healthcare payer. If the threshold is met, the condition may be flagged and/or the patient and/or healthcare provider/payer may be notified, as indicated by step 612(n). If the threshold is not met, it may be determined whether sufficient information is available in the health information handling system 106 to make the threshold determination, as indicated by step 612(o). If sufficient information is available, the condition may be flagged, as indicated by step 612(p). In such instances, the patient may simply not be eligible for the preventive care service for one or more reasons. For example, enough time may not have passed since the patient’s last preventive care service for the patient to again be eligible for the next calendar-based recommended service. If sufficient information is not available, the information gap may be flagged, as indicated by step 612(q). In certain embodiments, the patient and/or healthcare provider/payer may be notified. Thus, where there are gaps in information, the gap instances are noted in order to prompt for getting that information. Preventative/curative/palliative/other care recommendations needing information from those gaps in data are noted.

FIG. 8 illustrates a method 800 for anomaly spotting by identifying gaps in information, conflicting information, impossible/improbable information, and/or similar records that may be related, in accordance with certain embodiments of the present disclosure. With some embodiments, aspects of method 800 may be performed with the health information
handling system 106 and the data integrity engine 120. Certain data issues can be solved by linking together datasets that do not exactly match. Some embodiments include an algorithm that takes into account age, geography, address, and/or other factors that can be used to identify similar records that might be linked together. The source of any corrections and additions may be recorded for providence.

[0129] According to one embodiment, the method 800 may begin at step 802. At step 802, a composite set of confidential health information for an identified patient may be processed. For non-limiting example, the health information handling system 106 may access such information which may have been stored in a repository. As indicated by step 804, it may be determined whether one or more information gaps exist in the composite set. As one of many possible non-limiting examples, blood type information may be missing for the identified patient. Any gaps identified may be flagged, as indicated by step 806. As indicated by step 808, it may be determined whether one or more discrepancies exist in the composite set. As one of many possible non-limiting examples, there may be naming and identification issues, such as multiple spellings of a middle name of the identified patient. Any discrepancies identified may be flagged, as indicated by step 810. As indicated by step 812, it may be determined whether one or more impossibilities/improbabilities exist in the composite set. As one of many possible non-limiting examples, there may be a record of gender information that does not comport with a gender-specific service that was provided to the identified patient. Any impossibilities/improbabilities identified may be flagged, as indicated by step 814.

[0130] As indicated by step 816, factor accounting for the composite set may be processed. For non-limiting example, age, geography, address, and/or other factors of the composite set can be identified for use in identifying similar records that might be linked together with the composite set. As indicated by step 818, information set(s) may be cross-correlated based on the factor accounting. The factors could indicate a correlation between the composite set and one or more additional information sets. As indicated by step 820, it may be determined whether the information sets may be related. If so, the basis(es) for potential relation may be identified, as indicated by step 822, and the basis(es) and/or the potential relation, generally, may be flagged, as indicated by step 824. In the case of no similar information sets, at step 828, if there is no flagged condition per steps 806, 810, and/or 814, the process flow may end; if there is a flagged condition per steps 806, 810, and/or 814, the process flow may transition to step 826. As indicated by step 826, a user may be prompted for additional/correction information. If such information is received responsive to the prompting, the source of the information may be recorded for providence, as indicated by step 830.

[0131] FIG. 9 illustrates an additional example subprocess 826-1 corresponding to step 826 of method 800, in accordance with certain embodiments of the present disclosure. Prompted by flagging, the provider, and, under some circumstances, the patient, can correct errors and/or add additional information. This may be done in a way that obscures HIPAA-protected and/or other protected information; and treatment of such information might be different as between the patient and provider, according to some embodiments.

[0132] One non-limiting example of the subprocess 826-1 may begin with a transition from step 824 to step 826(a). As indicated by step 826(a), it may be determined whether a user accessing the confidential health information corresponds to the identified patient or legal representative thereof. In the case of the user corresponding to the identified patient, the user may be prompted for additional/correction information, without disclosing protected information, as indicated by step 826(b). If the user does not correspond to the identified patient, the process flow may transition to step 826(c). It may be determined whether the user is a healthcare provider or payer that is authorized to access the composite set of the identified and the potentially related information set(s). If so, the healthcare provider/payer may be prompted for the additional/correction information, and the potentially related information set(s) may be disclosed to/provided for access by the healthcare provider/payer, as indicated by step 826(d). In the case of the healthcare provider or payer not being authorized to access the composite set of the identified and the potentially related information set(s), the user may be prompted for additional/correction information, without disclosing protected information, as indicated by step 826(e).

[0133] FIG. 10 illustrates a method 1000 for assessing/improving reliability of preventive care recommendations, in accordance with certain embodiments of the present disclosure. Alternatively or additionally to preventive care recommendations and services, some embodiments may provide such features with respect to curative, palliative, and/or other care. With some embodiments, aspects of method 1000 may be performed with the health information handling system 106 and the data integrity engine 118(c). Preventative/cure/ive/palliative/other care recommendations can be affected by poor underlying data in the medical record. With some embodiments, each piece of information underlying a recommendation may be weighted according to a score. Missing information, for example, could have a lower score than non-missing information; and the missing information could be scored even lower, the more important the information is to the recommendation. Recommendations based the information may be scored based upon the underlying reliability to avoid redundant, potentially harmful and/or unnecessary preventive care. Recommendations can be made more reliably with the provider asking possible follow-up questions and/or prompting for an account to link to for more missing health information.

[0134] According to one embodiment, the method 1000 may begin at step 1002. As indicated by step 1002, item of the composite set of confidential health information for an identified patient may be selected. As indicated by step 1004, the item may be weighted according to a score. Missing information, for example, could have a lower score than non-missing information. Additionally, the missing information could be scored even lower, the more important the information is to recommendations, generally. In alternative or in combination, information may be weighted according to the source. For example, in some instances, information gathered from a healthcare provider may be weighted higher or lower relative to information gathered from a patient; test results gathered from a healthcare provider, for example, may be considered more reliable than corresponding/conflicting information self-reported by the patient.

[0135] As indicated by step 1006, the process flow may loop back to the step 1002 for processing of other items of information. After appropriate iteration with looping back through the previous steps, the process flow may transition to step 1008, where a preventive care recommendation categories based on the weighted item(s) may be identified. As
indicated by step 1010, the recommendation may be scored based on an underlying reliability of the items of information. The scoring of the information items may be adjusted in view of the specific recommendation. For example, whereas an item of information may be accorded a certain score generally, the item may be more important in view of a specific preventive care service recommendation and, thus, may be scored accordingly. As indicated by step 1012, it may be determined whether the reliability of the recommendation needs improvement. If not, the process may end. If so, a healthcare provider may be prompted to seek information needed to improve the reliability of the recommendation, as indicated at step 1014. In alternative or in combination, one or more data source(s) may be accessed to seek information needed to improve the reliability of the recommendation, as indicated at step 1016.

[0136] FIG. 11 illustrates a method 1100 for providing a preventative care recommendation corresponding to a patient, in accordance with certain embodiments of the present disclosure. Alternatively or additionally to preventative care recommendations and services, some embodiments may provide such features with respect to curative, palliative, and/or other care. According to one embodiment, the method 1100 may begin at step 1102. The preventative care recommendation process may be responsive to a request. In some embodiments, the preventative care recommendation process may be initiated by a healthcare provider; in some embodiments, the preventative care recommendation process may be initiated by another user such as the patient. At step 1102, a patient may be identified. The preventative care recommendation process may be automatically initiated, for example, based on a set schedule or on an event such as a new information update.

[0137] As indicated by step 1104, a first set of confidential health information for the identified patient may be derived from a first data source. By way of non-limiting example, first set of confidential health information for the identified patient may be pulled and/or pushed from healthcare providers/payers/data sources or may be pre-loaded and/or otherwise directly transferred. As indicated by step 1106, the first set of confidential health information for the identified patient may be accessed. For non-limiting example, first set of confidential health information may be retrieved from one or more health repositories such as database(s)/memory(ies). The first set may include any suitable confidential health information for the identified patient. The first set may include, without limitation, one or more indications of a health condition, a healthcare service, and/or a time a healthcare service was last provided to the identified patient.

[0138] As indicated by step 1108, a second data source may be accessed. The second data source may include a set of criteria specified by a third party indicating a preventative care service. In certain embodiments, the third party may correspond to a healthcare payer, and the criteria may be specified by the healthcare payer. The criteria may indicate whether one or more preventive care services are eligible for payment by the payer, and the indication of eligibility may be specific to the identified patient. The recommendation may be tailored for a healthcare provider of the patient in some embodiments. In some embodiments, the recommendation may be tailored for the patient. The recommendation may be a function, at least in part, of the first set of confidential health information and the set of criteria. As indicated by step 1110, a recommendation corresponding to the identified patient may be sent. In various embodiments, the recommendation may be sent to the patient and/or the patient’s healthcare provider. As indicated by step 1112, in some instances, a second set of confidential health information for the identified patient may be received, the second set being responsive to the recommendation that was previously sent. The responsive information may be taken into account, in conjunction with the first set of confidential health information, the other information previously processed, and a second recommendation may be generated and sent to the patient and/or healthcare provider.

[0139] FIG. 12 illustrates a method 1200 for generating a preventative care recommendation corresponding to a patient, in accordance with certain embodiments of the present disclosure. Alternatively or additionally to preventative care recommendations and services, some embodiments may provide such features with respect to curative, palliative, and/or other care. Teachings of the present disclosure may be implemented in a variety of configurations that may correspond to the systems disclosed herein. As such, certain steps of the method 1200 may be omitted, and the order of the steps may be shuffled in any suitable manner and may depend on the implementation chosen. Moreover, while the following steps may be separated for the sake of description, it should be understood that certain steps may be performed simultaneously or substantially simultaneously.

[0140] One non-limiting example of the method 1200 may begin with a transition from step 1106 of the method 1100 to step 1202 of the method 1200. As indicated by step 1202, a second set of confidential health information corresponding to the identified patient (e.g., calendar-based recommendations) may be processed. The possible preventative care recommendations and categories may be taken into account, and data regarding the preventative care recommendations and categories may be prepared for correlating to the confidential health information of the patient. In certain embodiments, the categorization may include one or more of the following non-limiting examples. Categorization based at least in part on the Task Force letter grade, (such as A, B, C, etc.) may be taken into account. Certain recommendations may be categorized based at least in part on the sex of the patient. Certain recommendations may be categorized based at least in part on the age of the patient. Certain recommendations may be categorized based at least in part on certain activities of the patient (e.g., smoking, sexual activity, etc.). Certain recommendations may be categorized based at least in part on certain conditions of the patient (e.g., pregnancy, blood type).

[0141] Certain categories may be eliminated as not being applicable to the patient. For example, prevent care recommendations specific to women could be eliminated for a male patient, prevent care recommendations specific to pregnant women could be eliminated for a non-pregnant female patient, etc. Additionally, certain categories may be identified as of particular relevance to the patient, for example, based on a history of the patient previously retained. For example, diabetes may be prevalent in the patient’s family history, and, thus, diabetes screening may be identified as of particular relevance to the patient.

[0142] As indicated by step 1204, item(s) of first set of confidential health information may be correlated to preventative care or other recommendation(s). Items of confidential health information of the patient may be compared to details of the preventative care recommendations to determine which recommendations are applicable to the patient (e.g., calendar-based recommendations, which may correspond to certain
Grade A/B recommendations of the Task Force) and which recommendations may be applicable to the patient depending on medical judgment of a healthcare provider tending to the patient and/or depending on additional information that is needed to make the determination. Thus, as indicated by step 1206, preventive care or other recommendation(s) applicable to the patient may be identified; and, as indicated by step 1212, preventive care or other recommendation(s) which may be applicable/eligible, contingent on medical judgment and/or additional information, may be identified.

As indicated by step 1208, applicable preventive care or other recommendation(s) eligible for coverage by a healthcare payer may be identified. While current law requires insurance plans to cover specific preventive services (such as certain Grade A/B recommendations), with respect to other services, the payer may have reimbursement guidelines that might specify coverage qualifications and requirements. As indicated by step 1210, a recommendation indicating preventive care recommendation(s) which are applicable/eligible may be generated.

As indicated by step 1214, criteria needed for applicability/eligibility, explanation(s), and/or other potentially relevant information may be identified, generated, gathered, and/or organized. The payer may have reimbursement guidelines that might specify what qualifying information needed in order to determine services for which the payer will provide payment. As indicated by step 1216, potential questions for provider’s use and/or patient’s use may be identified, generated, gathered, and/or organized. As indicated by step 1218, a workflow and/or decision tree for the provider and/or patient may be identified and/or generated. As indicated by step 1220, recommendation package tailored for the provider and/or patient may be compiled. Then, the process flow may transition to step 1110 of the method 1100.

FIG. 13 illustrates a method 1300 for handing changes in preventive care recommendations, in accordance with certain embodiments of the present disclosure. Alternatively or additionally to preventive care recommendations and services, some embodiments may provide such features with respect to curative, palliative, and/or other care recommendations and services. Certain steps of the method 1300 may be omitted, and the order of the steps may be shuffled in any suitable manner and may depend on the implementation chosen. Moreover, while the following steps may be separated for the sake of description, it should be understood that certain steps may be performed simultaneously or substantially simultaneously. The preventive care recommendations may correspond to those issued by the Task Force and/or implemented by law/regulation. However, the preventive care recommendations may correspond to any guidelines/laws/regulations/rules issued by an authority, be it government or otherwise, relating to preventive care.

One non-limiting example of the method 1300 may begin with a step 1302. As indicated by step 1302, one or more changes in preventive care or other recommendation(s) may be identified. The identification may be made by way of linking to a site that provides updates on such changes, periodically crawling sites for updates and changes, and/or otherwise receiving notice of changes in the guidelines. As indicated by step 1304, the changes in preventive care or other recommendations may be processed. The scope of the changes may be identified. For non-limiting example, it may be determined that the changes affect certain preventive services, certain types of patients, certain payers, etc. Potential ramifications may be identified. For non-limiting example, it may be determined that the changes translate to greater or lesser thresholds for preventive care service applicability to certain patients and/or eligibility for cost-sharing by payers. Data, regarding details, scope, extent, and/or potential ramifications of the changes, may be prepared for correlating to the confidential health information of particular patients.

As indicated by step 1306, a patient potentially affected by the change(s) in preventive care or other recommendation(s) may be identified. The identification of the patient may be based on the determinations that the changes affect certain preventive services, certain types of patients, certain payers, etc., and correlating those determinations with the patient. As indicated by step 1308, changes in preventive care recommendations may be compared to confidential health information of the identified patient. The comparison may consider, for non-limiting example, that past recommendations, treatments/tests/therapies, etc. in order to correct any out-of-date information or recommendations. The comparison may consider threshold conditions of the patient, such as age thresholds (e.g., a service is recommended after the patient reaches a particular age), frequency thresholds (e.g., a service is recommended annually), and the like, that may affect when the patient is due for a particular preventive care service. In the case of a newly recommended service, it may be determined whether the patient has already received the service.

As indicated by step 1310, effects of the changes in preventive care or other recommendations on the identified patient may be determined. The effects may be revealed as a result of the previous comparisons. The effects may be compiled and formatted for communication to the patient. As indicated by step 1312, there may be a check for a preferred method of contact for the provider and/or patient. A healthcare provider or patient, having previously set up an account, may have specified a preferred method, whether it be text, voice, e-mail, or paper mail. In that way, those that are affected by the changes may be promptly notified. As indicated by step 1314, the patient and/or the patient’s provider may be notified of the effects of changes in preventive care or other recommendation(s) on the identified patient. As indicated by step 1316, periodic reminders may be sent according to the provider and/or patient preferences.

In various embodiments, one or more interfaces such as one or more of a patient portal, a healthcare provider portal, a healthcare payer portal, and/or another portal may be used as a means of healthcare information access. In some embodiments, a patient may be asked for permission to share healthcare information when the patient uses one or more of a patient portal, a healthcare provider portal, a healthcare payer portal, and/or another portal. In some embodiments, patient permission may be granted to one or more healthcare providers, and extending to one or more agents of the healthcare providers.

In some embodiments, a patient may be directly contacted for such permission, for example, in conjunction with an explanation of the patient’s rights. In various embodiments, a patient may opt out of such sharing at any moment in time, a patient may be permitted to restrict the sharing of healthcare information in various ways, a patient may restrict the duration for which permission is granted, and/or permission may be revoked.

In some embodiments, a workflow may include acquisition of healthcare information. The workflow could
include generating documents based at least in part on the healthcare information. The workflow could include transferring documents to one or more a healthcare provider, a healthcare payer, and/or a patient. In some embodiments, transferring documents may be in conjunction with face-to-face contact with a patient.

[0152] In some embodiments, if a patient has an existing account with one or more of a healthcare payer and/or provider, information needed to access the account may be acquired. In some embodiments, if a patient does not have an existing account with one or more of a healthcare payer and/or provider, patient permission to create an account on behalf of the patient may be acquired. In some embodiments, account handling may be automated. Any one or combination of embodiments disclosed herein may be automated in whole or in part.

[0153] FIG. 14 illustrates an example method 1400 of facilitating acquisition of patient consent, preferences, and information, in accordance with certain embodiments of the present disclosure. Teachings of the present disclosure may be implemented in a variety of configurations that may correspond to the systems disclosed herein. As such, certain steps of the method 1400, and the other methods disclosed herein, may be omitted, and the order of the steps may be shuffled in any suitable manner and may depend on the implementation chosen. Moreover, while the following steps of the method 1400, and those of the other methods disclosed herein, may be separated for the sake of description, it should be understood that certain steps may be performed simultaneously or substantially simultaneously.

[0154] According to one embodiment, the method 1400 may begin as indicated by step 1402. As indicated by step 1402, patient permission to share and/or access healthcare information may be requested. As indicated by step 1402(a), it may be determined whether the patient has an existing account. As indicated by step 1402(b), in the case that the patient does have an existing account, patient permission to access existing account may be requested. As indicated by step 1402(c), in the case that the patient does not have an existing account, patient permission to create account on patient’s behalf may be requested.

[0155] As indicated by step 1404, options for patient to restrict sharing and/or access of healthcare information may be presented. As indicated by step 1406, patient permission to share and/or access healthcare information may be obtained. As indicated by step 1408, specified restrictions on sharing and/or access healthcare information may be obtained. As indicated by step 1410, notification preferences may be obtained. As indicated by step 1412, health information may be acquired. As indicated by step 1414, document(s) at least partially based on the healthcare information may be generated. As indicated by step 1416, the document(s) may be transferred to one or more a healthcare provider, a healthcare payer, and/or a patient.

[0156] In some embodiments, healthcare information may be processed on a periodic basis, such as a monthly basis, or on any suitable time basis. New healthcare information may be identified based on the differential with respect to the last set of healthcare information. In some embodiments, processing of healthcare information may include gap analysis, discussed herein. In some embodiments, a time basis may depend upon proximity to a date of eligibility for a service and/or a date of compliance.

[0157] Some embodiments may include patient notification features that notify the patient about when their healthcare information is accessed. Certain embodiments enhance patient awareness of, knowledge of, and/or control over their healthcare information, who is getting it, when it is accessed, what is being done with it and when, and/or the like. Patient control features may include patient-directed healthcare handling profiles that direct how long certain healthcare information may be retained, shared, processed, etc. Patient control features may include patient-directed healthcare handling profiles that discriminate among various kinds of the patient’s healthcare information and how certain kinds of healthcare information may be handled versus other kinds. For example, a healthcare handling profile may restrict certain healthcare information, say psychiatric information, certain lab tests, mental health information, substance abuse information, or STDs, so that it is not retained, shared, processed, and/or the like.

[0158] With certain embodiments, a patient may be an integral part of processing healthcare information. Certain embodiments may monitor healthcare information and notify a patient of actions taken and/or status with regard to the patient’s healthcare information. For example, a patient may be notified when a new account associated with the patient is opened. Certain embodiments may allow the patient to review the patient’s healthcare information and actions taken and/or status of the patient’s healthcare information. Certain embodiments may allow the patient to object to, requests corrections, or otherwise address certain actions taken or resolve issues that arise.

[0159] Certain embodiments may provide for such features to monitor for and/or otherwise handle medical identity theft. Instances of medical identity theft may have significant implications. For example, a patient’s healthcare information may be tainted with misinformation; a medical identity thief may co-mingle healthcare information with the healthcare information corresponding to the stolen healthcare information. Misinformation with regard to an allergy, for example, may prevent a patient from receiving certain treatments that would otherwise be available. Misinformation can create problems with regard to pre-existing illnesses and/or the patient being placed in different risk pool(s) in which the patient would not otherwise be placed.

[0160] FIG. 15 illustrates an example method 1500 of facilitating monitoring a patient’s healthcare information, in accordance with certain embodiments of the present disclosure. Teachings of the present disclosure may be implemented in a variety of configurations that may correspond to the systems disclosed herein. As such, certain steps of the method 1500, and the other methods disclosed herein, may be omitted, and the order of the steps may be shuffled in any suitable manner and may depend on the implementation chosen. Moreover, while the following steps of the method 1500, and those of the other methods disclosed herein, may be separated for the sake of description, it should be understood that certain steps may be performed simultaneously or substantially simultaneously.

[0161] According to one embodiment, the method 1500 may begin as indicated by step 1502. As indicated by step 1502, healthcare information for an identified patient may be monitored. As indicated by step 1504, a change and/or status of the healthcare information for the identified patient may be identified. As indicated by step 1506, the change and/or status of the healthcare information for the identified patient may be
processed. As indicated by step 1508, one or more effects of the change and/or status of the healthcare information for the identified patient may be determined. As indicated by step 1510, a patient notification profile may be checked for one or more preferred methods of contact. As indicated by step 1512, the patient may be notified of the effect of the change and/or status of the healthcare information for the identified patient. As indicated by step 1514, one or more reminders may be sent according to the patient’s notification profile.

Having aggregated and consolidated healthcare information, which may be at least partially based on patient consent, certain embodiments may generate a patient profile. The patient profile could indicate what services the patient has had. The patient profile could be compared to healthcare rules. Healthcare rules may include one or more of clinical recommendations and/or standards from the U.S. Preventive Care Task Force, by the American Foundation of Family Physicians, and/or to any number of professional/governmental standards groups that has set forth policies about what the proper care pattern is for services. Determinations could be made about whether a given patient is in compliance or not in compliance with healthcare rules, such as promulgated professional/governmental standards which are used as a reference.

FIG. 16 illustrates a simplified functional block diagram of analytics for a healthcare assurance system 1600, in accordance with certain embodiments of the present disclosure. The analytics for the healthcare assurance system 1600 may be implemented with any one or combination of embodiments disclosed herein. For example, in some embodiments, the analytics for the healthcare assurance system 1600 may be implemented with information handling system 106.

Certain embodiments may process items of healthcare information 1602 for identified patient(s). The items of healthcare information 1602 may include any one or combination of items of confidential health information disclosed herein, including without limitation any information on one or more of health conditions, medical conditions, characterizations, assessments, test results, and/or various metrics for specific patients, biographical/demographical information for specific patients, prescription information for specific patients, immunization records for specific patients, care services provided to specific patients, and/or the like.

Certain embodiments may process healthcare rules 1604. Certain healthcare rules 1604 may be stored in one or more repositories of various embodiments discloses herein and/or similar repositories. Certain healthcare rules 1604 may be accessed from one or more data sources of various embodiments disclosed herein and/or similar data sources.

In some cases, the healthcare rules 1604 may be derived in whole or in part from healthcare payers. For example, a healthcare payer may have predetermined comorbidity condition combinations that the healthcare payer has already identified as corresponding to eligibility for increased payment for treatment. In some cases, the predetermined comorbidity condition combinations may be identified by the payer with a coding system of the payer. Accordingly, the healthcare rules 1604 may include the predetermined comorbidity condition combinations of the payer. In some embodiments, the healthcare rules 1604 may be pushed or pulled from healthcare payer in a manner discussed previously herein. The healthcare rules 1604 may be retained by the system and associated with the healthcare payer for which the rules apply. In some embodiments, one or more sets of healthcare rules 1604 may be specific to one or more healthcare payers. Payer-specific rules, therefore, may be retained in association with one or more sets of one or more healthcare payers. Thus, having identified a patient and the patient’s profile, the patient’s one or more healthcare payers may be identified in the corresponding healthcare rules for the one or more healthcare payers may be retrieved for processing in conjunction with the patient’s health information.

Certain embodiments may use a rules engine 1608 to implement analysis rules. For example, a rules engine 1608 may be used to implement one or both of comorbidity analysis and gap analysis 1610. The rules engine 1608 could determine whether certain comorbidity rules apply to certain healthcare information 1602. Certain embodiments may correlate coding to facilitate features of various embodiments. Certain embodiments may retain and/or associate coding 1606 for items of healthcare information 1602 for identified patient(s). By way of example without limitation, certain embodiments may retain and/or associate coding 1606 with medical indicia of one or more of healthcare providers, healthcare payer, patient, diagnoses, health conditions, medical conditions, characterizations, assessments, test results, and/or various metrics for specific patients, biographical/demographical information for specific patients, prescription information for specific patients, immunization records for specific patients, care services provided to specific patients, eligibility of specific patients for preventive care services and/or other healthcare information, and/or the like. Certain embodiments may be at least partially based on a minimum of healthcare information 1602, such as certain claims histories.

Certain embodiments may retain and/or associate coding 1606 for healthcare rules 1604. In some embodiments, healthcare rules 1604 may be based at least in part on coding 1602. Such coding 1602 may be linked to one or more documents, collections, files, fields, database structure/elements, or other forms of associating information relating to the coding. In some embodiments, the rules and/or coding may be facilitated by way of the one or more indexes that could include fields for one or more of: codes; health information associated with each code; rule identifier(s)/pointer(s) for each rule associated with each; and/or the like.

Certain embodiments may include tables of presumptions that can be employed with comorbidity analysis 1610. In some embodiments, a condition, which may be a comorbidity condition or a single condition, may be inferred from medical indicia of identified patient. For example, in some cases, a patient’s medical record may not positively indicate a specific condition, say a diabetic condition, for example, but the patient’s medical record may contain medical indicia of a healthcare service that is only, typically, or often provided to diabetic patients. Based on such indicia, certain embodiments may infer a diabetic condition, or at least the possibility of a diabetic condition, and the patient’s medical record could be flagged accordingly and/or a notification could be generated accordingly to indicate the possibility.

In some embodiments, the rules engine 1608 may include logic to implement and/or otherwise facilitate any medical indicia qualification features discussed herein. By way of example without limitation, the rules engine 1608 may be configured to one or more of qualify medical indicia according to a graduated scale, categorize medical indicia according to a category scheme, score medical indicia according to a medical indicia scoring scheme, and/or the
like. Some embodiments may score medical indicia with a numerical expression, for example, an indicia score. An indicia score may be an assessment of how strongly a particular item of a patient’s health information, or a plurality of items, indicates a potential condition. For example, a healthcare service that is only provided to diabetic patients may have a relatively high score that corresponds to a high likelihood that the service indicates a diabetic condition; a healthcare service that is typically, but not always, provided to diabetic patients may have a lower score that corresponds to a lower likelihood that the service indicates a diabetic condition. Some embodiments may use methods of statistical analysis to derive a scores for certain services. For example, in some embodiments, the system may analyze healthcare information retained for a sample set of patients known to have certain conditions in order to statistically analyze the frequency with which certain healthcare services are provided to those patients and the conditions under which certain healthcare services are provided to those patients.

Accordingly, indicia scoring may provide a quantitative estimate of the probability that a potential condition applies to a given patient based on the patient’s consolidated health information. By way of example without limitation, an indicia scale could include a range of indicia scores from 0 to 100, or from 0 to 1, and, with the high end of the scale indicating greater probability. Various embodiments may determine an indicia score based on any one or more suitable quantifiers.

Some embodiments may employ a decision tree, checklist, workflow, and/or the like to capture various medical indicia and assess those medical indicia to infer a condition/comorbidity. Assessments may be consolidated and processed to yield a total indicia score. Flags and other notifications may be based on the indicia score and could be generated contingent on one or more thresholds. For example, a minimum threshold could be employed, where a score not meeting the minimum threshold could result in no flag or other notification regarding a potential condition. A score above the minimum threshold could result in a flag or other notification. The flags/notifications could be based on one or more score bands, for example, one or more score bands above the minimum threshold. By way of example, a score band above a minimum threshold could trigger a flag to the medical record of the patient, but a score band above an even higher threshold could trigger a notification to the patient, a healthcare provider, and/or others according to the notification profile of the patient and/or other notification features disclosed herein. In some embodiments, a flag/notification could indicate the potential condition with a score or other indicator of the likelihood of that the condition exists.

In some embodiments, certain conditions, once identified, may be considered by the rules engine 1608 in view of a time when the condition existed and/or was identified. In some cases, a condition may be temporary (e.g., a condition that relates to pregnancy) and/or relegated to a certain time period (e.g., a childhood condition), and that time-based condition may not be relevant as a comorbidity after a certain time period has elapsed since the condition existed and/or was identified. The specific rules 1604 may take specific time-based conditions into account. And the rules engine 1608 may identify a time-based condition based on the specific rules 1604, may identify a time corresponding to the condition and/or associated medical indicia, may determine whether a corresponding time threshold has been met based at least in part on the time, and may generate flag/notifications based at least in part on the determination. In some cases, a condition may not qualify for consideration as to comorbidity if sufficient time has elapsed. In some cases, the non-qualifying condition may nonetheless be flagged or otherwise noted along with descriptive information indicating the time of the condition and/or associated medical indicia, the time-based aspects of the condition, etc.

The rules engine 1608 could implement a multi-level, hierarchical rules regime. There may be more general rules 1604 associated with one or more general conditions, as well as more specific rules 1604 associated with one or more sub-conditions. Certain embodiments of the rules engine 1608 may employ a tree structure for the analysis. In some cases, for example, a general condition may be identified based on medical indicia from health information for an identified patient. The general condition may have a multiplicity of sub-conditions potentially associated therewith. In some embodiments, one or more of the sub-conditions may be selected based at least in part on indicia scoring. For example, a sub-condition may be selected over one or more other sub-conditions based on an indicia score differential and a threshold. The threshold may be any suitable threshold determined to correspond to an acceptable level of confidence that a given sub-condition is likely at issue. The threshold may vary depending on implementation and the type of condition/sub-condition involved. In some embodiments, the threshold could be a pre-determined indicia score. In some embodiments, the threshold could be any suitable value according to which the differential may be compared. Alternative embodiments may be based on an absolute indicia score, instead of a differential between multiple sub-conditions. For example, a sub-condition may be identified and compared to the absolute score threshold, without considering the differential between the next-ranked potential sub-condition.

Some embodiments may flag/notify regarding a plurality of potential sub-conditions. For example, if a score of one or more potential sub-conditions does not meet the threshold, a plurality of potential sub-conditions may be selected. In some embodiments, each of the plurality of potential sub-conditions may be selected based on each meeting a minimum threshold score. In some embodiments, a flag/notification could indicate the potential sub-conditions along with scores or other indicators of the likelihoods of that the sub-conditions exist.

Certain embodiments may employ one or both of comorbidity analysis and gap analysis 1610. Certain embodiments may employ gap analysis 1610 to facilitate enforcement of appropriate utilization of healthcare services. Certain embodiments may ensure that care being delivered meets certain minimum standards. Certain embodiments may identify gaps 1612 in preventive care. Certain embodiments may identify gaps 1612 for chronic care. Certain embodiments may identify gaps 1612 for other types of care. Certain embodiments may utilize gap analysis 1610 to identify situations where a patient is not getting appropriate care, and provide notifications 1614 regarding those situations to patients and/or healthcare providers. The rules engines 1608 may identify which service(s) 1612 are needed and why they are needed.

For example, an entity, such as a recommending entity or a regulatory entity (e.g., a government entity), may indicate that, if a patient has diabetes, the patient should see a podiatrist once a year. A system according to certain embodiments may analyze one or more of healthcare payer data,
patient consent, claims data, electronic medical record data, and/or other healthcare information. The system may identify a particular diabetic patient and the last time the patient had a podiatry visit. The system may determine that there has not been in a podiatry visit in a prescribed time frame. As a consequence of such a determination, a series of steps can be taken to inform the patient and/or to otherwise make efforts with action items 1614 to prompt the patient to make the prescribed visit. This benefits the patient by getting the patient appropriate services.

[0178] Various embodiments may employ various data-mining techniques to perform comorbidity analysis to provide similar benefits. Healthcare payers, such as the government, recognize that more complex cases warrant greater use of resources, and, consequently, healthcare payers may provide greater coverage and benefits for cases that are more complex. Certain embodiments may employ comorbidity analysis 1610 to facilitate enforcement of appropriate utilization of healthcare services in more complex cases with the existence of comorbidities, where a patient may have multiple conditions, complications, diseases, risks, and/or the like. Certain embodiments may employ comorbidity analysis 1610 to identify situations 1612 where a patient with multiple complications is not getting appropriate care that a patient with the multiple complications should receive, and may provide notifications 1614 regarding those situations to one or more of patients, healthcare providers, and/or healthcare payers. Given a particular patient, other diagnoses that one or more healthcare providers may have indicated may be identified, aggregated, consolidated, correlated, analyzed, and/or coordinated.

[0179] For instance, if a dialysis center knew that the patient was hospitalized for gastrointestinal bleeding, an expanded set of services could have been provided for that patient, because, for example, the government or healthcare payer may have predetermined that: if a patient has a complication of gastrointestinal bleeding, it is recognized that the patient needs more treatments, more medications, more tests, etc. Consequently, the government or healthcare payer may be prepared to provide greater coverage and benefits for that situation.

[0180] Upon identification of such a situation, a series of steps 1614 can be used to notify/coordinate the patient, healthcare providers, and/or healthcare payers, and/or to otherwise make efforts to ensure that the patient receives the appropriate services. As another example, with a diabetic, there may be a good chance that there are going to be complications which require services. Comorbidity analysis 1610 may discern whether one diagnosis is relevant to another diagnosis. Given multiple diagnoses, comorbidity analysis 1610 may discern whether the diagnoses fall within relevant time frame with respect to each other. So, comorbidity analysis 1610 may take as indicators of relevance the diagnoses themselves and the time frame of the diagnoses.

[0181] Certain embodiments may be based at least in part on a claims history and accompanying coding, such as billing coding. Claims history information may include indications of services, such as a lab test, clinical information, diagnostic information, corresponding coding, and/or demographic information. With current billing policies, procedures are associated with diagnoses; for example, each test that is performed may be associated with a diagnosis.

[0182] FIG. 17 illustrates an example method 1700, in accordance with certain embodiments of the present disclosure. Teachings of the present disclosure may be implemented in a variety of configurations that may correspond to the systems disclosed herein. As such, certain steps of the method 1700, and the other methods disclosed herein, may be omitted, and the order of the steps may be shuffled in any suitable manner and may depend on the implementation chosen. Moreover, while the following steps of the method 1700, and those of the other methods disclosed herein, may be separated for the sake of description, it should be understood that certain steps may be performed simultaneously or substantially simultaneously.

[0183] According to one embodiment, the method 1700 may begin as indicated by step 1702. As indicated by step 1702, a particular patient may be identified. As indicated by step 1704, a first set of confidential health information for the identified patient from a first data source may be derived. As indicated by step 1706, the first set of confidential health information for the identified patient may be accessed. The first set may include one or more indications of a health condition, a healthcare service, and/or a time a healthcare service was last provided. In some embodiments, in addition to the first set of confidential health information for the identified patient, which may be considered a first set, a second set of confidential health information for the identified patient from a second data source may be derived. The second set may include one or more indications of a second health condition, a second healthcare service, and/or a second time a second healthcare service was last provided.

[0184] As indicated by step 1708, a healthcare rules repository may be accessed. As indicated by step 1710, one or more healthcare rules may be processed. The one or more healthcare rules may include a set of criteria indicating comorbidity conditions and/or one or more care recommendations. The care recommendations could include certain recommendations specific to comorbidity conditions. As indicated by step 1712, item(s) of first set of confidential health information may be correlated to healthcare rules at least partially based on comorbidity analysis. In some embodiments, at least part of multiple sets of confidential health information for the identified patient, such as the first and second sets referenced above, may be correlated to at least part of the one or more healthcare rules. As indicated by step 1714, it may be determined whether one or more comorbidity conditions exist. For example, a comorbidity condition may be identified based at least in part on the correlating and the medical indicia of the health condition(s), healthcare service(s), and/or time(s) a healthcare service was last provided. In some embodiments, the one or more comorbidity conditions may include potential comorbidity conditions, as discussed herein.

[0185] As indicated by step 1716, if one or more comorbidity conditions exist, then the situation may be flagged for action item(s). The flagging and/or action item(s) may correspond to a prompt regarding the comorbidity condition, and may include any one or combination of notifications features disclosed herein, including providing explanations, workflows, decision trees, and/or the like. As indicated by step 1718, it may be determined whether one or more healthcare gap conditions exist. A healthcare gap may be identified at least partially based on a composite set of confidential health information for the identified patient and the one or more care recommendations. The composite set of confidential health information may include the first set of confidential health information for the identified patient and the second set of
confidential health information for the identified patient. The identifying the healthcare gap may include determining a lack of indicia of care for the identified patient in accordance with at least one care recommendation of the one or more care recommendations.

[0186] As indicated by step 1720, if one or more healthcare gap conditions exist, then the situation may be flagged for action item(s). The flagging and/or action item(s) may correspond to a prompt regarding the healthcare gap or other condition(s), and may include any one or combination of notifications features disclosed herein. As indicated by step 1722, one or more records may be updated at least partially based on results of the analytics.

[0187] FIG. 18 illustrates a simplified functional block diagram of an automated notification subsystem for a healthcare assurance system 1800, in accordance with certain embodiments of the present disclosure. With determinations about whether a given patient is in compliance or not in compliance with healthcare rules and care recommendations having been made, certain embodiments may employ a variety of communication means 1802 to automatically notify the patient 110, provider 102, payer (not shown), and/or other interested parties 110 in order to prompt the patient to achieve compliance with the proper care standards. Certain embodiments could include written notifications, electronic notifications, telephonic notifications, texting notifications, push notifications, etc. to the patient, provider, payer, and/or other interested parties such as family members.

[0188] A patient 110 could opt for different types and frequencies of notifications according to various notification profiles that may be stored in one or more notification profile repositories 1806. The one or more notification profile repositories 1806 may correspond to one or more repositories of various embodiments disclosed herein and/or similar repositories. In one example embodiment, responsive to identifying a healthcare gap condition, a notification profile for an identified patient may be accessed and one or more notifications corresponding to the identified patient may be sent at least partially based on the healthcare gap and the notification profile for the identified patient. A patient 110 may prefer various stages 1804 of notifications.

[0189] A notification engine 1808 could include a scaling feature such that a patient 110 has the ability to escalate or deescalate notifications. The notification profile may include contact information for a plurality of contacts, which may allow for direction of notifications to various people/entities. Consequently to sending one or more notifications to one set of one or more contacts, the notification engine 1808 may determine whether a healthcare gap or other non-compliance condition continues for a first time period. Responsive to determining that healthcare gap or other condition continues for a first time period, additional notification(s) corresponding to the identified patient may be sent to a second contact(s) of the plurality of contacts. For example, if a patient 110 does not respond after a week, then notification(s) may to the patient’s adult children 110, as indicated by stage 1804(b). For example, in some cases, notification(s) may be directed to the patient’s healthcare provider as an escalation measure, as indicated by stage 1804(n). In some embodiments, a documented history of a patient 110 not complying with standards, despite several notifications, may be used for further escalation and/or other measures by a healthcare provider 102 and/or healthcare payer.

[0190] In some embodiments, additionally or alternatively, a scaling feature may be directed to communication frequency and/or communication mode. For example, the notification profile may allow the patient 110 to be notified once, every day, via cell phone, e-mail, family member's e-mail, etc. A first set of one or more notifications corresponding to the identified patient may be sent according to a first frequency and/or a first communication mode. Consequent to sending the first set of one or more notifications, the notification engine 1808 may determine whether the healthcare gap or other non-compliance condition continues for a first time period. Responsive to determining that healthcare gap continues for a first time period, a second set of one or more notifications corresponding to the identified patient may be sent according to a second frequency and/or a second communication mode.

[0191] Referring next to FIG. 19, an exemplary environment with which embodiments may be implemented is shown with a computer system 1900 that can be used by a designer 1904 to design, for example, electronic designs. The computer system 1900 can include a computer 1902, keyboard 1922, a network router 1912, a printer 1908, and a monitor 1906. The monitor 1906, processor 1902 and keyboard 1922 are part of a computer system 1926, which can be a laptop computer, desktop computer, handheld computer, mainframe computer, etc. The monitor 1906 can be a CRT, flat screen, etc.

[0192] A designer 1904 can input commands into the computer 1902 using various input devices, such as a mouse, keyboard 1922, track ball, touch screen, etc. If the computer system 1900 comprises a mainframe, a designer 1904 can access the computer 1902 using, for example, a terminal or terminal interface. Additionally, the computer system 1926 may be connected to a printer 1908 and a server 1910 using a network router 1912, which may connect to the Internet 1918 or a WAN.

[0193] The server 1910 may, for example, be used to store additional software programs and data. In one embodiment, software implementing the systems and methods described herein can be stored on a storage medium in the server 1910. Thus, the software can be run from the storage medium in the server 1910. In another embodiment, software implementing the systems and methods described herein can be stored on a storage medium in the computer 1902. Thus, the software can be run from the storage medium in the computer system 1926. Therefore, in this embodiment, the software can be used whether or not computer 1902 is connected to network router 1912. Printer 1908 may be connected directly to computer 1902, in which case, the computer system 1926 can print whether or not it is connected to network router 1912.

[0194] With reference to FIG. 20, an embodiment of a special-purpose computer system 2000 is shown. The above methods may be implemented by computer-program products that direct a computer system to perform the actions of the above-described methods and components. Each such computer-program product may comprise sets of instructions (codes) embodied on a computer-readable medium that directs the processor of a computer system to perform corresponding actions. The instructions may be configured to run in sequential order, or in parallel (such as under different processing threads), or in a combination thereof. After loading the computer-program products on a general purpose computer system 1926, it is transformed into the special-purpose computer system 2000.
[0195] Special-purpose computer system 2000 comprises a computer 2002, a monitor 2006 coupled to computer 2002, one or more additional user output devices 2030 (optional) coupled to computer 2002, one or more user input devices 2040 (e.g., keyboard, mouse, track ball, touch screen) coupled to computer 2002, an optional communications interface 2050 coupled to computer 2002, a computer-program product 2065 stored in a tangible computer-readable memory in computer 2002. Computer-program product 2065 directs system 2000 to perform the above-described methods. Computer 2002 may include one or more processors 2060 that communicate with a number of peripheral devices via a bus subsystem 2090. These peripheral devices may include user output device(s) 2030, user input device(s) 2040, communications interface 2050, and a storage subsystem, such as random access memory (RAM) 2070 and non-volatile storage drive 2080 (e.g., disk drive, optical drive, solid state drive), which are forms of tangible computer-readable memory.

[0196] Computer-program product 2065 may be stored in non-volatile storage drive 2080 or another computer-readable medium accessible to computer 1902 and loaded into memory 2070. Each processor 2060 may comprise a microprocessor, such as a microprocessor from Intel® or Advanced Micro Devices, Inc.®, or the like. To support computer-program product 2065, the computer 2002 runs an operating system that handles the communications of product 2065 with the above-noted components, as well as the communications between the above-noted components in support of the computer-program product 2065. Exemplary operating systems include Windows® or the like from Microsoft Corporation, Solaris® from Oracle®, LINUX, UNIX, and the like.

[0197] User input devices 2040 include all possible types of devices and mechanisms to input information to computer system 1902. These may include a keyboard, a keypad, a mouse, a scanner, a digital drawing pad, a touch screen incorporated into the display, audio input devices such as voice recognition systems, microphones, and other types of input devices. In various embodiments, user input devices 2040 are typically embodied as a computer mouse, a trackball, a track pad, a joystick, wireless remote, a drawing tablet, a voice command system. User input devices 2040 typically allow a user to select objects, icons, text, and the like that appear on the monitor 2006 via a command such as a click of a button or the like. User output devices 2030 include all possible types of devices and mechanisms to output information from computer 2002. These may include a display (e.g., monitor 2006), printers, non-visual displays such as audio output devices, etc.

[0198] Communications interface 2050 provides an interface to other communication networks and devices and may serve as an interface to receive data from and transmit data to other systems, WANs and/or the Internet 1918. Embodiments of communications interface 2050 typically include an Ethernet card, a modem (telephone, satellite, cable, ISDN), a (asynchronous) digital subscriber line (DSL) unit, a FireWire® interface, a USB® interface, a wireless network adapter, and the like. For example, communications interface 2050 may be coupled to a computer network, to a FireWire® bus, or the like. In other embodiments, communications interface 2050 may be physically integrated on the motherboard of computer 1902, and/or may be a software program, or the like.

[0199] RAM 2070 and non-volatile storage drive 2080 are examples of tangible computer-readable media configured to store data such as computer-program product embodiments of the present invention, including executable computer code, human-readable code, or the like. Other types of tangible computer-readable media include floppy disks, optical storage media such as CD-ROMs, DVDs, bar codes, semiconductor memories such as flash memories, read-only-memories (ROMs), battery-backed volatile memories, networked storage devices, and the like. RAM 2070 and non-volatile storage drive 2080 may be configured to store the basic programming and data constructs that provide the functionality of various embodiments of the present invention, as described above.

[0200] Software instruction sets that provide the functionality of the present invention may be stored in RAM 2070 and non-volatile storage drive 2080. These instruction sets or code may be executed by the processor(s) 2060. RAM 2070 and non-volatile storage drive 2080 may also provide a repository to store data and data structures used in accordance with the present invention. RAM 2070 and non-volatile storage drive 2080 may include a number of memories including a main random access memory (RAM) to store of instructions and data during program execution and a read-only memory (ROM) in which fixed instructions are stored. RAM 2070 and non-volatile storage drive 2080 may include a file storage subsystem providing persistent (non-volatile) storage of program and/or data files. RAM 2070 and non-volatile storage drive 2080 may also include removable storage systems, such as removable flash memory.

[0201] Bus subsystem 2090 provides a mechanism to allow the various components and subsystems of computer 2002 to communicate with each other as intended. Although bus subsystem 2090 is shown schematically as a single bus, alternative embodiments of the bus subsystem may utilize multiple busses or communication paths within the computer 2002.

[0202] Specific details are given in the above description to provide a thorough understanding of the embodiments. However, it is understood that the embodiments may be practiced without these specific details. For example, circuits may be shown in block diagrams in order not to obscure the embodiments in unnecessary detail. In other instances, well-known circuits, processes, algorithms, structures, and techniques may be shown without unnecessary detail in order to avoid obscuring the embodiments.

[0203] Implementation of the techniques, blocks, steps and means described above may be done in various ways. For example, these techniques, blocks, steps and means may be implemented in hardware, software, or a combination thereof. For a hardware implementation, the processing units may be implemented within one or more application specific integrated circuits (ASICs), digital signal processors (DSPs), digital signal processing devices (DSPDs), programmable logic devices (PLDs), field programmable gate arrays (FPGAs), processors, controllers, micro-controllers, microprocessors, other electronic units designed to perform the functions described above, and/or a combination thereof.

[0204] Also, it is noted that the embodiments may be described as a process which is depicted as a flowchart, a flow diagram, a swim diagram, a data flow diagram, a structure diagram, or a block diagram. Although a depiction may describe the operations as a sequential process, many of the operations can be performed in parallel or concurrently. In addition, the order of the operations may be re-arranged. A
process is terminated when its operations are completed, but could have additional steps not included in the figure. A process may correspond to a method, a function, a procedure, a subroutine, a subprogram, etc. When a process corresponds to a function, its termination corresponds to a return of the function to the calling function or the main function.

Furthermore, embodiments may be implemented by hardware, software, scripting languages, firmware, middleware, microcode, hardware description languages, and/or any combination thereof. When implemented in software, firmware, middleware, scripting language, and/or microcode, the program code or code segments to perform the necessary tasks may be stored in a machine readable medium such as a storage medium. A code segment or machine-executable instruction may represent a procedure, a function, a subprogram, a program, a routine, a subroutine, a module, a software package, a script, a class, or any combination of instructions, data structures, and/or program statements. A code segment may be coupled to another code segment or a hardware circuit by passing and/or receiving information, data, arguments, parameters, and/or memory contents. Information, arguments, parameters, data, etc. may be passed, forwarded, or transmitted via any suitable means including memory sharing, message passing, token passing, network transmission, etc.

For a firmware and/or software implementation, the methodologies may be implemented with modules (e.g., procedures, functions, and so on) that perform the functions described herein. Any machine-readable medium tangible embodying instructions may be used in implementing the methodologies described herein. For example, software codes may be stored in a memory. Memory may be implemented within the processor or external to the processor. As used herein the term “memory” refers to any type of long term, short term, volatile, nonvolatile, or other storage medium and is not to be limited to any particular type of memory or number of memories, or type of media upon which memory is stored.

Moreover, as disclosed herein, the term “storage medium” may represent one or more memories for storing data, including read only memory (ROM), random access memory (RAM), magnetic memory, magnetic disk storage mediums, optical storage mediums, flash memory devices and/or other machine readable mediums for storing information. The term “machine-readable medium” includes, but is not limited to portable or fixed storage devices, optical storage devices, and/or various other storage mediums capable of storing that contain or carry instruction(s) and/or data.

While the principles of the disclosure have been described above in connection with specific apparatuses and methods, it is to be clearly understood that this description is made only by way of example and not as limitation on the scope of the disclosure.

What is claimed is:

1. A method for generating healthcare recommendations, the method comprising:
   identifying a first healthcare information source for an identified patient;
   accessing a first set of confidential medical information for the identified patient from the first healthcare information source;
   identifying at least a second healthcare information source for an identified patient, the second health information source residing on a remote server or data store from the first healthcare information source;
   accessing a second set of confidential medical information for the identified patient from the second healthcare information source;
   consolidating the first and second sets of confidential medical information for the identified patient to form a composite set of confidential medical information;
   determining whether one or more information gaps or discrepancies exist in the composite set of confidential medical information;
   prompting a user for additional and/or corrective information to resolve any information gaps or discrepancies in the composite set of confidential medical information;
   and generating one or more care recommendations for the identified patient based on the composite set of confidential medical information, wherein the one or more care recommendations are weighted based on a reliability of one or more pieces of information underlying a particular care recommendation.

2. The method of claim 1, wherein the user is the identified patient or a legal representative thereof.

3. The method of claim 1, wherein the user is a healthcare provider.

4. The method of claim 1, further comprising the step of determining whether any information gaps or discrepancies persist in the composite set of confidential medical information after the user is prompted for additional and/or corrective information.

5. The method of claim 4, further comprising identifying pieces of information underlying a care recommendation of the one or more care recommendations, and weighing each piece of information underlying the care recommendation according to a score.

6. The method of claim 5, further comprising scoring a piece of information underlying the care recommendation based on one or more of whether the piece of information is missing or non-missing, a source of the piece of information, and whether there are conflicting values for the piece of information in the composite set of confidential medical information.

7. The method of claim 6, further comprising scoring missing pieces of information underlying the care recommendation with a lower score than non-missing pieces of information underlying the care recommendation.

8. The method of claim 6, further comprising scoring pieces of information underlying the care recommendation in relation to an importance of the piece of information to the care recommendation.

9. The method of claim 8, further comprising determining that a reliability of the care recommendation needs improvement, and prompting a healthcare provider or accessing one or more data source(s) or both to seek information needed to improve the reliability of the care recommendation.

10. The method of claim 5, wherein the pieces of information underlying a care recommendation are based at least in part on payer reimbursement guidelines.

11. A system for generating healthcare recommendations, the system comprising:
   a health information handling system communicatively coupled to a network, the health information handling system configured to identify one or more healthcare
information sources for an identified patient and receive data from the one or more healthcare information sources; a consolidation engine configured to form a composite set of confidential medical information from the data from the one or more healthcare information sources; a data integrity engine configured to determine whether one or more information gaps or discrepancies exist in the composite set of confidential medical information; a user interface configured to prompt a user for additional and/or corrective information to resolve any information gaps or discrepancies in the composite set of confidential medical information and receive user input of additional and/or corrective information to resolve any information gaps or discrepancies in the composite set of confidential medical information; and a recommendation engine configured to generate one or more care recommendations for the identified patient based on the composite set of confidential medical information, wherein the one or more care recommendations are weighted based on a reliability of one or more pieces of information underlying a particular care recommendation.

12. The system of claim 11, wherein the user interface is a device remote from a server hosting the health information handling system.

13. The system of claim 12, wherein the one or more healthcare information sources reside in databases, repositories, websites or servers apart from the server hosting the health information handling system, and electronically accessible by the health information handling system over the network.

14. The system of claim 13, wherein the one or more healthcare information sources comprise one or more of a healthcare provider, a healthcare payer, a personal data source, an immunization registry, a health information exchange, and a regulatory information source.

15. The system of claim 11, wherein the recommendation engine is further configured to correlate pieces of information from the composite set of confidential medical information with care recommendations.

16. The system of claim 15, wherein the data integrity engine is further configured to assess each piece of information underlying a care recommendation for an identified patient and assign a weight to the piece of information.

17. The system of claim 11, further comprising a delta engine configured to identify changes in care guidelines, correlate the changes to a composite set of confidential medical information for an identified patient, identify patients potentially affected by the changes, and notify the user of the changes.

18. Non-transitory computer-readable media comprising instructions thereon, which, when executed by a processor, cause the processor to:

- identify a first healthcare information source for an identified patient;
- access a first set of confidential medical information for the identified patient from the first healthcare information source;
- identify at least a second healthcare information source for an identified patient, the second health information source residing on a remote server or data store from the first healthcare information source;
- access a second set of confidential medical information for the identified patient from the second healthcare information source;
- consolidate the first and second sets of confidential medical information for the identified patient to form a composite set of confidential medical information;
- determine whether one or more information gaps or discrepancies exist in the composite set of confidential medical information;
- prompt a user for additional and/or corrective information to resolve any information gaps or discrepancies in the composite set of confidential medical information; and generate one or more care recommendations for the identified patient based on the composite set of confidential medical information, wherein the one or more care recommendations are weighted based on a reliability of one or more pieces of information underlying a particular care recommendation.

19. The non-transitory computer-readable media of claim 18, which, when executed, further cause the processor to:

- determine whether any information gaps or discrepancies persist in the composite set of confidential medical information after the user is prompted for additional and/or corrective information.

20. The non-transitory computer-readable media of claim 19, which, when executed, further cause the processor to:

- score a piece of information underlying one of the one or more care recommendations based on one or more of whether the piece of information is missing or non-missing, a source of the piece of information, and whether there are conflicting values for the piece of information in the composite set of confidential medical information.