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【公報種別】特許法第１７条の２の規定による補正の掲載
【部門区分】第６部門第３区分
【発行日】平成23年9月22日(2011.9.22)

【公開番号】特開2010-33592(P2010-33592A)
【公開日】平成22年2月12日(2010.2.12)
【年通号数】公開・登録公報2010-006
【出願番号】特願2009-250054(P2009-250054)
【国際特許分類】
   Ｇ０６Ｆ  12/14     (2006.01)
   Ｇ０６Ｆ  21/24     (2006.01)
   Ｇ０６Ｆ  21/22     (2006.01)
   Ｈ０４Ｌ   9/32     (2006.01)
   Ｇ０９Ｃ   1/00     (2006.01)
【ＦＩ】
   Ｇ０６Ｆ  12/14    ５１０Ｄ
   Ｇ０６Ｆ  12/14    ５３０Ｂ
   Ｇ０６Ｆ  12/14    ５６０Ｃ
   Ｇ０６Ｆ   9/06    ６６０Ｊ
   Ｈ０４Ｌ   9/00    ６７５Ａ
   Ｇ０９Ｃ   1/00    ６４０Ｄ

【手続補正書】
【提出日】平成23年8月8日(2011.8.8)
【手続補正１】
【補正対象書類名】明細書
【補正対象項目名】００１０
【補正方法】変更
【補正の内容】
【００１０】
　上記第１、第２の目的を達成するため、本発明にかかるアプリケーション実行装置は、
第１のルート証明書と、第２のルート証明書と、アプリケーションと前記アプリケーショ
ンに対応する組織ＩＤとが記録された記録媒体から前記アプリケーションを読み出して、
実行するものであり、前記第２のルート証明書は、ルート認証局から配布されたルート証
明書を当該記録媒体に割り当てたものであり、前記第２のルート証明書と、前記第１のル
ート証明書とが同じかどうかを判定することにより前記アプリケーションの正当性を判定
する管理手段と、前記管理手段が正当であると判定した場合、前記アプリケーションを実
行する実行手段と、記憶領域であるドメイン領域を設けることができるように構成された
記憶手段と、前記管理手段が正当であると判定した場合、前記記憶手段内に前記第２のル
ート証明書から算出されるハッシュ値に対応するドメイン領域を設けるとともに、当該ド
メイン領域内に前記アプリケーションに対応する組織ＩＤを用いて特定される領域を設け
、前記アプリケーションに対応する組織ＩＤを用いて特定される領域を前記アプリケーシ
ョンに割り当てる割当手段とを備えることを特徴としている。
【手続補正２】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
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　第１のルート証明書と、第２のルート証明書と、アプリケーションと前記アプリケーシ
ョンに対応する組織ＩＤとが記録された記録媒体から前記アプリケーションを読み出して
、実行するアプリケーション実行装置であって、
　前記第２のルート証明書は、ルート認証局から配布されたルート証明書を当該記録媒体
に割り当てたものであり、
　前記第２のルート証明書と、前記第１のルート証明書とが同じかどうかを判定すること
により前記アプリケーションの正当性を判定する管理手段と、
　前記管理手段が正当であると判定した場合、前記アプリケーションを実行する実行手段
と、
　記憶領域であるドメイン領域を設けることができるように構成された記憶手段と、
　前記管理手段が正当であると判定した場合、前記記憶手段内に前記第２のルート証明書
から算出されるハッシュ値に対応するドメイン領域を設けるとともに、当該ドメイン領域
内に前記アプリケーションに対応する組織ＩＤを用いて特定される領域を設け、前記アプ
リケーションに対応する組織ＩＤを用いて特定される領域を前記アプリケーションに割り
当てる割当手段と
　を備えることを特徴とするアプリケーション実行装置。
【請求項２】
　記憶領域であるドメイン領域を設けることができるように構成された記憶手段を備えた
コンピュータにおいて、第１のルート証明書と、第２のルート証明書と、アプリケーショ
ンと前記アプリケーションに対応する組織ＩＤとが記録された記録媒体から前記アプリケ
ーションを読み出して、前記コンピュータに実行させるアプリケーション実行方法であっ
て、前記第２のルート証明書は、ルート認証局から配布されたルート証明書を当該記録媒
体に割り当てたものであり、
　前記第２のルート証明書と、前記第１のルート証明書とが同じかどうかを判定すること
により前記アプリケーションの正当性を判定する第１のステップと、
　前記第１のステップにおいて、正当であると判定した場合、前記アプリケーションを実
行する実行手段と、
　前記第１のステップにおいて、正当であると判定した場合、前記記憶手段内に前記第２
のルート証明書から算出されるハッシュ値に対応するドメイン領域を設けるとともに、当
該ドメイン領域内に前記アプリケーションに対応する組織ＩＤを用いて特定される領域を
設け、前記アプリケーションに対応する組織ＩＤを用いて特定される領域を前記アプリケ
ーションに割り当てる第２のステップと
　を前記コンピュータに実行させる管理方法。
【請求項３】
　記憶領域であるドメイン領域を設けることができるように構成された記憶手段を備えた
コンピュータにおいて、第１のルート証明書と、第２のルート証明書と、アプリケーショ
ンと前記アプリケーションに対応する組織ＩＤとが記録された記録媒体から前記アプリケ
ーションを読み出して、前記コンピュータに実行させる管理プログラムであって、前記第
２のルート証明書は、ルート認証局から配布されたルート証明書を当該記録媒体に割り当
てたものであり、
　前記第２のルート証明書と、前記第１のルート証明書とが同じかどうかを判定すること
により前記アプリケーションの正当性を判定する第１のステップと、
　前記第１のステップにおいて、正当であると判定した場合、前記アプリケーションを実
行する実行手段と、
　前記第１のステップにおいて、正当であると判定した場合、前記記憶手段内に前記第２
のルート証明書から算出されるハッシュ値に対応するドメイン領域を設けるとともに、当
該ドメイン領域内に前記アプリケーションに対応する組織ＩＤを用いて特定される領域を
設け、前記アプリケーションに対応する組織ＩＤを用いて特定される領域を前記アプリケ
ーションに割り当てる第２のステップと
　を前記コンピュータに実行させる管理プログラム。
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