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BROWSER-BASED VIDEO MEETING SYSTEM

CROSS-REFERENCE TO RELATED APPLICATIONS
This application claims priority to Provisional Application Serial No. 60/488,589,
filed July 18, 2003 and entitled “Method and System for Remote Conferencing”.

BACKGROUND
Field

Embodiments described below generally relate to systems for viewing video data.
More specifically, some aspects concern systems for providing video data to a network

browser.

Discussion

Generally, conventional videoconferencing systems allow at least one meeting
participant to view another meeting participant during a meeting. Videoconferencing
systems thereby allow businesses to conduct “face-to-face” meetings between parties that
are normally located remote from ‘one another. As a result, businesses have saved
significant travel-related expenses that would have otherwise been incurred in order to
conduct such meetings.

Most videoconferencing systems require the use of specialized hardware at either
end of a point-to-point connection (e.g., H.323). In ;i typical scenario, videoconferencing
equipment is professionally installed in a dedicated videoconference room in a first
location and in a similarly-dedicated videoconference room in a second location. Meeting
participants are summoned to their respective rooms at a scheduled meeting time, and
participants in each room are able to watch a video feed of the other room during the
meeting.

Webcams have heen proposed as a means to provide video images of meeting
participants to other meeting participants. A Webcam may connect to a Universal Serial
Bus port of a personal computer and send video images to a browser that requests the
images from the computer. Webcam functions are incorporated into Web-based
conferencing applications such as WebEx™ and LiveMeeting™. These applications may
be configured to display a low-resolution, low frames-per-second “headshot” view of a

meeting participant on the desktop of another meeting participant.
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Each of the foregoing systems presents inadequacies and inefficiencies. Cost,
inflexibility, and infrastructure demands are primary shortcomings of the first systems
described above. The above-described Web-based systems fail to provide adequate image

quality, image control, security, scheduling capability, and/or administrative capability.

BRIEF DESCRIPTION .

To address the foregoing, some embodiments concern a system, a method, an
apparatus, a computer-readable medium storing processor-executable process steps, and
means to receive a Web page request, and transmit a Web page to a user device in
response to the request. The Web page may include code usable by a Web browser of the
user device to transmit a request for video datato a remote video source and to receive the
video data directly from the remote video source. Embodiments may also include
transmission of the Web page and a token to the user device, generation of a token, and
transmission of the token to the remote video source, wherein the remote video source
transmits the video data directly to the user device if the received token is associated with
a token received from the user device with the request for video data.

Other embodiments may include transmission of a Web page request, reception of
a Web page from a server in response to the request, transmission of a request for video
data to a remote video source using code of the Web page, and reception of the video data
directly from the remote video source. Also included in such embodiments may be
display of the video data within the frame of the Web page in a first video format, display
of a video format control based on code of the Web page, receipt of a user selection of the
video format control, transmission of a second Web page request based on the selected
control, receipt of a second Web page from the server in response to the second request,
transmission of a second request for the video data to the remote video source using code
of the second Web page, receipt of the video data directly from the remote video source,
and display of the video data in a frame of the second Web page ina second video format.

Some embodiments provide a system including a user device to transmit a Web
page request, a server to transmit a Web page to the user device in response to the request,
and a remote video source to receive a request for video data from the user device and to
transmit the video data directly to the user device. The user device transmits the request
using code of the Web page. Further to these embodiments, the user device may transmit
the request and authorization data to the server, and the server may validatés the

authorization data, transmit a token to the user device, and transmit the token to the remote

2
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video source. The remote video source may receive the request for video data and a
request token from the user device, determine if the request token is associated with the
token received from the server, and transmit the video data directly to the user device only
if the request token is associated with the token received from the server.

The claimed invention is not limited to the disclosed embodiments, however, as
those in the art can readily adapt the description herein to create other embodiments and

applications.

BRIEF DESCRIPTION OF THE DRAWINGS

The construction and usage of embodiments will become readily apparent from
consideration of the following specification as illustrated in the accompanying drawings,
in which like reference numerals designate like parts, and wherein:

FIG. 1 is a diagram of a system architecture according to some embodiments;

FIG. 2 is a block diagram illustrating an internal architecture of a user device
according to some embodiments;v

FIG. 3 is a block diagram illustrating an internal architecture of a video source
according to some embodiments;

FIG. 4 is a block diagram illustrating an internal architecture of a server according

N

to.some embodiments;

FIG. 5 is a tabular representation of a portion of a password database according to
some embodiments; , |

FIG. 6 is a tabular representation of a portion of a meeting database according to
some embodiments; '

FIG. 7 is a tabular representation of a portion of a camera presets database
according to some embodiments;

FIG. 8 is a tabular representation of a portion of a camera/site parameters database
according to some embodiments;

FIG. 9 is a flow diagram of process steps according to some embodiments;

FIG. 10 is an outward view of a user interface according to some embodiments;

FIG. 11 is an outward view of a user interface according to some embodiments;

FIG. 12 is an outward view of a user interface according to some embodiments;

FIG. 13 is a flow diagram of process steps according to some embodiments;

FIG. 14 is an outward view of a user interface according to some embodiments;

FIG. 15 is an outward view of a user interface according to some embodiments;

3
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FIG. 16 is an cutward view of a user interface according to some embodiments;
FIG. 17 is a flow diagram of process steps according to some embodiments;

FIG. 18 is an outward view of a user interface according to some embodiments;
FIG. 19'is a flow diagram of process steps according to some embodiments;

FIG. 20 is an outward view of a user interface according to some embodiments; '
FIG. 21 is an outward view of a user interface according to some embodiments; -
FIG. 22 is an outward view of a user interface according to some embodiments;
FIG. 23 is an outward view of a user interface according to some embodiments;
FIG. 24 is an outward view of a user interface according to some embodiments;
FIG. 25 is an outward view of a user interface according to some embodiments;
FIG. 26 is an outward view of a user interface according to some embodiments;
FIG. 27 is an outward view of a user interface according to some embodiments;
FIG. 28 is an outward view of a user interface according to some embodiments;
FIG. 29 is an outward view of a user interface according to some embodiments;
FIG. 30 is an outward view of a user interface according to some embodiments;
FIG. 31 is an outward view of a user interface according to some embodiments;
FIG. 32 is an outward view of a user interface according to some embodiments;
FIG. 33 is a diagram of a system architecture according to some embodiments; and

FIG. 34 is a diagram of a system architecture according to some embodiments.

DETAILED DESCRIPTION

System Axchitecture
FIG. 1 illustrates an architecture of system 10 according to some embodiments.

User device 100, video source 200 and server 300 are located remote from one another and
are in communication with one another. It should be noted that although devices may be
illustrated and referred to herein as “in communication” with one another, such devices
need not be constantly exchanging data. Rather, “in communication” may referto a
configuration having any degree of interconnection or data transfer. Communication
between two devices “in communication” with one another may be established when
necessary and severed at other times or always available but rarely used to transmit data.
Moreover, although some illustrated communication links appear dedicated, it should be
noted that each illustrated link may be shared by other devices.

Briefly, according to some embodiments, user device 100 transmits a Web page

request to server 300, server 300 transmits a Web page to user device 100 in response to

4
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the request, and video source 200 receives a request for video data from user device 100
and transmits the video data directly to user device 100. User device 100 transmits the
request using code of the received Web page. Some embodiments of the foregoing may
provide more desirable video meeting functionality than previously available. Specific
details of some embodiments will be described in detail below.

User device 100 comprises a notebook computer. User device 100 may comprise
any device capable of executing a Web browser and connecting to the World Wide Web.
The World Wide Web is a computer network of Internet servers that support Hypertext
Transfer Protocol (HTTP). The term “Web” as used herein encompasses the foregoing
definition as well as any other currently- or hereafier-known networks that support the
transfer of information similar to Web pages.

Non-exhaustive examples of user device 100 include a standalone personal
computer, a networked personal computer located behind a firewall, a personal digital
assistant, and a cellular telephone. In some embodiments, user device 100 transmits a
Web page request, receives a Web page from server 300 in response to the request,
transmits a request for video data to video source 200 using code embedded in the Web
page, and receives the video data directly from video source 200. User device 100 may
display the video data in a frame of the Web page. A more detailed description of the
architecture and operation of user device 100 according to some embodiments is set forth
below. .

Video source 200 comprises a video camera. According to some embodiments,
video source 200 comprises the Axis 2130 PTZ network camera, which includes a Web
server. Video source 200 may provide an application programming interface that may be
used by external devices to control its elements. Video source 200 may comprise any
other video source capable of the functionality that is required by the embodiments in
which it is employed. According to some embodiments, video source 200 may comprise
any device or devices capable of responding to requests from a Web browser and
outputting a video stream. Video source 200 may comprise an analog or digital video
recorder coupled to an embedded or external Web server.

Server 300 may comprise a conventionally-equipped Linux server, or any other
cuurently- or hereafter-known device capable of the functions required thereof. An
architecture of server 300 according to some embodiments will be described below with
respect to FIG. 4. Server 300 may receive a Web page request and transmit a Web page to

user device 100 in resﬁnonse to the request. The Web page may include code usable by a

5
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Web browser of user device 100 to transmit a request for video data to video source 200
and to receive the video data directly from video source 200. According to some
embodiments, server 300 generates a token, transmits the token to user device 100 along
with the Web page, and transmits the token to video source 200. Video source 200 then
transmits the video data directly to user device 100 if the token it received from server 300
is associated with a token that it received from user device 100 along with the request for
video data.

Devices 100 through 300 may communicate over any number of different systems
for transferring data, including but not limited to a local area network, a wide area
network, a telephone network, a cellular network, a fiber-optic network, a satellite
network, an infra-red network, a radio frequency network, and any other type of network
which may be used to transmit information between devices. Moreover, communication
between devices 100 through 300 may proceed over any one or more currently or
hereafter-known transmission protocols, 'such as Asynchronous Transfer Mode (ATM),
Internet Protocol (IP), Hypertext Transfer Protocol (HTTP) and Wireless Application
Protocol (WAP). In some embodiments, all data is transmitted over the quld Wide Web.

User device

FIG, 2 illustrates several elements of user device 100 acéording to some
embodiments. Initially, microprocessor 110 is shown in communication with
communication bus 120. Microprocessor 110 may comprise a Pentium™ or other type of
processors capable of executing processor-executable process steps so as to control the
elements of user device 100 to provide desired functionality.

Also in communication with communication bus 120 is communication port 130.
Communication port 130 may be used to transmit data to and receive data from external
devices such as video source 200 and server 300. Communication port 130 is therefore
preferably configured with hardware suitable to physically interface with desired external
devices and/or network connections. For example, communication port 130 may comprise
an Ethernet connection to a local area network through which user device 100 may receive
and transmit information over the Web.

Input device 140, display 150 and printer 160 are also in communication with
communication bus 120. Any known input device may comprise iﬁput device 140,
including a keyboard, mouse, touch pad, voice-recognition system, or any combination of

these devices. Of course, information may also be input to user device 100 from other
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devices via communication port 130. Display 150 may be an integral or separate CRT
display, flat-panel display, projection screen or the like used to display graphics and text
such as Web pages and video data in response to commands issued by microprocessor 110.
Printer 160 may also present text and graphics, but in hardcopy form using ink-jet,
thermal, dot-matrix, laser, or other printing technologies. Input device 340, display 350
and printer 360 may also be used in conjunction with other applications provided by user
device 300 which are unrelated to the present invention.

RAM 170 is connected to communication bus 120 to provide microprocessor 110
with fast data storage and retrieval. In this regard, processor-executable process steps
being executed by microprocessor 110 are typically stored temporarily in RAM 170 and
executed therefrom by microprocessor 110. ROM 180, in contrast, provides storage from
which data can be retrieved but to which data cannot be stored. Accordingly, ROM 180 is
used to store invariant process steps and other data, such as basic input/output instructions
and data used during boot-up of user device 100 or to control communication port 130. It
should be noted that one or both of RAM 170 and ROM 180 may communicate directly
with microprocessor 110 instead of over communication bus 120.

Storage device 190 may comprise a fixed disk drive or other persistent storage
medium. Storage device 190 stores, among other data, processor-executable process steps
of Web browser 191. The process steps may be executed by microprocessor 110 to
provide communication with remote Web servers such as those that might be integrated
with video source 200 and server 300. In some embodiments, steps of Web browser 191
may be executed to transmit a Web page request, receive a Web page from server 300 in’
response to the request, transmit a request for video data to video source 200 using code
embedded in the Web page, and receive the video data directly from video source 200.
The steps may be further executed to display the video data in a frame of the received Web
page.

Processor-executable process steps of e-mail client 192 are also stored in storage
device 190. The process steps of e-mail client 192 may be executed to receive e-mail that
is transmitted to a user of user device 100 by server 300. As will be described below, such
an e-mail may provide information regarding a video meeting in which the user is
scheduled to participate, including authorization data, time, date, location, etc.

Storage device 190 may store one or more of other applications, data files, device

drivers and operating system files needed to provide functions other than those directly
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related to the present invention. Such functions may include calendaring, word

processing, accounting, presentation development and the like.

Video Source ,

5 FIG. 3 is a block diagram of the internal architecture of video source 200 according
to some embodiments. As shown, video source 200 includes optics 210 and image sensor
220, which function cooperatively to capture an image. Optics 210 may comprise .any
combipation of one or more lenses and other elements, while image sensor 220 may

“comprise any type of image sensing device, including but not limited to CCD-based and

10  CMOS-based devices. '

Pan-Tilt-Zoom motors 230 are capable of moving optics 210 to change a field of
view and changing a focus of optics 210. The field of view and focus of video source 200
are fixed in some embodiments that do not include motors 230. Motors 230 may be

' controlled by commands received from microcontroller.240. In this regard,

15 microcontroller 240 may execute processor-executable process steps stored in flash
memory 250 to issue commands to motors 230. Flash memory 240 may also comprise
operating system files for controlling basic processes of video source 200.

Flash memory 250 may étore processor-executable process steps of a Web server
as well as processor-executable process steps to handle requests received from user device
~20 100 and server 300 via the Web server. According to some embodiments, these latter
process steps comprise CGI scripts that are executed based on information included in
HTTP-based communications that are received ttrom user device 100 and server 300.
Flash memory 240 may also store processor-executable process steps to support an
application programming interface of video source 200. The application programming

25  interface may facilitate the control of video source 200 by external devices. Other data
that may be stored in flash memory 240 include a table of tokens received from server 300
as will be described below and a table of preset pan, tilt and zoom coordinates.

Video conversion chip 260 receives video data from image sensor 220 and
converts the video data into a form usable by microcontroller 240. According to some

30  embodiments, chip 260 receives NTSC-formatted data from image sensor 220 and outputs
MIJPEG data to microcontroller 240. Such conversion is performed by microcontroller

240 according to some embodiments.
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Microcontroller 240 outputs the video data via network interface 270. Incoming
HTTP requests are also received by network interface 270, which may comprise an

Ethernet connection.

Server

FIG. 4 is a block diagram of an internal architecture of server 300 according to
some embodiments. The illustrated elements of server 300 may comprise any of the
specific examples offered with respect to identically-named elements of user device 100.
Of course, specific functions performed by the elements may differ from the functions
performed by the identically-named elements.

For example, communication port 330 may be used to receive requests for Web
pages and authorization data from user device 100, and to transmit Web pages to user
device 100 and tokens fo video source 200. Input device 340, display 350 and printer 360
may be used to perform maintenance tasks and installation procedures, but may also be
used in conjunction with a Web browser (not shown) so that server 300 also performs
functions of a user device according to some embodiments.

Storage device 390 stores, among other 'data, processor-executable process steps of
Web-based application 391. Microprocessors 310 therefore execute the process steps of
Web-based application 391 in order to control server 300 to control a browser-based
meeting according to some embodiments. Web-based application 391 may comprise CGI
scripts that are executed in response'to CGI data that are received from remote Web
browsers over the Web. Such CGI data may be embedded within a request for a Web page
that is received by server 300.

Upon receiving such CGI data, Web-based application 391 may create an HTML-
based Web page and transmit the Web page to the requesting device. As will be described
below, the Web page may include a frame in which video data is to be presented. Web-
based application may comprise any type of application that may be responsive to HTTP
requests, including but not limited to Java™-based applications.

The process steps of Web-based application 391 may be read from a computer-
readable medium, such as a floppy disk, a CD-ROM, a DVD-ROM, a Zip™ disk, a
magnetic tape, or a signal encoding the process steps, and then stored in storage device
390 in a compressed, uncompiled and/or encrypted format. In alternative embodiments,

hard-wired circuitry may be used in place of, or in combination with, processor-executable
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process steps for implementation of processes according to embodiments, Thus,
embodiments are not limited to any specific combination of hardware and software.

Process steps of Web server 392 are also stored in storage device 390. These
process steps may be executed by microprocessors 310 to transmit data to and to receive
data from Web clients, such as Web browsers, over the Web using HTTP and/or HTTPS
protocol. The transmitted data may comprise Web pages received from application 391,
and the received data may be passed to application 391 for further processing.

Password database 393 of storage device 390 includes authorization information
associated with various meeting sites. Meeting database 394 includes details of meetings
that have been scheduled using server 300. Camera presets database 395 specifies preset
pan, tilt and zoom coordinates for various cameras managed by server 300, and
camera/site parameteis database 396 specifies parameters used during operation of system ‘
10. Much of the data within databases 393 through 396 may be modified using a browser-
based interface provided by Web-based application 391 according to some embodiments,
thereby facilitating management of system 10.

Also stored in storage device 390 may be other unshown elements that may be
necessary for operation of server 300, such as an operating system, a database
managerrient system, other applications, other data files, and “device drivers" for allowing
microprocessors 310 to interface with devices in communication with communication port
330. These elements are known to those skilled in the art, and are therefore not described

in detail herein.

Databases

A tabular representation of a portion of password database 393 is shown in FIG. 5.
As described above, password database 393 may include authorization information used to
grant and deny access to server 300. Password database 393 includes several records and
associated fields. The fields include Site Id, Password, Schedule
Administration/Username, Schedule Administration/Password, Site
Administration/Username, and Site Administration/Password. The data of each field may
be supplied by a user through a browser-based interface that will be described with respect
to FIG. 30. »

FIG. 6 illustrates tabular representatidns of several portions of meeting database
394. Each portion is associated with a meeting that is specified in its respective header

field. Each portion includes a plurality of records, each including a number of fields. The
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fields include Username, Password, Guest/Host, Moderator, Email Address, Name and
Location. Accordingly, each record is associated with a participant that is scheduled to
participate in the meeting specified in the header. Use of these fields will be described
with respect to FIG. 9, and population thereof will be described below with respect to
FIGS. 26 and27.

Tabular representations of several portions of camera presets database 395 are
illustrated in FIG. 7. Each portion is associated with one camera managed by server 300.
Camera presets database 395 specifies preset pan, tilt and zoom coordinates for each
camera. Accordingly, the fields of camera presets database 395 as shown in FIG. 7
include Preset Name, Pan, Tilt, and Zoom. The information of camera presets database
395 may be used to generate a Web page including preset buttons and to control video
source 200 in accordance with a selected preset button.

FIG. 8 illustrates a tabular representation of a portion of camera/site parameters
database 396. Each record of camera/site parameters database 396 stores information
regarding a camera and a site at which the camera is located. The fields-of each record
include Camera ID, Location Name, Time Zoné,, Picture Parameters, Network Parameters,
and Camera State. Use of the information stored in repayment camera/site parameters
database 396 will be described with reference to the flow diagrams herein.

It should be noted that the tabular illustrations and accompanying desctiptions of
databases 393 through 396 merely represent relationships between stored information. A
number of other arrangements for associating data may be employed besides those
suggested, including arrangements in which some or all of the data is located remote from
server 300. It is further contemplated that each of databases 393 through 396 may include
many more records than those shown and that each record may include associated fields

other than those illustrated.

" Processes
FIG. 9 comprises a flow diagram of process steps 900 according to some
embodiments. Process steps 900 are described below as if embodied in server 300, user
device 100 and video source 200. More particularly, in the case of each flow diagram
provided herein, steps attributed to server 300 may be embodied in Web-based application
391 and Web server 392, steps attributed to user device 100 may be embodied in Web
browser 191, and steps attributed to video source 200 may be embodied in CGI scripts

stored in flash memory 250. Process steps of each flow diagram may be embodied in one
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or more software or hardware elements and executed, in whole or in part, by any device or
by any number of devices in combination. Moreover, some or all process steps may be
performed manually. '

Initially, at step S901, a user device receives a meeting URL from a user. For
purposes of the present example, it will be assumed that a user operates user device 100 to
execute Web browser 191 at step S901. The user then manipulates input device 140 to
input a URL into an address bar of an interface displayed by Web browser 191.

User device 100 transmits a request for a Web page based on the URL at step
S901. The request is transmitted over the Web via communication port 130, and known
mechanisms of the Web operate to direct the request to a server hosting the Web page to
which the URL points. It will be assumed that Web server 292 is hosting the Web page,
therefore the request is received by server 300.

In response to the request, server 300 transmits al“login” Web page to the
requesting Web browser at step S903. The Web page is then received by user device 100
and displayed by Web browser 191. FIG. 10 is an outward view of login page 1000 as
received by user device 100 and displayed by display 150 according to some
embodiments. The meeting URL is shown in address bar 1010 of browser window 1020.

According to some embodiments, the user selects login control 1030 after step
S903. Web page 1000 includes code that associates login control 1030 with a second URL
and a command to open a new browser window. Upon user selection of control 1030, a
new browser window is opened, a request for a Web page is'sent to the second URL
(which also may be hosted at server 300), and server 300 transmits a Web page to the new
browser window.

FIG. 11 shows Web page 1100 as displayed in new browser window 1110. Web
page 1100 includes fields for entering authorization information. As will be described

below, a user may receive authorization information such as a username and password

" after a meeting is scheduled that includes the user as a participant. The user inputs the

information into Web page 1100 and user device 100 receives the information at step
S904. The user then selects “proceed” control 1120 to transmit the authorization
information in step S905.

In some embodiments, “proceed” control 1120 is associated with a URL of server
300 within the code of Web page 1110. A request fdr a Web page is therefore issued by
Web browser 191 when “proceed” control 120 is selected. The authorization data is

transmitted to server 300 along with the request using known protocols.
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Server 300 validates the authorization data and generates a token at step S906. The
authorization may be validated by determining if the site ID, username and password
included in the authorization data correspond to a user that is associated with a currently
active meeting described in meeting database:394. It will be assumed that the transmitted
site ID, username and password are RMT-1, BSTV32VQ and B46YB, and that it is July
18, 2004, 9:05am. The token may be randomly generated.

Sewér 300 then transmits a meeting Web page and a token to user device S907.
User device 100, in turn, transmits the token and a request for video data to video source
200 at step S908. The token and a URL for requesting the video data may be embedded in
the meeting Web page received by user device 100. While processing the meeting Web
page, code of the Web page instructs Web browser 191 to request data from and to pass
the token to the particular URL. Meanwhile, server 300 also transmits the token to video
source 200 at step S909.

At step S910, video source 200 receives the request and compares the tokens
received from user dévice 100 and server 300. The token received from user device 100 is
validated if it is properly associated with the token received from server 300. According
to the present embodiment, the tokens must be identical. Other embodiments of step $910
may require a different relationship between the tokens for validation thereof.

Video data is transmitted directly from video source 200 to user device 100 at step
S911. The data captured by image sensor 270, converted by video conversion chip 260
into MIPEG format, encapsulated according to a network protocol by microcontroller 240,

and transmitted by network interface 270. The network protocol may comprise a

" streaming protocol supported by Web browser 191.

Although the video data is described as being transmitted “directly” from video
source 200 to user device 100, other devices may receive the data as it travels from video
source 200 to user device 100. For example, the data may initially be received by an
Internet Service Provider associated with video source 200 and may be transmitted
therefrom over the World Wide Web. Video source 200 may be associated with one or
more cascaded proxy servers, which receivé the video data therefrom and deliver the video
data to one or more user devices.

One packet of the video data may pass through a particular sequence of devices
until it reaches user device 100, while another packet of the video data may pass through
another sequence of devices until it reaches user device 100. The foregoing examples of

direct transmission stand in contrast to video transmission offered by other Web-based
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secure ;/ideoconferencing systems, which require that the video data pass through a server
or other device under the control of the system before the video data reaches an end user.
After receiving the video data, user device 100 displays the meeting Web page

with the video data embedded therein at step S912. FIG. 12 is an outward view of meeting
Web page 1200 as displayed by user device 100 according to some embodiments. As
shown, meeting Web page 1200 was generated by server 300 at step S907 to include
information 1210 from meeting database 394. Web page 1200 also includes frame 1220 in
which the received video data is displayed.

Web page 1200 displays video format controls 1230. The user may control a
format of the video data displayed in frame 1220 using video format controls 1230. All
meeting participants are allowed to control a video format displayed by their respective
Web browser according to some embodiments. ‘

FIG. 13 is a flow diagram of process steps 1300 to provide the above-mentioned
video format control. Initially, at step S1301, user device 100 receives a user selection of
a displayed video format control. User device 100 then transmits a request for a new Web
page to server 300 at step S1302 based on the selected video format control.

Each displayed video format control may be associated with code of Web page
1200 that specifies a unique URL. For example, each video format control may be
associated with a URL of Web server 392 and with CGI data specific to the video format
control. Accordingly, the request is transmitted at step S1302 to the URL and with the
CGI data associated with the selected control. The token that was transmitted to user
device 100 at step S907 of process steps 900 may also be transmitted to server 300 at step
$1302.

Server 300 validates the token and the meeting time at step S1303. Step S1303
may comprise determining if the current time is within the scheduled start time and end
time of the current meeting. In this regard, the site ID, username and password may also
be received from user device 100 at step S1303 in order to identify the meeting and user
that are associated with the received request. The token received from user device 100 is
validated if it is properly associated with the token transmitted by server 300 at step S907.
Again, the tokens may be required to be identical or a different relationship between the
tokens may be required.

Server 300 generates and transmits a new Web page at step S1304 based on the
request. According to some embodiments, CGI scripts of Web-based application 391 are

executed based on CGI data that was received with the request. Execution of the CGl
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scripts may create an HTML page that conforms to the selected video format control. For
example, it will be assumed that “small” control 1235 was selected at step S1301 and
therefore the generated Web page includes a frame for displaying the video data that is
smaller than frame 1220 of Web page 1200.

Upon receiving the new Web page, user device 100 transmits the token and a
request for video data to video source 200 at step S1305. The token and a URL for
requesting the video data may be embedded in the new Web page. Web browser 191 may
be instructed by code of the new Web page to request data from and to pass the token to
the particular URL. '

Video source 200 receives the request at step S1306 and va]idat'es the received
token as described above with respect to step S910 of process steps 900. Next, the video
data is transmitted directly from video source 200 to user device 100 at step S1307. User
device 100 then displays the new Web page with the video data embedded therein at step
S1308. | |

FIG. 14 is an outward view of Web page 1400 as displayed by user device 100
according to the present example. As shown, Web page 1400 is identical to Web page
1200, except that frame 1420 is smaller than frame 1220.

Web page 1400 displays “snapsl}ot” control 1430. Upon receiving a user selection
of control 1430, Web browser 191 opens a new window as illustrated by window 1500 of
FIG. 15. Window 1500 includes a still image that was displayed by frame 1420 at the
time that control 1430 was selected. As shown in FIG. 15, the user may copy the still
image to a clipboard application of user device 100 by executing a particular keystroke.

Returning briefly to the foregoing example of process steps 900, it is noted that the
site ID, username and password transmitted at step S905 were RMT-1, BSTV32VQ and
B46YB, respectively. This authorization information is associated with a meeting

participant that is identified as a “Guest” in meeting database 394 of FIG. 6. Accordingly,

" meeting Web page 1200, which was generated and transmitted by server 300 at step 5907,

is a meeting Web page intended for “Guest” participants.

The authorization information transmitted at step S905 may be associated with a
meeting participant that is identified as a “Host” in meeting database 394 of FIG. 6. In
such a case, meeting Web page 1600 of FIG. 16 is generated by server 300 at step S907
and displayed by user device 100 at step S912. Meeting Web page 1600 includes all of the

elements of Web page 1200, and also includes video source controls 1610. A user may
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manipulate video source controls 1610 to control video source 200. Such control may
cause video source 200 to pan, tilt, and adjust its zoom setting.

Video source controls 1610 include preset buttons 1615, which may be selected to
automatically adjust video source 200 to particular pan, tilt and zoom settings that are
associated with each preset button. Server 300 may generate preset buttons 1615, as well
as URLs and CGI data associated with preset buttons 1615, using information stored in
camera presets database 395.

FIG. 17 comprises a flow diagram of process steps 1700 to provide control over
video source 200 via video source controls 1610. User device 100 initially receives a user
selection of a displayed video source control at step S1701. Each one of video source
controls 1610 may be associated with a URL of video source 200 and with CGI data
specific to the video source control. As a result, user device transmits a control request to
video source 200 at step S1702 along with CGI data associated with the selected control.
The token that was transmitted to user device 100 at step S907 of process steps 900 may
also be transmitted to video source 200 at step S1702.

Video source 200 receives the control request and the token at step §1703 and

‘validates the token as described above with respect to step S910 of process steps 900. At

step $1704, a state of video source 200 is updated based on the control request. For
example, the user may have selected “Jog In” video source control 1610. CGI data
associated with “Jog In” video source control 1610 is received by video source 200 at step
S1703. The CGI data may comprise an instruction to increase a magnification of optics
210 by an incremental amount. Accordingly, at step S1704, an appropriate CGI script of
flash memory 250 is executed to increase the magnification of optics 210. The CGI script
may access an application programming interface provided by other code stored in flash
memory 250. Such code may be provided by a manufacturer of video source 200.

In another example, a user selection of one of preset buttons 1615 is received at
step S1701. CGI data associated with the selected preset button 1615 may specify a
particular set of pan, tilt, and zoom settings, and is received by video source 200 at step
S1703. An appropriate CGI script is then executed at step S1704 to conform video source
200 to the particular set of pan, tilt, and zoom settings. Again, the CGI script may access
an application programming interface provided by a manufacturer of video source 200,

Video data continues to be transmitted to user device 100 during steps S1701
through S1704. Frame 1620 of Web page 1600 therefore displays video data captured by

video source 200 as its state is changed. FIG. 18 illustrates an outward view of Web page
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1600 after selection of “Whiteboard” preset button 1615. As shown, the video data

displayed in frame 1620 evidences a different perspective than the video data shown in

" FIG. 16.

Video source 200 may transmit its updated state to server 300 at step S1705.
Server 300 may then record the updated state in an appropriate Camera State field of
camera/site parameters database 396.

FIG. 19 is a flow diagram of process steps' 1900 to provide support for presentation
sharing control 1800 of FIG. 18. User device 100 initially receives a user selection of
presentation sharing control at step S1901. Web browser 191 then opens a new browser
window at step S1902 ir,l response to code associated with control 1800. FIG. 20
illustrates window 2000 that is opened in some embodiments of step S1902.

Window 2000 displays Web page 2010 including presentation sharing control
2020. Presentation sharing control 2020 may be associated with a URL of a Web-based
presentation sharing service, such as WebEx™ or Live Meeting™. The Web-based
presentation sharing service may be affiliated with the entity operating server 300. A user
selection of control 2020 is received at step S1903. Accordingly, user device 100 uses the
URL to transmit a request to launch a Web-based presentation sharing application at step
$51904.

Code of Web page 2010 may also associate presentation sharing control 2020 with
authorization information that was originally transmitted to server 300 at step S905. User
device 100 may transmit this authorization with the request in step S1904. Consequently,
the user may avoid re-entering authorization information in a login page of the Web-based
presentation sharing service.

FIG. 21 shows the Web-based presentation sharing application launched within
window 2000. Browser window 1110 has been resized so that Web page 1600 can be
viewed simultaneously with window 2000. Frame 1620 continues to display video data
received from video source 200, and controls 1230 and 1610 remain active to provide
functionality as described above.

FIGS. 22 through 32 comprise outward views of interfaces that may be used to
perform administrative functions. The interfaces may be provided by Web-based
application 391 and Web server 392 of server 300, and may be accessed via a Web
browser executed by any device in communication therewith.

FIG. 22 shows Web page 2200 within browser window 2210. Web page 2200 was
accessed in response to entry of its URL into address bar 2220. Button 2230 may be
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selected to cause a new br;)wser window to open and to display a Web page retrieved
using a second URL.

FIG. 23 shows Web page 2300 as displayed in new browser window 2310. Web
page 2300 includes fields for entering authorization information. A user may input
authorization information into Web page 2300 and selects “proceed” control 2320 to
transmit the authorization information to server 300.

Server 300 checks the received authorization information against the first two
fields of password database 393. If a match is found, server 300 transmits Web page 2400
of FIG. 24 to user device 100. Web page 2400 includes fields for entering auihorization
information, with oné set of fields being associated with “Remote Meeting Scheduling”
and another set of fields being associated with “Site Administration”. For purposes of the
present example, it will be assumed that authorization information is entered into the
“Remote Meeting Scheduling” fields and “pi'oceed” control 2410 is selected.

The authorization information is received by server 300 and is compared with the
Schedule Administration/Username and Schedule Adminstration/Password fields
associated with the current Site Id in database 393. More than one Schedule
Administration/Username and Schedule Adminstration/Password may be associated with a
particular Site Id.

Server 300 transmits Web page 2500 of FIG. 25 if the received authorization
information is valid. Web page 2500 provides six scheduling options. The first
scheduling option “Schedule a new rmtMeeting for RMT-1" is selected and control 2510
is selected. As a result, Web page 2600 of FIG. 26 is retrieved from server 300.

Web page 2600 allows a user to specify parameters of a remote meeting. Upon
selection of control 2610, Web page 2700 of FIG. 27 is displayed. Web page 2700 allows
the user to confirm parameters specified in page 2600, and allows the user to specify

details regarding each meeting participant. For example, Web page 2700 also allows the -

" user to specify a user to act as a moderator in any Web-based presentation sharing

application that is launched during the subject meeting.

Web page 2700 also displays a unique username and password for each participant.
The username and password may be randomly generated by Web-based application 391.
Also included in Web page 2700 are fields to specify participant contact information
including an e-mail address. The e-mail address may be used to transmit meeting
parameters to the participant such as meeting time, Site Id, Username and Password. The

e-mail may be transmitted upon user selection of “Add this Meeting” control 2710. In
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addition, Server 300 may store the parameters of the meeting in meeting database 394
upon selection of control 2710.
“Review or Delete Scheduled rmtMeetings” option of Web page 2500 may be

selected to view a page including the meeting parameters associated with a meeting, and to

~ delete the meeting if desired. The page is generated using data from a portion of meeting

database 394 that is associated with the meeting. A portion of meeting database 394 that
stores parameters of a meeting may be deleted if the meeting is deleted using the “Review
or Delete Scheduled rmtMeetings” option. _

Web page 2500 also includes a “Reséhedule/Extend/l\dodify an existing
rmtMeeting” option. Selecting this option provides a Web page usable to change
parameters associated with a scheduled meeting. Fields of meeting database 394 are
modified based on any such changes.

The “Add a new Persistent Meeting” option of Web page 2500 causes user device
100 to display Web page 2800 of FIG. 28. Web page 2800 allows a user to specify
parameters of a persistent meeting, which is a meeting having no predefined end time.
These parameters may also be stored in meeting database 394 upon selection of control
2810.

The final option of Web page 2500 is a “Review/Modify/Delete an existing
Persistent rmtMeeting”™ option. This option allows a user to review parameters of a
persistent meeting stored in database 394, to modify the parameters if desired, and to
delete the meeting if desired. Meeting database 394 may be modified to reflect any
modifications or deletions made using this option.

Returning to Web page 2400, authorization information may also be entered into
the “Site Administration” fields thereof. After “proceed” control 2410 is selected, the
authorization information is received by server 300 and is compared with the
SiteAdministration/Username and Site Adminstration/Password fields associated with the
current Site Id in database 393. Again, more than one Site Administration/Username and
Site Adminstration/Password may be associated with a particular Site Id.

If the received authorization information is valid, Server 300 transmits Web page
2900 of FIG. 29. Web page 2900 provides three administrative options, the first of which
is “Manage Administrative Passwords for camera RMT-1”. Selecting the first option' and
control 2910 causes user device 100 to retrieve and display Web page 3000. |

Web page 3000 includes fields 3010, 3020 and 3030 for receiving authorization

information. A user may create a new site password using fields 3010. The new password
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is entered into the Password field associated with the current Site 1d in database 393 upon
selection of control 3015. New schedule administration and site administration usernames
and passwords may be created using fields 3020 and 3030, respectively. Controls 3015
and 3025 may be selected to enter the new usernames and passwords into corresponding
fields associated with the current Site Id in database 393.

Option “Configure Preset Buttons for the camera” of page 2900 may be selected to
define camera presets. Web page 3100 shows frame 3110 displaying video data from
video source 200 and video source controls 3120. Video source controls 3120 may be
manipulated until a desired preset image appears in frame 3110. The desired present
image is associated with the pan, tilt and zoom settings specified by controls 3120 when
the desired preset image is displayed in frame 3110. The pan, tilt and zoom settings may
then be assigned to one of preset buttons 3130 using controls 3140. Names may be also
assigned to each preset button using controls 3140.

The pan, tilt and zoom settings associated with the assigned presets are stored in
camera presets database 395. Accordingly, server 300 may use camera preset database
395 to generate a “Host” meeting Web page such as Web page 1600. More particularly,
the “Host” meeting Web page may be generated to include code that associates each preset
button 1615 with pan, tilt and zoom settings stored in database 395.

The last option of Web page 2900 is a “Configure various camera parameters”
option. Web page 3200 of FIG. 32 is retrieved if this last option is selected. Web page
3200 allows a user to specify particular camera and site parameters. The parameters may
then be submitted for storage in camera/site parameters database 396.

FIG. 33 is a diagram of system architecture 20 according to some embodiments.
System architecture 20 reflects a “one-to-many” topography, with communication network
comprising any combination of currently- or hereafter-known networking media,
configurations and protocols. More specifically, each of user devices 94 through 100 may
communicate with video source 200 and server 300 as described above in order to receive
a meeting Web page that displays video data received directly from video source 200. One
or more of the meeting Web pages received by user devices 94 through 100 may be
“Guest” Web pages such as Web page 1200 or “Host” Web pages such as Web page 1600.
Accordingly, more than one of user devices 94 through 100 may transmit requests to
control video source 200 to video source 200.

FIG. 34 is a diagram of system architecture 30 according to some embodiments.

System architecture 30 shows user device 100 through 106 in communication with various
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ones of video sources 200 through 206. Each of user devices 100 through 106 may receive
video data from each one of video sources 200 through 206 with which it communicates
and display the video data in a Web page as described above.

Each of user devices 100 through 106 is also in communication with at least one
server (not shown) that operates as described above. In some embodiments, one server
may operate to provide a user device with access to video data from more than one video
source. As illustrated in FIG. 33, one server may also or alternatively operate to provide
more than one user device with access to video data from a single video source.

Video sources 200 and 202 are located in room 40. Such an arrangement may
provide a user device such as user device 202 with two sets of video data that originate at a
same meeting location. A user device (e.g. user device 104) may operate to request video
data from only one video source (e.g. video source 202) that is located in a room with one
or more other video sources.

Those in the art will appreciate that various adaptations and modifications of the
above-described embodiments can be configured without departing from the scope and
spirit of the claims. Therefore, it is to be understood that the claims may be practiced

other than as specifically described herein.
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WHAT IS CLAIMED IS:

1. A method comprising:

receiving a Web page request; and

transmitting a Web page to a user device in response to the request, the Web page
comprising code usable by a Web browser of the user device to transmit a request for
video data to a remote video source and to receive the video data directly'from the remote

video source.

2. A method according to Claim 1, further comprising:

generating a token; and

transmitting the token to the remote video source,

wherein transmitting the Web page comprises transmitting the token to the user

device.

3. A method according to Claim 2, wherein the remote video source transmits the
video data directly to the user device if the received token is associated with a token

received from the user device with the request for video data.

4. A method according to Claim 1, wherein the Web page further comprises code
usable by a Web browser to display video source controls and, upon user selection of the

video source controls, to directly control the remote video source based on the selection.

5. A method according to Claim 1, wherein the user device displays the video data

within a frame of the Web page.

6. A method according to Claim 5, wherein the user device displays the video data
within the frame of the Web page in a first video format, and the method further
comprising:

receiving a second Web page request from the user device; and

transmitting a second Web page to the user device in response to the second
request, the second Web page comprising information uéable by the Web browser to

transmit a second request for the video data to the remote video source, to receive the
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video data directly from the remote video source, and to display the video data in a frame

of the second Web page in a second video format.

7. A method according to Claim 6, wherein receiving the second Web page
request comprises receiving a token from the user device, the method further comprising:

after receiving the second Web page request and prior to transmitting the second
Web page to the user device, determining that the user device is authorized to receive the

video data based on the token.

8. A method according to Claim 6, further comprising:
after receiving the second Web page request and prior to transmitting the second
Web page to the user device, determining that a meeting associated with the video data is

ongoing.

9. A method according to Claim 1, wherein the Web page further comprises code
usable by a Web browser to display a presentation sharing control and, upon user selection
of the presentation sharing control, to transmit an HTTP-based request to launch a Web-

based presentation sharing application.

10. Anp apparatus comprising:
a storage device to store processor-executable process steps; and
a processor in communication with the storage device and operative to execute the
process steps to:

receive a Web page request; and

transmit a Web page to a user device in response to the request, the Web
page comprising code usable by a Web browser of the user device to transmit a
request for video data to a remote video source and to receive the video data

directly from the remote video source.

11. An apparatus according to Claim 10, the processor further operative to execute
the process steps to:
generate a token; and

transmit the token to the remote video source,
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wherein transmission of the Web page comprises transmission of the token to the

user device.

12. An apparatus according to Claim 11, wherein the remote video source
transmits the video data directly to the user device if the received token is associated with

a token received from the user device with the request for video data.

13. An apparatus according to Claim 11, wherein the Web page further comprises
code usable by a Web browser to display video source controls and, upon user selection of
the video source controls, to directly control the remote video source based on the

selection.

14. An apparatus according to Claim 11, wherein the user device displays the
video data within a frame of the Web page in a first video format, and wherein the
processor is further operative to execute the process steps to:

receive a second Web page request from the user device; and

transmit a second Web page to the user device in response to the second request,
the second Web page comprising ififormation usable by the Web browser to transmit a
second request for the video data to the remote video source, to receive the video data
directly from the remote video source, and to display the video data in a frame of the

second Web page in a second video format.

15. An apparatus according to Claim 14, wherein reception of the second Web
page request comprises reception of a token from the user device, and wherein the
processor is further operative to execute the process steps to:

determine, after receiving the second Web page request and prior to transmitting
the second Web page to the user device, that the user device is authorized to receive the

video data based on the token.

16. An apparatus according to Claim 14, wherein the processor is further operative
to execute the process steps to:

determine, after receiving the second Web page request and prior to transmitting
the second Web page to the user device, that a meeting associated with the video data is
ongoing.
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17. An apparatus according to Claim 16, wherein the Web page further comprises
code usable by a Web browser to display a presentation sharing control and, upon user
selection of the presentation sharing control, to transmit an HTTP-based request to launch

a Web-based presentation sharing application.

18. A method comprising:

transmitting a Web page request;

receiving a Web page from a server in response to the request;

transmitting a request for video data to a remote video source using code of the
Web page; and

receiving the video data directly from the remote video source.

19. A method according to Claim 18, further comprising:
receiving a token from the server,
wherein transmitting the request comprises transmitting the token to the remote -

video source.

20. A method according to Claim 19, wherein the video data is received from the
remote video source only if the received token is associated with a token received by the

remote video source from the server.

21. A method according to Claim 18, further comprising:

displaying a video source control based on code of the Web page;

receiving a user selection of the video source control; and

transmitting a request to control the remote video source to the remote video source

based on code of the Web page that is associated with the selected video source control.

22. A method according to Claim 18, further comprising:
displaying the received video data within a frame of the Web page.

23. A method according to Claim 22, further comprising:
displaying the video data within the frame of the Web page in a first video format;
displaying a video format control based on code of the Web page;
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receiving a user selection of the video format control;

transmitting a second Web page request based on the selected control;

receiving a second Web page from the server in response to the second request;

transmitting a second request for the video data to the remote video source using
code of the second Web page; .

receiving the video data directly from the remote video source; and

displaying the video data in a frame of the second Web page in a second video

format,

24. A method according to Claim 23, wherein transmitting the second Web page
request comprises transmitting a token to the server, and wherein the second Web page is
received from the server only if the received token is associated with a token previously-

transmitted by the server.

25. A method according to Claim 23, wherein the second Web page is received

from the server only if a meeting associated with the video data is ongoing.

26. A method according to Claim 18, further comprising:

displaying a presentation sharing control based on code of the Web page;
receiving a user selection of the presentation sharing control; and

transmitting an HTTP-based request to launch a Web-based presentation sharing

application based on code associated with the presentation sharing control.

27. An apparatus comprising:
a storage device to store processor-executable process steps; and
a processor in communication with the storage device and operative to execute the
process steps to: |
transmit a Web page request;
receive a Web page from a server in response to the request;
transmit a request for video data to a remote video source using code of the
Web page; and
receive the video data directly from the remote video source.

)
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28. A apparatus according to Claim 27, the processor further operative to execute
the process steps to:

receive a token from the server,

wherein transmission of the request comprises transmission of the token to the

remote video source.

29. A apparatus according to Claim 28, wherein the video data is received from
the remote video source only if the received token is associated with a token received by

the remote video source from the server. -

30. A apparatus according to Claim 27, the processor further operative to execute -
the process steps to:

display a video source control based on code of the Web page;

receive a user selection of the video source conirol; and

transmit a request to control the remote video source to the remote video source

based on code of the Web page that is associated with the selected video source control.

31. A apparatus according to Claim 27, the processor further operative to execute
the process steps to: )

display the received video data within a frame of the Web page.

32. A apparatus according to Claim 31, the processor further operative to execute
the process steps to:

display the video data within the frame of the Web page in a first video format;

display a video format control based on code of the Web page;

receive a user selection of the video format control;

transmit a second Web page request based on the selected control;

receive a second Web page from the server in response to the second request;

transmit a second request for the video data to the remote video source using code
of the second Web page;

A receive the video data directly from the remote video source; and

display the video data in a frame of the second Web page in a second video format.
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33. A apparatus according to Claim 32, wherein transmission of the second Web
page request comprises transmission of a token to the server, and wherein the second Web
page is received from the server only if the received token is associated with a token

previously-transmitted by the server.

34. A apparatus according to Claim 32, wherein the second Web page is received

from the server only if a meeting associated with the video data is ongoing.

35. A apparatus according to Claim 27, the processor further operative to execute
the process steps to: ‘

display a presentation sharing control based on code of the Web page;

receive a user selection of the presentation sharix'lg control; and

transmit an HTTP-based request to launch a Web-based presentation sharing

application based on code associated with the presentation sharing control.

36. A system comprising:

a user device to transmit a Web page request;

a server to transmit a Web page to the user device in response to the request; and

a remote video source to receive a request for video data from the user device, and
to transmit the video data directly to the user device,

wherein the request is transmitted by the user device using code of the Web page.

37. A system according to Claim 36, wherein the user device transmits the request

and authorization data to the server, and
wherein the server validates the authorization data, transmits a token to the user

device, and transmits the token to the remote video source.

38. A system according to Claim 37, wherein the remote video source receives the
request for video data and a request token from the user device, determines if the request
token is associated with the token received from the server, and transmits the video data
directly to the user device only if the request token is associated with the token received

from the server.
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39. A system according to Claim 36, wherein the user device displays a video
source control based on code of the Web page, receives a user selection of the video source
control, and transmits a request to control] the remote video source to the remote video
source based on code of the Web page that is associated with the selected video source
control, and )

wherein the remote video source receives the request to control the remote video
source, executes a control function based on the request to control the remote video source,

and transmits new video data directly to the user device.

40. A system according to Claim 36, wherein the user device displays the received

video data within a frame of the Web page.

41. A system according to Claim 40, wherein the user device displays the video
data within the frame of the Web page in a first video format, displays a video format
control based on code of the Web page, receives a user selection of the video format
control, transmits a second Web page request to the server based on the selected control,

wherein the server transmits a second Web page to the user device in response to
the second request,

wherein the user device transmits a request for second video data to the remote
video source using code of the second Web page,

wherein the remote video source transmits the second video data directly to the
user device in response to the request for second video data, and

wherein the user device displays the second video data in a frame of the second

Web page in a second video format.

42. A system according to Claim 41, wherein transmission of the second Web
page request comprises transmission of a token to the server, and

wherein the server determines if the received token is associated with a token
previously-transmitted by the server to the user device, and transmits the second Web page
to the user device only if the received token is associated with the previously-transmitted

token.
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43. A system according to Claim 40, wherein the server determines if a meeting
associated with the video data is ongoing, and transmits the second Web page to the user

device only if a meeting associated with the video data is ongoing.

44. A system according to Claim 36, the user device displays a presentation
sharing control based on code of the Web page, receives a user selection of the
presentation sharing control, and transmits an HTTP-based request to launch a Web-based

presentation sharing application based on code associated with the presentation sharing

control.
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