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IDENTIFICATION TAG WITH ENHANCED SECURITY
Technical Fiel

The invention relates to an identification tag of the type used with a detector to

identify and surveil objects such as library media and consumer goods.

Background of the Invention
Electronic article surveillance (“EAS”) systems detect the presehce of small

electronic devices placed on or in an article or carried by a person of interest, and are
often used 1n retail or library environments to deter theft or other unauthorized removal
of articles. These devices, which are commonly known as tags or markers, have in the
past contained only information regarding the presence of an item. This information
could be obtained by electronically interrogating the tag, either intermittently or
continuously. At least four distinct types of EAS systems have evolved over the years,
based on how this interrogation was carried out: magnetic, magnetomechanical, radio
frequency, and microwave. Of these four, magnetic systems have provided the highest
level of security in most applications. Magnetic tags are easily hidden in or on an object,
difficult to defeat (because they are less susceptible to shielding, bending, and pressure),
and easy to deactivate and reactivate, thereby providing a high degree of security and
some information regarding the status of a tagged article.

- Many users of EAS systems desire to know more than just whether a tagged
object 1s present. They also want to know which tagged object is present, for example.
Detailed information regarding the characteristics of objects, such as their date of
manufacture, inventory status, and owner have generally been communicated to
automated handling and cdntrol systems through an optical bar code. While inexpensive
and effective, the optical bar code system has certain limitations. Bar codes must be
visible, which limits the locations in which they may be placed, and bar codes can easily
be obscured, either accidentally or intentionally. The range at which a detector can
sense the bar code 1s also comparatively small. The bar code may also have to be
appropriately positioned for detection. Also, because bar codes are often exposed to
permit detection, the barcode is susceptible to damage that can result in detection

fatlures. Lastly, multiple items must be processed one at a time. These constraints of
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bar code systems make them undesirable or inefficient for some applications, such as
marking library media.

More recently, electronic identification (also known as radio frequency
identification or RFID) techniques have been developed to address the limitations of
optical barcodes. RFID systems have succeeded in providing object identification and
tracking, but are deficient in providing object security because most RFID systems
operate 1n frequency ranges (~1 MHz and above) in which the tag is easily defeated. The
secunty deficiency associated with radio frequency tags arises because they can be
“shuelded” by, for example, covering the tag with a hand or aluminum foil, or even
placing the tag in a book. Even battery-powered radio frequency tags may be blocked,
although their range is superior and blocking would be more difficult. Thus, objects
tagged with an RFID tag may escape detection, either inadvertently or intentionally.
This greatly reduces their effectiveness as security devices. RFID markers are also
related to “smart cards.” Both contact and contactless smart cards have appeared In
commercial applications. Smart cards tend to be associated with a specific person rather
than with a tagged object. Issues related to the security and tracking of the smart card
(or of the person carrying it) are similar to those discussed above for RFID markers.

The security 1ssues associated with RFID markers are similar to those familiar to
anyone skilled in the art of radio frequency- and microwave-based EAS tags.
Substantial effort has been expended in attempts to remedy the deficiencies of radio
frequency- and microwave-based EAS tags. However, none has substantially improved
their performance as security tags. U.S. Patent No. 5,517,195 (Narlow et al.), entitled
"Dual Frequency EAS Tag with Deactivation Coil,” describes a dual frequency
microwave EAS tag that includes an antenna circuit having a diode, and a deactivation
circuit. The deactivation circuit responds to a low energy alternating magnetic field by
inducing a voltage in the diode of the antenna circuit so as to disable the diode and the
antenna, thereby deactivating the tag. Although useful for some applications, the
capacitor-based tag disclosed in Narlow et al. may leak electrical charge over time,
which could cause the tag to become activated unintentionally.

Radio frequency EAS tags of the type disclosed in U.S. Patent No. 4,745,401
(Montean et al.) include a magnetic element. The magnetic element alters the tuning of

the tag when it has been suitably magnetized by an accessory device, and thereby blocks
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the radio frequency response of the tag. Although these tags have a certain utility, they
still do not address the issues of enhanced security and identification.

Radio frequency identification technology has been developed by a number of
companies, including Motorola/Indala (see U.S. Patent Numbers 5,378,880 and
5,565,846), Texas Instruments (see U.S. Patent Numbers 5,347,280 and 5,541,604),
Mikron/Philips Semiconductors, Single Chip Systems (see U.S. Patent Numbers
4,442,507 4,796,074, 5,095,362; 5,296,722; and 5,407,851), CSIR (see European
document numbers 0 494 114 A2; 0 585 132 Al; 0 598 624 Al: and 0 615 285 A2),
IBM (see U.S. Patent Numbers 5,528,222; 5,550,547; 5,521,601; and 5,682,143), and
Sensormatic Electronics (see U.S. Patent No. 5,625,341). These tags all attempt to
provide remote identification without the need for a battery. They operate at
frequencies ranging from 125 KHz to 2.45 GHz. The lower frequency tags ( ~125
KHz) are moderately resistant to shielding, but have only limited radio frequency
functionality due to bandwidth constraints. In particular, systems based on these
markers generally operate reliably only when a single tag is in the interrogation zone at a
time. They also tend to be relatively bulky and expensive to manufacture. At higher
frequencies, (typically 13.56 MHz, 915 MHz, and 2.45 GHz), the added bandwidth
available has permitted the development of systems which can reliably process multiple
tags in the interrogation zone in a short period of time. This is highly desirable for many
product applications. In addition, some of the tag designs hold the promise of being
relatively inexpensive to manufacture and therefore more attractive to a customer.
However, these higher frequency devices share to varying degrees the susceptibility to
shielding discussed earlier. Thus, they cannot provide the high level of security
demanded in certain applications, such as a library.

It would therefore be desirable to provide an inexpensive, secure tag that could
be used on, for example, airline luggage, overnight parcels, and library books to provide

object identification, tracking, and security.

Summary of the Invention
The present invention minimizes or eliminates the disadvantages associated with
conventional tags of the types described above, by providing a tag including a

combination of a magnetically-responsive element and a radio frequency-responsive
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element. By providing both elements on a single combination tag, the features of each
may be realized and the disadvantages of each overcome. In one embodiment, the
magnetically-responsive element serves as an antenna for the radio frequency-responsive
element, either by being physically connected to the latter, or by being electrically
coupled but not physically connected.

Bnef Description of the Drawings
The present invention is described in greater detail with reference to the attached

Figures, in which like numbers represent like structure throughout the several views, and
in which

Figures 1A and 1B are schematic illustrations of radio frequency identification
tags,

Figure 2 1s a schematic of a second embodiment of a radio frequency
identification tag;

Figure 3 1s a schematic top view of a combination tag according to the present
invention;

Figure 4 is a block diagram of an RFID interrogation system interacting with an
RFID tag; and

Figures 3, 6, 7, and 8 are illustrations of combination tags according to the

present invention.

Detailed Description of the Invention

The tag of the present invention incorporates both object identification and
effective security in a single device. It includes an element that is responsive to a
magnetic interrogation signal, and an element that is responsive to a radio frequency
interrogation signal. In one embodiment, the magnetically-responsive element also
provides the antenna for the radio frequency-responsive element. The term “responsive”
means, in the context of the present invention, that the element provides intelligible
information when subjected to an appropriate interrogation field. The individual
elements are described first below, followed by a description of the combination tag of

the present invention.



10

15

20

25

30

CA 02333566 2000-11-28

WO 99/65006 PCT/US98/23412

I. The Magnetically-Responsive Element

The magnetically-responsive element of the present invention is preferably made
of a low coercive force, high permeability ferromagnetic material, such as the material
used in the strips sold by the Minnesota Mining and Manufacturing Company of St.
Paul, Minnesota (3M) under the designation “TATTLETAPE ™ brand strips. These
strips, or marker assemblies, are described in several patents assigned to 3M, including
U.S. Patent Nos. 5,331,313 (Koning) and 3,747,086 (Peterson). Exemplary low
coercive force, high permeability ferromagnetic materials include permalloy (a
nickel/iron alloy), and high performance amorphous metals such as those available from
the AlliedSignal Company of Morristown, NY under the designations Metglas 2705M
and Metglas 2714A.

The magnetically-responsive element may be either single status or dual status,
depending on the nature of the article with which the element is associated. For
example, certain reference books in libraries are not to be removed from the library, and
thus a single-status (non-deactivatable) marker would always indicate whether such a
book passed within an interrogation zone. Other articles, such as common library
materials or commercial goods, may require a dual-status marker assembly, so that when
the article has been properly processed the marker may be appropriately deactivated to
prevent detection by the interrogation source. Dual status functionality is generally
provided through the addition of sections of higher coercivity magnetic material in
proximity to the low coercivity magnetic material, as described below and in the
Peterson patent referenced above.

Certain magnetically-responsive elements have the ability to switch magnetic
orientation rapidly when passed through a low frequency alternating magnetic field (50
Hz to 100 KHz, for example), and to produce a predetermined characteristic response
that may be detected by the receiving coils of a detector. The switching function of the
marker assembly is controlled by the magnetization state of the high coercive force
elements, or “keeper elements.” When these keeper elements are magnetized, the ability
of the marker to magnetically switch back and forth within the alternating magnetic field
of the interrogation zone is altered, and the marker typically is not detected. When the

keeper elements are demagnetized, the marker can again perform the switching function,
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enabling the interrogation source to detect the presence of the marker. The keeper
elements may be provided in different ways, as is known in the art.
The marker assembly may also include adhesive on one or both sides thereof, to
enable the marker to be bonded to a book or other article. The adhesive layer(s) may be
5 covered by a removable liner, to prevent adhesion of the marker to an unintended
surface prior to application to the intended surface. These and other features of the
marker assembly are described in the U.S. Patent Nos. 3,790,945 (Fearon), 5,083,112
(Piotrowski), and 5,331,313 (Koning).
Because low frequency magnetic elements of this type are difficult to shield from
10 detection, they may be effectively used on a wide variety of items when security is
important. In addition, they may be deactivated and reactivated more conveniently,
completely, and repeatedly than markers employing other EAS technologies, making
them more suitable for use in certain applications (such as libraries) where this

characteristic 1s highly desirable.

15

II. The Radio Frequency-Responsive Element
RFID tags can be either active or passive. An active tag incorporates an
additional energy source, such as a battery, into the tag construction. This energy
source permits active RFID tags to create and transmit strong response signals even in
20 regions where the interrogating radio frequency field is weak, and thus an active RFID
tag can be detected at greater range. However, the relatively short lifetime of the
battery limits the useful life of the tag. In addition, the battery adds to the size and cost
of the tag. A passive tag derives the energy needed to power the tag from the
interrogating radio frequency field, and uses that energy to transmit response codes by
25 modulating the impedance the antenna presents to the interrogating field, thereby
modulating the signal reflected back to the reader antenna . Thus, their range is more
hmited. Because passive tags are preferred for many applications, the remainder of the
discussion will be confined to this class of tag. Those skilled in the art, however, will
recognize that these two types of tags share many features and that both can be used
30 with this invention.
As shown in Figure 1, a passive radio frequency-responsive element 10 typically

includes two components: an integrated circuit 12 and an antenna 14. The integrated
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circuit provides the primary identification function. It includes software and 'circuitry to
permanently store the tag identification and other desirable information, interpret and
process commands received from the interrogation hardware, respond to requests for
information by the interrogator, and assist the hardware in resolving conflicts resulting
from multiple tags responding to interrogation simultaneously. Optionally, the
Integrated circuit may provide for updating the information stored in its memory
(read/write) as opposed to just reading the information out (read only). Integrated
circuits suitable for use in RFID markers include those available from Texas Instruments
(in their TIRIS line of products), Philips (in their Mifare and Hitag line of products),
Motorola/Indala, and Single Chip Systems, among others.

The antenna geometry and properties depend on the desired operating frequency
of the RFID portion of the tag. For example, 2.45 GHz (or similar) RFID tags would
typically include a dipole antenna, such as the linear dipole antennas as shown in Figure
1A, or the folded dipole antennas 14a shown attached to the radio frequency responsive
element 10a in Figure 1B. A 13.56 MHz (or similar) RFID tag would use a spiral or
coil antenna 14b, as shown attached to the radio frequency responsive element 10b in
Figure 2. In either ease, the antenna 14 intercepts the radio frequency energy radiated by
an interrogation source. This signal energy carries both power and commands to the
tag. The antenna enables the RF-responsive element to absorb energy sufficient to
power the IC chip and thereby provide the response to be detected. Thus, the
characteristics of the antenna must be matched to the system in which it is incorporated.
In the case of tags operating in the high MHz to GHz range, the most important
characteristic is the antenna length. Typically, the effective length of a dipole antenna is
selected so that it is close to a half wavelength or multiple half wavelength of the
Interrogation signal. In the case of tags operating in the low to mid MHz region (13.56
MHz, for example) where a half wavelength antenna is impractical due to size
limitations, the important characteristics are antenna inductance and the number of turns
on the antenna coil. For both antenna types, good electrical conducttvity is required.
Typically, metals such as copper or aluminum would be used, but other conductors,
including magnetic metals such as permalloy, are also acceptable and are, in fact,
preferred for purposes of this invention. It is also important that the input impedance of

the selected IC chip match the impedance of the antenna for maximum energy transfer.
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Additional information about antennas is known to those of ordinary skill in the art
from, for example, reference texts such as J.D. Kraus, Antennas (2d ed. 1988, McGraw-
Hill, Inc., New York).

A capacitor 16 is often included to increase the performance of the marker, as
shown in Figure 2. The capacitor 16, when present, tunes the operating frequency of
the tag to a particular value. This is desirable for obtaining maximum operating range
and insuning compliance with regulatory requirements. The capacitor may either be a
discrete component, or integrated into the antenna as described below. In some tag
designs, particularly tags designed to operate at very high frequencies, such as 2.45
GHz, a tuning capacitor is not required. The capacitor is selected so that, when coupled
to the inductance provided by the antenna, the resonant frequency of the composite

structure, given by:

(1 ]
e
\271' LC

where
C = capacitance (in Farads)

L = inductance (in Henries)

closely matches the desired operating frequency of the RFID system. The capacitor may
also be a distnbuted capacitor as described in U.S. Patent Nos. 4,598,276 (Tait et al.)
and 4,578,654 (Tatt et al.), which are assigned to 3M. Distributed capacitance is
desirable to reduce tag size, particularly thickness, and to minimize manual assembly.
In operation, as shown in Figure 4, the radio frequency-responsive tag 110 is
interrogated by an EAS security system 100, which is typically located near the point at
which the tags are to be monitored. An interrogation zone may be established by
placing spaced detection panels across the exits from the room in which the tagged
articles are located, near a conveyor carrying items to be monitored, or the like. Hand
held detection devices may also be used. An interrogation source 102 (typically
including a drive oscillator and an amplifier) is coupled to an antenna 104 (sometimes

described as a field coil) for transmitting an alternating radio frequency field, or

interrogation signal, in the interrogation zone. The system 100 also includes an antenna
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for receiving a signal (shown as antenna 104, and sometimes described as a receiving
coil) and detector 106 for processing signals produced by tags in the interrogation zone.
The interrogation source 102 transmits an interrogation signal 200, which may
be selected within certain known frequency bands that are preferred because they do not
interfere with other applications, and because they comply with applicable government
regulations. When the radio frequency-responsive element receives an interrogation
signal it transmits its own response code signal 202 that is received by the antenna 104
and transmitted to detector 106. The detector decodes the response, identifies the tag
(typically based on information stored in a computer or other memory device 108), and
takes action based on the code signal detected. Various modifications of the illustrated
system are known to those of skill in the art including, for example, using separate
antennas for the interrogation source 102 and the detector 106 in place of the single

antenna 104 that 1s illustrated.

III. The Combination Tag

As shown in Figures 3 and 5 through 8, the combination tag 20 of the present
Invention combines a magnetically-responsive element with an RE-responsive element to
provide the advantages of both. Thus, the two elements can be applied to an item of
Interest at the same time, thereby reducing cost. The combination tag may be provided
with a pressure sensitive adhesive covered by a removable liner, which enables the
combination tag to be adhered to a surface of the article when the liner has been
removed. In another embodiment, the tag uses the magnetically-responsive element as
an antenna for the radio frequency-responsive element. The magnetically-responsive
element, when used as an antenna, is electrically coupled to the radio frequency-

responsive element, and may or may not also be physically coupled to the radio

frequency-responsive element.

The combination tag made according to the present invention may be
interrogated two ways. First, the RFID interrogation source would use radio frequency
signals to request and receive codes from the integrated circuit. This information would
indicate, for example, the identification of the article with which the tag is associated,
and whether the article had been properly processed. Second, a magnetic interrogation

field would interrogate the tag to determine whether the magnetic portion of the marker
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assembly was active. If the marker assembly was active, the interrogation source would
produce a response, such as a notification that the marked article had not been properly
processed. Because the magnetic interrogation is more resistant to shielding than the
radio frequency interrogation, the magnetic portion of the combination tag would
provide enhanced security. Thus, the features of both magnetic and RFID tags are
combined into a single combination tag.

In a preferred embodiment, the combination tag includes a magnetically-
responsive element that also functions as the antenna in the circuitry of the radio
frequency-responsive element. To serve both functions, the antenna material must
exhibit low magnetic coercivity and very high magnetic permeability (to serve as an
efficient security element), and moderate to high electrical conductivity (to function as
an efficient antenna). In addition, the geometry of the antenna must be compatible with
both functions. In this embodiment, the antenna could, for example, be fabricated from
permalloy, an alloy of nickel and iron.

In one embodiment, a 3M “Tattle-Tape ™ brand security strip, or other
equivalent magnetic element, may be used as a linear dipole antenna to operate at 2.45
GHz or a similar high frequency. The length, width and thickness of this strip are
selected to match the particular operating frequency and other characteristics of the
RFID chip used. Typically, the strip would be made from permalloy (available from a
number of sources including Carpenter Specialty Alloys, Reading, PA, under the trade
name “HyMu80”) or an amorphous alloy such as that available from the AlliedSignal
Company of Morristown, NY, under the designation 2705M, and its length would be
between 6.35 and 16.5 cm (2.5 and 6.5 inches). The terminals of the integrated circuit
would be physically connected to the ends of the security strip. Electrical measurements
of impedance and power gain have established that such a magnetic strip provides the
same fundamental electrical characteristics as the copper or aluminum dipole antennas
normally used with such a chip, and thus it would be expected to perform both functions
satisfactorily.

When the magnetically-responsive element is used as at least part of the antenna
for the radio frequency-responsive element, the two are electrically coupled to each
other. Electrical coupling may occur because of a physical connection between multiple

elements (as shown in Figure 5), or, in the absence of a physical connection, by non-
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contact electromagnetic coupling (as shown in Figure 6). Non-contact coupling can
include parasitic coupling, capacitive coupling, or inductive coupling, and use such
antenna components as parasitic antenna elements, reflector and director antennas, Yagi-
Uda antennas, or other suitable antenna configurations.

The combination tag shown in Figure 3 includes coil turns made from magnetic
material. The tag could be, for example, a 13.56 MHz tag having an antenna structure
such as 14c in which flux collectors are provided at the corners to improve the magnetic
tunction of the tag. Other types of flux collectors may be provided.

The combination tag 20 shown in Figure 5 includes a physical connection
between the antenna 22, which is made of magnetically-responsive material, and the
integrated circuit 12. One or more keeper elements or the type described above also
may be applied to the magnetically-responsive material, so that it may be selectively
activated and deactivated to provide a dual status tag. The antenna 22a shown in Figure
6, however, s not physically connected to the integrated circuit 12 or the dipole antenna
23, but 1s nonetheless electrically coupled to the dipole antenna by parasitic dipole
coupling to provide a combination tag 20a. The dipole antenna 23 may comprise either
magnetically-responsive material or non-magnetically-responsive material.

Figures 7 and 8 illustrate embodiments in which more than one antenna 22 is
provided to electrically couple with antennas 23b and 23c, respectively. In the
combination tag 20b shown in Figure 7, integrated circuit 12 includes dipole antenna
23b, which 1s parasitically coupled to antennas 22b. Antennas 22b are made of
magnetically-responsive material, and antenna(s) 23b may be made of magnetically-
responsive material. In the combination tag 20c shown in Figure 8, a radio frequency-
responsive element of the type shown in Figure 2 is parasitically electrically coupled to
antennas 22c¢. Antennas 22¢ are made of magnetically-responsive material, and
antenna(s) 23¢ may be made of magnetically-responsive material. Other variations of
these embodiments are easily designed.

The overall thickness of the combination tag should be as small as possible, to
enable the tag to be inconspicuously placed on or in an article. For example, the tag
may be applied with adhesive between the pages of a book, and it is desirable to make

the tag thin enough to prevent easy detection by observing the end of the book.
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Conventional ICs may be approximately 0.5 mm (0.02 in) thick, and the overall
thickness of the tag is preferably less than 0.635 mm (0.025 in).

The combination tags of this invention may be provided in roll form, to enable
the automated sequential application of individual tags to articles. This general system is
described in, for example, PCT Publication No. WO 97/36270 (DeVale et al.).
Individual combination tags, one or more surfaces of which may be covered by an
adhesive (such as a pressure sensitive adhesive), may be removed from the roll and
applied between two pages of a book, near its binding. A page spreader may be
provided to facilitate insertion of the combination tag, and other options such as sensors
to detect the position of various components in the system may also be provided.

The combination tag of the present invention is believed to have particular,
although not exclusive, use in the processing of library materials. Library materials
having an RFID tag of this type could be checked in and out more easily, perhaps
without human assistance. That is, the materials would automatically be checked out to
a particular patron (who may herself have an RFID tag associated with her library card)
when the patron passes through a suitable detection zone, and checked back in when the
patron re-enters the library with the materials. The tag of the invention may also assist
In inventory management and analysis, by enabling library administrators to keep track
of matenals instantaneously and continuously. These and other features of the invention
can, of course, be brought to bear on other applications, such as materials handling in
stores, warehouses, and the like.

In another embodiment, the combination tag of the present invention could
provide dual-status marker information both through a magnetic response (indicating
whether the magnetic features of the tag had been activated or deactivated) and through
a radio frequency response (indicating, through the use of appropriate software, whether
the database or the memory on the RFID chip itself showed that the item had been
appropriately processed).

The present invention is further described with reference to the following

Examples.
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EXAMPLES

Example One
A combination tag was made in accordance with the present invention. A
permalloy strip produced from an alloy available from the Carpenter Technology
5 Corporation of Reading, Pennsylvania under the designation “HyMu80" was attached to
a test fixture manufactured by Single Chip Systems (SCS) of San Diego, California. The
strip measured approximately 1.6 mm (0.625 in) wide by 0.0254 mm (0.001 in) thick by
10.16 cm (4 1n) long. The test fixture consisted of a standard SCS 2.45 GHz antenna
connected to an LED diode. The device was designed so that upon exposure to a 2.45
10 GHz field strong enough to power a typical SCS RFID tag the LED would glow,
providing an immediate visible confirmation of the proper operation of the power-
receiving portion of the device. Upon replacing the standard SCS antenna with the
prototype permalioy antenna, the LED illuminated at approximately the same field

strength, confirming the successful operation of the prototype.
15
Example Two
Figure 3 illustrates another embodiment of an antenna that is believed useful with
a 13.56 MHz RFID design. At this frequency, a coil-type antenna geometry is
preferred. The spiral turns comprising the coil are formed from a magnetic alloy such as
20 permalloy, either by etching (physical or chemical), die cutting, or deposition through a
mask. The straight “arm” portions of the coil serve also as the magnetically responsive
elements in this design. However, the reduced length of these metallic elements in this
geometry hmits the effectiveness of the magnetic security portion of the device. In the
embodiment shown in Figure 3, flux collection elements provided at the corners have
25 been added to the antenna coil to overcome this limitation. The construction shown in
Figure 3 would, preferably, include a capacitor as previously described to tune the
operating frequency of the antenna to the prescribed interrogation frequency.
The charactenistics of the antenna described in this example were compared with
the characteristics of known antennas for radio frequency integrated circuits, and
30 because those characteristics were similar, it is believed that the antenna of this example

would function adequately in such an application.
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The present invention has been described with regard to several embodiments
thereof. Persons of ordinary skill in the art will appreciate that modifications of the

embodiments described will also be within the scope of the invention.
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We claim:

1. A combination tag, comprising
- (@) a magnetically-responsive detectable security element; and
(b) a radio frequency-responsive element including an integrated circuit,

wherein the radio frequency-responsive element is electrically coupled to the

magnetically-responsive element and uses the magnetically-responsive
element as at least part of an antenna. '

2. A combination tag according to claim 1, wherein the magnetically-responsive

element includes a low coercive force, high permeability ferromagnetic
material.

3. The combination tag of claim 1, wherein the radio frequency-responsive
element is physically coupled to the magnetically-responsive element.

4. The combination tag of claim 1, wherein the magnetically-responsive element
provides dual status information.

S. The combination tag of claim 1, wherein the radio frequency-responsive
element communicates with a database to provide dual status information.

6. The combination tag of claim 1, wherein the tag includes a programmable
memory element that provides dual status information.

7. A system including the combination tag of claim 1, wherein the system further
comprises an interrogation source for interrogating the magnetically-
responsive element, and an interrogation source for interrogating the radio
frequency-responsive element.

8. The system of claim 7, wherein the system further includes a database having
information about the combination tag.

9. The combination tag of claim 1, wherein the tag is associated with a library
matenal.

10. The combination tag of claim 1, wherein the antenna is an electrical dipole or
colil.

AMENDED SHEET
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11.A combination tag comprsing one magnetic security element that is
responsive to an applied interrogation signal in the range of 50 Hz to 100 kHz,
and a second data communication element that is responsive to an applied
interrogation signal in the range of 125 kHz to 6 GHz, wherein the two
elements are electrically coupled to each other and the data communication
element uses the magnetic security element as at least part of an antenna.

12. The combination tag of any of claims 1 to 10, wherein said integrated circuit is

reprogrammable, said radio frequency-responsive element has information
storage and transmission capabilities to enable an interrogation system to
obtain information from the radio frequency-responsive element.

13. The combination tag of claim 11, wherein said second data communication
element is reprogrammable.

AMENDED SHEET
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