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(57) ABSTRACT 

A printing system receives a graphic document having a 
security area. The graphic document identifies a secure color 
to print in the security area. The graphic document is 
converted for printing by a printing engine of the printing 
system. This converting Substitutes a secure patterned color 
in place of the secure color. The specific printing engine 
prints the printing bitmap to output a printed version of the 
graphic document with the secure patterned color in the 
security area. The security area of the printed version of the 
graphic document has a color appearance, and the secure 
color does not identify the type of security feature within the 
secure patterned color. 
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SECURITY FEATURE IN GRAPHC 
DOCUMENTS 

BACKGROUND 

0001 Systems and methods herein generally relate to 
security features in printed documents, and more particu 
larly to security features in graphic documents. 
0002 Many times it is useful to easily identify whether a 
document is an original or a copy; or whether an original 
document has been altered. Some situations mandate that 
only an original document (e.g., a cashable check, an 
admission ticket, a claim check, etc.) will be accepted. In 
view of this, many techniques have been developed to allow 
items to be checked to determine if they are copies, such as 
watermarks, holograms, microtext, microgloss, specialty 
inks, etc.; and Such items generally do not copy very well, 
or show evidence of being a copy. 

SUMMARY 

0003 Exemplary printing systems herein have a network 
connection that receives a graphic document from a graphic 
design program operating on a graphic designer's network 
connected computerized device (after the graphic designer 
has completed and finalized the graphic document and 
intends for the graphic document to be printed). The graphic 
document has a “security area' identified by the graphic 
designer. More specifically, the graphic designer designates 
the security area by identifying a secure color to (potentially 
uniformly) print in the security area. In some examples, the 
secure color can be printed in all of the security area and 
only in the security area; and the secure color can in some 
instances be the only item printed in the security area. 
0004. In the printing system, a graphic user interface is 
operatively (meaning directly or indirectly) connected to a 
processor (such as a digital front end (DFE)). After receiving 
the graphic document into the printing system, the graphic 
user interface can provide a menu for selecting a secure 
patterned color for use with printing the graphic document; 
alternatively, the processor can automatically select the 
secure patterned color based on various criteria. For 
example, the patterned security feature can be microtext 
patterned features, microgloss patterned features, etc. 
0005. The processor converts the graphic document for 
printing by a specific printing engine of the printing system. 
The converting process Substitutes the secure patterned color 
in place of the secure color. The converting process even 
tually creates a printing bitmap, by performing Such secure 
color conversion within a secure print driver, by performing 
the conversion using the digital front end (DFE) of the 
printer, by performing a PDL to PDL, PDF to PS, etc., 
conversion outside the DFE after an unrevised PDL, PDF, 
PS, etc. is output from the graphic design program (to Supply 
a revised PDF to the print driver or DFE), etc. 
0006 That specific printing engine then prints the print 
ing bitmap on print media to output a printed version of the 
graphic document with the secure patterned color in the 
security area. The security area of the printed version of the 
graphic document has a (potentially uniform) color appear 
ance with a security pattern that can only be visually seen by 
observing gloss effects, through magnification, etc. 
0007 For improved security, the secure color selected by 
the graphic designer using the graphic design program does 
not include (is devoid of) any identification of the secure 
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patterned color, and the secure color can use the same 
mixture of marking colors as another color in the graphic 
document; however, the other color would not include (be 
devoid of) the secure patterned color. Indeed, the secure 
color can simply be printed using one or more base colorants 
of the printing engine, without the need for spot colorants. 
0008 Thus, with methods and systems herein, the secure 
color prints as microtext, microgloss, etc.; however, if the 
same graphic document is provided to a standard printer, the 
standard printer merely prints the secure color as a non 
patterned color. For example, if a second printing system 
receives the graphic document (and the second printing 
system is devoid of the ability to perform the converting 
performed by Systems and methods herein), the second 
printing system performs a different (second) converting of 
the graphic document for printing. The second converting 
process produces a second printed version of the graphic 
document having a non-patterned color corresponding to the 
secure color in the security area (where the non-patterned 
color and the color appearance can be the same or Substan 
tially similar color). 
0009 Various methods herein receive a graphic docu 
ment from a graphic design program operating on a graphic 
designer's computerized device after the graphic designer 
has completed and finalized the graphic document. Again, 
the graphic document has a security area, and the graphic 
document identifies a secure color to print in the security 
area. In some examples, the secure color can be printed in all 
of the security area and only in the security area; and the 
secure color can in Some instances be the only item printed 
in the security area. 
0010. After receiving the graphic document into the 
printing system, such methods provide for manual or auto 
matic selection of a secure patterned color for use with 
printing the graphic document (using the printing system). 
For improved security, the secure color does not identify (is 
devoid of an identification of) the secure patterned color. 
0011 Such methods then convert the graphic document 
for printing by a specific printing engine of the printing 
system (to eventually create a printing bitmap). This con 
verting process Substitutes the secure patterned color in 
place of the secure color. These methods then print the 
printing bitmap using the specific printing engine to output 
a printed version of the graphic document with the secure 
patterned color in the security area. 
0012. The security area of the printed version of the 
graphic document has a color appearance. A second printing 
system that does not have the ability to perform the con 
version process described herein may receive the graphic 
document. However, instead of Substituting the secure pat 
terned color in place of the secure color (as is performed by 
the systems and methods herein), the second printing system 
performs a non-secure (e.g., second) conversion of the 
graphic document for printing. The second converting pro 
cess produces a second printed version of the graphic 
document that has a non-patterned color corresponding to 
the secure color in the security area (instead of printing the 
secure patterned color in the security area). The non-pat 
terned color and the color appearance can be the same or 
Substantially similar color. 
0013. In some examples, the secure color can use the 
same mixture of marking colors as another color in the 
graphic document, but the other color would be devoid of 
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the secure patterned color. Also, the secure color can be 
printed using one or more base colorants of the printing 
engine. 
0014. These and other features are described in, or are 
apparent from, the following detailed description. 

BRIEF DESCRIPTION OF THE DRAWINGS 

00.15 Various exemplary systems and methods are 
described in detail below, with reference to the attached 
drawing figures, in which: 
0016 FIG. 1 is a flow diagram of various methods herein; 
0017 FIG. 2 is a schematic diagram illustrating various 
systems herein; 
0018 FIG. 3 is a schematic diagram illustrating one 
example of security features provided by systems and meth 
ods herein; 
0019 FIG. 4 is a schematic diagram illustrating one 
example of security features provided by systems and meth 
ods herein; 
0020 FIG. 5 is a schematic diagram illustrating one 
example of security features provided by systems and meth 
ods herein; 
0021 FIG. 6 is a schematic diagram illustrating one 
example of a color selection menu provided by Systems and 
methods herein; 
0022 FIG. 7 is a schematic diagram illustrating one 
example of a security feature selection menu provided by 
systems and methods herein; 
0023 FIG. 8 is a schematic diagram illustrating systems 
herein; 
0024 FIG. 9 is a schematic diagram illustrating devices 
herein; and 
0025 FIG. 10 is a schematic diagram illustrating devices 
herein. 

DETAILED DESCRIPTION 

0026. As mentioned above, various security features are 
commonly added to original documents to demonstrate that 
they are not copies or that they have not been altered. More 
specifically, during the creation of graphic documents 
(graphic documents are those containing some design ele 
ment that is in addition to plain text) arbitrary objects may 
be added with variable data security patterns. However, 
Some workflows for adding security features to graphic 
documents can be tedious at best for both the graphic artist 
and security expert. Many selections that are made to 
provide security features are not at all graphic artist friendly. 
In view of this, the systems and methods herein allow the 
graphic designer to simply select a specific secure color in 
the design; and a security expert or printing system operator 
later designates what security feature will be used to avoid 
altering the intended appearance of the Secure color selected 
by the graphic designer. Thus, the objects painted in these 
secure colors match a defined name that is replaced with a 
security feature (e.g., patterned ink) connected to a variable 
data channel via late binding, with other spot colors. This 
leads to a greatly improved and more secure workflow. 
0027 Many printing devices can have an extension hous 
ing (e.g., a fifth station) that can be supplied with a spot 
colorant (such as ultraviolet, infrared, silver, gold, clear 
colorants, etc.) that is used in addition to the standard or base 
colorants (e.g., CMYK (cyan, magenta, yellow, and black); 
RGB (red, green, blue), etc.). Spot colorants can use expen 
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sive inks to provide security features (e.g., ultraviolet ink, 
infrared ink, etc.). These would be very difficult to copy 
unless the specific specialty ink were inserted into the 
extension housing. Therefore, Some spot colorants can help 
prevent counterfeiting, and altering or forging documents 
(such as concert tickets or prescriptions). Other security 
features (microtext, microgloss, etc.) do not require typically 
expensive inks. 
0028. A graphic designer (potentially under the instruc 
tion of a security expert) may identify a specific area of the 
graphic document (e.g., a security area) that should include 
a security feature. With systems and methods herein, the 
graphic designer merely identifies this area by selecting a 
specially mapped color (e.g., sometimes referred to herein as 
a 'secure color) that is provided on a menu of the graphic 
design program for an item in the graphic document. With 
systems and methods herein, the graphic designer is not 
involved with the details of the security feature and, instead, 
the graphic designer merely selects the appropriate Secure 
color that has an aesthetically pleasing color that comple 
ments the remainder of the graphic document. The graphic 
artist then creates a ticket (or other published paper item) 
with a graphic design application such as Photoshop(R) or 
Illustrator(R). 

0029. The secure color can be previously mapped to a 
security feature type (e.g., secure patterned ink) and a 
variable data channel. The graphic artist thus merely 
changes an objects color to the secure color to define the 
security area. The tickets or other published paper items are 
then ready for proofing and printing through the late binding 
mechanism to which the secure color was mapped (e.g., 
pattern ink microgloss). Once the finalized graphic docu 
ment is received by the printing system operator (or security 
expert) the mapping can automatically convert the graphic 
document to one having a security feature, or the security 
feature can be manually created by the printing system 
operator or security expert. 
0030. With the systems and methods herein, the graphic 
artist needs no special tools or plug-ins (because the secure 
color is merely one of the many standard tool Support spot 
colors already Supported by the graphic design program). 
Also, the security expert and graphic artist work mostly 
independently (and the secure colors do not identify the 
specific security feature being used) which avoids providing 
the graphic designer with the information of which security 
feature will be used; thereby keeping that knowledge in 
fewer people's hands, and making the document more 
secure. Further, the ability of some printer definition lan 
guages (PDLs), such as portable document format (PDF) 
and PostScript, Support a patterned color space; and this 
allows the systems and methods herein to replace a single 
color with a complex pattern of many colors. 
0031. Therefore, the systems and methods herein identify 
a secure color to print in the security area. The graphic 
document is converted for printing by a printing engine of 
the printing system. This converting Substitutes a secure 
patterned color in place of the secure color. The specific 
printing engine prints the printing bitmap to output a printed 
version of the graphic document with the secure patterned 
color in the security area. The security area of the printed 
version of the graphic document has a color appearance, and 
the secure color does not identify the type of security feature 
or pattern within the secure patterned color. 
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0032. As shown in item 100 in FIG. 1, with various 
methods herein a graphic designer completes and finalizes a 
graphic document using a graphic design program operating 
on a graphic designer's computerized device. The graphic 
document in item 100 has a “security area' identified by the 
graphic designer. More specifically, with various methods 
herein, in item 100 the graphic designer designates the 
security area by identifying a secure color to (potentially 
uniformly) print in the security area. 
0033. Following this, as shown in item 102, the methods 
herein receive the graphic document from the graphic design 
program (after the graphic designer has completed and 
finalized the graphic document in item 100). In some 
examples, the secure color can be printed in all of the 
security area and only in the security area; and the secure 
color can in some instances be the only item printed in the 
security area. In other words, the secure color may only be 
used in the security area, may not be used anywhere else in 
the document, and that the secure color may be the only 
thing that appears in the security area (e.g., as a Solid block 
color). 
0034. After receiving the graphic document into the 
printing system in item 102. Such methods provide for 
manual or automatic selection of a secure patterned color for 
use with printing the graphic document (using the printing 
system) in item 104. For improved security, the secure color 
provided in item 100 does not identify (is devoid of an 
identification of) the type of security feature or pattern 
within the secure patterned color (which keeps such security 
pattern information with less individuals and makes the 
document more secure). 
0035. In item 106, such methods then convert the graphic 
document for printing by a specific printing engine of the 
printing system (to eventually create a printing bitmap 108). 
The converting process in item 106 substitutes the secure 
patterned color in place of the secure color. As shown in item 
110, these methods then print the printing bitmap using the 
specific printing engine to output a printed version of the 
graphic document with the secure patterned color in the 
security area 112. 
0036. The security area of the printed version of the 
graphic document has a color appearance. A second printing 
system that does not have the ability to perform the con 
version process described herein may receive the graphic 
document. However, instead of Substituting the secure pat 
terned color in place of the secure color (as is performed by 
the systems and methods herein), the second printing system 
performs a non-secure (e.g., second) conversion of the 
graphic document for printing. The second conversion pro 
cess produces a second printed version of the graphic 
document that has a non-patterned color corresponding to 
the secure color in the security area (instead of printing the 
secure patterned color in the security area). The non-pat 
terned color and the color appearance can be the same or 
Substantially similar color. 
0037. In some examples, the secure color can use the 
same mixture of marking colors as another color in the 
graphic document, but the other color would be devoid of 
the secure patterned color. Also, the secure color can be 
printed using one or more base colorants of the printing 
engine, and the systems and methods herein avoid printed 
using specialized inks Such as infrared, ultraviolet inks, etc. 
0038. As shown in FIG. 2, exemplary printing systems 
herein have a network connection 202 that receives a 
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graphic document from a graphic design program 270 
operating on a graphic designer's network-connected com 
puterized device 200, after the graphic designer has com 
pleted and finalized the graphic document and intends for 
the graphic document to be printed (the details of one 
exemplary computer are shown in FIG. 9, discussed below). 
The graphic design program 270 can be any software 
program that is utilized to create graphic documents 
(whether currently known or developed in the future), such 
as Adobe Photoshop(R), Adobe Illustrator(R) (available from 
Adobe Systems, San Jose, Calif., USA) Sketch Book Pro(R) 
(available from Autodesk, Inc., San Rafael, Calif., USA) 
CorelDraw Graphics Suite R (available from Corel Corpo 
ration, Ottawa, Ontario, Canada), etc. 
0039. The graphic document has items such as text 290 
and a “security area 292 identified by the graphic designer. 
More specifically, the graphic designer designates the Secu 
rity area 292 by identifying a secure color to (potentially 
uniformly) print in the security area 292. In some examples, 
the secure color can be printed in all of the security area 292 
and only in the security area 292; and the secure color can 
in some instances be the only item printed in the security 
area 292. 

0040. With systems and methods herein the graphic 
designer does not pick the security pattern, but instead only 
identifies the area where a security pattern will be supplied 
later by a separate converter and/or printing system. For 
example, see the discussion relating to the color selection 
menu 300 shown in FIG. 6. When selecting from available 
colors within the graphic design program 270, the secure 
color is identified as potentially containing a security fea 
ture; however, the details of the security feature (type of 
security feature, pattern of security feature) are not neces 
sarily provided through the color selection process of the 
graphic design program 270. By selecting the secure color, 
the graphic designer selects an aesthetically pleasing color 
that complements the design of the graphic document. The 
systems and methods herein allow the graphic designer to 
select a location within the graphic document where the 
security feature will be included, and this frees the graphic 
designer from the burden of correctly selecting the most 
appropriate security feature. Further, by not providing the 
graphic designer with the details of the security feature, the 
systems and methods herein make the security feature more 
secure by limiting the number of individuals who may have 
knowledge of the details of the security feature. 
0041. In the printing system, a graphic user interface 212 
is operatively (meaning directly or indirectly) connected to 
a processor 224 (such as a digital front end (DFE)). The 
details of one exemplary printer are shown in FIG. 10, 
discussed below. After receiving the graphic document into 
the printing system, the graphic user interface can provide a 
menu for selecting a secure patterned color 296 for use with 
printing the graphic document; alternatively, the processor 
can automatically select the secure patterned color 296 
based on various criteria. Details of one exemplary security 
feature selection menu are discussed below with respect to 
FIG. 7. 

0042. With systems and methods herein, the selection of 
the specific security feature that will be utilized is made by 
the printing system operator, and can be made manually 
through a secure print driver 272, a PDL to PDL, PDF to PS, 
etc., converter 274 (that can be external to, or within the 
DFE 224), the printer's 204 processor (DFE) 224, etc. Thus, 



US 2017/01 11543 A1 

the converter can be located within many different compo 
nents of the system, but performs the function of converting 
the document to include the secure patterned color for 
printing. Alternatively, the selection of the specific security 
feature that will be utilized can be made automatically based 
upon the specific printer's capabilities, the currently 
installed inks within the specific printing devices, the types 
of security features that are most appropriate for a specific 
design or color selected by the graphic designer, etc. Thus, 
the methods and systems herein can utilize secure colors that 
have been previously mapped to specific security features, 
can allow the printing system operator to manually select a 
security feature, can automatically select a security feature 
based upon the printer's currently available capabilities, can 
provide Suggestions to the printing system operator regard 
ing the best security features that the printing system opera 
tor could manually select (e.g., again based upon the print 
er's capabilities), or any combination of the foregoing. 
0043. Thus, as noted above, rather than having the 
graphic designer select the details of the security feature, 
with systems and methods herein the security expert or the 
operator of the printing system selects the security feature 
details. In general, security experts and printing system 
operators are more familiar with selecting among security 
feature options for different printing systems than are 
graphic designers. Therefore, moving the decision regarding 
the details of the security future to the security experts or the 
printing system operators, while leaving the color selection 
and location of the security feature in the hands of the 
graphic designer, eliminates confusion and frustration that 
can result when graphic designers choose inappropriate 
security details that are not completely compatible with the 
graphic design and/or are not completely compatible with 
the current capabilities of the available printing devices. 
0044) The print driver 272, converter 274, and/or the 
printer's processor (DFE) 224, etc., converts the graphic 
document for printing by a specific printing engine 204 of 
the printing system. The converting process Substitutes a 
secure patterned color 296 in place of the secure color. The 
secure patterned color 296 is based on the details selected by 
the printing system operator through the print driver 272, a 
converter 274, the printer's processor, etc. 
0045. The converting process eventually creates a print 
ing bitmap by: performing Such secure color conversion 
within the print driver, performing the conversion using the 
digital front end (DFE) of the printer; or performing a PDL 
to PDL, PDF to PS, etc., conversion on output from the 
graphic design program (to Supply a revised PDF to the print 
driver or DFE), etc. That specific printing engine then prints 
the printing bitmap on print media to output a printed 
version of the graphic document 282 with the secure pat 
terned color 296 in the security area 292. The security area 
292 of the printed version of the graphic document 282 has 
a (potentially uniform) color appearance with a security 
pattern that can only be visually seen by observing gloss 
effects, through magnification, etc. 
0046. Thus, with methods and systems herein, the secure 
color prints as microtext, microgloss, etc. (as shown by item 
296); however, if the same graphic document is provided to 
a standard printer 205 without performing the conversion to 
define the details of the security feature, the standard printer 
205 merely prints the secure color as a non-patterned color 
294 in the security area 292. 
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0047 Thus, if a second printing system 205 receives the 
same graphic document (and the second printing system is 
devoid of the ability to perform the converting performed by 
systems and methods herein), the second printing system 
205 performs a different (non-secure or second) converting 
of the graphic document for printing. The second converting 
process produces a second printed version of the graphic 
document 280 having a non-patterned color 294 correspond 
ing to the secure color in the security area 292 (where the 
non-patterned color 294 and the color appearance of the 
patterned security feature 296 can be the same or substan 
tially similar color). 
0048 Depending upon the type of security feature uti 
lized, the secure color may include all available colors 
capable of being provided by a specific graphic design 
program and printing system combination; or, if a security 
feature works best with only a limited number of colors, the 
secure color may only be a single color (e.g., only black, 
only gray, etc.) or a limited number of colors (e.g., only dark 
colors, only light colors, etc.) that could potentially be 
provided by a specific graphic design program and printing 
system combination. 
0049. In some examples, the patterned security feature 
can be microtext patterned features (shown in FIG. 3), 
microgloss patterned features (shown in FIG. 4), and one 
feature of systems and methods herein is that they avoid the 
costs associated with printing using expensive infrared, 
ultraviolet inks, etc. Note that FIGS. 3 and 4 do not actually 
illustrate microgloss or microtext (because such would 
require actual printed items and cannot be shown Schemati 
cally); and, instead, FIGS. 3 and 4 are schematic approxi 
mations of Such features. As is understood by those ordi 
narily skilled in the art and as shown approximately in FIG. 
3, microgloss 250 uses subtle gloss differences to create 
security features and is performed with base colorants 
(CMYK, RGB, etc) and avoids special (expensive) spot 
colorants such as infrared, ultraviolet inks, etc). More spe 
cifically, with microgloss printing, an area of a document 
initially appears to contain a uniform Solid color; however, 
when the area is subjected to bright light reflection, the 
different gloss levels within the microgloss allow the user to 
discern printed characters. Similarly, in FIG. 4, an approxi 
mation of microtext 252 is shown, and those ordinarily 
skilled in the art would understand that microtext appears as 
an area of a document containing a uniform solid color; 
however, upon closer inspection (potentially using magni 
fication) very Small text characters can be discerned (and is 
again performed with base colorants (CMYK, RGB, etc) and 
avoids special (expensive) spot colorants such as infrared, 
ultraviolet inks, etc). Many Such security features can be 
printed using a standard printer (depending upon the Sophis 
tication of the security feature); without requiring a special 
ized printer and/or specialized inks. 
0050. While the foregoing discussion describes a single 
security area 292, as shown in FIG. 5, the systems and 
methods herein can print graphic documents 282 that 
includes multiple security areas 292. Further, the patterned 
security features 296 within the different security areas 292 
can utilize different patterns for different security features 
296. Therefore, while one of the patterned security features 
296 may use microgloss, another one of the patterned 
security features 296 may utilize microtext, even within the 
same page (or within different pages) of the graphic docu 
ment. 
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0051. As noted above, for improved security, the secure 
color selected by the graphic designer using the graphic 
design program does not include (is devoid of) any identi 
fication of the type of security feature or pattern within the 
secure patterned color 296, and the secure color can use the 
same mixture of marking colors as another color in the 
graphic document. Indeed, the secure color can be simply be 
printed using one or more base colorants of the printing 
engine, without the need for spot colorants. Therefore, as 
shown in FIG. 6, one exemplary color selection menu 300 
(provided through the graphic design program 270, as modi 
fied by Systems and methods herein) can include color 
selections for black 302, red 304, blue 306, brown 308, gray 
312, pink 314, violet 316, mocha 318, etc. As also shown in 
FIG. 6, options for secure black 322, secure red 324, secure 
blue 326, and secure gray 328 are also provided to the 
graphic designer through the graphic design program 270 
modified by systems and methods herein. 
0052. Thus, the graphic designer determines the shape of 
a specific item within a graphic design using the graphic 
design program 270 and either selects a base color or a 
secured color using the color selection menu 300 for that 
item, without identifying the details of the security feature. 
In this way, the graphic designer identifies the shape and 
location of the item having a specialty secure color, and 
thereby defines the shape and location of the security area 
292. 
0053 Subsequently, after the printing system receives the 
completed graphic document from the graphic design pro 
gram 270, the details of the security feature can be auto 
matically or manually selected by the printing system opera 
tor using a security feature selection menu, an example of 
which is shown as item 340 in FIG. 7. More specifically, as 
shown in FIG. 7, the printing system operator can choose 
from microtext 342, microgloss 344, etc. Alternatively, as 
noted above, secure colors can be previously mapped to 
secure patterned colors; or the systems and methods can 
automatically choose a secure patterned color. 
0054 As is understood by those ordinarily skilled in the 

art, a patterned security feature can provide alphanumeric 
information to verify the authenticity of the printed graphic 
document 282. The security feature selection menu 340 
shown in FIG. 7 includes text fields into which the printing 
system operator can manually supply the text that is pat 
terned into the pattern security feature 296. Alternatively, the 
systems and methods herein can automatically extract text 
information from other areas of the graphic document based 
upon different criteria. For example, the systems and meth 
ods herein can search the graphic document for phrases and 
select the most common phrase as the phrase to include 
within the patterned security feature 296. Those ordinarily 
skilled in the art would understand that many other auto 
mated processes may be utilized to automatically select the 
alphanumeric text that will be included within the patterned 
security feature 296. 
0055 As shown in FIG. 8, exemplary systems and meth 
ods herein include various computerized devices 200, 204 
located at various different physical locations 206. The 
computerized devices 200, 204 can include print servers, 
printing devices, personal computers, etc., and are in com 
munication (operatively connected to one another) by way 
of a local or wide area (wired or wireless) network 202. 
0056 FIG.9 illustrates a computerized device 200, which 
can be used with systems and methods herein and can 
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comprise, for example, a print server, a personal computer, 
a portable computing device, etc. The computerized device 
200 includes a controller?tangible processor 216 and a 
communications port (input/output) 214 operatively con 
nected to the tangible processor 216 and to the computerized 
network 202 external to the computerized device 200. Also, 
the computerized device 200 can include at least one acces 
sory functional component, such as a graphical user inter 
face (GUI) assembly 212. The user may receive messages, 
instructions, and menu options from, and enter instructions 
through, the graphical user interface or control panel 212. 
0057 The input/output device 214 is used for communi 
cations to and from the computerized device 200 and 
comprises a wired device or wireless device (of any form, 
whether currently known or developed in the future). The 
tangible processor 216 controls the various actions of the 
computerized device. A non-transitory, tangible, computer 
storage medium device 210 (which can be optical, magnetic, 
capacitor based, etc., and is different from a transitory 
signal) is readable by the tangible processor 216 and stores 
instructions that the tangible processor 216 executes to allow 
the computerized device to perform its various functions, 
such as those described herein. Thus, as shown in FIG. 9, a 
body housing has one or more functional components that 
operate on power Supplied from an alternating current (AC) 
source 220 by the power supply 218. The power supply 218 
can comprise a common power conversion unit, power 
storage element (e.g., a battery, etc), etc. 
0058 FIG. 10 illustrates a computerized device that is a 
printing device 204, which can be used with systems and 
methods herein and can comprise, for example, a printer, 
copier, multi-function machine, multi-function device 
(MFD), etc. The printing device 204 includes many of the 
components mentioned above and at least one marking 
device (printing engine(s)) 240 operatively connected to a 
specialized image processor 224 (that is different than a 
general purpose computer because it is specialized for 
processing image data), a media path 236 positioned to 
Supply continuous media or sheets of media from a sheet 
supply 230 to the marking device(s) 240, etc. After receiving 
various markings from the printing engine(s) 240, the sheets 
of media can optionally pass to a finisher 234 which can 
fold, staple, sort, etc., the various printed sheets. Also, the 
printing device 204 can include at least one accessory 
functional component (Such as a scanner/document handler 
232 (automatic document feeder (ADF)), etc.) that also 
operate on the power Supplied from the external power 
source 220 (through the power supply 218). 
0059. The one or more printing engines 240 are intended 
to illustrate any marking device that applies a marking 
material (toner, inks, etc.) to continuous media or sheets of 
media, whether currently known or developed in the future 
and can include, for example, devices that use a photore 
ceptor belt or an intermediate transfer belt, or devices that 
print directly to print media (e.g., inkjet printers, ribbon 
based contact printers, etc.). 
0060 Thus, in printing devices herein a latent image can 
be developed with developing material to form a toner 
image corresponding to the latent image. Then, a sheet is fed 
from a selected paper tray Supply to a sheet transport for 
travel to a transfer station. There, the image is transferred to 
a print media material, to which it may be permanently fixed 
by a fusing device. The print media is then transported by the 
sheet output transport 236 to output trays or a multi-function 
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finishing station 234 performing different desired actions, 
Such as Stapling, hole-punching and C or Z-folding, a 
modular booklet maker, etc., although those ordinarily 
skilled in the art would understand that the finisher/output 
tray 234 could comprise any functional unit. 
0061. As would be understood by those ordinarily skilled 
in the art, the printing device 204 shown in FIG. 10 is only 
one example and the systems and methods herein are equally 
applicable to other types of printing devices that may 
include fewer components or more components. For 
example, while a limited number of printing engines and 
paper paths are illustrated in FIG. 10, those ordinarily skilled 
in the art would understand that many more paper paths and 
additional printing engines could be included within any 
printing device used with systems and methods herein. 
0062. While some exemplary structures are illustrated in 
the attached drawings, those ordinarily skilled in the art 
would understand that the drawings are simplified Schematic 
illustrations and that the claims presented below encompass 
many more features that are not illustrated (or potentially 
many less) but that are commonly utilized with such devices 
and systems. Therefore, Applicants do not intend for the 
claims presented below to be limited by the attached draw 
ings, but instead the attached drawings are merely provided 
to illustrate a few ways in which the claimed features can be 
implemented. 
0063. Many computerized devices are discussed above. 
Computerized devices that include chip-based central pro 
cessing units (CPUs), input/output devices (including 
graphic user interfaces (GUI), memories, comparators, tan 
gible processors, etc.) are well-known and readily available 
devices produced by manufacturers such as Dell Computers, 
Round Rock Tex., USA and Apple Computer Co., Cupertino 
Calif., USA. Such computerized devices commonly include 
input/output devices, power Supplies, tangible processors, 
electronic storage memories, wiring, etc., the details of 
which are omitted herefrom to allow the reader to focus on 
the salient aspects of the systems and methods described 
herein. Similarly, printers, copiers, scanners and other simi 
lar peripheral equipment are available from Xerox Corpo 
ration, Norwalk, Conn., USA and the details of such devices 
are not discussed herein for purposes of brevity and reader 
focus. 
0064. The terms printer or printing device as used herein 
encompasses any apparatus, such as a digital copier, book 
making machine, facsimile machine, multi-function 
machine, etc., which performs a print outputting function for 
any purpose. The details of printers, printing engines, etc., 
are well-known and are not described in detail herein to keep 
this disclosure focused on the salient features presented. The 
systems and methods herein can encompass systems and 
methods that print in color, monochrome, or handle color or 
monochrome image data. All foregoing systems and meth 
ods are specifically applicable to electrostatographic and/or 
Xerographic machines and/or processes. 
0065. Further, the terms automated or automatically 
mean that once a process is started (by a machine or a user); 
one or more machines perform the process without further 
input from any user. In the drawings herein, the same 
identification numeral identifies the same or similar item. 
0066. It will be appreciated that the above-disclosed and 
other features and functions, or alternatives thereof, may be 
desirably combined into many other different systems or 
applications. Various presently unforeseen or unanticipated 
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alternatives, modifications, variations, or improvements 
therein may be subsequently made by those skilled in the art 
which are also intended to be encompassed by the following 
claims. Unless specifically defined in a specific claim itself. 
steps or components of the systems and methods herein 
cannot be implied or imported from any above example as 
limitations to any particular order, number, position, size, 
shape, angle, color, or material. 

1. A method comprising: 
receiving, into a printing system, a graphic document 

having a security area, said security area identifying an 
area where a secure patterned color will be supplied 
later, said graphic document identifying a mapped color 
for said security area, said mapped color comprising an 
aesthetic color complementing said graphic document, 
said mapped color being mapped to said secure pat 
terned color, and said secure patterned color unmagni 
fied appearing to visually match said aesthetic color; 

converting said graphic document for printing by a spe 
cific printing engine of said printing system to create a 
print version, said converting Substituting said secure 
patterned color in place of said mapped color by 
mapping said mapped color to an identification of a 
type of security feature to use for said secure patterned 
color; and 

printing said print version using said specific printing 
engine to output a printed version of said graphic 
document with said secure patterned color in said 
Security area, 

said graphic document containing an identification of said 
mapped color, and being devoid of said identification of 
a type of security feature. 

2. The method according to claim 1, a second printing 
system receiving said graphic document, 

said second printing system being devoid of an ability to 
perform said converting, 

said second printing system performing a second convert 
ing said graphic document for printing, and 

said second converting producing a second printed Ver 
sion of said graphic document having a non-patterned 
version of said aesthetic color corresponding to said 
mapped color in said security area. 

3. (canceled) 
4. The method according to claim 1, said mapped color 

using a same mixture of marking colors as an other color in 
said graphic document, and 

said other color being devoid of said secure patterned 
color. 

5. The method according to claim 1, said mapped color 
being printed using one or more base colorants of said 
specific printing engine. 

6. A method comprising: 
receiving, into a printing system, a graphic document 

having a security area, said security area identifying an 
area where a secure patterned color will be supplied 
later, said graphic document identifying a mapped color 
for all of said security area and only in said security 
area, said mapped color being the only item printed in 
said security area, said mapped color comprising an 
aesthetic color complementing said graphic document, 
said mapped color being mapped to said secure pat 
terned color, and said secure patterned color unmagni 
fied appearing to visually match said aesthetic color; 
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after receiving said graphic document into said printing 
system, selecting a secure patterned color for use with 
printing said graphic document using said printing 
system; 

converting said graphic document for printing by a spe 
cific printing engine of said printing system to create a 
printing bitmap, said converting Substituting said 
secure patterned color in place of said mapped color by 
mapping said mapped color to an identification of a 
type of security feature to use for said secure patterned 
color; and 

printing said printing bitmap using said specific printing 
engine to output a printed version of said graphic 
document with said secure patterned color in said 
security area, and 

said graphic document containing an identification of said 
mapped color, and being devoid of said identification of 
a type of security feature. 

7. The method according to claim 6, a second printing 
system receiving said graphic document, 

said second printing system being devoid of an ability to 
perform said converting, 

said second printing system performing a second convert 
ing said graphic document for printing, and 

said second converting producing a second printed ver 
sion of said graphic document having a non-patterned 
version of said aesthetic color corresponding to said 
mapped color in said security area. 

8. (canceled) 
9. The method according to claim 6, said mapped color 

using a same mixture of marking colors as an other color in 
said graphic document, and 

said other color being devoid of said secure patterned 
color. 

10. The method according to claim 6, said mapped color 
being printed using one or more base colorants of said 
specific printing engine. 

11. A printing system comprising: 
a network connection receiving a graphic document hav 

ing a security area, said security area identifying an 
area where a secure patterned color will be supplied 
later, said graphic document identifying a mapped color 
for said security area, said mapped color comprising an 
aesthetic color complementing said graphic document, 
said mapped color being mapped to said secure pat 
terned color, and said secure patterned color unmagni 
fied appearing to visually match said aesthetic color; 

a processor operatively connected to said network con 
nection; and 

a printing engine operatively connected to said processor, 
said processor converting said graphic document to a print 

version for printing by said printing engine, said con 
verting Substituting said secure patterned color in place 
of said mapped color by mapping said mapped color to 
an identification of a type of security feature to use for 
said secure patterned color, 

said printing engine printing said print version on print 
media to output a printed version of said graphic 
document with said secure patterned color in said 
security area, 

and 
said graphic document containing an identification of said 
mapped color being devoid of said identification of a 
type of security feature. 
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12. The printing system according to claim 11, a second 
printing system receiving said graphic document, 

said second printing system being devoid of an ability to 
perform said converting, 

said second printing system performing a second convert 
ing said graphic document for printing, and 

said second converting producing a second printed Ver 
sion of said graphic document having a non-patterned 
version of said aesthetic color corresponding to said 
mapped color in said security area. 

13. (canceled) 
14. The printing system according to claim 11, said 

mapped color using a same mixture of marking colors as an 
other color in said graphic document, and 

said other color being devoid of said secure patterned 
color. 

15. The printing system according to claim 11, said 
printing engine printing said mapped color using one or 
more base colorants of said printing engine. 

16. A printing system comprising: 
a network connection receiving a graphic document hav 

ing a security area, said security area identifying an 
area where a secure patterned color will be supplied 
later, said graphic document identifying a mapped color 
for all of said security area and only in said security 
area, said mapped color being the only item printed in 
said security area, said mapped color comprising an 
aesthetic color complementing said graphic document, 
said mapped color being mapped to said secure pat 
terned color, and said secure patterned color unmagni 
fied appearing to visually match said aesthetic color; 

a raster image processor operatively connected to said 
network connection; 

a printing engine operatively connected to said raster 
image processor, and 

a graphic user interface operatively connected to said 
raster image processor, 

after receiving said graphic document into said printing 
system, said graphic user interface providing a menu 
for selecting a secure patterned color for use with 
printing said graphic document; 

said raster image processor converting said graphic docu 
ment for printing by said printing engine to create a 
printing bitmap, said converting Substituting said 
secure patterned color in place of said mapped color by 
mapping said mapped color to an identification of a 
type of security feature to use for said secure patterned 
color, 

said printing engine printing said printing bitmap on print 
media to output a printed version of said graphic 
document with said secure patterned color in said 
security area, 

and 
said secure graphic document containing an identification 

of said mapped color, and being devoid of said iden 
tification of a type of security feature. 

17. The printing system according to claim 16, a second 
printing system receiving said graphic document, 

said second printing system being devoid of an ability to 
perform said converting, 

said second printing system performing a second convert 
ing said graphic document for printing, and 

said second converting producing a second printed Ver 
sion of said graphic document having a non-patterned 
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version of said aesthetic color corresponding to said 
mapped color in said security area. 

18. (canceled) 
19. The printing system according to claim 16, said 

mapped color using a same mixture of marking colors as an 
other color in said graphic document, and 

said other color being devoid of said secure patterned 
color. 

20. The printing system according to claim 16, said 
printing engine printing said mapped color using one or 
more base colorants of said printing engine. 

k k k k k 
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