Title: NETWORK LOCATION SERVICE

Abstract: A method is provided for a network location service in which one or more packet forwarding devices in the network collect and maintain location data for the devices/users currently connected to a network. The data is maintained locally in each packet forwarding device and may be provided on demand to a network/business application, such as emergency 911 services or a location-based security or personalization system. The location data is provided in real-time or near real-time using an in-band channel communication and/or over the Internet using a standard transport protocol, such as HTTP/Secure and SOAP web services.

Fig. 1.
NETWORK LOCATION SERVICE

TECHNICAL FIELD

[0001] The present invention relates to the field of computer networks and internetworking communications technologies. In particular, the present invention relates to locating devices connected to a network.

COPYRIGHT NOTICE/PERMISSION

[0002] A portion of the disclosure of this patent document contains material which is subject to copyright protection. The copyright owner has no objection to the facsimile reproduction by anyone of the patent document or the patent disclosure as it appears in the Patent and Trademark Office patent file or records, but otherwise reserves all copyright rights whatsoever. The following notice applies to the software and data as described below and in the drawings hereto: Copyright © 2007, Extreme Networks, Inc., All Rights Reserved.

BACKGROUND AND RELATED ART

[0003] Increasingly, enterprises offer their users mobility and accessibility to the enterprise’s network and applications from anywhere and at anytime. As a result, one of the biggest challenges in administering today’s enterprise network is to provide visibility and maintain control of who is connected to the network, where they are located, and which applications they use.

[0004] The user and endpoint device information necessary for providing visibility and maintaining control, such as the user’s physical location, the endpoint device’s Internet Protocol (IP) and Media Access Control addresses, the Virtual Local Area Network (VLAN) to which the user/device belongs, and any related Quality of Service (QoS) information, can be difficult to obtain. Unless the information is captured
when the user/endpoint device initially connects to the network, the information must
generally be retrieved from the network itself, such as from the network connectivity
devices, i.e., the switches, through which the user is connected to the network.

[0005] Most of the existing technology for obtaining the user and endpoint device
information necessary for providing visibility and maintaining control of the network do
not scale well. This is particularly true in large network deployments or in networks
where the user/endpoint device connections and access to applications tend to be
dynamic.

[0006] For example, some of the solutions available today use a “pull” model to
obtain information about the endpoint devices and users connected to the network by
intermittently polling the network connectivity devices, switch by switch, and
interrogating the local forwarding databases (FDBs). As a practical matter, however,
calling the devices, switch by switch, and extracting and sending the information back to
a centralized repository, such as a network management system (NMS) database, may
consume a significant amount of network bandwidth and time. The information is likely
to be stale by the time it reaches the NMS. Moreover, not all of the desired information
may be extracted from or even derived from information stored in the FDB.

[0007] Other solutions make use of the Link Layer Discovery Protocol (LLDP),
in which LLDP-enabled devices advertise information about themselves over the Data
Link layer that allows devices to learn higher layer management reachability and
connection endpoint information from adjacent devices. But not all devices may be
LLDP-enabled. Moreover, the LLDP information must still be extracted from the
devices and centrally stored.

[0008] Still other solutions make use of proprietary discovery protocols to
discover and store information in an enterprise extension of the Management Information
Base (MIB) used with the Simple Network Management Protocol (SNMP). But not all
devices in a network may work with the proprietary discovery protocols.
SUMMARY

[0009] According to one aspect of the invention, a method and system is provided for location and identification of devices/users connected to a network. A network location service is provided in which packet forwarding devices collect and maintain device/user location data, and provide the data to requesters in real-time. A packet forwarding device, such as a switch, router, or hub, or the like, is provided with a network location service agent and a repository for storing network location data for devices/users connected to the network.

[0010] According to one aspect of the invention, the agent associates devices with their location when devices/users are connected to the network. The agent may detect the presence of a device/user connected to the network using network protocols such as LLDP, .1X Snooping, NetLogin, ARP/DHCP and or the MAC address and FDB entries associated with the device/user connection.

[0011] According to one aspect of the invention, the agent stores data indicating the location locally on the packet forwarding device for the duration of the connection. The agent may further store other data representing one or more attributes associated with the device/user connection, such as attributes obtained during detection of the presence of the device/user connected to the network using the network protocols such as LLDP, .1X Snooping, NetLogin, ARP/DHCP and or the MAC address and FDB entries associated with the device/user connection.

[0012] According to one aspect of the invention, the agent further responds to requests for location data for a particular Internet Protocol/Media Access Control (IP/MAC) identifiers, including forwarding requests to other packet forwarding devices in the network when a request cannot be satisfied, i.e., when location data for the particular IP/MAC is not available, including when the particular IP/MAC is not connected to the network or is not connected to the network via that packet forwarding device.
[0013] According to one aspect of the invention, the agent communicates with requesters of location data and other switches using one or more of an in-band channel or via a communications protocol such as the Hypertext Transfer Protocol/S, or HTTP/S. The communications between the agents and requesters may be relayed using protocols such as the SOAP Web Services protocol.

[0014] According to one aspect of the invention, the requesters of location data may include a network or business application having access to the network. The requesters may be provided with a network location service client to facilitate issuing requests for location data and receiving responses.

[0015] In addition to the aspects and advantages of the present invention described in this summary, further aspects and advantages of the invention will become apparent to one skilled in the art to which the invention pertains from a review of the detailed description that follows, including aspects and advantages of an apparatus to carry out the above and other methods.

**BRIEF DESCRIPTION OF DRAWINGS**

[0016] The present invention will be described by way of exemplary embodiments, but not limitations, illustrated in the accompanying drawings in which like references denote similar elements, and in which:

**FIG. 1** is a block diagram illustrating certain aspects of a network location service in accordance with an embodiment of the invention;

**FIG. 2** is a block diagram illustrating in further detail certain aspects of a network location service in accordance with an embodiment of the invention;

**FIG. 3** is a block diagram illustrating aspects of an in-band channel used in the network location service in accordance with an embodiment of the invention;
FIGS. 4-6 are flow diagrams illustrating certain aspects of methods to be performed in a network location service implemented in accordance with one embodiment of the invention; and

FIG. 7 illustrates one embodiment of a suitable computing environment in which certain aspects of the invention illustrated in FIGS. 1-6 may be practiced.

DETAILED DESCRIPTION OF THE INVENTION

[0017] In the following description various aspects of the present invention, a method and apparatus for a network location service, will be described. Specific details will be set forth in order to provide a thorough understanding of the present invention. However, it will be apparent to those skilled in the art that the present invention may be practiced with only some or all of the described aspects of the present invention, and with or without some or all of the specific details. In some instances, well known architectures, steps, and techniques have not been shown to avoid unnecessarily obscuring the present invention. For example, specific details are not provided as to whether the method and apparatus is implemented in a router, bridge, server or gateway, or as a software routine, hardware circuit, firmware, or a combination thereof.

[0018] Parts of the description will be presented using terminology commonly employed by those skilled in the art to convey the substance of their work to others skilled in the art, including terms of operations performed by a computer system or a packet-forwarding device, and their operands. As well understood by those skilled in the art, these operands take the form of electrical, magnetic, or optical signals, and the operations involve storing, transferring, combining, and otherwise manipulating the signals through electrical, magnetic or optical components of a system. The term system includes general purpose as well as special purpose arrangements of these components that are standalone, adjunct or embedded.
[0019] Various operations will be described as multiple discrete steps performed in turn in a manner that is most helpful in understanding the present invention. However, the order of description should not be construed as to imply that these operations are necessarily performed in the order they are presented, or even order dependent. Lastly, reference throughout this specification to “one embodiment,” “an embodiment,” or "an aspect," means that the particular feature, structure, or characteristic that is described is included in at least one embodiment of the invention, but not necessarily in the same embodiment. Furthermore, the particular features, structures, or characteristics may be combined in any suitable manner in one or more embodiments.

[0020] FIG. 1 is a block diagram illustrating a simplified overview of a local area network (LAN) 102 within which a network location service may be implemented in accordance with an embodiment of the present invention. The LAN 102 is a packet switched network that is supported by packet forwarding devices, switch A 112A and switch B 112B, each having a number of ports 118A/B. In one embodiment of the network location service, the switches A/B 112A/B are equipped with local repositories for storing location data 114A/B, as well as their own network location service agents 116A/B. The network location agents 116A/B are components of the switch that may be implemented in software or hardware or both.

[0021] In one embodiment, the ports 118A/B on the respective switches 112A/B are connected to any device capable of being connected to a network, including a wired device 120 as well as a wireless device 122 via a wireless access controller 124. The connected devices 120/122 may range from personal computers, printers and other peripheral devices, and may include but are not limited to desktop and wireless computers, personal digital assistants and other mobile devices, such as Voice over Internet Protocol (VoIP) enabled telephones and other types of soft phones supporting voice communication over a packet switched network.
[0022] In a typical embodiment, the LAN 102 is managed by a network management system (NMS) 104. The NMS 104 typically operates in conjunction with a policy/configuration NMS database 106, and has numerous features to facilitate managing the network 102, including features for configuring the ports 118A/B on the switches A/B 112A/B. In a typical embodiment, the NMS 104 facilitates the assignment of a physical location for the ports 118A/B on the switches A/B 112A/B.

[0023] In one embodiment, the LAN 102 may provide network location services to a network/business application 108, such as a location-based security application, an emergency 911 system, a presence/VoIP system, and asset/inventory management system, and/or a location-based personalization system. These are just some examples of applications with which a network location service may be employed in accordance with an embodiment of the present invention.

[0024] FIG. 2 is a block diagram illustrating a packet forwarding device such as the switches 112A/B in FIG. 1 (referred to hereafter as a switch for ease of reference) incorporated into a network location service 200 in accordance with an embodiment of the invention. A network location service agent 116 detects the presence of a device/user connecting to the network via one of the ports 118. Upon detection, using the internal services of the switch’s operating system 204, the switch 112 captures user/device information 202 from the various protocols used to initiate the connection and/or from the information stored in the forwarding data base (FDB) as a result of the connection. The user/device information 202 may include, but is not limited to attributes that identify the IP/MAC, VLAN, and QoS associated with the user/device. This user/device info 202 may be stored along with the physical location data 114 that has previously been configured for the port 118 through which the device connected to the switch 112. For example, the NMS 104 may have previously configured the physical location for the port 118. In this manner, the network location service agent 116 associates the physical
location of the port through which the user/device established the connection with the user/device info 202.

[0025] In one embodiment, the agent 116 sends 212 the location data, along with other data, such as the IP/MAC/VLAN/QoS data gleaned upon detection of the presence of the device connecting to the network, to any one or more network business applications 108 that may have requested the information. In one embodiment, the request is issued on demand, or in some cases by subscription, to receive location data now or when it becomes available. In a typical embodiment, the network/business application 108 may incorporate a network location service client 110 to facilitate requesting and receiving the location data.

[0026] In one embodiment, the agent 116 sends 212 the location data and other user/device info in a packet directed to the address of the network/business application on the network using an in-band channel 206. Alternatively, or in addition, the agent 116 may utilize the HTTP/S protocol and SOAP web services 210 to send the location and other data to the network/business application out-of-band via the Internet.

[0027] FIG. 3 is a simplified example of a network location system’s in-band channel communication. As shown, a network location service query 302 for a particular IP/MAC identifier 304 is issued 318 over the in-band channel to switch A 306. Upon receiving the query 302, the switch 306 interrogates its own local repository of location data to determine whether the particular IP/MAC identifier is present. If so, the switch 306 can issue a response 320 over the in-band channel back to the requester. If not, the switch 306 can forward 322 the query 302 to the next switch b 308. Switch B 308 interrogates its own local repository in the same manner as switch A 306, and similarly issues a response 324 or forwards 326/330 the query 302 to neighboring switches C and D 310/312, which in turn issue responses 328/332 or forward the query and so on, until the particular IP/MAC identifier has been located (or until the list of switches is exhausted). In this manner, the network location system can use the in-band channel...
communication to respond in real-time or near real-time to requests for the location of a particular IP/MAC identifier.

[0028] FIGS. 4-6 are flow diagrams illustrating certain aspects of methods to be performed in a network location service implemented in accordance with one embodiment of the invention. In FIG. 4, at process block 402, the method 400 begins by assigning a physical location per port for each packet forwarding device in a LAN for which network location services are desired. In a typical embodiment, the assignment may be carried out using a network management system. At process block 404, the method 400 continues by configuring the location per port on the packet forwarding device. Once configured, the method 400 continues at decision block 406 to detect whether a user/device is attempting to connect to the network, or has connected to the network, via one of the configured ports. If so, the method 400 continues at process block 408 to relay the device/network attributes to one or more network business applications that have requested such information.

[0029] Turning to FIG. 5, at process block 502, a method 500 begins when a device/user is detected in a network location service enabled switch upon connection to the network via the switch’s port. At process block 504, the method 500 forwards the device/user information/attributes captured during the connection to the local network location service agent residing on the switch. At process block 506, the method 500 continues when the agent stores the location and device/user information/attributes in the switch’s local data store. In this manner, the agent associates the physical location through which the user/device connected to the network with the other user/device information identifying the user/device, thereby creating a distributed physical location data repository of the users/devices connected to the network. At process block 508, the method 500 concludes by relaying the location and device/user information/attributes from the local network location service agent to one or more interested parties, i.e., the network/business applications. In one embodiment, the information may be relayed in a
packet over the packet switched network via an in-band channel. Alternatively, or in addition, the information may be related via a protocol such as the HTTP/S protocol, using SOAP web services.

[0030] Turning now to FIG. 6, at process block 602, a method 600 begins when a switch receives a request to determine whether a particular IP/MAC is currently connected to the network, and if so, from which location in the network. At process block 604, the method 600 continues when the NLS agent on the switch receiving the request checks locally for the particular IP/MAC identifier. If present, the method 600 continues at process block 606 when the network location service agent response to the request with the location and device/user attributes, if any. Otherwise, the network location service agent forwards the request to one or more other switches in the network to fulfill the request. At process block 608, the method 600 concludes when the network location service agent on the other switches in the network checks locally for the presence of the IP/MAC identifier and continues forwarding the request to neighboring switches until the particular IP/MAC is located and/or the switches are exhausted. In the latter case the switches may respond with a not found indication for the particular IP/MAC.

[0031] FIG. 7 illustrates one embodiment of a suitable computing environment in which certain aspects of the invention illustrated in FIGS. 1-6 may be practiced. In one embodiment, the method for a network location service 200 may be implemented on a computer system 700 having components 701 – 706, including a processor 701, a memory 702, an Input/Output device 703, a data storage 704, and a network interface 705, coupled to each other via a bus 708. The components perform their conventional functions known in the art and provide the means for implementing the network location service 200. Collectively, these components represent a broad category of hardware systems, including but not limited to general purpose computer systems and specialized packet-forwarding devices.
[0032] In one embodiment, the memory component 702, may include one or more of random access memory (RAM), and nonvolatile storage devices (e.g., magnetic or optical disks) on which are stored instructions and data for use by processor 701, including the instructions and data that comprise the switch fabric and switch fabric components, as well as the network location service agent 116, user/device information 202, and location data 114 and other components of the network location service 200.

[0033] In one embodiment, the network interface component 705 may include the ports 118, as well as any logical groupings of ports into load shared groups. The data storage component 704 may also represent the user/device information 202 and location data 114 obtained by the network location service agent 116, as well as any routing or bridging tables in the switch fabric, and any other storage areas such as packet buffers, etc., used by the packet-forwarding device 112 and switch fabric for forwarding network packets or messages.

[0034] It is to be appreciated that various components of computer system 700 may be rearranged, and that certain implementations of the present invention may not require nor include all of the above components. Furthermore, additional components may be included in system 700, such as additional processors (e.g., a digital signal processor), storage devices, memories, network/communication interfaces, etc.

[0035] In the illustrated embodiment of FIG. 7, the method and apparatus for a network location service in accordance with one embodiment of the invention as discussed above may be implemented as a series of software routines executed by computer system 700. The software routines may comprise a plurality or series of instructions, code sequences, configuration information, or other data to be accessed and/or executed by a processing system such as one or more of processor 701. Initially, the series of instructions, code sequences, configuration information, or other data may be stored on a data storage 704 and transferred to memory 702 via bus 708. It is to be appreciated that the series of instructions, code sequences, configuration information, or
other data can be stored a data storage 704 using any conventional computer-readable or machine-accessible storage medium, such as a diskette, CD-ROM, magnetic tape, DVD, ROM, etc. It is also to be appreciated that the series of instructions, code sequences, configuration information, or other data need not be stored locally, and could be stored on a propagated data signal received from a remote storage device, such as a server on a network, via a network/communication interface 705. The instructions, code sequences, configuration information, or other data may be copied from the data storage 704, such as mass storage, or from the propagated data signal into a memory 702 and accessed and executed by processor 701.

[0036] In alternate embodiments, the present invention is implemented in discrete hardware or firmware. For example, one or more application specific integrated circuits (ASICs) could be programmed with some or all of the above-described functions of the present invention.

[0037] Accordingly, a novel method and system is described for a method and apparatus for a network location service. From the foregoing description, those skilled in the art will recognize that many other variations of the present invention are possible. In particular, while the present invention has been described as being implemented in a network comprising one or more packet-forwarding devices 112 in a LAN 102 for a packet switched network, some of the logic may be distributed in other components of a network or internetwork application. Thus, the present invention is not limited by the details described. Instead, the present invention can be practiced with modifications and alterations within the spirit and scope of the appended claims.
CLAIMS

What is claimed is:

1. A method for a network location service comprising:
   detecting a connection of a device to a port on a packet forwarding device in a network;
   associating a physical location of the port with the device; and
   storing the associated physical location of the device in a repository on the packet forwarding device; and
   relaying the physical location to an application on the network.

2. The method of claim 1, further comprising:
   capturing attributes of the device when establishing the connection of the device to the port on the packet forwarding device;
   storing the captured attributes along with the physical location of the device in the repository on the packet forwarding device; and
   relaying the attributes of the device to the application on the network.

3. The method of claim 1, further comprising:
   assigning a physical location to the port on the packet forwarding device; and
   configuring the physical location of the port on the packet forwarding device using a network management system.

4. The method of claim 1, wherein detecting the connection of the device to the port on the packet forwarding device is performed in accordance with a protocol implemented on the packet forwarding device.
5. The method of claim 4, wherein the protocol is at least one of a Link Layer Data Protocol, a 802.1x snooping protocol, a network login protocol, an address resolution protocol, and a dynamic host control protocol.

6. The method of claim 1, wherein relaying the physical location to an application on the network is performed using an in-band communication channel.

7. The method of claim 1, wherein relaying the physical location to an application on the network is performed over the Internet using a standard transport protocol.

8. The method of claim 1, further comprising:
   receiving a request for the physical location of a device connected to the network;
   determining that the device is connected to one of the ports on the packet forwarding device; and
   relaying the physical location in response to the request.

9. The method of claim 8, further comprising:
   determining that the device is not connected to one of the ports on the packet forwarding device; and
   relaying the request for the physical location of the device connected to the network to another packet forwarding device in the network.
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