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MODIFYINGHOST INPUT/OUTPUT (I/O) 
ACTIVITY TO ALLOW A STORAGE DRIVE 
TOWHICH AO ACTIVITY S DIRECTED TO 
ACCESS REQUESTED INFORMATION 

BACKGROUND OF THE INVENTION 

1. Field of the Invention 
The present invention relates to a method, system, and 

article of manufacture for modifying hostInput/Output (I/O) 
activity to allow a storage drive to which i?o activity is 
directed to access requested information. 

2. Description of the Related Art 
Data stored in removable media cartridges may be 

encrypted by an encryption engine to protect the data. Data 
encryption is especially useful for businesses that store per 
Sonal data on their customers. Recent government regulations 
place requirements and legal obligations on companies Stor 
ing personal data to report missing data or prevent the data 
from being stolen. 

In prior art systems, a host may submit I/O requests to a 
storage drive via a control unit, such as a tape control unit, 
which provides an interface between hosts and multiple stor 
age drives, e.g., tape drives. If the tape control unit receives an 
I/O request from the host and determines that the tape drive is 
busy performing operations unrelated to I/O processing, Such 
as error recovery, then the control unit may return a notifica 
tion to the host to cause the host to Suspend timeout opera 
tions. In certain prior art systems, the control unit includes a 
timer. If the control unit timer expires while an I/O request is 
pending to a tape drive, then the tape control unit determines 
whether the tape drive is busy with processing unrelated to 
executing I/O operations. If so, then the control unit sends a 
message. Such as a quiesce message, to the host to cause the 
host to Suspend timeout operations to prevent the host from 
prematurely terminating the job. 

SUMMARY 

Provided are a method, system, and article of manufacture 
to process communications between a host and storage drive 
having a storage media. An Input/Output (I/O) request is 
received from the host directed to the storage media that 
requires requested information be sent to the storage drive to 
use to execute the I/O request against the storage media. A 
message is sent to the host to cause the host to modify I/O 
timeout operations in response to determining that the 
requested information is required. 

In a further embodiment, the message comprises a first 
message. A second message is sent to the host to cause the 
host to resend the I/O request in response to the storage drive 
receiving the requested information. 

In a further embodiment, the first message comprises a 
quiesce message that causes the host to suspend an I/O 
request job stream and Suspend any timeout operation with 
respect to the I/O request. The second message causes the host 
to restart timeout operations and resend the I/O request. 

In a further embodiment, determining that the information 
is needed comprises receiving a request for the information 
from the storage drive. 

In a further embodiment, the message indicates an infor 
mation access method indicating that the requested informa 
tion is transferred between the storage drive and a device via 
the hostfacilitating the exchange of the requested information 
over a first network over which the I/O request was commu 
nicated or via a second network. 
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2 
In a further embodiment, the host indication of the infor 

mation access method is received for a plurality of storage 
drives. The first network and the second network are capable 
of being indicated as the information access method for dif 
ferent storage drives. 

In a further embodiment, the message indicates that the 
information access method uses the second network. A 
request for the requested information is sent to the device over 
the second network. The information key is received from the 
device and the received information is sent to the storage drive 
via a third connection. 

In a further embodiment, the message indicates that the 
information access method uses the first network and wherein 
the message causes the host to facilitate the exchange of the 
requested information between the device and the storage 
drive via the first network. 

In a further embodiment, a quiesce message is returned in 
response to receiving a Subsequent I/O request from the host 
to the storage drive. Processing of host commands that do not 
require interaction with the storage drive and that terminate 
the transfer of the requested information to the storage drive 
is permitted. 

In a further embodiment, the requested information com 
prises an encryption key the storage drive needs to process the 
host I/O request. 

Further provided are a method, system, and program to 
process communications between a control unit and storage 
drive having a storage media. An I/O request is sent to a 
control unit that is directed to a storage media accessed by a 
storage drive, wherein the control unit is in communication 
with the storage drive. A message is received from the control 
unit in response to the storage drive requesting information to 
process the I/O request. TimeOut operations with respect to 
the I/O request are modified in response to the message. The 
I/O request is resent in response to the storage drive receiving 
the requested information. 

In a further embodiment, the message indicates whether 
the requested information will be obtained from a device via 
a first network through which the I/O request was communi 
cated to the control unit or a second network. 

In a further embodiment, the message indicates that the 
requested information is obtained via the first network, and 
wherein modifying timeout operations comprises Suspending 
an I/O request job stream including the sent I/O request. A 
request is sent to the device for the requested information. The 
requested information is sent from the device to the control 
unit to forward to the storage drive in response to obtaining 
the requested information. The I/O request is resent in 
response to the storage drive receiving the requested infor 
mation. 

In a further embodiment, the message comprises a first 
message. A second message is received from the control unit 
in response to the storage drive receiving the requested infor 
mation, wherein the I/O request is resent and the I/O job 
stream suspension ended in response to receiving the second 
message. 

In a further embodiment, the message indicates that the 
requested information is obtained via the second network and 
the message comprises a first message. A second message is 
received from the control unit in response to the storage drive 
receiving the requested information, wherein the I/O request 
is resent in response to receiving the second message. 

In a further embodiment, the requested information com 
prises an encryption key the storage drive needs to process the 
I/O request. 
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BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 illustrates an embodiment of a storage computing 
environment. 

FIG. 2 illustrates an embodiment of operations performed 
by a control unit. 

FIG. 3 illustrates an embodiment of operations performed 
by a host system. 

FIGS. 4 and 5 illustrates packet structures known in the 
prior art. 

FIG. 6 illustrates a packet structure encoded using multiple 
communication protocols. 

FIG. 7 illustrates an embodiment of operations to processa 
request from a device. 

FIG. 8 illustrates an embodiment of operations to exchange 
responses and requests from a first device to a second device. 

FIG. 9 illustrates an embodiment of operations to exchange 
responses and requests from a second device to a first device. 

FIG. 10 illustrates an embodiment of operations to 
exchange responses and requests from a first device to a 
second device. 

FIG. 11 illustrates an embodiment of operations to 
exchange responses and requests from a second device to a 
first device. 

FIG. 12 illustrates an embodiment of a computer architec 
ture. 

DETAILED DESCRIPTION 

FIG. 1 illustrates an embodiment of a storage computing 
environment including a storage drive2, which may comprise 
a removable storage drive, for interfacing with a storage 
media 4, which may comprise a removable storage media that 
is mounted in the storage drive 2. The storage drive 2 may 
include a user interface 6 comprising one or more buttons or 
keys for interacting with the storage drive 2. The user inter 
face 6 may include an eject button for manually unloading 
removable media; up/down buttons for navigating a list of 
items, enter/exit buttons for selecting items or exiting from a 
menu or list; one or more status displays, such as a light or 
LED (Light Emitting Diode), a numeric display, and alpha 
numeric display, etc. Additionally, a user interface may be 
presented to the storage device 2 on a connected computer 
system. The storage media 4 may be mounted in the storage 
drive 2. 
The storage drive 2 includes Input/Output (I/O) manager 

code 8 to perform read/write operations with respect to the 
coupled storage media 4 and an encryption engine 10. The 
storage media 4 may comprise any type of media on which 
data may be stored and which may serve as removable media, 
including but not limited to magnetic media (such as mag 
netic tape or disks), optical media (such as optical tape or 
disks), electronic media (such as PROM, EEPROM, flash 
PROM, MRAM, CompactFlashTM, SmartmediaTM, Memory 
StickTM, etc.), or other suitable media. In certain embodi 
ments, the storage media comprises a removable storage 
media having a cartridge housing. Such as the case with a 
magnetic tape cartridge or removable disk drive, 
The encryption engine 10 may use one or more encryption 

algorithms to encrypt and decrypt data with respect to the 
coupled removable storage media 4, which include, but are 
not limited to, DES (Data Encryption Standard), AES (Ad 
vanced Encryption Standard), RSA (Rivest Shamir Adle 
man), and other Suitable encryption algorithms known in the 
art. 

A storage control unit 12 manages host 14 access to one or 
more storage drives 2, Such that hosts communicate I/O 
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4 
requests for storage media 4 coupled to one storage drive 2 to 
the storage control unit 12. The control unit 12 and host 14 
include code 16 and 18, respectively, to perform control unit 
12 and host 14 operations, respectively. 
The code 8, 16, and 18 may be implemented as hardware 

logic in a hardware device or implemented in a computer 
readable medium. In embodiments where the code 8, 16, and 
18 is implemented in a computer readable medium, a proces 
sor in the storage drive 2, control unit 12 and host 14 would 
access the corresponding code 8, 16, and 18, respectively, 
from the computer readable medium in which it is stored and 
execute the accessed code. 

The control unit 12 and hosts 14 may communicate via a 
connection 20 over which the host 14 communicates I/O 
requests to the control unit 12 to access storage media 4. The 
connection 20 may utilize a host driven command-response 
protocol. The control unit 12 and one or more storage drives 
2 may communicate over a connection 22 that may be sepa 
rate from the connection between the control unit 12 and hosts 
14. In one embodiment, the connections 20 and 22 may use 
different or the same host driven command-response proto 
col, e.g., connection 20 may use a Fibre Connectivity (FI 
CON) interface and protocol and the connection 22 may use 
a Fibre Channel Protocol (FCP) interface. In an alternative 
embodiment, the connections 20 and 22 may be part of the 
same network and use the same connection protocol. The 
connections 20 and 22 may be part of a same or different 
storage related network(s). Such as a Storage Area Network 
(SAN). 

In one embodiment, the control unit 12 and storage drives 
2 to which the control unit 12 interfaces may be included in 
separate enclosures or housings, where the control unit 12 
may communicate with the coupled storage drives over the 
network 20. In one embodiment, the control unit 12 may have 
separate connections to each of the storage drives 2 or con 
nected to the storage drives in a loop topology, Such as a Fibre 
Channel arbitrated loop, etc. The control unit 12 and the 
coupled storage drives may be included in a same device 
housing, such as an automated storage library or other storage 
enclosure. 

The control unit 12 and host 14 may connect to a key server 
24 over a network 26, which may utilize a different interface 
and protocol from the connections 20 and 22. Such as the 
Transmission Control Protocol/Internet Protocol (TCP/IP). 
Additionally, the control unit 12 and host 14 may connect to 
multiple key servers 24 providing redundancy. Thus, the net 
work 26 may comprises a Local Area Network (LAN), Wide 
Area Network (WAN), the Internet, an Intranet, etc. The 
network 26 may comprise a same network shared by the 
control unit 12 and host 14 to access the key server 24 or may 
comprise separate networks. Further, the host 14 may be 
coupled to a separate key server than the key server 24 
accessed by the control unit 14, where the key server the host 
14 uses may be external to the host or an internal host 14 
component. 
The connections 20 and 22 may be characterized as “in 

band' with respect to the storage related operations involving 
the host 14, control unit 12 and storage drive 2, whereas the 
connections via network 26 among the host 14, control unit 
12 and key server 24 may be characterized as “out-of-band' 
with respect to the storage network or connections 20 and 22 
used for storage related operations. 
The key server 24 maintains a key store comprising a 

database or other data structure storing encryption keys that 
are used to encrypt data from different storage media 4. The 
key store may comprise a software element Such as an array, 
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structure, database, file, etc. In addition, a key store may also 
comprise a hardware element such as memory, media, a hard 
drive, storage device, etc. 
The key server 24 receives a request for an encryption key, 

accesses the encryption key from the key store, and sends the 
encryption key to the control unit 12 or host 14 requesting the 
key. This encryption key is then sent to the storage drive 2. 
where the key is loaded into the encryption engine 10 and 
used to decrypt/encrypt data with respect to a coupled/ 
mounted storage media 4. In one embodiment, the storage 
drive 2 sends a request for the encryption key with a message 
including an encrypted version of the encryption key that the 
storage drive 2 cannot decrypt. The key manager 24 decrypts 
the encrypted encryption key sent by the storage drive 2 and 
then sends this decrypted encryption key back to the storage 
drive 2. In one embodiment, the key manager 24 may encrypt 
the decrypted encryption key using an encryption key that is 
available to the storage drive 2. Such as a session key, so that 
the storage drive 2 may decrypt the encrypted encryption key 
from the key manager 24 to use. 

FIG. 2 illustrates an embodiment of operations performed 
by the control unit 12 code 16 to process a host 14I/O request 
directed to a storage drive 2. Upon receiving (at block 100) an 
I/O request directed to a storage media 4 or storage drive 2, the 
control unit 12 sends (at block 102) the I/O request to the 
storage drive 2 in which the target storage media is mounted. 
In an embodiment where the connections 20 and 22 use 
different communication protocols, such as different host 
driven command-response protocols, the control unit 12 may 
unpack the I/O request from the host 14 and encode in a 
packet using the connection protocol for connection 22, 
which may be different from the connection protocol used for 
connection 20. Upon receiving (at block 104) a request (e.g., 
unit attention) from the storage drive 2 for an identified 
encryption key that the storage drive 2 needs to execute the 
I/O operation, the control unit 12 determines (at block 106) 
the key access method for the storage drive 2, i.e., whether the 
control unit 12 requests over connection 20 that the host 14 
obtain the encryption key from the key server 24 (in band), or 
the control unit 12 obtains the encryption key directly over 
network 26 (out-of-band). The request from the storage drive 
2 for the key may include an encryption key identifier (ID) or 
an encrypted encryption key that the key server 24 is to 
decrypt to return to the storage drive 2 to use. 

To determine whether the in-band or out-of-band key 
access method is specified, the host 14 may at Some point 
communicate to the control unit 12 the in-band or out-of-band 
preference for a particular tape drive 2, such as when the host 
14 mounts a storage media 4 in a storage drive 2. In one 
embodiment, the host 14 may specify different key access 
methods for different storage drives 2 being accessed, so that 
for certain storage drives, the control unit 12 may have the 
host 14 communicate with the key server 24 to obtain the 
encryption key, i.e., in-band, and for other drives the control 
unit 12 may obtain the encryption key directly from the key 
sever 24, i.e., out-of-band. In an alternative embodiment, the 
host 14 may specify a single key access method that is applied 
to multiple or all of the storage drives 2 that the host 14 may 
access. Alternative techniques may be used by the control unit 
12 to determine the key access method. 

If (at block 106) in-band processing is specified, then the 
control unit 12 sends (at block 108) a message to the host 14 
to cause the host 14 to modify timeout operations and indicate 
in-band processing to cause the host 14 to communicate with 
the key server 24 to facilitate key exchange. The control unit 
12 may send the message at block 108 upon receiving a 
request for the encryption key from the storage drive 2. In one 

10 

15 

25 

30 

35 

40 

45 

50 

55 

60 

65 

6 
embodiment, the message to modify the timeout operations 
may comprise a quiesce message, error message, or pseudo 
error message. Such as a long busy or other busy notification, 
which indicates to the host 14 to Suspend any timeout opera 
tions that would otherwise cause the host to timeout the 
submitted I/O request while the storage drive 2 is waiting for 
the encryption key. Further, the message may include a unit 
check status indicating whether the host 14 is to obtain the key 
via in-band processing or that the control unit 12 will obtain 
the key. 
Upon receiving (at block 110) the encryption key from host 

14, which may be encrypted using a further encryption key 
that can be decrypted by the storage drive 2. Such as a session 
key or public key of the storage drive 2, the control unit 12 
sends (at block112) the received encryption key to the storage 
drive 2 via the in-band network 20. The control unit 12 further 
sends (at block 114) a message to the host 14 indicating the 
end of the quiesce condition, which may cause the host 14 to 
resend the I/O request and restart timeout operations with 
respect to the I/Ojob stream. The control unit 12 may send the 
message at block 112 upon receiving notification from the 
storage drive 2 successfully received and verified the encryp 
tion key. 

If (at block 106) out-of-band processing is specified, then 
the control unit 12 sends (at block 116) a message to the host 
14 to cause the host to modify timeout operations and indicate 
out-of-band processing, or processing that does not involve 
the host facilitating the exchanges with the key server 24. The 
control unit 12 sends (at block 118) a request for the encryp 
tion key to the key server 24. Other information may be 
exchanged, for both in-band and out-of-band key exchange, 
between the storage drive 2 and key server 24 via the control 
unit 12 to complete the exchange of the encryption key from 
the key server 24 to the storage drive 2. Upon receiving (at 
block 120) the encryption key, control proceeds to block 112 
to forward the key to the storage drive 2 and notify the host 14 
to resend the I/O request and end the error-mode processing, 
i.e., end the Suspension of timeout operations. 

For both in-band and out-of-band processing, the key 
server 24 may request additional information from the stor 
age drive 2, via the control unit 12 (out-of-band) or via the 
host 14 and control unit 12 (via in-band). Such as a certificate 
to allow the key server 24 to determine whether the storage 
drive 2 is authorized to access the encryption key and a 
session key that the key server 24 uses to encrypt the encryp 
tion key being sent to the storage drive 2, where the storage 
drive 2 may decrypt the encrypted encryption key from the 
key server 24 using the session key. 
Once the control unit 12 has indicated to the host 14 that the 

key exchange is required with the quiesce message, the con 
trol unit 12 continues to send the same or different quiesce 
message, such as a general long busy, to Subsequent host 
commands 14 directed to the storage drive 2. However, host 
14 commands not directed to the storage drive 2 may not be 
failed. For instance, the control unit 12 may not return the 
quiesce message and may execute commands that are per 
formed within the control unit 12 and do not require interac 
tion with the storage drive 2, commands sent by the host 14 to 
accomplish an in-band key exchange, and selected drive com 
mands such as rewind and rewind/unload which negate the 
need for the key exchange to complete. Host 14 commands 
that negate the storage drive 2 need for the key exchange are 
sent to the storage drive 2 and result in the control unit 12 
exiting the “exchange required State. Additionally, various 
host 14 interface resets may cause the control unit 12 to exit 
the “exchange required state. If the control unit 12 exits the 
“exchange required state due to a reset or selected drive 
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related commands (e.g., rewind and rewind/unload) before 
the key exchange has completed, Subsequent host 14 com 
mands may result in the drive re-raising the condition and the 
sequence begins anew. 

FIG. 3 illustrates an embodiment of operations performed 
by the host 14 code 18 to handle a quiesce message from the 
control unit 12 indicating to modify the timeout operations 
with respect to an I/O request sent to the control unit 12. As 
discussed, the quiesce message may request the host 14 to 
Suspend timeout operations with respect to the I/Ojob stream, 
Such as a long busy or other notification. Upon receiving (at 
block 150) the quiesce message, the host 14 modifies (at 
block 152) timeout operations with respect to the I/O request, 
e.g., Suspend timeout operations. The quiesce message may 
further indicate whether the host 14 is to communicate with 
the key server 24 over network 26 to facilitate key exchange 
between the key server 24 and the storage drive 2. This indi 
cation of in-band processing may be in the form of a unit 
check code provided with the quiesce message. If (at block 
154) in-band processing is not specified, which may mean 
that the control unit 12 obtains the encryption key via an 
out-of-band network 24, then the host 14 waits (at block 156) 
for an end of the quiesce condition notification. Upon receiv 
ing Such a message indicating the end of the quiesce mode, 
the host 14 ends (at block 158) the error condition, which may 
involve ending Suspension of timeout operations, resends the 
last uncompleted I/O request, and continues processing the 
I/O stream to the control unit 12. 

If (at block 154) the quiesce message indicates in-band 
processing, then the host 14 requests (at block 160) the 
encryption key to obtain from the control unit 12. In response 
to the request, the control unit 12 may forward the encryption 
key requested by the storage drive2, which may be in the form 
of an encrypted version of the encryption key the storage 
drive 2 requests oran identifier of the encryption key. The host 
14 sends (at block 162) the request for the encryption key to 
the key server 24. The host 14 then facilitates (at block 164) 
the exchange of the encryption key between the key server 24 
and the storage drive 2 via the control unit 12. In one embodi 
ment, the host 14 may facilitate the exchange by transferring 
messages between the key server 24 to the control unit 12 in 
which the key server 24 requests information needed to pro 
cess the key request, Such as a certificate for the storage drive 
2 and session key to use to encrypt the requested encryption 
key returned to the storage drive 2, etc. The host 14 may 
further receive a message terminating the exchange once the 
storage drive 2 has received the encryption key. 

With the described embodiments, the control unit 12 may 
request that a host 14 Suspend timeout operations for I/O 
requests while an encryption key or other information that the 
storage drive 2 requests is being obtained, via in-band or 
out-of-band processing, so that the host 14 does not terminate 
the I/O request as a failed request. The described embodi 
ments provide a technique to cause the host 14 to wait for the 
storage drive 2 to obtain the encryption key or other informa 
tion to use to perform the I/O request and then notify the host 
to resend the I/O request and continue further I/O operations 
after the storage drive 2 is ready to process the I/O request, 
Such as by obtaining the needed encryption key. Further, once 
the storage drive 2 has the encryption key or other requested 
information, subsequent I/O requests from the host 14 to the 
storage drive 2, sent via the control unit 12, may be immedi 
ately processed by the storage drive 2 using the previously 
received encryption key. 

FIG. 4 illustrates a packet 200 structure known in the art 
having Fibre Channel Protocol (FCP) header information 202 

10 

15 

25 

30 

35 

40 

45 

50 

55 

60 

65 

8 
and a message response/request 204. Packet 200 may be 
communicated between the storage drive 2 and the control 
unit 12 via connection 22. 

FIG. 5 illustrates a packet 210 structure known in the art 
having TCP/IP header information 212 and a message 
response/request 214. Packet 210 may be communicated 
between the key server 24 and the control unit 12 or host 14 
over network 26. 

FIG. 6 illustrates a packet 220 structure having FICON 
header information 222, TCP/IP header information 224 and 
a message response/request 226. Packet 220 may be commu 
nicated between the host 14 and control unit 12 over connec 
tion 20. In alternative embodiments where the connection 20 
uses the same communication protocol used for connection 
22, then the header information 222 may be encoded using the 
same host driven command-response protocol used for con 
nection 20. 

FIG. 7 illustrates an embodiment of operations performed 
by a device. Such as the control unit 12, to process a request 
from a first device, such as the storage drive 2, for information 
from a second device. Such as an encryption key from the key 
server 24, in an environment including a host system 14. 
Upon receiving (at block 250) an initial request from the first 
device to the second device for information, the control unit 
12 determines (at block 252) whether the host system 14, or 
other Such intermediate device, is to access the information 
from the second device, i.e., in-band is specified or out-of 
band is specified. If (from the no branch of block 252) the host 
system 14 is not involved in obtaining the requested informa 
tion, i.e., out-of-band is specified, then the control unit 12 
sends (at block 254) a quiesce or error message to the host 
system 14 indicating that the host system 14 is not to facilitate 
the exchange between the first and second devices. The con 
trol unit 12 sends (at block 256) the request from the first 
device to the second device over network 26. 
To process the request from the first device to the second 

device, the control unit 12 may also facilitate the transmission 
of additional response and request commands between the 
first and second devices. For instance, the control unit may 
receive (at block 258) at least one request from the second 
device to the first device for information from the first device 
used by the second device to process the initial request from 
the first device, e.g., information needed by the key server 24 
to process a request from the storage drive 2 for an encryption 
key. Further, the control unit 12 may also receive (at block 
260) a response from the first device to the second device in 
response to each request from the second device, e.g., the 
certificate or session key from the storage drive 2 sent to the 
key server 24 in response to information requests from the key 
server 24. The operations at blocks 258 and 260 are per 
formed for each request/response pair. Alternatively, the sec 
ond device, e.g., control unit, may respond directly to the 
initial request from the first device so that the operations at 
blocks 258 and 260 are not performed. The control unit 14 
further receives (at block 262) a response to the initial request 
from the second device to the first device, such as the encryp 
tion key requested by the storage drive 2 in response to an I/O 
request from the host system 14 requiring the use of an 
encryption key. 

If (at block 252) the host system 14 is involved in facilitat 
ing the exchange of requests between the first device, e.g., 
storage drive 2, and second device, e.g., key server 24, (i.e., 
in-band is specified), then the control unit 12 may send (at 
block 264) a quiesce message to the host system 14 indicating 
that the host system 14 is to facilitate the exchanges between 
the first and second devices. Upon receiving (at block 266) a 
request from the host system 14 in response to the quiesce 
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message (e.g., for the encryption key to obtain), the control 
unit 12 transmits (at block 268) a packet, e.g., 220 (FIG. 6), to 
the host system 14 including a response to the host system 
request which includes the initial request at operation 250 
encoded using the second (e.g., TCP/IP header 224) and third 
communication (e.g., FICON header 222) protocols. In one 
embodiment, the request sent to the host system 14 may 
comprise the request sent at block 250. 

To process the request from the first device to the second 
device via the host system 14, the control unit 12 may also 
facilitate the transmission of additional response and request 
commands. For instance, the control unit 12 may receive (at 
block 270) at least one request from the second device to the 
first device using the second and third communication proto 
cols from the host system 14 for information from the first 
device used by the second device to process the initial request 
and transfer the request to the first device. The control unit 12 
may further receive (at block 272) a response from the first 
device to the second device and transmit a packet including 
the response encoded with the second and third communica 
tion protocols via the host system 14 as a response to the 
incoming host communication having the request from the 
second device at block 260. The operations at blocks 258 and 
260 are performed for each request/response pair. Alterna 
tively, the second device, e.g., control unit, may respond 
directly to the initial request from the first device so that the 
operations at blocks 270 and 272 are not performed. The 
control unit 12 may further receive (at block 274) a response 
to the initial request from the second device to the first device 
via the host system encoded using the second and third com 
munication protocols, such as the encryption key requested 
by the storage drive 2 in response to the host system 14 I/O 
request. The control unit 12 may further transmit a packet 
indicating there are no further responses to the host 14 using 
the third communication protocol as a response to the incom 
ing host communication in box 274. 

FIG. 8 illustrates an embodiment of operations performed 
by the control unit 12 code 16 to process requests and 
responses from the first device, e.g., storage drive 2, to direct 
to the second device, e.g., the key server 24. In one embodi 
ment, the response or request from the first device, such as the 
storage drive 2, is included in a packet 200 (FIG. 4) encoded 
using a first communication protocol. Such as a host driven 
command-response protocol (e.g., a Fibre Channel Protocol 
having header 202), used on connection 22 between the con 
trol unit 12 and first device, e.g., storage drive 2. Upon receiv 
ing (at block 300) a response or request from the first device 
to the second device in a packet 200, the control unit 12 
accesses (at block 302) the response or request from the 
packet 200 encoded using a first communication protocol, 
e.g., a Fibre Channel Protocol 202. Accessing the response/ 
request may involve removing the first communication pro 
tocol (e.g., Fibre Channel Protocol) header 202 from the 
packet. The control unit 12 generates (at block 304) a packet 
210 (FIG. 5) including the accessed response or request 214 
encoded using a second communication protocol, e.g., TCP/ 
IP, and having protocol header 212. If (at block 306) the host 
system 14 is involved in facilitating the packet exchange, i.e., 
in-band communication, then the control unit 12 further 
encodes (at block 308) the generated packet with a third 
communication protocol (e.g., FICON) to form a packet 220 
having headers 224 and 222 for the second (TCP/IP) and third 
(FICON) communication protocols, respectively. This packet 
220 is transmitted (at block 310) to the host system 14. If (at 
block 306) the host system 14 is not involved in facilitating 
packet exchange between the first and second devices, i.e., 
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10 
out-of-band is specified, then the control unit 12 transmits the 
generated packet 210 to the second device over network 26. 

FIG. 9 illustrates an embodiment of operations performed 
by the control unit 12 code 16 to process requests and 
responses from the second device, e.g., the key server 24, to 
the first device, e.g., storage drive 2. In one embodiment, the 
response or request from the second device. Such as the key 
server 24, is included in a packet 210 (FIG. 5 encoded using 
a second communication protocol. Such as network protocol 
other than a host driven command-response protocol (e.g., 
having TCP/IP header 212), used for network 26. Upon 
receiving (at block 350) a request from the second device to 
the first device, which may arrive via network 26 or connec 
tion 20, the control unit 12 determines (at block 352) whether 
the host system 14 is involved, i.e., in-band via connection 20. 
If so, then the control unit 12 accesses (at block 354) the 
response or request 226 (FIG. 6) from a packet 220 encoded 
using the second (e.g., TCP/IP) and third (e.g., FICON) com 
munication protocols, which may involve removing the head 
ers 222 and 224. The control unit 12 generates (at block 356) 
a packet 200 (FIG. 4) including the accessed response or 
request 204 encoded using the first communication protocol 
(e.g., Fibre Channel) having header 202. This generated 
packet 200 is sent (at block 358) to the first device, e.g., 
storage drive 2. 

If (at block 352) the host system 14 is not involved, i.e., 
out-of-band processing where the second device sends pack 
ets to the control unit 12 via network 26, bypassing the host 
system 14, then the control unit 12 accesses (at block 360) the 
response or request 214 (FIG. 5) from a packet 210 encoded 
using the second communication protocol (e.g., TCP/IP) and 
proceeds to block 356 to generate the packet 200 to send to the 
first device. As discussed, accessing the response/request 
from a packet may involve stripping the headers from the 
packet for communication protocols that will not be used in 
Subsequent transmissions of the packet. 
FIG.10 illustrates an embodiment of operations performed 

by the host code 18 to facilitate the exchange of packets from 
the first device, e.g., storage drive 2, to the second device, e.g., 
key server 24, for in-band processing. Upon processing (at 
block 400) a request/response from the first device to the 
second device received from the control unit 12, the host 
system 14 removes (at block 402) the encoding from the 
packet related to the third (e.g., FICON) communication pro 
tocol, such as by removing the header 222 (FIG. 6), leaving 
packet, such as packet 210 (FIG. 5) encoded with second 
(e.g., TCP/IP) communication protocol information, e.g., 
TCP/IP header 212. The host system 14 then transmits the 
packet 210 to the second device over network 26. 

FIG.11 illustrates an embodiment of operations performed 
by the host code 18 to facilitate the exchange of packets from 
the second device, e.g., key server 24, to the first device, e.g., 
storage drive 2, for in-band processing. Upon processing (at 
block 430) a packet 210 (FIG.5) including a request/response 
214 from the second device to the first device encoded with 
the second (e.g., TCP/IP) communication protocol, having 
TCP/IP header 212, the host system 14 encodes (at block 432) 
the received packet 210 with third (e.g., FICON) communi 
cation protocol information to generate packet 220 having 
headers 222 and 224. The host system 14 transmits (at block 
434) the packet 220 encoded with the second (e.g., TCP/IP) 
and third (e.g., FICON) communication protocols to the con 
trol unit 12 to send to the first device. 
The operations of FIGS. 8 and 9 performed by the control 

unit 12 to process requests between two devices may be used 
with the operations of FIG. 2 to transmit responses and 
requests between the storage drive 2 and the key server 24 via 
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the host system 14 or the network 26. The operations of FIGS. 
10 and 11 performed by the host 14 may be used with the 
operations of FIG. 3 to facilitate the exchange of responses 
and requests between the storage drive 2 and the key server 
24. 

Described embodiments provide techniques for facilitating 
the exchange of responses and requests between two devices 
through intermediary devices, such as a control unit and host, 
where different communication protocols are used by the two 
devices and by the intermediary devices. 

Additional Embodiment Details 

The described operations may be implemented as a 
method, apparatus or article of manufacture using standard 
programming and/or engineering techniques to produce Soft 
ware, firmware, hardware, or any combination thereof. The 
described operations may be implemented as code main 
tained in a “computer readable medium', where one or more 
processors may read and execute the code from one or more 
computer readable media. A computer readable medium may 
comprise media Such as magnetic storage medium (e.g., hard 
disk drives, floppy disks, tape, etc.), optical storage (CD 
ROMs, DVDs, optical disks, etc.), volatile and non-volatile 
memory devices (e.g., EEPROMs, ROMs, PROMs, RAMs, 
DRAMs, SRAMs, MRAMs, Flash Memory, firmware, pro 
grammable logic, etc.), etc. The code implementing the 
described operations may further be implemented in hard 
ware logic (e.g., an integrated circuit chip, Programmable 
Gate Array (PGA), Application Specific Integrated Circuit 
(ASIC), etc.). Still further, the code implementing the 
described operations may be implemented in “transmission 
signals', where transmission signals may propagate through 
space or through a transmission media, such as an optical 
fiber, copper wire, etc. The transmission signals in which the 
code or logic is encoded may further comprise a wireless 
signal, satellite transmission, radio waves, infrared signals, 
Bluetooth, etc. The transmission signals in which the code or 
logic is encoded is capable of being transmitted by a trans 
mitting station and received by a receiving station, where the 
code or logic encoded in the transmission signal may be 
decoded and stored in hardware or a computer readable 
medium at the receiving and transmitting stations or devices. 
An “article of manufacture' comprises computer readable 
medium, hardware logic, and/or transmission signals in 
which code may be implemented. A device in which the code 
implementing the described embodiments of operations is 
encoded may comprise a computer readable medium or hard 
ware logic. Of course, those skilled in the art will recognize 
that many modifications may be made to this configuration 
without departing from the scope of the present invention, and 
that the article of manufacture may comprise Suitable infor 
mation bearing medium known in the art. 

In the described embodiments, the storage drive 2 was 
described as requesting an encryption key to perform an I/O 
request from a host system 14. In alternative embodiments, 
the exchange of information may be between a storage drive 
2 and another device to obtain information other than an 
encryption key, Such as information needed by the storage 
drive 2 for continued I/O processing or other related opera 
tions, including information needed to continue processing a 
host I/O request. In certain embodiments, the host Suspends 
timeout operations while the storage drive obtains informa 
tion from an external device needed to continue I/O process 
ing. Further, the host may specify an information access 
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12 
method for the information exchange, either in-band or out 
of-band, to provide the storage drive information other than 
an encryption key 

In described embodiments the exchange was between a 
storage drive 2 and key server 24 or other device. In alterna 
tive embodiments, the host and control unit or other network 
components may use the described embodiments to exchange 
responses, requests and other information between devices 
other than a storage drive and key server. For instance, the 
control unit and host may facilitate the exchange between 
other types of I/O devices, such as printers, Switches, trans 
mitters, etc. 

In described embodiments, the first device, e.g., the storage 
drive 2, initiated a request for information, e.g., an encryption 
key, in response to a host I/O request. In an alternative 
embodiment, the first device may initiate the request for infor 
mation from the second device in response to an event other 
than a host I/O request. 

In the described embodiments of FIGS. 7-11 different host 
driven command-response protocols were used for commu 
nications between the first device, e.g., storage drive 2, and 
the control unit 12 and between the host 14 and the control 
unit 12. In an alternative embodiment, the same host driven 
command-response protocol, e.g., Fibre Channel, FICON, 
etc., may be used for communications between the first 
device, e.g., storage drive 2, and the control unit 12 and 
between the host 14 and the control unit 14. In such case, the 
packets sent between the control unit 12 and the host 14 
would include the same command response protocol header 
included in the packets between the storage drive 2 and con 
trol unit 12, i.e., the same communication protocol is used on 
connections 20 and 22. 

FIGS. 4, 5, and 6 show certain information included in 
packets. Additional and different information may be 
included with the packets. 

In the described embodiments, the intermediate devices 
facilitating the exchange of data between the first and second 
devices comprised a storage control unit and a host. In alter 
native embodiments, other types of intermediate devices may 
be used to facilitate the exchange of packets between first and 
second devices using different communication protocols. 
The terms “an embodiment', 'embodiment', 'embodi 

ments', “the embodiment”, “the embodiments”, “one or 
more embodiments”, “some embodiments', and “one 
embodiment’ mean “one or more (but not all) embodiments 
of the present invention(s) unless expressly specified other 
wise. 
The terms “including”, “comprising”, “having and varia 

tions thereof mean “including but not limited to’, unless 
expressly specified otherwise. 
The enumerated listing of items does not imply that any or 

all of the items are mutually exclusive, unless expressly speci 
fied otherwise. 
The terms 'a', 'an' and “the mean “one or more', unless 

expressly specified otherwise. 
The variables “n” and “m' when used to represent a vari 

able number of an element may indicate any number of 
instances of the element, and may indicate different integer 
numbers when used with different elements. 

Devices that are in communication with each other need 
not be in continuous communication with each other, unless 
expressly specified otherwise. In addition, devices that are in 
communication with each other may communicate directly or 
indirectly through one or more intermediaries. 
A description of an embodiment with several components 

in communication with each other does not imply that all Such 
components are required. On the contrary a variety of 
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optional components are described to illustrate the wide vari 
ety of possible embodiments of the present invention. 

Further, although process steps, method steps, algorithms 
or the like may be described in a sequential order. Such pro 
cesses, methods and algorithms may be configured to work in 
alternate orders. In other words, any sequence or order of 
steps that may be described does not necessarily indicate a 
requirement that the steps be performed in that order. The 
steps of processes described herein may be performed in any 
order practical. Further, some steps may be performed simul 
taneously. 
When a single device or article is described herein, it will 

be readily apparent that more than one device/article (whether 
or not they cooperate) may be used in place of a single 
device/article. Similarly, where more than one device or 
article is described herein (whether or not they cooperate), it 
will be readily apparent that a single device/article may be 
used in place of the more than one device or article or a 
different number of devices/articles may be used instead of 
the shown number of devices or programs. The functionality 
and/or the features of a device may be alternatively embodied 
by one or more other devices which are not explicitly 
described as having such functionality/features. Thus, other 
embodiments of the present invention need not include the 
device itself. 

FIG. 12 illustrates one embodiment of a computer archi 
tecture 500 known in the art of the network components, such 
as the control unit 12, host 14, key server 24 and storage drive 
2 shown in FIG.1. The architecture 500 may include a pro 
cessor 502 (e.g., a microprocessor), a memory 504 (e.g., a 
Volatile memory device), and storage 506 (e.g., a non-volatile 
storage. Such as magnetic disk drives, optical disk drives, a 
tape drive, etc.). The storage 506 may comprise an internal 
storage device or an attached or network accessible storage. 
Programs in the storage 506 are loaded into the memory 504 
and executed by the processor 502 in a manner known in the 
art. The architecture further includes a network card 508 to 
enable communication with a network, Such as an Ethernet, a 
Fibre Channel Arbitrated Loop, etc. An input device 510 is 
used to provide user input to the processor 502, and may 
include a keyboard, mouse, pen-stylus, microphone, touch 
sensitive display Screen, or any other activation or input 
mechanism known in the art. An output device 512 is capable 
of rendering information transmitted from the processor 502, 
or other component, such as a display monitor, printer, Stor 
age, etc. 
The illustrated operations of FIGS. 2,3,7,8,9, 10, and 11 

show certain events occurring in a certain order. In alternative 
embodiments, certain operations may be performed in a dif 
ferent order, modified or removed. Moreover, steps may be 
added to the above described logic and still conform to the 
described embodiments. Further, operations described herein 
may occur sequentially or certain operations may be pro 
cessed in parallel. Yet further, operations may be performed 
by a single processing unit or by distributed processing units. 

The foregoing description of various embodiments of the 
invention has been presented for the purposes of illustration 
and description. It is not intended to be exhaustive or to limit 
the invention to the precise form disclosed. Many modifica 
tions and variations are possible in light of the above teaching. 
It is intended that the scope of the invention be limited not by 
this detailed description, but rather by the claims appended 
hereto. The above specification, examples and data provide a 
complete description of the manufacture and use of the com 
position of the invention. Since many embodiments of the 
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14 
invention can be made without departing from the spirit and 
Scope of the invention, the invention resides in the claims 
hereinafter appended. 

What is claimed is: 
1. An article of manufacture having code enabled to pro 

cess communications between a host and storage drive having 
a storage media and to cause operations to be performed, the 
operations comprising: 

receiving an Input/Output (I/O) request from the host 
directed to the storage media that requires requested 
information be sent to the storage drive to use to execute 
the I/O request against the storage media; and 

sending a message to the host to cause the host to modify 
I/O timeout operations in response to determining that 
the requested information is required. 

2. The article of manufacture of claim 1, wherein the mes 
sage comprises a first message, wherein the operations further 
comprise: 

sending a second message to the host to cause the host to 
resend the I/O request in response to the storage drive 
receiving the requested information. 

3. The article of manufacture of claim 2, wherein the first 
message comprises a quiesce message that causes the host to 
Suspend an I/O request job stream and Suspend any timeout 
operation with respect to the I/O request, and wherein the 
second message causes the host to restart timeout operations 
and resend the I/O request. 

4. The article of manufacture of claim 1, wherein determin 
ing that the information is needed comprises receiving a 
request for the information from the storage drive. 

5. The article of manufacture of claim 1, wherein the mes 
sage indicates an information access method indicating that 
the requested information is transferred between the storage 
drive and a device via the host facilitating the exchange of the 
requested information over a first network over which the I/O 
request was communicated or via a second network. 

6. The article of manufacture of claim 5, wherein the opera 
tions further comprise: 

receiving from the host indication of the information 
access method for a plurality of storage drives, wherein 
the first network and the second network are capable of 
being indicated as the information access method for 
different storage drives. 

7. The article of manufacture of claim 5, wherein the mes 
sage indicates that the information access method uses the 
second network, wherein the operations further comprise: 

sending a request for the requested information to the 
device over the second network; 

receiving an information key from the device; and 
sending the received information to the storage drive via a 

third connection. 
8. The article of manufacture of claim 5, wherein the mes 

sage indicates that the information access method uses the 
first network and wherein the message causes the host to 
facilitate the exchange of the requested information between 
the device and the storage drive via the first network. 

9. The article of manufacture of claim 1, wherein the opera 
tions further comprise: 

returning a quiesce message in response to receiving a 
Subsequent I/O request from the host to the storage 
drive; and 

permitting processing of host commands that do not 
require interaction with the storage drive and that termi 
nate the transfer of the requested information to the 
storage drive. 
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10. The article of manufacture of claim 1, wherein the 
requested information comprises an encryption key the Stor 
age drive needs to process the host I/O request. 

11. An article of manufacture having code enabled to pro 
cess communications between a control unit and storage drive 
having a storage media and for causing operations, the opera 
tions comprising: 

sending an I/O request to a control unit that is directed to a 
storage media accessed by a storage drive, wherein the 
control unit is in communication with the storage drive; 

receiving a message from the control unit in response to the 
storage drive requesting information to process the I/O 
request; 

modifying timeout operations with respect to the I/O 
request in response to the message; and 

resending the I/O request in response to the storage drive 
receiving the requested information. 

12. The article of manufacture of claim 11, wherein the 
message indicates whether the requested information will be 
obtained from a device via a first network through which the 
I/O request was communicated to the control unit or a second 
network. 

13. The article of manufacture of claim 12, wherein the 
message indicates that the requested information is obtained 
via the first network, and wherein modifying timeout opera 
tions comprises suspending an I/O request job stream includ 
ing the sent I/O request, and wherein the operations further 
comprise: 

sending a request to the device for the requested informa 
tion; 

sending the requested information from the device to the 
control unit to forward to the storage drive in response to 
obtaining the requested information; and 

resending the I/O request in response to the storage drive 
receiving the requested information. 

14. The article of manufacture of claim 13, wherein the 
message comprises a first message, further comprising: 

receiving a second message from the control unit in 
response to the storage drive receiving the requested 
information, wherein the I/O request is resent and the 
I/Ojob stream suspension ended in response to receiving 
the second message. 

15. The article of manufacture of claim 12, wherein the 
message indicates that the requested information is obtained 
via the second network, wherein the message comprises a first 
message, wherein the operations further comprise: 

receiving a second message from the control unit in 
response to the storage drive receiving the requested 
information, wherein the I/O request is resent in 
response to receiving the second message. 

16. The article of manufacture of claim 11, wherein the 
requested information comprises an encryption key the Stor 
age drive needs to process the I/O request. 

17. A system in communication with a host and a storage 
drive having a storage media, comprising: 

a processor; and 
code executed by the processor to perform operations, the 

operations comprising: 
receiving an Input/Output (I/O) request from the host 

directed to the storage media that requires requested 
information be sent to the storage drive to use to execute 
the I/O request against the storage media; and 

sending a message to the host to cause the host to modify 
I/O timeout operations in response to determining that 
the requested information is required. 
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18. The system of claim 17, wherein the message com 

prises a first message wherein the operations further com 
prise: 

sending a second message to the host to cause the host to 
resend the I/O request in response to the storage drive 
receiving the requested information. 

19. The system of claim 18, wherein the first message 
comprises a quiesce message that causes the host to Suspend 
an I/O request job stream and Suspend any timeout operation 
with respect to the I/O request, and wherein the second mes 
sage causes the host to restart timeout operations and resend 
the I/O request. 

20. The system of claim 17, wherein the message indicates 
an information access method indicating that the requested 
information is transferred between the storage drive and a 
device via the host facilitating the exchange of the requested 
information over a first network over which the I/O request 
was communicated or via a second network. 

21. The system of claim 20, wherein the operations further 
comprise: 

receiving from the host indication of the information 
access method for a plurality of storage drives, wherein 
the first network and the second network are capable of 
being indicated as the information access method for 
different storage drives. 

22. The system of claim 20, wherein the message indicates 
that the information access method uses the second network, 
wherein the operations further comprise: 

sending a request for the requested information to the 
device over the second network; 

receiving an information key from the device; and 
sending the received information to the storage drive via a 

third connection. 
23. The system of claim 17, wherein the operations further 

comprise: 
returning a quiesce message in response to receiving a 

Subsequent I/O request from the host to the storage 
drive; and 

permitting processing of host commands that do not 
require interaction with the storage drive and that termi 
nate the transfer of the requested information to the 
storage drive. 

24. The system of claim 17, wherein the requested infor 
mation comprises an encryption key the storage drive needs to 
process the host I/O request. 

25. A system in communication with a control unit and a 
storage drive having a storage media, comprising: 

a processor; and 
code executed by the processor to perform operations, the 

operations comprising: 
sending an I/O request to the control unit that is directed to 

the storage media accessed by the storage drive, wherein 
the control unit is in communication with the storage 
drive; 

receiving a message from the control unit in response to the 
storage drive requesting information to process the I/O 
request: 

modifying timeout operations with respect to the I/O 
request in response to the message; and 

resending the I/O request in response to the storage drive 
receiving the requested information. 

26. The system of claim 25, wherein the message indicates 
whether the requested information will be obtained from a 
device via a first network through which the I/O request was 
communicated to the control unit or a second network. 

27. The system of claim 26, wherein the message indicates 
that the requested information is obtained via the first net 
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work, and wherein modifying timeout operations comprises 
Suspending an I/O request job stream including the sent I/O 
request, and wherein the operations further comprise: 

sending a request to the device for the requested informa 
tion; 

sending the requested information from the device to the 
control unit to forward to the storage drive in response to 
obtaining the requested information; and 

resending the I/O request in response to the storage drive 
receiving the requested information. 

28. The system of claim 25, wherein the requested infor 
mation comprises an encryption key the storage drive needs to 
process the I/O request. 

29. A method, comprising: 
receiving an Input/Output (I/O) request from a host 

directed to a storage media that requires requested infor 
mation be sent to a storage drive to use to execute the I/O 
request against the storage media; and 

sending a message to the host to cause the host to modify 
I/O timeout operations in response to determining that 
the requested information is required. 

30. The method of claim 29, wherein the message com 
prises a first message, further comprising: 

sending a second message to the host to cause the host to 
resend the I/O request in response to the storage drive 
receiving the requested information. 

31. The method of claim 30, wherein the first message 
comprises a quiesce message that causes the host to Suspend 
an I/O request job stream and Suspend any timeout operation 
with respect to the I/O request, and wherein the second mes 
sage causes the host to restart timeout operations and resend 
the I/O request. 

32. The method of claim 29, wherein the message indicates 
an information access method indicating that the requested 
information is transferred between the storage drive and a 
device via the host facilitating the exchange of the requested 
information over a first network over which the I/O request 
was communicated or via a second network. 

33. The method of claim 32, further comprising: 
receiving from the host indication of the information 

access method for a plurality of storage drives, wherein 
the first network and the second network are capable of 
being indicated as the information access method for 
different storage drives. 

34. The method of claim32, wherein the message indicates 
that the information access method uses the second network, 
further comprising: 
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18 
sending a request for the requested information to the 

device over the second network; 
receiving an information key from the device; and 
sending the received information to the storage drive via a 

third connection. 
35. The method of claim 29, further comprising: 
returning a quiesce message in response to receiving a 

Subsequent I/O request from the host to the storage 
drive; and 

permitting processing of host commands that do not 
require interaction with the storage drive and that termi 
nate the transfer of the requested information to the 
storage drive. 

36. The method of claim 29, wherein the requested infor 
mation comprises an encryption key the storage drive needs to 
process the host I/O request. 

37. A method, comprising: 
sending an I/O request to a control unit that is directed to a 

storage media accessed by a storage drive, wherein the 
control unit is in communication with the storage drive; 

receiving a message from the control unit in response to the 
storage drive requesting information to process the I/O 
request: 

modifying timeout operations with respect to the I/O 
request in response to the message; and 

resending the I/O request in response to the storage drive 
receiving the requested information. 

38. The method of claim 37, wherein the message indicates 
whether the requested information will be obtained from a 
device via a first network through which the I/O request was 
communicated to the control unit or a second network. 

39. The method of claim38, wherein the message indicates 
that the requested information is obtained via the first net 
work, and wherein modifying timeout operations comprises 
Suspending an I/O request job stream including the sent I/O 
request, further comprising: 

sending a request to the device for the requested informa 
tion; 

sending the requested information from the device to the 
control unit to forward to the storage drive in response to 
obtaining the requested information; and 

resending the I/O request in response to the storage drive 
receiving the requested information. 

40. The method of claim 37, wherein the requested infor 
mation comprises an encryption key the storage drive needs to 
process the I/O request. 
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